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CHKUH JIep)KaBHUN YHIBEPCHTET O€3MEKH KUTTENISITBHOCTI
Onexcanap IPUJATKO — kaHauaat TeXHIYHUX HAayK, JOLEHT, IPOPEKTOP 3 HABYAIbHO-METOIUYHOL
pobotu JIEBIBCEKOTO IEep>KaBHOIO YHIBEPCHTETY OE3IIEKH XKUTTENIsUIBHOCTI
Poman SIKOBYYK — 10KTOp TeXHIYHMX HayK, JOLEHT, HAYAIbHUK HAaBYAJIbHO-HAYKOBOI'O iHCTHTYTY
LUBLIBHOTO 3aXUCTY, JIbBIBCHKUIA IepKaBHUI YHIBEPCUTET OC3MEKH KHUTTELSIIBHOCTL
Oabra MEHBIINKOBA - kanuzar ¢isnko-MaTeMaTHYHHX HAYK, JJOLCHT, 3aCTYITHUK HadalbHHU-
Ka HaBYAJIBHO-HAYKOBOTO IHCTHUTYTY IMBLIBHOTO 3aXHCTY, JIBBIBCHKUH [ep)KaBHUH YHIBEpCUTET
0€e3MeKH KUTTENISIIBHOCTL
BYPAK Ha3zapiii €BreHoBHY — KaHAWIAT TEXHIYHUX HAYK, AOLCHT, HAauadbHUK Kadempu iHdoOp-
MalliiHUX TEXHOJIOTIH Ta CHCTEM EJICKTPOHHUX KOMYHiKalii, JIbBIBCbKHI JIepKaBHUI YHIBEpCHUTET
0e3MneKH KUTTENISIIBHOCTL
IBAHYCA Awujpiii IBaHOBMY — KaHIUIAT TEXHIYHUX HAYK, JIOLEHT, HaYalIbHUK Kadenpu ynpas-
JiHHSA iHpOpMaLiifHOI Ge3neKoro, JIbBIBCbKHI TepKaBHUN YHIBEPCUTET OE3MEKH KU TTEAISUTBHOCTI
HA3AP IOuaisn CepriiBHa — noxTop ¢dinocodii, 3acTynHIK HavaabHHKA Kadeapu iHpOpMariiHuX
TEXHOJIOTI# Ta CHCTEM eNeKTPOHHUX KOMYHiKaliil JIbBIBCHKOTO JIEp>KaBHOTO YHIBEPCUTETY O€3MeKH
SKUATTE NiAAbHOCTI
XJIEBHOWM Ouexcanap BikTopoBHY — KaHAuiaT TeXHiYHUX HAyK, JOLEHT, JIOLEHT Kadeapu
iHhOpMaIiHUX TEXHOJOTIH Ta CHCTEM eNCKTPOHHUX KOMYHiKalii JIbBIBCHKOTO Iep:kaBHOTO yHi-
BEPCUTETY OE3MEKH KUTTETISITBHOCTL
CMOTP Ouasra OuiekciiBHa — KaHIUAAT TEXHIYHUX HAyK, JOLEHT, npodecop kadenpu indopma-
HIHUX TEXHOJIOTIM Ta CHCTEM ENIEKTPOHHUX KOMYHiKalliii JIbBiBCHKOTO JAEpKABHOI'O YHIBEPCUTETY
0e3IeKH KUTTENISUIBHOCTI
BOP30B IOpiii OuiekciiitoBHY — KaHIUAAT TEXHIYHUX HAYK, JOLEHT, IOLEHT Kadenpu iHpopma-
LIMHUX TEXHOJOTiil Ta CHCTEM ENEeKTPOHHUX KOMYHiKaIliii JIbBIBCHKOTO JIep)KaBHOTO YHIBEPCHTETY
0e3IeKH KUTTENISUIBHOCTI
T'OJIOBATHUM Poman PyciiaHoBUY — KaHAWAAT TEXHIYHUX HAYK, JNOUCHT Kadenpu iHpopmaiii-
HUX TEXHOJOTIH Ta CHUCTEM ENeKTPOHHUX KOMYHikalii JIbBIBCBKOTO IEp>KaBHOIO YHIBEPCHUTETY
0e3IeKH KUTTERISUIBHOCTI
MNUJINIIEHKO Bonogumup MukonaiioBuu — crapmmii Bukiagad kadenpu iHpopmariiHuX
TEXHOJIOTIH Ta CHCTEM ENeKTPOHHUX KOMYHiKauiil JIbBIBCHKOTO Jep:KaBHOTO YHIBEPCUTETY O€3MeKH
KUTTETSITBHOCTI
KE3JIO-XJIEBHA Haranis BosomnmupiBaa — Buxiagay kadenpy iHpopMariifHuX TexHomoriii Ta
CHCTEM eIeKTPOHHHUX KOMyHiKamili JIbBIBCBKOr0 JepKaBHOIO YHIBEPCUTETY O€3MEKH KUTTENsUTHHOCT]
PAMTA Jliana AnaromiiBua — crapmmit Bukmagay kadeapu iHopMaIiitHux TeXHOIOrii Ta cuc-
TEeM eNIeKTPOHHUX KOMYHiKalliil JIbBIBCBKOTO IepyKaBHOTO YHIBEPCUTETY OE3MEKH KHUTTEIISUIBHOCTI
JTOBBHSIK Bipa Hocunisua BUKJIana4 Kadeapy iHpOpMaliiHIX TEXHOIOTIH Ta CHCTEM elek-
TPOHHUX KOMYHIiKalliif JIbBIBCHKOTO Iep)KaBHOTO YHIBEPCUTETY OE3MEKHU KHUTTENISITbHOCTI
IMOJIOTAM Opect IBaHOBMY — KAHIHAAT TEXHIYHUX HAYK, JOLEHT, JOUEHT KadeapH yIpaBIiHHS
iHdopMariiiHOO Oe3nexoro, JIbBIBCKUIA 1epykaBHUIT yHIBEpCHTET OE3IEKH KUTTEMISITBHOCTI
BAJIAIIBKA Banepia CepriiBna — Buxiagad kadenpu ynpasiiHHA iHpopMamiiHOoO O6e3me-
ko1, JIbBIBCBbKMIT AepKaBHUN YHIBEPCUTET O€3MEKH )KUTTEAISITBHOCTI
TKAYYK PocruciaB JIbBOBHY — JOKTOp TEXHIYHHX HAYK, Ipodecop, npodecop kadeapu ympas-
JiHHA iHpOpMaliliHo0 6e3neKoro, JIbBIBCEKHI epKaBHUH YHIBEPCUTET O€3IEKH KU TTEAISUTBHOCTI

3a TOYHICTh HaBeICHHUX (PAKTiB, CAMOCTIHHICTh HAYKOBOI'O aHAJIi3y Ta HOPMATHBHICTH CTH-
JICTHKY BHKJIANY, @ TAKOXK 32 BUKOPHUCTaHHS BiZIOMOCTEIA, 110 HE PEKOMEHIO0BaHi 10 BiIKPUTOI My0-
JIiKauil BiJIIOBIJaJIbHICTh HECYTh ABTOPH OMYOJIIKOBAHUX MaTepiatiB.
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AJITOPUTMH KOJIbOPUCTUKH 1 OCBITJIEHHS .
B AKIIEHTYBAHHI ITPOIIECIB BI3YAJII3AIII B3AEMOIII
EJIEMEHTIB IHOOPMALINHOI OCBITHBOI CUCTEMH

Amnpgpyxis /I.I., MapTun €.B.
Jlvsiscokutl deporcagrutl yrigepcumem Oe3neku HcummeoisibHOCmI

Anomauis. 3anpononosani nioxoou 00 po3pooOKu [ UKOPUCMAHHS 3AC00i8 KO-
JIbOPUCTIUKY ThA OCEIMIeHHs Ol AKYEeHMYB8aHHA npoyecie izyanizayii enemenmie ingho-
PMayiiiHOl 0C8IMHbOI cucmemu YNpaGIiHHg 3aKIA0AMU 31 CReyUpIuHUMU YMOBAMU Ha-
suanns. IIposedeno ananiz mamemamuynux mooeneti ma arOPUMMIYHUX MemoOi8, AKI
3abe3neuyioms adanmuseHe 8i000PaNCeHHs OaHUX PO3POONIOEAHOT cucmemuy 3 YpaxyeaH-
HAM RCUXOQIZI0N02IHHUX 0COOAUBOCMEN CRPULIHAMMISL OCBIMHIX MOOYIIS.

Knwuoei cnosa: inghopmayiiina oceimus cucmema, cheyudiuni ymosu HaguauHs,
KOMN tomepHa 2paghixa, aneopummi 0CimaeHHs ma Koaopy.

Abstract. Proposed approaches to the development and use of coloristics and
lighting tools to emphasize the visualization processes of elements of the information
educational management system for institutions with specific learning conditions. An
analysis of mathematical models and algorithmic methods that provide adaptive display
of data from the system under development, taking into account the psychophysiological
characteristics of the perception of educational modules, is carried out.

Keywords: information educational system, specific learning conditions,
computer graphics, lighting and color algorithms.

[Hdopmaniitai TeXHOIOTI yIpaBIiHHS OCBITHIMH 3aKJIaJaMH IiATOTOBKH
¢axiBuiB U1 poOOTH B HA/J3BUYAWHHX CUTYalisiX NMOTPEOYIOTh BUKOPHCTaHHS
Crenu@iqIHOTO MPOTPaMHOTo 3a0e3MeueHHs 3 TOJANBIIOK iX MOJIEIBHOIO peai-
3amiero. [loTpeba edexTHBHOI Bidyalizallii JaHWX Ma€ BaroMe TEOPETHYHE Ta
NpaKTHYHE 3HAYCHHSI.

[Ipobnema parioHaIBPHOTO TOJAHHS OCBITHBROI iH(OpMarii yepe3 BUKO-
pHUCTaHHSI AJITOPUTMIB KOJIOPHCTHKH Ta OCBITJIICHHsSI HaOyBae 0coONMBOi akTya-
JBHOCTI Y 3B’SI3KY 3 MIIBUIIEHUMH BUMOTAMH 10 eprOHOMIKH i YMTa0EeTBHOCTI
iHTepeiiciB, MO BUKOPUCTOBYIOTECS SK y TOBCSKIASHHOMY OCBITHBOMY IpOIIe-
Ci, TaK 1 B Cy4aCHUX peallisiX opraHizallii IpoBeIeHHS HaBYAJILHOTO TPOIIECY B
3aKIaaax 3i crenudigyHIMI BUMOTAMH.

Bimomi MaTeMaTH4HI MOJENTi KOJIBOPUCTHKH, Taki sk RGB, HSV, LAB,
Ta AITOPUTMH OCBITJICHHS, HapUKIaa, Moaeinb DoHra, TpacyBaHHS NPOMEHIB,
KapTu TiHeH, CKIafaloTh 0a3uc JUIsl pe3yiabTaTHBHOI Bi3yalizallil eJeMeHTIB 1H-
(hopMariiHOI TeXHOJIOTIi yIpaBIiHHSI TaKUMHU 3akiagamu. [IpormoHoBaHa iH(pO-
pMatiifHa OCBITHS cucreMa 0a3yeTbhcs Ha CKIIAJOBUX €lIEMEHTax, siki 3abe3me-
YyIOTh ii PO3BUTOK Ta MOAanblle BAOCKOHaNeHHs (puc. 1). Peamii croromeHHs
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moTpeOyIOTh peanizallii BIJIOBITHUX MiAXO0IB A0 CTPYKTYPH HaBYAIBLHOTO MPO-
necy. Ha BinMiHy Bif AisZIbHOCTI 3aKJIaliB BHUIOi OCBITH B JJOBOEHHHUH TEpio]
peainii BUMararoTh afanTaiii J0 CydaCHUX YMOB.

Po3poGiiena Hamu y3aranbHeHa cxema iHQOpMAIiifHOI OCBITHBOI cHCTE-
MH BiJJoOpaka€e KIIIOYOBI CKJIAJIOB1 €IEMEHTH 1 30BHILIHI Ta BHYTPIIIHI (akTopH,
10 BU3HAYAIOTh €(DEKTUBHICTD ii (YHKIIOHYBaHHS B YMOBAX CICIU(IYHUX BU-
MOT' JI0 HaBYaJIbHOTO ITPOIIECY Ta COLAIIbHIX BUKIMKIB. LIeHTpaIbHUM eneMeH-
TOM OCBITHBOTO CEpelOBHINa BUCTyNae 0ok «[H(opMaliifHa OCBITHSA crcTeMay
(muB. puc. 1). BiH iHTerpye CyKyImHICTh aJITOPUTMIYHUX, apXITEKTYpHUX 1 collia-
JHHUX KOMIIOHEHTIB y €IUHY TUIaTdopMy JUTd 3a0e3MedeHHsI OCBITHBROTO TIpOIIe-
cy B 3aknanax ocsitu cucremu JJCHC Ykpainn.

Moxayne

Crenmndiuni Monyne
KOUBODRCTHEL ‘YMOBII HABYaHHA OCBITIIeHHS.

Nt 7

Indopmamiiina
OCBITHA cHCTeMa

7 =~

3oBHimHI

— OnTnMizartis
MPOJAYKTHBHOCTI

Mamunge X - Ilcnxodizionoria
HaBYaHHA HenmpEaE anKTOpH CHpIIi‘IHSHTSI

Pucynox 1 — [ndopmariiina ocBiTHS cucTeMa Ta 1i eleMeHTH

3anpornoHoBaHa CXeMa € CUCTEMHOIO MOJEIIIIO OCBITHBOTO CEPEOBHINIA,
JIe KOJKEH KOMITOHEHT Biirpae poJib y 3a0e3reueHHi KOMIJICKCHOTO YIIPABIiHHS
OCBITHIM TIPOIIECOM Yy 3aKiIajaX 3i CHeHNu(IYHUMH YMOBaMHU HaBYaHHS. BoHa
JIO3BOJIUTE!
"  37iiCHIOBATH IHTETPAIil0 TEXHOJOTIH B €INHIN IaTdopMi;
"  BpaxoOBYBaTH SK TEXHIUHI, TaK i NCUXOQI3I0NOTI4HI Ta colianbHi
(hakropu;
"  [OiIBUMHATH eCKTHBHICTH HaBuaHHS MaiOyTHIX (daxiBois JJCHC
Ykpainu.
OcCHOBH KOMI'IOTEPHOT rpadiky 3a0e3MeUyloTh TCOPSTHIHNN (HYHIAMEHT
JUISl CTBOPEHHSI aJITOPUTMIB, 1110 3/1aTHI aBTOMATHYHO aJallTyBaTH KOJOPUCTUYHI
mapaMmeTpu (auB. puc. 1) BimmoBimHO mo crenudiku BimoOpaxxyBaHoi iHpopMa-
1ii. B3aemonist kopucryBaua 3 KOMII'IOTEpOM BHMAarae BpaxyBaHHs MCUX0Qi3io-
JIOTTYHUX OCOOJIMBOCTEW CIPUHHSTTS KOJBOPY Ta OCBITJIICHHS, 110 POOUTH J0C-
JTDKEHHS Y LM rany3i MDKAMCUMIUTIHAPDHUM. PO3BHTOK TEXHOJOTIH 3MimaHoi
peanbHOCTI Ta rpadiuHux iHTepdeiciB KOPUCTYBaYa CTBOPIOE HOBI BUKIIMKH IS
TPaIUIIIHHUX MiAXOIB 10 Bi3yarizarrii.
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MarematiaHi MOJEIi KOJIBOPHCTHKH 0a3ylOThCs HA BEKTOPHOMY IIpen-
CTaBJIEHHI IPOCTOPIB KOJIBOPIB, JIe KOXKEH KOJIp BU3HAYAETHCS KOOPIMHATAMH Y
TpuBuMipHOMYy npoctopi RGB abo anbrepHaTuBHUX cucTeMax koopauHat HSV,
LAB. AnroputmiyHa peanizarisi IepeTBOPEHb MK KOJIBOPOBUMH IPOCTOPaMHU
BUKOPHCTOBYE MaTpHUHI oreparlii BUuay

C'=MXxC, )
ne marpuus C 1ojjae BEKTOp KOJIbOPOBUX KOMIIOHEHTIB,
M - matpurrs Tpancdopmarii.

Jlnist 3abe3neueH s TUIaBHUX TEPEXO0/IiB MDK KOJIbOPaMHU 3aCTOCOBYIOTHCS

IHTePHOJISIIAHT YHKILIT THITY

f@® = A-6)Cs + tCs, 2
Jie mapaMeTp t BH3HAuYae MO3MII0 Ha TpajieHTHI KpHBIH MDK Koibopa-
mu Ci 1a Ca.

MaremMaTH4YH1 OCHOBH TEOPii KOJIEOPY BKIIOYAIOTh PO3PAaXYHOK KOJIPHOT
TeMIEpaTypH Ta MOZENIOBAHHS XpPOMaTHYHUX aJaNTaliil yepe3 TpaHchopMaril.
AJITOPUTMH aBTOMAaTHYHOTO BHOOPY KOJIIPHUX MAJITP BUKOPUCTOBYIOTH €BKIi-
JIOBI METPUKH y MEPLENTUBHUX KOJIPHUX MPOCTOpax JUisi 3a0€3MeUeHHs] MaKCH-
MaJBHOTO KOHTPACTY Ta YNTaOeIbHOCTI iH(OpMAaIIii.

BaxiuBy poiib Bifirpae OCBITJICHHS B CHpUIHATTI iHQopMalii: uepes
OCBITJICHH SICKpaBi 0apBHU O[pa3y aKIEeHTYIOTh yBary (IuB. puc. 1). AnropurMu
OCBITJICHHSI B KOMIT'IOTepHIN Tpadili rpyHTYIOTbCS Ha (DI3UYHMX MOJEINAX PO3-
TTOBCIO/KCHHS CBITJIa Ta HOT0 B3a€EMOJIL 3 TOBEPXHAMH 00'€KTIB.

Jlnst peaslbHOTO 4acy 3aCTOCOBYIOTBCS allpOKCHMAIIIHHI TEXHIKH, BKIIO-
Yal04M KapTH TiHEW Ta alirOPUTMH BIJIKJIJEHOTO 3aTiHeHHs. AIaNTHBHI ajJropu-
TMH OCBITJICHHSI aBTOMaTHYHO KOPHUT'YIOTh ITapaMeTpH BiAMOBIIHO IO CEMaHTH-
YHOTO 3MICTy BiZOOpa)XyBaHMX JaHUX Ta KOHTEKCTY BHKOpUCTaHHs iH(opMa-
miitHoOi cucremu (puc. 2).

P MaremaTtnini
G mopeni
» KONbOPUCTUKK
ANroputMmn
0CBITNEHHSA
ApanTtusHa A | MNotpetn
Bigyanisauis -z (1) KopucTyBava
MoxnusocTi

KopucTyBava

KoHnTtekct
HaBYaHHs

Pucynox 2 — Po3kputTTs amanTuBHOI Bi3yauizallii B OCBiTi

[HTeTpamis anropuTMIB KOJIOPUCTHKH Ta OCBITJIICHHS B iH(OpMAIIiiiHiil cuc-
TeMi BUMarae CTBOPEHHs CIELiali30BaHKUX PillleHb, IO 3a0e3MeYyioTh eEeKTHBHY
00pOoOKy BEMMKIX MACHBIB Bi3yaJIbHOT iH(pOpMAIIii, BIACTUBHX UL 3aKJIaIiB 31 CIe-
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IU(IYHAMA YMOBaMH HaBYaHHS. TOZi BUKOPUCTAHHSI MOB IIPOTPaMyBaHHSI [UTA Tie-
PETBOPEHHS CTPYKTYp rpadivaux iHTepdeiiciB T03BOJISIE CTBOPIOBATH THYYKI CHC-
TEeMH HaNAINTYBaHHS Bi3yaJbHHUX MapaMeTpiB. AITOPUTMH PEHAEPHUHTY iHTepdeliciB
B MOOUIBHHX JI0/IaTKaX BHUMAaraloTh ONTHUMI3allil POIyKTHBHOCTI Yepe3 0OMeKeHi
arapatHi pecypcu. MeToiy CHHXpOHI3allil Bi3yaJbHHUX €JIEMEHTIB 3 MOTOKaMH Ja-
HUX, BIIACTHBUX JUIS PO3pOOTCHHS HPOPMAIIMHOT TEXHOIOTIl YIPABIIIHHSA OCBITHI-
MH 3aKJiaJiaMy 31 crienu(iuHIMKE yMOBaMH HaBYaHHS 3a0€3M1euyIoTh KOHCHCTEHT-
HICTh BimoOpaxxeHHs iH(opMartii y peansHOMY daci. [IcHX0IoTiuHi aclieKTH Cripuii-
HATTS KOJILOPY BayKJIMBI NPH TIOPIBHSIHHI PO3pOOITIOBAaHUX €JIEMEHTIB iH(OpMarlii-
HO1 OCBITHBO1 TEXHOJIOTii Ta BPaXOBYIOTHCS TIPH PO3POOIT afanTHBHUX iHTEPQEHCIB,
0 aBTOMATHUYHO 3MIHFOIOTH KOJIIPHI CXEMH BIIIOBITHO IO MPAKTUYHHX 3aBJIaHb Ta
peatiif CbOTOICHHSL.

ApXITeKTypy B3a€MOJIii OCHOBHIX MOMYJIB po3po0IMoBaHoi iH(popMAIliitHOT
OCBITHBOT CHCTEMH TMOJaHO Ha puc. 3. biok-cxema BimoOpakae CTPYKTYPY B3a€EMO-
Iii MOZyJIB KOJBOPHUCTUKH Ta OCBITIICHHA B iH(OpMaIliiiHIl OCBITHIN cucTeMmi, /e
IHTErpYIOThCS JIaHi JUIsl Bi3yai3alii, alrOpUTMH MAalllMHHOTO HaBYaHHs Ta iHTEp-
(eiic xopuctyBada. [{eHTpanbHOO € THPOpMAITiiiHA OCBITHS CHCTEMA, SIKa TEHEPYE
BHXiJIHI JaH1 PO CIEHY i 00’€KTH, SKi HAIXOATh Y MOJTYITi KOJILOPHCTUKH Ta OCBI-
TieHHs. BoHn 3a0e3nievyroth GopMyBaHHS KOJIPHUX CXEM 1 AMHAMIYHOTO OCBIT-
JIHHS SIK IIe TTOKa3aHo Ha puc. 3. BojHoyac Momyib MalMHHOTO HABYAaHHS 3Iiic-
HIOE aJJalITUBHUI BUOIP MaliTp Ta ONTUMI3ALIIIO [apaMeTpiB OCBITJICHHS Ha OCHOBI
MOBEIIHKOBHX JIaHMX KOPUCTYBada, 10 MOBEPTAlOThCS 3 iHTepdeiicy. Taka cTpyk-
Typa CTBOPIOE 3aMKHEHHMI LMK afarTallii, 3aBIsKH SKOMY JIOCSTaeThCsl IHAMBITya-
Ti3artis BimoOpakeHH iH(pOpMaIlii, IBUIIYETHCS prOHOMIYHICT Ta ()eKTHBHICTh
CIIPUAHSATTS OCBITHHOTO KOHTEHTY, OCOOJIMBO BPaxOBYIOUH CIICHU(IYHI yMOBH Ha-
BYAHHS y PeaisiX CbOTOJEHHS.

Iadopmaniiina OCBITHA CHCTEMa

l

Moyb KONBEOPHCTHKH Monyne ocBiTIeHHA

! !

InTepdeiic KopHCTYBada

I

MO,‘IyHL MAaNTHHHOTO HABYaHHA

Pucynok 3 — briiok-cxema B3aemMo1ii MO/1yJTiB KOJIBOPHCTHKH Ta OCBIT-
JIeHHA B iH(pOpPMAaIiiiHiA OCBITHIN cHCTEMI.
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[TpoBenene nOCHiKEHHs MOKa3aJlo, L0 ITOPUTMH KOJBOPHCTHKH Ta
OCBITJICHHS € KJIIOUOBHMH €JIEMEHTaMH y 3a0e3ledeHH] SKICHOI Ta aJlalTHBHOT
Bisyanizauii B iHpopManiiiHUX OCBITHIX cucTeMax. 3alpoIlOHOBaHAa CTPYKTypa
CHCTEMH JI03BOJISIE IHTErPYBATH AITOPUTMIYHI, apXITEKTYPHI Ta COIliabHI YMH-
HUKU B €INHY IUIATGOPMY, IO OCOOIHBO BaXKJIMBO IS 3aKJIajiB 3i cnenudid-
HUMH yMOBaMH HaB4aHHS. CTBODIOETHCS THYYKE OCBITHE CEpElOBHILE, SIKE 3a-
Oe3meuye aganTUBHICTD, IHIUBIAyalli3allil0 HABYAHHS Ta MiIBUINCHHS €(pEeKTHB-
HocTi miaroToBku MaiiOyTHiX daxisuis JJICHC Ykpainu.
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YK 004.056

IHTETPAIIIS BJIOKYENH-TEXHOJIOI'TA Y CUCTEMH
KOMILVIEKCHOTI'O 3AXHUCTY IHOOPMAIIII

Banepis BAJIALIBKA', Aunpiii IBAHYCA', Bacuas IIOBEPEKHUK®
1. Jlvsiscokuii OepoicasHuil yHisepcumem 6e3nexu HCummeoisibHOCHI
2. Hayionanvruii ynisepcumem «JIo8i8coka nonimexuixay

Posenanymo inmezpayito 6noxueiin-mexuonociti y cmpykmypy KC3I ax innosayitinuii
nioxio 0o nideuweH st D08IPU, NPO30POCHIE Ma CIMIUKOCHI THpOpMayitiHux cucmem. 3anponono-
6ano 2ibpudny modenv Ha ocosi permissioned blockchain, sika doseonse sabesnevumu npo-
CMEdHCYBAHICIb NOOILL T 3MEHWUMU PUSUKU 6HYMPILWHIX nopyuieHs. [Ipoananizosaro npakmuyHi
nepesazu ma HANPSIMU BNPOBAONCEHHS.

Kmouoei cnoea: onoxuenin, KC3I, oosipa, permissioned blockchain, koncencyc, pusux,
Kibepbesnexa, aymenmudhikayis.

The paper investigates blockchain technology integration into complex information
security systems (ISPS) as an innovative approach to enhance trust, transparency, and resilience.
A hybrid permissioned blockchain model is proposed, ensuring event traceability and reducing
insider risks. Practical advantages and implementation prospects in critical information
infrastructures are discussed.

Keywords: blockchain, ISPS, trust, permissioned blockchain, consensus, risk,
cybersecurity, authentication.

CyuacHa 1udpoBa eKocUCTeMa, y sIKi B3a€MOAIIOTH JAEpXKaBHi, KOMep-
LiifH1 Ta OCBITHI CTPYKTYpH, (PyHKIIOHYyE B yMOBax IOCTIHHOTO 3pOCTaHHS 00-
CSTIB TaHWX, KUTBKOCTI KOPHCTYBadiB i Kibep3arpos. ['mobanbHi TeHneHIil mud-
poBoi TpaHchopMmarlii — eIeKTpOHHE BpPSIyBaHHS, XMapHiI CEpBiCH, CMapT-
KOHTpPAaKTH, €JICKTPOHHA iIeHTH(]IKAIis — BUMaraloTh He JUIIe TeXHIYHUX, a i
KOHIIETITyaIbHO HOBHX MIAXOIB 10 3a0e3neueHHs Oe3neku iHpopmarii. BogHo-
yac MOCHJIIOIOTHCS 3arpo3W BHYTPIIIHIX iHcaiiiepiB, fKi MalOTh JIETITUMHHHA
JIOCTYII IO PECYPCIB 1 37aTHI 3MIHIOBAaTH a00 BUAAIATH KPUTHUYHI JTaHI.

Kitacuuni cucremu komiiekcHoro 3axucty iHdopmanii (KC3I), nodyno-
BaHi Ha LEHTPAITI30BaHUX NPUHIMIAX, Y)KE HE BiINOBIAIOTH BUMOTaM IpO30po-
CTi Ta JAOBIpH, OCKUTbKH 3HAYHA YaCTHHA IHIWJICHTIB BUHUKAE HE Yepe3 TeXHid-
Hi, a yepe3 opraHizaiiiiHi ta noBeaiHkoBi akropu [1]. ¥V Takux ymoBax akrya-
JBHUM € CTBOPEHHSI CepeoBHUINa LU(POBOI AOBIPH, A€ aBTEHTUYHICTH 1 10CTO-
BIpHICTH OTepaIlii MiATBEPIKYIOThCS HE aJMiHICTpaTOpaMH, a alrOpUTMaMHU
[2]. OgauM 13 HaWOITBII €PEKTHBHUX ITIIXOAIB € BIPOBAKCHHS OJNOKYCIHH-
TexHoJorii y crpykrypy KC3I, mo no3Bossie 3a0e3nednTi He3MIHHICTh JKypHa-
JB TOMiH, NEIECHTPATi30BaHUN ayIuT, CTIMKICTh NO BHYTPIMIHIX MaHIMYJISAIiNA
[3] i moBHY IPOCTEKYBaHICTh YKUTTEBOTO ITUKITY TaHUX.

bnok4ellH BHCTymae sIK apXiTeKTypa KOJEKTHBHOTO KOHTPOJIIO, y SIKid
JIOBipa 10 CHCTEMH He MoTpedye IOBipu 1o ii okpeMux ydacHHKIB. Ha Binminy
BiJ IICHTPAJi30BaHUX 0a3 JaHWX, JI¢ €IMHA TOYKA BIiIMOBH CTBOPIOE PU3UKU
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BTpaTH abo CrIOTBOpEHHS iH(popMaIlii, OJ0K4YelH 3a0e3neuye KOHCEHCYCHE MiT-
BEp/UKEHHS TMOAIH MDK ycima By3nmamu Mmepexi. Lle ¢opmye HOBY mapamurmy
0e3meKkn — PO3IOAUICHY TOBIPY, SKa HE 3aJCKUTh Bil JIOAWHN 9H OpraHizamii, a
MATPUMYETHCS MATEMAaTHIHIMHE Ta KPUITOTPaQiTHAMA MEXaHI3MaMU.

Buxopucranas permissioned blockchain 3abe3nedye KoHTpOIIbOBaHUMH
JOCTYH, aBTEHTU(IKAIlif0 BY3IIB 1 THYYKE YIPABIIHHSA POJSMH, IO KPUTUIHO
BAXJIMBO UIS IepKaBHUX a00 KOPHOPATUBHUX iH(OpMAIiifHUX cCHCTeM, Je Bij-
KpUTI MyOniuHi Mepexi HenpuitHsITHI. Taki Mepexi JO3BOJISIOTh 3aCTOCOBYBATH
KaHAJIbHY CErMEHTAIlI0 — KOKEH MiJPO3aUT a0 Ciy:k0a Mae BIIACHHI KaHAT
TpaH3aKIid, sIKUA MOXe MepeBIpATUCS He3aJe)KHO, 30epiralouu Ipu LbOMY 3a-
TraJbHUM KOHCEHCYC.

3anpornioHoBaHa Mozenb iHTerpanii onokueitn B KC3I 6azyerscst Ha Tpu-
PIBHEBII apXiTeKTypi, sika BKIIOYAE:

1. [nenTHdikamiifHui piBeHh — YIpPaBIiHHSA KIIOYaMH, cepTudikaTa-
MU, KPHIITOTpa(iTHIMH TOKEHAMH JIOCTYITY Ta PEECTPaMHU KOPHUCTYBAdiB.

2. Tpanzakuiitauii piBeHb — EIEHTPATI30BaHNHN ayauT 1 30epekeHHs
MOiH y BUTIISIAI OJIOKIB 13 TiANIMCaMHU Ta YaCOBUMH MIiTKaMH.

3. AHamiTHYHUH piBEHh — MaTeMaTH4YHe OIIHIOBAHHS JOBIpH, MMOBE-
JIHKOBHMH aHaJi3 1 MPOTHO3YBaHHS PU3UKIB Ha OCHOBI (DYHKIIIT OBIpH.

®dopmaitizoBaHuii pPiBEeHb JOBIPH By3Ja i Y MOMEHT 4acy t BU3HAYAETHCS
sk Ti(t) = aPi(t) + BHi(t) + ySi(t), ne P;(t) — WMOBIPHICTH KOPEKTHOL
noBezinky; H;(t) — mokasHuk icTopu4Hoi HaiiHoCTI; S;(t) — CcTymiHb y3ropKe-
HOCTI [Ziif 13 cyciiHIMU By3namu; «, 3,y — BaroBi Koe(illieHTH, IO ONUCYIOTh
BIUIMB KOXHOTO mapametpa (@ + f + y = 1).

J51s1 MOZIeITIOBaHHS PU3UKY BUKOPHUCTOBYETHCSI €KCIIOHEHITIHHA (DyHKILIS:

Ri(t) = 1- e*(-A(T(crit) - Ti(t))),
ae A — xoedinieHt uytauBocti cuctemu, T (crit) — KpUTHYHE 3HAYCHHS IOBIpH,
3a SIKUM CHUCTEMa IEPEXOAUTh y PEKUM MOCHIICHOTO KOHTPOJI0. TakuM 4nHOM,
HaBiTh HE3HAYHE MaJiHHS JIOBIPUM BUKJIMKAE HEJNiHIHHE 3pOCTaHHS PH3HKY, IO
Jla€ 3MOT'y OTIEpPaTHBHO pearyBaTH Ha IOTEHIIIHI 3arpo3u.

VIMOBIpHICTh HECAHKIIOHOBAHOT MOMUDIKAIi JaHHX Y GIOKYCHH OMHCY-
eTbes Bupasom P(mod) = (1 - p)“. J¢ P — IMOBIPHICTb NMPABHIILHOTO MIATBEP-
JOKCHHS TPaH3aKI(ii OTHUM BY3JIOM, 11 — KUTBKICTh BY3JIiB Y KOHCEHCYCHIH TpyIIi.
Hans cuctem i3 10 Byznamu npu p=0,85 IMOBIpHICTH yCHINIHOT MMIHN JaHUX
ctanoBuTh Jiuie 0,0002, 1110 MPaKTHYHO YHEMOKIIMBIIIOE KOMIIPOMETAIII XKYP-
HaJliB ayauTy.MoJientoBaHHSI BUKOHAHO Ha TecToBoMy cepenoBuili Hyperledger
Fabric 3 Bukopucrannsm anroputmiB RAFT i PBFT. PesynbraTn nmoka3zanu, oo
BITPOBA/DKEHHS OJIOKYEHH CKOpOUYYe Yac BUSBIECHHs aHoMauiil Ha 25-30 %, 3me-
HIIIy€ KiIBKICTh IMOMMJIKOBHX CHOBiINIeHb Ha 18% 1 NMOBHICTIO yCyBa€ MOXKIIH-
BiCTh pemaryBaHHs XypPHAJIB MOiH 03 KOJEKTHBHOTO MiATBEPKCHHS.

Oco0nuBy yBary npuAiIeHO OpraHi3alliifHOMY acIeKTy iHTerpallii, SKui
MoJIATae y po3MoIiTi (GyHKIiH KOHTpoo Mix migcuctemamiu [4]. Lle mo3Bose
3HM3UTH 3aJEKHICTh BiJ JIIOJCHKOTO UYMHHHWKA, aBTOMATH3YBaTH YIPABIIHHSA
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noJlitnkamu Oesrekn Ta crBoputH «mnoscHioBany KC3I» (Explainable Security),
Jie KOJKHE pillleHHS Ma€e popMaizoBaHe MaTeMaTHdHe 00T pyHTYBaHHSI.

BripoBamkeHHs OIIOKYCHH-TEXHOJOTIH y nep)kaBHI iHPOpMaNiiiHi cucre-
My YKpaiHu crpuiatume peanizanii mpuHnumiB Zero Trust Architecture [5] —
apXITeKTypH «HYIBOBOI AOBipm», 1m0 0a3yeThCs HA MOCTIHHINA mepeBipii KOKHOT
nii kopuctyBada. KpiM Toro, moenHaHHs OJOKYEHH 3 alTOpPUTMAMH IITYIHOTO
IHTETIEKTY O3BOJIUTH CTBOPIOBAaTH CAMOHABYAJIbHI CHCTEMH KiOep3axucTy, sKi
JUHAMIYHO aJanTyIOTHCS 0 3MIH CepelIOBHINa, 30epirarouu BiIMOBIIHICTE MiXK-
Hapoauum crangapram ISO/IEC 27001, 27701 ta Bumoram GDPR.3 mpakTuu-
HOTO TIOTJISIY, TaKa MOJENb MOKe OyTH BIPOBA/DKEHA Y BITUM3HSHUX PEECTPax,
30KpeMa y CUCTeMax eJIEKTPOHHUX cepBiciB «/lis», KanacTpoBUX peecTpax, Me-
TUYHUX 0a3ax, 0OaHKIBCHKHUX CepBicax, JIe BXIJIMBO JIOBECTH HE3MIHHICTH TpaH-
3aKuiil 1 30epertn KoBipy KopucTyBadiB. BoHa Takoxx Moxe ctaté 0a3oro [uist
CTBOPCHHS YHiBepcanbHOI miaTGopMu NepeBipku MOl Oe3neKku, 3MaTHOT iHTe-
rpyBartu pizHi AepkaBHiI KC3I y cniunbHUI 1oBipunit mpocTip.

[izcymoByr0oUH, CiIil 3a3HAYMTH, IO iHTETpamis OJIOKYEeHH B apXiTeKTy-
py KC3I € He mpoCTO TEXHOJOTITYHUM TPEHIIOM, a CTPATETTYHUM HAPSIMOM PO3-
BHUTKY HaIlioHanbHOI iHMopMariitHoi O0e3neku. Taka cHHEpTiss MaTeMaTHYHOTO
MO/ICTIFOBaHHSI, JIEIEHTPATI30BaHOl JAOBIpH Ta aBTOMAaTH30BaHOTO aymauTy (op-
Mye HOBY Iapagurmy — «0e3rneka uepe3 JOBipy», sKa Mae MOTEHLa] CTaTH OC-
HOBOIO MaifOyTHIX AEp)KaBHUX 1 KOPIIOPATUBHHUX CHCTEM KiOEp3axHCTY.
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ABTOMATHM30BAHU AHAJII3 BE3IEKHU 113 HA OCHOBI LLM TA
BEKTOPHHUX BA3 3HAHb

Poman BUJIBAC, Tersina IABPUK
Cymcokuii Oepocasnutl ynisepcumem, Cymu, Yxpaina

Y pobomi posensnymo nioxio 0o aemomamuzayii ananizy 6e3nexu npospamHo20
3abe3neyenns 3 BUKOPUCMAHHAM GEIUKUX MOGHUX mooenei (LLM). 3anpononosano
apximexmypy iHmenekmyanvHoi cucmemu, wo NoeoHye moxcausocmi LLM  ma
6eKMOpHUX 6a3 3HAHb O/ BUSGIEHHS 8PA3IUBOCHel | POPMYBAHHSA PEKOMEHOAYIl w000
X ycyHeHHs.

Knrwouosi cnosa: besnexa npocpamnoco 3abesneuenus, 6enuxi MOBHI MoOeli,
aHani3 6pazaueocmet, WMy4Hull inmenexm.

The paper presents an approach to automated software security analysis using
large language models (LLM). The proposed architecture integrates LLM capabilities
and vector databases to detect vulnerabilities and generate recommendations for
mitigation.

Keywords: software security, large language models, vulnerability analysis,
artificial intelligence.

CyvacHi migxomu 10 Oe3NeKd MpOorpamMHOrO 3a0e3NeYeHHs] BUMaraoTh
3HAYHUX JIIOJCHKUX 1 4acoBHX pecypciB. TpaauIiiiHi cTaTM4HI Ta JTUHAMIYHI
aHaJi3aTOPH, MOTIPH CBOIO €(EKTHBHICTh y BHUSABICHHI CTPYKTYPHUX aHOMAIIIH,
YacTO He 37aTHI IMOBHOIO MIpO OOpOOJSTH JIOTIYHI B3a€MO3B’SI3KUM Ta
KOHTEKCTHI 3aJIeKHOCTI, SIKi MOKYTh MPU3BOIUTH O KPUTHIHUX BPA3IABOCTEH.
VY 11bOMy KOHTEKCTi BAKOPUCTAHHS BEJTMKUX MOBHUX Mozenel (LLM), Takux sik
GPT um Llama, BigkpuBae HOBI MOJMJIHMBOCTI UII aBTOMAaTH3amii aHATIZY
BHXIJJHOTO KOZYy, (OpMYyBaHHS IPUIYIIEHb LIOJ0 MNOTEHLIMHHMX 3arpo3 Ta
OLIIHIOBAaHHS DIBHs O€3NEKOBUX pPH3HKIB. 3aBISKU 3JaTHOCTI MOJIEIIOBATH
CEMaHTHKy mporpamHoro koxy LLM MoOXyTb BHKOHYBaTH (yHKIIT
IHTEJNIEKTyaJIbHUX ~aCUCTEHTIB 3 aHalidy Oe3nekd, JOTNOBHIOIOYH — abo
PO3IINPIOIOYH MOKIJIMBOCTI KIIACHYHUX METOJIIB.

3anpornoHOBaHa METOJIOJIOTIYHA OCHOBa IPYHTYETHCS Ha IHTErpamii
BEIMKMX MOBHMX MOJeNeil i3 BEKTOpHOI 0a3010 3HaHb, IO MICTHTh
(bopmanizoBaHi NPUKIAAN THIIOBUX BPA3JIMBOCTEH, CHTHATYPH aTak, pparMeHTH
Oe3nevHnx peajizaiiid Ta pe3ynbTaTi BepudikoBaHUX ayauTiB. Taka iHTerparlis
3a0e3redye He JIMIIE JOCTYH O CTPYKTYPOBaHUX IAHUX, ale i MOXKIIHMBICTh
KOHTEKCTHOI IHTEepIpeTalil Mux AaHuX y mpolleci aHamizy. [lomiOHu# miaxin
KOPETIOE 3 CYYaCHHMH CBITOBUMH TEHJACHIISIMH Y PO3BHUTKY IHCTPYMEHTIB
ABTOMATH30BAHOTO aHAi3y Oe3meku, 30kpeMa pimreHp Ha kimranr CodeQL,
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Semgrep, Snyk, a Takox HOBiTHIX LLM-opieHTOBaHMX mIaThOpM, IO
MOEJHYIOTh CEMAaHTHYHHUH TOIIYK 13 aHAIITMYHOIO IHTEpIpETaIiclo JIaHuX.
Bukopucranus LLM  3abe3neduye  TAMOMHHMNA — CEMaHTHYHHMH  aHali3
MIPOTPaMHOTO KOJTy, BHSIBJICHHS CKJIAJHUX JIOTTYHUX MTOMWJIOK, OIIHKY BIUIMBY
NOTEHUIHHO HeOe3MeYHnX (parMeHTiB Ha IHIII KOMIIOHEHTH CHCTEMH Ta
(bopMyBaHHsS KOHTEKCTyalli30BaHHX IOSCHEHb. BekTopHa 0a3a 3HaHb, y CBOKO
4yepry, MigBHIIye cTabUIBHICTh 1 BIATBOPIOBAHICTH PE3YJbTATIB, 3a0€3MEUyIOUH
MOPIBHSHHSA 3 BEIUKOIO KUIBKICTIO TIPEIe/IeHTIiB, IO OO3BOJSIE 3MCHIINTH
YacTKy XUOHOITO3UTUBHHUX BUCHOBKIB.

[lepeBaramMu Takoro MmiAXOIy € MacHmITaOOBaHICTh, MOMKIMBICTh aHAII3y
BEITUKUX 00CSATIB KOy 0€3 CYTTEBOTO 30UTBIICHHS PECYPCHUX BUTPAT, 3MCHIIICHHS
MOTPeOU B y4acTi eKCIIEPTIB Ha MOYATKOBUX €Talax MEePeBIpKH, a TAKOXK 3AaTHICTh
MOJIeNi aJanTyBaTHCS O HOBHX THIIB aTak OUIIXOM MNEPiOJUYHOTO OHOBIICHHS
BEKTOpHOI 0a3u 3HaHb. BaXJIMBUM acleKTOM € TaKOX IMiJABUIICHHS IIBHIKOCTI
aHAN3y, IO Mae 3HA4YCHHS B YMOBax Oe3mepepBHOI iHTErparii Ta IOCTaBKH
nporpamuoro 3abesnedenHs: (CI/CD). YriMm, MeTon Mae 1 meBHI OOMEXEHHS:
3QJISKHICTh Bill SKOCTI TPEHYBAJIBHUX JAHUX, MOXIHUBICTh I'e€HEpallii HEMOBHUX
ab0 HEKOpPEeKTHMX peKOMeHJaliif, morpeda B py4Hiil Bamimanii CKIagHUX
BUIAJIKIB, 8 TaKOX TEXHIYHI TPYIHOIII, [TOB’S3aHi 3 IHTErPAIliEl0 TEXHOJOTi y
BUpOOHMYi cepenoBuina. [IuTaHHS IHTEPIPETOBAHOCTI PE3YNBTATIB TaKOX
3aJIMILIAETHCS aKTYalIbHUM, OCKUIbKH LLM MOXyTh NpONOHYBaTH BUCHOBKH, SIKi
NOTPEOYIOTh IOJATKOBOT eKCIIEPTHOT OLIIHKH.

AunropuTM aHaiizy nepeabayae TP OCHOBHI €Taru:

1. [omepemus o6poOka Koay, IO BKIOYAE HOpMai3aliro, po3OUTTS Ha
¢parmentn Ta BekTopm3amito. Ha mpomy erami 3a0esmeuyerbes yHidikaris
CTPYKTYpH BXIZHHX [OaHUX 1 MIATOTOBKA JO CEMaHTHYHOI IHTepHpeTamii.
Po30uTTs Ha NOTIYHO 3aBepIIeHi OJOKH Ja€ 3MOTY 3MCHINUTH ITyM, BUIUTHTH
KJIFOYOBI Omepallii, MiJBULIIMTH TOYHICTh MOJAIBIIOI 00pOOKH Ta eheKTHBHICTh
MOpIBHSHHA (parMeHTiB KOAy 3 HAasSBHAMH Yy BEKTOpHIM 0a3i 3HaHb
MPUKITaAaMH.

2. Iomyk y BeKTOpHiil 0a3i 3HaHb Ha OCHOBI CEMaHTHYHHX BEKTOPHHX
nonanb. llefi eram mo3Boisie Mozeni 3HAXOAWTH (parMEeHTH KOy, SKi 3a
3MICTOM YW CTPYKTYpPOIO TOMIOHI 110 BiTOMHX Bpa3IMBOCTEH abo 3pa3KiB
OesneuHux pearnizaniid. Ha BigMiHy Bix TpaauIiifHOTO MOLIYKY 332 CUTHATypaMH,
CEeMaHTHUYHUI MOLIYK BPaXOBYE KOHTEKCTHI 3aJIE)KHOCTI, CTHJIb ITPOTPaMyBaHHS,
MOPSIOK BUKOHAHHSA OIepaliil i CTPYKTypy YUpaBIiHHA. 3aBISKH LHEOMY
BUSIBIIIIOTBCSL HE Jiie (opManbHi 30iru, ane i CcXoxi 3a JIOTIKOI HaTepHH
TTOMIJIOK, III0 3HAYHO MiIBUIIYE e(eKTUBHICTH aHATI3Y.

3. AHaniTHYHa iHTEepHpeTalis pe3yiabTaTiB, y Mexax SKOi (opMyeThCs
3BiT 13 BHCHOBKaMH IIOJO piBHA Oe3meku. Mogens y3araabHIOE 3HaWICHI
BIIITOBITHOCTI, BU3HAYA€ TOTCHIIHHY KPUTHYHICTh BISBIICHUX BPAa3UBOCTEH Ta
OLIIHIOE TXHIH MOJIMBUIA BIUIMB Ha (YHKI[IOHYBaHHs cucremu. Ha nipomy erarmi
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TaKOX T'eHEPYIOThCS ONMCOBI MOSCHEHHS, PEKOMEHJAIl MO0 YCYHEHHS abo
MMOM’SIKIIEHHS! PHU3MKIB, @ B OKPEMHUX BHIIQJIKaX - AJIbTEPHATHBHI BapiaHTH
peanizanii ¢pparMeHTIiB Koy, 10 TOKPAIIYIOTh 3arajibHUi PiBEeHb 3aXHUIICHOCTI.

Ha ocCHOBI TeOpeTMYHOrOo MOENIOBAaHHS Ta aHANIZY JITepaTypHHUX
JDKEepen mependadaeTbes, IO 3alpONOHOBAHMN MIiAXiM 3JaTHUH CYTTEBO
MIIBUIIMTA TOYHICTh BHSBIICHHS BPA3JIUBOCTEH MOPIBHAHO 3 KIACHYHHMH
CTaTUYHMMH aHaJli3aTopamMM, OCOOJMBO Yy BHIAIKaX CKIAJHUX JIOTIYHHX
TTOMHJIOK 200 0OpOOKH BUHATKIB.

[lepcriekTHBM  MOJANBIINX  JOCHIIPKEHb  OXOILUIIOIOTH  MPaKTHYHY
peamizamifo Ta eKCHEpUMEHTAIbHY BEpUQIKAI[il0 TEXHOJOTII Yy pealbHHUX
MPOrpaMHHUX TPOAYKTAaX, PO3IIMPEHHA 0a3su 3HAaHb PeaJbHUMHU KeficaMM aTak,
3aCTOCYBaHHS HABYAHHS 3 MIAKPIMICHHAM JUTS afanTaliil Moaeli 10 crnenudiku
OKpEeMHUX MPOTPaAMHHUX MPOAYKTIB, a TAKOX PO3POOKY IHCTPYMEHTIB Bi3yaIbHOTO
NPE/ICTAaBICHHS PU3MKIB Y BHIUISAl IHTEPaKTUBHUX TIpadiuyHUX eJleMeHTiB. Y
pe3yibTaTi, i JOCITIIKEHHS CHPHUSIOTh (YHIAMEHTAIFHOMY IEpPEeXOqy Bix
peakTUBHOTO (YCyHEHHS HACHiIKiB) /IO TPOAKTUBHOIO (TIPEBEHTHBHOIO)
yhpaBiiHHS Kibeppu3ukamu. Takuii mepexii 03HAYa€ HE MPOCTO 3MEHIICHHS
KUIBKOCT1 IHI[MJEHTIB, a W 3HAYHE IIBUINEHHS 3arajbHOl CTIMKOCTI Ta
HaIIMHOCTI ~ KPUTHUYHO  BAXJIMBOTO  IPOTPaMHOTO  3a0e3leueHHs  Ha
HaIIOHATBHOMY Ta TJI00aTEHOMY PIBHSX.

JlonaTkoBUM  HampsMOM PO3BUTKY 3alpONOHOBAHOIO IIAXOLy €
(GOopMyBaHHS KOMIUICKCHHX CHCTEM OIIHIOBAHHS NOBIPH JO aBTOMAaTH30BaHUX
pe3yNbTaTiB aHaANi3y, IO BKIIOYAIOTh METPHKH sIKOCTI reHepanid LLM, piBens
30DKHOCTI pe3yabTaTiB MDK PI3HUMH MOJENSMH Ta BiINOBIOHICTH 3HAHAEHUX
MaTepHIB BIIOMHM KareropisiMm 3arpo3 (Hampukian, OWASP ab6o CWE). ¥V
MEKax IbOT0 MIAXOAy NEPCIEeKTHBHUM € BUKOPHCTAaHHS aHCAMOJIEeBUX METOIB,
KOJH KiThKa He3amekHnx LLM a0o riOpugHmx Mojened mapaienbHO
AQHANTBYIOTh OJMH 1 TOW caMHMil (parMeHT KOIy, a OCTaTOYHHI BHCHOBOK
(opMyeTbCS Ha OCHOBI arperoBaHWX pe3ynbTaTiB. Takuil migxix He Jume
3MEHIIyE BIUIMB BHIIQJKOBHX IIOMWIOK, aje W 3abe3neuye OLIBII BHCOKY
CTIMKICTh 10 MOMMJIKOBHX IHTEPIPETAIlii, 0 € KPUTHYHUM MPH POOOTI 3
CHCTEeMaMH ITiIBUILIEHOTO PIBHS PU3HKY.

3HauHWUN TMOTEHIan KpueThesl B iHTerpamii LLM 3 iHCTpymMeHTamu
¢dopmanbHOi Bepudikalii Ta CHMBOJIBHOTO BHUKOHAaHHS. Y LbOMY KOHTEKCTI,
LLM MOXyTh BHUCTYNaTH B pOJIi "CEMaHTHYHOTO MOCTY", TpaHCHOPMYIOUH
cKragHi (opMaNbHI TpacH y 3pO3yMuTl TMOSICHEHHS IPHPOTHOIO MOBOIO. Y
MIEPCIIEKTHBI TaKi IHTErPOBaHI CUCTEMH MOXKYTh CTaTH OCHOBOIO JUISi CTBOPEHHS
MTOBHICTIO aBTOHOMHHX IuTaTdopM aHanmizy Oesmeku I3, 3maTHUX He IUIIe
BUSIBJIATH BPA3JMBOCTI, ajlé W INPOrHO3YBAaTH IX MOSBY Ha PaHHIX CTamigx
pO3poOKH, MOJENIOBATH TOTEHIINHHI JIAHIIOTH aTak 1 OIIHIOBaTH CTIMKIiCTh
apXITEeKTYpHUX PIllIeHb 10 HOBITHIX Kidep3arpos.
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V]IK 004.6
APXITEKTYPHI MUIXO/ IO MAIITABYBAHHS BA3 TAHHUX

Poctucaas BLJIbCHbKUM, IOnis HA3AP
Jlvsiscobkutl deporcagrutl yrigepcumem Oe3neKu HeummeoisibHOCmi

Poboma oocnioxcye cmpamezii macuwmabysanma 6a3 OaHUX K epexmueHul Menmoo
3a6e3neueHHs nPOOYKMUBHOCMI Ma CmabiibHOCMi THPOPMAYIUHUX CUCEM 8 YMOBAX
BUCOKUX HasaHmadicenb. Pozensadarombcs Kno1wo8i NPUHYUNL 6ePMUKATLHO20 MA 20PU-
30HMANLHO20 MACUmMadyeanns, ix nepesazu ma HeoONiKU. AHANIZVIOMbCA Nepcnekmugti
Memoou po3nooiny OaHux, maxi sk wapoine, penikayis ma Keuly8auHts, o niosuLyyoms
pisensb docmynHocmi ma 8i0M080CMItIKOCHI.

Knruoei cnosa: macumabysanns 6a3 OaHux, epmuxaivHe Macuma0y8anHs, opu-
30HmMaANbHEe MACWMAaOY8anns, wapoine, peniikayis, OANAHCYBAHHA HABAHMAICEHHS,
Kewy8anHs, GUCOKA OOCMYNHICb.

The paper examines database scaling strategies as an effective method of ensuring
the performance and stability of information systems under high loads. The key principles
of vertical and horizontal scaling, their advantages and disadvantages are considered.
Promising methods of data distribution, such as sharding, replication, and caching,
which increase the level of availability and fault tolerance, are analyzed.

Keywords: database scaling, vertical scaling, horizontal scaling, sharding, replica-
tion, load balancing, caching, high availability.

CyuacHuii IIPPOBHUHA CBIT TEHEPYE MOCTIHHO 3pOCTAI0Yy KUTBKICTh JaHUX,
1110 CTBOPIOE CEPHO3HI BUKIMKHU ISl apXiTeKTypH 30epiranHs Ta 00poOku iHdo-
pmarii. Tpaautiiiai minxoam 1o moOymoBH 6a3 JaHWX, po3paxoBaHi Ha (ikcoBa-
HE HaBaHTAKCHHS, BKE HE 3aBXK/M 3a0e3MeUyI0Th HAJCKHUH PIBEHb LIBHIKOIIT
yepe3 3pOCTaHHS KUTBKOCTI KOPUCTYBadiB Ta 0OCATIB TpaH3akiiil. Y 3B’S3KYy 3
UM, MacTaOyBaHHs 0a3 JaHUX CTA€ KPUTHYHO BAKIMBOIO CKIIaJ0BOIO CTpaTe-
rii MpOEeKTyBaHHS BHMCOKOHAaBaHTaXEHUX cucrteM. Cucrema MaciuTaOyBaHHs
JI03BOJISIE QNANTYBATH PECYPCH 0a3u JaHHUX 10 3POCTAIOYMX BUMOT, IO JO3BOJISE
3HAYHO MIIBUIIUTH HaIiHICTH cepBicy. [loenHaHHS OnNTHMI3aIlii 3amUTIB 3 ap-
XITEeKTYpHUMH 3MIiHAMH, TAKUMU SIK KJIACTEPHU3ALlisd YU PO3MOALT JaHUX, 3HATHO
MOKpaIye J0CBiJ KOPUCTYBAYiB.

MacnitaOyBaHHS € KIIOYOBHUM KOMIIOHCHTOM 3a0e3ledeHHs Oe3nepepBHO-
cTi Oi3Hec-TpoleciB, rapanTyoun 00poOKy MIKOBMX HaBaHTaXEHb Oe3 Jerpana-
uii nmpoayktuBHocti. Lle mieBuit crmocid BHpimIeHHs MpoOieM i3 3aTpUMKaMu
(latency) Ta mpormyckHoto 31aTHIcTIO (throughput) [1].

AxTyanpHicTh MacmiTaOyBaHHS MOSICHIOETHCS HACTYITHHUMHU KIFOYOBUMH
MIPUYHHAMH:

1. 3pocranHs odcsariB qanmx. [laHi MOJBOIOIOTHCS KOXKHI JBa POKH, 1
6e3 macmtabyBanusa b/] crae "By3pkuM MicieM" CHCTEMH.
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2. Bumoru mo mBuakofii. 3arpuMku BukoHaHHs SQL-3amutiB uepes
NepeBaHTaKEHHSI IPU3BOISATH IO BTPATH KIIIEHTIB.
3. BigmoBocrTiiikicTh. MacmtaboBaHi CHCTEMH YacTO IepeadavaroTh
HaUIMIIKOBICTB, 110 30epirae mpare3iaTHiCTh IpH 3005IX OKpEMHX BY3IIB [2].
[Tepium KpOKOM MpHW 3pOCTaHHI HAaBAaHTAKEHHS 3a3BHYall € BePTUKAJIbHE
mMacuradyBanns (Scale-up) 30UIbLICHHS MOTY)XHOCTI OKPEMOTO By3Ja J0Ja-
BanHsM pecypeiB (CPU, RAM, SSD). I'osioBHa nepeBara — mpocToTa peaizaiii
6e3 3miHu koxmy um cxemMu BJI. Cuctema 3anuImaeTbes HMEHTPaTi30BaHOIO, IO
CIIPOIIIY€E YIpaBIiHHS TpaH3akiisMu. OnHaK MeToa Mae 0OMEXEHHs, 30KpeMa
JI0 SIKUX MOKHA BimHECTH (Pi3MUHY MEXY (MOTYKHICTh OJHOTO cepBepa HEMOXK-
JIMBO HApOIIYBAaTH HECKIHYCHHO), BAPTICTh (I[iHA XOPOMIOro OOIaJHAHHS 3POC-
Ta€ HeJiHIMHO, M0 POOUTh MacliTaOyBaHHS EKOHOMIYHO HEBUTIIHUM) a TAKOXK
— €IMHA TOYKA BiAMOBH (30iif €1MHOTO cepBepa 3yMHHSE BCIO CHCTEMY).
Konu MOXIMBOCTI BEPTHKAIBLHOIO MACIITa0OyBaHHS BHYEPIIaHi, 3aCTOCO-
BYIOTh CTpaterii ropu30HTAJbHOro MacimradyBaHHs (Scale-out). Born me-
pendadaroTh PO3MOALT HAaBaHTAKEHHS MDK JIEKUIbKOMa CepBepaMu, IO JI03BO-
asie 00iiTH (izuuHi 0OMekeHHs oaHOoro "3aiiza". HaimommpeHimmMu Meroaa-
MU JUIsl TOOYJIOBU TaKUX PO3IIOAUICHUX CUCTEM €:
=  pemrikamis (Replication) — ctBopenns xomiit BJ[. V cxemi Master-
Slave 3anuc iine Ha rOJOBHUN cepBEp, a YUTAHHS PO3MOAUISETHCS MK
KOTIISIMH, PO3BAHTAXYIOUH CHCTEMY

= mapauar (Sharding) — po3mogin maHWx TaOIMHUIN MDK cepBepaMu 3a
kiaroueM (Harpukiaj, ID xopuctyBaya). Koxen cepsep (mapn) 30epi-
ra€ YacTHHY JaHWX, JO03BOJIIIOUH TapalienbHy 00poOKy 3anuTiB. Edex-
THUBHO JUISl CHCTEM 3 IHTEHCHBHUM 3aITHCOM;

= kemyBaHHs (Caching) — 30epiranHsi pe3ynbTaTiB YaCTHX 3alHTIB y
MIBUKINA maM'ati (Hampukiaax, Redis), mo 3MeHITye HaBaHTaXKEHHS Ha
ocHoBHy B/l [3].

BapTto 3a3HaunTH, mo mepexin 10 pOo3MOAUICHUX CHCTEM , SKi € OCHOBOIO
TOPHU30HTAILHOTO MacIITa0yBaHHs, CTBOPIOE HOBI BUKJIMKH. 30KpeMa, KpUTHY-
HO B&KJIUBUM JIJIs1 cTaOUTbHOT poOOTH 06a3 naHuX € 3a0e3rmeueHHs] KOHCHCTEHT-
HOCTi (CTaHy, Ipy SIKOMY J]aHi Ha BCIX By3JaX CUCTEMH € OJJHAKOBHMH Ta aKTya-
JHLHUMU B Oy/Ib-IKHMH MOMEHT 4acy). TpaauiidHo pemnsiiiiHi 6a3u 1aHuX rapaH-
TYIOTh KOHCHCTEHTHICTb yepe3 goTpuMaHHs xoperkux npuniunis ACID, ane y
BHUCOKOHABAHTKEHUX PO3MOAUICHUX apXITEKTypax JOCATHEHHS IMOBHOI i30J1b0-
BaHOCTI Ta Y3TopKeHOCTI yekmanaroeTsesi. Cami x ACID — 11e Habip Bi1acTHBO-
CTEH, 1110 TapaHTYIOTh KOPEKTHICTh TPaH3aKIii, 30Kpema:

"  aTOMapHICTH (atomicity) — TpaH3aKIlisl BUKOHYETHCS TOBHICTIO a00 HE

BUKOHYETBHCS 30BCIM;
= y3TOKeHIcTh (consistency) — 0a3a mepexoauTh 3 OAHOTO KOPEKTHOTO
CTaHy B IHIINH, HE MOPYIIYIOYHN TIPaBHI;
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=  i30;poBaHicTh (isolation) — mapanenbHi TpaH3aKIlii HE BIUIMBAIOTH OJHA
Ha OJIHY;

= HaxidHicTh (durability) — pe3ynbraTi TpaH3aKIil 30epirar0ThCsi HaBIiTH
ITiCIIst 3001B.

Jlist BU3HA4YECHHS ONTHMAJIBHOT cTpaTerii mMacumraOyBaHHs BHpIlIabHE
3HAYCHHS Mae TpoQiLTh HABAHTAXXCHHSA (CIIBBIAHOIICHHS OIEpaliii YHATaH-
Hs1/3anucy — Read/Write ratio) Ta Gi3Hec-BuMoru. CydacHi TPEHIU PO3BUTKY
apxiTekTypu 0a3 JaHUX BKIIIOYAIOTH TIOPUAHI MiAXOIH, SKi MOJIATAIOTh Y MOEI-
HaHHI BEPTHKAIBHOTO MaclITa0yBaHHsS 3 TOPH30HTAIBHUM po3noiiioM. Kpim
toro, 3'sBumuca CYBJ] xmacy NewSQL, mo ycmimuo moenayiors ACID-
tpan3akuii SQL i3 macmtaboBanictio NoSQL. Tpertiif BaxJIMBUH HAITPIMOK —
e XMapHe aBTOMAacCIITaOyBaHHs, IIPEJCTaBIICHE CepBicaMH, sK-0T Amazon
Aurora un Google Cloud Spanner, siki 3maTHi IWHAMIYHO JTOTaBaTH PECYpCH
BIIMIOBIZIHO 10 3pOCTAI0Y0r0 HaBaHTaKCHHSL. [4].

OTtox, cTpaTerii MaciTabyBaHHS 0a3 JaHUX CTAd OJHHUM i3 HaBaKIUBi-
MIMX IHCTPYMEHTIB Y Cy4acHOMY apceHall iHXKEHEepiB HporpamMHoOro 3adesre-
yeHHs. BoHW HamiitHO 3a0e3medyioTh CTaOUIBbHICTH iH(OPMAIIHHUX CHCTEM,
MTOETHYIOUH PI3HI MiIX0IU IO PO3MOILUTy HABAaHTAXKCHHS, IO 3a0e3Meuye 3HAYHO
BUILMI PIBEHB JOCTYITHOCTI MOPIBHSHO 3 TPAJULIHHUMHU MOHOJIITHUMH apXiTeK-
Typamu. BripoBa/ukeHHs MPpaBMIIBHOT cTpaTerii MacTadyBaHHS 103BOJISIE edek-
THUBHO MPOTUCTOSITH MIKOBUM HABaHTAKCHHSIM, 3aTPUMKaM y POOOTI Ta pU3HKaM
BTpATH JaHHX.
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YAK 371.3

AOCIGKEHHSA EOFEKTUBHOCTI BUKOPUCTAHHS
®PEMMBOPKIB ITPU CTBOPEHHI KJIIIEHTCBKOI YACTUHHA
CAUTY

Lnis BOMKO, Ana JKEJIE3HSIK
JTb8i6CbKUll HAYIOHATLHUL YHIGEpCUEm 6eMePUHAPHOL MeOUYUHU md
biomexwnonoziii imeni C.3. Icuybko2o

Pozensinymo cyuachi nioxoou 00 cmeopeHHsl KIEHMCbKOT YacmuHu catmy 3 6u-
KopucmanHam @peimeopkis. Ilpoananizoeano ocHogHi nepegazu suxopucmauus Nuxt 3
Ha ocnosi Vue3 y cghepi sebpospodxu. Ilposedero nopieusanvhiil ananiz egpekmusHocmi
PO3POOKU KNIEHMCLKOI YACMUHU Callimy 3 6UKOPUCAHHAM Ppelimeopky Vue.js na ocHosi
BUZHAYEHUX Kpumepiie ma cpopmosani 6i0N0GIOHI 6UCHOBKU.

Kniouosi cnosa: catim, knichmcoka yacmuna, 6e6-pos3pooka, gppetimeopk, VUe.Js.

Modern approaches to creating the client side of a website using frameworks are
considered. The main advantages of using Nuxt 3 based on Vue3 in web development are
analyzed. A comparative analysis of the effectiveness of developing the client part of the
website using the Vue.js framework based on specific criteria is conducted, and relevant
conclusions are drawn.

Keywords: website, client-side, web development, framework, Vue.js.

Po3BHTOK Ta IIpaKTHYHE 3aCTOCYBaHHS BEO-TEXHOJIOTI Ha CHOTOIHI CKIIaIHO
yABUTH 0€3 3aCTOCYBaHHS aKTyaJbHUX IIOXOJIB YIIPABIIHHS MPOLIECOM PO3POOKU
MIPOTPaMHOTO 3a0e3MeUeHHs, BHKOPHCTAHH (PPEHMBOPKIB Ta iHIINX TEXHOJIOTTIHUX
pillIeHb, SIKI MOXKYTh TO3UTUBHO BIUIMHYTH Ha TEPMiHU BUKOHAHHS TIPOCKTY Ta HOTO
sKicTb. Y cdepi BeO-po3poOKH OHUM 13 aKTyaJIbHHX ITUTaHb € eEeKTUBHICTD PO3-
POOKH KITIEHTCHKOT YaCTHHHU CaMTy SIK BU3HAYAIHLHOI CKIIAJOBOI, sSIKa BiAMOBiTae 3a
B3aEMO/III0 KOPUCTYBaya i3 CUCTEMOIO, Bi3yaJlbHE NPEJICTABICHHS JaHUX Ha CaWTi,
3abe3neyuye pearyBaHHs Ha B3a€MOJII0 KOPHCTyBa4a 3 eJIeMeHTaMH iHTepgeiicy, a
TaKO>K Iepeiady 3aIliTiB /10 cepBepa.

[IpakTuyaAN NOCBIA MOKa3ye, IO HA PiBHI KIIEHTA CHOTOTHI MOYKHA pea-
Ji3yBaTH BaJlilalilo BBEJCHHS JaHMX, MapLIPyTH3allilo, KEpyBaHHS CTAHOM 3a-
CTOCYHKY, KEIIyBaHHS 3allUTIB i IOKaJIbHY 00poOKy iH(opmarrii. 3acTocyBaHHS
TaKOTO PO3MOALUTY HaBaHTAXKCHHA MDK KIIEHTOM i cepBEepOM IacThb 3MOTY KO-
MaHZAI pO3pOOHMKIB 30LTBITYBATH HIBHAKOMIII0 CAiTy, 3MEHIIYBaTH KiIBKICTH
MEpEeXEBUX 3aIUTIB, BIUIMBATH Ha 3aTJIbHUI KOPUCTYBALbKUH JOCBIL.

Po3BuTOK  BEO-TEXHOJNOTI Ta TMOsBa TOBHOIIHHMX JavaScript-
(GpeliMBOpKIB Jaiu 3MOTY PO3POOHUKAM IMOEIHYBATH 3PYUYHICTH 0i0IiOTEK i3
apXITEKTYPHOIO BIOPSIKOBAHICTIO MPOEKTiB. [IpoBeneHe mocimipkeHHs mokasa-
JI0, 1110 IO OCHOBHUX NPHHIIMITIB, SIKi BIUIMBAIOTh HA CTAHJAPTH HAaIlMCaHHS IIPO-
€KTIB, ITOB’S3aHMX i3 PO3POOKOIO BEO-3aCTOCYHKIB, €: KOMIIOHEHTHICTh, PEaKTH-
BHICTh, KEPYBaHHS CTAaHOM, I1A0JIOHI3AIsI Ta JBOXCTOPOHHIH 3B'I30K JaHHX.
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Ha cborozni BuKopucTaHHs ppeiiMBOPKIB € CTaHAAPTOM KITIEHTCBKOT pO3po-
OKu, a/pKe TaKWi MIAXiA 1a€ 3MOTY JIETIIe CTBOPIOBATH IHTEPAKTHBHI CTOPIHKH, 1X
MacmTaOyBaTé Ta 30UTBIIYBATH TMPOXYKTUBHICTB. 3aCTOCYBaHHS KOMIIOHEHTHOTO
MMIIXOIy B XO/i BUKOPHCTAHHS (PPEHMBOPKIB ISl CTBOPEHHS KIIIEHTCHKO1 YaCTHHU
CalTy CHPOIIIye MIATPAMKY i MacIITaOyBaHHS MPOEKTY IIUIIXOM NOALTY iHTepdeiicy
Ha He3asnexHi Moayii. Lle 103Boise KoMaHAi pO3pOOHHKIB MPAIFOBATH MapaJieIbHO
HaJ TIOB’13aHNM (DYHKITIOHAJIOM, ITEpPEeBUKOPHCTOBYBATH TOTOBI €JIEMEHTH Ta peai-
30BYBaTH 130JIbOBaHY JIOTIKY B KOXKHOMY KOMIIOHEHTIB.

B xoxi npoBeneHoro mociipkeHHs Oyino OLIHKY e(eKTHBHOCTI (ppeiim-
BOPKIB y HOPIBHSIHHI 3 TPaJMLIIHOIO po3po0Koto Oe3 iX 3acTocyBanHs. [IpakTu-
YHa peasti3alis NOCTAaBJICHOTO 3aBAaHHS MOKa3ana eeKTHBHICTh 3aCTOCYBaHHS
¢peiimBopky Nuxt 3 [1] Ha ocHOBI Vue3 [2], sSKHii MO€AHYE MOXKIMBOCTI KJIacH-
yHoi SPA-apxitektypu 3 cepBepHuM penaepunrom (SSR). Lle mano 3mory 3a-
0e3MeunTH MIBUIKE 3aBAHTAXKCHHS CTOPIHOK IPOEKTY, MOKpAIIEHY iHIEKCaIliio
MTONTYKOBHMH CHCTEMaMH Ta 3py9HY MapIIpyTH3AIL0.

3arayom 110 KIFOUYOBUX ocobnmBocTerd Nuxt 3 MOXHA BiTHECTH: YHIBEp-
CAbHHUI PEHACPUHT, MOKIIMBICTh TeHepyBatu ctaTudHi HTML-daitmm min yac
30ipku (SSR), BUKOpHCTaHHS CydacHUX IHCTPYMEHTIB ISl 30UpaHHS KOy,
3a0e3neueHHs MiITPUMKH CepBEpHHUX (DYHKIIH Ta MiIBUIIEHA POIYKTHBHICTb.

3 MEeTOI0 MPOBEACHHS 00 €KTUBHOTO aHANI3y e(peKTUBHOCTI BUKOPHCTaH-
HS C M Yac po3pOOKH KIIIEHTCHKOI YaCTHHH BE0-3aCTOCYHKY OyJI0 BH3HAYCHO
HACTYIHI KPUTEPIi: MBUAKICTb PO3pOOKHU, MPOAYKTUBHICTh iHTEpdency, Macul-
TabOBaHICTh Ta 3PYYHICTb MIATPUMKH Koy (Tadui.1).

Tabamus 1 — [TopiBHsIIBHA OIIHKA peati3allii MpoeKTiB 3 hpeiMBopkoM Vue.js.

Kpurepiit be3 dpeiimBopky 3 BUKOpHUCTaHHAM Vue.js

Bucoxka ximekicTs py4HOro Koy, |[lepeBHKOpHUCTaHHS OMHUX 1 THX
noBTopioBani DOM-omnepartii CaMHUX KOMIIOHEHTIB B Pi3HHX
YacTUHAX KOAY, iHOII KiJIbKiCTh
KOJy MCHIIA B pa3u

IIBuaKicTh
CTBOPEHHS
KOMIIOHEHTIB

3Mminu B iHTEpdelici 3a3Buyaif €11Ha CTPYKTypa KOMIIOHEHTIB,
TTirrpuka ta 1'[0”1;pe6y]0Tb OHOBJICHD B KiJIbKOX |9aCTO OHOBJICHHS noTpe6y10TL
OHOBIICHHSL (aitnax JTHIIE JIOKATBHAX 3MiH, AKIIO He
3aqinaeTses OUTBII riobanpHa
JIoTiKa
Peakuii Ha mii O0poOHKKHU Mol ITonii BOy#OBaHi B CHHTAaKCHC
KOpHUCTYBaya peai3oByIOThCSL BpYIHY mabJIoHIB
OoOMesxeHa, 30impmeHHs 00’ eMy | EQexTnBHa peakTHBHICTH Ta
MacmTaboBaHICTh | KOy MiZABUIIYE PU3NK BipTyansHuit DOM 3a0e3neuyroTh
BUHUKHEHHS [IOMUJIOK CTa0UIbHY IIBUIKOIIIO
CHOBUIGHEHHSI TIPH BETMKOMY Kpama crabineHITh Ta 3pocTaHHs
00cs131 TaHMX, 30KpeMa 4epes HIPOIYKTUBHOCTI pOOOTH

[IpOAYKTHBHICTD | IPaKTUYHY BiNCYTHICTH
HEPEBUKOPUCTOBYBAHHX YACTUH
KoIy
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Bynu mpoananizoBaHi POEKTH, SKI MATPUMYBAIHCS 0€3 BUKOPHUCTAHHS
¢peiiMBOpKIB Ha uncTomy JavaScript Ta IpoeKTH, po3poOIIeH] 3 BUKOPHCTaHHAM
Vue.js.

VY pe3ynbTari IPakTUYHOTO TOPIBHIHHS Ha OCHOBI BU3HAUSHUX KPUTEPIIB
Vue.js NpOJEMOHCTPYBAB CYTTEBE 3HIKCHHS 00CATY KOy Ta 4acy po3poOKH, a
TaKOX Kpally cTaOUIbHICTh Ta IHTYITMBHICTh NPH PO3IIMPEHHI (YHKIIOHATY
KIIIEHTCHKOT YaCTHHH CaHTYy.

Jnst TecTyBaHHS TNPOAYKTHBHOCTI OYB BHMKOpUCTAaHMH BOymOBaHWI B
Chtome DevTools inctpyment Lighthouse. Pesymbratn TectyBanus Oymu Ha-
CTYIIHI:

1.  Cepenniit mokazuuii Performance > 90 1151 OCHOBHUX CTOPIHOK;

2. IBuaxicte mepmoro BinoOpaxeHnHs koHTeHTY (First Contentful
Paint) — 10 1.2 c;

3. CrabinpHa poboTa mpu ITUHAMIYHOMY OHOBJICHHI CITUCKIB MOIiN
03 NOMITHHX 3aTPUMOK;

4, BinmcyTHiCTh BUTOKIB MaM’ATi MiJ 4ac 0araTopa3oBOTO IMEpPEeMU-
KaHHS CTOPIiHOK.

BHyTpilHi TeCTH MiATBEPIUIIH, 0 BUKOPHCTAHHS PEAKTUBHUX 00’ €KTIB
Vue (ref, reactive, computed) m03Bosie epeKTHBHO OHOBIIOBATH HaHi 0e3 TOB-
HOTO MepepeH/iepy CTOPIHKH.

Otmxe, IpoBeleHEe NOCIIIDKSHHS TO0Ka3ano e(eKTHBHICTh BUKOPHCTAHHS
(bpetiMmBopKy Vue.js sl CTBOPEHHS KITIEHTCHKOT YaCTHHH CAalTy B TIOPIBHSIHHI i3
TPagUIIHHUMH TIX0AaMH, IO MOYKE TO3UTHBHO BIUIMHYTH K Ha poOOTY KO-
MaHJI pO3POOHUKIB MPOEKTY, TaK i peai3aliio Ta MATPUMKY CauTy.

Jlitepatypa
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Pesxum noctymy: https://nuxt.com/
2. Vue.js — The Progressive JavaScript Framework [EnextponHuii
pecypce] — Pesxxum moctymry:  https://vuejs.org/
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IHTEJIEKTYAJIbHUAM HOPTATHBHI/II@ AO3UMETP 3 ® YHKUIECIO
PEAJIBHOI'O YACY TA JIMCTAHIIMHOI ITIEPEJAYI JAHUX

lrop BOPUCOB?, Pocrucias TKAUYK'?, Oabra EAEAJDKAHOBA2
YHayionanenuii ynisepcumem «Jlvsiscoka nonimexuixay, m. JIvsis, Ypaina
2 JIvsiscokuti Oepacasnuii ynisepcumemy 6esnexu scummedisnvrocmi, M. Jvsis,
Ykpaina

Anomauin. Y pobomi npedcmasieno nopmamueHull MikpOKOHMpOLEPHULL 003U-
Memp IOHI3YI0H020 GUNPOMIHIOBAHHSA 3 MODIIbHOIO nepedauelo Oanux 0 ONepamueHo20
padiayitinoco mouimopuney. Ipucmpit na 6asi CbM-20, ATmega328P ma SIMS00L
3a6e3neuye uMIpO8ants, oOpoOKy, 2eonpus a3Ky ma nepeodeants pe3yIvmamis y pe-
orcumi peanvrozo dacy. Onucano apximexmypy CEHCOPHOI, Kepyrouoi ma KOMYHIKayiiHOi
niocucmem, a Maxodic PIMEHHs. Wo00 eHep2o3DepedicenHst 1 cmabinizayii JHCUGIeHHs.
Po3pobaenuti npomomun € aémoHOMHUM, €HEP20epeKMUSHUM | MOYHUM, WO poOUMb
11020 NPUOAMHUM 015 €KOJIO2TUHO20 MOHIMOPUHRY MA YUBLTLHOL0 3AXUCIY.

Knwouosei  cnosa:  oosumemp,  iouizyioue  eunpominiogannsn,  CBEM-20,
ATmega328P; SIMS00L, paoiayitinuii moHimopune, MoOinbHa nepeoaya OaHux, Mikpo-
KOHMPOJIepHa cucmema, 6UMIpIOGaNbHULE KOMNIEKC.

Abstract. The paper presents a portable microcontroller-based ionizing radiation
dosimeter with mobile data transmission for operational radiation monitoring. The de-
vice based on SBM-20, ATmega328P and SIM800L provides measurement, processing,
georeferencing and transmission of results in real time. The architecture of the sensor,
control and communication subsystems, as well as solutions for energy saving and power
stabilization, is described. The developed prototype is autonomous, energy-efficient and
accurate, which makes it suitable for environmental monitoring and civil protection.

Keywords: dosimeter, ionizing radiation, SBM-20, ATmega328P; SIM80OL, radiation
monitoring, mobile data transmission, microcontroller system, measuring complex.

[IpobnemaTnka 3abe3medeHHs pajiamiitHol Oe3neKu, 0coOIMBO B yMOBax
3pOCTaHHS NMPOMUCIIOBHX PHU3HKIB Ta EKOJOTIYHMX 3arpo3, 3yMOBIIIOE HOTPeOy Y
BIPOBAPKEHHI CY4aCHHUX, JIOCTYIHHUX 1 OIEpaTHBHHUX 3aco0iB KoHTpouro. Tpanu-
IHHI 103UMETPUYHI NPHIIaIH, TIOTPU BHCOKY TOYHICTh, XapaKTEpH3YIOThCS 3HAU-
HOIO BapTiCTIO, TPOMI3JIKICTIO Ta HEOOXIJHICTIO PyYHOTO 3YMTYBaHHs MOKa3HHKIB,
10 0OMEXKYe X e(heKTHBHICTh Y IMOJILOBUX YMOBAX Ta IiJI Y4C MACOBOIO MOHITOPH-
Hry. KpiM Toro, BicyTHICTh MOXKIIMBOCTI OIIEpaTHBHOI Mepe/iadl JaHuX y HEeHTpaTi-
30BaHi CHCTEMH aHAJIi3y CTBOPIOE JIOAATKOBI Oap’€pH VISl CBOEYACHOTO MPUHHATTS
VIIPaBIIHCHKHX PillieHs [ 1, 2].

V BiAIOBiAE HA ITi BUKIIMKH 3allPOIIOHOBAHO iIHHOBAIIHHY MIKPOKOHTPO-
JIEpHY CUCTEMY J03UMETpa i0HI3YI0UOTO BUIIPOMIHIOBAHHS 3 (QYHKITIEFO MOOLIH-
HOT Iiepeavi JaHuX, sSKa iHTeTpye MPOoIecH BUMIPIOBaHHS, 00pOOKH Ta KOMYH -
Kamii. Takuit migXig qae 3Mory TpaHchopMyBaTH MPOUEIypH paaialliifHOTO MO-
HITOPUHTY y CKJIaJJOBYy MepexeBOi iHPPaCTPYKTypHU KOHTPOJIIO JOBKULIS B pe-
JKUMI peasbHOro vacy [3, 4].
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OCHOBHHM 3aBIaHHSIM € CTBOPEHHS IPOTOTHITY PUCTPOIO, 3/IaTHOTO 3a-
Oe3redyBaTH BUCOKOTOYHE BUMIPIOBAHHS PIBHS 10HI3YIOUOTO BHIIPOMIHIOBaHHS
B peabHOMY 4Yaci, poOOTy Bi aBTOHOMHOTO JpKepesia JKUBJICHHS 3 MiHIMaIIbHUM
€HEepProCIOXKUBAHHAM, a TAK0K CTAOUTbHY 0€3pOTOBY Iepenavy pe3yibTaTiB Ha
cepBep ado MOOITHHII 3aCTOCYHOK.

V pe3ynbrati gociimkeHHs 0yino copMOBaHO TEXHIUYHY KOHIISIIIIO 1TO-
PTaTUBHOTO JTO3UMETpa 3 PYHKITIEI0 MOOITRHOT ITepeadi faHuX. Sk MepBUHHHN
CEHCOP 00paHo ra3opo3psaaHy Tpyoky SBM-20, mio BiI3HAYa€ThCS JOCTATHBOIO
YYTJIIMBICTIO, TOYHICTIO BUMIPIOBaHb T4 HU3bKUM €HEProCHOXKHUBAHHSAM [5, 6].

[TpoekTyBaHHs anmapaTHO-IPOrPaMHOTO KOMIUIEKCY MOHITOPUHTY pajia-
niifHoro (oHy IpyHTYEThCS Ha ToeTanHOMYy (opMyBaHHI (DYHKIIOHAJIBHOI Ta
MIPUHIIMIIOBOI CXeM JJ03MMETpa i0HI3yI0YOro BHIIPOMIHEHHS, IO 3a0e3eUyIoTh
y3roJUKEHY poOOTYy CEHCOPHOTO, BUMIPIOBAJIBHOTO Ta KOMYHIKAI[IHHOTO MOAY-
niB. OCHOBOIO CEHCOPHOI MiJCHCTEMH € Ta3opo3psaHuil miumwtsHIK CBM-20,
BHOpaHUi1 3aBIIKH BUCOKI YyTIMBOCTI, CTa0IIBHOCTI MapaMeTpiB i MIHPOKOMY
Ziarma3oHy €Hepriii peecTpoBaHOTo (- Ta y-BUIPOMiHEHHA. J{J1s HOTO >KUBJICHHS
peanizoBaHO BUCOKOBOJIETHUH IEPETBOPIOBAY 31 CXEMOIO MHOXKEHHSI HAIIPyTd Ha
JIIOTHO-KOHIEHCATOPHOMY KacKasi, MiJCHIIEHHH CHCTEMOIO 3BOPOTHOTO KOHT-
poaro s crabinizanii BuxigHoI Hanpyru y mexax 380—420 B. Takwuit minxin
JIO3BOJISIE YHUKHYTH 3aCTOCYBaHHS 30BHILIHIX BUCOKOBOJIETHUX CEHCOPIB 1 CYT-
TEBO MIABHINYE HaAilHICTH poOoTH. OKpeMo mepeadadyeHo JIOTIKY 3aXUCTy Bil
MEePEHANPYTrd Ta KOPOTKOTO 3aMHUKaHHs:, a Takox ¢ineTpamiiini LC-naHirorun
JUISl 3SMEHIIEHHSI BUCOKOYAaCTOTHUX 3aBaJl.

[ludppoBe sapo KomIiekcy MOOYZOBAaHO Ha  MIKPOKOHTpOJIEpi
ATmega328P, saxuii BUKOHYE NETEKIIiI0 IMIYIbCIB 3 JIYMIbHUKA, OOUMCICHHS
MHUTTEBHUX Ta YCEPEIHEHHUX MMOKa3HMKIB MOTY)KHOCTI 03U, KEPYBaHHS PEKUMa-
MU poboTr Ta 00poOKy curHamiB mepudepiitanx Moxyris. [IpuHIKIOBa cxemMa
nependadae OKpeMi TiIKW >KUBJICHHS Ul aHAJIOTOBOI Ta ITU(GPOBOI YacTHH i3
3aCTOCYBaHHSM O3B’ S3YBAIBHUX KOHAEHCATOpiB, crabimitponiB ta RC-
¢binbTpiB, IO MIHIMI3y€ BIUIMB IMITYJbCHUX 3aBaJl Bill IIEpeTBOpPIOBaYa Ha TOY-
HICTh BHMIpIB. Jlnsl IHAUKAIi| BI/IKOpI/ICTaHO OLED-pgucrieii i3 iHTep(beﬁCOM
12C, 110 3MeHIIy€e KUTbKICTh IIMHAX 3 €THAaHB 1 3a6e3neqye xopoury YUTAHICTh Y
Pi3HEX yMOBax ocirieHocti. TakTuibHA Ta 3BYKOBA IHJIMKAIii peanizoBaHa
yepe3 MOSFET-xmtodi, 110 ae 3MOTy KepyBaTH HAaBaHTRKEHHSM 13 HU3bKUMHU
BTpaTaMu Ta 3a0e31edye TpHUBaly poOOTy Bill aKyMyJIsITOpA.

JKusiienHs: komIuiekcy 3fiicHIoeThes Bin Li-ion akymynsaropa, a cxema
3apsmKkaHag Ha MikpocxeMi TP4056 3abe3nedye KOHTPOIb CTPYMY Ta HaIpyru
3apsDKEHHS, 3aXUCT Bill Iepepo3psany U meperpiBy. BnposamkeHo nonaTkoBuit
BY30JI MOHITOPHHTY Hampyru Oatapei 3 ALII-koHTpolleM y pekuMi peasbHOTO
4acy Ui CBOE€YACHOTO TIOMEePEeHKEHHS KOPUCTYBaya Mpo KPUTHYHI PiBHI 3apsy.
[MpuHnMIOBa cXema J03BOJISIE IHTETPYBATH JIOJATKOBI €IEMEHTH eHeprosoepe-
JKEHHSI — 30KpeMa, KepyBaHHsI JKHBIICHHSIM nepudepii, nepeBeJeHHs MIKPOKOH-
TpoJiepa y CIUIYl PeKHMMH Ta BIIKIFOUEHHS BUCOKOBOJIETHOTO IIEPETBOPIOBaYa
3a BIICYTHOCTI IOTPeOU Y BUMIpIOBaHHI.
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Komynikariitaa nigcucrema npencrasieHa Mmoayiasmu GPS NEO-6M ta
GSM SIMB8O00L, miakmouernmu yepe3 okpemi UART-inTepdeiicu, mo 3amobi-
rae KOH(IIIKTaM MpH Tepenavi TaHuX 1 3a6e3mneuye cTablIbHy poOOTy B yMOBax
HecTabimepHOTO 3B 513Ky. GPS Momyns 3a0e3nedye reonpus’ 3Ky KOXKHOTO BUMi-
PIOBaHHS, IO MiABHUINYE iHPOPMATUBHICTH MOHITOPUHTY Ta O3BOJIsE GOPMyBa-
TH TIPOCTOPOBI KapTu pajiariinoro ¢ony. GSM-Moayns 3abe3nedye nepemaady
JAHWX Ha CepBEp MOHITOPWHTY, HajacHiIaHHSI SMS-CHOBIMIEH PO MEPEBUIICH-
HSl JIONYCTUMHX 3HAUYEeHb JI03U Ta MOXKIMBICTh JUCTaHIIHHOTO KEepyBaHHS pe-
XKUMaM# poOoTH mpuctporo. Y cxemi nependadeno okpemuid DC-DC neperBo-
proBay Juisi crabimizanii xusieHHs SIM80OL, ockimbku MOIyNb Mae ITKOBI
CTpyMH 10 2 A mig yac mepeadi.

Y3romkeHa poboTa CEHCOPHOTO, KEPYIOUOTO Ta KOMYHIKAIIfHOTO MOIY-
JiB 3a0e31edye CTBOPEHHS! aBTOHOMHOTO, €HEproe()eKTUBHOIO Ta MacuITaboBa-
HOTO arapaTHO-TIPOIPaMHOTO KOMITIEKCY, 3aTHOTO BUKOHYBATH Oe3NepepBHUN
KOHTPOJIb pafiaIlifHoro ¢oHy, OMepaTHBHO MOBIIOMIISATH MPO KPUTHYHI BiIXH-
JICHHA Ta TepefaBaTH JaHi IS MOJANBIIO] aHANITHKA y HEHTPAIbHI CHCTEMHU
MOHITOpHUHTY. Taka apxXiTeKTypa BiIlOBia€ BUMOTaM CY4aCHUX €KOJIOTIUYHUX,
MIPOMHUCIIOBUX Ta KPHU30BHX CHCTEM Oe3lekd, 3a0e3Medyrodr TOYHICTh, Hamii-
HICTh Ta MOXKJIMBICTh THYYKOT'O PO3LIMPEHHS (yHKIlIOHAITY.

3anpornoHoBaHUil MOOUIBHUI 103UMETpP, MOXKe3abe3NeuyBaTH TOYHE BU-
MipIOBaHHs pajiaiiiiHoro GoHy Ta HajaiiiHy nepenauy nanux depes GSM. Kowm-
nonentd SBM-20, ATmega328P ta SIM80OL 3natHi 3a0e3neunty ehpeKTuBHY i
cTabinbHy poOOTY. 3aponoHOBaHa CHCTEMA € CyYacCHMM TEXHIYHHM PillICHHSAM
13 BUCOKHAM piBHEM HAIIHHOCTi, TOYHOCTI Ta MPAKTHYHOI 3HAYYIIIOCTI AT 3a71a4
KOHTPOJIO pajiamiitHoro (oHy.
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APPLICATION OF MACHINE LEARNING FOR STUDYING
EVACUATION PARAMETERS FROM PRESCHOOL EDUCATIONAL
INSTITUTIONS WITH INCLUSIVE GROUPS

Volodymyr BROSHKO, Oleksandr KHLEVNOI
Lviv State University of Life Safety

Ensuring safe and timely evacuation from preschool educational
institutions (PEIs) has become particularly important in the context of increasing
technogenic, natural, and military threats. Evacuation planning is especially
complex in PEIs with inclusive groups, where children with musculoskeletal
disorders, visual or hearing impairments, autism spectrum disorders, intellectual
disabilities, and other special educational needs are present. Such children
require individualized support, adult assistance, and adapted movement
conditions, which significantly affect evacuation parameters.

Traditional approaches to evacuation analysis are mainly based on
regulatory calculations and simplified scenarios that do not fully account for the
diversity of children’s behavioral patterns, the human factor, and the specific
characteristics of inclusive environments. In this regard, the application of
machine learning methods represents a promising direction for comprehensive
analysis and prediction of evacuation parameters under real operating conditions
of PEls.

The purpose of this study is to develop approaches for applying machine
learning methods to analyze and assess evacuation parameters from preschool
educational institutions with inclusive groups.

To achieve this purpose, the following objectives are defined: — to
analyze the specific features of evacuating preschool children with inclusive
educational needs; — to identify key evacuation parameters that can be addressed
using machine learning; — to substantiate the feasibility of applying machine
learning algorithms for modeling evacuation processes; — to outline potential
data sources and data processing methods; — to determine prospects for applying
the obtained results in the design and operation of PEIs.

Evacuation of preschool children is characterized by limited independent
mobility skills, increased stress levels, and the need for continuous supervision
by educators. In inclusive groups, these factors are compounded by additional
constraints, including reduced movement speed, the use of assistive devices
(wheelchairs, walkers), the need for individual support, and heightened
sensitivity to noise and crowding.
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These factors lead to uneven evacuation flows, the formation of local
congestion zones, increased evacuation time, and higher risks to children’s life
and health.

Evacuation Parameters as Objects of Machine Learning. The main
evacuation parameters that can be studied using machine learning include total
and partial evacuation time, movement speed of different categories of children,
pedestrian flow density, evacuation route capacity, the influence of architectural
and planning solutions, the number and spatial distribution of support staff.

Machine learning makes it possible to identify hidden relationships
between these parameters that are difficult or impossible to determine using
analytical methods.

Within the framework of the study, it is proposed to use regression
algorithms to predict evacuation time, clustering methods to identify typical
behavioral scenarios, and neural networks to model complex nonlinear
relationships between evacuation parameters. Input data may include
observation results, video analysis of evacuation drills, sensor data, and outputs
from computer-based evacuation simulations.

Special attention should be paid to the use of computer vision techniques
for automated determination of movement speed, trajectories, and crowd
accumulation zones during evacuation.

The results of applying machine learning can be used to optimize
evacuation plans, justify the required number of support staff, improve
architectural solutions, and enhance the safety of children with special
educational needs. The developed models may also serve as a basis for creating
intelligent decision-support systems in the field of civil protection and fire safety
for PEls.

Conclusions. The application of machine learning methods opens new
opportunities for studying evacuation parameters from preschool educational
institutions with inclusive groups. The integration of information technologies
into evacuation analysis contributes to improved safety levels, adaptation of the
environment to the needs of each child, and the development of scientifically
grounded solutions in the design and operation of PEIs.
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PO3POBKA CEPEJOBUIIA JJIS1 BASHAYEHHS BIAIIOBITHOCTI
3AXMCHHMX CIIOPY/]I CTYIIEHIO 3AXHUCTY BIJI PAJIAILIIL

Has3apiii BYPAK, €sren KOBKO,
Anpgpiii TABPUIIOK, Bikropis IPUIATKO
Jlvsiscokutl Oeporcagrutl yHieepcumem Oe3neKu HCUmmeOisibHOCH,
Hayionanvua axademii snympiwnix cnpas

Abstract. The development of a software and information environment for
determining the compliance of protective structures with the level of protection against
ionizing radiation is considered. The environment provides automated processing of
structural parameters, taking into account their design characteristics and regulatory
requirements. The application of the proposed approach increases the efficiency and
objectivity of assessment and facilitates informed decision-making in the field of civil
protection and radiation safety.

Keyword. protective structures, radiation protection, ionizing radiation, software
environment, automated assessment, civil protection

Anomauia. Pozensanymo po3pooKy npocpamuo-iHgpopmayiinozo cepedosuiya 0is
BU3HAYEHHSL BIONOBIOHOCMI 3AXUCHUX CROPYO CMYNEHIO 3aXUCHY 6I0 LOHIZVI0U020 GUNDO-
mintosanns. Cepedosuuje 3abes3nevye asmomamuzosany o6pooKy napamempie cnopyo 3
VPAXY8AHHAM IX KOHCIMPYKIMUBHUX XAPAKMEPUCTIUK | HOPMAMUBHUX 8UMO2. 3aCmMOCy8aH-
HSL 3anPONOHOBAHO20 NIOX0OY NIOBUWYE ONEPAMUGHICb MA 00 EKMUBHICMb OYIHIOBAHHS
i cnpusie npuiinammio 0OIPYHMOBAHUX piuteHb Y chepi YyuglibHO20 3axucmy ma palia-
yiunoi beznexu.

Knwuosi cnosa. saxucni cnopyou, padiayitinuii 3axucm, ioni3yloue Uunpominio-
BAHHS, NPOSPAMHE cepedosuLle, ABMOMAMU308aAHA OYIHKA, YUBLILHULL 3AXUCT.

VY cydacHHMX yMOBaX, /i€ 3arpo3a paiallifHuX aBapiil 3aJIMIIAETHCS AKTY-
IBHOIO, MMTAHHS LMBUIBHOTO 3aXHCTY HaOyBae O0COONMBOrO 3Ha4eHHs. ABapil
Ha aTOMHUX €JIEKTPOCTaHIIISX, SACpHi BUIIPOOYBaHHS Ta BUKOPUCTAHHS pajioa-
KTUBHHMX MaTepiajiB y MPOMHCIOBOCTI 3MYIIYIOTh PO3pPOOIIATH epEeKTUBHI 3aco-
6u 3axucty HaceneHHA. OTHUM i3 KIFOUOBHX aCIEKTIB € MPOTHPAMiaIliifHi yK-
PUTTS, 3/1aTHI 3MEHIIUTH BILIUB iOHI3yI0YOTO BUIIPOMIHIOBAHHS.

Jliist omiHKY €()EeKTUBHOCTI YKPUTTIB BUKOPHUCTOBYIOTHCS CIICIialIbHI Me-
TOJIVIKH, II0 BPAaXOBYIOTh XapaKTEPUCTHUKHU MaTepialliB, TOBIIMHY CTIH Ta TeoMe-
TpuuHi napameTpu. OJHaK TPAAUIIHHUKA MiAXiA 10 pOo3paxyHKIiB 4acTo BUMarae
3HAYHUX 3YCHJIb 1 Yacy, a TakOX INIBHIIYE PH3HMK IOMHIOK. BHkopmcTaHHS
HOpPMAaTHBHUX JOKYMEHTIB, Takux sik JIBH B.2.2-5:2023, nmotpelye cximagHux
MaTeMaTHYHUX OOYNCIIeHb, IO YIOBUIHHIOE MPOIEC 1 MOKE BIUIMHYTH Ha 0e€3-
neky. (puc.1)
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Pucynok 1 — T'ooBHa cropinka Forteck

TakuM 4YMHOM BHMHHMKae IOTpeda B aBTOMATH30BAaHOMY IHCTPYMEHTI,
SIKMH JO3BOJIMTH IIBUAKO Ta TOYHO BH3HAYaTH PIBEHb 3aXHUCTY YKPHUTTIB. Bed-
3aCTOCYHOK MOJKE 3HAYHO CIIPOCTUTH NPOIEC aHATI3y, BAKOHYIOUN OOUNCIICHHS
Ha OCHOBI BBEJCHUX HapaMmeTpiB. Y HaI3BHYAWHUX CHUTYaLifX, KOJIH Yacy 00-
MaJlb, TAaKMH IAXIN O3BOJISE OIEPAaTHBHO NPUHMATH PillleHHS, YHUKHYBIIN
TTOMIJIOK, TIOB SI3aHUX i3 MIOACEKUM (pakTopoMm (puc. 2).
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Po3poOka BeOG-3aCTOCYHKY Ma€ HU3KY IepeBar: ITOCTYIHICTh I KOPHC-
TyBadiB, LIEHTPAJI30BaHE OHOBJICHHS AITOPUTMIB Ta MOXJIMBICTH iHTerpauii 3
IHITUMU 0a3aMu JaHKX. ABTOMAaTH30BaHUH MiJXiA MIHIMI3Y€E JTIOACHKUHN (akTop,
3abe3nedye 00’ €KTHBHI PE3yNIbTaTH Ta €EKOHOMHTH Yac, IO JI03BOJISIE OTIEPATH B-
HO pearyBaTu Ha 3MiHU CHUTYaIlii.

3anpornoHoOBaHe TMpoTrpaMHe 3a0e3NEUCHHS MOXKE BHKOPHCTOBYBATHCS
npaniBaukamu JICHC Ykpainu, MicueBux aaMiHicTpaliid Ta BIacHUKaMu 00'€K-
TiB KPUTUYHOI iHPPACTPYKTYpH IJIS IIBHAKOI OI[IHKH PIBHS 3aXUCTY YKPHUTTIB,
BUSIBJICHHSI CITa0KMX MICIb Ta NMPUHHATTS pillleHb monao iXx MonepHizauii. Lle
MABUIUTG OIEPATHUBHICTh 1 €PEKTUBHICTh 3aXOJIB i3 3aXHCTy HACEJICHHSI B
YMOBax pajiaiiHo1 HeOe3MeKH.
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HIATOTOBKA CTYJEHTIB 3BO 10 IPOTUAL IHOOPMALIIIHIN
ATPECII TA JE3TH®OPMAIIIi B CYYACHIUX YMOBAX

IOpiii BIHTIOK
JIvgiscorutl depoicasnuil ynisepcumem Oe3nexu HeummeisiibHOCmi

Anomauia. Buceimieno 0cobausocmi Hanaz00x4ceHHs Ni020MO6KU CMYOeHmis
3BO 00 npomuoii ingpopmayitiniii acpecii ma oesinghopmayii. Onucano mpuemanmy no-
3AHABYANLHY NPOSPAMY, WO OXONTIOE MOMUBAYIIHULL OIOK, MmeopemuyHi OCHO8U (102iKa,
KpUumuuHe MUCTIeHHst) Ma NpakmuyHi HAGUYKU (nepegipka docmosipHocmi ingopmayii).
Obrpynmosano HeobXiOHicmb iHmezpayii yici pobomu y HAGUANbHI NAAHU 0151 PopMY-
BAHHSA 2POMAOAHCLKOL NO3UYTT Ma 00CAcHeHHA nepemozu 8 iHopmayitiil 6itini. 3pobie-
HO BUCHOBOK 3 NPO8edeHoi pobomu.

Knruosi cnosa: suwa ocsima, inghopmayitina sitina, desingpopmayis, npomudis
iHGhoOpMayitinum enausam, CmyOeHmcvke cepedosuuye, KpUumuiHe MUuCieHHs.

Abstract. The features of the preparation of students of higher education
institutions to counteract information aggression and disinformation are highlighted. A
three-stage extracurricular program is described, which includes a motivational block,
theoretical foundations (logic, critical thinking) and practical skills (verification of the
reliability of information). The need to integrate this work into curricula for the
formation of a civic position and achieving victory in the information war is
substantiated. A conclusion is drawn from the work carried out.

Key words: higher education, information war, disinformation, counteraction to
information influences, student environment, critical thinking.

EdexruBna nporuais indopmaniiitniid arpecii Ta nezindopmanii B qanuii
Yac € BaXJIMBOIO YMOBOIO HE JIMIINE NPHUITMHEHHS BifHM B YKpaiHi, a i migsu-
meHHS Oe3neKu i 30epeXCHHST €IHOCTI €BPOTEUCHKOI Ta CBITOBOI CIUTBHOTH
3araioM. 3 OTJISAAY Ha 1€ BaXKJIMBO 3aiSITH BIAMTOBIIHI MOYKIIMBOCTI JJIST TPOTH-
Iii BOpOXXHM iH(GOPMAIIfHIM BIDIMBAM, U 9OTO MOTPIOHO MaTH HE JIUIIE Ha-
JeXKHI TEOPETHYHI Ta MPAKTUYHI HANpPaLIOBaHHS B IIbOMY HAaIlPAMKY, KOHTHH-
reHT ¢axiBIiB, AKi 0 3aliManucs IXHIM 3aCTOCYBaHHSAM 1 MOIIMPEHHSM, ane i
BIANOBIIHI JIep’KaBHI Ta MDKHAPOJIHI ITPOTrpaMu Juisi iXHbOT pO3POOKH, BIPOBa-
JUKEHHS Ta MiATpUMKH. L{e 3yMOBITIOE JOIUIBHICTD PO3IJIIsily MUTaHb, 10 BUHH-
KaloTh MU opraHizauii npotuaii iHnpopmManiiiHiii arpecii Ta nesindopmartii.

Mera J0CHiPKEHHs: BUCBITIINTH 0COOIMBOCTI HAJIATOKEHHS IisUIBHO C-
Ti 3 mpoTuAii iH(popMaLiiHiil arpecii Ta ne3iHdopmanii B Cy4acHHX yMOBax y
CTYACHTCHKOMY CEPEIOBHIIIL.

Jlana Tema, 110 HaOya 0COOIMBOT BaYKIIMBOCTI MMPOTATOM OCTaHHIX POKIB, HE
pa3 nepeOyBaja B IIEHTPI yBard HAyKOBIIB, BiT4u3HsAHKX 30KkpeMa [1 - 9]. Ipote
PO3MOYMHATH BCE OJIHO JIOBOJMTBCS 3 MPOBENICHHS BIACHUX PO3BIIOK 1 3aCTOCYBaH-
HS BIIITOBIHAX METOIB POOOTH 3i CTY/ICHTaMHU. 3HAYHO YCKIIATHIOE POOOTY B IHO-
My HampsMKy Te, 10 B HaBYAIBHUX TIporpaMax IMir0TOBKH (axiBI[iB HEMAE HaBYa-
JBHOTO IMPEJMETY, B MEXax SKOro MokHa Oyno O mpoBomuTH It0 podoty. Tomy
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posnoyary ii J0BENOCS CHOYATKy 3 OaKalOuMMH, SKi BHSBHJIN I[IKABITH JIO JaHOT
TEMH — y BUIGHHI Bi/l OCHOBHNX HaBYAIBHUX 3aHATH Yac — Ha PIBHI T'ypTKa Bi/lTOBI-
JIHOTO CIIPSIMYBaHHSI, B MEKax JAisuIbHOCTI CTYJIeHTCHKOTO HayKOBOTO TOBAPUCTBA.
JisTbHICTD y IIbOMY HANpSMKY OYJIO TPOBEACHO B TPU €TalM, KOXKEH 3 SKUX OyB
BIMOBITHIM 3a0€3ICUYCHHSIM JUTSl HACTYITHOTO.

1 ETAIL Ingpopmayiiino-momueayiiinuii 6.10K.

Poznouarn poboTy B IbOMY HANPSMKY TOBOJMTHCS 3 (GOPMYBaHHS HAJIEKHOT
MOTHBAIIII IO 3aHATh HEro. J[JI bOT0 TOpEYHO HAATH CTYACHTAM iH(POpPMAILIiO PO
CY4JacHy CHTYaIlil0 B YKpaiHi, IpoaHaTi3yBaTH ii BIUIMB Ha BCi c(hepy HAIIIOTO SKHUTTS,
BKa3aTH 3yMOBIIIOIOY] YHHHHUKH, TTPOSIBH Ta Mok Hactinku. OcodimBocTi dop-
MYBaHHS MOTHBAIIil BUBYAIOTH JIHIIIE Ti 3700yBavi BUIIOT OCBITH, III0 HABYAFOTHCS 32
crieriambHICTIO «[IcHXomoTis», 3 SKUMH JOIUTFHO PO3TIOYHHATH POOOTY, TpoTe Ha-
BITh 13 HUMH HOYAaTOK pOOOTH y IIbOMY HANPAMKY HAPaKA€ThCA HA YuMalti TpyaHO-
1ti. ToMy 10BOWMThCSA MPHCTYIHTH 10 MOCIIIOBHOIO PO3TILY HACTYIHUX HTaHb!

®= JcTopist criocoOiB 1 MeTOIIB BeZIeHHS iH(pOpMAIIiifHOT BiliHY;

= [IcuxO0JOTiuHI CITOCOOH BIUTHBY Ha CYIPOTHBHUKA;

= Pe3ynapTaTH Ta HACHIAKA iHPOPMAIIHHUX BIUIUBIB Y KOH(ITIKTAX;
] IH(i)opMauii/'IHa arpeciﬂ Ta ne3indopMartis B CyJacHOMy CBITI.

Jlumme micnst TOTo, SIK 371HCHEHO BBE/ICHHS B TeMy, aKTyali30BaHO MPH3-
HAuUCHHS Ta HAMIYEHO 61>1<y111 3aBJIAHHS, y CTYJCHTIB 3’BISIETHCS IHTEpeC 10
M0JIaTbINOT pOOOTH B JAHOMY HAaNPSIMKY, SIKHH, TPOTE, BUMArae MocTiiHOI yBaru
Ta MOJANBIIOTO PO3BHUTKY. [IpomeMoHCTpyBaTH SK HasBHICTH Ae3iH(opmarii,
Tak 1 il BIUIMB Ha IUTbOBY ayIUTOPIIO YacTO BUSIBISIETHCA TY)K€ CKIAIHO, JUIS
IBOTO TOTPIOHO MATH HE JIWIIEe HEOOXiHI K TEOPETHUHY, TaK i MPaKTHIHY ITiJI-
TOTOBKY, ajie i JOCBin Takoi misutbHOCTI. ToMy mmicis 3amisHHS HeoOXiqHOT Mo-
TUBAIil HeOOXiTHO PO3MOYATH TCOPETUUHY MIATOTOBKY 3 OTTAHYBAaHHS CIIOCO0IB 1
METOIiB IPOTUAIl iHpOpMaLiiiHii arpecii Ta ge3iHdopMarii.

2 ETAIl. Teopemuuna niozomoexa:

= BuBYEHHS JIOTIKH, apTyMEHTAIIIl Ta T0Ka3iB;
® PO3BUTOK KPUTHYHOTO MHCIICHHS;

= 3iiiCHEHHS ICHXOJIOTIYHOTO aHATI3Y;

= OcoOMMBOCTI CydacHOT ICHXOJIOTIYHOT BilfHH.

[Ticnss mpoBeneHHsT MOYaTKOBOI TEOPETUYHOI MIATOTOBKM B JaHOMY Ha-
MPAMKY CIiJ TPHUCTYIMUTH 1O OCBOEHHS NMPAKTUYHUX HABHYOK 3aCTOCYBAHHS
oJlepXKaHWX 3HaHb. [HopMmaliis, mo momaeTbes B AepkaBHUX 3MI Vkpainm,
MIPOXOJNTH HAIEKHY MEPEeBIpKYy Ha JOCTOBIPHICTH, TOMY UIS MOIIYKY IPOSBIB
iHpopMamiiiHoi arpecii ga ae3iHdopmanii B OCHOBHOMY BHKOPHUCTOBYETHCS iH-
(dopmariis 3 [HTepHETY Ha COIIaTBHAX MEPEXK.

3 ETAIL Ilpakxmuuna niozomosxka:

= CrocoOu mepeBipKr JOCTOBIPHOCTI iH(OpMAIIii;
= BusBJIeHHS O3HaK Ae3iH(opmarii;

= PosmizHaBaHHs HAMIPiB BOPOTa;

= OmaHyBaHHS CIOCOOIB MPOTHII.

CryneHTH, M0 IPONIUIN HABITH MOYATKOBY MIATOTOBKY 32 3aIIPOIIOHOBA-
HOIO TPOTPAMOIO0 — IPOTATOM OJHOTO CEMECTPY — BH3HAIOTH ii KOPUCHICTH HE
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JIIIE A7 iXHBOTO 0COOMCTICHOTO PO3BHUTKY, IMeperyciM GopMyBaHHS BiIImOBiI-
HOI rpOMaITHCHKOT MO3MIii, ajie a (paxoBOTO CTAHOBIICHHS 3arajioM. Bee 1ie mia-
TBEPKYE MOUIBHICTh 1 MEPCIEKTHUBHICTD ii NMPOJOBXKEHHS B MalOyTHBOMY,
30KpeMa, cepejl CTYJCHTIB iHIMX creniansHocTed. [lepexbadeno Takox oTpu-
MaTH MATPUMKY IIbOTO HANpPsIMKY HaBYaJIbHO-BHXOBHOI POOOTH y KepIBHUIITBA
3aKJiay, CTBOPEHHS Ta BIIPOBA/DKCHHS Ha IIACTaBi MPOBEICHOT pOOOTH BiAmO-
BIIHOTO HaBYAIBHOTO Kypcy Ui 3100yBaviB BUIIOT OCBiTH. Bee 1ie cnpustiume
MABUINECHHIO MMPOTHIIT arpecii Bopora i HaOIMKEHHIO MTEPEMOTH.

BucnoBku. CyvacHa BiliHa IpOTH HamIoi KpaiHK posnovaiacs HE 3 MOB-
HOMACIITaOHOTO 30pOWHOT0 BTOPTHEHHA y toTomy 2022 poky, sK i HE Bix mo-
yatky 30poiiHoi arpecii y kBitHI 2014 poKy, OCKUTBKH BCE 1€ CTaJI0 MOKJIHBUM
BHACITIOK 3/iliCHEHHS TpUBaAIO1 iHQOPMAIIIfHOT BiffHH, sSTKa TPHUBAE BXKE HE OJTHE
JECSATHIITTS, 1 CTaJo pe3ylbTaTOM HAIIoi NMOpa3KH y Hill, yepe3 BiACYTHICTh
e(eKTHBHUX 3ac00IB MPOTHJII il arpecii, B3araii BiICYyTHICT OpPraHi30BaHOTO
omopy iif. BinmoBinHO, HUHIIIHSA BilfHA TPUTIHHATECS He panime, HiX Oyzae 310-
Oyro mepemory crouatky B indopManiiinii Bilini, T06T0 OxEPKAHO CHIOUATKY
TICHXOIIOT{YHY, MEPEyCIM i/CONIOriuHy MepemMory Hajl BOPOroM. A Iig, y CBOIO
4epry, BUMarae po3poOKH, IIHPOKOTO PO3MOBCIOJUKEHHS 1 eeKTHBHOTO 3aCTO-
CyBaHHS CHCTeMH 3aco0iB mpoTuii iHpopMaliiiHiii arpecii Ta ae3iHGopmarii.
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VK 004.056
HOOPMALIHI 3ATPO3H Y CYYACHOMY CYCILIbCTBI TA
3AXHCT BI{ HUX
Opiii BIHTIOK

Jlvsiscorutl deporcasnutl yrieepcumem deznexku scummeoisiivhocmi, m. Jlvsie

Anomayin. PosrnsHyTo iHpOpMaNiiiHi 3arpo3u K HEBIN'€MHUM HACIIIOK
3aNeNHCHOCMI CYHACHO20 CYCRIbCMBA 6i0 yugposux cucmem. Busnaueno ixuio xuacugixa-
yito 3a acnekmamu Oesnexu (KOHQpIOeHyiliHicmb, YIMiCHICMb, OOCMYNHICIb) MA YUHHUKAMU
(kibep3acposu, Oesingopmayis, coyianvha iHxcenepis). OOIPYyHMOaHo HeoOXIOHICMb KOM-
NAEKCHO20 3aXUCHLY, WO OXONIOE MEXHIYHI 3acoOuU, NPagosi Mexauizmu ma nio8UUeHHs.
IHGOpMaYIHOT KyTbmypu 2pomMaosit Oist 3a6e3nedeHHs CMIUKoCmi Cycniibcmed.

Knrouosi cnosa: ingpopmayiiini 3aeposu, kibepbesnexa, ingpopmayiiina 6e3nexa,
OesiHghopmayis, coyianbHa iHxCeHepisl, KOMNIEKCHUL 3aXUCh, KPUMUYHe MUCTIEHHSL.

Abstract. Information threats are considered as an inherent consequence of
modern society's dependence on digital systems. Their classification is determined by
security aspects (confidentiality, integrity, availability) and factors (cyber threats,
disinformation, social engineering). The need for comprehensive protection, which
includes technical means, legal mechanisms and improving the information culture of
citizens to ensure the sustainability of society, is substantiated.

Key words: information threats, cybersecurity, information security,
disinformation, social engineering, comprehensive protection, critical thinking.

3acrocyBaHHS iH(pOPMAIITHUX TEXHOJOTIH y pi3HHUX cdepax KUTTEIis-
JIBHOCTI CYCHUIBCTBA HE JIUIIE ITIBUINYE MPOAYKTUBHICTD NISUIBHOCTI, ane i
MTOBCSIKYAC CTBOPIOE HerependadyBaHi yekiagHeHHd. Po3BUTOK iH(popMaIiitHIx
TEXHOJIOTIH TpaHCc(HOPMYBaB CYCIUILCTBO, 3POOMBIIH HOTO 3aJCKHUM Bil HUX;
MPOTE IS 3ATEKHICTh BiJ MU(POBUX CUCTEM 1 JaHUX MMOPOIUIA HOBI, CKIIaTHI U
OararorpanHi iHpopmaniiiHi 3arpo3u. [IppaoMy BOHH CTOCYIOTBCS HE JIMIIE Te-
XHIYHOT cdepH, a i coIiabHO1, eKOHOMIUHOT Ta HalioHATBHOT Oe3meku. Edex-
TUBHUH 3aXHCT BiJl HUX € MPIOPUTETHUM 3aBIAHHSAM JJISI KOXKHOI JIepyKaBH, Op-
raizamii Ta okpemoi ocobu. /lana o0cTaBHHA 3yMOBIIOE aKTYaIbHICTh PO3TILIAY
iHpOpMaifHUX 3arpO3 Y Cy4aCHOMY CYCHUIBCTBI Ta 3aXHUCTY BiJl HUAX.

Meta mocixzKeHHs: PO3IISHYTH cneumbmy iHpOpMaIiiHUX 3arpo3 y
Cy4acHOMY CYCIUIBCTBI Ta MOXIIMBOCTI 3aXUCTY BiJl HUX.

Jlana Tema HeoJqHOPa30BO MepedyBayia B MO yBard HayKOBIIIB, BITUM3-
HSHHX 30Kpema [ 1-7]; BpaxoByIO4YH HasiBHI HAIIPAI[IOBAHHS, TIEPEIYCIM TOIUTEHO
PO3TIISTHYTH HAUTIOIMIUPEHIITi X BUIH.

1. Knacugixkauyin eéudie inpopmauyininux 3azopo3s.

IHdopmariiiai 3arpo3u MoxHa Kiacu(ikyBaTH 3a PI3HUMH KPUTEPIIMH,
aJie HayacTiIIe iX MOAUIAIOTh 33 aCIEKTOM OC3IEeKH, Ha IKUH BOHU CIIPSIMOBaHI:

1.1. Acnexmu be3nexu:

»  KoHeneHiiHICTb: HenpaBOMipHHi/’I Joctyn ao iHdopmanii, T BuUTIK (Ha-
NPUKIAA: IIUTYHCHKI Mporpamu, (QIlIMHT, 371aMyBaHHs 0a3 NaHuX, iHcai-
JIepChKa JTisUIbHICTB).
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= [limicHICTB: HECAaHKIIIOHOBaHA 3MiHa 200 3HUIIECHHA iH(popMaIii (HampuKIa;
XaKepChKi aTakd 3 METOI0 CIIOTBOPCHHS NaHUX, BipYCH-ITU(DPYBATHHHUKH,
MTOMMUJIKH TTEPCOHAITY).

= JlocTymHICTh: OJOKYBaHHS a00 YHEMOXIIUBICHHS CAHKIIOHOBAHOTO JIOCTYITY
no iHpopmamii un cuctem (Hampukinan: DDoS-araku, BiqMoBa 00aqHaHHS,
nepe0oi B eJIeKTponocTayaHHi, MepexeBi "xpobaku").

Hacrymauit kputepiit Kiracugikaiii po3pizHse X 3a 3yMOBIIOIOYUMEI

YMHHUKAMU.

1.2. Texnonoziuui (kioep3zazpo3u)
Le maifBimomimi 3arpo3u, MOB'A3aHi 3 MPOTPaMHUM 3a0€3IIEYCHHSM 1 Me-
pexaMmu:

» [lkimmuee II3: Bipycu, TposiHCBKI mporpamu, mmuryHcebke II3, mporpamu-
BHUMaradui, siki OJIOKYIOTh CUCTEMH a00 MUPYIOTh JIaHi 3 METOK OZICPIKAHHS BU-
Kymy.

= KibOeparaku: cipsMOBaHi Ha KPUTHYHY 1HQPACTPYKTYPY, IepKaBHI YCTAHOBH UM
BEJIMKI KOpITOpaii 3 MeTOI0 TOpYIIEeHHs iXHBOI poOOTH 200 Kpamgikku iHdopMa-
.

1.3. Couianvno-ncuxonoziuni ma nonimuuni
i 3arpo3u crpsMOBaHi Ha CBIIOMICTh 1 CTa0LIBHICTh CYCIILTHCTBA:

= Jlesinghopmayis ma @etikogi HosuHu.: TOMHUPEHHS HEPABIUBOI iH(pOpMAaIii s
MaHiNyJIt0-BaHHs IPOMAJICHKOI0 TYMKOIO, CTBOPEHHS ITaHIK{ Y IiPUBY IOBIpH
JI0 Iep>KaBHHUX 1IHCTUTYTIB.

* [H}opMaIifHO-TICHXOJIOTIYHI Omepalii: KOMIUICKCHHH BIUIMB Ha CYCHUIBHY CBi-
JIOMICTh 13 METO 3MIiHHM MOJITUYHUX HACTPOIB, PO3MATIOBAHHS BOPOXKHEYI Ta
Jecradimizarii.

= CouianbHa HXEHEPis: BUKOPUCTAHHS JIFOACHKOr0 (hakTopy (IOBIpIUBOCTI, HEY-
Ba)KHOCTI) JUI OTPHMAaHHS JOCTYIYy 10 KOH(DimeHIiHHMX maHux (ue ¢immHr-
JIUCTH, Tene(OHHE MaXpanCTBO).

2. 3axucm 6i0 iHpopmayitinux 3a2po3: KOMHIEKCHUI NiOXi0

Sk mokasye HasBHHUM JOCBiI MPOTHII iHGOpPMAIIHHUM 3arpo3aM, edek-
TUBHUM 3aXHCT BUMAarae BIIPOBAPKEHHS 3aXOJiB Ha BCIX PIBHAX: TEXHIYHOMY,
OpraHizaiiifHo-paBoBOMY i OCBITHBOMY.

2.1. Texniuni ma npozpamui 3acoou

e 6a3a myst mpoTU il OLIBIIOCTI Kibep3arpos:

= baratopiBHEBUH 3aXWCT: BUKOPHCTaHHS aHTHBIpycHoro I3, MibKMepexeBHX
€KpaHIB, CUCTEM BHSBIICHHS BTOPTHEHb.

=  Pe3epBHE KOMIIOBaHHS: PErYJISIPHE CTBOPCHHS KOIIiH KPUTHYHO BAXKJIMBHUX JaHUX
JUTS IIBUJIKOT'O BIIHOBJIEHHS ITICJIS aTaK 4 300iB.

= KpunrorpadiuHuii 3axucT: WUPPYBaHHS JaHHUX, 10 TEPEAAOThCS (HATPUKIA:
3a gomomororo VPN, SSL/TLS), i nanux, mo 30epiraroTbes, s 3a0e3meueHHs
KOH(IICHIIIHHOCTI.

= Omnosiennsi [13: perymsipHe BCTAaHOBIECHHS OHOBJIICHb ONEPALITHUX CHCTEM 1
mporpam yist 3aKputTst "nipok" y Oe3mneli.

2.2. Opzanizauiiini ma npaeosi mexanizmu
AJte Hi OJJHa TEXHOJIOTIS HE MPAIOBATUME 0€3 YITKUX IMPABHUII 1 BiAMOBI-
JATBHOCTI:
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» [lomituku Oe3nexu: po3poOKa Ta HEYXWJIbHE AOTPUMAHHS BHYTPILIHIX HpaBMil
pobotu 3 iH(opMamniero, BHKOPUCTAHHS IAPONIB 1 JOCTYILY IO pecypciB.

»  KOHTpOJIb AOCTYILY: BIPOBA/DKEHHS IPUHIMITY MiHIMaJIbHUX MPUBLIEIB 1 1BOda-
KTOpHO1 (200 OararodakTopHoi) aBTeHTH(IKAIIIT.

* 3aKOHOJABYE PETYIIOBAHHS: NMPUHHATTI Ta BJOCKOHAJICHHS 3aKOHIB y cdepi
KibepOe3neku, 3aXUcTy nepcoHanbHux Aanux (Hanpukiaa: GDPR B €C) i 6opo-
THOM 3 KiOEep3JI0YMHHICTIO.

2.3. JIwocekuii pakmop ma oceima
JlronyHa 3anumaeTbesl HaHCIAOIIO JIAHKOIO B CHCTEMI 3aXHCTY, TOMY

IOLUIBHO 3aiATH:

»  HapuaHHS NEPCOHAITY — PErY/ISIPHI TPEHIHTH 3 OCHOB iHQOPMAIIIIHOI TirieHu, po3ITi-
3HaBaHHA (IMMHTY Ta PaBUI PoOOTH 3 KOHMINEHIIHHOO iHpOpMAITi€ro.

* KpuTnHuHe MHUCIEHHS — PO3BUTOK y CYCHUIBCTBI HABHYOK KPHUTHYHOTO aHAII3y
iH(popMaItii, mepeBipkH ukepel Ta GakTiB I IpoTuii ae3indopmarrii.

= Kynberypa Oe3nekn — (OpMyBaHHS BiANOBITATEHOTO CTAaBJICHHS 1O BJIACHOI Ta
KOpIIOpaTUBHOI iH(OpMAaIliitHOT Oe3eKu.

BucnoBku. [HhopmaniiiHi 3arpo3u B Cy4acHOMY CYCITUTBCTBI € AMHAMIY-

HUMH, TT00aIBHIMHU Ta KOMIZIEKCHUMHU. BOHM BUMAararoTs He JIMIIE MOCTIHHOTO

BIIOCKOHAJICHHS TEXHIYHUX 3aC00iB 3axHCTy, aje i GopMyBaHHS BHUCOKOI iH(O-

pMamiitHoi KyJbTypH Ta KPUTHYHOTO MHCIEHHS Y TPOMAASH. 3aXWCT Bil IHX

3arpo3 — 1e Oe3nepepBHHI MpoIieC, MO BKIIOYAE €IHICTh TEXHOJOTIH, 3aKOHO-

JABCTBA i1 OCBITAHCHKOT poOOoTH. TiMBKM KOMIUIEKCHHH MiAXifd, A€ KOKEH ydac-

HUK iH(OPMAIIHHOTO TPOCTOPY YCBIIOMIIIOE CBOIO POJIb 1 BiNMOBIiNANBHICTH,

MOJKe 3a0€3MEeUYHNTH CTIHKICTh 1 0€3MeKy CY4acHOTO CYCILUIBCTBA.

Jlitepatypa

1. Busnpuk B., Mensnuk O. [ndopmaniiina 6e3neka B Ykpaini. Grail of
Science. 2023. Ne 24. C. 196-202.

2. T'aBpunbuiB M. T. Indopmarniiina O6e3nexa JiepkaBu B CUCTEMI HaIlio-
HaBHOT Oe3neku Ykpainu. fOpuouunuii naykosuil enekmponnuil scyprai. 2020.
Ne 2. C. 200-203.

3. 3anesceka I. 1., Yapenac I'. I. Indopmaniiina Gesrnexa B YkpaiHi B
YMOBaxX pPOCIACHKOT BiliChKOBOI arpecii. [1i60eHHO YKPAIHCHKUL NPASHUYULL 4a-
conuc. 2022. Ne 1. C. 20-26.

4. Inpauneka Y. [Hpopmariiiina Oe3neka YkpaiHu: cydacHi BUKIIUKH, 3a-
rpo3d Ta MEXaHI3MH NpPOTUAIl HEraTMBHUM iH(OPMAIHHO-TICHXOJIOTIYHUM
BrtuBaMm. [lorimuuni Hayku. 2019, Ne 1. Bum. 2. C. 27-32.

5. Manyenko O. Indopmariiina Oe3neka JAep)KaBH SIK €IEMEHT COLIOKY-
neTYypu. Acnexmu nyoniunoeo ynpaeninus. 2020. Ne 1. C. 58-67.

6. VYxanosa H.C. IlpaBoBa kyibTypa monoai B YkpaiHi. [ugopmayis i
npaso. 2019. Ne 2. C. 156-166.

7. HleBuyk O.M. CyuacHi BUKIMKH 1 3arpo3u B cdepi iHpopmariiHoi
Oesriexu aepxaBu. Akmyanvhi npooremu gimuuznanoi opucnpyoenyii. 2024. Ne
6. C. 160-166.



«[HO®OPMAILIMNHA BE3IIEKA 35
TA IHOOPMALIMHI TEXHOJIOI Ti»

V]IK 004.932.2

MATERIAL SURFACE DEFECTS DETECTION USING DISTRIBUTED
AND INVARIANT IMAGE INTENSITY FEATURES

FOpiii BIMIIIOBCHKUI
Hayionanvuuii ynieepcumem «JIvgiscoka nonimexuixay, Jlvsie

Y pobomi npogedeno ananiz anrcopummy eussneHHs NOBepXHe8UX Oehekmie Me-
manie Ha OCHOBI KyMYIAMUGHUX 2icmozpam inmencusHocmetl. Memoo ne nompebye na-
BUANHUX OQHUX | OAZYEMbCA HA CIMAMUCIMUYHOMY aHanizi 300padicens. JocaeHymo mouy-
nocmi nonao 83%, wo niomeepoicye npudamuicme mMemooy O NPAKMUUHO20 BUKOPU-
cmanns. Knouosi cnosa: cicmospama; ananiz 300pasxcens; Komn'omeprul 3ip; wimyyHutl
iHmenexkm.

The paper presents an improved analysis of a cumulative histogram-based algo-
rithm for detecting surface defects in metallic materials. The method does not require
training data and relies on statistical intensity analysis. Achived accuracy over 83%,
confirming its suitability for practical use. Keywords: histogram; image analysis;
computer vision; artificial intelligence.

Introduction. Defect detection in materials increases product quality and
reliability while reducing cost. Automated systems effectively perform this task
by minimizing human error. However, existing solutions are often complex and
require large amounts of training data. Main idea of proposed approach is based
on statistical image analysis that does not require extensive training data and
simplifies the system compared to popular neural network-based methods [1].
Proposed algorithm can be applied on production lines for detecting metal sur-
face defects.

Problem statement and goal formulation. The primary objective of this
work is to analyze the accuracy of the proposed algorithm for detecting surface
defects in materials based on the construction of cumulative histogram visualiza-
tions [2]. The research focuses on evaluating how effectively this algorithm
identifies defects across various material textures and illumination conditions.

To achieve this, the work involves systematic testing of the algorithm us-
ing benchmark datasets containing diverse types of metallic surface defects. The
study examines the optimal parameter ranges for practical use in industrial envi-
ronments.

The analysis further explores the algorithm’s scalability and adaptability
to real-time quality inspection systems, where large volumes of high-resolution
images must be processed continuously without loss of information. Ultimately,
the results are intended to validate the algorithm’s capability to serve as a light-
weight, data-independent alternative to complex neural network models in au-
tomated defect detection.
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Algorithm and software description. The prototype software operates
as follows: the user uploads a grayscale image (or converts it to grayscale within
the program) to be checked for defects, sets the minimum (MinInt) and maxi-
mum intensity (MaxInt), and the allowable deviation (P), and receives a result
indicating whether defects are present.

To solve the defect detection problem, algorithm analyzing pixel intensi-
ties across rows and columns, followed by the construction of cumulative histo-
grams and their visualizations (formula 1) [2].

il,if (intensity(column, j)=k)
hist[iJk]= 2= — (1)
count(hist[i])
For each row and column, the defect detection algorithm builds N cumu-
lative histograms (formula 2), each representing pixels of a specific intensity.

N = (MaxInt-MinlInt) (2

As a result, information is obtained about the presence of pixels of each
intensity in each row or column (depending on the selected variant of algo-
rithm). Then, a column visualization of the cumulative histogram is created,
showing which intensities are present in each column. These visualizations col-
umns are combined into an image used by the algorithm to determine whether
defects are present, after identifying the most frequent intensity in the image. If
the visualization contains pixels with intensities deviating from the most fre-
quent one by more than the allowed threshold (P), the algorithm reports that
defects were detected.

To evaluate the algorithm, two datasets — NEU-DET and GC10-DET —
containing images of various defects were used. The algorithm’s performance
was compared with methods proposed in studies [3,4]. The datasets used in this
study lacked defect-free samples, so additional images were created. From the
GC10-DET dataset, cropped regions without visible defects were saved in a sep-
arate clear folder. From these datasets were formed three sub datasets:

= 300 small images (200%200) images from NEU-DET, manually
corrected to remove defects.

= 100 large images (>1000x1000) cropped defect-free images from
GC10-DET.

= 100 mixed-resolution images combining both datasets.

These sub datasets were used to evaluate the algorithm’s defect detection
accuracy across different image scales. To ensure measurement accuracy, 3
experiments were conducted with each detection threshold on each dataset, and
the values obtained as a result of the experiments were averaged.

For different allowable deviation (P) results are different, because if P is
too small than all images determines as defected even when it was just small
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difference in metal texture, but if P is too big all images becomes undefected
even if they have a magore defect. Best results for each are combined to table 1.

Table 1
Dataset TP TN | FP | FN | Precision | Recall F1 Accuracy
300 small | 249 45 5 1 98.03% 99.6% 98.81% | 98%
images
100 large | 69 17 13 |1 84.15% 98.57% | 90.78% | 86%
images
100 mixed | 49 34 16 |1 75.38% 98% 84.11% | 83%
images

As we can see from this table results for small images are very good, that
is because on small image the lighting is uniform and we can focus even on
small differences between main intensity and intensities of pixels. However,
when picture is big and it is taken from big material surface it is harder to de-
termine main intensity as on different parts of material we have a different light-
ing. This is the main reason why accuracy become smaller.

Results.
= Created undefected images and sub datasets with different images
= Analyzed defect detection accuracy. Get up to 98% accuracy for small imag-

es, up to 86% for big images and up to 83% for images with different sizes

Conclusions. The study confirmed that the proposed cumulative histo-
gram-based algorithm effectively detects surface defects without using training
data, achieving up to 98% accuracy on small images and around 83-86% on
larger ones. Its simplicity, speed, and adaptability make it suitable for real-time
industrial quality control applications.
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VJIK 004.9

MOJIEJI TA NIIXOH O ABTOMATHU3ALII YIIPABJIHCHLKHUX
PILIEHD B IT-TPOEKTAX

BoiinikoB H.A
Hayionanvuuii ynieepcumem «Odecvka nonimexuikay, Odeca

YV mesi posensnymo ocrosui modeni ma nioxoou 0o agmomamuzayii YnpagiiHCLKUX
piwens 6 IT-npockmax. Ilpoananizosano anamimuumi, onmuMi3ayitini, CUMYIAYIUHI ma ma-
WUHHT MOOe, BUSHAYEHO IX POib ) NIOBUIEHHT eheKMUBHOCT MEHeOdCMeHmy ma 3abe3ne-
ueHHl 0OIPYHMOBAH020 nputiHAmms piuensb. Knrouosi criosa: aemomamuszayis piwens, 1T-
NpoeKmu, Mooeni YnpaeuinHa, onmumizayis, mawunne naguannsa, cumynayisa, CIIIP.

The thesis considers the main models and approaches to automating management
decisions in IT projects. Analytical, optimization, simulation and machine models are
analyzed, their role in increasing management efficiency and ensuring informed decision-
making is determined. Keywords: decision automation, IT projects, management models,
optimization, machine learning, simulation, DSS.

Edexrusne ynpasiinas IT-npoexramu noTpeOye MIBUAKOTO Ta OOTPYH-
TOBaHOTO IPUHUHATTS PIllIeHb y CUTYyallisiX HEBHU3HAYEHOCTI, BUCOKOI 3MIHHOCTI
BUMOT, 0OMEXEHHX PeCypCiB Ta JKOPCTKHX 4acOBUX paMok. KiracwuHi meToan
MEHEPKMEHTY 4acTO HE BPaxOBYIOTh BEJIWYE3HI 00CSATM JaHUX 1 CKIIaJHUX B3a-
€MO3B’SI3KIB MIXK ITapaMeTpaMi IMPOEKTY, 10 3yMOBIIOE MOTPeOy BIIPOBAKEHHS
ABTOMATH30BAaHUX CHCTEM MIATpUMKHU MpuHHTTS pimens (CIIIIP). Taki cucre-
MU 0a3yl0ThCS Ha MAaTEMAaTHYHUX MOJENSX, allOPUTMAaX Ta aHATITHYHHX IiX0-
JaX, MOKIMKAHUX MiIBUIINTHA TOYHICTh MPOTHO3IB, MMBUAKICTH OIIHIOBAHHS CHU-
Tyaliii Ta 00’€KTUBHICTh YHPaBIIHCHKHUX JIIH.

OmHUM 3 KITIOYOBHX IMIAXOAIB A0 aBTOMATH3AIlii YIPABIIHCEKAX PIllIeHb €
BUKOPUCTaHHSI aHAJIITHYHUX MOJIEJIEH, [0 BKIIIOYAIOTH TEOPilo pillleHb, IMOBIpHi-
CHI METOIH, MOJIETIi PU3HUK-MEHEDKMEHTY Ta METOIW OaraToKpUTepialbHOI ONTH-
Mmizanii. Harmpuknazn, meton anamizy iepapxiii (AHP) nossossie crpykrypyBartu
CKJIaJIHI YIPaBIiHCHKI MPOOJIEeMH Ta BU3HAYATH BaroMiCTh KpUTEpiiB Ipu BHOOPI
aIbTEPHATHB. Y CBOIO YEPry METOJH HEUIiTKOI JIOTiKH 3aCTOCOBYIOTHCS JUIsl MO/JIe-
JIFOBaHHSI CY0 €KTUBHUX (DAKTOPIB, 10 BAXKKO MiIJAIOTHCS (HOpPMaNbHIN OIHILL,
TaKWX K EKCIIePTHI Cy/PKEHHS a0 SAKiCTh KOMYHIKamii y komaumi [1].

JlpyruM Ba)KJIMBUM HalpsiIMOM € 3aCTOCYBaHHS MaTEMaTHYHUX MOJeler
ONTUMI3aIlii, SKi JO3BOJISFOTH 3HAXOAUTH Halle(eKTUBHIMII PIICHHS MIOA0 PO3-
MOy pecypciB, IUIaHyBaHHS 3aBaHTaKEHHS KOMaHIH, MoOynoBH rpadikiB Ta
BU3HAYCHHA KPUTHYHUX NUIAXiB. AJNTOPUTMH JIHIHHOTO Ta LUIOYHCEIHFHOTO
IIpOrpaMyBaHHs 37[aTHI aBTOMATH3YBaTH IIPOLECH IUIaHyBaHHS CHPUHTIB, Gop-
MyBaHHs1 roadmap abo OLIHIOBaHHsS PH3MKY IEepeBaHTaXeHHs pecypciB. Taki
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MOJIENi IUPOKO BUKOPUCTOBYIOTECS y CHCTEMAaX KOPIOPATUBHOTO IUIaHyBaHHS,
JIe TOYHICTD 1 IIBHJIKICTh OOYKMCICHb MAIOTh BUpIMIAbHE 3HAUCHHS [2].

OxkpeMe Miclie cepesi IHCTpYMEHTIB aBTOMaTu3ailii 3aiiMaioTh MOJENi Ma-
[IMHHOTO HAaBYAHHS, SIKi JIO3BOJIIOTH aHAJI3yBaTH iCTOpHUYHI AaHi Ta GopMyBaTH
pexoMeHallil Ha OCHOBI MOMepeHiX narepHiB. Perpeciiini moneni 3a6e3mnedyoTh
MIPOTHO3YBAaHHS CTPOKIB BUKOHAHHS 33]a4 1 TPUBAJIOCTI CIIPUHTIB, KiIacH(iKarii-
Hi aJITOPUTMH BU3HAYAIOTh PH3MKOBI 33/1a4i, a MOJENI KilacTepu3allii jornomara-
OTh (hopMmyBaTn 30aIaHCOBaHI KOMaHIM 32 KOMITETEHITisIMU. Bukopucranas ML-
MoJIeNeil crpusie mepexoly 0 aJIalTHBHUX CUCTEM YIPABIIHHS, Y SIKUX PilICHHS
0a3yroThCs Ha TaHUX, a HE TUTHKH Ha JOCBimi MeHemkepa [3].

BaxnMBo Takok 3a3HAYUTH MIMPOKE 3aCTOCYBAHHS CUMYJIIMIHHIX MOJIe-
JIel, Takux SK MojenaroBaHHs MouTe-Kapio, cucremHa muHamika Ta MOJIEITIO-
BaHHSI TUCKPETHUX MOIH. BOHN 103BOJSAIOTH MPOaHai3yBaTH PO3BHTOK IPOEK-
Ty i BIUIMBOM DPI3HUX CLIEHApiiB, OI[IHUTH CTIMKICTh IUIaHIB, MPOTECTYBAaTH
aNbTEpPHATHBHI CTpaTerii Ta BH3HAYUTH WMOBIPHI TOYKHM BimxuieHb. CUMyIs-
LiifHI MoJjieni 0coONMMBO e(eKTHBHI y KOMIUIEKCHHX IPOEKTAX, N€ B3aEMOJII€
0araTo 3MIiHHHX 1 JIe B&XKKO Mepen0aunTH HACTIIKHA YIPaBIiHCHKUX PillleHb Tpa-
JULIHHAMYI METOJaMH.

CyuacHi CIIIP pns IT-npoektiB yacto KOMOIHYIOTH pi3HI MiAXOAH,
YTBOPIOIOYM Ti0pHHi Moaeni. Hampukiazn, cucteMy IpOrHo3yBaHHS IPOTYKTH-
BHOCTI KOMaH/I1 MOKYTh NO€JIHYBaTH CTaTHCTHYHI MOJEINI 3 ajrOpUTMamMu Ma-
ITMHHOTO HaBYaHHS, a MOJIYJNi ONTHMI3aIlil — IHTETPyBaTHCSA 3 CHUMYIALLTMHI
JUISl yTOYHEHHsI pe3yabTaTiB. Takuii minxin 3ade3nedye OUIbLI BUCOKY TOUHICTB,
THYYKICTb Ta 3/IaTHICTh aalTYBaTHCA A0 YHIKATHbHUX YMOB IIPOEKTY.

OTxe, BUKOPUCTAHHS MOJETCH 1 MAXOIB O aBTOMATH3AIlli YIIPaBIiHCh-
Kux pimens y IT-mpoekrax cmpusie 3HaYHOMY HiIBUIIEHHIO €(QEKTHBHOCTI
YIIPaBIiHHS, 3HIDKYE PU3MKHU Ta 3a0e3neuye Kpally IpOTHO30BaHICTh Pe3yJIbTa-
TiB. [HTerparlis aHaTITHYHHUX, ONTHUMI3aLIMHUX, CUMYJIALMIAHHX Ta MaIIdHHHX
MOJEJEeH Y CHCTEMH HIiITPUMKH MIPUHHATTS PIilIeHb (popMye OCHOBY LTS pO3BH-
TKY IHTEJIEKTYaJbHOTO MPOEKTHOTO MEHEKMEHTY, Y SIKOMY JIFOJICBKI pillICHHS
JOTIOBHIOIOTHCS 00’ €KTUBHUMH JTAaHUMU Ta aNTOPUTMIYHUMH OOYUCICHHSIMH.
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Y]IK 004.42

PO3POBKA MOBLIBHOI'O JIOJATKY HA IIJIAT®OPMI ANDROID
JIUIS KOOPJIUHAILIF EBAKYAIIIMHUX 3AXO/IIB TA
BOJIOHTEPCBKOI JJOMOMOI'M HA TEPPUTOPIi BOMOBUX 111

IOpiii BOMTOBHUY, IO:1is HAZAP
Jlvgigcvruti depoicasnuil ynisepcumem Oe3nexu HeummeoisibHoCmi

Onucano nioxio 00 cmeopeHHss MOOIIbHO20 000amKy OJisi RIOMPUMKU YUBLTHHUX
i 6onoumepis y pationax 6otiosux Oitl. Buxopucmanus Java ma cmanoapmuux 3aco0ig
Android 3abe3neuye pobomy Ha MANIOROMYAICHUX NPUCMPOSIX, 68 OPAAUH-pexrcUMi ma 3i
30epediceHHaM 6e3neKu OaHUX 3a805KU 80Y008AHOMY MOOYIIO WUDPYEAHHS.

Knrwuoei cnoea: mobinvhuili 000amox, eeaxyayis, 60J0HMEPCbKa 0onomozd,
wugpamop, enepeoeghexmusnicme, 6e3nexa OaHuX.

The paper describes an approach to developing a mobile application supporting
civilians and volunteers in combat zones. Using Java and native Android tools enables
operation on low-performance devices, offline functionality, and secure data handling
through integrated encryption.

Keywords: mobile application, evacuation, volunteer assistance, encryptor, en-
ergy efficiency, data security.

VY nepion akTHBHUX OOHOBHX A1l OJJHHUM i3 KIIFOUOBHUX PECYPCIB € orepa-
THUBHA Ta JOCTOBipHa iH(opMalis: npo Oe3neuHi MapuIpyTH, MyHKTH NpPH3HA-
YeHHs Ta MOTPeOH IMUBLUILHOTO HAaceleHHs (Oe Oe3nmedHo?, Kymu ixatu?, KoMy
notpibHi iiku?). CrangapTHi MeceHxepu (Harmpukian, Telegram uu Viber) He
3a0€31eYyIOTh HAICKHOTO CTPYKTYPYBaHHS IOBIJOMIICHB, LIBHAKO IIEPEBaH-
TaXYyIOThCSA IHQOPMAIIEI0 Ta YCKJIAJHIOIOTH IOMIYK KPUTHYHO BAXIMBUX Ja-
Hux. ToMy BHHHKae mOTpeda y Creniari3oBaHOMY MOOUTPHOMY TOJATKY, SIKUI
3a0e3meuyBaTuMe BIIOPSIKOBaHY 00pOOKY 3assBOK Ta MapIIPYTiB.

OCHOBHOIO BHMOTOIO JI0 TAKOT'0O JIOAATKY € HOTr0o «JIerKicTb», TOOTO 3/1a-
THICTH TPAIIOBAaTH Ha MAJIOTIOTY)KHHAX ab0 3acTapiinX MPUCTPOAX, MiHIMi3yBa-
TH CIHOXXHBaHHSI €HepropecypciB Ta 3al0e3neuyBaTH (DYHKIIOHYBaHHsS HaBiTh
TP BiICYTHOCTI cTabiNBHOTO iHTEpHET-3 €nHaHHsI. Came ToMy Ui po3poOKH
00paHo MOBY Java Ta cTannmaptHi 3acoou Android, 110 103BOJWIIO BiTMOBHUTHCS
BiZl pecypcoeMHUX CTOpOHHIX 610i0Tek. CydacHi T0AaTKH YaCTO CTBOPIOIOTHCS
SIK KOHCTPYKTOp 3 Oararbox roroBux aetaieil (Oibmiorek). Lle mpumBmaniye
pO3po0OKy, ajie poOHUTh mporpamy "BakKor'", 110 MIIBUIIYE BUMOTH J0 amapar-
HUX PECYPCIB 1 MOTIpIIy€e MPOIYKTUBHICTh HA CIAOKHX MPUCTPOSIX.

VY 30Hi BeieHHs 00OBUX J1iii KOPUCTYBa4Yi MOKYTh TPUBAINH Yac HE Ma-
TH JOCTYILy JO JUKEpell KHBJICHHS UL Ii3apsIkd MOOUIBHUX NPHUCTPOiB. Y
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3B’S3Ky 3 IIUM PO3pOOKa 3MIHCHIOETHCS 13 3aCTOCYBaHHSAM CTaHAAPTHUX MEXaHi-
3MiB Android, opieHTOBaHUX Ha MiHIMaJIbHE CITOKUBAHHS €HEPrii, 30KpeMa:
®  [porpaMa He BUKOHYE 3alBUX il Y (OHOBOMY peskHUMi;
= (e3 3allBUX HaJAIUTYyBaHb, JOJATOK pearye MHUTTEBO HAaBiTh Ha
CITa0KuX TeneoHax;
® YPM MEHIIE CTOPOHHIX JeTajedl, THM MEHILe INAaHCIB, M0 HIOCh
371aMa€ThCA.
3B'130K Ha GPOHTI a00 HA THMYACOBO OKYIIOBAHUX TEPUTOPIAX MOXKeE Oy-
TH HECTAOUTPHUM 1 3 SBIITHCS JIAIIC €Mi30AnYHO. ToMy poboTa 3aCTOCYHKY
noOy/oBaHa 3a MPHUHIMIIOM "CIIOYaTKy 3alMIIi — NOTIM Bianpas". Yes iHdo-
pMarisi (30KpeMa CIIHCKH Ha €BaKyallilo 4i IMOTpeOn B MeOWKaMeHTax) (ikcy-
€THCS Y BHYTPIIIHIA 0a31 JaHUX NPUCTPOIO, IO JO3BOJISIE KOPUCTYBa4YeBl (op-
MYBaTH 3asBKM HABITH y MOBHIA BIACYTHOCTI 3B’S3Ky. SIK TUIBKH 3 SBISE€THCS
xo4a 0 MIHIMaJILHUH OCTYH JI0 MEPEXi, 10JJaTOK aBTOMaTUYHO Ta HEBEITUKHUMH
MOPIISIMHU TIepelac HAKOTMMYEH1 TaHi Ha CepBep 1 3aBaHTaXKy€e HOBI IHCTPYKIIii.
BukopucranHsl TOBHOLIHHNAX OHJaH-KapT BUMarae BUCOKOUIBHJIKICHO-
ro IHTEpHETY, 10 Y TaKUX YMOBaX, SIK IPaBUJIO, HelocTyHo. ToMy peanizoBa-
HO CIIPOIICHUH MiAXiA: KapTorpadidHi MaTepialu 3aBaHTaXKYIOTHCS 3a37aJeTiah
y BUIVIAJI CTaTUYHUX 300pakeHb ab0o cxeM. Bu3HaueHHs reosiokamii Takox
3OIHCHIOETBCS SHEProOINaIHO — 3aMiCTh MOCTIHHOrO 3BEpHEHHS IO CYINYTHHU-
KiB BIJICTEXKEHHS KOOPAMHAT BUKOHYETHCS PiIKO a0 Jinine 3a IHIiaTHBOIO KO-
pHCTYBaya, HAIIPUKJIA VIS MIATBEPKEHHS TOUKH 300py.
[Hpopmanis moao MicuenepeOyBaHHS IUBUTEHUX 0OCi0 a00 BOJOHTEpIB
Ma€e BUCOKHUI pIBEHb KPUTHYHOCTI, OCKUIBKU y pasi Il MmepexoIuieHHs] IPOTHUB-
HUKOM MOXKE CTAaHOBHTH OE3IOCEPEIHIO 3arpo3y MKHUTTIO Ta Oe3reni JIroneH.
Tomy nepenaya Takux JaHUX Y BIIKPUTOMY BHIJISII € HEMIPUIIYCTUMOIO. Y MO-
OiTpHOMY [TOZATKY peati3oBaHO cremianizoBaHuii Moxyns — lludparop. Bin
MepeTBOPIOE AaHi Ha 3ammppoBaHuil popmMar e 10 iX 30epexeHHs y maM’aTi
MPUCTPOIO. AHAJIOTIUHUI MiAXiA 3aCTOCOBYETHCA 1 I Yac mepenaBaHHsA iH)O-
pMarii yepe3 Mepexy — JaHi HaJCHIAIOThCS BHUKIIOYHO Y 3aIM(poBaHOMY
Burisiai. Kiroui st po3immgpyBaHHs AOCTYIHI JIMIIE YIIOBHOBXEHUM KOOD-
JMHATOPaM Ha cepBepi Ta Oe3lmocepelHb0 KOPHCTYBady, L0 YHEMOXKIIMBIIIOE
BiZIHOBJICHHS iH(OpMallii HABITH y BUMAJKy BTPAaTH ab0 BUKPAZEHHS IIPUCTPOIO
CTOPOHHIMH 0CO0OaMHU.
OyHKIIOHYBaHHS OJATKY Nepe10ayae MOXKIMBICTh HOTO BUKOPUCTAHHS
y CTPECOBUX Ta EKCTPEMaJbHUX YMOBAaX, KOJH KOPUCTyBad MOXe HepedyBaTh
i 06CTpilaMH, y TPaHCIIOPTI Ha MOMIKOKEHUX Aoporax abo 3a3HaBaT ¢izu-
YHUX OOMEXEHb (HAMPHUKIAM, TPEMTIHHSA PYK 9¥ poOOTa B PyKaBHIIIX). ToMy
iHTEepdeiic Mae OyTH MaKCHMaIbHO CIPOIICHUM i 3pYYHUM IS IIBUIKOI B3ae-
MOJIi{: BENMKI eIeMEHTH KEPYBaHHsI, 1110 JIETKO HATHCKAIOTHCSI HABITh Y HECIIPH-
ATIMBHX YMOBaX; KOHTPAcTHE KOJipHE O(QOpMICHHS (HAIpUKIAL, YOPHHI
TEKCT Ha CBiTIIOMY (hoHI ab0 HaBmaku) [Uisi 3a0e3MeYeHHs] YUTa0eNbHOCTI pU
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MIOTaHOMY OCBITJIEHHI; MIHIMYM TEKCTOBHX MOSICHEHBb. 3aMiCTh PO3TOPHYTHX
OIMCIB BUKOPUCTOBYIOTHCSI KOPOTKI Ta OZHO3HA4HI ctarycu Ha kmrait "Tlorpi-
6na epakyarris", "€ micist", "Buixas", mo 103BoJIsS€ NPUIIBUIAMINATH IHTEPIIPE-
Tamnio iHopMmaii Ta IPUHHATTS PillICHb.

Sk BUCHOBOK, CTBOPCHHS MOOLUIBHOTO 3aCTOCYHKY, OPI€HTOBAHOTO Ha
BHKOPHCTaHHS B YMOBax 00MOBHUX [ilf, Hacamrepea nepeadavae npioputet Qy-
HKI[IOHAJILHOCTI Ta HaJ(II{HOCTI HaJ| Bi3yaJIbHOIO MTPUBAOIMBICTIO. 3aCTOCYBaHHS
CTaHIApTHHX 3aco0iB Java i mmaTtpopmMHEX MexaHi3MiB Android no3Bose po3-
pobutu crilike mporpaMHe pillleHHs, 3/laTHE 3a0e3leuyBaTH poOOTy HaBITh y
CHUTYaIlisX, KOJIH Cy4dacHi pecypCcoOeMHi JOJATKH BTPAvYaroTh Mpame3naTHicTs. Lle
CHpUsi€e MATPUMII Oe3rmepepBHOI KOMYHIKaIlii MiXK BOJIOHTEPaMH Ta MOCTPaXK-
JaJIMMHU, 10 € KPUTHYHO BXJIMBUM JJIsl ONIEPATUBHOTO pearyBaHHs i HOPSTYH-
Ky JIIOJeH y HAI3BUYAIHUX CUTYAITisIX.

JlitepaTypa

1. Android Developers Documentation: Guides and API Reference
[EnexTponnumii pecypc]. — Pexxum nocrymy: https://developer.android.com.

2. Android Developers. App Perfomance Guide [Enextponuuii pecypc].
— Pexxum moctymy: https://developer.android.com/topic/performance/overview.

3. Joshua Bloch Effective Java. Addison-Wesley Professional, 2018.

4. Kordunova Y., Prydatko O., Smotr O., Golovatyi R. Expert Decision
Support System Modeling in Lifecycle Management of Specialized Software.
Lecture Notes on Data Engineering and Communications Technologies, Spring-
er, Switzerland. Vol. 149, 2022, pp. 367-383, https://doi.org/10.1007/978-3-031-
16203-9_22



https://developer.android.com/
https://developer.android.com/topic/performance/overview

«[HO®OPMAILIMNHA BE3IIEKA 43
TA IHOOPMALIMHI TEXHOJIOI Ti»

VIIK 004.43

COMPARATIVE ANALYSIS OF AUTOMATED WEB
DATA EXTRACTION TOOLS IN THE PYTHON ENVIRONMENT

Andrii HAVRYLIUK
Lviv State University of Life Safety

Anomauin. Poboma auanizye incmpymeHmu asmomamuso8ano2o 360py oanux (web
scraping) y cepedosuwyi Python, oyinioouu ixwio epexmugnicms npu pobomi 3i Cmamudnum
ma OuHamiyHum Kowmenmom. Poszensamymo apximexmyphi iOMiHHOCMI Midc nioxo0amu Ha
ocnosi HTTP-3anumie ma noenoi emyaayii 6paysepa na npuxnaodi 6iéniomex Beautifil Soup,
Scrapy ma Selenium. 3anpononosano pexomenoayii 0151 8UOOPY ONMUMATLHO2O CIEKY MEXHO-
J02iHl 3aNeAHCHO 8i0 0OCsA2Y OaHUX Ma CKIAOHOCMI 6eb-inmepgheticy Yinbo8oeo pecypcy.

Knwouosi crosa: mosa npoepamyeanns Python, eet-ckpanine, napcune oanux, Beauti-
ful Soup, Scrapy, Selenium, asmomamuszayis 360py oanux.

Abstract. This paper analyzes automated web data extraction tools (web scraping)
within the Python environment, evaluating their effectiveness in handling static and dynamic
content. The study examines architectural differences between HTTP-request-based approach-
es and full browser emulation, focusing on libraries such as Beautiful Soup, Scrapy, and Sele-
nium. Recommendations are provided for selecting the optimal technology stack based on data
volume and the complexity of the target web interface.

Keywords: Python programming language, web scraping, data parsing, Beautiful
Soup, Scrapy, Selenium, data collection automation.

Today, data is very important for everything: business, machine learning, and
science. The internet is developing very quickly, so it is impossible to collect data
manually. This requires automated methods. This is called ‘web scraping.’ Python is
the most popular language for this because it is easy to use and has a lot of good tools.

However, modern websites are changing. They used to be simple HTML
pages. Now they are complex applications that use a lot of JavaScript. This
makes web scraping more difficult. Developers have to choose between two
methods. The first method uses simple HTTP requests. It is fast but cannot ‘see’
everything on the pages. The second method uses browser automation. It acts
like a real user, but it is slow and uses a lot of computing power. The purpose of
this article is to compare three popular Python tools: Beautiful Soup, Scrapy, and
Selenium. We will see which one is best suited for different tasks.

To understand which tool is best, we will consider three things:

1. Performance: how fast the tool works and how much memory it needs.

2. Dynamic content: can the tool read data that appears after the page
loads (using JavaScript)?

3. Ease of Use: Is it easy to learn? Can it handle big projects?

Beautiful Soup (with Requests) is a library for simple projects. It helps
read code from a web page and find specific data. When we use it together with
the requests library, it works very quickly and easily. It is great for simple static
websites. But it has a big problem: it cannot execute JavaScript. If a website
uses JavaScript to display data, Beautiful Soup cannot see it. Therefore, it is only
suitable for simple pages.
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Scrapy is different. It is not just a library, but a full-fledged framework. It
is designed to load many pages simultaneously. Scrapy is very fast for large
tasks because it performs many operations simultaneously. It has tools for saving
data and controlling download speed. On its own, it cannot execute JavaScript.
But you can add plugins (such as Scrapy-Splash) to fix this. The downside is
that Scrapy is more difficult to learn. It may be too complex for small scripts.

Selenium is actually a tool for testing websites. But people use it for
scraping because it controls a real web browser (e.g., Chrome). Selenium can do
almost anything. It opens a real browser, so it sees exactly what the user sees. It
easily deals with JavaScript, cookies and login forms. However, it is very slow.
It uses a lot of CPU and RAM resources. It is suitable for complex websites, but
not if you need to download thousands of pages really quick.

We should also talk about new tools. Selenium is outdated. Many devel-
opers now prefer Microsoft's Playwright. It is pretty faster and more stable than
Selenium. It interacts directly with the browser engine, so it works better with
modern web features.

In addition, there is a real problem: websites try to block bots. Scraping is not
just downloading HTML. Many sites check if you are a robot. Simple tools like
Beautiful Soup are really easy to block. Even Selenium can be detected. Developers
have to be smart to hide their bots. They use special plugins to look like real people.
This makes scraping much more complicated than just writing code.

In summary, there is no perfect tool for everything. It all depends on the
website and the amount of data you need to gather.

Beautiful Soup is perfect for newbies or simple static gigs where you want to
get in and out fast. Scrapy is your pick for pro-level, high-volume setups that need to
be solid and fast. Selenium (or newer options like Playwright) is a must for those
wild, JavaScript-heavy apps, even if it slows things down. Getting these pros and
cons lets devs whip up smarter, easier-to-maintain scraping systems.
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IMPOBJIEMATUKA CEI MEHTAIIIl BEIUKOTABAPUTHUX
MOJEJIEA VIS IPYKY HA 3D-TIPUHTEPAX 3 MAJIOIO OBJIACTIO
IIOBYAOBH

Amnnpiii TABPAJIIOK, Hazapiii BYPAK
Jlvsiscokuti depocagnutl yrigepcumenm Oe3neKu HcummeoisibHOCH

Anomauin. Posensanymo memoou nooiny macumabHux apximekmypHux Makemie
0711 OpYKY HA 0ONAOHAHHI 3 06MedceHor poboyor 30H0I0. [Ipoananizoeano enius eeome-
mpii ninill po3pisy Ha MiyHICMb ma ecmemuxy 20mogozo eupoby. Bushnaueno ocHogHi
mpyoHowi npu NO3UYIOHYEAHHI MA CKLEIO8AHHI (hpazmenmie mooenell, a maKoxic 3anpo-
NOHOBAHO WISAXU ORMUMI3AYIT npoyecy nid2omosKu 00 OPyKy.

Knrwuoei crosa: 3D-0pyx, ceemenmayis, maxemysanns, FDM-mexnonoezis, eenu-
Ko2abapumui mooeni, nocmoobpoodka.

Abstract. Methods for dividing large-scale architectural models for printing on
equipment with a limited working area are considered. The influence of the geometry of
the cut lines on the strength and aesthetics of the finished product is analysed. The main
difficulties in positioning and gluing model fragments are identified, and ways to optimise
the pre-printing process are proposed.

Keywords: 3D printing, segmentation, layout, FDM technology, large-scale mod-
els, post-processing.

CrpimMka iHTerparis aguTHBHHAX TEXHOJIOTIH y INpOLEC apXiTeKTypHOTro
MIPOEKTYBAHHS TOKOPIHHO 3MIiHMJIA MIIXiM O CTBOPEHHS MPE3CHTAIITHUX MaTe-
pianiB. FDM(Fused Deposition Modeling)-npyk cTtaB cBOEpITHUM CTaHIAPTOM
JUT MaKeTyBaHHS 3aBIAKH CBOill €KOHOMIYHOCTI Ta BITHOCHIHN mBuakocTti. [Ipo-
Te, MOIPHY 3HAYHE MOIIMPEHHS i€l TEXHOOTI], OUTBIIICT AOCTYMHUX A CTY-
JeHTiB Ta J1abopatopiii 3D-puHTEPiB MaIOTh CYTTEBE TEXHIYHE OOMEKEHHS —
Mairy o0nacte moOylIOBH, sSka Maibke 3aBKIM He mepeBuinye craHmaptHi 200—
300 mm. Le cTBOproe cepiio3Huii 6ap’ep npu crpoOi BIATBOPUTH BEIUKOrabapu-
THI 00 €KTH, TaKi SIK, HAIPUKIIAJ, [[UTICHHA MaKeT TojI0BHOrO Kopiycy JIbBiBCh-
KOTO JIEpP’KaBHOTO YHIBEPCUTETY Oe3MeKu >KUTTenisuibHOCT (puc. 1), 31 36epe-
JKEHHSIM BUCOKOTO DIBHS J€Talli3alii.

ITpocre macmTabyBaHHS MOJIENI «ITiJl PO3MIp ITPUHTEPa» YacTO € HENpH-
ITyCTUMUM, aJKe 1€ HIBEJIOE€ TOUHICTh BIATBOPEHHS APIOHMX eleMeHTIB dacany,
BIKOHHHMX OTBOPIB Ta BXIIHUX TPYyIl. €IMHUM IUIIXOM BHUPILICHHS i€l TeXHIYHOT
CYIEPEYHOCTI 3aTMIIAETHCS POTPaMHa CETMEHTALlisl — MOJUT BEIMKOro HUQ-
poBoro 00’ekTa Ha MeHMI yacTHHU. OMHAK Iel TpoIlec He MOXKHA 3BOIUTH JIO
MEXaHIYHOTO PO3pi3aHHS IUIOMIMHAMH. XAOTHYHHHA a00 aBTOMATHYHHHA ITOMLT
4acTO MPU3BOJNUTH JI0 KPUTHIHHUX Je(HEKTIB: MOMITHUX CTHKIB, TIOPYIICHHS T'€0-
METpIi MiJ] 4ac CKJICIOBAHHS Ta 3HM)KCHHS 3arajbHOi MI[HOCTI KOHCTpYKIlii. B
pe3ynbTari BUHUKaE HarajbHa morpeda B po3poOllli mpoaymaHoi crparerii cer-
MEHTAIlii, Ika BPaxOBYe HE JIHIIE rabapuT poOOU0T KaMepH, aje it 0coOIMBOCTI
MO/AJIBIIOT0 MOHTaXY.
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Pucynoxk 1 — 3D-mozens ronosHoro kopycy JIY BXK] m. JIbiB

VY mpoteci AOCHiKEHHSI 0COOIMBOCTEH MaKeTyBaHHs Oy/lO BHSBIICHO,
1[0 JOBUIbHE pO3pi3aHHS MOBrUX (acaliB € MOMHUIKOBOI crpareriero. Haro-
MICTh OUTBII palliOHAIbHUM BH3HAUCHO METOJ CErMEHTaIlii «Imo OJ0Kax» abo
cekiisx. CyTh MIX0y MOJNATae y MOJUTI MOJIENI Ha JIOTIUHI apXITeKTYpHI OJIOKH,
MEXI SIKMX IPOXOATH BUKIIIOYHO 110 BHYTPIMIHIX KyTax OyaiBii (MicIsX npuMu-
KaHHS NEpIEeHUKYIISIPHUX CTiH), sIK 300payKeHO Ha pUCYHKY 2. BHacninox Taxo-
TO MO3MIIOHYBAHHS JIHIS CTHUKY NPUPOAHUM YMHOM XOBa€Thcs B TiHI KyTa. Lle
JI03BOJIsIE Maike TIOBHICTIO BiMOBHTHCS Bill 3allalOBaHHS Ta 3aTHpaHHS IIBIB,
OCKUTBKH Bi3yaJbHO 3'€qHAHHS CIPUIMAETHCA SK KOHCTPYKTHBHA OCOOIUBICTBH
Oynisii, a He aedekT ApyKy. CKIICIOBaHHs TUIOLIMH Y TAKOMY BHIAJIKY 3a0e3re-
Yye TOCTATHIO JKOPCTKICTh 0€3 CKIaJHIX 3aMKOBHUX 3’ €JHAHb.

Pucynox 2 — Jlinieto 300pakeHO rpaHi cerMeHTallil rabapuTHOi Moiei

OkpeMHM acreKToM poOOTH CTajla MmpodiiemMa JeTamizaiii BIKOHHHX
oTBOpiB y ApibHmx Mmacmradax (1:200). ITix yac TecToBHX APYKIB CYLUIBHHX
CTiH Oy/I0 TOMi4€HO, 110 APiOHI MEePEeMHUYKH YacTO JIAMAlOThCS IPH BHUJIAJICHHI
MATPUMOK ab0 BHUXOJIITHh HEUITKUMHM depe3 BiOpauii mpunTepa. B pesynbrari
aHai3y Oy/lno 3armpoNOHOBAHO KOHIEMII0 «riOpuaHoro» 36mpanHs. OCHOBHI



«[HO®OPMAILIMNHA BE3IIEKA 47
TA IHOOPMAIIMHI TEXHOJIOTI Ti»

CTIHM JIPyKYIOTHCS 3 IIYCTHMHU OTBOPAMH, TOJI SIK BIKOHHI paMH BUTOTOBIISIOTHCS
OKpPEMO B TOPH30HTAIBHOMY ITOJIOKEHHI Ha Tiargopmi (puc. 3).

Pucynox 3 — 3D-Mozienb BIKOHHUX paM JUIsi TOPU30HTAIBLHOTO JIPYKY

Takuii MeTon IPOJEMOHCTPYBAaB CYTTEBI IIepeBard IpPH BUIOTOBIICHHI
CKJIaHUX OO0'€KTIB, MOJIOHMX J0 MOJENI YHIBEPCUTETY. FopH30HTaJILHI/H71 JpyK
pam 3abesnedye ineanbHy airesiio MEPIIOro MIapy Ta BUCOKY MIUHICTH TOHKHX
eneMeHTiB. Kpim ToroO, I1€ 103BONISIE YHUKHYTH BUKOPHCTAHHSA MIATPUMOK Y BiKOH-
HHX OTBOpPAX, [II0 3HAYHO NPUIIBUAIIYE MOCTOOPOOKY cTiH. BKIICroBaHHS TOTOBUX
paM y ma3u CTBOPIOE JOJATKOBHN 00’€M Ta PeaiCTUYHICTB, SIKOT HEMOXIIHBO J0-
CATTH IIPY MOHOJIITHOMY ZIPyKy. Xo4a yac Ha py4He 30MpaHHs JIemo 3pocTae, 3a-
rajbHa SIKICTh Ta MPE3EHTA0CIBHICTh MaKeTa CYTTEBO TIOKPAIIYOThCS.

VY miacyMKy BCTaHOBIJIEHO, IIO CETMEHTAIlis M0 BHYTPIIIHIX KyTax apXi-
TEKTYPHUX (POPM € HAWOUIBII ONTHMAaIbHUM METOOM IOJAUTY BEIUKOTa0apHT-
HUX Mojenei. Takuil mifxia HiBeJIIOE MPOOIEMy MAaCKyBaHHS IIBIB Ta CHPOIIYE
MMO3UIIIOHYBaHHs Jeraneil. BogHowyac BHOKpeMIyIeHHs JpiOHWX €JIEMEHTIB JUIst
OKpPEMOTO JIPYKY € KPUTHYHO Ba)XKJIMBHUM JUIS Maloro maciuraly, J03BOJISIOUN
JOCATTH MpodeciiiHoi skocTi BUpoOy HaBITh Ha 00NIaHaHHI OIOPKETHOTO KJIacy.
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APXITEKTYPA CUCTEMHU KOOPJIUHAIIIl BINCbKOBUX 3ATIUTIB
1 BOJIOHTEPCBKOI JIOITOMOT'Y HA BA3I SPRING BOOT

Baaaucinas TAPMATA, Oabra CMOTP
Jlvsiscorutl deporcagnutl yrigepcumem de3neku scummedisioHocmi, m. Jlvsie

V cyuacnux ymosax botiosux Oiti epexmueHa KoOpOUHayist MidIC BILICLKOGUMU MA 8O-
JIOHMEPaMu € KPUMUYHO 8ANCIUBOIO Ol ONEPAMUBHO20 3a0e3neuerHs niopo30inie Heobxio-
HUMU pecypcami. 3anponoHo6ano apXimekmypy YeHmpanizo8aHoi cucmemu, wjo peanizye
MpU KII0Y08i porii: 8iliCbKO8ULL Kopucnyead, mooepamop ma gononmep. Cucmema nooyoosa-
Ha Ha ochoei Spring Boot i3 euxopucmannsim MVC-nioxody, oe Model gionosioac 3a pobomy
3 pensyitinoio basoro oanux, View peanizoeano na Thymeleaf ons ounamiunoeo penoepunzy
HTML, a Controller 3abe3neuye 06pobky sanumie ma 6isnec-nociky. Ocobnugy ysazy npuoi-
Jieno besneyi: bazamopienesa asmenmugpikayis, MOKeHHA a8MOPU3AYIs, T02YBAHHS KPUMUY-
HUX Oill, nepesipka 00CMOGIPHOCII OaHUX MA POZMENHCYBAHHS OOCIYNY 3a poaAMU. JJooamKo-
60 nepedbaueHo Mooyib yamy O KOMYHIKAyii ma Mexaizmu 3ano0icaHHs waxpatiCoKum
3a5a6Kam. 3anponoHosare piuleHHs niOsUWYE NPO3opicmy, WEUOKICMb 00pobKU 3anumie ma
Oe3neynicmy 63aEMOOIL MIdIC BILICLKOBUMU A BOTOHMEPAMU.

Knrwuoei cnosa: Spring Boot, MVC, koopounayis 3anumis, 6iticbkogi nompeou,
be3nexa 0anux, 6010HMeEPCLKA OONOMO2A.

In modern combat conditions, effective coordination between military personnel and
volunteers is crucial for timely delivery of essential resources. This paper proposes the archi-
tecture of a centralized system implementing three key roles: military user, moderator, and
volunteer. The system is built using Spring Boot and follows the MVC pattern, where the Mod-
el manages relational database entities, the View is implemented with Thymeleaf for dynamic
HTML rendering, and the Controller handles requests and business logic. Special attention is
given to security: multi-level authentication, token-based authorization, logging of critical
actions, data verification, and role-based access control. Additionally, the system includes a
chat module for communication and mechanisms to prevent fraudulent requests. The proposed
solution enhances transparency, accelerates request processing, and ensures secure interac-
tion between military personnel and volunteers.

Keywords: Spring Boot, MVC, request coordination, military needs, data securi-
ty, volunteer support.

VY cydyacHUX yMOBax BEJCHHsS OOWOBHX Jili e()eKTHBHA KOOPAWHAIIIS
MK BIICBKOBHUMH Ta BOJIOHTEPAMH € KPUTHYHO BaXKJIMBOIO. 3alWTH Ha JPOHH,
TEIUIOBI30pH, MEAWYHI 3acO0M, CHOPS/KEHHS Ta iHIIEe OOJNIagHAHHS MMOBHHHI
Oyt 0OpOOJICHI MIBHIKO, MPO30P0O Ta 3 JOTPUMAHHSM MpaBwi Oes3meku. bes
LEHTPATI30BaHOT CHCTEMH TaKi MPOIECH YacTO CYMPOBOJDKYIOTHCS BTpaTaMu
iHdopmarii, 1yOIrOBaHHSIM 3asBOK 200 HEMOJKJIMBICTIO TEPEBIPUTH iX JOCTOBI-
pHicTs [1]. BBaxkaemo, 3a nOLUTEHE PO3POOHTH CUCTEMY 3 HACTYITHUM (YHKIIiO-
HAJIOM Ta apXiTEeKTYpPOIO.

Po3pobiieHa cucTeMa BKIFOUATHME TPU KITFOUOBI POJT:
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1. BiiicpKOBHII KOPUCTYBad — CTBOPIOE 3aIlUTH Ha HEOOXimHI pecypcH,
BKa3yIOUH OIIMC, BKJIMBICTh Ta MiAPO3/LL.

2. IlepeBipsitounii (Mozieparop) — BepudiKye 3aluTH, epeBipse ix npa-
BIMBICTh, BUKIIIOYAE MOXKIIMBI IIaXpaichbKi 3BepHEHHS Ta AyOIIiKaTH.

3. BomoHTep — meperisiiae miaTBeppKEHI 3amuTH, Oepe X y poboTy,
OHOBIIIOE CTATYCH Ta ()OPMYE 3BITH PO BUKOHAHHS.

3 Meroro 3a0e3rnedyeHHsi BUCOKOI POYyKTHBHICTh, MacIITa0OBaHOCTI Ta
MIBUAKOI pO3pPOOKH MOLLIEHO TMOOYAYyBaTH CHUCTEMY 3 BHKOPHUCTAHHSIM Spring
Boot [2, 3]. dns ctBopennst intepgeiicy npornonyemo Thymeleaf, skuit no3Bo-
nsie peaneputn auHamiaHi HTML-ctopinku 6e3 moTpebu y ckiagHoMy (poH-
teHa-komi [4]. Jani 30epiraTuMyThes y pensiiiiii 6a3i gaHux [5], mo mae 3mo-
ry 3a0e3MeYnTy HUTICHICTh, MIBUAKUN TOCTYI Ta Oe3rnedny o0poOKy iHpopmMarii.

Apxitexrypa MVC 103BoJIsI€E pO3AUTATH JOTIKY CHCTEMH Ha TP KOMIIO-
HEHTH.

=  Model mictutuMe cytHOCTI «3amuty», «KopucryBauy, «Pomby», «Cra-
TYyCc», «3BIT» Ta BIIIOBiAa€ 3a B3aeMOIII0 3 0a3010 TaHUX.

=  View, peamizoBanuii Ha Thymeleaf, 3abe3neuyBarnme nuHamidHe Bi-
JOOpaKeHHs! TaHWX Ta 3py4Hi iHTepdeiich a1t KOXKHOT poJIi.

=  Controller mpuiimMaTuMe 3aUTH KOPUCTYBaUiB, EPEBIpsATHME iXHI mpa-
Ba JIOCTYIY, BHKJIHMKAaTHMe Oi3HEC-JIOTIKYy Ta MOBepTaTUME HEOoOXimHi
NPe/ICTaBIICHHSI.

Oco0nuBy yBary HEOOXiTHO MPHIUTUTH Oe3Meli CHCTeMH, Oepydw I0
yBaru Te, Mo poOoTa 3 BiCHKOBHMH MOTpebaMu MICTUTh 4yTiiuBi fdaHi [6]. V
miatopMi HEOOXITHO 3peai3yBaTH:

=  DaraTopiBHEBY aBTCHTH(iKalil0 KOPHCTYBaUiB;

®  TOKEHHY aBTOPH3AIIIIO;

®  JIOTYBaHHS BCiX KPUTHYHUX JIiil;

"  [epeBIpKY IOCTOBIPHOCTI JJAHUX Yepe3 POJib IEPEBIPSII0UOTO;
= po3xauteHHS QYHKITIOHATY BiIMOBITHO IO poJei;

= OOMEXCHHS JIOCTYITY IO KOH(IIEHIIHHUX 3aMUTIB;

= MeXaHi3M 3amo0iraHHs MaXpancChbKUM 3asiBKaM.

Takox J0IIBHO BOY/IyBaTH B CUCTEMY MOJYJb 4aTy, IO 3a0e3nedyBa-
THM€ KOMYHIKAI[il0 MK BOJIOHTEPAMH Ta BIICHBKOBHUMH IIOJO JETAJICH 3aluTy,
Horo crarycy Ta MiATBEp/UKEHHS BUKOHAHHS. MOIynb 3BITHOCTI ITOBUHEH (OP-
MyBaTH 1H(GOPMAILLO PO 3aKPHTI 3aMUTH, IUHAMIKY pOOOTH BOJIOHTEPIB Ta I10-
TpeOH Mmigpo3IiTiB.

3anponoHoBaHa 11aThopMa 3Ha4HO ONITHMI3Ye IPOLEC KOOPIHHALIT Biii-
CHKOBHX TOTpeO, MiABHINYe MPO30pICTh B3aeMOIii Ta 3abe3medye Oe3medHe,
LIEHTpAJi30BaHe YNpPaBJiHHS BciMa 3asBKamu. CHcTeMa JIETKO MaclITadyeThes
Ta MOXKe OyTH pO3MHpeHa JOIATKOBUMH MOIYJISIMH aHATITHKN ab0 iHTerpariero
3 IHIIMMH CepBiCaMH.
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BUKOPUCTAHHS CTPYKTYPOBAHUX JAHUX B COEPI
POBOTHU3ALII JOCIII)KEHb TA BUPOGHUIITBA

lamyxk JI. I1., Ipuaatko O. B.
JIvgigcoruti depoicagnuil ynigepcumem Oe3nexu HeummeoisibHOCmi

Cyuacnuii ceim He6NUHHO PYXAEMbCA 8 HANPAMKY 3MEHUIEHHS NPUCYIMHOCMI H0OUHU
6 HAUPIZHOMAHIMHIWUX 2QLY3SX GUPOOHUYMEA, HAYKOBUX O0CHiOdiCeHD, 6 ciepi cepsicy ma
poseaz. Bce ye nayineno ona nonecuiens noecakoOeHHO20 JHCUMMA TOOUHU Ma 30IIbUEHHS
Komgopmy dcumms. Benuky ponw 6 yvomy idicparoms cucmemu agmomamu308aHo20 6upoo-
Huymea ma 36ipxu. Ane ons ixuwoi eghekmueroi ma mounoi pob6omu, HeoOXiOHO Hasguumu ix
npasuibHo ye pobumu. Hasuannam 36icHo 3atimacmopcs 00Uund, a Ol mozo wjob Haguumu,
BOHA BUKOPUCIMOBYE Oai 00OYMI npomsi2com 6azamvox O0CIIONCEHD.

Knwuoei cnosa: 6aszu danux, cmpykmypuszayisa Oauux, pooomu308aHi cucmemu,
Macose 8UpOOHUYME0, TOOCLKULL hakmop.

The modern world is steadily moving towards a reduction in human presence in a
wide variety of industries, including production, scientific research, service, and entertain-
ment. All this is aimed at making people's daily lives easier and increasing the quality of life.
Automated production and assembly systems play a major role in this. But for their effective
and accurate work, it is necessary to teach them how to do it correctly. Learning is, of course,
done by humans, and in order to teach, they use data obtained during many studies.

Key words: databases, data structuring, robotic systems, mass production, human factor.

CumBoroM iHIycTpianizarii 18-19 cromite Oyna mupoka i cTpiMKa aBToMa-
TH3aLlisl BUPOOHMIITBA 338 PaXyHOK BUKOPHCTAHHS BEPCTATiB Pi3HOTO THILY a TAKOX
PO3BHUTKY KOHIIENII] BUTYHIB Pi3HOTO THITY SIKi MOTJIM BUKOHYBAaTH KOPUCHY po0o-
Ty 0e3 oroMOTH JIIoMHK. Bepcrath BUKOPHUCTOBYBAIUCH ST TyOIOBAHHS JIFO/I-
CbKOT poOOTH siKa BUMarasa HOCTiifHOT HOBTOPIOBAHOCTI Ta TOYHOCTI il BUKOHAHHSI.
i MexaHi3MH BUKOHYBAJIHM 3aBJIaHHS 31 CTAJIOK0 MIBHUIKICTIO Ta CTBOPIOBAIH BUPOOU
3 MiHIMQJIPHUMH BIIXWJICHHSIMH OJIMH Bil OJHOTO Ha PiBHI MACOBOTO BUPOOHHIITBA.
Po3BuTOoK aBTOMaTH3allii Ta iH)KeHepii cTaB MOBOPOTHMM MOMEHTOM Ui iCTOpii
JIFOZICTBA Ta HANPAMKY PO3BUTKY TEXHOJIOTIH Ha NECATKH POKIB BIepen. 3apas, Ha
TIPUKIIAIi aBTOMOOLTEHOTO MAaMHOOYyBaHHS, iCHYIOTB IIiJIi 32aBO/IM Ha SIKUX 30ip-
Ka aBTOMOOUIS MPOXOJUTH BHUKIIOYHO 3 JOTIOMOTOI0 aBTOMAaTHYHHUX BEPCTATIB Ta
po0oTiB, 3 MiHIMATBHAM BTPYYaHHSIM JIFOIWHH [UTS KOPUTYBAaHHS IIPOTPaMU BHPOO-
HULTBa. POOOTH 311aTHI MPOBOUTH OTIepallii 3 Ha/IBEITMKOIO TOUHICTIO I CTBOPEH-
HS SIK BENTUKHX, TaK 1 Iyke JApiOHUX Nerarield, 3a0e3medyrour HalOUTbITy BiIITOBIT-
HICTb IMX JICTAJICH 10 IOTPIOHUX Ta HAIlepe/] 3aIaHNX TapaMEeTpPiB.

SIkmo 3arsHyTH B IIMOMHY, Hi Bepcratu 18cT., HI cydacHi po6oTH30Ba-
Hi CUCTeMH He 3MOTJIH O ()YHKITIOHYBaTH, UM B MIPUHIIMII OyTH CTBOPEHUMH, Oe3
3HaHb 1 Oa4eHHs JIOJWHMU sIKa BUKOHYBala IO poOOTy camocrtiiiHo. B ocHOBI
WX 3HaHBb CTOITH BEJIMYE3HA KUIBKICTh JaHWX 3i10paHUX MPOTATOM JIOBIOTO Ya-
Cy, IHOJII 32 PaXyHOK BUIIaJKOBUX CIOCTEPEKEHb, a IHO/I 32 paXyHOK LIUIeCp -
MOBaHHX HociipkeHs. [lorarts “/lani”, € qgyxe mmpokuM. Jlo HUX MOXHA BijI-
HECTH $IK 1 BCe, IO JII0MHA CIpUMae opraHaMH 4yTTs Tak i pedi siKi BOHa BHU-
MIpIOE 1 OIUCY€E TaKUM YMHOM, 100 BOHM OynM 3pO3yMUTUMHM JUIS 3aluCy Ta
nepenayi iHIINM, a TAKOX JUII BUKOPUCTAaHHs B MaiiOyTHhoMy. Bci naHi 3a3Bu-
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Yali OTPUMYIOTHCSI B CHPOMY BUIJISII, TOOTO TAaKUMH, SIKi HE 3pa3y MOKHa BHKO-
puctatu abo sKi € MaToe(peKTUBHUMHU. TyT MU MIAXOAUMO 10 TOTO, IO Ui BHU-
KOPHUCTaHHS TaHWX HaM NOTPIOHO iX CTPYKTYpU3yBaTH.

B nepriry 4epry, mix CTpyKTYPH3AIIE0 MA Ma€EMO Ha yBa3i 3BEICHHS “CUPHX
JaHWX, OTPIMAHNX HI3KOIO0 PI3HMX cHOCOOIB, 10 Takoi (HAIMPHKIIaA MaTeMaTHIHO1),
SIKy MOYKHA JICTTIIE TIOSICHITH 1 TIPAITFOBaTH 3 Hero. MaeThest Ha yBasi ab0 CTBOpEHHS
BUOIpKH, 200 TpaHc(hopMaITiss MHOKHHA XaOTHYHHX TAHUX B KOPUCHI JTaHi.

[Tpu MmacoBOMY BHPOOHUIITBI, 31 BCIEI0 MOKJIMBOIO TOYHICTIO 1 BUPOOHH-
LITBO OJHAKOBUX (CepiiiHUX) BUPOOIB, 3aBX/¢ Oyje MPUCYTHS MEBHA MIOXHOKa B
napamerpax. Tomy Haifuacrime npH omnuci BUpoOy BUKOPHCTOBYIOTHCS THIIOBI
rapameTpH, a BCi BIIXWIICHHSI PaxyloThesi Npu notpedi okpemo. Camo coboto,
110 THITOBI 3HAYCHHSI HE 3 ABJISIFOTHCS Hi 3BIIKH, 800 BUPAXOBYIOTHCS 3 BEIHUE3-
HUX MaCHBIB IAHUX OTPHUMaHHX MPHU JOCIIIKSHHI.

SIke me 3HaYeHHS Mae A aBTOMatm3arii pisHux cucrem? IIpu po3poOiri
MeXaHI{3MIB Ta POOOTH30BAaHMUX BEPCTATIB, MOTPIOHO HANHCATH BiANOBIAHY TPO-
rpamy, 3a sIKOI0 Oyjae IpamioBaTé MalluHa. [IepIroro 4acTHHOIO € HAaBYMTH Ma-
IIMHY PyXaTHCh Ta BUKOHYBATW meBHi fii. Komm mei eram mpoineHo, MOXHA Tie-
peiTr 10 HaBYaHHS NI HAIlJIEHWX HAa BUKOHAHHS KOHKPETHHX 3aBJaHb 3 METOIO
BUT'OTOBJICHHS MIPOJYKTY a0o0 iHmoro o6’exty. Ha 000X piBHAX ISl HaBYaHHS
BUKOPUCTOBYIOTBCS Pi3HI JIaHi sIKi BBOAATHCS B IIPOrpamMy MaIlMHK IS PO3YMIHHS
BUKOHYBaHHX Miil. J{ysi KOPEKTHOTO pPO3YMIiHHSI Ta BUKOHAHHS I Ta 3aBIaHb, Ii
JlaH1 MOBUHHI OYTH CTPYKTYPOBaHUMH Ta HECTH CrielU(IIHE 3HAUYCHHSI.

OToX HaHi, a caMe CTPYKTYpOBaHi aHi, € HEBil'€MHOIO YaCTHHOIO CTBO-
PEeHHS pOOOTH30BaHMX CHCTEM 3JIaTHUX BUKOHYBAaTH CKJIAJHI 3aBJaHHS 3 MiHI-
MaJbHAM BTPYYaHHSAM IIOAWHU. AJie I OTO MOTpiOHa mocTiifHa poboTa 3
JaHUMHM, a caMe JOOyBaHHS HOBHX JIAaHWX, CTBOPEHHS 0a3 JaHuX, iX aHaii3 Ta
CTPYKTYpPHU3ALIisl UTs1 MOKJIMBOCTI iX €()eKTUBHOTO BUKOPHCTaHHSI.

]
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AJITOPUTMU ITEHTU®IKAILII HENEPEBHUX AKYCTUYHHUX
CUT'HAJIIB MATEMATUYHUMUA METOJAMHU JUCKPETHU3AIII

Tapac TEMBAPA
Jlvsiscobrutl Oeporcasrutl yHieepcumem Oe3neKu HeummeoislbHOCmi

Abstract. An approach to processing reflected acoustic signals in buildings is
developed for object recognition and human search under technological and
environmental noise. The input acoustic signals are treated as continuous functions of
time with amplitude—frequency characteristics and are discretized using integral
transforms. Mathematical models based on the Fourier transform, short-time Fourier
transform and wavelet transform are considered.

Key words: acoustic signal, Fourier transform, wavelet transform, speaker
recognition.

Anomauia. Po3pobneno nioxio 00 06pobku 6i06umux axycmuunux cueHanie y 6y-
dignsix 05 3a0au ioenmuixayii 06 °’exmie ma NOWLYKY TI0OUHU 6 YMOBAX MEXHON021 4~
HUX [ nPUPOOHUX 3a8a0. BXIOHI aKycmuuni cueHanu po3ensoaromucsi K Henepepeti gy-
HKYIi yacy 3 amnaimyoHO-4aCMOMHUMU XAPAKMEPUCMUKAMU MA OUCKDEMU3YIOMbCs 3d
00noMo2010 iHmezpanbHux nepemeopens. Pozenanymo mamemamuuni mooeni Ha 0CHOGi
nepemeopennss  DPyp’e, Kopomkoyachoeo Dyp’e-nepemeopenns ma  eeliiem-
nepemeopenHsl.

Knrwuoei cnosa: akycmuunuii cuenan, nepemeopents Oyp’e, setisiem nepemeo-
PpeHHs, i0eHmugixayis cnikepa.

[Tpobnema HaniiiHOTO BUSBJIEHHS Ta ileHTU(IKaLii aKyCTHYHUX CUTHa-
JiB, IO TEHEPYIOTHCS JIIOJMHOIO (MOBJICHHS, KPUK, YAApH 10 KOHCTPYKISX), €
aKTyaIbHOIO IS IOIIYKY NMOCTPAXIAINX Y 3pYHHOBAHHMX OYHIBIAX, a TAKOXK
st iHQOpMAaIliifHOT Oe3MeKn Ta TeXHIYHOI HIarHOCTHKH. Y pealbHUX YMOBax
TaKi CHTHAJIM HaKJIaIaroThca Ha (POHOBHUIT mIyM oOJamHAHHSA, TPAHCIIOPTHI IIy-
MOBI I10JIs1, BITPOBI Ta IHIII MPUPOJHI 3aBajy, 10 YCKJIAJHIOE iX BHIIICHHS Ta
aHaii3. AKTyalbHOIO 3a/lauero € peecTparis, igeHTudikamis Ta Bepudikaiis
aKyCTHYHMX CHUTHAJIIB, 1[0 MA€ TAKOXX Ha METi BCTAHOBJICHHS (YTOYHEHHS) Mic-
[Ie3HAXO/DKeHHA pKepen ix emicii [1]. B poboti [2] BHKOpucTaHO mpmitaj
GM1356, mo mamo 3MOTy peecTpyBaTd pPiBHI 3BYKOBOTO THCKY B IIHPOKOMY
YacTOTHOMY Jliana3oHi 3 MOJAJbLIOI Mepenadero JaHuX [0 IEePCOHAIBHOTO
komr’'rorepa depe3 iHTepderic USB. Ile BinkpuBae MOXKIMBOCTI IJIsl 3aCTOCY-
BaHHS MaTeMaTHYHUX METOMIB LU(ppoBOT 00pOOKM CHrHaJIB, 30KpeMa iHTerpa-
JBHUX TIEPETBOPEHb, JUIA aHAN3y aMIUIITYyIHO-4aCTOTHHUX XapaKTEepUCTHK Ta
PO3pOOICHHS aTOPUTMIB aBTOMATHYIHOT iIeHTH(DiIKAIIii.

[pyHTOBHMIT aHANI3 CY4aCHUX TEOPETHYHUX Ta EKCIIEPMMEHTAIBHUX 10-
CIIKEHb 3 igeHTHdiKallil aKyCTUYHHUX JUKEped B IPOCTOPl IIPEACTABIIEHO B
mpari [3]. B Hilf po3rngHyTa ckiaaHa npobiaema y TpuBuMipHiil (3D) obmacri,
JIe TIPOBEJCHO BUMIPIOBAHHS 3a JOMOMOIOI0 CHepuIHOro MacuBy MiKpoGhOHIB,
[0 Iepeadavae OLIHKY KYTOBOI'O ITOJIOKEHHS KEpe, BIACTaHI BiIHOCHO Ma-
CUBY Ta KUTBKICHOI OI[IHKH aMILTITY[ JpKepes. 3ampornoHoBano 3D-monens 1o-
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Kamizalii JKepesa 3 BUKOPUCTaHHAM chepruHoi MIKpo(hOHHOT pELIiTKH 31 che-
PUYHUM TOITUPEHHSIM XBUJi, a 0TS JIoKanizamii B 3D-mpocTopi BUKOPUCTOBY-
€TBCS PO3pimkeHe OaiieciBCcbke HaBYaHHS.

OO0’eKTOM JOCII/DKEHHSI € HelepepBHI aKyCTUYHI CHUTHANM, L0 PEeeECT-
PYIOTBCSl BCepeiHi Oy/1iBelb, 30KpeMa y 3pyHHOBaHUX KOHCTPYKILISIX, JIE€ MO K-
JIUBE 3HAXOJ/DKCHHS JIFOJUHN. BXIinHI faHi po3riisaaThes K QyHKIT yacy x(t)
3 aMIUTITY/IHO-9YaCTOTHUMH XapaKTepPUCTUKaMH, 110 MOKYTh BKIIIOYATH K MOB-
Hi CUTHAJH, TaK 1 yHapHi iMmynscu. i1 aHami3y npoOieMu BUKOPUCTaHO Ma-
TeMaTW4YHy Mojenb [l] muckperwsailii HemepepBHUX aKyCTHWYHHX CHUTHANIIB i3
BUKOPHCTaHHSM IepeTBopeHHss Dyp’e Ta BeilBIeT-IIEpETBOPEHHS, 10 BPaXOBYE
0cOOJIMBOCTI HECTAl[lOHAPHUX MOBHHMX 1 yJIapHUX aKyCTUYHHX CHrHaliB [2].
st po3paxyHKIB CTBOpEHE cIieliajibHE IporpaMHe 3a0e3NEUeHHs B CEPEJOBH-
i Scilab. CpopmynboBano 1BopiBHEBY cxeMy ineHTU(IKALIT AKyCTHYHHX CHT-
HAIB: BU3HAYCHHS MPUHAICKHOCTI JDKEpella CUTHAITY JIOAWHI Ta Bepudikalis
KOHKPETHOI 0COOM Ha OCHOBI HA0OPY CIIEKTPAIFHUX 1 9ACOBO-YACTOTHUX O3HAK.
Ha nepmromy piBHi izeHTH(diKalii HEOOXiTHO BCTAHOBUTH, YU € JDKEPEIIOM CHT-
Haiy JiroJuHa. JIIs 1IbOro aHali3yloThCs TaKi O3HAKW: YaCTOTHUH Jiana3oH (oc-
HOBHA €Hepris 3ocepemxena 1o 4-5 k['1); HassBHICT OCHOBHOT yactotu f Ta il
TapMOHIK JUIs TOJIOCOBUX CHUTHaNIB; opmaHTHa cTpykTypa (pe3oHancu F1, F2,
F3 mnsa romocy); wacrtora mepexoniB yepe3 Hynb (ZCR), ska mns romocy, K
MIPaBWJIO, HIDKYA, HDK JJIs OLIOTO IIyMy; YacoOBi MAaTepHH SHEpTii, M0 BiAMOBi-
JAI0Th cepissM yaapiB abo ¢paszam MoBjcHHS. Ha mpakTuili CUrHa po30HBaeTh-
Csl Ha MOCJIOBHICTh BIKOH, JUIsl KOXKHOTO 3 SIKMX OOYUCIIOIOTh EHEPreTHYHi Ta
CIEKTPAIbHI XapaKTePUCTHKH. SIKIIO NPOTArOM JIOCTaTHHO TPHBAJIOTO IHTEPBa-
Ty CIIOCTEpIraloThCs O3HAKH, XapaKTepHi A JIIOACBKOTO rojocy abo cepiit
yaapiB, poOMTBCS BUCHOBOK IIPO HASBHICTB JIFOJCBKOTO JDKEpela aKyCTHUHHX
curHamiB. [pyruif piBeHb ineHTH}IKAIl] OB’ I3aHUI 13 PO3Mi3HABAHHIM JIIO1-
HU. Jlns 1poro HapWdacTilie BHUKOPUCTAHO Me-KENCTpaidbHi KOeQilli€eHTH
(MFCC - Mel-Frequency Cepstral Coefficient), koedirientu midiiHoro mnepes-
6auenns (LPC), ¢dopMaHTHI 9acToTH Ta IHIII O3HAKH rosocy. [ eranoHHOTO
3amucy meBHOi ocobu obumcmoerbest nociinosHicte MFCC-BekropiB, micis
YOTO BU3HAYAETHCS CEPEeIHI BEKTOp O3HAK. AHAJOTIYHO 0OpOOISETHCS HOBHUI
3anuc. [TopiBHSHHS MPOBOIUTHLCS 32 BiZICTAHHIO MIX CEpEAHIMH BEKTOpaMH, 1110
MOJKJIMBO 3IHCHHUTH 1 3a OUTBII CKIAJHUMH CTaTHUCTUYHMMH MOZCISIMH (Ha-
NPUKIIaJ, MOJESIMU TayCOBUX CyMileit). SIKIIo BiICTaHb HE MEPEBHIIYE HaIle-
pell 3alaHOTO TOPOTOBOTO 3HAYECHHS, CUTHAII BBAKAIOTH TAKUM, IO HAJIEKHUTh
Tiif camiif oauHi. Y mponeci ineHTHdikamnii akycTHYHUX CUTHAIIIB, 0COOIMBO
MOBJICHHSI, Ba)XJIMBO BPAaXOBYBATH OCOOJIHMBOCTI CIIPHHHATTS 3BYKY JIOAWHOIO.
Jlst anpo6artii 3arpormoHOBaHOTO MiAX0AY OYJIO TMPOBEIEHO PEECTPAITiI0 aKycC-
TUYHUAX CHUTHAJIB y NPUMIIICHHI i3 3acTOCyBaHHsAM peectparopa GM1356.
[punan npautosaB y aianazoni 31,5 ' — 8,5 k['1, piBHI 3ByKOBOTO THCKY BH-
MiptoBasucst B Ab 13 BUKOpHCTaHHAM 3BaxyBanbHUX QutbTpiB A Ta C. Uepes
USB-inrepdeiic nani nepepasamucs no I1K, ne nporpama SoundLab ¢opmysa-
na Qaiimm muckperusanii, a mporpama Soundcard Oscilloscope 3abe3neuyBana
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Bi3yaITi3allilo CUTHAIIIB y PEKUMIi PeabHOTO Jacy.

3 ypaxyBaHHSM amapaTHUX MOxJBocTeil mpunaxy GM1356 ta mporpa-
MHOTO 3abe3medenHs SoundLab i Soundcard Oscilloscope anroputm 06poOKu
CHTHAJIIB MOYKHA TI0/IaTH Y BUIJISII TAKUX KPOKIB!

1) peecrpaiis piBHIB 3BYKOBOrO THCKY B 1B y 3aaHOMYy 4aCTOTHOMY
Jiara3oHi;

2) nepenaya nanux Ha [1K yepe3s USB Ta hopmyBanHs daiiniB auckpern-
3arii;

3) mepeTBOpeHHS piBHIB y b 10 MIHIHUX aMIUTITY] 3a MOTPedU Ta HOP-
MYBaHHSI CUTHAIY;

4) cniektpanpuuii ananiz (FFT, STFT) ta moOyaoBa criekTporpam;

5) BeliBieT-aHAII3 JUIS BUSBICHHS YIAapHHUX Ta IHIIUX KOPOTKOYACHHX
KOMIIOHEHT;

6) oOumcieHHs o3HaK i ineHTHdikanii (dpopmantu, ZCR, MFCC
TOIO);

7) MpUAHATTS pillleHb 32 ABOPIBHEBOIO CXEMOIO: JIOAWHA (HE JIIOJUHA),
KOHKpeTHa ocoba (iHia ocoba).

[MopiBHsHHS KJIACUYHUX ®Dyp’e-criekTporpam 3 BeBIET-
CIIEKTPOTpaMaMH  3aCBIIUMJIO, IO /Ui HECTAI[IOHAPHUX MOBHHMX CHTHATIB
BEHBIICT-TIEpeTBOPEHHs 3a0e3nedye OULIBII IHPOPMATHBHE IIOJAaHHS YacOBO-
4acTOTHOI CTpyKTypu. /sl curHamiB ymapHOi eMicii BeHBIeT-aHami3 JO3BOJIIE
TOYHIIIIE JIOKAII3yBaTH MOMEHTH BUHUKHEHHS IMITYJIbCIB 1 OLIIHUTH X CHEKTpalib-
HHH BMICT. 3anucyBajucs K (JOHOBI IIYMH, TaK i CUTHAJIN, HOPOJDKEHI JIFOIMHOKO:
MOBJICHHSI, KPHK, yAapu 10 KOHCTpyKUisx. Ha OocHOBI oTpumaHuX AaHHMX OyJo
MoOy/I0BaHO CIIEKTPH Ta CIEKTPOTpaMH, a TaKOoXX BEHBIIET-CIIEKTPOTPaMH.
SIkicHMI aHaii3 MMOKa3aB, IO MOBHI CHTHAIN XapaKTepH3YIOThCS HAsBHICTIO BH-
pa3HO1 TapMOHIYHOI CTPYKTYpH CIEKTpa Ta ()OPMAaHTHHUX PE30HAHCIB, TOMI K
yIapHi CHTHAJIM MArOTh KOPOTKI Y 9aci MIMPOKOCMYTOBI KOMITOHEHTH
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YK 621.39:004.8:004.6

AHAJII3 CYYACHHUX HIAXOAIB 10 YIIPABJIIHHS PECYPCAMMU B
TEJEKOMYHIKANIMHUX CUCTEMAX HA OCHOBI T

Bikrop THATIOK™?, IBan TOPBAYOB’, Onexcanap JUTBUHIOK!
1ﬂep9fca6Huﬁ yuigepcumem «Kuiscoxuii agiayitinuti incmumymy, Kuieg
Jlepoicasruii HAyKO80-00CAIOHULL IHCTIUMYM MeXHOL02TU Kibepbes3neku ma 3a-
xucmy ingpopmayii, Kuie

Anomauia. Y pobomi 30ilicHeHO aHANI3 CYYACHUX NIOX00i8 00 YNPAGIIHHS pecyp-
camu 8 menekoMyHikayitinux cucmemax Ha ocnosi LIl ma cucmemamuzyiomovcsi 00Ci-
OJHCeHHA WO@O BUKOPUCMAHHSL KOHMPO1bOBAHO20, HEKOHMPOJIbOBAHOLZ0, I’lideil’lﬂiO@aHO—
20 ma ¢edepamusnozo Hasyanusa Ona onmumizayii padio-, OOUUCTIOBATLHUX MA eHepe-
MUYHUX PECYPCI8 ) MepedHcax HAcmynHo20 NOKONIHHA.

Knrwuoei cnosa: menexomyHixayiiini cucmemu, ynpaeninusa pecypcamu, LI, ma-
wunne nasuanns, QoS, 5G.

Abstract. The paper analyzes modern approaches to resource management in
telecommunication systems based on Al and systematizes research on the use of
supervised, unsupervised, reinforced, and federated learning to optimize radio,
computing, and energy resources in next-generation networks.

Keywords: telecommunication systems, resource management, Al, machine
learning, QoS, 5G.

Y CcydacHHX TEJICKOMYHIKAIlIfHUX CHCTeMaX YIPaBJIiHHA pecypcaMu
(Resource Management) € KJII0YOBHUM 3aBJaHHSM, [0 BU3HA4Yae e(heKTUBHICTD (Y-
HKIIIOHYBaHHS MEPEX I1’SITOT0 Ta IIOCTOTO MOKOJIIHb. 32 OCTAaHHI POKHU JIOCIIITHUKH
aKTHBHO BIPOBADKYIOTh MeToaM mTydHoro iHtenekTy (L), 30xpema mMammHHOTO
HaB4aHHs (ML) Ta rim6oxoro minkpimmoBaiasHoro HaBuanHs (Deep Reinforcement
Learning, DRL), m1s migBUIeHHs piBHA aBTOMATH3aIlii, aJalTUBHOCTI Ta EHeproe-
(exruBHOCTI Mepex [1-5]. 3rimHo 3 y3arampHIOWOYHM orisiioM [1], Meromu ma-
IIMHHOTO HABYAHHS BIiIIrpatoTh (PyHAAMEHTAIBHY POJIb Y BUPIMICHHI 33129 OTITHMi-
3aIlii TeleKOMyHIKaIiiHIX cucTeM. ABTOpH Kiacu(ikyioTh cydacHi ML-migxomm 3a
TUIAMH 33724 — IPOTHO3YBaHHA TpadiKy, YIPaBIiHHA MPOIYCKHOIO 3IAaTHICTIO,
JMHaMIYHe TUIaHYBaHHS pecypciB Ta amanTuBHe yrpabiiHHs QoS. Orisim Takox
IKpECITIoe BaXXMBIicTh iHTerpanii ML y cucremu 3 GaraTopiBHEBOIO apXiTeKTy-
poro (cloud—edge—device) s MiHiMi3allii 3aTPUMOK 1 MiABUIIEHHS e(EKTHBHOCTI.
B ormsai [2] mpoBeneno cucremaruzaniro miaxonis LI o ympaemniHHs pecypcamu y
reTeporeHHuX Mepekax 6G. 30KkpeMa, po3TIIsIAI0ThCs IUTAHHS CYMICHOCTI IHTENe-
KTyaJIbHUX pilteHs i3 rexuonorismu Network Slicing, Massive MIMO, RIS Ta edge
computing. ABTOPH BKa3ylOTh Ha NepeBard BUKOPHCTAHHS MOJETCH TIIMOMHHOIO
HaBYaHHS U PO3MOLTY OOUHCITIOBAIBHUX 1 CIIEKTPATIEHUX PECypPCiB, a TAKOXK 3Be-
pTaroTh yBary Ha rmpoOiemMu eHeproe(eKTHBHOCTI Ta TOTpeOy Y CTaHIapTH30BAHNX
iHTepdeiicax ooMiny manmmu. Jocmimkenns [3], omybrikoBane B xypHaii IEEE
Communications Surveys & Tutorials, oxorutoe mmpoxwii cnektp ML-3acTocyBaHb
JUIsL YIIPaBIIIHHS pecypcamu y 0e3apoToBux cucremax. OrIisii BUALISE TEHICHIIIIO
MePEXOLy Bil ICHTPATI30BAHOIO 10 CIICHTPAII30BAHOIO YIIPABIIHHSI PECypcamu
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Ha ocHosi 11II, ne kI0YOBY poJb BiIIrpaloOTh areHTH, 3[4aTHI JO CAMOHABYAHHS B
YMOBax 3MIHHOTO HaBaHTaxeHHs. OKpeMy yBary y JiTeparypi MpHIijIeHO 3acToCy-
BaHHIO MIIKPIIDIFOBAIFHOTO HABYAHHS IS YIIPABIIIHHS PagiopecypcaMy B apXiTeK-
Typax [4] neMOHCTPYIOTh, o axroputMi RL 3maTHI e(heKTHBHO aanTyBaTH IIOJTi-
THKH PO3MOALTY PamiopecypciB y peaqbHOMY daci 3 ypaxyBaHHAM QoS-mapameTpis
KopHcTyBaduiB. Panime moaiOHi mimxomm y3araiabHUB [5], ski mokaszamm, mo DRL
TIepeBepIIye TPAIUIIHHI eBPUCTUYHI METOIN Y CKIAIHUX AMHAMIYHHUX CICHApisIX
MOOUBHIX Mepex. PoboTa [6] po3LMproe minxin ynpaeiiHHS pecypcaMu Ha cepe-
nosuiie SAGIN (Space—Air—Ground Integrated Networks), moearyroun koMmyHika-
LiHHI i OOUMCITIOBAIBHI PECYpCH. ABTOPH HAroJIOIIYIOTh Ha HEOOXIIHOCTI CTBO-
peHHs yHi(IKOBaHUX Mojenell onTuMizanii, sIKi BpaXOBYIOTh B3a€EMOJII0 MDK Cer-
MeHTamMH Mepeski. Jlocmimpkenns [7] IeMOHCTpye NPaKTHYHY peatizaliio ONTHMi3a-
uii posnoaity pecypciB y 5G slicing-mepexax, Jie BAKOPUCTaHO BaroBi eKCIIOHEH-
miifHI Ta Jorapudmiari GyHKil it nokpameHas QoS. e miaTBepmkye epekTrB-
HICTh MaTEeMaTUYHO-IHTENICKTyaTbHIX MOJCICH Yy 3a/1adax YIpaBIIHHS i3 OaratbMa
kputepissmu. 71 minBuIeHHEs MacmTadboBaHoCTI Al-pillieHs y po3MmoaiIeHIX cepe-
JoBuiax 3anporonosado minxin Federated Deep Reinforcement Learning (FDRL)
[8], sixmii no3BOJISIE HABYATH MOJIENI Ha PI3HUX BY3/ax 0e3 EHTPaIi30BaHOro 300py
nanvx. Lle 3HmKye HaBaHTa)KeHHs Ha KaHa 1 3a0e3nedye KOH(QIIEHIIHHICT KOpHC-
TyBadiB. [InTaHHs eHeproe()eKTHBHOCTI Ta «3€IEHNX» KOMYHIKAIIH IeTaJIbHO PO3T-
JsHyTE B po0oTi [9], ne minkpecneno, mo inrerpauis LI B ynpaiiHHsS pecypcamu €
KJIIOYOBUM HAIpPsIMOM PO3BHUTKY €KOJIOTIYHO CTIiKMX 6G-Mepex. 3arporoHOBaHO
HiXig, SKUH MIHIMI3ye CIOXKMBaHHs eHeprii 0a30BHX CTaHLIM IpH 30epekeHHi
QoS. Hocmimxenns [10, 11] memoncTpye MoxmBicTh iHTerpamii Al y cucremy
yrpasmiaHEs Network Slicing gepe3 cTBOpeHHS MOIYIBHOI apXIiTEKTypH, IO JHHA-
MIY9HO BHAULIE PECYPCH IUIs KOKHOTO CepBicHOTO BHpRY Mepexi. Lle 3abesmedye
BHCOKHI pIBEHb aJaTHBHOCTI Ta aBTOMarw3amii ympaBiiHHSA. OCHOBHI HampsMH
3aCTOCyBaHHS MeTOAIB Al y TeleKOMYyHIKalifHUX CHCTEMaX, TUIH aJTOPUTMIB
AI/ML 3a3HaueHi y Tabm. 1.

Tabmunst 1 — OCHOBHI HaNPsIMU 3acTOCyBaHHS MeToaiB Al y TenekoMyHikalii-
HUX CHCTeMax

Hanpswm 3actocyBannst | Tunm anropurmy OuikyBaHnuii epext Hpuxnagu
Al/ML pobir
Posmonin pagiopecypcis | Reinforcement OrnrTuMmizariis mpoIrycKHOT [31, [4], [5]
Learning (RL) 3ATHOCTI, 3HIDKCHHS 3a-
TPUMOK
Vupaeninas —eneprocmo- | Supervised 3MeHIIIEHHs BTPaT eHeprii, [2], [9]
JKUBaHHSIM Learning OaJlaHC HABAHTAKCHHS
Posmogin o6uuncmroBans- | Deep RL, MMigsumieHns eeKTHBHOCTI [6], [8]
HHX pecypciB Federated MEC-cepgicis
Learning
Network Slicing Cognitive Al, AJIANTUBHE BUIIIEHHS [71, [10],
Heuristic ML 3pi3iB Mepexi [11]
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[MTincymoBytouM aHani3, MOXHa 3pOOMTH BHUCHOBOK, IO 3aCTOCYBAaHHS
meroxiB LI B ympaiiHHI pecypcaMu TeJIEKOMYyHIKaliHHUX cucTeM (OpMye
HOBY NapajurMy iHTEIEKTYaJIbHOTO YIIPaBJIiHHS, Y SKii OCHOBHY poJIb Bifirpa-
10Th TIIMOOKE HaBUYaHHS, PO3IMOJIICHE HABUAHHS Ta eHEpProe(eKTUBHA ONTHUMI-
3arist B KOHTEKCTi 6G.
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POJIb IUP®POBUX 21BII71HPIKIB Y 3ABE3IIEYEHHI
IHOOPMAIIMHOI HAJIMHOCTI TEJJEKOMYHIKAIIMHUX
CUCTEM

Bixrop THATIOK'?, Jleson IETPOCSIH"
ﬂepwcaeHuu YHigepcumem «Kuzecmuu asiayitinuil incmumymy, Kuig
,Z]epafcaeHuu HAYK0B0-00CHIOHULL IHCIUMYM MEeXHON02Il Kibepbe3neKku

ma saxucmy ingpopmayii, Kuie

Anomauin. Y me3zax po3ensiHymo ponb mexHono2ii yu@posux 0iliHUKIE y nioeu-
wenHi iHpopmayilinoi Haditinocmi menekomyHikayitinux cucmem. Ilpoananizosano Kow-
yenyiro Network Digital Twin (yughposozo ositinuxa mepesici), midicnapooni cmanoapmu
ISO 23247, nioxoou 10T ma Al. Busnaueno nanpsmu 3acmocy@ants yughposux O8itiHUKIG
OJ151 MOHIMOPUHRY, BUAGNIEHHS AHOMANIU | NPOSHO3YE8AHHSA 8i0MO8.

Knrwuosi crosa: yugposuii 0siiinux, menekomMyHiKayiiHa cucmema, iHpop-
Mmayitina naoiinicms, Internet of Things, mawwnne naguanns, npoenoszysanms 6iomos.

Abstract. The paper substantiates the use of digital twin technology to improve
the information reliability of telecommunication systems. The Network Digital Twin con-
cept is analyzed, including ISO 23247 standards, loT and Al approaches. Application
areas are identified: network state monitoring, anomaly detection and failure prediction.

Keywords: digital twin, telecommunication system, information reliability, Inter-
net of Things, machine learning, failure prediction.

AxTyanpHicTh TeMu. CydacHi TEIIEKOMYHIKAIIITHI MEpexi € KpUTUIHOIO
IHPPACTPYKTYpOIO, TOMY 3pOCTalOTh BHMOTH 1O IX O€3MepepBHOCTI Ta
3axumeHocTi. ['eTeporeHHicTh, TMHAMIYHI TOTIOJIOTIi, BeIHKi 00caTH Tpadiky Ta
Kibep3arpo3um  YCKJIAQIHIOIOTH  3a0e3meueHHs  HAOIHHOCTI  TpaaAuLIiHHUMH
3acobamMu. Y IIUX YMOBAax TEXHOJOTiA MU(PPOBUX ABIMHUKIB, OJHH i3 KIIOYOBUX
iHctpymenTiB Inaycrpii 4.0 ta loT, po3rnsgaerbes sik edexTUBHUE minxin a0
TiIBHIEHHS {HPOPMAIIHHOT HAMIHHOCTI TeleKoMYHiKaiiHux cucrem [1-3].

IMocranoBka mpoOaemMu. YCKIagHEHI MepeKi BaXKKO KOHTPOJIIOBATH
BpYUYHY: aHOMaJIii Ta BiAMOBH 4acTo (IiKCYIOThCS 3aIli3HO, a PEaKTHBHI CHCTEMHU
JiarHOCTHKN HE 3a0e31eYy0oTh NPOAaKTUBHOTO BHsBIEHHS. Lle cnpuumHse mpo-
CTOI, BTpaTy JaHUX 1 3HWXKEHHS CTiliKocTi 1o Kibepatak. [1oTpiOHI migxoam, mo
3a0e3neuyroTs Oe3nepepBHUN MOHITOPHHT, PaHHE BUSBJICHHS BIIXWIEHb 1 IpO-
THO3YBaHHSA BiZ]MOB Ha OCHOBI IH(POBUX MOJICIICH MEPEKi.

Meta pobGoTu. MeToro € TeopeTndHe OOIPYHTYBaHHS BUKOPHUCTaHHS KOH-
menmii mugpoBoro meiitHuka Mepexi (NDT) s mimeumeHHs iH(pOpMaIiHHOL
HAJIMHOCTI TENEKOMYHIKAL[IMHUX CHCTEM, 3 aHamizoM craHzaprie Digital Twin,
npunimmie 10T Ta ML/AI, a Takox Bu3HaueHHsM HanpsiMiB 3actocyBants NDT mst
MOHITOPHHTY, BUSIBIICHHSI aHOMAJTii 1 POTHO3HOTO 0OCITYrOBYBaHHSL.

Konuenrtyanbna 6a3za nociimxenns. [{udpouii 1BifHUK — 11e JUHaMIYHA
BIpTyaJbHA MOJIEIb (PIBUYHOTrO 00’€KTa, IO CHHXPOHI3YETHCS 3 PEATBHUM MPOTO-
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THIIOM 3aBJISIKH TIOTOKOBHM JIAHKM BiJ] CEHCOPIB 1 MepexeBoro oonamuanss [1-4].
Crangaptn 1SO 23247 BU3HA4YalOTH apXiTeKTypy, BUMOTH J0 OOMIHY JaHUMH Ta
JKHUTTEBOTO IMKITY IM(PPOBOTO [BiliHKKA, 1m0 cTBOproe ocHoBy mist NDT [1, 2].
Komncopriiymu 11C ta Digital Twin Consortium po3po6:isiroTh pekOMeHIaIlil i Keicu
BIIPOBAKCHHS IH(POBUX ABIMHUKIB IJIsI IPOMHUCIOBUX Ta TEJIEKOMYHIKAIlIMHIX
cucteM [3, 4]. Interparmis 10T 3abe3nedye akTyanbHe BiTOOpaXEHHS IapaMeTpiB
MepeXi, a INTYJIHUH {HTENeKT i MalTMHHEe HaBYaHHS JT03BOJLIOTH (DOPMyBaTH IMpo-
THO3HI MOJIEII Ta ONITUMI3yBaTH KOHOIrypartii Mmepesxi [5—8].

Buxopucrannst NDT 3a0e3neuye Oe3nepepBHUI MOHITOPHHI CTaHy Me-
pexi: nudpoBHuil ABIHHUK, IO CHMHXPOHHO OHOBIIIOETHCS, CIYTYE Y3rOJDKEHOIO
MOJIEJUTIO TOTIOJIOTI], HABAaHT)KEHHS Ta MOKa3HHKIB skocTi. [IopiBHAHHS OodiKyBa-
HO NOBEJIHKK MOAEINi 3 ()AKTHYHUMH BUMIPIOBAHHSIMHU JIO3BOJISIE PAHO BHSBIATH
aHoMaytii Tpadiky, NMOTIpIIEHHsS pajionapaMeTpiB 4M O3HaKu Kideparak [6, 9].
Hoemnaras NDT i3 ML minBumye TOYHICTh BUSBICHHS BiIXWICHb Y MepeKax
HOBOTO TIOKOJIHHSA [6, 9]. IpyruM HampsiMOM € TIPOTHO3HA aHAIITHKA: [TH(POBHA
IBIMHUK Ja€ 3MOTY OI[IHIOBAaTH PH3WKU NEPEBaHTAKEHHS BY3JIB, BIIMOB 00Iama-
HaHHs Ta 3HIDKEHHS SKOCTI cepBicy. Mojemni MporHO3HOTO OOCIYrOBYBaHHS Ta
MAKPIMIIOBATLHOTO HaBYaHHS JIO3BOJISIIOTH 3a3JaJierias BHOUpaTH crocobu me-
peposnoniny Tpadiky abo riaHoBux peMoHTIB [7, 8]. PeanbHi mpoextu Bmpo-
Ba/DKEHHS 1IM(POBUX JBIHUKIB IEMOHCTPYIOTh 3MEHIIIEHHS KUTbKOCTI aBapiitHUX
BIJIKJTFOYEHB 3aBJISIKM PAaHHBOMY BHSIBJICHHIO CJIA0KMX KOMITOHEHTIB [5, 10].

Tpers ¢ynkuis NDT — MoxiauBicTh 0€31E€UYHOrO MOJENIOBAHHS CIie-
HapiiB «what-if» amst ontumizanii mepexi. Kondiryparii, mpotokonu 4u mapa-
METPH pO3TallyBaHHS 0A30BHX CTaHIIM MOXYTh TECTyBaTHCS Ha LIU(PPOBOMY
IBIHUKY 0e3 PH3HKY Ul peabHOI MEpexi, 0 JO3BOJISE 3a3Jaleriny oouparu
omTtuMaIkHi pimenss [9, 11, 12].

BucHoBku. TexHomoris nupoBrUX IBIHHUKIB TEIEKOMYHIKAIHHUX Me-
pex 3abe3medye mepexin Bif TPaTUIIHHOTO PEaKTUBHOI'O KOHTPOJIO JO TOB-
HOIIIHHOTO TIPOAaKTUBHOTO YIIpaBNiHHA HanifHicTI0. [lo€qHaHHSA aKTyambHOI
nrdpoBoi MoseNi Mepexi 3 aHAJITHYHUMH IHCTPYMEHTAMH JIa€ 3MOT'y CBO€YAC-
HO BUSIBIISITH IIPUXOBaHI BIIXWJIEHHS y poOOTI BY3JIiB, HPOTHO3yBaTH PO3BUTOK
KPUTUYHUX CHUTYaIlill Ta OI[HIOBATM HACHIJKH PI3HUX TEXHIYHUX pilleHb Oe3
BTPy4YaHHS y peajbHy IHQPacTpykTypy. 3aBAsSKH IbOMY 3HIDKYETHCS
HWMOBIPHICTh aBapifHUX BIZIMOB, CKOPOYYETHCS Yac MPOCTOIB 1 IiIBUILYETHCS
CTa0UIbHICTD HaJJaHHS MOCIYT y CKJIQJHUX Ta JUHAMIYHUX YMOBaX.

[Mopanpmmii po3BUTOK TEXHOJOTII Nependadae CTBOPEHHS OUIBII TOYHHX
MoJIeNiel MOBEIHKA MEPEXi, YIOCKOHAICHHS METOAIB IPOTHO3YBAHHS HAa OCHOBI
ML/AI Ta BIpOBa[pKEHHS €UHUX CTAHAAPTIB OOMIiHY JaHMMH MDK (Di3HYHOIO Ta
mudpoBoro Mepekero. OKpeMIM 3aBIaHHAM € 3a0e3nedeHHsT KidepeTiHkocTi camoi
mwiatgopmu 1UpPOBOTro BIMHKMKA, OCKUIBKM BOHA CTa€ KPHTHYHUM EJIEMEHTOM
cucteMu ympapiiHHsa. CyKyIHICTh IMX HanpsiMiB (opMye HiOrpyHTsS i BIPO-
Ba/PKCHHSI BUCOKOPIBHEBHX IHCTPYMEHTIB MIATPUMKH pIillleHb, 37[aTHUX 3a0e3Meyuu-
TH JIOBIOCTPOKOBY HAJIIHHICTB 1 3aXHMIIEHICTh TEJIEKOMYHIKAI[IHHUX CUCTEM.
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JOCIIKEHHSA APXITEKTYPU ITPOI'PECUBHOTI'O
BEB3ACTOCYHKY OCBITHbBOI'O XABY 3 IHTEI'PALLIIEIO
TEXHOJIOTTM IITYYHOI'O IHTEJIEKTY

Maxkcum I'OJITHKA, Oasra CMOTP
Jlvsiscokutl deporcagrutl yHieepcumem Oe3neKu HeummeoisibHOCmi

Abstract. The paper examines the features of designing and developing an intelli-
gent educational hub based on Progressive Web Application (PWA) technology. The ad-
vantages of PWA for ensuring accessibility and autonomy of the educational process are
analyzed. Architectural solutions are proposed for integrating artificial intelligence mod-
ules that provide personalization of learning, content adaptation, and intelligent user
support.

Keywords: PWA, artificial intelligence, personalization, adaptive learning, web
technologies

Anomauia. ¥ pobomi pozenanymo ocoonueocmi npoeKmy8ants ma popooKu iH-
MeneKmyanbHo2o 0ceimubo20 xaby na 6azi mexuonoeii Progressive Web Application
(PWA). Ipoananizoeano nepesacu PWA 0nsa 3abe3neuenns 00CmynHocmi ma asmoHOM-
HOCMI HABUATILHO20 Npoyecy. 3anponoHosano apXimekmypHi piuieHHs 01 inmeepayii
MOOYNi6 WMYYHO20 iHmMeNeKmy, AKi 3a0e3neuyiomy nepcoHanizayilo HaguanHsa, aoanma-
Yi10 KOHMEHMY ma IHMeEIeKMYaibHy NIOMPUMK) KOPUCTTYBAYIE.

Knwuoei cnosea: PWA, wmyunuii inmenexm, nepcoHanisayis, adanmuene Ha-
8UAHH5, 6€0-MEXHONO02II.

CrpiMKHiA pO3BUTOK LU(PPOBUX TEXHOJOTIH Ta mMepexin M0 3MIlaHuX
(¢hopM HaBUaHHA aKTyalli3yIOTh MOTPEOy Yy CTBOPEHHI THYYKHX, HOCTYIHHX Ta
epektuBHUX ocBiTHIX mardopm. CydacHi CHCTEMH YNpaBIliHHS HaBYAHHSIM
YacTO MalOTh BUTJISJ TPOMI3AKHX BeO-CalTIB, sIKI HE 3aBX/H 3pY4HIi JJIsl BUKO-
PHUCTaHHS HAa MOOUTBHUX MPUCTPOSX, a00 X BUMArarTh po3poOKH OKpEeMUX Ha-
THBHHX JOJATKIB I pisHMX omepariiaux cucrteM (i0S, Android), mo minBu-
LIye BapTiCTh MIATPUMKH NPOAYKTy. BopHowac, craTWyHuWil Xapaktep mojadi
MaTepialy B TPaJUIIHHUX CHCTEMaX HE BPaXOBY€E IHAWBITyaIbHUX OCOOIUBOC-
Teit 3m00yBaviB OCBITH, IO 3HIKYE €(PCKTUBHICTH HABUYAHHS.

BupimensasiM 1iux mpoOiieM € po3poOKa IHTENEKTYAIbHOTO OCBITHROTO
xa0y y ¢opmari nporpecuBHoro Be6-3actocyHky (Progressive Web Application,
PWA) 3 iHTerpoBaHMMH MOKXIHBOCTSAMHE IITy9HOTO iHTeNekTy (L) ms mepco-
Hami3alii B3aemoii. Metoto 11iel poOOTH € TOCHTIHKEHHSI 0COOIMBOCTEN MPOEK-
TyBaHHS apXITEKTypu Ta MOTpeOd KIOYOBHX (PYHKIIOHANBHUX MO>KIJIMBOCTEH
TaKOI CUCTEMH.

Texunonoris PWA moennye B cobi Hallkpamli pucu BeO-CaiTiB Ta HATHUB-
HHUX MOOUTbHUX JoaaTKiB [1,2]. [yist ocBITHROTO Xaly 1ie HaJa€ HU3KY CTpareri-
YHHX IIepeBar:



«[HO®OPMAILIMNHA BE3IIEKA 63
TA IHOOPMAIIMHI TEXHOJIOTI Ti»

» Kpocnaiam@opmmicms: 3aCTOCYHOK pO3pOOISEThCA 5K €IUHUN BeO-
pecypc, KU KOPEKTHO TIpaIfoe Ha OyAb-IKHX HMPHUCTPOSX (cMapTdo-
HH, TUIAHIIETH, IECKTOIN) Yepe3 Opay3ep, He BUMaraloiu pO3MIillleHHs
B MarasuHax aojaatkis (App Store, Google Play).

= Poboma 6 ogh-natin-pesrcumi: 3aBISKA BUKOpUCTaHHIO Service Workers,
OCBITHIlf Xab MO’Ke KelIyBaTH HaBYalbHI Marepianu (TEeKCTH, 300pa-
JKEHHSI, TECTH), JO3BOJISIIOYM CTYIEHTaM IPOJOBXKYBAaTH HaBYaHHS Ha-
BiTh 32 BIJICYTHOCTi CTaOUIBHOTO IHTEpHET-3’€AHAHHS, 110 € KPUTHYHO
BaXJINBUM B YMOBaX HECTaOUTFHOTO 3B SI3KY.

» [llguokodis ma sanyyenicms. PWA 3aBaHTaXyIOTbCS MHTTEBO Ta MIAT-
puMyOTh push-CHOBIIIEHHS, IO J03BOJISE ONEPAaTHBHO iHPOPMYBATH
KOPHCTYBaYiB PO HOBI 3aBIAaHHS, 3MIHH B PO3KJIA/l UM [eIaiHU, TiI-
BHIIYIOYH PIBEHD 3ATYyIEHOCTI.

M#u mpomnoHyeEMO PO3pOOHUTH Xa0, KITFOYOBOIO IHHOBAIIIEIO SIKOTO Oy/e Bi-
JX11 BiJl CTATHYHUX HABYAIGHHUX IPOrpaM JI0 JUHaMIYHOI reHepaiii KOHTEHTY
3a momoMoroio Benukux MoBHHX moneneit (LLM), 3oxpema Google Gemini, y
MOEHAHHI 3 EKOHOMIYHOIO MOJICJUTIO MOTHBAIIl. ApXIiTeKTypa CHCTEMH Mepe/I-
6avae BIIPOBAHKEHHS MOJYJIsl TeHEPATHBHOTO HABYAHHSL.

IMpu apxitexktypi 3 Mojylem reHeparuBHOro HaBuanus (Al-Driven
Learning), Ha BigmiHy Bix Tpagumiiiaux LMS i3 ¢ikcoBannM HabOpoM KypCiB,
CHCTEMa HaJa€ KOPHUCTYBAa4yeBi MOBHY CBOOOAY y BHOOpI MpEeaIMETHOT 001acTi.
Anroput™ poboTH 0azyeThbes Ha 3anmuTi KopuctyBada (Hampukian, «Kibepoes-
mekay abo «lcTopis Ko3amnTBay), sskuit 00poobseTscs uepe3 APl Google Gemini.
I mMutTeBO hopMye MepcoHANI30OBAHUA TCOPETHUHHI MOMIYJb, CTPYKTYPOBa-
HUH JUIsl JIETKOTO CIIPUUHSATTS, Ta aBTOMAaTHYHO T'eHepye YHIKaJIbHUI HaOip Tec-
TOBUX 3aBHaHb (KBi3) TS MIEPEBIpKU 3aCBOEHHA caMme [Iporo Matepiany [3,4]. Lle
MEePeTBOPIOE MIaT(opMy Ha «HECKIHICHHHUI TeHepaTop» OCBITHROTO KOHTEHTY.

Jlns 3abe3neyeHHs MBHIKOTO cTapty (onboarding) Ta moKpuTTs GyHma-
MEHTaJIbHUX JUCLHIUIIH y CHCTEMY, SK PABHJIO, IHTErPyHOTh CTATHYHI, ITOTIepe-
IHBO po3poOiteHi KypeH (30KpeMa, 3 yKpaiHChKo1 MOBH Ta icTopii Ykpainu). Lle
JIO3BOJISIE TIOEJIHATH HAAIHHICTh MEePEeBIpEHNX aKaJeMIYHHUX MPOrpam i3 THyYKic-
TI0 Al-TeHeparii.

Jlns migBuImeHHs MOTHUBAIIi 3100yBadiB OCBITH, Ha HAIIy AYMKY, JOpeY-
HO BIpOBaauTH cucreMy «Pusnk Ta Bunaropoma». To0To, reiiMidikyBatu mpo-
IleC HaBYaHHS 4epe3 BHYTPIUIHIO €KOHOMIKY, BUKOPHCTaTH TaKi MiAXOAHM, SIK
MeXaHiKa OIIHIOBaHHS, MarasuH Bay4epis Tomo. ToOTO BUKOPHCTATH TaK 3BaHy
eKoHOMIuHy MoJienb reiimidikamii (Risk & Reward):

®  [paBWIBHI BIINOBIiAI HA TECTYBaHHAX MPUHOCITH Oanu (BipTyalbHY Ba-
JIOTY), TOAIL SIK HOMMJIKU IPU3BOATE 10 iX BTpatH. Lle cTumymoBarume
CTYZIEHTA BiIIOBINAIEHO CTaBUTHUCS A0 BIIIOBiNEH, a HE BraayBaTH ix;

"  HaKONMYEHI 3HaHHS KOHBEPTYIOThCS y peayibHi Onara. PeamizyBatu Mo-
Iyib «Marasuny, e KOPHCTYBad MO)KEe OOMIHSITH 3apoOiieHi Oamu Ha
MIPOMOKO/I 200 3HMKKH Bifl TAPTHEPIB IIATPOPMH.
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OcobucTnii kKabiHeT KOpUCTyBauya BHCTYHAaTUME HEHTPOM MOHITOPHHTY
mporpecy. BiH BKIOYaTHMe CTaTUCTHKY YCHIIIHOCTI 3a T€HEPOBaHUMH Ta Oa-
30BUMH MOJYJISIMH, ICTOPIiIO MPOXO/PKEHHS TECTIB Ta CTaH «BIPTYaJIbHOTO rama-
HI. 1le 103BONHUTE KOPUCTYBAYCBI BIICTEIKYBATH KOPEIALIIO MK 3400yTHMU
3HAHHSMH Ta OTPUMaHHMH BHHArOPOJaMH.

3acTOCYHOK peali3oBaHHi SIK MPOTpecuBHUM BeO-3acTocyHOK (PWA) 3a-
Oesmneuye KpoCIUIaTPOPMEHHICTh Ta JMOCTYMHICTh. Backend-yactuHa BucTymae
MTOCEPEHUKOM MK KIIIEHTCHKHMM iHTepdeiicom Ta Google Gemini API, 3a6e3-
MEYYI0YX BaNliTaIifo 3amuTiB, 30epekeHHs icTopii reHepamii y 6a3i maHuWX Ta
00poOKy TpaH3akLiil y BHYTpilIHIN cucTeMi OaniB. Taka apxiTekTypa H03BOJIHUTH
MIHIMI3yBaTH HaBaHTaXEHHS Ha KIIIEHTCHKUHA MPHUCTPIiH, HIEPEHOCSIH 00UHCITIO-
BaJIbHI IIPOIIECH TeHepaIlil KOHTEHTY ¥ XMapy.

BucnoBku. Po3po6ka PWA-xa0y 3 inTerpauniero Google Gemini 103Bo-
JISiE CTBOPUTH TPUHLIMIIOBO HOBUIT (popmat camoocBith. [ToenHanHs HeoOMexe-
HOI reHepalii HaBYaJIbHUX MaTepialliB 3 irpOBOI0 €KOHOMIKOIO BHPIIIYE JIBi T'O-
JIOBHI TIPOOJIeMH OHJIAHH-HABYAHHS: HEAKTYalbHICTh KOHTEHTY (BHUPILIIyeTHCS
TeHEepalliel0 «Ha JIbOTY») Ta HHM3bKY MOTHBAIIO (BHPIMIYETHCS MOXKIJIMBICTIO
MOHETH3allil 3HaHb uepe3 Baydepu). CHcTemMa HE IPOCTO HABYa€, a CTBOPIOE
IHTepaKTHBHE CEPEOBUILE, /I 3HAHHS CTAIOTh aKTHBOM.
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IH®OPMAIIMHI TEXHOJIOI'TI YIIPABJIIHHSI PECYPCHUM
3ABE3NEYEHHSM PATYBAJIbHUX MMIAPO3ALIIB Ob’€ETHAHUX
TEPUTOPIAJIBHUX I'POMAJI B YMOBAX BIMHHA

Poman TOJIOBATHM, Hecrop TOIIH
Jlvsiscobkutl deporcagnutl yrigepcumem Oe3neKu HeummeoisibHOCmi

Pozensanymo KoHyenmyanvHi 3acadu CmeopeHHst ma npoeaolcentst inpopmayii-
HUX MeXHONo2It YNpAaGNiHHi pPecypCHUM 3a0e3nedeHHIM PAmYBalbHUX niopo30inie
006 eonanux mepumopianohux epomad (OTI). Axyenmosano yeazy Ha 0co6IUBOCTISX
DYHKYIOHYBAHHS CUCEMU YUBLILHO20 3AXUCIY 8 YMOBAX GIliHU MA HeoOXIOHOCMI yugh-
posizayii pecypcHo2o naanysanHs OJist NiOSUWEHHSI CMIIKOCMI MiCYesux 2pomao.

Knrwuosi crosa: ingopmayiiini mexnonocii, pecypche 3abesneuents, yusiivHuil
3axucm, Ha036UYAUHA CUMYAYisl.

The abstracts consider the conceptual principles of creating and implementing
information technology for managing resource provision of rescue units of united territo-
rial communities (UTCs). The focus is on the peculiarities of the functioning of the civil
protection system in war conditions and the need to digitize resource planning to in-
crease the resilience of local communities.

Keywords: information technology, resource provision, civil protection, emergency.

Pedopma nenenrtpanizanii Ta creopennst OTI cipusiin po3BUTKY Miciie-
BOTO CaMOBPsAYBaHHsI, aje BOJHOYAC BUCYHYJIM HOBI BUMOTH LIOJO0 OpraHizamii
UBUIBHOTO 3aXHMCTy. 3akoHOM Ykpainu «IIpo wmicneBe camoBpsiiyBaHHS B
VYkpaini» [2] Ta ct. 19 Konekcy nuBineHoro 3axucty Ykpainu (Koxexc 113) [1]
BHM3HAYCHO MMOBHOBAXCHHS OPTaHIB MiCIIEBOTO CaMOBPSAyBaHHSA y cepi oprasi-
3amii 3aX0/iB MUBITFHOTO 3aXHCTY, 3aXUCTy HACEIEHHS 1 TEpUTOPIil Bif MPpHUPO -
HUX Ta TEXHOTCHHUX 3arpo3, pearyBaHHs Ha HAJA3BUYAIHI CUTYAIlil Ta JTiKBigamii
1X HACIHIAKIB, 3a0€3MECUCHHS IMMOXKEXKHOI Oe3rekd, (PYHKIIOHYBAHHS IOXKEXKHO-
paTyBanbHUX Hinpo3aitie MIIO ta no6poBinpHOI noxexHo1 oxoponu ([II10).

Jlo OCHOBHMX MOBHOBa)XKE€Hb OPraHiB MICIIEBOTO CaMOBpSIyBaHHS 0a30-
BOTO PIBHS BiJIHECEHO 3a0e3IEUeHHs TaciHHS MOXEeXK, IO Nepeadadae moaainb-
IIMIA PO3BUTOK Ta IIIBHUINEHHS 00€3IaTHOCTI BXKE ICHYFOUHX Ta CTBOPEHHS HO-
Bux miapo3autie MIIO, 3areepmrennx Konremniiero pehopMyBaHHS MiICIIEBOTO
CaMOBpSAyBaHHS Ta TEPUTOPIaIbHOI OpraHizamii BIamgu B YKpaiHi, cXBaJeHOI
posnopsupkeHHsM Kabinery MinictpiB Ykpainu Bix 01.04.2014 poxy Ne 333-p
[4]. YnockonaneHHs moTpebye TakoXK CHCTEMa OpraHizamii Ta 3a0e3nmedeHHs
[UBUIEHOTO 3aXKCTYy Ha BINIOBITHUX TEepUTOpisSX. BimmosimHo 1o crarri 26 3a-
koHy Ykpainu «IIpo MicueBe camoBpsimyBaHHS B YKpaiHi» [3] 10 BHKIIIOUHOT
KOMIIETEHIIIi CIJIbCHKUX, CENUIIHUX, MICBKHX PaJ] BITHECEHO MUTaHHS CTBOPEH-
Hs BIIIOBITHO /IO 3aKOHOJIABCTBAa KOMYHAJIBHOT aBapiiHO -PATYBAIBHOT CITYXKOU.

BiitHa cyTTeBO ycKIagHWIIA TiSIBHICTH pATYBaIbHUX minpo3ainis OTT,
30KpeMa depe3 pi3ke 30UTbIIEHHS KiTbKOCTI HaI3BHYAWHUX TMOMINA, CIIpUYHHE-
HUX OOWOBHMH [isiMH, TOTpeOy y MIBHAKOMY IMOIOBHEHHI pecypciB (ManuBo,
TeXHIKa, 3aXUCHE CIIOPSIKEHHS, IHCTPYMEHTH ), 3pOCTaHHS BUMOT JI0 JIOTICTHKH,
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MOOUIBLHOCTI Ta KOOpAUHALI], pyHHYBaHHS iHPPACTPYKTypH, 110 NOTpeOye ome-
PaTHBHOTO pearyBaHHs Ta BiTHOBJICHHs Ta HEOOXIAHICTh B3aEMOJII 3 BiHChKO-
BUMH IIPO3/AUIaMH Ta T'yMaHITaApPHUMH CITyKOaMH.

[MoTpeba BuKOpUCTaHHS CydacHHX IH(GOPMalLiifHUX TEXHOJOTIH B cdepi
pecypcHoro 3abe3neuenns minpo3ainie JJCHC 3pocna B ymoBax mOBHOMACIITA0-
HOI BIiHW, KOJM TPOMAaI{ CTHKAIOTHCS 3 TIOCTIHHAME pU3HUKaMH, OOCTpilamH,
pYHHYBaHHSM KPUTHYHOI iHOPACTPYKTYpH Ta HEOOXITHICTIO MIBHIKOI KOOPAMHA-
mii cwi. EQextuBHICTE poOOTH pATYBaJBHUX MIAPO3AUTIE 3HAYHOIO MIPOIO 3aie-
KHTh BiJ] SKOCTI IM(POBOrO YIpaBIiHHSA pecypcamu. [HdopmariiitHi TexHomorii
JIO3BOJISIIOTH OTIEPATUBHO BiJICIIIKOBYBAaTH HAsBHI 3allacH, YXBaJIOBAaTH LIBUAKI
YIPaBIIHCBHKI PILIEHHSI Ta KOOPIAUHYBATHU JIOIIOMOTY MK IPOMaJiaMu, 1110 0co0Iu-
BO BaXXJIMBO B YMOBaX 0OMEXEHHX PECYPCIB Ta BUCOKOT IMHAMIKHU MOIIH.

Indopmauiiini TexHoOril y chepl HUBUILHOTO 3aXHUCTY BKIIIOYAIOTh:

= iHTerpoBaHy 0a3y JaHWX PEeCypcCiB;

® MOJIyJi MOHITOPUHTY Ta aHATITUKH;

= QIIEKTPOHHUH OONIK TEXHIKH i CIIOPSIKECHHS;

= reoiH(OopMAIliifHY CKIIAIOBY IJIs TUIAHYBAHHS 1 pearyBaHHS,

" CHCTEMY yNpaBJIiHHA IHIWAEHTAMH B PEaIbHOMY 4aci.

OuikyBaHi repeBaru iHpOpMaIiifHUX TEXHOJIOTH YIpaBIliHHS pecypcamu
" [OKpPAIICHHS MPO30POCTi T KOHTPOJIHOBAHOCTI MPOLIECIB pecypc-
HOTO IUIaHyBaHHS,

= CKOPOYCHHS Yacy pearyBaHHS Ha HaJ3BHYaiiHI CHTYaIlil,

® ONTUMIi3alis BUKOPUCTAHHS OIOKETHUX KOIITIB;

® TIiIBUIICHHS CTIHKOCTi TPOMA IMif] Yac BOEHHUX IIiif;

" MOXIIMBICTB POTHO3YBaHHS PECYPCHHUX HOTPEO Ta PH3HKIB;

= skicHa koopauHauist Mbk OTT, JICHC Ta BificbKOBUMH CTPYKTYpaMH.

3anpoBa/UKEHHST CyJacHUX IH(QOpMamifHUX TEXHOJIOTIH yIpaBIiHHS pe-

CYpCHHMM 3a0e3neyeHHIM pTyBanbHUX miapo3aiuniB OTI € KpUTHYHO BaXKITUBUM
JUTs 3a0e3MeUYCHHsT OC3MeKH HACEICHHS B yMoBax BiiiHH. CucteMHa nudposiza-
uist cripusie edekTUBHINA opraHizaiii pearyBaHHs, ONTHMi3allii MarepialbHO-
TEXHIYHUX pecypciB Ta popmyBanHIO cTiikux rpoman. ocein xpain €C B op-
rarizanii Ta gismeHOCTI AI1O Takox geMoHCTpye, mo YKpaiHa moTpedye BIOC-
KOHAJICHHS CHCTEMH 3a0€3IEUEHHS TTOKEKHOT OE3TIEKH.
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IH®OPMAIIIIMHI TEXHOJIOT' T YIIPABJIIHHSI IPOEKTAMUA
(HA TIPUKJIAJI CTBOPEHHSI CAUTY «HI'Y TABPISI XEPCOH»)

Amnacracia TOPJJIEHKO
JIvsiscokuti OepoicasHuil yHisepcumem Oe3nexu scummeoisiibHocmi, M. Jlveie

Anomauia. Y pobomi po3enaHymo 3acmocy8anHs iHOOPMAYIUHUX MeXHOA02ill
nio yac cmeopenus caumy gymoonvrozo kiyoy «HI'Y Taepis Xepcowny. [Ipoananizoeano
emanu NIAMy8anHs, pO3poOKU, mecmyeanus ma niompumxu npoexmy. Iloxkaszano, Ak
cyvacui 6ebmexnonocii i memoou ynpasninms npoekmamy 00nomMazaiome epexmugHo
peanizogyeamu Haguanvui IT-npoexmu. Kniouosi cnoea: ynpaeninna npoexmamu,
6e6pospobka, IT, caiim, pyméon.

Annotation. The paper examines the use of information technologies in creating
the “NGU Tavria Kherson” football club website. Planning, development, testing, and
maintenance stages are analyzed. The role of modern web technologies and project man-
agement methods in effectively implementing educational IT projects is demonstrated.
Keywords: project management, web development, 1T, website, football.

Cyuacui iH(dopMariifHi TexHONOTii BiIrpalOTh KIIOYOBY pOIb Y
peanizanii Ta ynpaBiiHHI MPOEKTaMH Pi3HOTO piBHA ckiagHocTi. HaBith cTBO-
PCHHSI HEBEJIMKOTr0 BeOcailiTy morpedye peTesbHOro IIaHYBaHHS, BU3HAUYCHHS
(YHKITIOHATBHUX BUMOT, PO3MO/LTY 3aB/laHb, BUOOPY IHCTPYMEHTIB i KOHTPOJITIO
3a pe3yabTaToOM.

[Mpuknanom 3acrocyBanHs [T y HaBUaJIbHOMY IPOEKTHOMY MEHEIDKMEHTI
€ po3pobka caiity pyrbonsHoro kirydy «HI'Y Taspist Xepcon». MeToro mpoek-
Ty OyJI0 CTBOpPEHHS IHTEPAaKTUBHOTO pecypcy IUis (aHiB, TPaBIiB Ta TPEHEPiB
KOMaH/IY, 110 JI03BOJISIE OTPUMYBATH aKTyaJIbHI HOBHHH, MEPErJIsaTi PO3KIIaJ]
MAaT4iB i CTATHCTUKY KOMaH/IH, a TAKOX CIIUIKYBaTHUCS MDK c000¥0.

[TpoekT peani3oByBaBCs y KUIbKa €TalliB: IUIAHYBaHHS, pO3poOKa 1u3aii-
HYy, CTBOPEHHS CTPYKTYpH CalTy, TeCTyBaHHS (YHKIIOHAJTy Ta IOJaJblla
miarpuMKa. Takwid MiAXix JO3BOJHMB CHCTEMAaTH3yBaTH pOOOTY Ta YHHKHYTH
MOMMUJIOK y TIPOIIEC CTBOPCHHS PECypCy.

Ha erani miaHyBaHHS BW3HAYal WCh IIUIi caliTy, WOTO ayauTopist Ta
cTpyKTypa. byno nmpoBeneHo aHaii3 nmorped KOpUCTYBadiB, BA3HAYEHO HalBaX-
JUBIMI po3nimn Ta ¢yHKOil. Tako)X BCTAaHOBIIOBAIHCH MPIOPUTETH MIOI0 KOH-
TEHTY, IU3aiHy Ta IHTEPAaKTUBHHUX EJIEMEHTIB.

Po3pobka nu3aifHy BKIIOYalia CTBOPEHHS 3pydHOTO iHTepdeicy, amar-
TUBHOCTI Ta JoriuyHoi Hairamii. s mporo 3actocoyBamucs HTML, CSS, Ja-
vaScript ta ¢peiimBopk Bootstrap, 1o 3HauHO MPHUIIBUAIINIO TPOLEC CTBOPEH-
HSl 30BHIIIHBOTO BUTILIY.
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TecTyBaHHS CaliTy JO3BOJIIO MEPEBIPUTH HOTO poOOTY Ha Pi3HUX MPH-
CTposiX, Opay3epax Ta IHTEpHET-IIBHAKOCTSX. Ilicns 3aBeplIeHHS TeCTYBaHHS
caiiT OyB 3amyIleHNH Y BIIKPUTHH TOCTYII.

[TinTprMKa pecypcy BKJIIOYAa€ OHOBIICHHS! HOBHH, ()OTO, BiJIEO Ta PE3YIIb-
TariB Mar4iB. TakoX 3MiHCHIOETBCS KOPEKIis CTPYKTYpH Ta JU3aiHy Y
BiOMOBIIs Ha TOOAKAHHS KOPHCTYBAYiB.

PoGoTa Ham mMpoeKTOM BHKOHYyBanacs 3a npuniuunamu Agile, mo no3so-
JIAIIO OTIEPATUBHO pearyBaTd Ha 3MIiHH Ta IMOKpamlyBaTH (yHKIiOHaJ. 3acTocy-
BaHHs KaHOaH-JOIIOK Ta IHIIMX IHCTPYMEHTIB IJIaHYBaHHS 3HAYHO MiJIBUIUIIO
e(eKTHBHICTH pOOOTH.

CrBopenns caiity «HI'Y Taspis Xepcon» Iallo MOXJIMBICTH 3100yTH
NpaKTHYHI HABUYKHK Y Taly3i BEOPO3POOKH Ta YIPaBIIHHS [TPOEKTAMH, a TAKOK
CTBOPUTH KOPHCHHUH Pecypc, SIKUil BHKOPHUCTOBYETHCS PEATFHOI0 KOMaH/0IO.
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HNEPCIIEKTUBHU 3ACTOCYBAHHS MAIIMHHOI'O HABYAHHS
JJI BUABJIEHHA BTOMHU POBITHUKIB Y BY AIBHUILITBI
3 METOIO NIPO®IJIAKTUKU TPABMATU3MY

Irop I'YI3EJISIK, Onexcanap XJIEBHOM
Jlvsiscorutl deporcagnutl yHieepcumem Oe3neKu HeummeoisibHOCmi

byniBenbHa ranysb € OJHIEIO 3 HAWOUTBII TPAaBMOHEOE3IIEUHHX Y CBITI, JIe
HIOPIYHO (IKCYIOTHCS MUTBHOHHU IHIIMACHTIB, MOB'SI3aHUX 3 JIIOACBKHM (DakTo-
poM, oOagHAHHSAM Ta 30BHINIHIMH YMOBaMH, i BTOMa pOOITHUKIB Biirpae Kpu-
TUYHY POJIb Y BUHUKHEHHI IUX MPoOIieM, cripuduHsoun 10 30 BIACOTKIB yCiX
HENIaCHUX BHIAJKIB Yepe3 3HIKEHY KOHLCHTpALII0 YBard, YIOBUIEHEHY peakx-
miro Ta (Gi3MYHI TOMUIIKY, TaKi SK MAJiHHSA 3 BACOTH YHM HEMPABIIbHE TOBOJ-
JKEHHS 3 IHCTpyMeHTaMHU. BToma, sk (i3udHa, Tak i KOTHITHBHA, HAKOTINYYETHCS
Yyepes TpUBaJIi 3MiHH, BaXKY (i3WUHY IIpallto, HECIIPUSATIHMBI IIOTOHI YMOBH Ta
TICUXOJIOTIYHHMH CTpeC, 0 OCOOIMBO aKTyaJIbHO I OyNIBHHMLTBA, JIe POOITHU-
KM 4YacTo MpalolTh y AWHAMIYHUX CEpeJOBUINAX 3 BHCOKMM pu3ukoMm. Tpa-
TUITIHI METOM BUSBICHHS BTOMH, TaKi sIK Cy0'€KTHBHI ONUTYBaHHS 4Yd Bi3y-
IbHUN KOHTPOJb, € HEe(DEKTHBHHUMH Yepe3 iXHIO CYO'€KTHBHICTb, HECTady
00'€KTUBHOCTI Ta HEMOXKJIUBICTh PEATBHOIO YaCy MOHITOPHHTY, IO IPH3BOIUTh
JI0 PEaKTHBHOTO MIAXOXIy 3aMicTe mpodimaktuaaoro. Came TyT MalliHHE HaB-
YaHHS BIJKpUBA€ HOBI MOXKJIMBOCTI, O3BOJIIIOUN aHANII3yBaTH JaHi 3 HOCHMHUX
MIPUCTPOIB, TAKMX SIK IHEPIiHHI BUMIPIOBAIBHI MOAYJ Y CEHCOPH ITYJbCY, IS
ABTOMAaTH30BAaHOTO BHUSBJIEHHS O3HAaK BTOMHM Ta 3amoliraHHs TpaBmaM. Harn
orysii C(OKYCOBAHO Ha 3aCTOCYBaHHI aJTOPUTMIB MAIIMHHOTO HAaBUAHHS JUIs
00poOKHM JTaHMX 3 aKCelepOMETpiB, T'ipOCKOINB Ta OIOMETPUYHI CEHCOpIB, sKi
JO3BOJISIOTH BiICTEXKYBAaTH PYXH, CEPIIEBHH PUTM Ta iHII (i3i0JIOTIYHI MOKa3-
HUKH B pealbHUX YMOBAaxX OyIiBelIbHUX MailTaHIHKIB.

Ornsg JiTepaTyp TMOKasye, IO BIPOJOBXK OCTaHHIX POKIB, 30KpeMa 3
2023 mo 2025, croctepiraeThcs 3pOCTaHHS IHTEPECY M0 IHTETpallii MAITHHHOTO
HaBYaHHS 3 HOCHMHMH TEXHOJIOTISIMH JJI MOHITOPHHTY BTOMU B BUCOKOPHU3H-
KOBHUX Tajy3siX, BKJIIOYaouu OyIiBHHUITBO, J€ BTOMA MOB'S3aHa 3 IEPEBUILCH-
HAM (i3MYHMX HAaBaHTaXXEHb 1 NPU3BOIUTH /O 3HW)KEHHS HPOJYKTHBHOCTI Ta
BUHHUKHEHHs aBapiifl. OJHUM i3 MOMYIAPHUX HANPSMKIB JOCHIHKEHb € MOX-
JIUBICTE BUSBJIEHHS IHIMIEHTIB, ONMM3LKUX JO HEIIACHUX BUIIAJKIB, Ta OL[IHKH
(hizmuHOT BTOMH cepen OyAiBEIbHUKIB 3a JOMOMOTOI0 HOCUMHUX CEHCOPIB, MPH-
JaTHUX I OyaiBenbHHX POOIT, e MaHi 3 akcelepoMeTpiB Uit kiacupikamii
pIBHIB BTOMH, MOXYTb BHSBISATH 3MIHH y pyXax, 30KpeMa ymoBimbHeHH:S. Taki
JOCIIDKeHHS MIIKPEeCTIOTh NepeBard BUkopucranus IMU-ceHcopis, iHTErpo-
BaHMX y 3aXHCHHI OJSAT, JUI PEajbHOTO Yacy OLIHKH, JIe MOJEINI TUITY BUIa KO-
BOTO JIicy Ta HEHPOHHHUX MepeX 0OpoOIsIM NaHi MPO NMPUCKOPEHHS Ta KYTOBI
LIBUJKOCTI, JO3BOJISIIOYM ITPOTHO3YBATH PHU3MKW MaaiHb 4M ynapiB. Okpemoi
yBaru TaKOXK 3aclyrOBYIOTb POOOTH, OpPIEHTOBaHI Ha BOJIiB, IO aHANI3yIOTh
COHJIMBICTh Yepe3 TeKcT-t0-image ayrMeHTalliio Ta KOMITTOTepHuit 3ip. Moaerni
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Ha 6a3i YOLOVS ta YOLOI11 patore xiacudikyBatu craHM "TWIBHHHA" Ta
"COHJIMBHIA" Ha OCHOBI 300pa)keHb 0OJHYYs, TOCATAIOYN CEPEAHBOT TOYHOCTI 110
90% micns ayrMeHTalii JaHWX CHHTETHYHUMH 300pakeHHsMH. Tyt ciin
PO3IIISTHYTH MOJKIIUBICTh 0OpOOKH Bi3yalbHUX AaHUX, TEHEPOBAHHX 32 JIOTIOMO-
roro Midjourney, sike TO3BOJIUTH ITOIOJIATH OOMEXEHHS MaJINX JaTaceTiB pealb-
HUX (HOTO, TIOKPALIMBINY y3araJbHEHHS MOJENCH U1 Pi3HUX YMOB OCBITIICHHS
Ta 103 poOITHHUKIB, 1 IIe 0COOIMBO KOPUCHO UTS MPO(ITAKTHKA TPaBM, TOB's3a-
HUX 3 BTPATOIO YBArd IiJ] 4ac KEPyBaHHS TEXHIKOKO UM POOOTH HA BUCOTI.

3arajoMm cy4acHi JOCTDKEHHS B cdepi 3acTOCyBaHHS MAIIMHHOTO HaB-
YaHHS 17151 BUSIBIICHHS BTOMH POOITHHKIB y OyIIBHHUIITBI JEMOHCTPYIOTH KilbKa
KJIIOUOBHMX TEHJIEHLIH, 10 Bi0OOpa)aloTh Mepexil Bii TpaguLiiiHUX METOAIB
MOHITOPUHTY JI0 IHHOBAIIHHMX TEXHOJOTTYHUX pimeHb. [lepemycim, crmo-
CTepiraeTbcsi aKTUBHE BUKOPUCTAHHS HOCHMHX IPUCTPOIB, TAaKHX SIK CEHCOPH
JUT BUMIPIOBaHHS MPUCKOPEHHS, TUCKY Ta (i3i0JOTIYHUX ITOKAa3HUKIB, SKi 103-
BOJISIFOTH 30MpaTH aHi B peaJbHUX YMOBAxX Ipari 0e3 3HAYHUX MEepPeIIKo] I
poOitHuKiB. Lli mpucTpoi iHTETPYIOThCA B 3aXUCHUI oxar abo B3yTTs, 3abe3re-
YyIOYM HEIHBa3MBHHUH MIIXiM JO OIHKH (pi3WIHOT Ta KOTHITUBHOI BTOMH, IO
0COOJMBO BaXXIIUBO JUTSI TUHAMIYHUX CEPEIOBHIL OYIiBEIbHUX MalIaHIUKIB, 1C
(aKTopu Ha KIUTAIT TPUBAIMX 3MiH, BAXXKHX HAaBAHTaKCHb Ta 30BHIIIHIX YMOB
CIIPHSIIOTh HAKONMMYEHHIO BTOMH. AJITOPUTMH MAlIMHHOTO HaBYaHHS, BKIIIOYa-
oYM KiIacu(ikaTopu Ta HEHPOHHI Mepei, 3aCTOCOBYIOTHCS JUISl aHANI3y LUX
JAHUX Ta JO3BOJIAIOTH Kiacu(ikyBaTH piBHI BTOMHU Bii HU3bKOTO JI0 BUCOKOTO 3
JOCTaTHBOIO TOYHICTIO, IO TEPEBHIYE MOKIMBOCTI CY0'€KTUBHUX ONMHUTYBAHb
g OloMEXaHIYHUX MOJENCH, 1 CIIpHse paHHHOMY BHUSBJICHHIO PHU3UKIB, MTOB'I3a-
HUX 3 M'30BO-CKEIICTHIMH PO3JIaJaMH Y iHITHMH TPaBMaMH.

IIle oxHi€l0 MOMITHOIO TEH/CHIIIEIO € BIPOBA/DKCHHS MYIBTUMOJAIBHUX
MIXOMiB, JI¢ TOEAHYIOTBCS Ppi3HI THUNH JaHUX, HANpUKIAL, EICKTPO-
KapziorpadivHi, enekTpomiorpadidHi 4n enexrpoeHuedasorpadiuyHi CUrHamM 3
IHEepIIHHUMHU BUMIpaMH, JUIsl MiIBUIIEHHS TOYHOCTI ITPOTHO3YBAaHHS MOPOTIB BTO-
mu. Taxi riOpuHi MOZieNi JO3BOJISIFOTH BPAXOBYBATH sIK (DI3MYHI, TaK 1 KOTHITUBHI
acTieKTH, 3a0e3neuyoun OUTbIT KOMIUIEKCHY OIIHKY B BUCOKOPH3UKOBUX TaTY3sIX,
OJTHIETO 3 SIKUX € OyMiBHUITBO. JlOCTiKEHHS MiAKPECIIIOIOTh MOTEHIliall peaibHO-
TO Yacy MOHITOPHHTY 3a JomoMororo edge computing, mo MiHIMi3ye 3aTPIMKH B
00po011i maHux Oe3rmocepeHBO Ha MPUCTPOSX, POOISTIN CHCTEMH HPHIATHUMH
IUIS IPAKTUYHOTO BHKOPUCTAHHS HAa MalJIaHYMKax 3 OOMEKEHHM HOCTYIIOM JO
Mepexi. KpiM Toro, akiieHT poOUTECS Ha EpCOHAI30BAaHUX CHCTEMaX, sKi ajar-
TYIOTBCS 10 IHIMBIAYaJIbHUX OCOOJIMBOCTEH POOITHHKIB, TaKUX SIK piBeHb (hi3ny-
HOT MiZATOTOBKY YM THIT BUKOHYBAaHWX 3aBJaHb, HANPUKJIA/, MiTHOM BaHTAXIB YK
poboTa Ha BHUCOTI, IO CIPHSE CTBOPEHHIO TONEPEHKYBATBHUX MEXaHI3MIB, SIK
CHUTHAJIIU TIPO HEOOXIAHICTh MEPEPBHU Yepe3 CMapT-TIPUCTPOT.

Y KOHTEKCTi aJlTOpPUTMIB, TIOMYJISAPHUMH € METOAM, CTIMKi IO BEJMKUX 00-
CSTIB IJaHWX, TaKi K METOJ ONOPHUX BEKTOPIB UM aHcaMmOIli JepeB pillleHb, SKi
e(pEeKTUBHO CIIPABJISIFOTHCS 3 IIYMOM Ta BapiaTUBHICTIO CHTHAIIIB Y PEAlbHUX YMO-
BaX, X0oua IepeBaKHa JacTHHa poOiT Bce mie 0a3yeTbes Ha J1a00OpPaTOPHUX CHMY-
JSIisX. 3pocTae iHTepec JI0 MOJILOBUX BHIIPOOYBaHb, JIe MOJIENI TECTYIOTHCS Ha
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HEBEJIMKHX TPYyNax poOITHUKIB MiJ 4ac peabHUX 3aBJaHb, 110 JIONIOMArae BUSIB-
JSITH TEHJICHIIIT BTOMH 4epe3 aHali3 KIFYOBHUX XapaKTCPUCTHK PYXIB Y CIICK-
TpasibHUX mapameTpiB. OJHaK, TEHAEHLII TaKOX BKa3yIOTh Ha OOMEXEHHs, 30-
Kpema, 3aJIeXKHICTh BiJ] SIKOCTI JaHMX, YyTJIHMBICTb O apTe(akTiB BiJ 30BHIIIHIX
(haxTOpIB Ta TPYAHOLII 3 y3araJbHEHHAM MOJENeH depe3 Majli BUOIPKH, IO CIO-
HyKa€ JI0 PO3BHUTKY OUIBIINX IATAaceTiB Ta CTaHAAPTU3AIlil MiAXOMIiB. 3aramoM, mi
JOCIIDKEHHS IIIKPECIIOITh TEepexXi A0 NPOAKTHBHOI Oe3NeKH, e MalldHHE
HaBYaHHA iHTErpyerhbes 3 [oT Ui CTBOpEHHS CHCTEM, IO HE TUIBKU BUSIBISIOTH,
aie ¥ 3amo0iraroTh TpaBMam, MOB'I3aHUM 3 BTOMOIO, X04Ya MOBHE BITPOBA/HKEHHS
BUMAarae BHPILNIEHHS STUYHWX NHTaHb NPHBATHOCTI Ta ITIJBHINEHHS ITOSCHIOBA-
HOCTI MOJIE/ICH JUIsl 3pOCTAHHS IOBIPH CEPe]l CTEIKXOICPIB.

[Mepexoasun 10 BUKIHKIB, OJIHIEIO 3 OCHOBHHUX npoGiem € SIKICTh JTAHUX,
ocKinbku Qizionoriuni curnany, sk HRV uu EMG, uytnuBi 1o apredakriB Big
pPyXy, MOTOAW UM IHAWBIAyaJIbHUX BIIMIHHOCTEW — BiKY 4YM piBHSA (i3UYHOT
MATOTOBKA POOITHUKIB, IO MPH3BOIUTH A0 IIYMIiB Ta HETIOBHOTH IaTaceTiB. Y
OyMIBHULTBI II€ MOCHIIOETHCS NUHAMIYHUMH YMOBAaMH, J€ CEHCOPH MOXYTh
3MilTyBaTUCs, a 6aTapei po3psmKaTHCS Mix 9ac AOBrUX 3MiH. ETH4HI acrekTy,
BKJIIOYAIOYM NPUBATHICTE OIOMETPUYHHX JAHWUX, € KPUTUYHUMH, OCKUIBKU
NOCTIHHMK MOHITOPUHI MOX€ IOPYIIYBaTH INpaBa POOITHHKIB, a BiJCYTHICTh
nosicHroBaHoCcTI Mojienelt (black-box Al) 3HMXye NOBipY MeHEIKepiB Ta po -
cuimok. KpiM Toro, Opak BEIHKHX MYJIbTHMOMAJIBHHUX IaTaceTiB mjas OyIiB-
HUIITBA, JIe BTOMA 3aJISKUTh BiJ THITY poOIT (BUCOTHI, Ba)KKi BaHTaXi), YCKIa -
HIOE TPEHYBaHH: Mojenei, a trade-off Mk TOUHICTIO Ta 0OUHCITIOBATIFHOIO MTOT-
VKHICTIO YCKIIQJHIOE BIIPOBa/DKeHHS Ha edge-mpuctposix 0e3 iHTepHETYy. Y
BI3yalTbHUX MiIX0JaX CYTTEBUMH BHKIMKAMH € pi3Hi Bapiamii OCBITIICHHS Ta
OKJIO3il, 1[0 BHUMAaraloTh ayrMEHTalii, aJieé CHHTETHYHI JaHi MOXYTh HE II0-
BHICTIO BiITBOPIOBATH PEANbHICTh. 3arajioM, JOCIIHKEHHS PiIKO OXOILIIOIOTh
JIOBIOCTPOKOBI TECTH, (POKYCYIOUHCh Ha KOPOTKHX CECiiX, II0 HE BpPaxoBYE
XPOHIYHY BTOMY BiJl THXKHEBUX TpadiKiB.

[lomo mepcrieKTUBHUX HanpsIMKiB, MaiOyTHI poOOTH MOBHMHHI 30Cepe-
JUTUCS HA PO3pOOIi BENMKUX CIICIialli30BaHUX [aTaceTiB Il BTOMH B OyIiB-
HUIITBi, BKJIIOYAIOYM AHOTOBaHI JaHi 3 HOCHMHX IPHUCTPOIB IUIS Pi3HUX THITIB
poOiT, TaKMX SK BHCOTHI Omeparii 9v mixiioM BaHTaxiB, 3 iHTerpamiero loT mis
peanpHOTO Yacy BUsBIEHHs. Hampukian, mepcoHaizoBaHi Moeni Ha 6a3i cepiie-
BOTO PUTMY MOXYTh aJalTyBaTUCA JO IHAMBIAyadbHUX mpodimiB. [HTErparis 3
emerging TEXHOJIOTisIMH, K edge computing, 03BOIUTE OOPOOIATH aHi JOKaIb-
HO, 3MEHIIYIOYH 3aTPUMKH, a BUkopuctanHs XAl mizBunmrs goBipy. Kpim Toro,
riopuHi cucremu 3 BIM st Bizyanizanii puszukiB Ta AR 171st TpEHIHT'IB MOXKYTb
PO3IIMPHUTH 3aCTOCYBaHHS, a open-source iHCTpymeHTH mist ML y OymiBHMITBI
THOJIETIIATh BIIPOBAIKECHHS.

MoskHa MiICyMyBaTH, 110 3aCTOCYBAHHS MAIIMHHOTO HABYaHHS IS BUSB-
JIEHHS BTOMHM BiIKpHBA€ IUISIX J0 MPOAKTUBHOI OC3MEKH, 3HIDKYIOUH TPABMATH3M
Ta MIIBUIYI0YH e(DeKTUBHICTH Y OYIIBHHIITBI, alle BUMAarae MoJOJIaHHS BUKJIMKIB
Yyepes3 CTaHAApTH3ALLI0, €THKY Ta pealbHi TECTH JUIS INIOOAITBFHOTO BIUIHUBY.
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IHTEPAKTUBHE MO/JIEJTFOBAHHSI ACTEPOITHOI'O YJIAPY JJISI
OCBITHbO-JTEMOHCTPAIIMHUX HIJIEA

Boraan JAIIKOBCbKUM, Onena CUJOPEHKO
Hayionanvnuii mexnivnuil ynigepcumem
«XapkiscoKkuti noAIMexHiYHULL iIHCIMUmymy»

Anomauin. Po3spobneno immepaxmugnuii 3acmocynox 0ns 3D-mooentosarnms
acmepoionux 3imxnens. Ilpoepama 0o360ns5¢ 3miHlosamu  Qisuuni napamempu 6
peanvHoMy uaci, ei3yanizyeamu npoyec YMEOpeHHs Kpamepa, Oyoyeamu zpagiku
OUHAMIKU Ma eKCNOpMYyeamu pe3yiomamu 01 HAYKO80-0CEIMHbO20 UKOPUCTNANHS.

Knrwwuoei cnosa: xomn’tomepHe MoOent08anHs, acmepoio, yOoapHuil Kpamep,
mpusuMipHa 6i3yanizayis, 3aCMoCyHOK.

Abstract. An interactive application for 3D modeling of asteroid impacts has
been developed. The program enables real-time adjustment of physical parameters,
visualization of the crater formation process, plotting of dynamics graphs, and result
export for scientific and educational use.

Keywords: computer modeling, asteroid, impact crater, three-dimensional
visualization, application.

AcTepoimHi 3ITKHEHHS HaJekaTh MO PIOKICHUX, aje HaJ3BHYAHO
MaclITaOHUX SIBHII, TOMY iXHE MOJICNIIOBAHHS Ta Bi3yalli3allisi NPUBEPTAIOTh
yBary He TUTBKH HAYKOBIIB, a i (axiBIiB 3 ITaHETapHOI OE3MEKH Ta OCBITSH.
Cy4acHi KOMI'IOTEPHI CHMYJSLii TNPUPOJHHUX KaTacTpod JO3BOJISIOTH
BiOTBOpIOBaTH Taki creHapii y HaouHill ¢opmi. 30kpema, iCHYIOTh BeO-
iHcTpyMeHTH Ha KumrtanT Asteroid Launcher, siki maroTh 3Mory iHTEpaKTHBHO
3aJ]aTH MapaMeTpu acTtepoiga i MHUTTEBO OTPUMATH OIL[HKY HACHIJKIB ynapy —
po3Mip Kparepa, 30HY BHOYXOBOi XBHJIi, TEIUIOBHHA €(EKT — Yy HOCTYITHOMY
BizyarpHOMY (hopmari [1]. Taki cUMyISTOpPH CIIYTYIOTh HE JIMIIE aHATITHYHUMH,
a I HABYAIbHUMH IHCTPYMEHTaMH, OJHAK IM IIpUTaMaHHI 0OMEXEHHs, 30KpeMa
BIJICYTHICTh pealicTHYHOI TpuBHMMIipHOI Bi3yamizamii ¢opmu [2] kpaTtepa Ta
caMoro HeOECHOTO Tina.

Y Mmexax maHoi poOOTH po3poOJICHO IHTEpaKTUBHHH 3aCTOCYHOK, IO
MOJIENIOE NPOLieC YTBOPEHHS yAApHOTO KpaTepa Ta HaJlae KOPUCTYBadeBi 3aco0u
JUTS Bi3yaurizailii HaClliKiB y peallbHOMY 4Yaci. 3aCTOCYHOK JI03BOJISIE€ 3MIHIOBATH
KJIFOYOBI MMapaMeTpu acTepoifa — po3MipH, Macy, IBUAKICTb, KYT BXOJUKEHHS B
aTMocdepy ¥ onpasy cHocTepiraTd, SK Il 3MIHM BIUIMBAIOTH HA PO3MIpH Ta
Mopdoorito  pe3yabTyrouoro kparepa. OTpumaHi pe3ynbTaTd 3iTKHEHHS
MMOIAIOTECSL ¥ IEKUTbKOX (opMmax: OymyroTeesa 2D-rpadiku, mo MOKa3yloTh
JUHAMIKy TOJBOTY WiJX Yac MaaiHHS, a TakoX YMOBHI Hpodim Kparepa y
TOPU30HTAIBHIN 1 BEPTUKAIBHIHN IIONHHAX.
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OmHOYacHO 3aCTOCYHOK BOYOOBYE TPHBHMIPHY CIIGHY — Yy BiKHI
nporpamMu  BiloOpakaeTbCsi MOJENb acTepoiza Ta oOmactb ynapy, SKy
KOPHUCTYBad MOXeE OIVISIaTH 3 PI3HUX pakypciB, 30uTbInyBaTH Ta obepratu [3].
Bin ¢daktnuHO ToO€qHYe HayKoBO OOIPYHTOBaHE MOJEIIOBAaHHS 3 HAOYHOIO
TPUBUMIPHOIO Tpadikoio, IO BIIKPUBAE HOBI MOXMIIMBOCTI Ui HayKOBUX
JEMOHCTpAIlid 1 OCBITHIX TPOEKTIB y Tamy3i IumaHerosorii. JlogaTkoBo
nependavueHO eKCIOpPT 3reHepoBaHOi MOBEpxHi y ¢opmar .obj, 3aBASKH 4OMY
pe3yapTaTH MOXKHa IMIOPTYBaTd B MpOQeciiiHi cepeloBHINA I CTBOPCHHS
¢doropeanicTHyHUX 300pakeHb UM aHIMamid, a TaKoXX MOXe CIyryBaTH
IHTepaKTHBHUM 3aco0OM JUIA TMOMyJsApU3allii 3HaHb PO acTepOigHi ymapw Ta
IXH1 HACITIIKH.
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OCHOBHU TA IHTETPAIIA DATA SCIENCE I ITYYHOI'O
THTEJEKTY B CYYACHUX [IU®POBUX TEXHOJIOTIAX TA IX
3HAYEHHA JJIsA CUCTEMU HUBUJIBHOI'O 3AXUCTY

Janiin JEPKAY, Hikita BEPBIIILKHI, Oasra CMOTP
Jlvsiscokutl deporcasnutl yrigepcumem Oe3neKu HeUmmeoiaibHocmi

Anomauia. Posensnymo ocnosu Data Science ma wmyunoeo inmenexkmy (L), a
maxodxc ocodausocmi ix inmeepayii' y cyyacui yugposi mexnonozii. [lokazarno, AKuM 4uHom
yi mexnono02ii opmyroms nioxio 00 0OPoOKU OAHUX, NPOSHO3YEAHHS MA AGMOMAMUZAYTT
ynpasnincokux npoyecis. Oxkpemy yeazy npudinreno modicausocmam sacmocysants Data
Science i LIl y cpepi yuginoroco 3axucmy — 30Kpema y npoSHO3Y8aAHHI HAO3BUUAIHUX CU-
myayiu, aHanizi 6i0e00anux, niompumyi piuieHb Kepi6HUKA 2ACIHHS NOJICECT Ma ONMuMi-
3ayii’ peazyéanus pamyeanvHux niopo3oinie. 1liokpecieno kno4o8i GUKIUKY 8NPOBAONCEHHS
IHMENEKMYaNbHUX CUCEM, ceped AKUX AKICMb OAHUX, emuyHi cmanoapmu ma nompeoa y
Keanighikoganux gaxieysix. 3pobICHO GUCHOBOK NPO BANCIUBICIb YUX MEXHONO2I 015 Nio-
BULYeHHs edheKmMUBHOCMI ma be3neku y cucmemi YusiibHO20 3aXUCTIY.

Knrouoei cnosa: Data Science, wimyunuil inmenekm, MawluuHe HAGUAHHI, 2TUOOKe
HABYAHHS, YUPPOBI MEXHONO2I, YUBLILHULL 3AXUCT, PSMYBANbHI CILYHCOU, AHANI3 OGHUX.

Annotation. This thesis explores the fundamentals of Data Science and Artificial
Intelligence (Al), as well as the integration of these technologies into modern digital
systems. The work highlights how Data Science and Al support the processing of large
datasets, predictive analytics, and the automation of decision-making processes. Special
attention is given to their application in the field of civil protection, including forecasting
emergencies, analyzing drone and video data, supporting firefighting decision-making,
and optimizing operational response for rescue units. The thesis also discusses key
challenges related to data quality, ethical considerations, and the need for qualified
professionals. The conclusion emphasizes the importance of these technologies for
improving efficiency, safety, and situational awareness in emergency response systems.

Keywords: Data Science, artificial intelligence, machine learning, deep learning,
digital technologies, civil protection, rescue services, data analysis.

VY cyuacHOMy 1udpoBoMy cepeoBuii Data Science 1 IITyYHUN IHTEICKT
(IIT) mocimaroTh MPOBimHE Micle cepel TEXHOJOTIH, M0 BU3HAYAIOTh TEMITH
PO3BUTKY IIPOMHUCIIOBOCTI, CKOHOMIKH Ta Oe3mneku. Data Science po3risiiaeThest
SIK MDKIUCITUTUTIHAPHA TAITy3b, AKa MOEJHYE CTATUCTHYHI METOIH, aHAJI3 TaHUX,
AITOPUTMIYHE MUCIICHHS Ta MPOTPaMHi IHCTPYMEHTH 3 METOK OTPUMAaHHS HO-
BUX 3HAHb 31 CTPYKTYPOBaHUX 1 HECTPYKTYpPOBaHMX HAOOPIB JaHHWX. Y CBOIO
yepry, LI, 30kpemMa MalllnHHE HABYAHHS Ta TTUOOKE HABYAHHS, JI03BOJISE aBTO-
Maru3yBaTH OOpOOKy BENMKHMX MAacHBIB iH(pOpMaIii Ta CTBOpIOBATH MOJENI,
31aTHI nependavaT MoAii, BUSBIATA 3aKOHOMIPHOCTI Ta IpUHMATH PillleHHS Y
3MIHHHUX YMOBaX.



«[HO®OPMAILIMNHA BE3IIEKA 75
TA IHOOPMAIIMHI TEXHOJIOTI Ti»

Iarerparis Data Science i LIII 6a3yeTscst Ha TOCTIIOBHOMY ITHKIII POOOTH
3 JAHUMH: BiJl iX 30MpaHHs i OYMIIEHHS O MOJICIIIOBAHHS, TECTYBaHHS Ta IpaK-
THYHOTO 3actocyBanHs. CydacHi iH(OpMaliiiHi CHCTEMH OTPHUMYIOTh HaHi 3
JaT4YMKIB, KaMep, CYIyTHUKOBUX 3HIMKIB, TOKyMEHTaIlil a00 KOPUCTYBaIbKHX
B3aemoiit. ITicis monepeaHpoi 00poOKU IHPOPMAILIiS NEPETBOPIOETHCA HA aHa-
JITHYHI MOJENI, SKi 3IaTHI MPOTHO3YBAaTH TCHACHIII, aHAT3YBAaTH MOBEHIHKY
cucTeM abo NPOMOHYBAaTH ONTHMAaJbHI PIlIEHHS B peasibHOMY 4aci. ['nuboxi
HEHpOHHI Mepexi Ta iHmi iHcTpyMeHTH LI 103BOMSIOTE MpaIfOBaTH HE JIAIIE 3
YHCIIOBIMH JTAHUMH, @ ¥ 3 TEKCTaMH, MOBOIO, 300pa)KeHHSIMH, TCIUIOBUMH Kap-
TaMM 41 CUTHAJIAMH 31 CKIIaJHUX CCHCOPHHUX CHUCTEM.

[TpakTryHE 3aCTOCYBaHHS LUX TEXHOJIOTIH OXOIUIIOE€ HAJ3BUYAHHO LIU-
pokuii criektp cep. Y MeAUIMHI BAKOPUCTAHHS MPOTHO3HUX MOJIElNeil tornomMa-
ra€ BH3HAYaTH PH3HWKH 3aXBOPIOBaHb Ta (POpPMYBATH INEPCOHANI30BaHI IUIAHU
JIKyBaHHs. Y MPOMHCIOBOCTI aJITOPUTMHU MPOTHO3HOTO OOCIYrOBYBaHHsI MOTIe-
pemKarTh BiIMOBU 00JamHAHHSA, 3MEHIIYIOUH OTEpaliifHi BUTpaTH. Y TpaHC-
MOPTHIN ray3i aHaniTHKa AaHUX 3a0e3leuye ONTUMI3allilo MapIIpyTiB i MiABU-
nrye 6esmneky pyxy. Y cdepi HamioHaIbHOT O€3MEeKH Ta OXOPOHH IPOMAICHKOTO
nopsiiky LI BUKOPHUCTOBYETBCS ISl aHATI3Y TOTOKIB BiZIGOHATIIS LY, BUSBICHHS
MII03pUTUX CUTYAIIH 1 MOJIEITIOBAaHHST MOKJIMBUX 3arpo3.

OcobmuBo akTyanpHOMO € iHTerpamis Data Science i LI gt cucremu niu-
BUIBHOTO 3aXUCTy. PsATyBalibHI CIIy>)KOM NpAIOIOTh y CEpelOBHII, 1€ KOXXHa
CEeKyHJla MOXK€ BIUIMBATH Ha XXKHUTTS JIIOAEH, a iHpOpMallis 9acTo HaIXOIUTh Y
BEJIMKUX 0Ocsirax i B yMOBax HEBM3HAa4eHOCTI. TexXHOOril aHali3y JaHUX J0-
3BOJISIIOTH IIPOTHO3YBATH HMOBIPHICTP BHHUKHEHHS MTOJKEX, BHOYXiB a00 TeXHO-
TeHHUX aBapii, a TAKOXK aHATI3yBaTH METEOPOJIOTIYHI Ta EKOJIOTIYHI MOKA3HUKH.
Cuctemu Ha ocHOBi I1II MOXyTh aBTOMAaTH4YHO OOpOOIATH Bi€O 3 APOHIB, TEII-
JIOBI30PIB 1 KaMep CIIOCTEPE)KEHHS, BUSBIIIOUN OCEPEIKH 3aropsiHb abo moTep-
nuMxX. Y CHUTYyaIlisX, KOJM KePIBHUKY TaCiHHS IMOXEXKI HEOOXIITHO MIBHIKO OIfi-
HUTH PU3UKH, MOJIEIi MAIIMHHOTO HABYAHHS JIONIOMAraroTh MPOTHO3YBAaTH MOX-
JMBHMH PO3BHTOK CHUTYyaIlil Ta BU3HAYATH ONTUMAaJbHI MapUIpyTH VIS TiIpO3xi-
7iB. 3aBISKM [BOMY IiABUINYETHCS €(EKTHUBHICTH pearyBaHHSA 1 3HMKYETHCA
HeOe3mneka ayst ocoboBoro ckiany. Ilonpu 3HaYHMIT MOTEHLIAN, BOPOBAKEHHS
Data Science Ta I cympoBompKyeThCS HU3KOIO BHKJIHKIB. J[0 HAWOIBIT KPUTH-
YHHX HaJeXaTh MUTaHHS SKOCTI JaHUX, 3aXHCTy IPUBATHOCTI, €ETHYHOTO BUKO-
PHCTaHHSI AJITOPUTMIB 1 3a0e3MedeHHsT Mpo30pocTi Mojeneil. IHTenekTyanbHi
CHCTEMH NOTPeOYyIOTh IMOCTIHHOTO MOHITOPHHTY, OHOBICHHS Ta MEpEBIpKH,
aJDKe HaBiTh HE3HAYHI MOMWIJIKH Y BUXIIHHMX JJAHUX MOXYTH BIUIMBAaTH Ha TOY-
HICTH pimeHb. BaxamBo Takox, mo0 (axiBIli, SKi MPaIiolOTh i3 TAKIMH CHCTE-
MaMH, pO3yMUIH HE JIMIIE TEXHIYHI aCTeKTH, a i peajbHi noTpedu raiysi, ocoo-
JIMBO KOJIU MIIeThCs Mpo Oe3MmeKy Jroeit.

TaxuMm unHOM, oeHaHHS Data Science Ta mry4yHoro iHTenekty Gopmye
OCHOBY cy4acHOT 1udpoBoi Tpancdopmarii. 1li TexHOOTI CTBOPIOIOTH YMOBU
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JUTS TiABUIICHHSA €(eKTHBHOCTI, aBTOMATH3AIlii IIPOIIECIB 1 OMIEPaTUBHOIO MPH-
WHATTS pillleHb y pi3HUX cepax. s cucteMu IUBUIBHOTO 3aXHUCTY IXHE 3aCTO-
CYBaHHSI € HE JIUIIIE IEPCICKTUBHIM, a i HEOOXIIHUM, a/IKe J]a€ 3MOTY LIBHIIIIE
pearyBaTu Ha HaJ3BHYaiHI CUTYallil, MpuiMaT OOIPyHTOBaHI PillICHHS Ta 3Me-
HILYBaTH PU3UKH JUIsl HACEJICHHS Ta PATYBAIbHUKIB.
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THO®OPMAIIMHA TEXHOJIOT'ISA IHTETPOBAHOI'O
MOHITOPUHI'Y IIPOT'PAMHUX ITPOEKTIB B OCBITHBOMY
CEPEJOBHUIII SMART-YHIBEPCUTETY

Birtadiii IBEHD, I0piii BOP30B
Jlvsiscokutl deporcasnuil yHigepcumem be3neku HcummeoisibHOCHi

Anomauia. Y pobomi 0ocniodceno npobremy po3pusy Midc aKademiuHow
PO3p0oOKOI0  npozpamno2o  3abesneuents ma npomuciosumu DevOps-npakmuxamu.
3anpononosano  ingpopmayitiny mexnonocito  "DevOps-as-a-Service”, wo mHadac
yeHmpanizosany naamgopmy Mouimopuney Ons cmyOeHmcbKux npockmis. Pospobneno
apximexkmypy cucmemu (puc. 1) ma aneopumm ii pobomu (puc. 2), wWo agmomMamu3syioms
30ip mempux ma 1026 3a 00NoMo20K KiieHmcvkoi Oibniomexu (sdk). Ilposedeno
NOPIGHATbHULL AHANI3 3ANPONOHO8AHO20 NIOX00Y, AKUU 006I8 3HAYHE 3HUICEHHS NOpPO2y
6X00y MaA CKOPOYEHHS 4Hdacy Ha iHmespayilo IHCMpPYMEHmMié CHnOCmepexcy8aHoCcmi
(observability) nopisusno 3 mpaouyiiinumu memodamu. Texnonozis cnpusie popmysanHio
Y cmyoenmie npakmuyHux HagU4oK aHAani3y npoOyKMUGHOCHI NPOSPAMHUX CUCTEM.

Kniouosi cnosa. Smart-yuisepcumem, DevOps, mounimopune, observability,
MiKkpocepsicu, ingpopmayitina mexnonoeis, ocgsimune cepedosuwe, Prometheus, Grafana.

Abstract. The paper investigates the gap between academic software development
and industrial DevOps practices. A "DevOps-as-a-Service" information technology is
proposed, providing a centralized monitoring platform for student projects. The system
architecture (Fig. 1) and its operational algorithm (Fig. 2) have been developed to
automate metric and log collection via a client library (sdk). A comparative analysis of
the proposed approach has demonstrated a significant reduction in the entry barrier and
the time required to integrate observability tools compared to traditional methods. The
technology promotes the development of practical skills among students for analyzing the
performance and reliability of software systems.

Keywords. Smart university, DevOps, monitoring, observability, microservices,
information technology, educational environment, Prometheus, Grafana.

Cyuacna minroroska IT-¢axiBIiB BUMarae He JHIIE BMIiHHS THUCATH KO,
a i PO3yMIHHS TIOBHOT'O JXUTTEBOTO IUKIY MPOrPAMHOTO TPOYKTY, BKIFOUYAIOUH
HOTO PO3TrOpPTaHHS, MOHITOPHHT Ta MiATpUMKY. OIHAK B OCBITHROMY IpOIeCi
CTYIIEHTH PIJIKO CTHKAIOThCS 3 MpoMucioBuMu DevOps-ipakTukamu uepes
BHCOKY CKJAQIHICTh HAJAINTYBAaHHS CHEIiaJli30BaHUX IHCTPYMEHTIB, TakKuX SK
Prometheus, Grafana, Loki un ELK Stack, 11 K0)XHOTO OKPeMOro HaB4aIbHOTO
npoekTy. lle CTBOpIOE 3HAYHHI PO3PUB MDK aKaACMIYHUMH 3HAHHAMH Ta
peaNibHUMH BUMOTaMH PUHKY ITpalli.

Jns BupimenHs wiei npoOiemu Oyno pospobieHo iHdopMmaniiHy
TEXHOJIOTII0, 10 (YHKIIOHYe 3a Moaemmo "DevOps-as-a-Service" y mMexax
OCBITHBOTO cepefioBHIa. BoHa CKIamaeTbcsi 3 LEHTPali30BaHOI CEpBEPHOT
watpopMu Ta Jierkoi KiieHTchkoi OiOmiorekn (sdk), mo iHTErpyeThes y
CTYIEHTChKI mpoekTu. KoHlenTyanbHa apXiTeKTypa CHUCTEMH, 10 3abe3rnedye
30ip, arperartiro Ta Bi3yaii3alito JaHUX, IPEICTaBlIeHa Ha puC. 1.
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Pucynok 1 — KoHnenryanbHa MOJIENb apXiTEKTypH M1aThOpMu

AJNTOpPUTM B3a€MOJIII KOMIIOHEHTIB CcHCTeMH (puc. 2) moOyaoBaHHMH
TaKMM YUHOM, 00 MaKCHMaJbHO aBTOMATH3YBaTW IPOIECH HAJIAIITYBAaHHS.
CTyneHTy AOCTaTHBO J10JIaTH OJHY 3ajiexHicTh (sdk) y cBiil IpoeKT, micis 4oro
METPUKH Ta JIOTH NOYMHAIOTh ABTOMATHYHO HAJICHJIATHCS HAa IEHTPAIbHY
IaTGOPMY TSI OJATIBIIOTO aHAII3Y.

CI/CD PIPELINE
(Jenkins)

1. Code Push (Git)

—— -
ﬁ @ Build & Create SE‘P}

/
1
|
|
|
L
|
'
|
|
|
|
|
|
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i
STUDENT PROJECT Docker Image ! CENTRAL MONITORING
(e.g),, Spring Boot App) | & LOGGING PLATFORM
i 5] Promethous
o | -n @
= ©
! oQ Loki
STUDENT 2. Deploy to ‘Green” | ' T USER
DEVELOPER Gre?’;\ Etngggi\gnem ' > l } (Admin/Student)
or
3 (olna Grafana & Analyze
! [P EB I Dashboards
i
| NO (Rollbook) |

,[ 5 switch Traffic 6. "[Blue” Cleanup
(Ngixx config uplainer) | _(Stop 4080 containe) |

PucyHnok 2 — Anroputm B3aeMo/Iii KOMIIOHEHTIB CUCTEMH

Ha  noroyHomy  erami  mpoBeAEHO MOPIBHSUILHUHA ~ aHai3
3allpOIIOHOBAHOIO PIICHHS 3 ICHYIOUMMH HiIXOJaM{ 3a KIIOYOBUMH JUIS
OCBITHBOTO ITpoLIeCy KpuTepismu. Pe3dynapraTn ananizy (tabm. 1) 1eMOHCTPYIOTS,
o po3po0IieHa TEXHOJIOTISI 3HAYHO 3HIDKYE IOPIr BXOJY Ta TPYAOMICTKICTH
IHTeTpaIlii IHCTPYMEHTIB MOHITOPUHTY, TO3BOJISIOUN CTYACHTaM c(hOKyCyBaTHCS
Ha aHaimi3i TPOAYKTHBHOCTI CBOTO KOOy, a HE Ha aaMiHICTpYBaHHI

HppaCTPYKTypH.
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Tabmuus | — [NopiBHsUITBHAN aHANTI3 MAXOAIB IO OpraHi3alii MOHITOPHHTY

Kpurepiii oninku Tpanuuiiinuii mixxin 3anponoHoBaHa

(PyuyHe HATAIITYBaHHS) miargopma

opir Bxoay mist Bucoxwuit Huzbkuit

CTyZeHTa

Yac Ha nepBUHHY Tonuau / JTui XBUIMHU

iHTerpario

Bumorn 1o Bucoxi (okpemuii cTek Ha MinimansHi

iHppacTpyKTYypH IIPOEKT) (uenTpanizoBaHuii cepsep)

OCBITHS LiHHICTH 3minieHa Ha agMiHicTpyBaHHs | DoKyc Ha aHaIi3i KOIy

[lepcneKTMBHUM HampsMOM MOJAJbLIMX MOCTIIKEHb € PO3IIUPEHHS
¢dyHKIIOHATBHOCTI MIaTGOPMH HIISIXOM IHTErpanii MOyl aBTOMaTH30BaHOTO
posropranns (CI/CD) 3 mintpumkoto crpareriii Blue-Green, 1m0 103BOJIHTH
OXOITUTH 1€ OJIMH BaxKIMBUiA actiekT DevOps-npakTuk.

BucHoBkn. Po3pobnena iHdopmaliiiina TexHOJOTIS € e(QEeKTHBHUM
JUJAKTUYHUM IHCTPYMEHTOM, IO JI0JIa€ PO3PUB MDK TEOPIEI0 Ta MPAKTHKOIO Y
BUKOPHCTaHHI Cy9acHUX MiAX0JiB 10 po3poOku I13. 3aBaskn HU3BKOMY MOPOTY
BXOJy Ta IeHTpamizalii iHQpacTpyKTypH, BOHa JIO3BOJISIE IHTErpyBaTH
MIPOMHCIIOBI IPAKTHKH MOHITOpPUHTY Oe3lmocepeHb0 B HaBYANBHHU IpOLEC,
MABUINYIOYH  TPAKTHYHY  IIIHHICTP  CTYHGHTCHKHX  MPOEKTIB  Ta
KOHKYPEHTOCIPOMOXKHICTh MAaliOyTHIX BHITYCKHHKIB.
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YIK 004.89:004.4

APXITEKTYPA MYJIbTUATEHTHOI CUCTEMHU
OPKECTPAIIII 3ATIUTIB HA BA3I IIJTAT®OPMU NSN

Bornan IMUTPYK, Onekcanap XJIEBHOM
Jlvsiscokuil Oeporcagrutl yHigepcumem be3neku HeummeoisibHOCHi

Anomauia. Y pobomi docniodiceno nioxoou 00 nobyoosu agmomamus08anux Cuc-
mem 06CY208Y8aHsl KOPUCMYBAYIE 3 BUKOPUCIAHHIM 2eHEPAMUBHO20 WIYYHO2O0 iHmele-
xkmy. Pospobneno apximexmypy mynomuacenmmuoi cucmemu na 6asi Low-code nnamgopmu
n8n, 0e yenmpanvHuil 8y3on (Al Supervisor) sukonye mapupymuzayiro 3anumie misxc cneyi-
anizosanumu azenmamu: opuouurum koHcyremaumom (RAG) ma eenepamopom 0oKymeH-
mis. IIpooemoncmposano epexmuenicmo inmeepayii ekmoprux 6az danux Pinecone ma
cepsicie Google Workspace ons asmomamu3sayii pymunHux 6isHec-npoyecis.

Knrouoei cnosa: n8n, Al Supervisor, mynomuazenmni cucmemu, RAG, Pinecone,
asmomamuzayis, LLM, Google Gemini.

Abstract. The paper investigates approaches to building automated user service
systems using generative artificial intelligence. A multi-agent system architecture based
on the n8n Low-code platform was developed, where a central node (Al Supervisor) rou-
tes requests between specialized agents: a legal consultant (RAG) and a document gen-
erator. The effectiveness of integrating Pinecone vector databases and Google Workspace
services for automating routine business processes is demonstrated.

Keywords: n8n, Al Supervisor, multi-agent systems, RAG, Pinecone, automation,
LLM, Google Gemini.

CrpiMKHi pO3BUTOK BeJMKHX MOBHUX Mozeneil (LLM) no3Bonse nepeii-
TH BiJ MPOCTHX 4ar-O0TIB [0 CKIAJHUX MYIBTHATGHTHUX CHCTEM, 3JAaTHUX BHU-
KOHYBATH PI3HOIUTAHOBI 3aBAaHHS B MeXax OmHOTO iHTepdeiicy. [Ipore inTerpa-
Iist pi3HUX IHCTPYMEHTIB (HOUIyK y 0a3i 3HaHb, reHepauis (ailiiB, JOCTyN 10
API) gacto BuMarae cxiagHoi po3poOku. MeToro poOOTH € po3poOKa Ta Ipak-
THUYHA peajizallisi apXiTeKTypH IHTEeJEeKTyaIbHOTO acCUCTEeHTa Ha 0a3i rarhopmu
n8n, KUK BUKOPHCTOBYE maTepH "Supervisor" sl KepyBaHHS CHeEIiai30BaHH-
Mu areHTamu. J{Js peanizaiii cucteMu 00paHO Bi3yalbHE CEpElOBHINE Ndn, 1o
no3Bosisie oeanyBatu Al-naniroxkn (LangChain) i3 30BHINTHIME BeOXyKamH.
Tomosorist cucremu BKItOYae: BXiOHWH KaHan (dar-iHTepdeiic), eHTpanbHul
poytep (Al Supervisor) Ta BUKOHABY1 IHCTPYMEHTH.
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Pucynox 1 — 3aransHa cxema MyJIbTHAareHTHOI CHCTEMH B cepenoBuili n8n (Al

Supervisor Ta mizJerni areHTyn)

B xoxi mocnipkeHHs peanizoBaHo JOTiKy pOOOTH TPhOX KIFOYOBHX

KOMIIOHEHTIB:

1.

Al Supervisor (Maiictep-Poytep). Buctymae B pomi opkectparopa.
Bix anamizye BXigHWIA TEKCT KOPHCTyBada, BU3HAYAE {HTEHIIIO (HaMip)
Ta Mepeiac BUKOHAHHS OJJHOMY 3 IIKIIIOUYEHHUX areHTIB-IHCTPYMEHTIB,
HE TeHEepyIOUH BiJIIOBIIb CAMOCTIIHO.

Arent opuan4unoi koucyabtanii (RAG). BukoprcroBye TeXHOIOTIO
Retrieval- Augmented Generation. J[yst 3a6e3medeHHst TOYHOCTI Bimmmo-
Biziell 3 MMTaHb 3aKOHOJIABCTBA MIJKIIIOYEHO BEKTOpHY 0a3y naHux Pin-
econe. [Tonepenpo 06poOIIeH] TEKCTH 3aKOHIB MEPETBOPIOIOTHCS Ha
Bekropu (Embeddings) 3a momomororo moneni Google Gemini Ta 3aBa-
HTa)XXYIOTBCS Y CXOBHIIIE.

AreHT retepanii nokymeHTiB. [Ipaifioe B pe>xumi 3aII0BHEHHS CIIOTIB
(Slot Filling). Arent 30npae HeoOXinHi naHi Bix kopucrysada (I11b, ne-
Tayi 3asBH) i mepenae ix Ha 30BHImHIN Workflow. Lleit mporec aBToma-
TUYHO CTBOpPIOE ToKyMeHT y Google Docs 3a mabnoHom, 30epirae iforo
Ha Google Drive Ta noBeprae NOCHJIaHHS KOPHCTYBa4Yy.
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™" Store

Read/Write Files from Extract from File
workflow' Disk Extract From Text File
Read File (s) From Disk

L Default Data Loader

Embeddings Google
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Pucynox 2 — Ilponec Bekropu3arii JaHnX Ta 3aBaHTakeHHs B Pinecone Vector
Store.

Bl lab {ab s

Webhook Create a document Update a document Share file Respond to Webhook

Pucynok 3 — ABTOMarn30BaHHi JTAHIFO)KOK CTBOPEHHSI Ta TIOIIUPCHHS JOKYMe-
uta uepe3 Google Drive API.

BucHoBKH. 3anporioHOBaHa apXiTEeKTypa J03BOJISIE CTBOPUTH THYUKY CHC-
TeMY IMIATPUMKH, SIKa JIETKO MacIITaOyeThes! IISIXOM JIO/IaBaHHS HOBUX areHTiB-
IHCTpYMeHTIB Oe3 3MiHN 0cHOBHOI Jloriku CyriepBaiizepa. Bukopucranss n8n 3Ha4-
HO 3HWKYE IOPIr BXO/LKEHHsI B po3poOKy ckiaaHux Al-nonarkis, 3a0e3meuyrodn
MIPU IIEOMY BHCOKY (DYHKIIOHATBHICTD 3aBISIKK IHTErPallii 3 XMapHIMH CepBiCaMH.
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BUKOPUCTAHHS TEXHOJIOI'TI 3D-MOJIEJTIOBAHHSI Y
MIArOTOBII ®AXIBIIB OKEKHO-PSITYBAJBHUX
CHEINIAJBHOCTEM Y KOHTEKCTI IH® OPMAIIMHOI BE3INEKH
TA CYYACHHUX IHOOPMALINHUX TEXHOJIOI'TI

Bipa JJOBBHSIK
Jlvsiscokutl deporcasnutl yrigepcumem be3neku HeummeoisibHOCHi

Hudposizamist B chepi Oe3mMeKOBHX TEXHOJOTIH CIPHYMHIIA TOSBY
HOBOTO ITOKOJIIHHS HABYAJIBHUX PillIeHb, 30KpeMa CUMYJISIIHHIX KOMIUICKCIB Ha
ocHOBi 3D-mogentoBanHs Ta VR/AR-texuomoriit. [loxexxHO-psTYyBanbHi
MIAPO3IIIA MPAIIOI0Th B yMOBAaX BHUCOKOTO PHU3UKY, TOMY SKICTh MiATOTOBKH
ocoboBoro ckiramy Mae KimodoBe 3HaueHHS. CydacHi 3D-cepenosumia
JO3BOJISTIOTh MOJICNTIOBATH CKJIAJHI TOXKEXHI CIIEHapii, MOBENIHKY IUMY Ta
BOTHIO, JIMHaMiKy OOBaJliB, poOOTY CHCTEM BEHTWJIALIl Ta IHII MpPOLECH, SIKi
CKJIAJIHO BIATBOPHUTHU Y PEAIbHUX YMOBAX.

OpHak Taki HaBYJIbHI CUCTEMH OJIHOYACHO € 00’€KTaMM Kibep pU3HKIB,
OCKUIBKM MICTATh KpPUTHUYHI HaOopu JaHux: uuppoBi Mojaeni OyaiBensb,
iHpopmamito mpo cucremu Oe3NeKH, HaBUAJIBHI CIEHapii Ta TeyseMeTpiro il
3n100yBauiB  ocBiTh. 3abe3nedyeHHs IXxHBOI iH(pOpMaliifHOT Oe3reku €
HEOOXiTHOI YMOBOIO S(PEKTHBHOTO (YHKI[IOHYBAaHHS CYYaCHHX HaBUAIBHUX
KOMILJIEKCIB.

3acrocyBanHs 3D-monemoBaHHS Yy HaBYaNbHOMY IIpoIleci Hamae
MOJJINBICTh BIITBOPIOBATH peajicTHYHI Ta HeOe3NeuHi cIeHapii, SKi CKIaIHO
3MoeIoBaTH y (i3MYHOMY TIPOCTOPi. J0 TakuX Halle)KaTh:

— TOEXKi Y BUCOTHHUX OYIIBIIAX;

— 3aropstHHS JIETKO3aHMHCTHX MaTepialliB;

— aBapiifHi cuTyarii 3 BHOyXOHEOe3MeYHNMHU PEIOBHHAMU;

— 00BaIM KOHCTPYKIIIH 1 CKJIaJIHi orepaltii HOUIyKy Ta MOpsTYHKY.

e minBumye eQeKTHBHICT, HaBYANBHUX IIPOTPaM, ajieé BOJHOYAC
CTBOPIOE HOBI BUKIIMKH Y cdepi iHdopmaniitnoi 6e3mneku. L{udposi pani, mo
BUKOPHCTOBYIOTbCSI Y VR-TpeHaxkepax, MOXyTh OyTH IIHHUMH JUIs
30BMHCHHKIB. [XHill BUTiK a60 MoaM(iKallisi CTAHOBUTB 3arpo3y Ui pealbHHX
00’€KTIB, TAKTUYHUX METOMK 1 CAMHX MPAIIBHUKIB CITY)X0 MOPSATYHKY.

Meta — JOCHITUTH MOMIJIMBOCTI TexHONOTiH 3D-MozentoBaHHA Yy
npodeciiiHiii MiAroTOBHI NOXEKHUX (axiBIIB Ta BH3HAYUTH IIJIXOOH 1O
3a0e3neueHHs iH(OPMAIIHHOT Oe3MEeKH TAKUX CHCTEM.

3aBaHHs JOCHIKSHHS:

1. TIpoanamizyBatu cydacui 3D- Ta VR-TexXHOJIOT1], IO 3aCTOCOBYIOTHCS

y (paxoBiii miAroTOBII.
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2. Buznauuty iH(OpMAaWUiiHi PU3NKY, BIACTHBI HU(GPOBUM HaBYAILHUM
mwiathopmam.

3. Po3pobutu pexomMeHalil o0 3axXucTy qanux 3D-TpeHaxepis.

4. OuiHUTH TEepCHEeKTHBH PO3BUTKY TEXHOJIOTIH y cdepi OesmeyHnx
CUMYJTALIIH.

JJst TOCATHEHHSI METH 3aCTOCOBAHO TaKi METOJIH:

— aHaJIi3 MPOrpaMHUX IJIaTGOPM Ta apXiTeKTypH 3D-cumMyrsmiii;

— omiHka pu3uKiB (risk assessment);

— 1o0ymoBa MOJIETIi 3arpo3;

— aHaJIi3 MEPESIKEBUX MPOTOKOJIIB 1 MEXaHI3MIB aBTeHTU(DIKAITIT;

— €JIEMEHTH TeCTYBAaHHS Ha IIPOHUKHEHHS;

— CTATHCTHYHUI aHaJi3 TeneMeTpii kopucryBadiB VR-cucrem.

3D-mopentoBaHHA HO3BOJISIE:

1. PeanictiuHo BinTBOproBaTH (hi3MuHi nporecH noxexi. CydacHi pymril
BpPaxoOBYIOTh TEMIIEPATypPy, MIBUIKICTh TOPIHHS, BOJOTICTh, IEKTPUYHI (haKkTopH,
XIMIYHI peaKitii.

2. MogemtoBatu cxianHi Ta HeOesmeuHi curyarii. Cumyssiii aBapiii Ha
A3C, BUOYXIiB y TIPOMHCIIOBHX KOMIUICKCAX, MOXKEK Y JIKAPHAX UM TOPrOBHX
LEHTpaXx.

3. CrBoproBarn 1mdpoBi IBifHWKH OynmiBenb Ta 1HGPACTPYKTypH Ha
ocHoBi BIM-aHux, 1a3epHOT0 CKaHyBaHHS, KpecIeHb Ta IUIaHIB.

4. 3abesneuyBati Oe3reune BiITIPAITFOBaHHS TaKTUYHHAX ITIH.
PsTyBanbHUKM MOXYTh TpEHYBaTHCSl y BIPTyaJbHHMX CIEHApisiX 0€3 pU3HKYy IS
HKHTTL.

5. AmnamizyBaty MoBeIiHKY KypcaHTiB. Tememerpis H03BOJA€ (iKcyBaTh
Yac peaxllii, IKiCTh pillleHb, KOOPAWHALLO Aill y Tpymax.

OCHOBHI 3arpo3u

—  HecaHKI[IOHOBaHMH noctym 1o 3D-Moneneii OyaiBens;

—  Momudikamis HaBYaTbHAX CIEHAPIIB IUIIXOM IMiIMIHU (QaiiIiB;

—  TepexoIuIeHHA TereMeTpil (pyXiB, pillieHb, KOOPIUHAT);

—  aTakd Ha MPOTPaMHi PyIIii Ta MepexeBy iHPPaCTPYKTYpY;

—  BWTIK JJaHUX Yepe3 XMapHi CepBicH;

— DDoS-araku Ha VR-miargopmu.

KputnuHo BaximBI JaHi, M0 MOTPEOYIOTH 3aXHCTY:

— UQpOBi KOl 00’€KTIB;

— QITOPUTMH TI0KEKOTACIHHS;

— KOH(}Iryparris cucreM 0e3IeKu;

— 3aIHMCH TPEHYBAILHUX CECIld;

— JKypHaJIM IHCTPYKTOPIB.

YV xo1i po60TH BCTAaHOBJIEHO:

— 3D-mopaemoBaHHS 3HAYHO TIABHUIYE SKICTh HABYAHHS;
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— VR-TexHO0MOTii CHPUAIOTH PO3BUTKY KOMAaHAHOT B3a€EMOJII Ta CTIMKOCTI
JIO CTPECOBHX CHUTYAIliif;

— HaWOUTBII KPUTHYHUMH pU3UKAMU € TMigMiHA CIeHapiiB, BUTIK
MOJIeNICH Ta aTaKu Ha CEpBEPH CHUMYIIAILIH;

— 3aIPOTIOHOBAHI 3aX0/M Kibep3axucTy 3a0e3neuyroTh HaliliHy poOoTy
TPEHaXXEPHHUX KOMILICKCIB.

Texnouorii 3D-monemoBanns Ta VR/AR € nepcneKTHBHUM HAlpsiMOM Y
MArOTOBI (PaxiBIB MOKEKHO-PATYBATBHUAX CHeEIlialbHOCTeH. BoHM HamaroTh
MOJMJIUBICT  (pOpMyBaTH KOMIETEHTHOCTI, $IKi HEMOJMIJIMUBO OTPUMaTH Y
TpamumiiHux ymoBax. IIpoTte mmudpoBi HaBYaIBHI CHCTEMH CTAalOTh 00’ €KTaMH
Kibep3arpos, ToMy iX 3aXUCT € KIFOYOBOK0 YMOBOKO €()eKTHBHOCTI.

[Mopanbmii AOCHIIKEHHS CIiJ CHOpsSMYBaTH Ha: CTBOPEHHS CTaHAAPTIB
kibep3axucty VR-TpeHaxepiB, 3aCTOCYBaHHS MTYYHOTO IHTEIEKTY A aHAJi3y
Jif KypCaHTIB, PO3BHTOK CHUCTEM aBTOMATHYHOTO BUSIBJICHHS aHOMAJii Yy
CUMYIIALISX.
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MOPIBHSHHSA MOXJIUBOCTE CYUYACHUX AI-MOJIEJENR
Y 3AJAYI FACE SWAPPING

Banecca €3EPCbKA, Poman TOJIOBATHUM
Jlvsiscorutl deporcagnutl yrigepcumem Oe3neKu HeummeoisibHOCmI

Anomauyin. Y pobomi nposedeHo po3utupeHull aHaiiz AKoCmi 6UKOHAHHSL
3a0aui Face Swapping mpboma cyyacHumu mMoOenamy wmy4Ho2o iHmeneKmy:
Gemini, Ideogram ma Grok. Ocnosny ysazy 30cepeddiceno Ha maxkux napamen-
Pax, sK 8i3yanbHa YimKicmb, NPUPOOHICMb CUHME308AHUX PUC 0bauUYYs, 30epe-
JHCEHHsL MIMIKU Ma 8I0NOGIOHICMb OPUSIHATLHOMY Oxcepeny. [emanibHo onucano
MeXauizm opmysanisi pe3yibmamy — 60 uUseLeHHs: 00IUYYs | 8UPIGHIOBAHHS
KAH0YO8UX MOUOK 00 2eHepayii ma niocymKo8o2o smiuty8ants 3oopasxcenns. Ha
OCHOBI HU3KU eKCnepumenmie ecmanosieno, wjo Gemini 0eMOHCMPYE HATGULLY
cmadinbHicms | MOUHICMb 3aMiHU 00UY, 3a0e3neuyiouu 2apMoHiline NOEOHAHHS
HO8020 00NUYYS I3 3A2ATLHOI CYEHOIO.

Knrouosi cnosa: Face Swapping, eenepamueni mooeni, Komn omepHuil
3ip, gussnenns oonuuus, Gemini, Ideogram, Grok.

Abstract. This paper examines the effectiveness of three contemporary Al
systems—Google Gemini, Ideogram, and Grok—when performing face
swapping tasks. The study focuses on evaluating the visual quality, realism, and
semantic accuracy of generated faces by analyzing the alignment of facial
landmarks, blending techniques, and stylistic consistency between the source
and target images. Special attention is paid to the perceptual integrity of facial
features as well as the models’ ability to maintain the natural expressiveness
and structural uniqueness of the original identity. The findings show that Gemini
and ldeogram outperform Grok by providing more coherent results with fewer
distortions and better adherence to the context of the scene.

Keywords: face swapping, generative models, image synthesis, Gemini,
Ideogram, Grok, computer vision.

Face Swapping sik TEXHOJIOTis KOMII FOTEPHOTO 30pYy 3a OCTaHHI POKHU J10-
CsIJIa 3HAYHOTO PO3BUTKY, 1 Cy9acHi TeHepaTWBHI MOZENTI 3/IaTHI BiITBOPIOBATH
00JIMYYS 3 BUCOKOIO TOYHICTIO. AJITOPUTM 3a3BHYail BKIIIOYAE TPH KITFOYOBI eTaIH:
= pusBieHHs oonuaus (Face Detection);
* BUPIBHIOBAaHHS Ha OCHOBI KIIt040BUX To4YOK (Face Alignment);
= HaIamgaHHA Ta 3MimryBaHHs (Synthesis and Blending).



«[HO®OPMAILIMNHA BE3IIEKA 87
TA IHOOPMAIIMHI TEXHOJIOTI Ti»

CaMe TOYHICTh BHKOHAHHS LUX €TaIliB BH3HAYA€ SKICTh MiACYMKOBOTO
pe3ynbTary. Tpu mozeni, oOpaHi s nopiBassaHT — Gemini, Ideogram ta Grok
— TO-PI3HOMY peaji3yIoTh Iii MPOIECH, 11O 1 CTAJI0 00’ €KTOM HAIIIOTO aHaTi3y.

Gemini IpoJIeMOHCTPYBaB HallBUIIMK piBEHb BIIMOBIIHOCTI OpHTiHATb-
HOMY 300paKeHHIO. Y OUIBIIOCTI BUIAJIKIB HOBE OOIMYYs BUTJISAAIO MPAKTHY-
HO HEBIAPI3HUM BiI TOTO, siKe Mayo OyTH BcTaBieHe. UiTKICTh JeTaneii, 30epe-
JKEHHSI XapaKTepHUX PUC, IPUPOJIHA iHTETpallist 3 POHOM Ta OCBITIIEHHAM — YCe
1€ MiIKPECTIOE BUCOKUH CTYIiHb KOTHITUBHOI Y3TOXKEHOCTI.

Ha npuxmani mMucrenpkux 300paxkeHs Gemini He sume 30epir CTHIb
opuTiHaIy, aje i KOPEeKTHO BiATBOPHB MIMIKy il HAIIPsIMOK MOTJISLY, IO € CKIIa-
JHUM 3aBIaHHSAM JUIS IITYYHOTO iHTENeKTy. TecTOBi pe3ynbTaTd MOKa3ald 10
99,9% CX0KOCTI MK OPHUTIHAIOM 1 3reHEPOBAHUM OOJIHYYSIM.

Ideogram Tako’k TOKa3aB BHCOKY TOYHICTh Y BIITBOPEHHI pHUC OOIATUS.
Mogens 30eperia GpopMy ouei, HOCa Ta poTa, a TAaKOX BUKOHYBaJIa KOPEKTHE
MTO€THAHHSA 3 PAKYPCOM OPUTTHAIIEHOTO 300paykeHHS.

Pa3oM i3 TUM y JeSKuX BUNAJKax CIOCTEpiraaucs:

® JIeTKi 3MIHH KOJIbOPOBO1 TEMITEPATypH LIKIpH;
= HeBeJIHMKE MMaJIiHHS JeTali3awil;
" INTYYHI IEpexoy MK 00JIaCTSMH 3MIlllyBaHHS.

[Morpn ne, Ideogram 3abe3neuyBaB peayicTHUHY NEpeAavy CTHIIICTHKH
MEepPCOHAXKIB, 10 0COOIMBO MOMITHO y BUIAKaX 3 MYJIbTALIHUMH 00pa3amu, Jie
BaXXJINBO 30€perTy XyI0KHI PUCH.

VY mnopiBHsIHHI 3 ABOMa monepenHiMu mojensiMu Grok Haifyacrimie je-
MOHCTPYBAB HIDKYY TOUHICTB. X0Ya 3araibHi pUCH OOIUIUS IeperaBaInucs Ipa-
BHJIBHO, HAWITOMITHIII HEJOJIIKH BKITFOUAIIN:

= CIOTBOpEHi a00 “CKIIsHI” odi,

* HAJATO [NIAJKY a00 HENPHUPOIHY IIKIpY,
® BiICYTHICTh KOPEKTHOT MIMIKH,

® HEeIOCTaTHIN 30ir IPOTOPIIiii.

OniHIOBaHHSL Ta y3arajdbHEHHs pe3ynbTariB. [IOpIBHSHHS JEMOHCTpYE,
mo TouHicTs Face Swapping mpsaMo 3aeXHuTh BiJ 3aTHOCTI MOJEINI TPaBHIBLHO
po3mi3HaTH KOHTYpH OoONMYYs Ta Horo kirouoBi Touku. OOWABI mMomenmi —
Gemini ta Ideogram — 3xaTHi 3a0e3MeUNTH TUIABHI NEPEXOAH, peaiCTUYHE
OCBITJICHHSI Ta TOYHE 30epekeHHs BUpa3zy oOinyus. Grok e 4acTo Mae Tpyn-
HOIII1 3 IPUPOJTHICTIO TeHepallil, 110 MPU3BOJUTH IO MEHII SIKICHUX PE3YJIbTATIB.
[Tixg gac ananizy Oymo BusBIeHO, mo Gemini HafKpaIle CrpaBIsIEThCS 13 30epe-
JKEHHSIM CTPYKTYPHOT YHIKaJIbHOCTI 00smyadst, Toi sik Ideogram iHkosn BTpayae
yacTuHy Mikpoaeraieid. [Ipote o6unsi moaeni nepesepiryors Grok y Ginpmoc-
Ti KpUTEPIiB.

BucaoBku. OTXe, pe3yapTaTé IPOBEAEHOTO NOCTIIKEHHS CBiIT4aTh, IO
Gemini Ta Ideogram € Haii0inp1m eheKTUBHUMH IHCTpYMEHTaMU Ui 3a1a4 Face
Swapping. BoHH JIE€MOHCTPYIOTH BHUCOKY SIKICTh CHHTE3Y, TOYHICTb BHPIBHIO-
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BaHHS Ta MPUPOJHICTH MiACYMKOBOTO 300paskeHHs. Grok, He3BaXkaroun Ha 37aT-
HICTh BUKOHYBaTH 0a30Bi omneparlii, TOKU 110 HOCTYIIAEThCS KOHKYPEHTaM Y TO-
YHOCTI HAKJIaJaHHS Ta 30€PEKCHH1 MIMIKH.

Takum YWHOM, JUTS MPAKTHYHOTO BUKOPUCTAHHS B IIPOCKTaX, ¢ BAXKIIHBA
peaNiCTUYHICTh 1 TOYHA mepemada oOJuYYs, NOUUIBHO oOuparu Gemini abo
Ideogram.
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OBI'PYHTYBAHHSA KOHIIEIIII IHTEJEKTYAJBHOI CUCTEMHU
AJIs1 OBCJIYTOBYBAHHSI TA PEMOHTY
CIJIBCBKOI'OCIIOJAPCBKOI TEXHIKHN

Poman-Poctucias )KYKOBCbKUI
JIvsiscorutl HAYiOHATLHULL YHIGEpCUMem 6eMePUHAPHOL MeOUYUHU
ma 6iomexuonoeiti imeni C.3. Ticuybkozo

Posensiymo neobxioHicmv 6npoeaoddiceH st IHMeIeKmyanbHol iHpopmayitinol cucmemu
0 docmyny 00 THCMPYKYItl 3 00CIY208Y8aHHSL MA PEMOHNTY CLIbCbKO2OCNOOAPCHKOI MEXHIKU.
Busnaueno ii snavennsa ona niosuweHHs moyHOCHi ma OnepamueHOCII CepeicHO20 THIMCUHIPUH-
2y 8 azpapHoMy CeKMopi.

Kmiouoei cnosa: inmenekmyanvHa cucmema, CepeiCHULL IHICUHIPUHE, 0OCTY208YBaAHHS,
PEMOHM, a2pOmexHiKa.

The need to implement an intelligent information system for access to instructions for
maintenance and repair of agricultural machinery is considered. Its importance for increasing
the accuracy and efficiency of service engineering in the agricultural sector has been determined.

Keywords: intelligent system, service engineering, maintenance, repair, agricultural
machinery.

CrpiMKH#A PO3BUTOK IM(POBUX TEXHOJIOTIH Y CUIBCHKOMY T'OCHOAAPCTBI
3YMOBIIIOE TIOTPEOY Y BIPOBAKEHHI CIEIiani3oBaHuX 1HGOPMAIIHHIX CHCTEM
JUISL TIATPUMKH CepBiCHUX mpoueciB. 30kpeMa, eeKTHBHE TeXHIYHE 00CIIyro-
BYBaHHSI 1 PEMOHT CKJIQIHOI CLTbCHKOTOCIOIAPCHKOT TEXHIKM BUMArae IIBHIKO-
TO JIOCTYITY JIO BEIIMKOTO 00CATY TEXHIYHOI TOKYMEHTaIlii, [0 BKJIIOYAE IHCTPY-
KIii 3 eKcIDTyaTalii, perJaMeHTH 3 TEXHIYHOTO 00CITyrOBYBaHHS, CXEMH BY3IIB,
peKOMeHaIlii 3 yCyHeHHS HeCIIPaBHOCTEH Ta CepBICHI OIOJNIETEH.

IcHyrodi MOBiMHWKY, KaTajoru Ta iHGOpMAaIliiHi CHCTEeMH UL 00CITyTo-
BYBaHHS TEXHIKM 4YacTO MAarOTh (parMEeHTapHHUI XapakTep, HE 3a0e3MeuyloTh
MIBUJKOTO TOMIYKY 1HCTPYKIIiH, a TAKOX HE IHTETPYIOThCS 3 pEalbHIMH CEpBiC-
HUMH TporecaMu. Y KPUTHYHHX CUTYaIlisIX ITOJIOMKA TEXHIKH MOXE BIUIUHYTH
Ha MIBHJIKICTS 1 SIKICTh BIIHOBJICHHS, @ OTKE MPSIMOIPOTIOPIIIHO Ha EKOHOMIUHI
pe3ynbTaTé MiANPUEMCTBA. B 1UIOMY PO3BHUTOK CEpBICHOTO IHXHMHIPUHTY Ha
OCHOBI iH(pOpPMaIIfHUX TEXHOJIOTIH Mae nependayaTy MiJBUILEHHS e()eKTHBHO-
CTi Ta 3MEHIICHHS Yacy Ha pealizallilo IPOEKTIB 3 00CIyroByBaHHS Ta PEMOHTY
CUTBCHKOTOCIIOIaPCHKOT TEXHIKH.

AHaii3 HayKOBHX OCIIKCHD 13 3a3HAYEHOI TEMAaTHKH ITOKa3aB, IO ic-
Hy€ NO3WTHBHHH BIUIUB iHTEIEKTYaJbHUX TEXHOJIOTIH, 30KpeMa ITYYHOTrO iHTe-
JIEKTY Ha BHPINICHHS 3a/ad, IMOB’S3aHMUX i3 TEXHIYHUM OOCIyrOBYBaHHIM, pe-
MOHTOM Ta 3aMiHOI0 3arm4actu [1, 2]. JocmimKkeHHs TiITBepIKYIOTh, IO Cilb-
CBKOTOCIIOIaPCHKI MIATPHEMCTBA HE 3aBXKIH PO3YMIIOTh IIEPCIIEKTUBH BUKOPHC-
TaHHS IHTENEKTYAJIbHUX CUCTEM JUIsl BUPILICHHS MPUKIIATHUX 33]]a4 B HAIPSIMKY
aBTOMaTH3aIlil Oi3Hec-TpoIieciB. 3 IHIIOT CTOPOHH CLTLCHKOTOCIIONAPCHKI BUPO-
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OHMKH MaroTh HAKOIMYCHWH NPAKTHYHUHA JOCBIJ PEATbHUX KEHCIB PEMOHTY
oOyasHaHHS SK Ha OCHOBI KJIACHYHHMX IHCTPYKIIH, Tak i HMUIIXOM NPaKTHIHOL
B3a€MO3aMiHU JepinuTHUX 3amdacTuH. PepMepu Ta BiNMOBiNANBHI MPAiIBHAKA
CUTBCHKOTOCTIOAAPCHKHX MIATIPHEMCTB, SKi B)K€ BUKOHAIH PEMOHT, MOXYTh (O-
pMyBaTH IHCTPYKIii 9M Ke¥cH, JOCTYIHI iHIINM, GOPMYIOYX HA OCHOBI I[HOTO
MeXaHi3M HaKOITWYEHHS 3HaHb B JaHil MpeAMEeTHIH 001acTi.

3amporoHoBaHa IHTENEKTyalbHa iH(OpMaIliifHa cHCTeMa MOKJIMKaHa
[EHTPAII30BaHO aKyMYJIIOBATH, CHCTEMAaTH3yBaTH Ta HalaBaTH KOPHUCTyBadaM
JOCTYI 7O TIOBHOTO KOMIUJICKCY TEXHIYHHUX MaTrepiamiB i KOXKHOI OJMHUIL
TexHikd. Takuil miAXix 103BOJIE CKOPOTUTH Yac MOIIYKY HeoOXinHoi iHpopma-
1ii, 3SMEHIIUTH KUIBKICTh TIOMMJIOK IiJ{ Yac IIarHOCTHKU Ta PEMOHTY, yHi(iKYy-
BaTH IMIXOIU IO OOCITYrOBYBaHHS TEXHIKH B MEXaX IiIIPUEMCTBA ab0 cepBic-
HOT MEpexi.

KirodoBa BiAMIHHICTE pO3poONIOBaHOT CHCTEMH — JOWHaMiuyHa 0a3a
3HaHb, KA OHOBIIOETHCS B MPOIEC] MPAKTUIHOTO BUKOopHcTanHs. CepBicHi iH-
JKEHEPH MOJKYTh 3aJMIIATH BIACHI KOMEHTapi IO IHCTPYKIIH, (iKCyBaTH HETH-
MOBI HECTIPABHOCTI Ta 3alpOIIOHOBAHI PillIEHHS, 10 JO3BOJISE€ CHCTEMI HAKOITH-
YyBaTH KOJIEKTUBHHHU JIOCBIM Ta HAJaBaTH KOPUCTyBadyaM He nuiie odiriiHi, a i
NPaKTHYHO MepeBipeHi MaTepialu.

IHTenexTyanbHi (QYHKLIT BKIIFOYATUMYTh MOKJIMBOCTI IOLIYKY 32 KITFOYO-
BUMH CJIOBaMH, aBTOMATHYHC BH3HAYCHHS PEJICBAHTHHX JOKYMEHTIB Ha OCHOBI1
OIMUCY MPOOJIEMHU, KOHTEKCTHY IiJKa3Ky Ta IHTErpallifo 3 0a3010 TUIIOBUX HECIpa-
BHOCTeH. 1le 3HaYHO MiTBUIUTE MPOIYKTUBHICTH pOOOTH CEPBICHOTO MEPCOHAIY,
0COOJIMBO B YMOBaX CE30HHOTO HaBaHTa)KEHHS a00 KaJIpOBOTO NeiluTy.

[MpakTUyHe BIPOBAHKEHHS TAKOT CUCTEMH MOXE OyTH pealli3oBaHo sK Y
ME)KaX BEJIMKOTO arpapHOro XOJAMHTY, TaK 1 IJIsl MATPUMKA HEBEIHKUX CEpPBiC-
HUX IeHTpiB a00 HaBUanbHUX 3akianiB. CrcreMa 31aTHA MiATPUMYBATH KUTbKA
MOB iHTepdeiicy, pi3Hi piBHI ZOCTyIy (MeXaHiK, iHXeHep, anMiHicTpaTop) i aga-
NITYBAaTHUCS IO TEXHIKH BiJl pi3HUX BUPOOHHUKIB.

TakuM 4KMHOM, 3alIPONIOHOBAHA IHTEJICKTyalbHa iH(OpMAIliiiHa CHCTeMa
CHPHUATHME 3HIKCHHIO PH3UKIB MPOCTOI0 TEXHIKH, MOKPAIIECHHIO SKOCTI 00Cy-
TOBYBaHHS Ta (POPMYBAHHIO €MHOTO ITU(PPOBOTO MPOCTOPY CEPBICHOT MiITPUM-
KH CUTbCHKOTOCIIOIaPCHKUX MAIIIHH.
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IHOOPMALIAHI TEXHOJIOI'T B NPO®ECIHHINA IHINOMOBHINI
HIATOTOBII MAMBYTHIX ®AXIBIIB IMBLILHOI'O 3AXUCTY

Haranis IBAHUIIINH
Jlveiscokutl deporcasnutl yHieepcumem Oe3neKu HeummeoisibHOCmI

YV pobomi euceimneno ponv cywacnux yugposux niamgpopm y npogecivinii inuloMOosHill
nideomosyi  maubymuix  ¢axieyie yusinbnoco 3axucmy. IIpoananizoeano  @ymkyionavhi
moxcnueocmi  oceimuix cepgicie  TeachShare, TWEE, YouGlish, NoteGPT.io ma Miro sk
eheKmusHUX THCIMPYMEHMIE PO3GUMKY THULOMOBHOT KOMYHIKAMUBHOL, MEPMIHON0TUHOL Ul Yudposoi
Komnemenmuocmeil. ITiokpecieno OoyinbHicms iHmezpayii maxux mexHon02ill y HagYaIbHUll npoyec
¥ 3aK1a0ax 8uwoi 0C8Imu YuBiIbHO20 3aXUCTIY.

Knwouosi cnosa: ingopmayiini mexnonoeii, yughposizayia ocsimu, npogeciiina inulomosHa
ni020mosKa, YusiibHULl 3axXucm, oceimui niamegopmu.

The paper highlights the role of modern digital platforms in the professional foreign
language training of future civil protection specialists. The functional capabilities of educational
services such as TeachShare, TWEE, YouGlish, NoteGPT.io, and Miro are analyzed as effective
tools for developing communicative, terminological, and digital competencies. The importance of
integrating these technologies into the educational process of higher education institutions in the
field of civil protection is emphasized.

Keywords: information technologies, digitalization of education, professional foreign
language training, civil protection, educational platforms.

CyuacnHa mpodeciifHa ocBiTa y cdepi HUBUIPHOTO 3aXHCTy HEMOXKIIHBA
0e3 BuKOpHCTaHHA iHpOpManiifHO-KoMyHIiKaniifanx TexHonorid (IKT), saxi
3a0€e3MeYyIOTh TOCTYII 10 aBTCHTUYHUX [DKEPENl, CIIPUIIOTh PO3BUTKY MHU(POBOT
TPaMOTHOCTI, KPUTUYHOTO MUCICHHS Ta KOMYHIKATHBHHX HAaBHYOK.
OcobmuBoro 3HaueHHss HaOyBae iHTerpamis IKT y mnpomec iHImOMOBHOT
MIATOTOBKH, aJKE BOJIOIHHS IHO3EMHOI0 MOBOIO (haXiBIIEM IIMBUILHOTO 3aXUCTY
€ He jnwuie 3aco00M mpodeciiiHoi KOMyHIKaIlii, a ¥ eTeMeHTOM iH(pOopMaIiitHOT
0e3IeKH Iiji 4ac MDKHAPOIHOT B3a€MOIii.

BukopucranHs OCBiTHIX IUTaTGOpM HOBOTO TIOKOJIHHSA Yy TMpoIeci
MiATOTOBKM (haxiBLiB HHUBUIHPHOTO 3aXHCTy IO3BOJISIE MOEIHYBATH TPaAMLiNHHI
MEeAaroTiyHi METOAN 3 TEXHOJOTLIMU MITYYHOTO iHTEIEKTY, aBTOMAaTH30BAHOTO
TECTYBaHHS, aHAJITUKYA HaBYATbHUX JAHUX 1 KOJIaOOPATUBHOI B3a€MO/Iii.

IInardpopma TeachShare mpwsHadeHa st CTBOPEHHS, MOIIMPECHHS Ta
CIUTFHOTO BUKOPHCTAHHS HaBYAIBHUX MaTepiaiiB. BoHa gae 3Mory BUKIaga4amMm
pO3poONATH IHTCpAKTHBHI 3aBJaHHS, BIKTOPHHH Ta TECTH, SKi MOXKHA
amanTyBaTH MiJ KOHKpeTHi mpodeciiini Temu, Hampukiam, «Disaster Risk
Management» un «Emergency Response». TeachShare miarpumye cTBOpeHHS
KOJIEKTUBHUX KYypCiB, J€ BHUKJIQJadi MOXYTh OOMIHIOBATHCS METOIUKAMU
HaBYaHHS 1HO3eMHOI MOBH 3a TpoQeciiHIM CcnpsMyBaHHIM, (QopmyBaTu
cuinpHi TI0capii Ta 6a3m 3HaHb. Lle cnpuse po3BuTKy KomyHikamii mix HIIII,
AKi TOTYIOTh (axiBIliB y cepi Oe3nekn.

1.TWEE — ne iHHOBamiiiHWiA cepBic I TeHepallii 3aBlaHb i3 BUBUCHHSI
MOBH Ha OCHOBI Oy/b-SKOTO BiZ€o, TEKCTy abo aysio. 3a JOMOMOTrOI0 IITYYHOTO
IHTENICKTy CHCTEMa CTBOPIOE BIIPABH PI3HOTO THITY: 3allOBHEHHS IMPOITYCKIB,
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MHOXHHHHiA BHOIp, nepekiaji, GOpMyBaHHs CIOBHHKOBHX HaGOpIB.Y KOHTEKCTI
miAroToBKH (haxiBuis uBimbHOIO 3axucty TWEE MokHa BUKOPHCTOBYBATH JULst
aHay3y aBTeHTHMYHUX BineomarepianiB HATO, €Bponelicbkoi KoMicii 3 muTaHb
LMBUTBHOTO 3aXHCTy YW MDKHApPOJHUX TyMmaHitapHux wicid. lLle nomomarae
3100yBavaM He JIHIIIe TIOKPAIyBaTH 3HAHHS TEPMIHOJIOTi, ajie ¥ 3aCBOIOBATH MOBHI
MOJIETIi, THIIOBI TSI KPU30BUX KOMYHIKAIIIH 1 3BITiB PO HA/I3BUYAIHI CHTYAIIil.

2.YouGlish — mnoTyxHuii OHIAWH-IHCTPYMEHT [UIsi BIOCKOHAJICHHS
BHUMOBH Ta PO3YMIHHS KOHTEKCTY BUKOPUCTaHH: (axoBoi Jekcuku. Kopucrysay
BBOJIUTH OyIb-sike cioBo 4u (pasy (Hampukiaz, evacuation route abo hazard
assessment), i cucrema minoupae Bineodparmentu 3 YouTube, ne me cioBo
3BYYUTh y NPUPOJHOMY KOHTEeKCTi. Takuil minxiJ [1o3Bojsie 3100yBayam
cipuiiMaTy MpoQeciiiHi TEePMIHM B peaJbHUX KOMYHIKATUBHHMX CHTYaIlisiX,
PO3BMBAIOYM HABUYKH ayJifoBaHHS Ta (OHETHMYHY KOMIICTCHTHICTh. Jlns
MalOyTHIX TepeKiagadiB 1 pATYBAIBHUKIB II€ OCOONHMBO BAXIIHMBO, aKe
MpaBHJIFHA BIMOBA Ta PO3YMIHHS CIIOBA B KOHTEKCTI MOKYTh MaTH BHpIIIaIbHE
3HAYCHHS il 9aC MDKHAPOIHUX HaBUaHb 200 CIUTHHIX OTEpaIlii.

3.Ilmarpopma NoteGPT.i0 BHKOPHCTOBYE TEXHOJIOTII IITYIHOTO IHTEIEKTY
JUIsL aBTOMATUYHOTO CTBOPEHHsI KOHCIIEKTIB, Pe3lOMe Ta IJocapiiB i3 TeKCTiB abo
BIZICOJIEKITiH. Y TIpolieci IHIIOMOBHOT IMATOTOBKH CTYACHTIB IUBUILHOTO 3aXHCTY
Leld IHCTpYMEHT JOoIOoMarae CTPYKTYypyBaTH BEJIMKY KUIBKICTb TEpMIHOJIOTTYHOT
iHpopMmallil, CTBOpPIOBAaTH IIEPCOHANII30BaHI CIOBHHKM 3a Temamu «Emergency
Response Coordination», «Rescue Operations», «Civil Protection Framework»
tormo. Kpim Toro, NoteGPT.io crpusie po3BUTKY HABUUOK aKaJeMIYHOTO IHCHMa,
OCKITBKM JIOTIOMAarae CTyIEeHTaM IMPaBHUIBHO (OPMyITIOBaTH BUCHOBKH, MiIOMpaTH
peTeBaHTHI IPUKITAAHN Ta TIEPEKITaaTH TEXHIYHI TeKCTH.

4.0OnmaifH-gomka Miro — yHIBepCalbHMM IHCTPYMEHT Ui Bi3yauizarii
HaBYAILHOTO MaTepiary. Y Tponeci HaBYaHHA IHO3eMHOI MOBH BOHAa MOJKE
BUKOPHCTOBYBATHCS /ISl CTBOPEHHS! mind maps, TepMIHOJIOTIYHHX KapT, CIIEHapiiB
JUANOTiB, a TAKOXK JUIA IUIAHYBAaHHA  TEPEKIAJAIbKUX TPOEKTIB. Y poOOTi 3i
3m00yBauaMu y cdepi HUBUIBHOTO 3axucty Miro 0coOauBO edeKTHBHA Uit
TPYHOBUX 3aHATH, A€ MOTPIOHO MOJENIOBATH KOMYHIKAaIil0 MDK yJaCHUKaMU
pATYBaJbHOI oOmeparii 4M aHali3yBaTH AHIJIOMOBHI JOKYMEHTH MDKHAPOIHHUX
opranizamiif. [Imatgopma 3abesmedye iHTEpPaKTHBHICTh, Bi3yaJdbHY HAOYHICTH 1
KOMaH/IHY B3a€EMOIII0, IO I{IBHIILYE MOTHBAILLIO 37100yBadiB.

InTerpamiss mUX MIaTGOPM CHOpPUSE€ PO3BUTKY CYYaCHUX KIIOUYOBHX
KOMIIETEHTHOCTEI — KOMYHIKaTuBHOi, I(poBoi, MDKKYJIbTYpHOI Ta
AQHAIITHYHOI, 1110 (hOPMYy€E TOTOBHICTH MaifOyTHIX (axiBLiB HUBUILHOTO 3aXUCTY
JUSTH B YMOBaX Cy4aCHHX BHUKJIMKIB.

Jlitepatypa
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THE USE OF Al IN PRESERVING WAR-DAMAGED ARCHITECTURE
IN UKRAINE

Marta IVASIV
Lviv Polytechnic National University, Lviv

The role of artificial intelligence in recording damage and supporting the recon-
struction of Ukrainian cities affected by the war. The article examines modern technolo-
gies that help architects and local administrations to quickly assess damage, create 3D
models, and propose restoration options. Examples of Ukrainian projects are given,
including RE:Ukraine Vision, tools for automated modelling, and developments by Bal-
bek Bureau. The article shows how artificial intelligence contributes to faster, more ac-
curate, and more sustainable recovery, while emphasising that it cannot replace human
professional experience and understanding of the cultural context.

Keywords: architecture, Al, war.

Ponv wmyunoco inmenexmy y ¢hixcayii pyiunysanv ma niompumyi 6i00y006u
YKpaincokux —micm  YHAcniook  eitnu.  Posensioaromvbcs  cyuwacHi  mexHonocii,  sKi
odonomazaioms apximekmopam ma Micyesum AOMIHICmMpayiam onepamueHo OYiHI8amu
nowKoodcenHs, cmeoprosamu 3D-modeni ma nponowysamu eapiaHmu pecmaspayii.
Haseoeno npuxnaou ykpaincokux npockmie, 3okpema RE:Ukraine Vision, incmpymenmis
01 A8MOMAMU30BAH020 MOOeN08aHHA ma po3pobok Balbek Bureau. Iloxasamo, sx
WMYYHUTL THMENEeKm CIPUSE WEUOUOMY, MOUYHIWOMY ma OLIbl CManomy 8iOHOBNIEHHIO,
800HOUAC NIOKPECHIOI0YU, WO GiH He 30aMHULL 3AMIHUMU TI00CHKULL npoghecitinuil 00c6io i
PO3VMINHSA KYIbMYPHO20 KOHMEKCMY .

Knrouogi cnosa: apximexmypa, L1, sitina.

The war in Ukraine has caused widespread destruction of cities and cultural
heritage. Many buildings that shaped the identity of communities have been
partially or completely destroyed. In these circumstances, artificial intelligence
has become an unexpectedly powerful tool for documenting the destruction and
supporting future reconstruction. Modern Al technologies help architects, local
authorities and researchers understand how this can be restored.

One of the most interesting examples is the Ukrainian project RE:Ukraine
Vision. It allows users to photograph a destroyed building and instantly see a
possible restoration option generated using artificial intelligence and augmented
reality. This approach not only creates visual concepts for future reconstruction,
but also plays a psychological role — it helps people see that reconstruction is
possible. The project makes reconstruction more understandable and accessible,
allowing residents to imagine the future of their cities and neighbourhoods.

Another important area is Al modelling. A team supported by Microsoft
has created a prototype tool that analyses photographs and drawings, converting
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them into detailed three-dimensional models of destroyed buildings. This
technology has already been tested on the House of Culture in Irpin. Its purpose
is to help local administrations quickly assess the extent of damage, calculate
costs, and identify priority objects for restoration. Al significantly speeds up
these processes and increases accuracy compared to traditional methods.

The Ukrainian architectural firm Balbek Bureau is also actively developing
Al solutions for reconstruction. Architects are training neural networks on
thousands of their own visualisations sothat Al can offer realistic and
structurally feasible options for restoring destroyed buildings. In the future,
users will be able to take photos of ruins and receive several reconstruction
options, which will significantly speed up the initial design stage.

Another area of application is the recognition of materials in destroyed
buildings. Al can identify bricks, concrete, metal or glass directly from drone
images. This makes it possible to calculate which materials can be reused,
ensuring a more environmentally friendly and sustainable approach to
reconstruction.

Despite significant achievements, artificial intelligence cannot replace
architects. It is not capable of understanding the cultural context, historical value
or emotions associated with a particular place. However, Al provides specialists
with data, models and concepts much faster than before.

Thus, artificial intelligence has become a valuable tool in preserving
Ukraine's architectural heritage during the war. It helps document destruction,
visualise possible reconstruction options, and make the reconstruction process
more efficient. The combination of technology and human creativity provides an
opportunity to rebuild destroyed cities and create stronger and more sustainable
buildings for the future.
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BUKOPUCTAHHS IITYYHOI' O IHTEJEKTY B HAYKOBUX
TOCJIPKEHHSIX

Amnacracis VIBKIB, Auapiii IBAHYCA
Jlvsiscokutl deparcagnuti yuigepcumem be3neku HCummeoisibHoCmi

06’ exm 00CNiONHCeHHs — WMYYUHUL ITHMEeKM.

Ilpeomem OocniodcenHs — BUKOPUCIMAHHA WIMYYHO20 IHMENeKmy V HAYKOGUX
00CNIONCCHHSX.

Mema pobomu — euseieHHA negesaz ma HeOONIKi8 SUKOPUCTNAHHA WINYYHO2O
iHmMeneKmy y HayKosux 00CHiONCEHHSX .

Po6boma cnpsmoeana na Busenenns neeesac ma HeOONIKIE GUKOPUCHIAHHSL
WMYYHO20 [HMeNeKmy y HAYKogux oOocuiodxcenusx. IIposedeno ananiz neeegaz ma
HeO01iKi6 BUKOPUCIANHSA WIMYYHO20 THMENeKMY V HAYKOBUX 00CTIONCEHHAX

Knruoei cnosa: wmyunuil inmenexm, HAYKO8i O0CTIONCEHHA, MAWUHHE HABYAH-
M5, AHANi3 OAHUX, IHMENeKMYANbHI CUCeMU.

The object of study — artificial intelligence.

Subject of study — usage of artificial intelligence in scientific research.

Purpose — identifying advantages and disadvantages of using artificial intelli-
gence in scientific research.

The work is aimed studying identifying advantages and disadvantages of using
artificial intelligence in scientific research. Were made analysis of advantages and dis-
advantages of using artificial intelligence in scientific research

Keywords: artificial intelligence, scientific research, machine learning, data
analysis, intelligent systems

Tema BHKOpHCTaHHS INTYYHOTO IHTENEKTY € HAJ3BHYAHHO aKTYaIbHOIO B
cygacHoMy cBiti. IIII crae Bce OLIBII HEBIIUIBHOIO YACTHHOIO IMOBCSKICHHOTO
JKHUTTSI, @ HOTO 3aCTOCYBaHHS 3HAXOAUTH BiOOPaXKEHHs Y Pi3HUX cepax, Bix mooy-
Ty #o npodeciiinoi mismeHOCTI. [IpoTe, omHiero 3 obmacreid, ne LI mosxe Matn oco-
ONMBO 3HAYMMUIA BIDIMB, € HayKoBa cdepa, a TOUHIIIE, POIeC HAyKOBOTO NIChMa
Ta myOmikaniii. B mepion po3BUTKy IHHOBAaLIMHIX TEXHOJIOTIH TOCTa€ MUTAHHS BHU-
KopucrtanHs mrydHoro inrenekty (LI) y HaykoBiit AisuibHOCTI.

Bukopucranns I B mpolieci miAroToOBKM Ta HAINKCAHHS HAYKOBHX POOIT
JIOTIOMara€ BYCHHM OMNTHUMI3yBaTH Yac, aHAII3YBATH BEJIMKI OOCSTH JAHUX Ta IMijl-
BUIIYBaTH €(peKTHBHICTh IOCII/PKEeHb. BaxkiuBo 3po3ymit un € Bukopucrans LI
JOLUIBHUM B IUX nporecax. OCTaHHIMU pOKaMH ITUTaHHs 1po BUkopuctanHs LI B
HaYKOBHX JOCII/DKEHHSX € aKTyaJlbHHM, Ta IpuBepTae Oarato yBaru. Jlexro miar-
pUMY€E BUKOPUCTAaHHS i€l TEXHOJIOT], a {HIII BUCTYNAlOTh MPOTH. TOX PO3rIIsTHEMO,
sIKi meperekTHBy Binkpusae LI nepen HayKOBIUIME, a TAaKOXK SIKi IpoGleMy BHHH-
KafoTb Y IIPOLIECi HOTO BUKOPHCTAHHSL.

ITepeBary BUKOPUCTAHHSI LITYYHOT'O iHTEIEKTY Yy HAYKOBUX JOCIIDKEHHSX:
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reHepatist Ta OpMYITIOBaHHS HOBHX i7€if; TIONIYK aKTyaJIbHUX JPKEpEN; aHa-
i3 Ta 00poOKa BEMMKUX 00CATIB iH(OpMALLii; ITepeKiIan TEKCTY; IOKPAIIEHHS TeKC-
Ty HayKOBOI CTaTTi; CTBOPEHHS IrpadidHOTO MaTepiany; mepeBipka TEKCTy Ha IIIari-
aT; TeHepaliss HOBUX TilIOTE3; MOJCIIOBAHHS CKJIAJHUX CHCTEM; CHHTE3 HOBUX
MarepiaiiB i 3aco0iB; aBTOMaTH30BaHa 00poOKa 300pa’keHb 1 Bifeo; ONTHUMI3aIis
eKCIICPFIMEHTIB; IMiIBUIICHHS TOYHOCTI Iepea0avyeHb; MOINIISHHS yIpaBIIiHHS
HAYKOBUMHU TPOEKTAMH.

Henomniku BUKOPUCTaHHSI IITYYHOT'O IHTENEKTY Y HAYKOBUX JAOCIIDKEHHSIX :

MOPYILIEHHS MPUHIMIIB HAYKOBOI €TMKHM Ta aKaJeMI4HOI J00pOuYecHOCTI;
MIOMMJIKOBI pe3ynbTaTu; KongineHuiiHicTs nanux; [Turanus Oe3mnexu i kidepsarpo-
31; HerouHicTh mepeknasy TeKCTy; 3aleKHICTh Bin TexHojorii; HemocToBipHicTh
nmannx; Hapuanus ta ocsita; Edexr Brpatn poboumx wmicip; JliMiti Ta 0OMexeH-
Hi; Butpatn Ha BnpoBamkeHHs; BincyrHicts iHTepriperanii; Konkypeniis Ta
noctynHicTh; [Ipo3opicte Ta BimmoBinanbHiCTh; COIIOKYTETYPHI BUKIHKH.

3rimHo 3 MPOEKTOM 3aKOHOMPOEKTY «IIpo akamemiuHy moOpodecHICTE» [3],
aKaJeMIdHHH TUIariaT BU3HAYAEThCS K MYONIKallis pe3yabTaTiB BIacHOI akageMid-
HOI ALUTLHOCTI ab0 TEKCTIB 1/ab0 pe3ysbTariB, 3rEHEPOBAHMX ABTOMATHYHHM
KOMIT FOTCPHUM IPOTPAMHHM 3a0€3IeUCHHsIM, 0e3 BKa3iBKU Ha Iiei (DakT y caMoMy
aKajieMivHOMY TBOP1 4 HOTO CYNPOBIIHMX MarTepianax. SIKIo BUSBIICHO akaJemMid-
HUY IUIariat B ONPUIIIOHEHOMY TBOPI, TaKWil TBIp MiUIsrae BiAKIMKaHHIO. Y pasi
BUYMHCHHSI aKaJEMIYHOTO IUIariaTy IUIIXOM IEpelaHHs aBTOPCTBA IENArOTTYHIM,
HayKOBO-TI€/IarOriyHUM a00 HAYKOBHMM IIPAlliBHUKOM 3aKJIagy OCBITH, HayKOBOT
YCTQHOBH UM BYEHHM, Taka 0co0a:

Brpavae naykoBuii cTymiHb, BUeHe (T1efaroridne) 3BaHHs Ta/abo kBamidika-
LiifHy KaTeropiro, SKIIO IIi 3BaHHSA YK KaTeropii Oy MpUCYIKeHi a00 TPHUCBOEHI
Ha OCHOBI 200 3 ypaxyBaHHSM BillIOBITHOTO aKaJEMiTHOTO TBOPY YH HOTO YaCTHHL.

[Timnsrae 3BUIBHEHHIO 13 3aKJIaAy OCBITH a00 HAYKOBOi YCTAHOBH.

VY BUMNaAKy aKaJeMIYHOTO IUIATiaTy, CKOEHOTO 3700yBadeM BHIIOI OCBITH
yepes3 MepeaHHs aBTOPCTBA Ha KBamidikamiiHy poOoTy, Takuid 3100yBad mimysrae
BilpaxyBaHHIO i3 3aKJiajly BUIIOT OCBITH a00 HayKOBOT yCTAaHOBH.

BukopucTaHHs ITY4HOTO iHTeneKTy Y HAYKOBHUX JIOCIIIKEHHIX Ma€ MOTEeH-
1iaJl TIEPETBOPUTH crocid 300py, aHallizy Ta BUKOPHCTAHHS HayKOBOT iH(hopMmartii.
Mosxmisocrti Bukopucranus LIl B HayKoBHX JOCIIIIKEHHSX BKIIOYAIOTH aBTOMATH-
30BaHMI aHANI3 JaHUX, TTOLIYK HAYKOBHX CTaTEH, MATPUMKY B IIPUHHSATTI PilICHB,
reHepallifo HOBHUX TillOTe3, MOJICIIOBAHHS CKIIAHUX CHCTEM, CHHTE3 HOBHX MaTepi-
aJ1iB, aBTOMaTH30BaHy 00pOOKY 300pakeHb, ONTUMI3ALiI0 EKCIIEPUMEHTIB Ta O6arato
iHmmX. 1 MOKITMBOCTI pO3IIMPIOIOTH TOPU30HTH HAYKOBHX JIOCITIDKEHB 1 3a0e3me-
YYIOTh OUTBII TOYHI pe3ynbTaTh. 3arajibHa ines moisirae B Tomy, mo 11 crae Han-
3BHYAiHO BAXKJIMBHM {HCTPYMEHTOM JUISl HAYKOBOI CITUTBHOTH, KM MOXKE 3HAYHO
TIOJIETIIITA W TIPUCKOPUTH TPOBEACHHS JTOCHIHKEHb 1 3a0e3MeunTr Ol TOYHI
pe3yabTatu. [IpoTe, BaXKJIMBO PETEbHO BPAXOBYBATH BCI MOXKJIMBI HACIIIKH Ta
PU3HUKH, 100 3a0e3MeUnTH BiIOBIIaIbHE Ta e)eKTUBHE BUKOPUCTAHHSI I[I€T TEXHO-
JIOTil B HAYKOBHX JOCHiDKeHHsX. [lepen Hamu CTOITh 3aBJJaHHs PO3BUBATH CTaH/IA-
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PTH, €THYIHI HOPMH Ta CTPATETil I HATATODKEHHS OAIAHCY MK MOXITHBOCTSIMH Ta
BurmkamMu LI B OCBITi Ta HAYKOBHUX JTOCTIIKCHHSIX.
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NEPCIHEKTUBU BUKOPUCTAHHS BE3NIJIOTHUX CUCTEM B
YKPAIHI IIIT YAC BIZJHOBJIIOBAHOT'O ITIEPIOAY

Muxaiino KAPITYHEILDb, Auapiit TABPUCH
Jlvsiscorutl deporcasnull yHisepcumemy 6esnexu s'cummeoisiibHocmi, M. Jlveie

Anomauia. Ananiz esponeticbkoeo 00c8idy 3acmocy8ans 6e3ninomuux 1imans-
HUX anapamis y YueilbHOM)Y CEeKmopi noKa3as cmpameiuni nepcnekmusy iXxHboi no6HO-
macwma6bnol inmezpayii 8 Ykpaini 6 niciagoennuil nepioo.

Hapasi posgumoxk yugineHux oponis ¢ Yxpaini oOmesicenuil yepes 0ito npagogozo
PpeducuMy 80EHHO20 CIAHY, WO KOHMpacmye 3i 3naunum npozpecom y kpainax €C. €gpo-
neticbka NpaKmuxka 0eMOHCMPY€E iHHOBAYINHI PillenHs, 30KpeMa GUKOPUCHAHHA MeOul-
Hux oponie (SkySaver, Everdrone) ons wieuokoi 0ocmaeku KpumuuHux 6anmanxicie ma
Oeghibpunsimopis, 3acmocy8ants 6E3NIIOMHUKIE Y NOJNCENCOSACIHHI MA BUCOKOMOYHUX
cucmemax 6 azpapromy cekmopi (AgroDroneVision).

Ha ocnosi ananizy nepeodosux, 2iopuduux ma mooynvHux mexnonoeiu (VIOL-
Oponu 6i0 Quantum-Systems) 3po6IeHO BUCHOBOK, WO NICAs 3A8EPUIEHHS BOCHHUX Oill
Yrpaina mamume ynikanony moxciugicmo 30itichumu mexnono2iunuii cmpubok. Lllguoxe
BNPOBAOIICEHHS OE3NINOMHUX CUCTEM Y KPUMUYHY IHOPACMPYKMYPY MA CibCbKe 20CHO0-
0apcmeo cmaue KUoYo8UM (PAKMOPOM eKOHOMIYHO20 MA COYIANbHO20 BiOHOGIIEHHS,
3a6e3neuyouu WeuoKicmy, MOYHICMb Ma OOCMYN 00 8I00ANEHUX MePUMOpIL.

Knrwuoei cnosa: besninommui nimanvHi anapamu, KpumudHa iH@pacmpykmypa,
YUBINBHULL 3AXUCT, NONCENHCOLACTHHSL.

VY xpainax €Bponeticekoro Coio3y aKTHBHO BIIPOBaLKYIOThCS IHHOBAIIiHI
TexHouorii y cepi Oe3ninoTHUX sitanpHuX anapariB (BI1JIA). barato 3 nux pitieHsp
a00 30BCIM HE BHKOPHCTOBYIOTHCS B YKpaiHi, a00 mepeOyBaroTh Ha eTari 0OMexe-
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HUX TMUIOTHHUX IPOEKTIB, OCKUIbKN € 3a0opoHa y 3actocyBanHi BIUIA mix wac mii
IIPaBOBOTO PEKHMY BOEHHOIO cTaHy [1]. €Bponelicbka NpakTHKa IEMOHCTPYE 3Ha-
YHE PO3IMIMPEHHS] BUKOPHCTaHHS JIPOHIB y IUBUIBHOMY CEKTOPI, JEPKaBHUX CITYXK-
0ax Ta pATYBaIBbHHUX omeparisx. OOHUM 13 HAHOUTBII PO3BUHEHUX HANPSMIB € 3a-
CTOCYBaHHS MEJUYHHX JIPOHIB.

'V €Bporti po3BUBAETHCSA 0araTo iIHHOBAIIMHNX O3MIIOTHUX TEXHOJOTIH, K1
MOXYTh OYTH KOPHUCHUMH JUTS PI3HUX cep, B TOMY YMCIIi B HaITiil KpaiHi y micist
Bo€eHHUi1 niepioa. Hanpukian, y pamkax nporpamu Horizon 2020 peanizyerscest mpo-
ekt SkySaver (Avy) — VTOL-apoH, 31aTH1il TpaHCIOPTYBAaTH MEIUYHI BaHTaxi
Ha BEJMKI BIICTaHI, Taki K KpoB, nediopwisitopu abo BakumHu. Lleit npon moxe
Jonatd npuoM3HO 150 KM, 10 3HAYHO CKOpOUYE Yac IOCTaBKH B IOPIBHSHHI 3
TPaJUIIIITHOO HA3EMHOO JIOTICTHUKOIO [2].

¥V IlBewnii po3ropHyra cucreMa aBTOHOMHHX JpoHIB komnanii Everdrone,
SIKi TOoCTaBIBTIOTE Aediopmstopu (AED) mo micip panroBoi 3ymuHKH ceprs. Taki
armapaTy CTapTYIOTh 3i CIeliansHuX cTaHMii Skybases Ta 3maTHi mpuOyBaTi 10 Ha-
Li€HTA Ha KUThKa XBWJIMH IIBHIIC 32 KapeTy mBUIKoi gomomord [2]. e 3HawHO
TMIIBUIIIYE IIAHCH HA TOPATYHOK XUTTS. [lomiOHMX MacmTabHUX CepBiCiB MIBUAKOT
MEAWYHOT JOCTaBKU JPOHAMH B YKpaiHi MOKH He icHye. [[ikaBuM MPUKIIAZIOM € BH-
KOPHCTAaHHS JIPOHIB y MOXEKHUX Chayx0ax ['enbcinki, OiHasHmis. be3mimoTHUKA
o0J1aiHaH1 TeIIOBI30paMHy, 10 JO3BOJISIE MOHITOPHUTH OCEPEAKH TIOXKEXKI, BU3HAYATH
HanpsIMOK IMOIIMPEHHS! BOTHIO Ta 3HAXOJWTHU JIOACH Y 3aJUMIICHHX HpI/IMiLHeHHHX
Kp]M 1bOTO, B PAMKaX TIPOEKTY AIRMOUR npoHu TOCTaBisuIM aipeHalliH Ha OCT-
piB, Jie JTrO[MHI 3HA00MIacs TepMiHoBa gomomora [2]. VY IIsetinapii, ABCTpll Ta
Itanii BITJIA BHKOPHCTOBYIOTBCSI IS JIOCTaBKM Je(iOpUIISITOPIB Ta JIIKAPCHKUX
3aco0iB TYPHCTaM 1 albIIiHICTaM Y BXKKOJOCTYITHUX MicIiiX. Lle neMoHCTpye mpak-
THYHE 3aCTOCYBaHHs OE3MUIOTHHKIB SIK €IEMEHTIB MEANYHOT JOTIOMOTH Y Ba¥KKO/I0-
CTYITHHX MICITSIX.

Ha cporomnimiii gens B Yipaini BITJIA Takox ITMPOKO BUKOPUCTOBYIOTh-
Csl PATYBAIBHMKAMH, ajie MOKM O3 CTBOPEHHS €AMHOI HAIIOHAJIbHOI CHCTEMHU
YIpaBJIiHHS OE3MUIOTHUMY chcTeMamu [3, 4].

ArpapHuii cekTop €BpOIHN TaKOXK aKTUBHO KOPHUCTYEThCSI CYHYaCHUMH LUQ-
poBumu iHcTpyMeHTamu. [Inatrdopma AgroDroneVision EU moenHye cymyTHHKOBI
JaHi, 300paKeHHs 3 JPOHIB, aHAJI3 IPYHTY Ta aBTOMAaTH4YHE BHECECHHS JOOPHB 3a
JoroMoroto mrygroro iHrenekry (LI). Ananmoriuno, Smartlrrigation 3abe3neuye
TIOBHICTIO aBTOMATH30BaHI CHCTEMH ITOJIMBY HA OCHOBI JIaTUYMKIB BOJIOTOCTI Ta MPO-
THO3IB ITOrou [2].

Cepen  €BpONCHCHKMX BHPOOHWKIB BAapTO BHIUINTH YECBKHH JAPOH
ThunderFly TF-G2, sikuit 3maTHHI TPAIOBATH Y CKIAMHAX METEOYMOBaX Ta BHKO-
PHCTOBYBATHCS ISl HAYKOBUX 1 MOIIYKOBUX Miciil. HiMerpka xommanis Quantum-
Systems po3po6isie BucokoTexHoorHi ApoHr VTOL (BepTHKanbHUI 31T 1 Toca-
JIKa), SIKi 3aCTOCOBYIOTHCS B OOOPOHI, a TAKOX Y IIMBUTBHUX 337[a4aX — arpOMOHI-
TOPHHT, KapTorpadyBaHHs Ta JoricTruka. [{ikaBoio € TaKoX KOHIICTIIisT MOAYIbHUX
JPOHIB, 3JaATHUX 3MIHIOBaTH CBOIO KOH(Irypallito 3aJIe)KHO BiJl BAHTAXY: J10AaBaTH
abo mpubHupaTn MOy, 3MIHIOBATH KUIBKICTh ITporiesiepiB 4 Gopmy Kopmycy. Lle
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JIa€ MOXKJIMBICTH BUKOPHCTOBYBATH OJJMH JPOH JUTS IEPEBE3CHHSI PI3HUX TUIIIB BaH-
TaXiB, 3MIHFOFOUH HOTO KOH(Iryparliro i moTpedu 3aBaaHHs.

€BporieiicbKi HAYKOBII TaKOX EKCIIEPUMEHTYIOTh i3 TIOpUIHIMHU JPOHAMH,
30KpeMa BOIHEBO-OarapeliHnMHU, sIK-0T ApoH NederDrone, sxuii moemaye VTOL-
3JIT 1 TPUBAJMHA TOPH3OHTANIBHUMA TOMIT [2]. 3aBmsku Takiii “TiOpHmHIN~ cucTeMi
JKUBJICHHS BIH MOYK€ BHKOHYBATH JOBT1 MicCii 3 MiHIMATbHUMH €KOJIOTTIHUMH BH-
TpaTamu.

Oomerxennst Ha 3actocyBanHs BILJIA B nuUBUIBHOMY CEKTOpI YKpaiHu € He-
OOXIIHOIO MIpOI0 B YMOBaX BOEHHOT'O CTaHy, IO iCTOTHO CTPUMYE PO3BHUTOK LIi€i
chepu nopiBasHo 3 €C. IlpoTe came 0araTcTBO €BPOMEHCHKOI MPAaKTHKU (Bif
SkySaver mns norictrke kpoBi 1o miatdopm Smartlrrigation B arpocekTopi) ciayrye
MEPEKOHIIBIM JIOKa30M BEIMYE3HUX HEPEaTi30BaHUX MOXKJIMBOCTEH I HAIIOT
KpaiHH.

TakuM YMHOM, Yy BiTHOBITIOBAaHHI TIEPIOJ ITICIIS 3aBEpIICHHS BOECHHUX M,
VYkpaiHa MaTAMe yHIKaTbHY MOKIIMBICTD HE MPOCTO HACTITYBAaTH, a i IMIBUAKO iHTE-
TpyBaTH i repenoBi, TiopuaHi Ta MoaymeHi BITJIA-TexHOMOTil Y MUBUTEHIN CEKTOP
— BiJ] KpUTUYIHOT MEINIHOT JIOTICTUKH Y BAXKKOJIOCTYITHUX paiOHaX JI0 BUCOKOTOY-
HOTO arpoMoHiTopuHTY 3a Aonomoroto IIII. BripoBamkenns BITJIA y HamaHHS Me-
JIMYHOT JIOTIOMOTH, PSTYBaJIbHI CIY)KOM Ta CUTLChKE FOCIOIAPCTBO CTaHE BaKIUBUM
(hakTOPOM EKOHOMIUHOT'O Ta COILIAIBHOTO BITHOBJICHHS, 3a0€3IEUyI0YH IBUIKICTH,
TOYHICTH Ta JOCTYII A0 BifjaieHux Teputopiil. Lle no3Boiute YkpaiHi 3aificHUTH
TEXHOJIOTTYHUI CTPHOOK, BUKOPUCTOBYIOUM OE3IUIOTHI CHUCTEMH SIK KIFOYOBHI
€JIEMEHT e(h)eKTHBHOTO Ta IIBHUIKOTO HICISIBOEHHOTO BI/THOBJICHHSI.
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DIGITAL MODELS AND 3D SCANNING IN PRESERVING
ARCHITECTURAL HERITAGE DURING WAR

Vasylyna KIT
Lviv Polytechnic National University, Lviv

Abstract. Digital models and 3D scanning play a crucial role in documenting,
preserving, and restoring architectural heritage endangered by war. They enable
accurate recording of damage, support reconstruction efforts, allow virtual access to
destroyed sites, and provide evidence of cultural heritage destruction for legal and
research purposes.

Keywords: digital models, 3D scanning, architectural heritage, war,
preservation.

Anomauis. Lupposi mooeni ti 3D-cranysanns gidicpaiomv 6axciugy pois y 30e-
pedtCceHHi apXimeKmypHoi cnadwutu, wo nepebdysae nio 3azpo3oro sitinu. Texnonoeii 3a0e3-
neuyiomes mouHy gikcayito cmamy 06 '€Kmie, Cnpusiloms pecmaspayii, Haoams 6ipmyaib-
HUtl 00Cmyn ma 00noOMaz2aioms OOKYMEHMY8amu PYUHYEaHHs OJist IOPUOUHHUX Yilell.

Knrwwuosi crosa: yugposi mooeni, 3D-cxanysanus, apximexmypHa cnaowjuna,
8iliHa, 30epedicenHs.

Armed conflicts continue to pose a significant threat to the architectural
heritage of many nations. Historic buildings, monuments, religious sites, and
cultural landscapes often become collateral damage or deliberate targets, leading
to irreversible cultural losses. In this context, digital models and 3D scanning
technologies provide effective tools for documenting, monitoring, and restoring
architectural heritage at risk. These technologies allow for the creation of highly
accurate digital replicas of buildings and structures, supporting archivists,
architects, restorers, and international organizations in their work.

One of the primary advantages of 3D scanning is its ability to capture
architectural forms with millimeter precision. Methods such as LiIiDAR scanning,
photogrammetry, and structured-light scanning make it possible to record an
object’s geometry in detail, including small ornamental elements and surface
textures. This level of accuracy is particularly valuable when a building is
damaged or destroyed during war, as the digital model can serve as a reliable
basis for partial or complete reconstruction. Moreover, 3D data can be integrated
into Building Information Models (BIM), which further facilitate technical
planning and risk assessment.

Digital models also contribute to the creation of long-term, accessible
archives of cultural heritage. Even when a physical site becomes inaccessible or
is located in an active conflict zone, digital representations enable continued
research, educational use, and public engagement. Museums and academic
institutions increasingly rely on such digital archives to develop interactive
exhibitions and virtual tours that allow global audiences to explore endangered
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or destroyed monuments. This approach expands cultural accessibility and
preserves knowledge for future generations.

Another important aspect is the role of digital technologies in restoration
efforts. After a conflict, restoration teams often face challenges related to
assessing the extent of damage and determining the original architectural state of
a structure. High-resolution 3D models allow specialists to compare pre- and
post-damage conditions, plan interventions, and fabricate missing elements
through advanced techniques such as 3D printing or CNC milling. This
accelerates restoration work and ensures a higher degree of authenticity in
reconstructed components.

Digital technologies also support preventive measures for protecting
heritage sites during war. Detailed digital documentation can help evaluate
structural vulnerabilities and identify areas at risk of collapse or targeted
destruction. These assessments inform protective strategies, including temporary
reinforcements, shelter installations, or evacuation of movable cultural elements.
The availability of precise digital data improves decision-making and increases
the chances of preserving valuable structures.

In addition, 3D scanning plays a vital role in documenting war crimes
involving cultural heritage. The destruction of historically significant sites may
constitute violations of international law, and reliable digital evidence is crucial
for legal investigations. High-accuracy 3D models can demonstrate the extent,
nature, and progression of damage, providing objective evidence for courts and
international organizations. This strengthens accountability measures and
supports global efforts to protect cultural heritage in conflict zones.

Overall, the integration of digital models and 3D scanning into heritage
preservation practices offers broad advantages in times of war. These
technologies enable precise documentation, support reconstruction and
conservation, enhance cultural accessibility, and contribute to legal efforts aimed
at protecting cultural identity. As conflicts continue to endanger architectural
heritage worldwide, the adoption of advanced digital tools becomes increasingly
essential. Their further development and implementation will help ensure that
cultural monuments—symbols of collective memory and identity—are
safeguarded for future generations.
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OBIPYHTYBAHHSA TA TPOEKTYBAHHSA TH®OOPMAIIMHOL
CUCTEMM MOHITOPHUHI'Y CTAHY ITPYHTIB HA OCHOBI
TEXHOJIOI'IM IHTEPHETY PEYEHN TA IITYYHOI'O IHTEJIEKTY

Baagucaas KIIMMYYK, Bagum IITAINHUK
Jlvsiscorull HaYioHATbHULL YHIgEpCUmMen 8emMePUHAPHOL MeOUYUHU
ma Giomexuonoziii imeni C. 3. Tocuybkozo

O6ipynmogano doyinbricms cmeopenns cucmemu Inmeprnemy peueii 0ns MOHimo-
puney pyumie. IIpoananizogano ocobausocmi i npoEKmMy8anHs, HeOONKU MPAOUYIUHUX
Memoois, nompedu azpocexmopa, ekoao2ii ma 6IOHOG/IeH . mepumopii niciist 60tosux Oiil.
Pozensmymo apximexmypy cucmemu ma iHHOBAYIUHI MOICIUBOCI i1 3ACMOCYBAHHSL.

Knrouoei cnosa: inghopmayiiini mexnonoeii, lnmeprem peyeil, MOHIMOPUH2 TpyHMIG.

The paper justifies the feasibility of creating an 1oT-based soil monitoring system.
It analyzes design features, the limitations of traditional methods, and the needs of
agriculture, ecology, and post-war land recovery. The paper presents architecture and
innovative capabilities of the proposed system.

Keywords: information technologies, Internet of things, soil monitoring.

CyuacHuii arpornpoMHCIOBUAN KOMIUIEKC YKpalHU MepexuBae TpaHcdo-
pMaitiro, 110 MoB’sA3aHa 3 [U(POBI3aIiEr0 BUPOOHUYUX MPOIECIB, YCKIIAHCHHIM
KITIMaTHYHUX YMOB Ta 3HAYHUMH TEXHOJIOTTYHUMH 1 €KOJIOTIYHUMHU BUKIIMKAMHU.
OnHi€lo 3 KIIOYOBHX YMOB €(DEKTHMBHOTO arpOBHPOOHUIITBA € CUCTEMHA OIIHKa
1 IPOrHO3YBaHHS CTaHy IPYHTOBOTO CEpENIOBHUINIA, BiJl SKOTO 3aJIeKaTh ypoxKaii-
HICTb, IPOJYKTHBHICTh 3€M€Jb, PAlliOHANBHICTh BUKOPUCTAHHS JOOPUB Ta BO -
HUX pecypciB. Y 3B’SI3Ky 3 IUM aKTyaJbHUM IIOCTA€ IMTaHHS PO3POOJICHHS CY-
YacHUX iH(GOPMaIIHHIX CUCTEM MOHITOPUHTY IPYHTIB, 31aTHUX 3a0e3neuyBaTu
BHCOKY TOYHICTb Ta OTIEPATHBHICTh aHAJI3y, 3 ypaxyBaHHSM PEriOHAJIBHUX 0CO-
ONMBOCTEH Ta 30BHIIIHIX BIUIUBIB.

OcobmuBocti npoektyBanHs loT-cucteM B arpornpomMucioBoMy BHPOO-
HUIITBI BU3HAYAIOTHCS HU3KOIO crenn(pIYHUX YNHHUKIB: BEIMKOIO TEPUTOPialb-
HOIO PO3TATYKCHICTIO IMOJIIB, HAOIWKCHICTIO 70 PAilOHIB BEJCHHS BIHCHKOBUX
T, MIHJIHBICTIO MIKPOKITIMATHYHUX YMOB, CKJIQJHICTIO CTaIliOHAPHOTO >KUB-
JICHHSI CCHCOPHHUX MEPEK, MOTPEOOI0 y CTaOUIbHIN Mepeadi JaHuX Ha BiJCTaHb,
BIUIMBOM TEXHOT'CHHUX 1 MpUpoaHuX 3aBaj. loT-iHppacTpykTypa Ui arpomnpo-
MHCJIOBOCTI BUMAarae BUKOPUCTAHHS MaJIONOTYXHHX CEHCOPHHX BY3JIB, CHEp-
rOOLIaJHUX MPOTOKOJIB 3B SI3KY a TAKOXK MOXKJIMBOCTI aBTOHOMHOT poO0TH TIpO-
TSTOM TPUBAJIOTO Yacy.

JlocnipkeHHsT IPYHTIB € BaXKJIMBHM HE JIMIIE ISl arpoIpOMHCIOBOTO
KOMILIEKCY, a i JUIs €KOJIOTTYHOTO MOHITOPHMHTY Ta OI[HIOBAHHS HACIi/KIB Bili-
CBKOBHUX JIiif. Y CUIBCBKOMY I'OCIOJApPCTBI CTaH IPYHTOBOTO TIOKPUBY BH3HAYAE
MIPOYKTUBHICTh KYJIBTYP, €PEKTUBHICTh ITOJINBY, PalliOHAIBHICTH BUKOPHCTaH-
Hs1 10OpHUB 1 IPOTHO3YBaHHS BpoKaifHOCTI. Y ctepi exosorii JaHi Ipo MOKa3HHU-
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KH TPYHTY JO3BOJIAIOTH BH3HAUaTH DiBeHb 3a0pyMHEHHS, Aerpanamii, eposii,
HAKOITMYEHHS BKKAX METaNIB Ta HITUX TOKCHYHUX pedyoBHH. OCOOIMBOT aKkTy-
IBHOCTI JIOCIIIKEHHS IPYHTIB HaOyBaIOTh IIiJ] 4ac NIMPOKOMAcIITaOHNX Ooio-
BUX JIifi: BHOYXOBI pEUOBHHH, PyX BaXKKOI TEXHIKH, TTOKEXK1 Ta TEXHOT€HHI KaTa-
CTpo(hM HETaTHBHO BIUIMBAIOTH HA CTPYKTYPY Ta XIMIYHUN CKJIaJl IPYHTIB.

TpanuniliHi METOIM MOHITOPUHTY I'PYHTIB I'PYHTYIOTHCSI HA PyYHOMY Bi-
nmoopi mpo6 Ta mabopatopHEx aHamizax. L{i MeToau MalTh HHU3KY HEIOIIKiB:
3HAaYHI YaCOB1 BUTPATH, BUCOKA BapTiCTh, 00MEKEHA KUTBKICTh BHOIPOK, BiICYT-
HICTh MOXJIMBOCTI O€3MEepepBHOTO KOHTPOJIO Ta CIIOCTEPESKECHHS 3a JHHAMIY-
HUMHU Tmiporiecamu. Takoxk y 6araThOx perioHax 30ip HaHUX TpaJuIiiHUME Me-
TOJaMU HEMOXXIIUBHI depe3 MiHyBaHHS abo HeOesrmeky Mt (axiBIliB, IO po-
OWTh IUCTAHIIIMHUN MOHITOPHHT €IWHUM OE3MEYHHM CHOCOOOM OTpHUMAaHHS
JocToBipHOi iH(opManii. 3aTpuMKa MDK BiOOpOM IpoOU Ta OTPUMAHHIM pe-
3yIbTaTiB HE JO3BOJISE MIBHAKO pearyBaTH Ha KPUTHYHI 3MIiHH y I'PYHTOBOMY
cepenoBui. HeoOXinHicTs mepexoy Bil MepioANYHOTO 10 Oe3mepepBHOTO MO-
HITOPUHTY MiATBEPHKEHO Y NOCTimKeHH  [1].

Tomy MeTO10 IOCII/DKCHHS € BU3HAUCHHS MOXKIMBUX IepeBar iHpopma-
LiHOT cHCTeMH MOHlTOpI/IHFy CTaHy IPYHTIB, PO3pOGICHOT Ha OCHOBI TEXHOJIO-
riii [HTepHeTy peveil Ta ITy4HOTO IHTENeKTY, a TAKOXK MPOEKTYBAHHS ii apXiTe-
KTYpH 3 ypaxyBaHHSAM CICLH(IKH arpOIpOMUCIOBOTO BHPOOHHIITBA, SKOJIOT1Y-
HUX BUKJIMKIB Ta yMOB BIICEKOBHUX IiH.

Ha BigMiHy Bin TpaaumiiiHEX MeTOZiB, TeXHONOTii [HTepHEeTY peded i
LITY9HOTO IHTEIEKTY MOXXYTh CYTTEBO BIOCKOHAIUTH MPOLEC MOHITOPHHTY
I'PYHTIB 3aBISKH aBTOMaTH30BaHOMY 300pY HaHHX Yy peaJbHOMY 4aci, BUSBJICH-
HIO aHOMAJI{, TIMOMHHOMY aHaNi3y KOPEISIii MDK MmapaMeTpamMu, BHKOPHC-
TaHHIO TPOTHO3HHX Mojened. BoHu 3abesneuyroTh MacmTaboBaHICTh, THYY-
KiCTP Ta MOXXITMBICTH IHTETpaIlii CYITyTHUKOBUX IHICKCIB, MO MiABHIIYE TOY-
HICTh KOMITJICKCHO1 OILIiHKU CTaHY IPYHTIB i JO3BOJISIE PO3IIUPUTH 3aCTOCYBAHHS
CHCTEMH B €KOCHCTEMaX Pi3HUX THITIB.

YV KOHTEKCTi OOTPYHTYBaHHS JOILUTBHOCTI CTBOPEHHS TaKOi CHCTEMH Ba-
JKJIMBO BUIUTMTH KiTbKa KIIFOYOBHX IHHOBAIlIMHUX aCIEKTiB, BUSBICHUX y Me-
JKax JOCIIDKEHHS:

MOKHBICTh CTBOPEHHS HOBOTO METOAY OaraTopiBHeBOi (umbTparii Ta
HopMmaizanii loT-maHuX, SKWH DO3BOJILE BPaxOBYBATH JIOKANBHI aHOMAIil Ta
ABTOMAaTHYHO BU3HAYATH JOCTOBIPHICTh CEHCOPHHX BUMIipoBaHb. lle KoMIieH-
Cy€ THIIOBI IIOMWJIKH TTOJIFOBHUX MATYMKIB Ta MiJBHIIYE TOYHICTH OLIHKH Tapa-
METpiB IPYHTY.

Po3pobxa mMozmeni mporHo3yBaHHS CTaHy IPYHTIB, aIalTOBAHOI 10 JOKa-
JHHUX YMOB, II0 BUKOPHCTOBYE METOAW MALIMHHOTO HaBUaHHSA [2] Ta mepcoHa-
Ji3yeThCs i KOHKPETHI AUTSHKY 32 npuHnumoM few-shot learning.

CTBOpEHHS IHTETpalbHOTO IHIEKCY «3HOPOB’S IPYHTY», SIKUH y3araib-
HIOE Pi3HI MapaMeTpH B €AUHUI MOKA3HUK, 3PYIHUN I MMOPIBHIILHOTO aHAII3Y
Ta IPUIHATTS pimeHs [3].
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OnTuMizarlis MeXxaHi3MiB camomiarHocTuku loT-Mepexi, 31aTHUX BUSB-
JSITW HECTIPAaBHOCTI AATYUKIB 1 IPOTHO3YBAaTH MOXJIMBI BIIMOBH, IO KPUTHIHO
BaXKJIMBO YIS TIOJILOBUX CHCTEM.

Amnaniz MOKIMBUX cep BUKOPHCTaHHS iHPOPMAIIHHOI CHCTEMH MOHI-
TOPHHTY cTaHy I'pyHTIB Ha ocHOBIi loT Ta IIII moka3sye i1 BUCOKY aKTyalbHICTh
JUISL arpoNpPOMHUCIIOBOTO KOMIUIEKCY, €KOJIOTIYHOTO MOHITOPHMHTY, BiTHOBJIEHHS
3eMeNb Micisd BiHCHPKOBUX [, YIPaBIiHHA PU3WKAMHU MPHPOJHHUX 1 TCXHOTCH-
HHX KaTacTpo(, a TaKOXK IS CTPATETTYHOTO TIAHyBaHHs 3€MJIEKOPHCTYBaHHS.
VIMOBIpHI KOHKYPEHTHI TIepeBaru CUCTEMH — aBTOHOMHICTh, MacIITA00BaHICTB,
TOYHICTb, aJaTUBHICTh, MOXKIIUBICTE pOOOTH y HeOe3meuHuX abo BaKKOJOCTY-
ITHUX 30HaX — CTJIH OCHOBOIO Ui (DOPMYBaHHS apXiTEeKTYpH PO3poOIrOBaHOL
CHCTEMH.

ApXiTeKTypa CHCTEeMH Iiepeidayae BUKOPHCTAHHS CEHCOPHHX MOYJIIB
JUTS BUMIPIOBaHHS BOJIOTOCTI, TEMIIEPATypH, KHCIOTHOCTI, €NEKTPOTIPOBITHOCTI,
pIBHIB TOOpHB Ta IHMIMX TapaMeTpiB, KOHTpoIepa (MIKpOKOMIT FoTepa abo Mik-
POKOHTpOJIepa), SKUH 3IHCHIOE TIEpBUHHY OOpOOKY MaHWX, MOJIYINIB 3B’S3KY
JUISL TIepesiadi TeJIeMeTpil, CepBepHOT YACTHHU 3 MOIYISIMHU aHAJITHKH, MaIIHH-
HOTO HaBYaHHA Ta 0a3aMHU JaHWX, a TAKOXK KIIEHTCHKOTO iHTepdeiicy mis Bi3ya-
nizamii iHQopmarii, opMmyBaHHS 3BITIB Ta pexoMeHpariii. Taka apXiTekTypa
3a0e3meuye THYYKICTh, BITMOBOCTIHKICT 1 MOYKITUBICTH PO3IIMPCHHAS CHCTEMHU.

[IpoBeneHe HOCHIMKEHHS MATBEPMXKYE MOIUTBHICTH CTBOPEHHS iH(OP-
MAI[iifHOT CHCTEMH MOHITOPWHTY CTaHy IPYHTIB Ha OCHOBI TeXHOIOTiH [HTEepHE-
Ty pedell Ta ITy4Horo iHTenekTy. Cucrema 3/1aTHa MiJBUIIUTH TOYHICTH €KOJIO0-
TYHOTO Ta arpoTEXHOJIOTTYHOTO KOHTPOJIIO, CIPUITH PalioHAIEHOMY BUKOPHC-
TaHHIO pecypciB, 3a0e3nedyBaTu Oe3neyHmi 30ip JaHUX Y 30HAX BIHCHKOBUX Ail
Ta MIATPUMYBATH MPUHHATTS YIPABIIHCHKUX PIllleHb y CKIATHUX 1 JHHAMITHUX
YMOBax.
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DATA SCIENCE TA CUCTEMMU HITYYHOI'O IHTEJIEKTY:
APXITEKTYPA TA OBUUCJ/IIOBAJIBHI MOJEJII

Ipuna KOBAJIBYYK, Poman TOJTOBATHI
Jlvsiscokutl Oeporcasrutl yHigepcumemy be3snexu HCUmmeOiaibHOCmi

YV oaniii pobomi docniodcyiomecs @yHoamenmanvHi 63acM038'13KU Midic MEMoOo-
noeieto Data Science (DS) ma apximexmyporo Cucmem [LImyunoco Inmenexmy (IL11). Onu-
cano emanu mpancghopmayii cupux 0aHUxX y 3HaHHs yepe3 06YUCIo8aibli Mooeri. Busna-
ueno pons Mawunnozo Hasuanns (ML) ma I'nubokoeo Hasuanns (DL) six knouosux aneo-
pumminnux nioxoois. Ilpoananizosano neoOXiOHicmb GUCOKONPOOYKMUBHOI iH@pacmpyK-
mypu ona peanizayii imepayiiinozo srcummesozo yuxry DS/, niokpecnoouu Kpumuu-
nicmo emanie Feature Engineering ma Banioayii Mooeneii. Posensinymo ocroeni munu
aApXimeKmyp HeUpOHHUX MEPENHC, SIKi € OCHOBOIO CYHACHUX IHMELEKMYAIbHUX CUCTIEM.

Knrouoei cnosa: Data Science, LLImyunuii Inmenexm, Mawunne Haguanns, I ubo-
xe Hasuanus, Hetiponni mepeorci, Feature Engineering, Obyucniosanvha apximexmypa.

This paper investigates the fundamental relationships between the Data Science
(DS) methodology and the architecture of Artificial Intelligence (Al) Systems. It describes
the stages of transforming raw data into knowledge through computational models. The
role of Machine Learning (ML) and Deep Learning (DL) is defined as key algorithmic
approaches. The necessity of a high-performance infrastructure for implementing the
iterative DS/AI lifecycle is analyzed, emphasizing the criticality of the Feature Engineer-
ing and Model Validation stages. The main types of neural network architectures, which
form the foundation of modern intelligent systems, are also considered.

Keywords: Data Science, Artificial Intelligence, Machine Learning, Deep Learn-
ing, Neural Networks, Feature Engineering, Computational Architecture.

[TpeameToM JOCTIIPKEHHS € aHali3 CTPYKTYPHU Ta B3a€EMOJIIT METOI0JI0T 1~
yHoro anapary Data Science (DS) i1 rexHosnoriunoi peanizauii Cucrem LTydHo-
ro Iarenexry (LLI). B enoxy Benmmkux manux (Big Data) edextuBHICTS OYIb-
SAKOi OpraHi3aIlii mpsMo KOPEIoe 31 3/IaTHICTIO MepeTBOpIoBaTH cupi iHdopma-
1[ii{H1 TOTOKH HA Ji€Bi 3HaHHS. TOMY OCHOBHE 3aBIaHHS MOJArae y popmaizarii
MIPOLIECHOTO LMKy, HEOOXIHOTO ISl CTBOPEHHS Ta €()eKTUBHOI eKCIuTyaTarii
IHTETIEKTYaIbHUX CHCTEM, 3 KPUTHYHIM (POKYCOM Ha 3a0e3IeUYeHHi IXHhOI TOU-
HOCTI, CTIHKOCTI Ta MacImITa0OBAaHOCTI NpU POOOTI 3 MOCTIHHO 3POCTAIOUUMHU
oOcsiraMy reTeporeHHUX AaHux. Llel nukin BuMarae TicHOi iHTerparii HayKoBO-
CTaTHCTUYHHUX METO/IB 1 IIEpeIOBUX 00UYNCIIIOBAILHUX TEXHOJIOTIH.

Data Science BUCTymae Ik HayKOBHH (PpeiiMBOpK, M0 3abe3medye MeTo-
JIOJIOTIYHY MIATOTOBKY MaHMX, sKa € 00OB'SI3KOBOIO TIEPEIyMOBOIO VIS TIOOY10-
Bu ¢ynkuionanpHuX HII-cucteM. be3 skicHOT miAroToBKY HaBiTh HANIIOTYKHILT
anroputmH LI 1eMOHCTPYIOTE HU3BKY IPOTHOCTHYHY €(DEeKTUBHICTB.

KutreBuit ukn DS mpoekTy € irepamiiHuM i MoYrHA€EThCs 31 300py Ta
iHTerpanii rereporeHHuX Jukepen. lled eram BKIIOYae BHUPIMICHHS CKIaIHHX
IHPKEHEepHUX 3a71ad, MOB'I3aHUX 3 JOCTYIIOM JI0 JTaHWX 13 pi3HUX 0a3, CXOBHUII Ta
MMOTOKOBHX cUcTeM. Jlaji CIigyloTh KPUTHYHI eTary OYUIIeHHs, TpanchopMmarii
Ta ycyHeHHs mrymiB. O4MIIEHHs AaHHUX Tependadae poOoTy 3 MPOIyCKaMH, Y-
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OnikaraMM Ta AHOMaJbHUMM 3HAYCHHSMH, SKi MOXYTb CYTTEBO CIIOTBOPHTH
pe3yipTaTH MoAeroBaHHA. TpaHchopMariis HeoOXigHA s IPUBEICHHAS JaHUX
JI0 €IMHOTO YHCIOBOIO ab0 KareropiaibHOro (opMmaTy, 110 € 0OOB'SI3KOBOIO
BHMOTOI0 JUIS OUTHIIOCTI aropuT™MiB Marmmaaoro HauanHst.

Haii0inpin 3Ha4yImuM Ui OJANbIIOro MOJCTIOBaHHA € eran KoHcrpy-
roBaHHsA O3Hak (Feature Engineering). Lle TBopumii i BOgHOYAC TEXHIYHO CKITAI-
HUit nponec, ae Data Scientist BHKOPHCTOBYE €KCIIEPTHI 3HAHHS JJIsl CTBOPEHHS
HOBHX, OUIbII iH(QOPMATUBHHUX O3HAK i3 HAsABHUX CHPHX JaHMX. Hampukian,
3aMiCTh BHKOPHCTAHHS NaTH TPaH3aKIii, MOke OyTH CTBOpEHa O3HaKa 'dac 3
MOMEHTY OCTaHHBOT Tpan3akimii". I{eil mporec 6e3mocepeHbO BILIMBAE HA MPO-
THOCTUYHY CHIIY Ta NMPOAYKTUBHICTH Oynp-skoi moxeni LI. SkicTs KoHCTpYTO-
BaHHS O3HAK YacTO BH3HAYA€E IEepeBary OMHIET MOJICINI HAJ iHIIOI0, HABIThH SKIIO
BOHHM BUKOPUCTOBYIOTh TOM CaMUI aJIrOPUTM.

Cucremu llTyuHoro [HTEneKkTy peanizyroTbes uepes migxoau ManiuHHo-
ro HaBuanus (ML), ne Mozens HaBUaeThCS BUSBIIATH IPUXOBaHI (QYHKIIOHAIb-
Hi 3QJIKHOCT] y JaHUX Oe3 SIBHOTO MpOrpaMyBaHHS KOXKHOTO mpaBmia. e mo-
csraeTbes NUISIXOM MiHiMi3anil gynkuii BTpar (loss function) mix yac TpeHyBaH-
HS Ha BEJIMKUX MacHuBax JIaHUX.

3ae)XHO Bijl TUITY HABYAIBHUX JIAHUX 1 MOCTAaBJICHHUX ILIUIEH, 3aCTOCOBY-
FOTBCS Pi3HI apauTMH HaBYAHHS:

Hapuanus 3 yuutenem (Supervised Learning): BUKOpHCTOBYETHCS, KOJIH
HaBYAIBHI JJaH1 MalOTh PO3MITKY, TOOTO BXE BiloMHi OaxaHui pesynprar. Cro-
I BimHOCATHCS 3aBHaHHsA Kiacudikamii (mporHo3 kaTeropii, HapuKIa:, ""cxBa-
neHHs kpeauTy" un "BigmoBa') ta Perpecii (mporHo3 6e3rmepepBHOTO YHCIOBOTO
3HAYEHHS, HAPUKIIA, [IHK aKI[ii 44 TeMIepaTypH).

Hauanus 6e3 yumrens (Unsupervised Learning): BukopucToByeThCS
JUTA TIOIIYKY IMPUXOBAaHUX CTPYKTYP 1 3aKOHOMIPHOCTEH y HEPO3MIUeHUX JaHUX.
[puknagamu € Knacrepusanist (rpyrmyBaHHSI CX0KUX 00'€KTIB, HAIPHUKIIAJ, CET-
MEHTaisl KIIEHTIB) Ta 3MEHIICHHS PO3MIPHOCTI (CKOPOYCHHS KUTBKOCTI O3HAK
JUTSI CTIPOIIICHHS MOJIENTi, HATIPUKIIA]], METOIOM TOJIOBHUX KOMIOHEHT — PCA).

Ocob6mnuBe mice 3aiimae ['mn6oke HaBuanns (DL). Lleit miaxin Bukopuc-
TOBY€ OararoiapoBi HEHpOHHI Mepexi (3BiacH "rnuboke") Uil aBTOMaTHYHOTO
BHJIYYCHHS i€papXiuHUX O3HAK, IO MiHIMi3ye HeoOximHicTh pyuHoro Feature
Engineering. Pi3Hi apxirektypu DL omrumizoBaHi Ui pi3HHX THIIIB AaHUX 1
004YNCITIOBAIILHUX 3aBaHb:

3roprkoBi Heitponni Mepexi (CNN): BUKOpHCTOBYIOTH 3TOPTKOBI LIapH
IUIsL TIPOCTOPOBOTO BHITYYEHHS JIOKaJIbHUX O3HAK. BOHM € ONTUMAaIBHUMHU IS
KOMIT'FOTEPHOTO 30pYy, PO3ITi3HaBaHHs 00'€KTIB Ta 0OPOOKH 300paKeHb.

PexypenTni mepexi (RNN) ta ixni Bapiantu (LSTM, GRU): Po3pobieni
UIT 0OpPOOKH TIOCITITOBHOCTEH, JIe BAYKIMBUH MOPAIOK JAaHUX 1 3aJIeKHICTD Bij
yacy. BoHM 3aCTOCOBYIOTBCSI JJIs1 aHAJIi3y YaCOBUX PsAiB, TeHepallii TEKCTY Ta B
KIIACHYHMX 3aBJIaHHSX PO3Ii3HABAHHS MOBH.
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Tpanchopmepn: 3aBasku apXiTeKTypi, 0 0a3yeThes Ha MEXaHi3Mi yBa-
ru (Self-Attention), BOHU e(heKTHBHO 0OpOOIAIOTH TI00ATBHI 3AIEKHOCTI y A0-
BrHX MOCTIIOBHOCTSX. TpaHcopMepH CTalld TEXHOJOTIYHOI OCHOBOKO LIS
cydacHHX gocsirHeHb B O0po6ui [Ipupoanoi Mosu (NLP), Brimtoyaroun Benuki
MoBHi Mozeni (LLM) Ta reHepaTuBHI MOZETIL.

VYcenix cydyacHHX IHTETEKTYAIbHUX CHCTEM KPUTHYHO 3aJIKHUTh Bill JBOX
KJIF0YOBHUX (haKTOPIB: SIKOCTI Ha eTari maroroBku AaHux Data Science Ta Kopek-
THOTO BHOOpY oOumcmoBanbHOi apxiTektypu LI, HextyBanust MeTomosorieto
DS mpu3BoauTh 10 "CMITTS Ha BXOJi — CMITTS Ha BUXOJI", HE3AJIEKHO Bifl CKIla-
nqHocTi anroputmy 11

[Momanbmni KOCTiIKEHHS] MAIOTh OyTH CIIPSIMOBaHI Ha BUPIIICHHS BUKIIH-
KiB, TTOB'SI3aHUX 13 COIIaIbHIMH Ta TEXHIYHUMH aclieKTamu BripoBamkeHss L1

IurepnperoBanicts (Explainable AI, XAI): Ockimbku crmagai DL-
MoJienli 4acTo (pyHKIIOHYIOTh K "HOPHI CKpUHBKH', iICHY€E HarajbHa notpeba B
po3po01i METOIB, SIKi JO3BOJISIIOTH MOSICHUTH, YOMY MOJIENb NPUIHSANA T€ 4H
e pimenss. [le KpUTHYHO BaXXIMBO UTA cep 3 BUCOKUMH PU3HKAMH, TAaKUX
SIK MEMIIMHA, (DIHAHCU Ta FOPUCTIPYICHITIS.

Pecypcoedexrusnicts Ta Criiikicts: TpeHyBanHs Benukux mopaened 111
BHMarae 3HaYHUX OOYHCIIOBATBHAX PECYPCIB Ta eHeprii. MalOyTHI ZOCITimKeH-
HS TTOBHHHI 30CEPEIUTHCS Ha po3poOLi OUTBII JIETKUX Ta pecypcoeeKTHBHUX
mojnenei (nanpukian, Edge Al), a Takok Ha Merojax 3MEHLICHHS MOJeNi
(Pruning, Quantization) ays 3a0e3MeUeHHS IXHBOTO BINMOBINAIEHOTO Ta CTIiHKO-
IO BUKOPHUCTAHHSI.

V3aranpaenns (Generalization): [TokpamieHHs 3aaTHOCTI Mojenei, Ha-
BYEHUX Ha OJHINA BUOIpLi, €pEeKTUBHO MpauioBaTi 3 HOBUMH, HEBIJOMUMH Jaa-
HUMHU, MiHIMi3yI0ul po0iieMy nepeHaBuanus (overfitting).

BucnoBku. Takum umHOM, iHTerpamnis HaykoBoi ctporocti Data Science
Ta MOTyXHOCTI TexHoJorii IllTyqynoro [HTenekTy € KiroueMm 10 CTBOPEHHS Ha-
CTYITHOTO TOKOJIiHHS iHTEIEKTYaTbHHUX, PO30PHX Ta e()EeKTUBHUX OOUMCIFOBA-
JBHUX CHCTEM.
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MOJIEJTIOBAHHS CTIMKOCTI TYHEJIIB
VIS 3ABJJIAHDb IUBIJIBHOI'O 3AXUCTY

Irop KOPAIAKA, Oxcana KAPABHUH, Bacuias KAPABUH
Jlvsiscokutl Oepoicagrutl yHigepcumeme 6e3nexu HCUMmeOiaibHOCMI

Tynenvha inghpacmpykmypa € Kniovo8UM e1emMeHmom YusiibHo20 3axXucnty, 0coouso
ni0 uac 6iticbkosux Oiil. Y 36 A3KY 13 UCOKUMU 3A2PO3aMU BUOYXIG T NOHCENHC, CIAE BANCTUBOIO
oyinka cmitixocmi yici ingppacmpykmypu. /Ina yiei oyinku modcHa 3acmocysamu memoo
CKIHYEHHUX eeMeHMIs I YucebHe MOOeNI08AHHSL BUOYX0BOT OUHAMIKU, WO OONOMA2AE OYIHU-
MU HANPYIICEHHs. MA PUSUKU CIPYKIMYPHUX NOWKOOXHceHb. ModentosanHs maxodic niompumye
NPULHAMMA pitiendb i RIAHY8AHHS 3aX0016 YUBLTLHO20 3aXUCHLY, 4 MAKOIC NIOSULLYE eeKmu-
BHICIb HABYAHD | ONEPATNUGHUX NPOYEOYD.

Kntouoei cnosa: yusinonuii 3axucm, HA038U4ALIHI cumyayii, myHenw, 60€HHI 3a2po3u,
2€0/10214HI 3a2Po3U

Tunnel infrastructure is a critical component of civil protection, particularly dur-
ing military operations. It is important to assess its resilience due to the threat of explo-
sions and fires. The finite element method and numerical modeling of explosion dynamics
are used to assess stresses and risks of structural damage. Modeling also supports the
decision-making process and the planning of civil protection measures. It also improves
the effectiveness of training and operational procedures.

Keywords: civil protection, emergencies, tunnels, military threats, geological
threats

TyHenbHa iHpacTpyKTypa HaOyBa€ KPUTUYHOTO 3HAYCHHS SK CTpaTeriv-
HHUH eJIEMEHT IMBIIBHOTO 3aXHCTY, BUKOHYIOUH (DYHKIIIIO 3aXHIIEHOT KOMYH KAl
B yMOBax IMOBHOMACIITA0HOI BiiChbKOBOI arpecii. Tomy BcebidHa oIiHKa CTIHKOCTI
TYHENIBHOI 1H(PPACTPYKTYpH € KIIOUOBUM 3aBJaHHIM Ul 3a0e31eueHHs Oe3neKu
HaceNIeHHs. AKTYaJbHICTh OLIHKH CTIHKOCTI MiA3eMHHX CIOpYX OaraToKpaTHO
3pocTae depe3 3arpo3y AWHAMIYHMX HABAHTaXEHb, CIIPUYMHEHUX OOCTpLIaMH Ta
BuOyxamu. Kpim 6e3nocepemHporo CTpyKTypHOTO IIONIKO/DKEHHS Bil BHOYXY,
HEOOXiTHO BpaxoBYBATH, IO MOMipHi BHOYXOBi HaBAHTaKCHHS MOXKYTh CIIPUYH-
HHUTHU 3HAYHE IONIKO/PKCHHS BTOPUHHUX €IIEMEHTIB, HAIPUKIIA, 00BaJ MIIBICHUX
crenb. Lle Moxke mpusBecTH 70 OJOKYBaHHS IIIAXIB €Bakyarlii Ta BUBEJCHHS 3
JIaly )KUTTEBO BAKJIMBHX CUCTEM. |HIIIOI0 KPUTHYHOIO 3arpO30¥10, 10 MOCHITIOETh-
Csl BIiCBKOBUMH JTISIMH, € TCPMIYHI HABAHTXKCHHS BIiJl TOMKEK.

IcropuuHo, TpoeKkTyBaHHS Ta OYyIIBHUITBO TYHEINIB 3HAYHOIO MIpOIO
I'PYHTYBJINCS Ha IH)KEHepHOMY JocBini. ChOrofHi, OJJHAK, el JOCBiJ JIOMOB-
HIOETHCSI BUCOKOTOYHHM OOUYHMCIIOBAJILHAM aHali30M. UMcenbHI METOIH, 30K-
pema merton ckinueHHuX enemeHTiB (MCE) craB ramy3eBHM cTaHIapTOM JUIS
PO3paxyHKy Hallpy>KeHb Ta MepeMilieHb y TyHemsx. Lleit metox 3abe3neuye BU-
COKY TOYHICTb 1 THYYKICTh Y MOJISTIOBaHHI CKIIaJHUX T€OMEXaHIYHUX MPOIIECIB.
MCE BHUKOpPHCTOBYETHCS AJS BHU3HAUCHHS ONTUMAIBHOI HiATPUMKH, 30aTHOI
3a0e3MeUNTH CTIMKICTh CUCTEMH "TyHENb-CKEJIbHUI MacHB", a TAKOX IS OI[iH-
K{ CTPYKTYPHOTO OIOpY €JIeMEeHTIB KpiruteHHs [1].
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Jnst 3a0e3nederHs CTIMKOCT] TYHENIB Iepes 3arpo3aMu MOB’I3aHUMU 13
JUHAMIYHUMH HaBaHTXXECHHSIMH, 30KpeMa PaKeTHUMH YIapaMH, TEpOPHCTHY-
HUMH aKTaMH, T€OJIOTIYHUMH Iporecamu [2-4], HeoOXimHe 3aCTOCYBaHHS KOM-
IJIEKCHAX METOIB TUHAMIYHOTO aHAaJi3y.

AHani3 [UHAMIYHOI BiIITOBIi TYHENIB IMBUIFHOTO 3aXHUCTY Iia yac BUOYXO-
BO{ BiOparlii BUMarae moe1HaHHS MMOJEOBOTO MOHITOPUHTY Ta YHCEITFHOTO MOIECIIO-
BaHHS. YJIOCKOHAJIEHE MOJIECIIIOBAHHS, YaCTO BUKOHAHE 33 JOIIOMOTI'OI0 TaKUX IaKe-
TIB, 5K ABAQUS/Explicit JI03BOJISI€ CTBOPUTH €/IMHY YMCEIIbHY MOJICITb, 1110 OXOTI-
JIOE MOCIOBHICTb MO BUOYX, MOMMPEHHS YaPHOT XBHIIi 4ePe3 IPYHT, B3aEMO-
JUIO TPYHTY 3 OOJIMIFOBAHHSIM TYHEIIIO Ta Or0 CTPYKTYPHY BiAIIOBIb.

Moyenb OBMHHA ajIeKBAaTHO OITMCYBAaTH CKJIaJHY IOBEAIHKY Marepiaiis,
BKJIFOYAFOYM BUKOPUCTAHHSI eacToruacTuyroi moneni pykepa-IIparepa s rpyH-
Ty Ta MOJEII IOIIKO/PKCHOI ITACTUYHOCTI OCTOHY. AHANI3 MHAMIYHOI BiITOBIMI,
BUKJIMKAHO! BHOYXOBHMH YJAPHHMH XBHIISIMH, JEMOHCTDPYE LIBUJIKE BHBLUIGHCHHS
TUCKY BHOYXY. [licns JOCATHEHHS MaKCUMYMY, HAIPY>KSHHS CIiaae 10 CTabuThHO-
ro piBHA. OIHAK, HAPY)KEHHS CHOYATKy 3MEHIIYETHCA, a MOTIM 3pOCTae 10 cradi-
JIEHOTO 3HAYEHHSI 3aBIKU CYIEpPIIO3HULI] BHOYXOBHX HaIPYKEHb.

KitouoBi auHAMIiuHI XapaKTEPUCTHKH, IO aHATi3yIOThCS, BKIIOYAIOTH
mBHIKICTh BiOpanii yactuHok (PPV), mepeminieHHs, ronoBHI Hanpy»XeHHsS Ta
OCHOBHY yactoTy. YacroTa BiOparii TyHeno npu BUOYXy 3a3BHYail pO3NOAUIEHA
B mianma3oHi ['n. OcoOiuBa yBara NpUIUIIEThCS HAIPY)KCHHIM. AHaJi3 TIOKa3ye,
o e(exTHUBHE HANpPYXEHHS CIOYaTKy 3pOCTAE, a MOTIM 3MEHIIYETHCS B3/IOBXK
oci TyHemo. HanpyxeHHs1, 0 BUHUKAe NOOIM3Y JUKepena BUOYXY, € HallOLIb-
[IMM, 1 0TO BiTHOCHE 3MEHIIIEHHS TakoX 3HauHe. KpiM Toro, mikoBa MBUAKICTH
gacTiHOK (PPV) € xpUTHYHOIO METPUKOIO, 1 BOHA TIOCTIIOBHO 3MEHIIYEThCA 31
30UTBIIICHHAM BifCTaHi Bil HEeHTPY BHOYXy. s OIEepaTHBHOTO MPUHHSATTSA pi-
meHpb y cepi MUBUTEHOTO 3aXHCTy BKpail BAYKIMBO MaTH YiTKUI KpHUTEpii 06e3-
MeKH, Mo 0a3yeTbes Ha (QI3MYHMX BIACTHBOCTIX MaTepianiB. YncenbHe Moje-
JIFOBAHHS JJO3BOJISIE BCTAHOBHUTH IIeH KPUTEPill, aHANII3YI0UN CTAOUTBHICTD TyHE-
JIFO i mi€ro BUOYXOBOi BiOpaii [1, 5].

BaxJIMBUM €JIEMEHTOM MOJENIOBAHHS € OLIIHKA CTIHKOCTI IPYHTY HaBKO-
70 obnumtoBaHHA. lle HeoOXiHO A PO3YMIHHS, YM HE BUHHMKHE JIOJaTKOBE
CTaTHYHE HaBaHTaXCHHS Ha TYHENIb Yepe3 00BaJl IPYHTOBOrO MacuBy. Bumorn
JI0 MOJICTFOBaHHSI TAKOK IIOBHHHI BPaXOBYBATH BTOPWUHHI, HECTPYKTYpHI elleMe-
HTH. Hanpukinazn, anani3 cueHapiiB BuOyxXy rmoxasye, 1o NoMipHi BUOYXOBi Ha-
BAaHTAXXECHHS MOXXYTh CIIPHYMHUTH 3HA4HIi MOMIKOJUKEHHS MiBICHUX CTENb, aX
Io iXHBOTO OOBaiy. B ymMoBax Ham3BHYalHOI CHTYyaIlil OOBaJI TAaKMX €JIIECMCHTIB
MOJKe 3a0JIOKYBaTH IUISIXH €BaKyallil Ta MOMIKOAUTH KUTTEBO BAXKIINBI CHCTEMH
(BEeHTHIIAIIIO, OCBITIICHHS), TEPETBOPIOIOYM HE3HAYHE CTPYKTYpHE IIOMIKO-
JOKSHHSI Ha CEpHO3HY 3arpo3y Oesmerri moaeit [5]. Takum guHOM, A7s 3a0e3me-
YEeHHS LMBUILHOTO 3aXWUCTYy MOJCIIOBAHHS BPa3JMBOCTI Ma€ OXOIUTIOBATH 1 Ii
JIOIIOMDKHI CUCTEMHU.

MopentoBaHHs TakOX Biirpae BUpIIIAIBHY POJIb B YIPABIiHHI pU3HKa-
MM, TOB’sI3aHMMH 3 PEKOHCTPYKIIIEIO Ta PO3MIMPEHHSM ICHYIOUMX TYHEIIB, 0CO-
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OIMBO KOJM 3aCTOCOBYIOTHCSI BHOYXOBI pOOOTH. AHali3 J03BOJISIE BU3HAYUTH
rapamerpy BHOYXY, 110 MIHIMI3yIOTh TMHAMIYHUM BIUIMB HA iCHYIOUi CTPYKTY-
PH, KOHTPOIIOIOYH MIBUIKICTh BiOpaIlii Ta €BOJIOLII0 HAPYXEHb HABKOJIO Tip-
HU9oi BupoOKu. KiHIleBUM KpokoM y 3a0e3nedeHHi CTIHKOCTi € mepeTBOpeHHs
TEXHIYHUX BUCHOBKIB MOJICJTFOBAHHS Ha MPaKTHYIHI OpraHi3alliifHi Ta omepaTnB-
Hi iponiexypu. Llei 3B's130K MK IHDKEHEpPHUM aHAT{30M i IIUBUTEHIM 3aXHCTOM €
OUKITIYHAM: {H)KEHEpPHE MOJCNIOBAHHS CTBOPIOE KUTBKICHI KpUTepii Oe3mexu.
Cnabkicth y Oyab-sKiil 4aCTHHI [LOTO UKLy, HAPHKIIAJ, HE3JaTHICTh OHOBUTH
MPOTOKOJIU IICIIs OTPUMAHHS HOBUX JAHUX MOJICIIOBAHHS, HIBEIIOE BCI TEXHIU-
Hi nepeBaru. ToMy QiHaNbHUIA 3BIT Ma€ MICTHUTH CIIMCOK PILIEHb Ta HACTYIMHHUX
KPOKIB JUIsi olepaTopa Ta CIyX0 HaJ3BHYallHUX CHTYaIlild, CIpSIMOBAaHHMX Ha
TIeperisi] Ta OHOBJICHHS ONlEpaliiiHUX ab0 pearyBajibHUX MPOLEAYD.

Maii0yTHI porpamu LUBLUIBHOTO 3aXHCTY BHMAraroTb, 100 Oe3nexoBi
HaBYaHHS TPOBOAMIIKCS YacTo, Oy MOBHOMACIITaOHUMH, i3 3aJIy4eHHSIM I'po-
MaJCHKOCTI Ta BUIIUX MOCAIOBHUX 0ci0. MoaenfoBaHHs KaTacTpo(ivHUX CIIeHa-
piiB € He JHIIe IHCTPYMEHTOM NMPOEKTYBAHHS, alle il KPUTHYHOIO OCHOBOIO VIS
IUIAaHYBaHHS LIUX HAaBYaHb Ta TPEHYBaHHS [IEPCOHAILY pearyBaHHs.

TakuM YMHOM, MOJICIIOBAHHS CTIMKOCTI TYHEJIB € HE3aMiHHUM eJIeMEeH-
TOM CTpATeTii I[UBUTLHOTO 3aXHUCTY, IO JO3BOJISIE TICPETBOPUTU aOCTPAKTHI 3a-
Ipo3u Ha KUIbKIiCHI iHeHepHi kpurepii. 3actocyBanus MCE Tta posmmpenux
JUHAMIYHMAX 1 TEPMIYHUX KOHCTHTYTMBHUX MOJENEH JO3BOJISE IH)KEHEpaM He
JIMIIE OLIHIOBAaTH CTaH iCHYIO4YOi IHQPacTpyKTypH, aje i NPOEKTYBaTH HOBI
CIOPYIM 3 HMIIBUILEHOIO CTIMKICTIO 10 BOEHHUX Ta FE0JIOTIYHHUX 3arpo3.
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BUKOPUCTAHHSA BBBILJIA (BUCOKOBE3IIEYHUX
BOPTOBUX BBYJOBAHUX IIJIAT®OPM) JI1 ABTOHOMHOI'O
OBCTEXEHHS HEBE3IIEYHUX TEPUTOPIN
mIaPO3A1JIAMUA ACHC

Pycian KOPOBKA, Aprem ITPOUYHI, Osexcannp XJIEBHOM
Jlvsiscokutl deporcasnutl yrigepcumem Oe3neKu HeUmmeoisibHoCmi

Po3zensnymo no6yoosy sucoxobesneunoi 6opmosoi 86yoosanoi nramegpopmu o1
aABMOHOMHO20 0Ocmedicentss Hebesneunux mepumopit nioposoiramu JJCHC ¢ ymosax
B0EHHO2O CMAHY. 3anpPonoHo8ana cucmema NOEOHYE MOOYIL KOMN T0MePHO20 30pY, CeH-
Ccopu npocmopo8o2o NO3UYIOHYBAHHSA MA ANCOPUMMU ABIMOHOMHO0 YX6ANeHHs. pilieHb,
npayiouu 8 i301b08AHOMY 0OUUCTIOBATLHOMY KOHMYPpI, cmitikomy 0o PEE ma 306Hiu-
nix empyuans. Buxopucmanns ARM-npoyecopis, xamep i3 enobanvHum 3ameopom, 10-
KanvbHo20 ananizy 30opasicenv ma anrzopummie SLAM 3abesneuye egpexmusne xapmoe-
pagyeanns mepumopii ma useieHHs 6UOYXOHeOe3neuHUX npeomemie.

Knrwwuosi cnosa: 66yoosani cucmemu, bBII/IA; xomn tomepnuii 3ip; SLAM;
HCHC,; asmonomua po3sioka,; po3minyeaHHs.

The paper presents the development of a highly secure onboard embedded plat-
form for autonomous reconnaissance of hazardous areas by the State Emergency Service
of Ukraine under wartime conditions. The proposed system integrates computer vision
modules, spatial positioning sensors, and autonomous decision-making algorithms, op-
erating within an isolated computational environment resistant to electronic warfare and
external interference.

Keywords: embedded systems; UAV; computer vision; SLAM; SES; autonomous
reconnaissance; demining.

CyuacHi yMOBH BOEHHOTO CTaHy B YKpaiHi BUMararTh Bil MiApO3ALTIB
JCHC HaamBHIKOTO, TOYHOTO Ta OE3MEYHOT0 OOCTEKECHHS TEPUTOPIH, 10 Mic-
TATH OOMOBI 3aNWIIKK, HEPO3ipBaHi OoenpHITacy, MiHHI 3arOPOUKCHHSA Ta Pyfi-
HYBAHHS KPUTHYHOT iHppactpykrypu. TpaauuiiiHi MeToau po3BIIKK MiCLEBOC-
TI — MIMMA OIS, 3aIy4eHHS CAllepHUX TPyl a00 BHKOPHCTAHHS Ha3eMHOL
TEXHIKA — YacTO TOB’sI3aHi 3 BUCOKUM PH3UKOM [UIS JKUTTS PITYyBaIbHUKIB Ta
3HAYHIMH YaCOBUMH BHUTpaTaMH. Y TaKHX yMOBax iHTerpamis BOymZOBaHHX 00-
YHCITIOBAIBHUX CHUCTEM Yy CKJIaAl Oe3ninoTHuX JitanbHux anaparis (BIIJIA)
CTa€ KIIFOYOBUM iHCTPYMEHTOM TIiIBHIIEHHS OTIEPAaTUBHOCTI i 6€31meKu poOOTH.

Y nmochimpKeHHI PO3TIISIIAEThCs MOO0YI0Ba BHCOKOOE3MEYHOI OOpPTOBOT
BOynoBanoi miarpopmu (BEBITJIA) mis aBToHOMHOTO 00CTEKEeHHsT Hebe3ney-
HUX TepuTopii. [lnatdopma ckiaagaeTbest 3 MOAYIIB KOMIT IOTEPHOTO 30Dy, CH-
CTeM IHepLiHHOTO Ta CYIIYTHHKOBOT'O IO3HMILIOHYBaHHs, MIKpopajapiB Ommx-
HBOT'O BUSBJICHHS Ta MJICHCTEMH aBTOHOMHOTO yXBaJIeHH: pimeHb. Ha BiqMiny
BiZl KOMEpUIHHUX APOHIB MOJBIHHOTO NMPHU3HAYCHHS, 3alPOIMIOHOBAHA CHCTEMa
BHKOPHCTOBYE 130JIbOBAHIH OOYHCITIOBAIIEHUI KOHTYD, (PI3UYHO BiIMe OBaHUI
Bi KaHAJIiB 3B 53Ky 3 OIEPATOpOM, 1[0 3HAYHO MiABHINyE ii crifikicTs mo PEB,
crpo6 mepexoruieHHs a0 MiAMIHA KOMaH[ KepyBaHHS.
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Apxitextypa BBEBIIJIA 6a3yerscst Ha ARM-mporiecopax i3 HH3BKHM
€HEeProCIIOKMBAHHIM, MOAYJISX KaMep 3 TJI00aNbHUM 3aTBOPOM ISt pOOOTH Y
OUHAMIYHAX YMOBAaX Ta CHCTEMi PaHHBOTO aHaNi3y 300paxeHp Ha Oopty. Lle
JO3BOJISIE HE JIWIIE BU3HAYaTH Hebe3meuHi 00’ ekTu (MiHH, CHapsau, Ooempu-
1acu, BUPBH, 3CYBH IHPPACTPYKTYpH), a i BUKOHYBATH MOMEPETHIO CEMaHTH-
YHY CETMEHTAII{I0 MICI[eBOCTi 6e3 HeoOXiMHOCTI mepenadi BileONMOTOKY OIe-
paTtopy B peansHOMY "aci. Takuil migxig MiHIMi3ye oOCsIT TaHUX, IO Tepeaa-
IOTBCS TI0 HE3aXMIICHNX KaHallaX, Ta 3HWKYE PU3UK repexoruieHHs. s kap-
tTorpadyBanHs Teputopii 3actocoBano wmeroau SLAM (Simultaneous
Localization and Mapping), agantoBasi 1jis poOOTH B yMOBax BTpPAaTH CHTHa-
my GPS/GNSS, mo € THOBHMM y 30HAaX aKTUBHOT'O PaJioeJIeKTPOHHOIO MpPH-
nymeHHs. s pereknii HeOe3meuHux 00’ €KTiB BHKOPHUCTAHO HEHPOMEepeKeBi
mozem YOLO-Embedded i MobileNet-Det, ontumizoBaHi mig oOMexeHi 00-
YUCIIOBANIbHI pecypcu. JlaHi Mofenmi MO3BOJISIIOTh BUKOHYBAaTH iHQepeHC i3
3arpuMKoIo 10 20-35 Mc, mo 3a0e3nedye Oe3meyHuil peXKiM IMOTbOTY Ta MUT-
TEBY peaKIito Ha BUABIICHI 3arPO3H.

OtpuMaHi eKCIIEpUMEHTATbHI Pe3yJbTaTH JEMOHCTPYIOTh, IO BIPOBa-
mxenns nomioaux BIUIA y minposaimn JICHC no3Bosisie 3MEHIIMTH Yac MepBUH-
HOro oocrexxenHst Teputopii Ha 40—60%, a KiTbKICTh HEOE3MeUHNX KOHTAKTIB 0CO-
60BoroO Ccriamy 3 mimo3pimmu 00’ ektamu — 10 70%. Kpim Toro, cucrema Jierko
IHTErpyeTbCs Y MOOUIbHI KOMaHAHO-IITaOHI IMyHKTH, aBTOMaTHYHO Mepenarodu
OHOBJICHY KapTy 3arpo3 Ha IUIAHIIETH KePIBHUKIB POOIT 3 JIKBIAIlil HACTIIKIB HAMI-
3BUYaWHMX CHTYallill. 3anponoHoBaHa IuatgopMa CTBOPIOE OCHOBY UIsl (hOpMY-
BaHHS HOBOTO KJIacy pOOOTH30BaHNX KOMIUIEKCIB JUIsi T'yMaHITapHOTO PO3MiHyBaH-
HS Ta TUCTAHIIIHHOI OIIHKM Oe3reKoBoi 00cTaHOBKHU. [loqanbmii po3BUTOK cHC-
TeMHU Tiependadae BIPOBAKEHHS POEBHX AITOPUTMIB B3aEMOIil MDK KUTbKOMa
BIUIA, rimepiokaibHI Mepexi MaTYMKIB Ta BHKOPHUCTaHHS EHEeproe(eKTHBHUX
mogzenei 11 1t noBHOT aBTOHOMI3ALLI{ TOJIBOTHUX MICIH.
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VIIK 349.2
®OPMHU [IUOPOBUX TEXHOJIOI'TH Y HAJAHHI COLIIAJIBHUX
MOCJYT B YKPAIHI
Eminis KOCTULLIUH

Jlvsiscokuii OepoicasHuil yHisepcumem 6e3nexu HcummeoisibHOCmI

Anomauia. Pozenanymo ocnoemi gopmu 6nposaoddicenns yugposux mexuono2ii y
HAOAHHI COYIANbHUX NOCTYe 8 YMOBAX OeyeHmpanizayii ma Kuowoei yugposi nramgpopmu ma
cepsicu, CNpAMOBAHI HA HAOAHHA coyianbHux nociye epomadanam. Lugpose nadanus maxux
nocyz po3eniaoacmvcs AK MexHON02IYHULL IHCMPYMEHIN Y Medicax KoHyenyii cepgicHoi 0epaica-
68U, WO OAE 3MO2Y ONEPAMUSHO Peazysamu Ha 3MiHU PealbHOCMi ma nompeodu 2pOMaosit.

Knwuoei cnosa: oepircasa, coyianvHi nociyeu, yugposi mexwonocii, yugposux
naamgopm, yudposi cepsicu. yugposizayis coyianbHux nociye.

Abstract. The main forms of implementing digital technologies in the provision of so-
cial services in decentralization and key digital platforms and services aimed at providing
social services to citizens are considered. The digital provision of such services is considered
as a technological tool within the concept of a service state, which allows for a prompt re-
sponse to changes in reality and the needs of citizens.

Keywords: state, social services, digital technologies, digital platforms, digital ser-
vices. digitalization of social services..

Y  cydacHMX  yMOBaX  CTpPIMKOTO  PO3BHTKY  iH(opmariifHo-
KOMYHIKaI[IHHUX TeXHOJIOTii 1mdpoBi3alis couialbHUX MOCIYr B YKpaiHi cra-
Ja IPIOPUTETHIM HAaNpPsSIMOM AEPKaBHOI IOJIITHKH, IO BiOOpakeHO B UHCIICH-
HUX HOPMATHUBHO-TIPABOBHUX aKTaX, YPSAIOBUX IHIIlIaTHBaX Ta mporpami nmudpo-
Boi Tpancgopmaii. 3 1 ciars 2020 poxy HaOpaB YHHHOCTI HOBHH 3aKoH YKpai-
Hu «[Ipo comianbHi mociyruy [ 1], skuii mepen0aunB HU3KY HOBOBBEICHD Y Ce-
pi opranizanii Ta HagaHHA comianbHUX MOciTyr. OCHOBHI OpraHi3aImiifHi MOJ0-
JKeHHS I0JI0 MU(pOBi3amii mporecy HagaHHs COIIaBHUX MOCITYT OYJIH 3aKpir-
neHi y Posnopsypxenni Kadinery MinictpiB Ykpainu «IIpo cxBaneHHs cTparerii
nugposoi TpaHchopmarii coriansHOI chepm» [2].

LludpoBsizaltis comialbHUX MOCITYT OXOIUTIOE Pi3HI GOpMH BIIPOBAIKEHHS
nnu(pOBUX TEXHOJOTIH, KOJKHA 3 SIKHX Ma€ CBOi OCOOIMBOCTI Ta mepeBary.

1. EnexrponHi cepicu (onnaiin-ruiargopmu ta MOOLIBHI noxatku). Lle
BeO-caiiTi a00 MOOLUIBHI 3aCTOCYHKH, SIKi HAJAIOTh TPOMAIsIHAM JOCTYI IO CO-
LiaTbHUX MOCTyr Oe3 HeoOXiTHOCTI BigBilyBaTW AepXKaBHI YCTAHOBH: €IWHI
JiepKaBHI moptany nocayr (Hampukian, «Jlis» B YkpaiHi); cHCTeMHU OHJIAMH-
3aMUCy Ha MPHUHOM A0 COMIaNBHUX CITYyXO0; 4aT-00TH Ta BipTyaibHI KOHCYIBTaH-
TH ISl HaJlaHHs JI0BiKoBoi iH(popManii. [lepeBaramu eJIeKTpOHHUX PECYpPCIB €:
JOCTYIHICTD 24/7; eKOHOMIsI 9acy TpOMaJisiH; CKOPOUYEHHS a00 BIICYTHICTH depr
y Jep’KaBHHUX yCTaHOBAX.
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2. ABtoMaTm3amis mpoueciB (IIU¢poBe yIpaBIiHHS HOCIYTaMH): aBTOMa-
THUYHA IEpeBipKa JOKYMEHTIB Ta CTAaTyCy OTpHUMyBaua COIL[aJIbHOI JOIIOMOTIH;
poOOTH30BaHI ANTOPUTMHU JUIsi BH3HAYEHHS IpaBa Ha IUIbTH; BIPOBAHKECHHS
CRM-cucreM y comiaabHuX Ciryx0ax Juist IBUAKOTO 00pOOICHHS 3aIUTIB.

3. Hudpona inenrudikauis (enexrponnui mignuc, BankID, MobilelD).

4. Iarerpamis 6a3 maHuX (€AWHI JEpKaBHI PEECTPH Ta OOMIH JaHUMH).
[epenbauae cTBOpeHHS B3a€EMOIIOB’i3aHUX 0a3 JJaHWX, 1100 3MEHIIUTH Marepo-
BH JOKYMEHTOOOIr i 320e3MeunTr IIBUIKY NepeBipKy iHpOpMAaIIii.

5. Ilpo3opicTe Ta IOCTYHHICTH (0OPOTHOA 3 KOPYIILIEIO Ta MOKPALIEHHS
B3a€MO/Ii1 3 TPOMaITHAMH).

B Vkpaini nitoTh KiNbKa KIIOYOBHX HU(POBHUX IIIATGOPM Ta CEpBiciB,
CIPSIMOBAHUX HA HaJaHHS COLIAJIbHUX MOCIYT TPOMAISTHAM.

€mura iHpopMariitHa cuctema coriansHOi chepu (EICCC) — ne nepxa-
BHa 1udpoBa miarhopma, CTBOpeHa 3 MeTO0 3a0e3rneueHHs epeKTHBHOTO, TPO-
30pOTO Ta ONEPAaTUBHOTO HAJAHHS COLIAJIBHUX IOCIYT Ta BUIUIAT rpOMajsHaM
VYkpainu. Jloctyn 10 OUTBIIOCTI TOCIYr MOXKJIMBHUA OHJIAiH 4epe3 IuiaropMu,
aki iHTerpyrotbes 3 €ICCC (Hanpukian, moptan «Jlis», comiambHHA MOpTaT
MIHCOIIONITHKY, ECKTPOHHI KaOiHETH IPOMAJISTH TOIIIO ).

IMopran «/lis» cTBOpeHMIT y MeKaxX HAI[IOHAILHOTO MPOEKTY «JlepkaBa y
cMapT¢oHi», 3a0e3reuye NeHTPali30BaHNH JOCTYI A0 HIMPOKOTO CHEKTPY Iep-
JKaBHUX TOCHyT y mudposomy dopmari, 06’ exnye moHan 100 exekTpoHHHUX cep-
BiciB, 30KpeMa y c(epax COLIAILHOTO 3aXHCTY, OXOPOHHU 3[0POB’S, peecTpamii
Oi3HECY, TPAHCIOPTY, OCBITU TOIIO.

€uanii comianeauit peectp (ECP) — me nepkaBHa iH(opMartiiiHa cucte-
Ma, SIKa CTBOPIOETHCS B YKpaiHi 3 METOI0 IIEHTPaJIi30BaHOTO 00Ky 0ci0, AKi Ma-
FOTh MPABO Ha COIIATbHI BUTUIATH, MTUTBTH Ta 1HII BUAN COLIATEHOT MATPUMKH.

ABTOMAaTH30BaHa cHCTeMa OONIKy BHYTPINIHBO TEPEMIMICHUX O0ci0
(BIIO) — cnemianizoBane mporpaMHe 3a0e3rnedeHHss a00 KOMIUIEKC iH(pOopMaIliii-
HUX TEXHOJIOTIH, 10 MpHU3HaYeHe IS BEACHHS LIEHTPai30BaHOTO, aKTyaJIbHOTO
Ta TOCTOBIPHOTO OOMIKY 0CIO, sKi Oy/M 3MYIIICHI 3aJUIIATH CBOE MICIIE TOCTIN-
HOTO TIPOXXMBAaHHS depe3 30poifHi KOH(IIKTH, Hag3BHYaiHI cuTyamii abo iHmIi
MIPUYHHU.

EnexrponHuii kabiHeT OTpUMyBada COI[IAIbHUX TOCIYT IOCTYIMHHUN Ha
BeO-pecypcax MiHicTepcTBa COMIANLHOT MOJIITHKH Ta MICIEBUX OPraHiB BIaJH.
Jlo3BoJIsie rpoMaiTHaM TMEPEBIPSITH CTAaTyC CBOIX 3BEPHEHb, OTPUMYBATH iH(OP-
MAITfO TIPO BHUIUIATH Ta COIIaTIbHY ITiITPUMKY.

CouianeHuii BeO-NIOPTANl EJIEKTPOHHUX MOCHYr MIHCOLUMONITHKH — CY-
yacHe nu(poBe PIMICHHA IS YCiX CTOPIH, AKi 3alIydeHi IO MpoIecy HalaHHS
couianpHOl miaTpuMku. Ha mpomy mopraii MOXHA HOAATH OHJIAWH-3asBYy Ha
OTPUMaHHS COLIAIBHUX MOCIYT, a 3TOI0M — TaKOXX Ha MPH3HAYEHHS COLaIBHOT
JIOTIOMOTH.
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[Tnarpopma comiampanx mocayr e-SOCIAL — me iHdopmamiiiHO-
aHAJITUYHA CHUCTEMa, CTBOPEHA JUIsl YIPABIIiHHS COLIABLHOIO HMIITPUMKOIO Ha-
ceneHHs YKpaiHu, po3po0iicHa B paMKax HpoekTy «MOoaepHi3allisi CHCTEMH CO-
HiaJbHOT IATPUMKH HaceJeHHs YKpaiHm» 3a (iHaHcyBaHHS MDKHApOJHOTO
0aHKy pEKOHCTPYKIIi Ta PO3BUTKY.

HepxxaBHa mnardopma «YkpaiHa Ui KOXKHOT AUTHHH» CTBOPEHA SK 4Yac-
THUHA CHCTEMHOTO ITiIXOy IO 3aXUCTY IpaB JiTeH, 30KpeMa AiTeH, sIKi OIIMHIIIU-
Csl B CKIIQJHUX KUTTEBUX OOCTaBHHAX, CHPIT, JiTeH, T030aBIeHNX 0aTbKiBCHKOTO
MIKITYBaHHsI, a TAKOX CIMEH, sIKi MoTpedytoTh corianbHol miarpuMku. [Tnardop-
Ma CTBOpEHA 3a MIATPUMKH MDKHapoOAHUX mapTHepiB, 3okpema FOHICE®,
I[MPOOH, ChildFund Deutschland, a Takox npu akTHUBHIH y9acTi rpoMaichKuX
oprasizarfii.

HepxaBHa matdopmMa mpo 0e30IUIaTHY CHCTEMY NPOTE3yBaHHS Ta 3aC0-
Ou peabinitailii cTBOpeHa CIIpSIMOBaHa Ha MIATPUMKY SIK BiICHKOBHUX, TaK i IIUBi-
JBHHUX OCI0, SKi MOTPeOyIOTh JOMOMOTH Y BiTHOBJICHHI (DYHKIiH OpraHisMy Ta
ajianTarii 10 HOBUX YMOB HTTS.

CucreMa peecTpallii ryMaHiTapHO1 JOMTOMOTH, TaKOX BiJjoMa sk ABTOMa-
TH30BaHa cucrema rymadiraproi nornomoru (AC I'/T) crBopeHna mis 3abe3nedeH-
HS IPO30POCTi Ta €(EKTHUBHOCTI YIPABIiHHS TyMaHITApHOIO JIONOMOTOI0 B
VYkpaini.

OTxe, ungpoBizalis coLiaJbHUX MOCIYr B YKpaiHi BiiOyBa€ThCs aKTHB-
HAMH TEMITaMH Ta OXOIUIIOE IMUPOKUI CIIEKTP CEepBiCiB, MmIaTdopM i peecTpis,
1110 IHTErPYIOTHCS B €AMHY €KOCHCTEMY COLIIaJIbHOTO 3aXHCTY.
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VIIK 528.8.044.6:004

AHAJII3 CUCTEM KOOPIUHAT I METPHUK JJIA1 OHIHIOBAHHSA
PO3MIPIB TA PO3III3BHABAHHSI OTPUMAHUX
3 JIIJJIAPA 305PA’KEHb

Ocran KY3UK, Onexcanap ITPUIATKO, Hazapiii BYPAK, Aunpiii KY3UK
Jvgigcvruti depoicasnuil ynisepcumem Oe3nexu HeummeoisibHoOCmi

Buacnioox cneyughixu pobomu nioapa gopmyeanns macugy moyox, Ompumarozo
3a pe3ynbmamam CKAHy8amts npocmopy, Haunpocmiuie nooamu y 6uiadi KOOpOUHam 6
chepuuniii cucmemi. Ilpome ananiz maxux 306pasicenb, 30Kpema, K1acmepusayis, nom-
pebye nepexody 00 0eKapmogux NPAMOKYMHUX Koopounam. OYiHeHO MONCIUBICIIb GUKO-
PUCMAHHA eBKAI0080T MempuKu 01 AHANI3Y 300padiceHb Yy 0eKapmosii cucmemi Koopou-
Ham, Ha 0CAX AKOT BIOKIAOEHO NONAPHI KOOPOUHATU.

Jlinap mmMpoKo 3aCTOCOBYIOTH ISt TOOYIOBH MPOCTOPOBUX 300paXKeHb pe-
Tb€(DIB, 110 € aKTYaTLHUM JIJIs CKAHYBAHHSI MICIIEBOCTI, CTBOPSHHSI KapT, POBE/ICH-
Hs TIOIIYKOBHX POOIT Ta IHIIMX 3aBJIaHb. Pe3ynbTaToOM CKaHYBaHHS € CYKYITHICTh
MAacCHBIB TOYOK, SIKi HaJjali aHAT3yIOTh 3 METOIO BUIUICHHS (pparMeHTiB Ta iX imeH-
tudikamii. OcoONMBICTIO JTigapa € Te, M0 OJWH Kaap 300paKeHHS MICTHTh TOYKH,
SIKI PO3MIIIIEH] Ha MIBIPAMUX, IO BUXOJITH 3 OJHIET TOUKH, SKa PO3TAIIOBaHA y
MICIIi PO3MIIIEHHS Jifapa. SIKIo TOYKH MacHBY PO3TAIIOBaHI HA BIACTAHSX, SKI
HE3HAYHO PIBHATHCS MDK cO00I0, TOl MPobaeM 00pOOKU 300pakeHh HE BHHHKAE.
Alle y BHUIAJIKY, KOJH BIICTaHi BiX TOYOK JIO Jiflapa 3HAYHO PI3HATHCS, BUHHUKAE
npoOJieMa, 3yMOBJICHA PI3HOO T'YCTOTOIO TOUYOK, PO3MIIIICHUX HA Pi3HHUX BiICTaHX.
e ycxmamHioe po3mizHABaHHS 300paXKeHb, OLIHIOBAaHHS iX PO3MIpIB Ta TPYITyBaHHS
MeTojiamMu Kiacrepuzanii. Lle 3yMoBIoe OUIbII AETabHO 3aCTOCOBYBATH CUCTEMH
KOOPIMHAT 1 METPHUKHU I MOJANBIIOr0 aHAI3y OTPUMAaHHUX 300pa’keHb, 30KpeMa
OIIIHIOBAHHS PO3MIpPIB 00’€KTIB Ta 1X PO3Mi3HABAHHS.

IIpoBeaemo anaii3 iH(opMallii, IKy OTpUMyeMO 3 Jinapa. DakTHIHUM
pe3yibTaToM poOOTH Jijgapa € NBOBUMIPHUI MAaCUB YMCEN, KU MICTHTh 3Ha-
YCHHS BiJICTaHel. PskaMu 1[bOro MacHBY € BiJICTaHi I, SKi OTpUMaHi 3a pe3yiib-
TATOM TOPH30HTAIHHOTO CKaHYBaHHA Ha OJHAKOBii BHcOTi. CycCifHI eleMeHTH
pAAKa OTPUMYIOTH 3a PE3YJIbTaTOM MOCHIIOBHOTO CKAaHYBaHHS Ta IOBOPOTY
MIPOMEHSI 1a3epa Ha ACSIKUN HEBEIUKUN KYT @p. SIKIIO Y psakax MacuBy € N 3Ha-
YeHb, a CKAHYBaHHS BiIOYBa€ThCSA BHACTINOK MOCIINOBHOTO IOBOPOTY Ha ¢,
TOJi TOPM3OHTAIBHUI KyT OTJISAAY jimapa mopiBioe (N — 1) ¢n. AHanoriuso,
SIKIIIO CTOBIICIb Ma€ M 3HAYCHB, a JIa3ep OTPUMYE CYCIIHI 3HAYCHHS BHACIIIOK
MMOBOPOTY y BEPTUKAIHLHOMY HAMpPSIMKY Ha JCSKUU KyT 6h, TOJI BEPTUKAIbHUIA
KyT oy Jiigapa oyae (m — 1) 6. Takum YuHOM, pe3y/IbTaT CKaHyBaHHS JIijga-
pa y mpocTopi Haitnpocrimie noxaru y chepuuHiii cucremi koopauHar Or 6.
be3 3MeHIIeHH s 3aralibHOCTI MOXEMO BBaXKATH, 1[0 JIiap pO3TAIIOBAHUK B TOY-
i O, a HaPAMOK CKAHYBaHHS CEPEIHBOTO PsAAKa MacuBY (y pa3i HemapHoro n)
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€ TOPM30HTAIFHUM Ta cHiBnanae 3 Biccio koopauHat OX. Kyt ¢ ckanyBaHHA B
TOPU30HTANILHINA KOOPJMHATHIN IUIOMIMHI BifKiIafaeThest Mk Biccto OX Ta mpoe-
KLI€IO MIBIPSAMOT, IO CIIOJIYYaE JIiTap 3 TOUYKOIO POCTOPY, IO SIKOT BU3HAYAETh-
cs Bincranb. Lleii kyr Oyne y mexax —g << g VY BepTUKAIBHOMY HAaIPAMKY

KyT CKaHyBaHHsI € BiKJIala€EMO MDK TOPHU30HTAILHOK KOOPIUHATHOKO TUIOLIH-
HOIO Ta MIBIPSAMOIO, 10 CIOJYYAE Jigap 3 TOYKOK MPOCTOPY, A0 SIKOT BU3HAYa-

. . . . . m T
€ThCsl BifICTaHb. MeKi 3MIHH 1(bOr0 KyTa OyayTh Ha IHTEpBATi — - < 0 < 5- To-

My KOXHa 3iCKaHOBaHa JiapoM Touka (hakTHYHO MaTume koopauHatu (I, ¢, 6.).
Bin cdeprunoi crcTeMn MOXKHA MEPEUTH IO IEKAPTOBOI Ta BH3HAYATH Yy IiH
cHCTeMI BiJCTaHI MDK TOYKaMH, IPOBOJUTH TPYILYyBaHHS Ta pPO3Mi3HABaHHS
OTPUMAHOTO 300pakeHHs, OyayBaTH 300pakKCHHS Ha eKpaHi. AJle SKII0 po3Ta-
IIyBaTH TOYKHU Yy JIEKapTOBiil cucteMi koopauHat OX;1Y1Z; TaKMM YHHOM, IO X3 =
ry:= @Ta z;= 6, OTpUMAaEMO MOKJIMBICTh TAKOX 3IIHCHIOBATH aHANI3 pPe3yIb-
TaTiB CKaHyBaHHA. [IpuuoMy, SIKIIO BIICTaHI JO BCIX TOYOK € OJMM3BKUMH, TO
BUKOPUCTAHHS METOIB aHAIII3Y 300paykeHb IIOBUHHO OYTH pe3yIbTaTUBHIM 0e3
HEOOXITHOCTI CTaHAapPTHOTO Mepexoiay BiJ chepuyHOl 10 NeKapTOBOI CHCTEMHU
KOOP/UHAT.
3 MeTOI0 BU3HAYEHHS PI3HULI MDK IPEICTABICHHSIMH TOYOK y JeKap-
TOBIl CHCTEMi KOOp/MHAT 13 3aCTOCYBaHHSIM (OPMYI MEepexoay Bifl chepruHOi
JI0 JIeKapToOBOi Ta 3 Oe3nocepenHiM BiTOoOpaskeHHAM c(EpUIHMX KOOPIUHAT Y
nexapToBi. Skmio aBi Toukn My(ry, ¢, 6) Ta My(r2, @2, &)y cucteMi KOOpAUHAT
O1X1Y121, 3’ €IHATH BiIPi3KOM, TO HOTO JOBXKHMHA OyJIc BU3HAYATHCS 5K
L = \f(rz —11)% + (92 —@1)* + (6, — 60,)? (1)
[TapameTpuune piBHsSHHS Biapizka M;M, B 11iii Oyjae MaTu BUIIISA:
r() =r+ (; — 1t
@) = @1+ (2 — 1), 2
6(t) =6, + (6, — 6,)t,
ne t — mapamerp, 0 <t < 1. fkmo nepeiitu Big cepruaHOI 1O TEKapTOBOI CHCTE-
MH KOODJMHAT

x =rcos@cosf,y =rsingcost,z =rsinb, 3)
TOJi BiAPI30K BiTOOpa3sUThCA y AEAKY KPHUBY, JOBXKHHA AKO1 Oyne
1
L= [ @)+ '©) + (z' (D) dt. (4)

MMincraBuBmm (3) y (4), OTpEMY€EMO TIICIIS CIIPOTICHHS
1=J, Jrz(t) (cos2 80 (¢'®)" + (8’(?:))2) +(r'(0)2dt.  (5)
Bpaxosytoun (2), Bincranb |; MoxxeMo nepenucarty y BULIISII
L= [, JT' @)+ (9 ©F + (0'(D)? dt. (6)

Jnst mopieusiaast | ta |} mpupiBHsemo nigkopenesi Bupasu y (5) Ta (6). 3 ypaxy-
BaHH:M (2) MaeMO
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[r2(2) cos? B(t) — 1](p — @1)* + [r2(0) —1](6, —6,)° =0.  (7)
Skmo BimmoBinHi kKoopauHatH To4ok M; Ta M, pisHi, To piBuicts | = |; Gyne
BUKOHYBATHCS, KO
r2(t)cos?0(t) —1=0 (8)
i
r(t) —1 =0, 9)
nue 115 0(t) = 0 abo 3arajoM y ToUKax [EPETUHY TIOBEPXHI
u(r,0) = [r?cos? 0 — 1](@, — @1)* + [r*> — 1](6; —6,)*  (10)
ta wionmmHad u = 0. V IHIIMX BUNAAKaX, IO3HAYMBILN Ty = MIn{Ty, 75},
e = max(ry, 72}, m = min{(p; — @12, 6, — 0,)2), M = max{(p; — 9,2, (6, — 6,)),
Opnin = min{|8, [, |65}, 6,0 = max{|6,],16;|}, orpumaemo ouinky niBoi yactu-
Hu (7) 3Bepxy:
[r2(t) cos? 0(t) — 1] (@2 — @1)* + [r?(t) — 11(6; — 6,)* <
M(rnz'rax(coszemm +1)-2), JT"1121(;[3:(':032 Omin + 1) > 2
= [M(IZ — 12, (cos? Oqy + 1)), 2ax(c0s?Opm +1) <2

1 3HU3Y

A 1)

[r2(0) cos? 6(t) — 11(, — @1)* + [r?(1) — 11(6; — 6,)% =

m(r2,(c05? Oy + 1) — 2), 1,2, (c08% O + 1) > 2
5 5 2 5 =a=0 (12
m(2 — 124 (cos? Opsn + 1)), 12, (c082 O + 1) < 2
3 ypaxyBaussm (11) i (12) orpumyemo
0=ya<|l-1]<VA (13)

BucHoBok. BukopucTaHHS 1eKapTOBOi CHCTEMH KOOPAMHAT 3 C(HEPHIHIMU
KOOpAMHATaMH Ha il ocsix sl 0e3nocepeaHbOro BioOpaXKeHHS Ta IMOJAbIIO]
00pOOKH pe3yNbTaTiB CKaHyBaHHS JIigapa, 30KpeMa BHKOPHCTAHHS EBKJIIIOBOI
METPHKH JUIS KJIACTEPHOTO aHaNi3y, € MOXJIMBHUM, NIPOTE MA€ OXHOKY, sIKa CIIPHU-
YUHEeHa BINOOpaXKEHHSM Bipi3Ka y JEIKy KPUBY Ta PI3HHLEIO iX JOBXKHH, siKa
3arajgoM 3aJIeXKHUTH Bill KOOPIUHAT TOYOK Ta OI[IHIOETHhCS HepiBHICTIO (13).
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VK 004.6

MNOKPAIIEHHSI HABYAJIBHOTI'O TPOLECY 3A JOIIOMOTI'OKO
IHCTPYMEHTIB 3D JIPYKY B OCOBJIMBUU ITEPIO/{

I'puropiii KY3HEIIOB, KOpiii PY UK
Hayionanvuuii ynigepcumem ,, Jlvgiscorka nonimexuixa”, Jlveie

Posensoaromucs incmpymenmu 3D Opyky (Hacmineni FDM npunmepu), 3 inmeeposa-
HUMU CUCIeMamu OUCIAHYITHO20 MOHIMOPUHZY CIAHY, NPOYeCy OPYKY Ma Pe3epeHO20 HCU-
6IEHHS 8 YMOBAX NepeHanpye ma Hecmaobinbhoi nooaui enexmpoenepeii. Iloxkazano, wjo dawne
NoeOHanHs: HacminbHo2o 3D npunmepy, MoHimopuney, 6e3nepeditinozo 0xicepena HCUGNIeHHS
(BIIK) 0adymv 3moey 3abe3newumu  nioxio sSKuti OONOMONCE PO3GUHYNIU MEXHIUHI HAGUUKU
CMYyOeHmis y npoeKmy6anHi, Cmeopesti ma UKOPUCMANHI cucmem cmilikux 0o 6iomos. Lle
3a6e3neyumsv OesnepepeHy Ni020MOBKY ma GUSOMOGIEHHS Oemalell, SMEHWEHHS KilbKOCi
8i0X00i6 ma nioguweHHs 0bI3HaHOCMI Mma iHmepecy y cmyoenmie npo incmpymenmu 3D Opy-
Ky. Bnpoeaooicents maxoeo piwuenHs € akmyanbHum 8 0COOIUBUL Nepioo.

Knrwuoei cnosa: 3D opyx, 3D npunmep, monimopune, 6esnepebitina nooaua ene-
KmpoeHepeii, ocobausuii nepioo.

Tools of 3D printing (desktop FDM printers) integrated with remote monitoring sys-
tems for equipment status, printing processes and backup power supply under conditions of
voltage surges and unstable electricity are considered. It is shown that the combination of a
desktop 3D printer, monitoring tools and an uninterruptible power supply (UPS) makes it
possible to provide an approach that helps students develop technical skills in designing, cre-
ating and using fault-tolerant systems. This ensures continuity of training and production of
parts, reduces the amount of waste, and increases students’ awareness and interest in 3D
printing tools. The implementation of such a solution is relevant in a special period.

Keywords: 3D printing, 3D printer, monitoring, uninterruptible power supply,
special period.

YMOBH HECTaOUIBHOTO €JIEKTPONOCTAaYyaHHs, 10 CIIOCTEpIrarTcs B 0co0-
JMBUHA mepion, Oe3rmocepenHbO BIUIMBAIOTH HA SIKICTh HABYAJIBHOTO IIPOLIECY y
3aKJIaJax OCBITH, OCOOJMBO Yy MPAKTHUYHIA MIITOTOBII CTYICHTIB TEXHIYHUX CIIE-
miampHOCTEH. HecTabinpHe eeKTpOXHUBICHHS MPU3BOIUTH 0 OE3ITOBOPOTHHOTO
niepepuBanHs 3D ApyKy Ta HABYATBHOTO TMPOIIECY, CTBOPEHHS MPOOIeM y BUTIIAII
BIIXOMIB Ta MOXJIMBUX ITOIIKO/DKEHb oOnanHanHsa. Hactineri 3D npunTepn gyT-
JIMBI HaBITh JIO KOPOTKHUX BIJKIIFOYEHb EIEKTPOCHEPrii 1 € 3aleKHUMHU Bin cTali-
JBHOTO €JIeKTPOIIOCTayaHHs Ul YCHILIHOTO 3aBEpIIeHHS Ipouecy Apyky. Tomy
AKTYaJIbHUMH € KOMIUICKCHI PIllICHHS, SIKi TIOEHYIOTh Y CO01 pe3epBHE CTaOUIbHE
JKMBJIEHHSI, MOHITOPHHT Ta Oe3mepebiiine kepyBaHHs obnaaHantsM [ 1-3].

Ha nanuit MomeHT, 1abopatopHi poOOTH € OJTHUM 13 KIIIOYOBHX HANpPsMIB
MIPAaKTHUKO-OPIEHTOBAHOI'O HABYAHHS Ta BAXUIMBHM IHCTPYMEHTOM JUIS peaiizamii
CTYIICHTCHKHMX NPO€KTIB. OCBOEHHS BIANOBITHUX HAaBUYOK 3a0e3Iedye MOKIH-
BiCTh TIepexoAy Bin MUQPOBOi MOJENI IO peallbHO BUTOTOBJICHOTO BHpOOy. 3a
JOTIOMOI0I0 THCTPYMEHTiB 3D ApyKy CTYAEHTH 3MOXYTh O3HAHOMHTHCH 3 TIOB-
HUM TEXHOJIOTIYHUM LUKIJIOM: CTBOPEHHSM Ta IiATOTOBKOK MOJENI, HAJIALITY-
BaHHAM 3D mpuHTEpy, Ta MOJANBIINM aHANI30M pe3yasTariB. IlpoTe mixm wac
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0co0JINBOTO TIEpioNy, 1M01a4a eJIEKTPOCHEPTil He € CTa0IIbHOIO, 10 POOHUTH JI0B-
TUH IPYK BPa3IUBHUM 1 3aJI€KHHUM Bijl 30BHINIHIX YMHHHKIB. TOMy OCHOBHa LB
— IIe CTBOPEHHS 3aXHWIICHOI Bill 30BHIMIHIX YAUHHHUKIB CHCTEMH, IHTETPOBAHOI 3
MOHITOPHHTOM TIO BiZle0 3B’SI3Ky Ta MOHITOPUHTOM CTaHY, TEMIepaTypy BY3IiB,
KHUBJICHHS IPUCTPOIB CUCTEMH.

[MopiBHSAHO 3 TpagULiHHIMH JTAOOPATOPHUMH POOOTaMH, 1€ TMpPaKTHIHA
gacTHHA 37e0LTBIIIOr0 0OMEXYEThCS TEMOHCTPAIliIMHUMHU TIPHKJIAAaMu abo Ko-
POTKOYaCHUMHU EKCIIEPUMEHTaMH, BHKOPUCTAHHS KOMIUIEKCHOI CHCTEMH, IO
BKJIIOYae 3D-npuHTEp, MOHITOPUHIOBY TincucTeMy Ta Onok OesnepebiiiHOro
xusnenns: (b)), BinkprBae MOKJIMBOCTI AJIsI MOJIENIOBaHHS JOBIOTPHBAIUX
TEXHOJIOTIYHUX MPOLECIB, MAKCUMAILHO HAOIMKEHHX JI0 PEeasIbHUX YMOB BUPO-
OHMIITBA. Y KIACHYHHUX Ja00OpaTOpisIX HaBITh HE3HAYHA BiIMOBA OOJaJHAHHS,
HaIpUKJIaJ, Yepe3 NepepuBaHHs €JICKTPOXKUBICHHS, 3a3BUYall IPU3BOAUTD JIU-
me J0 HEoOXITHOCTI IMOBTOPHOTO BHUKOHAHHS EKCIEPHUMEHTY 0e3 iCTOTHOTO
BIUIMBY Ha HaBYaidbHHU mpouec [4]. Haromictes y Bumamky pobotu 3 3D-
MIPUHTEPOM TIOTI0HA CUTYAITisI MOXKe MaTH 3HAYHO CepHO3HINIi HACTIAKN: BTPATy
JIEKITbKOX TOJWH TEXHOJOTIYHOTO TPOIECY, MATEpiaIbHUX BUTPAT, a TaKOXK
YaCTKOBO a00 MOBHICTIO BTPAaYCHHI PE3yabTaT HaBYaIbHOI POOOTH.

BrpoBa/pkeHHST pe3epBHOTO KUBIICHHS Ta IHTETPOBaHUX CHUCTEM MOHITO-
PHMHTY JI03BOJI€ 3MIHUTH HiOXiA 10 OpraHi3anii HaBYaJIGHOTO IIPOLIECY: yBara
3MIIYETHCS BiJl ITACMBHOTO CIIOCTEPEKEHHS 32 BIIMOBAMHU Ha aKTHBHE IPOEKTY-
BaHHS Ta pealli3alilo BiAIMOBOCTIHKUX pimeHs. Takuii minxin He yimiie 3ade3neqye
Oe3rnepepBHICTh BUKOHAHHS CKJIQHUX TEXHOJIOTTYHUX EKCIIEpUMEHTIB, ajie i do-
PMYe€ y CTYIICHTIB HAaBUYKH aHATI3y PU3MKIB, IUIAHYBAHHS Ta YIPABIIHHSI TEXHO-
JOTIYHMMH TIPOIIECaMH B YMOBaxX HeNependadyBaHMX CHTyamid. Y pe3ynbTaTi
IHTETpalis CyJacHHUX alapaTHO-TIPOrPaMHHUX 3ac00iB Y HaBUaJIbHUN IpOIieC 3HAY-
HO TIIBUIILY€E OCBITHIO IIHHICTH Ta0OPaTOPHUX 3aHSTH, CIIPUSE PO3BUTKY KPHTH Y-
HOTO MHCJICHHS, TeXHIYHOI 00i3HAHOCTI Ta mMpodeciiiHoi KOMIETEHTHOCTI CTyIeH-
TiB, aJpK€ BOHHM MalOTh 3MOTY BifIIPaIlbOBYBATH NMPUHAOMH 3a0e3MeYeHHs HaIiiHO-
CTi Ta CTIKOCTI CKITa[IHUX BUPOOHUYMX CHCTEM Y PEAIbHOMY Yaci.

3anponoHOBaHMM HaBYAIBHUNA KOMIUIEKC MOXe CKiagatics 3 FDM npun-
Tepy, MIKpoKoMIT 1oTepa (Hanpukian, Raspberry Pi 3/4/5) abo HOyTOyKY, /st pearti-
3allii AMCTaHLIHHOTO MOHITOPUHTY Ta KepyBaHHs, MepexXeBUl iHTep(eic st goc-
Tymy go cucreM, a Takox bBJIXK, pozpaxoBaHoro Ha po0OOTy KOMILIEKCY MPOTSITOM
33/IaHOTO Yacy. 3IiHCHIOETCs 30ip TeneMerTpii: TeMIeparypH CoIula, Iuargopmu,
COILIA, BIICOTOK BHKOHAHHS JIPYKY, IIBHJIKICTb, Yac NPYKY 1 3alUIaHOBAaHWH dyac
3aBepIICHHS PYKY, KUTBKICTD CIIOKUTOI €HEprii y MeBHHUI Yac, HaBITh TEIICPIITHE
CIIOKUBAHHS, 1 Iepeace 1e Bce y BeO-iHTepdetic. JJonaTkoBe MigKIIOUeHHS AaTIH-
KiB HalIpyT! ¥ CTPyMY Ha BXiJ KUBJICHHS AOTIOMOKE KOHTPOJIFOBATH PO3XiJT €HEeprii
1 IEpEMHUKATHCh Ha PE3EPBHE )KUBJIEHHS Y BUITAJIKy 3HECTPYMIIEHHS [4-7].

Ki1r040BOO BIIMIHHICTIO TaKOT CHCTEMH BiJ MPOCTUX MPAaKTHYHHUX POOIT
y TOMY IIO CTY/IEHTH HA0YHO 0avaTh MPHUIIAJ, K BCE MPAIIOE, MOKYTh B3aEMO-
JUSITH, 1 SIK1 B3a€EMO3BS3KH ICHYIOTb.
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JlonatkoBe BIPOBAKEHHS CHCTEMH BiZICOMOHITOPHHTY, JI€ Kamepa ITi/IKITo-
YaeThes 10 MIKPOKOMIT IoTepa abo HOyTOyKa, 3a0e3revuye MOXKIMBICTh Oe3nepeps-
HOT'O CIIOCTEPEXEHHsI 3a TporiecoM 3D-npyKy y Oyap-sIKui gac, BKIFOYHO 3 Bia-
JIGHUM JIOCTYIIOM 11032 MEKaMH HaBYAIBHOTO 3aKiaay. BineocnocrepesxeHHs iHTe-
TPYETHCS 3 )KypHAIOM TIOJIiH, 1110 (PopMye NOBHOLIHHY 0a3y JaHUX i3 icTopi€elo apy-
Ky, a 32 HeoOXimHOCTi Jomyckae QopMmyBaHHs timelapse-Bineo abo opraHizariro
MPSMOT TpaHCIAMmii. Takuil minXix JO3BOJISIE PETEIFHO aHATI3YBaTH IIOMIJIKH, TEX-
HigHi 3001 Ta 0COOMMBOCTI poOOTH OONATHAHHS, MIIBHUINYIOYH TOYHICTH OLIHKA
mporecy. Ha BinMiHY Bif TpaJWIifHUX NMPaKTUYHHUX 3aHSITH, € SKCIICPHMEHT 00-
MEXY€ETBCS. OZHOPA30BHUM 3aITyCKOM Ta KOPOTKOYACHUMH JIEMOHCTPALISIMH, 3aIIpo-
TIOHOBAaHA CHCTEMa 3a0e3Ieuye TPUBATICTh Ta Oe3MepepBHICTh HABYAIBHOI IIPAKTH-
KU, HAaOKAIouH ii 10 peasbHUX yMOB BHpoOHMYOro 3D-1pyKy Ta cripusttoun ¢op-
MYBaHHIO HaBUYOK KOMIUIEKCHOTO KOHTPOJIIO TEXHOJIOTTYHOT'O TIPOLIECy.

Oxpemoi yBaru 3aciayroBye, BukopuctanHsa Klipper y moemHanHi 3 BeO-
iHTepdeiicom Mainsail 3a6e3nedye po3MHPEeHi MOKIMBOCTI AUCTAHIIHHOTO MO-
HITOPHHTY Ta KepyBaHHs 3D-IpyKoM 3aBASKH MTEPEeHECEHHIO 0OYNCIIOBAIBHOTO
HaBaHTa)KCHHsS Ha OMHOIUTaTHHWH koM 'totep [4]. Taka apxiTekTypa IT03BOIISE
OTPUMYBATH TOYHY TEIEMETPiI0, KOHTPOJIOBATH MAPAMETPH APYKY B PEATbHOMY
Yaci Ta MBUIKO pearyBaTH Ha 3001 4u 3MiHYy CTaHy >KUBJICHHS.

[TinOip KOMIIOHEHTIB KOMITICKCY 3IIiHCHEHO i3 BpaxyBaHHSIM XapakKTepH-
CTHK IIPUHTEPA, CKJIQJOBUX CHCTEMH, 30KpeMa 1 4acy APYKY NpH NepepUBaHHI
JKUBJICHHS.

TakuM 4MHOM, MiTIMIIOBIIN 3 PO3MIUPESHUMH MapaMeTpaMH KOMIUIEKCY,
BIANIOCH c()OPMYBATH KaPTHHY MPOOIEMH, i CITOCOOH il BUPIIICHHS.
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IMPOPIVIAKTHUKA TA BUSIBJIEHHSA 3AI'OPAHb
HA CMITTE3BAJIMIIAX 3A TOITOMOTI'O1O
TEIIJIOBIBIMHOI'O MOHITOPHUHI'Y

Amnapiii KY3bMIH
Xmenvnuybkuii HayioHanoHuli yHigepcumem

Anomauia. Y pobomi npoananizosano pusuku 3a20pamHs CMIMMEIBANULY Yepes3
eHympiwini Ximiuni npoyecu. Oyineno memnepamypi mexci saiimanns. IIpogedero no-
PIBHAHHA Menno8i30pie i GUIHAUEHO ONMUMATLHY MOOelb Ollsl PAHHLO20 GUAGIIEHHS Ne-
peepigis. Hasedeno mexniuni xapakmepucmuxu ma oOIpYHMOBAHO SUOID anapamHux
3ac006i6 01a MOHIMOPUHZY CMIMMEIBANUW MA GUABTEHHS MA NPOPINAKMUKY 3A20PaAHb
Ha pauHix emanax.

Knrwuoei cnosa: mennosizop, cuimmessanuue, camo3auMaHHs, MOHIMOPUH2, ne-
peepis.

Abstract. The paper analyzes the risks of landfill fires due to internal chemical
processes. The temperature limits of ignition are estimated. Thermal imagers are
compared and the optimal model for early detection of overheating is determined. The
technical characteristics are given and the choice of hardware for monitoring landfills
and detecting and prophylactics of fires at the early stages is justified.

Keywords: thermal imager, landfill, spontaneous combustion, monitoring,
overheating.

AkTyanbHicTh TemMu. Ha mnoniroHax TBepauX MOOYTOBUX BiIXOJIIB
BimOyBarOThCS IHTCHCHBHI OIOXIMIYHI TIpOIECH, SKi CYIPOBOKYIOTHCS
BHIUICHHSM TeIlIa Ta TOPIOYMX ra3iB. 3a TIEBHUX YMOB Y TOBII CMITTE3BAIUIIIA
(hOpMYIOTBCS «Tapsdi 30HWY, 0 MOXKYTh IPU3BOAUTH 10 camo3aiiManHs. PaHHI
O3HAKH MEePETrpiBy 3a3BUYAl HE BUABIIIOTHCS Bi3yallbHO, TOMY JJISI MOHITOPHHTY
TEeMIIepaTypH BUKOPUCTOBYIOTh TeruioBizopu. [1-3].

IHocranoBka mnpodaemu. TemmeparypHi Mexi 3aliMaHHS. BHyTpimmHs
Temreparypa y TUN cMirTe3Baimmia Moxe csratu  60-70°C  BHacIimok
MIKpPOOIOJIOTTYHOTO PO3KIALy OpraHikd. 3a HAsSBHOCTI KHCHIO Taki yMOBU €
KpUTHYHUMH — 3 Temmeparypu ~70 °C moximBe camosaiimanHs. [Ipu ~125-
175 °C BinOyBaeThcs TiHHA. TakuM YHHOM, JUITHKH 3 TeMmreparypoto Buiie 60 °C
moTpeOyloTh HeraHoro BTpydyaHHs. [loTpiOHI migxomw, IO 3a0e3MeuyrOTh
Oe3repepBHII MOHITOPUHT, PaHHE BUSIBJICHHSI BIIXWJIEHD BiZl HOPM TeMIIEpaTypHUX
MTOKA3HUKIB Ta MI0ip TEXHIYHUX 3ac00iB, sIKi IIe 3a0€31eTyIOT.

Mera poGoru. MeToro € TeopeTHYHE OOTPYHTYBAaHHS HOIUIHHOCTI
BUKOPHCTaHHS TEIUIOBI3IHHOTO MOHITOPHHTY AJIsi BHUSBJICHHS IEeperpiBiB, IO
CBiYaTh MPO MOTEHIfHE caMo3aiiMaHHs Ha CMITT€3BAIMINAX, IPOAHATI3YBATH
TEeMITepPaTYpHi MeXi TAaKUX MPOIIECiB Ta MiA0Ip ONTUMAIBLHOTO THITY TEIJIOBI30pa
JUISl PAHHBOTO BHSIBJICHHSI 3aIPO3 3arOpsIHHSI.

KonnentyanbHa 6a3a gocaigkennsi. BeepenuHi Tina cMiTTe3Banuiia
BiIOyBaloTbcsi  OlOXiMIuHI ~ mpolecH  pO3KJIAJaHHsA  BigXoniB,  sKi
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CYIPOBOKYIOTECSI BHAUICHHSAM Terula. Temreparypa y Maci BiIXOMiB MoOXe
moctymoBo mimBumnyBatrcs g0 40-70°C  BHACHiIOK MiKpOOiOJIOTIYHOTO
po3Kiamy OpraHikd. 3a TakuX YMOB (DOPMYIOTBCA OCEpenKd IMiABUIIECHOL
TEeMIepaTypu, [0 TMiICHIIOIOTECA HAKOMUYEHHSIM TOPIOYHMX Ta3iB (METaHy
Tomo). SKmo TemmepaTypa ¥ Jani 3pocTa€ i MEpeBHINye KPUTHYHUI MOPIr
(~60 °C 1 Oinpmie), Taki “rapsadi TOYKH~ CBigUaTh PO HMOBIpHE camo3aiiMaHHS.
Bimomo, mo mpu ~125-175 °C BigOyBaeThca B)Ke aKTHBHE TIIHHSA CyOCTpary
cMitTst. TakuM 4MHOM, BHYTPIIIHE TOPIHHS MOXE PO3MOYATHCS, KOJIH JIOKalIbHA
Temmeparypa mnepesuinye npubmmsHo 60—70°C, 0coOIMBO 3a HAasBHOCTI
JOCTYIly KHCHIO. JIOCHi/PKEeHHsI NOKa3aiu, 0 Ha TEIUIOBUX 3HIMKaX 3BaJIWIL
JUISHKA 3 TeMrepaTyporo moHaa 60 °C 0JHO3HAYHO BKa3yKOTh HA TOTCHINHHI
ocepenkn camosaiiMaHHs. PaHHe BUSBIICHHS TakKMX TOYOK JIO3BOJISIE BXKHUTH
3axo/iB (NEpeKOyBaHHs, MTPOJIMBAHHS BOJIOIO, 110/1a4a IHEPTHOTO Ta3y TOIIO)
JUTSL TIOTIEPEKEHHS BETIMKOT MOXKEXI.

Jns OesnepepBHOro MoOHiTOpUHTY mojdiroHiB TIIB BHKOpHCTOBYIOTHCS
pi3HI THIN TEIUTOBI3IHHIX KaMep: cTallioHapHi (MOHTYIOTHCS Ha BEXaXx, IIOTJIaX
Mo TEepUMETpy), APOHOBI (IHTETpPYIOThCS Ha OE3MUIOTHUKK I OTJIsay 3
MOBITPs) Ta Py4YHi MOPTATUBHI (IS IHCHEKIlii MiZO3PUIMX 30H MEpPCoHaNIoM). Y
Tabnmuui 1 HaBeleHO pe3yJbTaTH MOPIBHSUIBHOTO aHANI3y KINBKOX MoOJelei
TEIUIOBI30piB, sKi J00pe 3apekoMeHIyBaiu cebe I  EeKOJIOTI4HOTO
MOHITOPUHTY CMITT€3BaJIUIII.

Tabmunst 1 — [opiBHsUIbHA XapaKTepUCTHKA Cy4acHUX MOJENEH TeIIoBi30piB,
MPUAATHUX 7151 MOHITOpUHTY nosiroHis TTIB.

Monens Bupobuuk Hiana3on Tounicte | Po3minbha | Tun Iina
TeMIeparyp 3/IaTHICTh

FLIR Teledyne —20...+650°C +2°Cabo |640x480 |Crauionapna |~$20 000

AT00f FLIR +2%

Axis Axis —40...+550°C +5°C abo |336x256 | Crauionapua | ~$2 000

Q2901-E | (LlIBewuisn) +5%

DJI DJI (Kurait) |—20...+550°C +2°Cabo |640x512 | dpoHoBa ~$10 000

Zenmuse +2%

H20T

Workswell | Workswell | —25...+1500°C |+2°C 640x512 | ponosa ~$15 000+

WIRIS Pro | (Yexist)

Fluke Fluke —20...+1000°C |£2°Cabo |640%480 |Pyuna ~$14 000

Ti480 PRO| (CIIIA) +2%

Cramionapri kamepu (Hamp. FLIR, Axis) 3a3Bu4ail iHTErpylOThCS B
CHCTEMY BiICOHATIISIAY 3 aHANITHKOIO: BOHH MOXXYTh aBTOMAaTHYHO BH3HAYaTH
“rapsdi TOYKK” 1 MiAHIMATH TPUBOTY (CHTHAJI3AIlis, OMOBIICHHS IUCIIETYEpa)
IpHY IIEPEeBHIIEHHI BCTAHOBJICHOTO IIOPOTY Temreparypu. J[poHOBI cucTeMu
(DJI, Workswell) m03BOJSIIOTH ONEPAaTHBHO OOCTEKYBATH BEIMKY ILIOILY
3BaJiMIa 3 TMOBITPs, OyayBaTH TeIUIOBI OpTO(OTOIIAHM Uil BUSBICHHS
aHOMaJIii TeMIlepaTypHOrO TMOJsi 1Mo BCid Tepuropil mnoiirony. Pyuni
terwtoBizopu (Fluke Ta iH.) KOPHCHI Ul AE€TAIBHOTO OOCTEKCHHS KOHKPETHOT
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JOUISTHKA 200 MIATBEP/DKEHHSI TEMITepaTypd IpH Ha3eMHOMY O0XO[i, Xoda He
3a0e3rneuyroTh Oe3MepepBHOTO MOHITOPHHTY. JUIi paHHBOTO — BUSBIICHHS
BHYTpIIIHIX 3aropaHb Ha CMITTE3BANUINI HaHKpamle 3apeKOMEHIyBaB cebhe
CTaliOHAPHUI TETUIOBI30DP 3 BUCOKOIO PO3AUIEHOIO 3AaTHICTIO Ta aBTOMaTHYHOIO
curHamizamiero. 3 HaBegeHUX Mozenei omnrtumansHuM € FLIR A700f, mpo mo
CBiTYaTh Pe3yiIbaTH MPOBEICHOTO aHATI3Y.

BucHoBku. TemmoBiBiHHUN MOHITOPHHT  CMITTE3BAJNIL JI03BOJISE
CBO€YACHO  BWSBJIATH  IEPErpiri  JAUISHKK, SKI  CTaHOBISTH  3arpo3y
caMo3aiiMaHHs1, Ta IIEPEXOUTH BiJ PEaKTHBHOTO pearyBaHHsS JI0 IPOAKTHBHOTO
YIPaBIIHHS TOXEXHOI O0e3neKkol0. 3acToCyBaHHS CydacHUX CTalliOHApHHX
TEIJIOBI30piB 3a0e3neuye Oe3repepBHUI KOHTPOJIb TEMIIEPATYPH, 3HHKYE PUIUK
MacIITaOHUX MOXKEXK 1 POPMYe HINIPYHTS VIS BIPOBAKCHHS aBTOMAaTU30BaHUX
CHCTEM EKOJIOTIYHOI'0 HarJsiay.

[Momanpmmii po3BUTOK MiAXOTy Tepeadavae iHTErparlio TEIUIOBI30piB i3
CHCTEMaMH aHAJIITUKH, aBTOMATHYHUMU 3aCO0AaMHU OTOBIIICHHS Ta pearyBaHH,
a TaKOX BUKOPHUCTaHHA Oe3MUTOTHHUX TIATGOPM sl OTIEPaTUBHOTO 30HAIBHOTO
CKaHYBaHHS 3 METOI0 DPAaHHBOIO BHABJICHHS Ta IPO(UIAKTUKH IIOXKEX Ha
CMITT€3BANININAX.
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APXITEKTYPHI HIAXOAHU 10 PO3POBJIEHHSI PWA-3ACTOCYHKY
MCHUXOJIOTTYHOI MIJITPUMKH BIMCHKOBOCJYKBOBIIIB I3
3ACTOCYBAHHSIM TEXHOJIOT'TA IITYYHOI'O IHTEJIEKTY

Basepiit KYKYJIEBCbKHM, Oisra CMOTP
Jlvsiscokutl Oeporcagrutl yHigepcumem Oe3neKu HeUmmeoisibHOCmi

Anomauis. Y pobomi poszensnymo apximexkmypHi nioxoou 0o cmeopenns PWA-
3ACMOCYHKY NCUXONOSTUHOT NIOMPUMKU BILICbKOBOCTYHCOOBYIB I3 GUKOPUCTIAHHAM MEXHO-
noeiti  wmyynoeo inmenekmy. QO6rpynmosgarno e6ubip Gopmamy Progressive Web
Application ons pobomu 6 ymoeax HecmabinbHo2o iHmepHem-3 €OHAHHA MA 3aNPONOHO-
sano apximexmypy «offline-firsty iz euxopucmanusm Service Worker, IndexedDB ma
mexanizmie cunxponizayii. Knovosum enemenmom cucmemu € inmezpoganuii AI-mooyns
Ha 6a3i eenukoi mosHoi moodeni (LLM), wo 3abe3neuye adanmueni pexomeHnoayii ma
cKpunine ncuxoemoyitino2o cmamny. Ocobaugy yeazy npudineHo numauuam Oesneku ma
aHoHiMHOCMI. 3anpononoeane pilenHs cnpamosane Ha Ni08UWeHHA OOCIYRHOCIMI NCU-
X0102TYHOT 0OnoMo2U 8 YMOBAX OOU0BUX OTl.

Knrwuoei cnosa: PWA, wmyunuii inmenexkm, nCuxono2iyna niOmpumKa, iticbKo-
socmyacoosyi, LLM.

Abstract. The paper explores architectural approaches to developing a PWA-based
application for psychological support of military personnel using artificial intelligence
technologies. The choice of Progressive Web Application format is justified by the need for
stable operation under unreliable internet connectivity, and an “offline-first” architecture is
proposed, incorporating Service Worker, IndexedDB, and synchronization mechanisms.
The core component of the system is an integrated Al module based on a Large Language
Model (LLM), providing adaptive recommendations and mental health screening. Special
attention is given to security and anonymity. The proposed solution aims to improve
accessibility of psychological assistance in combat conditions.

Keywords: PWA, artificial intelligence, psychological support, military
personnel, LLM.

B ymoBax nmoBHoMacmTabHOI BiffHM B YKpaiHi NUTaHHS 30€pe)KeHHsI MEH-
TaJILHOTO 37I0pOB’S BiCHKOBOCTYXOOBIIIB HA0yBa€ KpUTHYHOTO 3HadeHHs. [loc-
TIMHUH cTpec, 3arpo3a JKUTTIO Ta BHCOKI IICHXOJIOTTYHI HaBaHTa)KEHHsI IPH3BO-
JATh JI0 PO3BUTKY OOMOBHMX ICHXIYHMX TpaBM, 30KpeMa MOCTTPAaBMaTHYHOTO
crpecoBoro posiany (IITCP). 3abe3medeHns CBOEYACHOT Ta JOCTYITHOI IICHXOJIO-
T'YHO{ IOIOMOTHM 4acTO YCKJIAJHIOEThCS Yepe3 rnepeOyBaHHs BIHCHKOBHX y 30HaX
3 00MEKEHUM JIOCTYTIOM JI0 IHTEpHETY a00 HEMOXIIMBICTIO 0COOMCTOTO KOHTAKTY
3 ¢axiBueM. Y 1bOMY KOHTEKCTI aKTYaJbHHM € pO3pOOJICHHS IPOrpaMHHX 3acO-
0iB, SIKi MOEJHYIOTH MOOLIBHICTD, aBTOHOMHICTB Ta IHTEIEKTYaJIbHY CKIIQIOBY JUIS
Ha/IaHHS TICPBUHHOI MATPUMKH [1].



126 36ipnuk Te3 nonosineii VII Beeykpaincbkoi
HAyKOBO-TIPAKTHYHOI KOH(pepeHuii

Ha mamry gymxy indopmariiina cucrema y Qopmari Progressive Web
Application (PWA), mo 3abesmneuye n0cTyn 10 iHCTPYMEHTIB CaMOJOIIOMOTH Ta
KOHCYJIBTAIIill 3 BAKOPHCTAHHSIM MOIIMBOCTEH T€HEPaTHBHOTO IITYYHOTO iHTEJICK-
Ty € OJJHUM 13 TOBOJIi €pEeKTUBHUX IUISIXIB BUPIMICHHS 11i€i mpooiemu.

Bubip Texuosorii PWA o0ymoBiieHni HEOOXiIHICTIO 3a0e3MeueHHs poOoTH
3aCTOCYHKY B YMOBAX HECTaOUIBHOIO iHTEpPHET-3'€THAHHS, L0 € THIIOBUM JUIS 30HH
OottoBux fii. [l 3a0e3medeHHs cTabUILHOT pOOOTH B yMOBaX HECTAOLIHHOTO 3B'SI3-
Ky IIPOTIOHYeThCs apxitekTypa «offline-firsty Ha 6a3i PWA. KirtouoBi KOMITIOHEHTH:
Service Worker st kemryBaHHS KOHTEHTY i pecypciB; JIOKanbHa 0a3a JaHHX
(IndexedDB) myist 36epeskeHHs ceciil 1 XKypHaJIiB; map CHHXPOHI3aIlii 3 CepBEpOM 3
MeXaHI3MOM KOH(ITIKTHOT po3B'sS3KH; poMbKHIA API-map myis KOHTpoIro qoCTyImy
1o Al [2-4]. 3aBasku BukopuctanHio Service Workers Ta MexaHi3MiB KelyBaHHS,
PWA no3Bomsie 30epirati 6a3oBuii (hyHKIIOHAN (HaNpUKIAL, iH(QOPMAIliiHI MaTe-
piayi, TEXHIKM IMXaHHS, [I0JICHHUK eMOIliii) HaBiTh y pexxumi oduaiin. Kpim Toro,
PWA € xpocmutaTopMHUM pillIeHHSIM, III0 HE BUMAarae po3poOKH OKPeMHX HaTHB-
Hux noaatkiB it Android Ta iOS, cripoIyro4H MpoIiec po3ropTaHHs Ta OHOBJICHHS
[5]. Takok BakIMBO MepeAdaYnTH MiHIMI3aIliI0 00CATY JaHUX, IO ePEeIAtOThC, Ta
ACHMHXPOHHI YepI'y 3aluTiB.

KitouoBUM €J1€MEHTOM CHCTEeMH JOLUUIBHO oOpatu iHTerpoBanuii Al-
MO/IyIb, ToOyIoBaHMi Ha 0a3i Benrkoi MoBHOT Mozeni (LLM) Gemini Bin Google.
LLM (Large Language Model). Lle Monens mTYy4HOTO iHTENEKTY, HATPEHOBaHA Ha
BEJIMYE3HHX MacHBax TEKCTOBUX JAHHX, SKa 3/1aTHA PO3YMITH KOHTEKCT i reHepyBa-
TH BIINIOBIITI IPUPOJTHOFO JTFOJICEKO0 MOBOIO. BHbip Monieni Gemini IpyHTYEThCS Ha
i BUCOKHMX MOKa3HWKaX y PO3YMiHHI KOHTEKCTY, 3IaTHOCTI 10 TeHeparlii eMmariii-
HUX BilOBizeH Ta edexruBHOCTI 00p0oOKN MprpoaHoi MoBU. Ha Al-Moxyns y mpo-
€KT1 OKJIaHaTUMEThCS POJIb IIEPBUHHOTO ACHCTEHTA, SKHH IPOBOAUTH OIUTYBAHHS
CKPUHIHTY, HaJa€ aJalTHBHI PEKOMEHJIALIl 3 caMOperysiil Ta BHSBISE MapKepu
KPU30BHX CTaHiB.

BaxxmBuM € mmTtaHHs 6e3nekn Ta aHOHIMHOCTL. OcoOIMBY yBary IOITEHO
TIPUJIUIMTH 3aXKCTY TIEPCOHATIBHUX JIAHHUX, aJDKE IIUTLOBOIO ayJUTOPI€EI0 € BIHCHKO-
BoCIyk00BIi. [IponoHyeMO BperymoBaTH Iie MHTaHHS BPAaXyBaBIIU B apXiTEKTypi
JI0/IaTKy HasBHICTB IIPOMDKHOTO CEPBEPHOTO LIapy, SIKUi QUIbTpyBaTHME 1 MOJEpY-
BarumMe Bimnosini LLM, 3actocoByBaruMe cucteMy miaOioHiB (prompt-guardrails)
Ta KepyBaTUMeE XXypHaJIaMH aHOHIMI30BaHO. ApPXITEKTypa ITOBUHHA 3a0€3MedyBaTH
nepenavy naHux BukitoyHo yepe3 HTTPS, mmidpyBanHs 4yTaMBUX TaHUX HA MPU-
CTpol, 0OMeKeHHS 300py METaIaHuX Ta MOXITMBICTH aHOHIMHOI poOOTH (cHCcTeMa
He BHMaratuMme 0OOB’s3KOBOT peecTpallii 3 BUKOPUCTAHHAM OCOOUCTHX JaHUX IS
6a3oBoro QyHkIioHATY). OKpiM TOTO apXiTeKTypa IIOBUHHA Iepe10adaTi HassBHICT
KaHAJIIB 3B'I3KY 3 KMBUMH (haxiBLSIMU Ta 3a0e3MeuyBaTH MEXaHI3MH IepeMUKaHHS
Ha HUX IPH BUSIBJICHHI CYMAANEHUX JyMOK a00 TOCTPHUX CHMITTOMIB.

BucnoBku. Po3zpo6nennss PWA-3acTocyHKy NMCHXOJIOTIHHOT MIATPHUMKH Bik-
CBHKOBOCITY>KOOBIIIB 13 BUKOPUCTAHHSIM TEXHOJIOTIH IITYYHOTO IHTENEKTY € MepCIeK-
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TUBHHAM HAIMpPsAMOM, IO TOE€AHYE MOOLUTBHICTh, aBTOHOMHICTh Ta IHTENEKTyalbHY
CKJIaZIOBY. 3anponoHoBaHa apxitekTypa «offline-first» 3a0e3neuye poboTy B ymoBax
HECTaOUILHOTO IHTEpHET-3 €qHAHHs, a iHTerpamis LLM-Momeni 103B0Jsie peati3y-
BaTH aJalTHBHI MEXaHi3MH CaMOIOTIOMOTH Ta CKPHHIHT'Y ICHXOEMOLIHHOTO CTaHy.
Takuid ninxin 3a0e3nedye OagaHc MK (QyHKIIOHAIBHICTIO Ta JOCTYIHICTIO, IO €
KPUTHYHO BOXIIMBHUM JUISl HaJIaHHS TICHXOJIOTTYHOI MITPUMKU BiHCHKOBHM B YMO-
BaX BIHHM, COPHSIE MIIBUIICHHIO JOCTYITHOCTI MICUXOJIOTIYHOT JOTIOMOTH Ta 3HU-
JKEeHHIO PU3HUKIB PO3BUTKY KPH30BHUX CTaHIB y BilichKkoBHX. [lo€qHAaHHS MeXaHI3MIB
o(maifH-poOOTH, JIOKATIEHOTO 30€peXKEeHHS JaHUX Ta KOHTpoJIboBaHoi Al-iHTerpartii
JI03BOJISIE MIHIMI3YBaTH PU3UKH Ta ITiIBUIITH JOCTYIHICTE CEPBICY.
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YK 004.8:004.912:316.774

BUSIBJIEHHS ®EMKOBUX HOBUH HA OCHOBI MOJIEJIEM MA-
HINMHHOI'O HABYAHHSA

Bajgentun KYPWJIO
JIvsiscorutl HayioHATbHUL YHIGEpCUMen 8eMepPUHApHOL MeOUyUHU
ma 6iomexuonoziti imeni C. 3. Iicuyvkozo

3oiticneno ananiz memooie MAWUHHO20 HABYAHHA A HEUPOHHUX MepediC 0N GU-
sa6NenHst Qhelkosux HosuH. Po3pobneno se6-3acmocyHok, skuil 00360/15€ Kiacupikysamu
HOBUHU K NpAgousi abo peiikosi, a maxoic 30IUCHIO8AMU NePeHAGUAHHs MOOenel Ha
HOBUX OAHUX.

Kuniouosi cnosa: mawunne Haguanis, (etikogi HOGUHU, HEUPOHHI MEPedICi, Kid-
cugixayis mexcmia, 8e0-3aCMOCYHOK.

An analysis of machine learning and neural network methods for fake news detec-
tion has been conducted. A web application was developed to classify news as true or
fake and to retrain models using new data.

Keywords: machine learning, fake news, neural networks, text classification, web
application.

Y cydacHOMYy CBiTi, ne iH(OpMAIlS TONMIUPIOETHCS MHUTTEBO Yepe3
comialbHI MepeXi, MeCeH/KepH Ta HOBHHHI pecypcH, mpobiema (eikoBUX
HOBWH HaOyBae ocoOmmBoi aktyanbHOCTi [1]. HempaBauBa iHdopMalriss Moxe
BIUIMBATH Ha CYCIIUIbHY JyMKY, ecTalilni3yBaTi COLiaIbHY CHTYaI[il0 Ta BUKO-
PHUCTOBYBAaTHCh SIK IHCTPYMEHT iH(QopMamiiHOi BIHHH, OCOOJMBO B yMOBax
30poiiHoro KoH(MIIKTY B Ykpaini. ToMy aBTOMaru3ailis MpOIECY BHSBICHHS
(eiKOBUX HOBHH 13 BUKOPHCTaHHSIM TEXHOJIOTIH MAIIMHHOTO HABYaHHS € BaX-
JMBHM 3aBJaHHSIM Cy4acHUX JOCHIIKeHb Yy cdepi iHpopmaniiHoi Oe3nekn Ta
MITYYHOTO IHTEIEKTY [2].

Mertoro poOoTH € po3poOHTH ePEKTUBHY CHCTEMY Uil aBTOMATHYHOTO
BUSIBIICHHS (DeHKOBMX HOBHH Ha OCHOBI METOJiB MAaIlMHHOTO HAaBYAHHS Ta IJIH-
OMHHUX HEHPOHHHUX MEPEX, 10 3a0e3redye BUCOKY TOUHICTh Kiacudikarii Tex-
ctoBoi iHpopmarii. O6’€KT TOCTIHKEHHS € POIIeC BUABICHHS (HeHKOBUX HOBUH
y TeKCTOBHX. [IpenMer MOoCHiKeHHsl € MEeTOAM Ta MOJEJi MAllMHHOTO HaBYaH-
HsI, I[0 BUKOPUCTOBYIOTHCS ISl Kitacu(ikariil.

Jlnst mocsiTHEHHs TTOCTaBIIeHOT 3a1a4i OyJI0 MpOaHali30BaHo JIiTepaTypHi
JDKepelia MPUCBsUYeHUX NpoOiieMi BUsIBIICHHST (peHKOBUX HOBHH, OYyNU BiniOpaHi
HalakTyaJpHINI Ta Halpe3yIbTaTUBHINII JOCIIKEHHS, IO IMPOIOHYIOTh CY-
YacHi METOJM MAaIIMHHOTO Ta TJIMOMHHOTO HABYAaHHS JUIS ITiIBUILEHHS TOYHOCTI
KJacudikanii HOBUHHOTO KOHTEHTY.

B Tabnmmi 1 HaBeneHO OCHOBHI 3a1adi, siKi OynH MpoaHai30BaHi B JiTe-
paTypHHX JpKepernax Ta METOIH iX BHPILICHHS.
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Tabmunst 1 — Orssi 06paHuX JliTepaTypHHUX Jukeper™

3anava Mertoaun
CTBOpeHHsI cucTeMu Kinacudikamii GperkoBux Logistic Regression, Decision Tree,
HOBUH i3 BUKopuctanasM ML ta DL Naive Bayes, SVM, LSTM, BERT
Y3aranbHeHHS MiIXO/iB, aHAJI3 apXiTEeKTyp LSTM, GRU, CNN, BERT, RoBERTa,
DL i NLP, ¢popmyBaHHS TaKCOHOMIT XLNet
Inrerpanis xnacuannx tTa DL-moneneit mst Naive Bayes, SVM, Random Forest,
MiIBUIIIEHHS TOYHOCTI Kiacudikarrii CNN, LSTM, BERT, Word2Vec

Jxeperno: y3aranbHEHO Ha OCHOBI gaHuX [3-5]

OcHOBHa yBara y NpOBEACHOMY OISl NPUALIAIAcS BUSBICHHIO TEH-
JEHIIH pPO3BUTKY Yy cdepi aBTOMATHYHOTO pO3Mi3HaBaHHS Je3iH(opMarlii,
BH3HAYCHHIO HAHOLTHII epeKTHBHUX MoJieneit i kiacu(ikallii HOBUH, a TAKOXK
aHaJi3y ImepeBar i HeoJIKiB ICHYIOUUX MiAXO0IB. 30KpeMa, JOCIIIHKEHO METOIH
JoricTHYHOT perpecii, Aepesa pitieHb, SVM, a Takox cydacHi apXiTeKTypH TIu-
OMHHOro HaBYaHHS, a caMe KJIACHYHMM METOJaM MAIlMHHOTO HaBYaHHS Ta
RNN, LSTM, GRU, CNN, BERT, RoBERTa, GPT Tomro.

CyuacHi nigxoau 10 kinacugikailii TEKCTIB J03BOJSIOTH BUKOPUCTOBYBa-
TH TEXHOJIOTII MAIMHHOTO HABYAHHSA Ta IITyYHOTO IHTEJCKTY Ul aHai3y
3MICTy HOBHH, BHSBJICHHS 3aKOHOMIPHOCTEH y MOBHHUX CTPYKTypax 1 po3mi3Ha-
BaHHs (eiikoBuX MarepianiB. OJHUM i3 Hale(EeKTUBHILIMX HANPAMIB € 1100y/10-
Ba MOJENEH, 3/aTHUX aBTOMATHYHO BU3HAYATH JIOCTOBIPHICTh HOBMHHHX MO-
BIJOMJICHb Ha OCHOBI IX TEKCTOBOTO 3MicTy. Il IOrO HEOOXIMHO MaTH
SIKICHUH HaOip JaHUX, IO MICTUTh MPUKIIAIN SK CIPABXKHIX, TaK 1 HEMPaBIUBUX
HOBHH, a TakOX 3a0e3NeYnTH HalleKHY MOTEepeTHI0 00poOKy TEeKCTy, a came
OYHIIIEHHS, JIEMATH3AIIII0 Ta TOKEHI3AIII0.

V nmaniit poOOTi BUKOPHUCTAHO BiAKPUTHIH HAOIp MAaHWUX, SKUH MICTHTH 0-
Hag 10 700 HOBMHHHKX 3ar0JIOBKIB, 3i0panux i3 Telegram-kaunanis y mepion 3 24
arororo no 11 rpyanst 2022 poky [6]. HoBrHuM MatoTh BianoBigni Mitku - “True”
(npaBauBi) Ta “False” (defikori). s migBUIICHHS TOYHOCTI HABYAHHS MOJEII
Ha0ip 1aHux OyIso 30alaHCOBaHO MIXK JJBOMA KJIaCaMH.

Jis aHamizy 3acTOCOBAaHO KUTbKa MIiAXOJIB MAalIMHHOTO HaBYaHHS:
JOTICTHYHA perpecis, MeToJ omnopHux BekTopiB (SVM), nepeBa pimieHb,
rpajlieHTHE IiICHJICHHS, a TAKOXX peKkypeHTHI HelipoHHi Mepexi (RNN, LSTM) i
TpanchopmepHa Monens BERT, sxi 3qaTHi BpaxoByBaTH KOHTEKCT Ta TIIMOWHHI
3B’s13ku MK croBamu. OIfiHKka e(eKTUBHOCTI MPOBOMIACS 3a JOTIOMOTOI0 Ta-
KHX METpHK, sik Accuracy, Precision, Recall ta F1-score.

Pe3ynbpTaT eKCiepuMEHTIB MOKa3aliu, 10 HaWBUII TOKa3HUKHA TOYHOCTI
MPOJEMOHCTPYBaIK INUOWHHI Mojeni, 30kpeMa BERT Tta LSTM, sxi 3xatHi
Kpalle po3yMiTH CEMaHTHKY TEKCTy. lle CBIUNUTh MpPO MEPCHEeKTUBHICTH BUKO-
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pHcTaHHS TpaHC(GOPMEPHHUX apXiTEKTyp y 3ajadax aHali3y YKpaiHCHKHX HOBHH
Ta BUSABJIECHHS (DeHKOBHUX MOBIOMIICHD.

Ha ocHOBiI oTpmMaHUX pe3ynpTaTiB OylnO CTBOpEHO BeO-3aCTOCYHOK,
SKUI 03BOJISIE KOPUCTYBady BBOJUTH TEKCT HOBUHH Ta OTPUMYBATH MUTTEBUH
pe3yipTaT KiIacudikamii “mpaBamBa”’ abo “deitkosa”. i agMiHicTpaTOpa me-
pendadeHo MOXIIMBICTD MEperiisiAy icTopii BBEICHWX HOBHUH, aHAJI3Y pe3yib-
TaTiB Kiacudikarmii Ta mepeHaBYaHHS MOMETCH IS IIBUINCHHS iX e(peKTHB-
HocTi. CrcTeMa CKIIaIaeThes 3 YOTUPHOX OCHOBHUX YaCTHH:

— API ua Flask (Python) ms po6oTu 3 Moaensamu;

— 6ekenn Ha Nest.js st 06poOKH 3amUTiB;

— 6a3a nanux PostgreSQL s 36epexenns indopmarii;

— ¢ponTena Ha Next.js st B3aeMoIii 3 KOpHCTYBadeM.

Po3pobiiena cucrema Mae MpakTHYHY LIHHICTD Y cepl MOHITOPHHTY HO-
BMHHOTO KOHTEHTYy Ta 00poThOM 3 AesiHdopmaricro. [i MoxkHa iHTerpysatn y
MeiacHCTeMH, OCBITHI TUIATGOPMH UX iH(GOPMAIIiHHI areHTCTBA YIS ITiBUIICH-
HS pIBHSI MeIiarpaMOTHOCTI KOPUCTYBAYiB 1 3SMECHIICHHS ITOMIHUPEHHS HEeTpaBIy-
BOi iH(OopMaAIrii.

TakuM 4MHOM, 3aCTOCYBaHHS TEXHOJIOTIH MAalIMHHOIO HABYAaHHS y BUSB-
JeHHI (PeHKOBUX HOBHH € NMEPCHEKTUBHUM HANpPSIMOM PO3BHTKY CYYacHUX 1H-
¢dopmariiinux cucrteM. BukopuctanHs riauOUHHHX Mojenel, Takux sk BERT,
JIO3BOJISIE IOCSTAaTH BUCOKOT TOYHOCTI aHaIli3y TEKCTOBHUX JJAHUX, & PO3POOIICHUI
Be0-3aCTOCYHOK € Ji€BUM IHCTPYMEHTOM JUIsl IPAKTMYHOTO BHUKOPUCTAHHS pe-
3YJBTATIB TOCTIKCHHS.
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IHHOBALIMHI TPUCTPOI 1151 OMOBIIEHHS
MAJIOMOBLIbHUX I'PYN HACEJIEHHSI IPO HEBE3IEKY

Map’san JIABPIBCHKHUM, Inna ®EJTOPIOK, Xpucruna IETPYIHIKA
Jlvsiscoruli OeporcasHuil yHigepcumem 6e3neku HcummeoisibHoCmi

Ilpobrema 3abe3neuennss docmynnocmi cepedosuya O MALOMOOIIbHUX ePYh
Hacenents € Ha036UYAlIHO 8AJICTIUBOI0 ) CYUACHOMY CYCRINbCMEI. 3 KOJICHUM POKOM 3P0 C-
mae KinbKicmu ni00ell, AKi Maroms 00MeHCceHi MONCIUBOCTNI nepecyB8ants yepes ineanio-
HICMb, NOXUTULL BIK YU MUMYACOS] (I3UUHT 0OMEHCEHHS.

Knruoesi cnosa: manomobinvhi epynu HaceneHHs, iHOPMYBaHHs iX No cueHanam
Hebe3nexu, YusinbHUll 3axXuUcm, ONoGiujeH s MATOMOOITbHUX 2Py HaceleHHs , be3neka ,
aoanmayisi, 00OCMynHicme.

The issue of ensuring environmental accessibility for people with limited mobility is
extremely important in modern society. Each year, the number of people with restricted
mobility due to disability, old age, or temporary physical limitations is increasing.

Keywords: people with limited mobility, informing them about danger signals,
civil protection, alerting people with limited mobility, safety, adaptation, accessibility.

MiKHapoHWIA JOCBII CBITYHATH MPO Te, IIO p036YI[0Ba 6e30ap’epHOTO
NPOCTOPY — Lie HarajbHa BUMOTa Yacy Ta IOTY)XHa pyIIiiiHa cuiia JUIsl PO3BUTKY
KpaiHu. AuKe 6e30ap’epHICTh CTBOPIOE MOMKIMBOCTI U 3aUTyHEHHS 110 aKTHBHO-
IO CYCIUIBHOTO XXHTTS BEJIMYE3HOI KUTBKOCTI JIIOAEH, YMid MOTEHIIal paHilie He
BHKOPHCTOBYBABCS ITOBHOKO Mipol0. B mepiry depry me crocyerbest ManoMoOib-
HUX TPYIl HACEJIeHHS. AJKe BOHU CTHKAIOTHCSA 3 Oap’epamu OLIbIIe 32 1HIIHX.

MaoMo6insHI Tpymu HaceneHHS — X10 1e? KokeH 3 Hac B HeBHI mepioan
SKUTTS HAJISKHUTE, 200 MOXKE HAJIEKATH JI0 TAKUX JIonei. MaJoMOOUILHHUMH B Tii 4i
iHiH Mipi Mo>ke BBaxkarucst B 30 1o S0 BincoTKIB yKpaiHIiB. ManoMoOuUIbHI Ipynu
HaceJIeHHsI — 1€ JIIO/IY, 10 BiYYBalOTh TPYAHOLLI IIPH CaMOCTIHHOMY HIepecyBaHHi,
OZiepKaHHI MOCITyTH, HeoOXiMHOT iH(opMartii a0 npu opieHTyBaHHI B rpocTopi. Ta-
KUM YHMHOM, ITiJ] IaHy KaTeropiro Mi/ilajiae JOBOJII BEJIMKA YacTKa HAaCEICHHSI.

MasioMOOUIBHI TpyNu HACEJICHHS € BPa3IMBIIIMMHU Y MOPIBHAHHI 3 iH-
LIMMH JIFOABMH, aJDKE CKIIAQIHOL, sKi BOHH BiI4yBalOTh Y 3B'I3Ky 3i CBOIM cTa-
HOM Ta HE3pYYHHM CEpeOBHUIIEM, AY)KE YacTo pOOJATh iX 3aJeKHUMHU Bil H0-
ITIOMOTH 200 TEPIIUMOCTI OTOUYIOUHX. Tak caMo, 0OMeKeHHS MOXe OyTH BUKIIH-
KaHe BiICYTHICTIO TOCBiIy ab0 3HAHHSL.

CurHany TpUBOTH (CHPEHH) HE YyTH JIOIIM i3 BTPATOIO CIIYXY, a CMapTc-
MOBIIIICHHST Ha cMapT(OHI YaCcTO HEIOCTAaTHBO C(EKTHBHI — 2 MIIH HEUYIOUHX
HE OTPUMYIOTh aJIeKBaTHOTO IONEPeIKEHHS.

Jume ~2,5 % nropeit 3 iHBaNIJHICTIO MEPEXOIsITh Y O0MOOCXOBHIIIE il
Yac CHTHAJy TPUBOTH, 1HIII 3AJIUIIAIOTHCS BIOMA a00 PYXalThCs MO KOPUIOPAX
Yyepe3 BIICYTHICTb AOCTYIHOI iH(hopMarlii i miTpUMKH

Jiist MatoMOOUTEHUX TPy HAaCeNIeHHS! ICHYIOTb SIK 3arajbHi, TaK i crieria-
Ji30BaHi MPUCTPOT ISl OTPUMAHHSI CUTHAIIB TPUBOTH. [lo HUX HaJexarh Tpagu-
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LiifHI CHCTEMH ONOBINIEHHS (CHPEHH, T'YYHOMOBIII, pajio, TenebadeHHs), cydac-
Hi cHCTeMH (CHemialbHi JOAaTKH Ha cMapT(OHAX, CHOBIIeHHS Yepe3 SMS) Ta
IHAWBiqyaNbHI TPUCTPOI (IepCOHANBHI TIEHDKepH, OpacieTy, Mo BiOPYyIOTh), IKi
MOXYThb OyTH OCHAIlIeH] KHOIIKAMH JUIsl BUKJIMKY JOIIOMOTH.

Jlo 3araqbHHX CHCTEM OTOBIIIEHHS MOJKHA BiTHECTH CHPEHH, TYIHOMOBII,
pamio Ta TeneOadeHHs, IEPCOHANBHI. Y Cy4acCHOMY CBIiTi TEXHOJOTI Aemaii OibIe
aanTyIoOThCS 10 TOTPed JIronmed 3 IHBATIHICTIO, 30KpeMa OcCi0 i3 MOpYIICHHSIMA
ciyxy. BaxJIMBUM HampsiMoM PO3BHUTKY € CTBOPEHHS TIPUCTPOIB JUIsl OTOBILLICHHS,
TIOTIEPEIPKEHHS PO HEeOEe3MeKy UM Ha/J3BUYaiHi CUTYallil, a TakoX 3aco0iB, sKi 10-
3BOJISIFOTH TAKKM JIFOISIM 3QJTHINATHCS Ha 3B’3Ky Ta MOYyBATHCS B OC3Melli.

Hikue HaBeneHO HM3KY MPUCTPOIB, SIKI MOXKYTh OyTH BUKOPUCTaHI IS
CTIOBIIIICHHS YU aBapilfHUX CUTHaNIB. YacTHHA 3 HUX € MEOIUYHUME ab0 yHIiBep-
CaJIbHUMHU MOJEISIMH, L0 MOXYTh OYTH ajalnToBaHi At O0Ci0 i3 MOPYIIEHHSM
ciyxy. Ile, 3okpema, B7 Medical Alert Wrist Button, Emerge-Alert Menuunmuii
opacner, GPS-0pacnet i3 SOS (s mireit Ta miTHiX nroneit), Health Alert Memu-
yHHA TonocoBuit Opacnet, Smart GPS Tracker Watch SOS Bracelet Video Call,
EM-70 BesnporoBmii Gpacier apapiiiHoi curHamizamii, B9 Cut-off Alert Wri-
stband, TM-ALERT (pucynox 1).

a) 0)
Pucynok 1 — [Ipuctpoi onosimenus: a) EM-70. 6)TM-ALERT.

[adopmyBaHHS MaTOMOOLTEHIX TPYIT HACEJICHHS IPO CHTHAIN HEOE3EeKH €
HEBIJ’€MHOIO CKJII0BOIO CHCTEMH IIMBUIHHOTO 3aXUCTY. E(eKTHBHICT OTOBIIEHHS
BHM3HAUYAETHCSl HE JIMIIE TEXHIYHUMH 3aC00aMHU, a i TOTOBHICTIO CYCITUIBCTBA Bpaxo-
BYBATH MOTPEOM KOXKHOT JIFOMMHHM. 3a0€3MeUeHHsT PIBHOTO IOCTYITY 10 iH(opMAIlii,
pO3po0Ka ajanToBaHWX 3acO0IB CITOBIIIEHHS, HABYaHHS IIEPCOHANY Ta HACEICHHS
— IIC OCHOBHI YMOBH 3HIKCHHSI PU3MKIB ITiJT YaC HAJI3BUYANHNX CUTYAITIH.
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YIK: 004.4:378.147

TOOLS TO SUPPORT PROGRAMMING EDUCATION WITH THE
HELP OF MULTI-ROLE Al AGENTS

Mykola LEHKY I, Hanna SHEVCHUK
Lviv Polytechnic National University, Lviv

Theoretically substantiates and experimentally validates a multi-role system of Al
agents (Tutor, Evaluator, Coach) for supporting programming education. It presents a
“routing — tools — evaluation” architecture, introduces the concept of Pedagogical Sup-
port Density, and reports results of a pilot experiment with students of Lviv Polytechnic.

Keywords: programming education; Al agents; large language model; learning
design; pedagogical roles.

Teopemuuno ob6IPYHMOBAHO MA EKCHEPUMEHMATbHO NepesipeHo 6azamoponbosy
cucmemy Al-acenmie (Tutor, Evaluator, Coach) 0na niompumku HA8YaHHA NPOSPAMYEAH-
nio. Onucano apximexkmypy muny «routing — tools — evaluation», konyenyilo winbHo c-
mi nedazo2iuHol NIOMpPUMKU Mma pe3yibmamu NiIOMHO20 eKCNEPUMEHIY 3i CIy0enmamu
Jlvsiecovroi nonimexHiku.

Knrwuoei cnosa: naguanna npoepamyantio; azenmu WmyyHo2o iHmeniekmy, ee-
JIUKA MOBHA MOTLeNb, OU3AUH HABUAHHA, Ne0a202iuHi poJi.

Rapid development of large language models and Al agent systems
changes the conditions of teaching programming in higher education. Al tools
can quickly explain errors, refactor code, and generate practice tasks, creating
new opportunities for individualized support and instant feedback, but also risks
of outsourcing independent work and violating academic integrity. This reveals
a gap between spontaneous student use of general-purpose chatbots and the lack
of didactically grounded models for integrating Al into programming courses
under clear pedagogical and legal constraints.

The community place this problem within the broader regulatory and
ethical framework: European and international Al acts and guidelines, together
with Ukrainian regulations on academic integrity and personal data protection,
require transparency of Al systems, clear delimitation of human and Al
contributions, and prevention of manipulative or opaque assessment practices
(European Commission, n.d.; European Parliament and Council of the European
Union, n.d.; European Union, n.d.; Ministry of Education and Science of
Ukraine, n.d.; William Fry, n.d.). Therefore, the research problem is to design a
multi-role Al system that supports programming education, improves learning
outcomes and remains compatible with these constraints.

The conceptual basis combines insights from higher education pedagogy,
intelligent tutoring systems and recent research on generative Al in learning (Dorosh
et al., 2024; Kozlovskyi et al., 2020; Mediakov et al., 2025; Mukan et al., 2023;
Shihab et al., 2025; Shevchuk, 2022; Yurchak et al., 2024). Programming education
is viewed as a guided process where the instructor and Al tools support problem
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understanding, solution design, implementation, testing and reflection. A key
construct is Pedagogical Support Density (PSD), defined as the relative saturation of
the learning process with hints, explanations and micro-interventions from Al:
excessively high PSD leads to over-helping, while too low PSD leaves the learner
alone with difficulties. The system must therefore allow for configurable PSD levels
and policies per task type and stage of learning.

The architecture is implemented as a simple multi-agent pipeline “incoming
message — role detection — specialized agent”. An input layer receives each
student message and metadata; a role-detection component classifies it; then a router
directs the request to one of three agents. The Tutor provides short explanations,
focused code examples and micro-exercises with partially filled templates, and then
analyzes student answers and errors, supporting the cycle “explanation — action —
discussion of errors” under PSD constraints. The Evaluator performs rubric-based
assessment of code on several criteria (Correctness, C# idioms, Clarity, Robustness,
Efficiency), each graded on a 0-3 scale, and combines a numerical score (0-15) with
concise, criterion-based recommendations. The Coach interprets scores and
telemetry, structures feedback into strengths, areas for improvement, next steps and
motivational messages, turning raw results into an understandable individual
development plan.

The system was piloted in a real programming course at Lviv Polytechnic
National University with 112 students. A mixed-methods design combined
system telemetry, rubric-based assessment of student code and an online survey
on perceived usefulness, clarity and fairness of the agents.

The results show high acceptability and pedagogical value. The overall
usefulness of the system was rated 3.90/5, with 70.6% of responses in the
“rather useful” or “very useful” range. The Tutor’s explanations received 4.22/5,
the fairness and clarity of the Evaluator’s assessment 4.29/5, and 91.9% of
students positively evaluated the Coach’s recommendations. Moreover, 87.5%
of students indicated that they would continue to use such agents in their studies.
Telemetry confirmed these perceptions: the proportion of successfully solved
tasks increased, the median time to complete typical assignments decreased, and
the frequency of repeated errors went down.

The proposed multi-role Al system (Tutor-Evaluator—Coach) with
controllable PSD and rubric-based assessment is both theoretically grounded and
experimentally validated as a tool for supporting programming education under
conditions of academic integrity and Al regulation. At the same time, further
work is needed on tuning PSD policies, expanding exercise and feedback
scenarios, and developing instructor-facing tools for configuring agent
behaviour and monitoring the amount of Al support per student. Future research
should explore the long-term impact of such systems across several semesters,
compare alternative role configurations and support strategies, and adapt the
architecture to other software engineering disciplines while preserving the
central role of the human instructor and accounting for evolving capabilities and
limitations of large language models.
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VJIK 004.3

PEAJIIBAIISA CUCTEMMU 350PY TA AHAJII3Y JAHUX
JJISI MOHITOPHUHI'Y CTAHY PATYBAJIBHUKA
HA OCHOBI ARDUINO

KOpiii JIEHD, Irop MAJIEIIb
Jlvsiscokutl deporcagrutl yHigepcumem Oe3neKu HCUmmeoisibHOCmi

YV pobomi posensinymo po3pobKy nepcoHanbHo2o0 Oamyuka pAmy6anrbHuKa —
KOMNAKMHO20 AB8MOHOMHO20 NPUCMPOIO O NiOSUUjeHHs 0e3neku 0cobo8020 CKIaOy
JCHC nio uac suxonanusi pobim y Hebesneunux ymogax. Cucmema 6a3yemuvcsi Ha MiKp o-
xoumponepi Arduino ma nabopi cencopis, wjo 30ilCHIOIOMb KOHMPOLL MEeMNepamypu,
HAABHOCMI WIKIOIUBUX 2A3I8 A pyXomocmi pamyeanvHuka. Peanizoeano ancopumm as-
MOMAMUYHO2O BUAGNEHHSI KDUMUYHUX CUMYAYill, MaKux K nepezpis, 3a0uMieHHs a6o
3HENPUMOMHEHHS NPAYIBHUKA, 3 NOOATbULOI0 Nepedater0 MPUBOHCHO20 CUSHATY HA 6a30-
8y cmanyiio. OOIPYHMOBAHO eheKMuUHICMb BUKOPUCIAHHS HEOOPOUX CEHCOPHUX MOOY-
78 ma paoio3e 513Ky 0Jis CMEOPEHHs OOCMYNHOL Mma HAOIHOT cucmemu MOHIMOPUHZ)Y.

Knwuoei cnosa: besnexa pamysanvnuxa, Arduino, oamuux pyxy, eazoananiza-
mop, padiomooyib, MOHIMOPUHE CIMAHY.

[Mix vac mikBimamii HACHIAKIB HAA3BUYAWHUX CHUTYalildl pPATYBaIbHUKU
MTOCTIiifHO TTepe0yBalOTh y YMOBaX MiABUIIEHOTO PU3HKY: 3aIUMJIICHHS, TOKCUYIHI
ra3u, BUCOKI TeMIIEpaTypy Ta MOXJIMBI TpaBMyBaHHs. OJHIEIO 3 TPUYHUH 3011b-
LICHUX BTpPaT y TAaKUX YMOBAxX € BIJCYTHICTh IHAMBIAyaJbHUX CHCTEM MOHITO-
PHHTY CTaHy pATYBaJbHUKA, 3JaTHUX CBOEYACHO IMOBIIOMHUTH PO HEOE3NEKy
abo0 BTpaTy pyXOMOCTI.

[epconanbHI CHTHAI3ATOPH, IO KOHTPOIIOIOTH 30BHIIIHI MMapamMeTpu Ta
(GBUYHMIA CTaH TpalliBHUKA, BUKOPHCTOBYIOTHCS y OararboxX KpaiHax, ane IXHs
BapTICTh 3aJMIIAETHCA BUCOKOIO. TOMY CTBOpEHHS OIODKETHOTO Ta (YHKITIOHA-
JIBHOTO aHayiora Ha 0a3i Arduino € akTyaqbHHM 3aBOaHHIM y cepi Oe3meku
JCHC.

ApxiTekTypa po3poOIeHO] CHCTEMH CKIIaaeThesl 3 TPHOX OCHOBHHX eJle-
MEHTIB:

1. Hocumuii MOIynb psATYBaJIbHUKA — MICTHTH JaTYNKH TEMIIEPATYpH,
rasy Ta pyxy.

2. MikpokoHTtposiep Arduino, sikuit 0OpoOIisie NaHi Ta BU3HAYAE HAsB-
HICTh HEOE3IeKH.

3. BasoBa craHIliss 3 MpUiMadyeM, sika OTPHMYE MOIEPEIKYBaIbHI CHT-
HaJIA Ta iHPOPMYE KepIBHUKA TPYITH.

TemmeparypHuii cEHCOP 3IHCHIOE KOHTPOJIb TIEPErpiByY, Ta30BUi — Has-
BHOCTiI TOKCHYHHX a00 BHOYXOHEOE3IEeYHHX Tra3iB, a aKcelepoMeTp BH3HAUa€e
PYXOMICTh psITyBaIbHUKA Ta (iKCye MOXIIUBE MaJiHHSI ad0 BTPATy CBIIOMOCTI.
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Ilepenaua manux 3miiCHIOETRCS depe3 pamiomonyns tunmy NRF241L.01 a6o HC-
12. Anroput™ poOOTH BKIIIOYAE MEPIOJMYHNI 301p MOKA3HUKIB CEHCOPIB, aHANI3
MOPOTOBHX 3HAYCHb Ta (POPMYBAHHS TPHBOKHHUX MOBIIOMIICHb Y Pa3i BUSIBIICH-
Hsl HeOe3meuyHnx yMoB. Takuii miaxin 3a0e3nedye BUSBICHHS NpOOJIEMH IIIe 70
TOTO, SIK BOHA CTaHE KPUTUYHOIO, 1110 MiIBUIIYE IIaHCH Ha CBOEYACHY JIOTIOMOTY
PATYBAIIbHUKY.

CTBOpEHHSI NEPCOHAIBHOTO JaTydKa pATYBaJbHUKA € €(PEeKTHBHUM pi-
MICHHAM IS MABHUINEHHs PiBHA O€3IeKH IMpu BUKOHAHHI POOIT Y 30HI HaA3BH-
yalHUX curyauiil. IIpuctpiit Moxe OyTH JIerko MaciTaboOBaHMI, MOJEPHI30Ba-
HUH Ta aJJalTOBaHWA AJIS Pi3HUX YMOB poOOTH.

Jlitepatypa

1. https://bababuilds.com/blog/complete-guide-mqg-series-gas-
sensors/ - MQ Series Sensors information

2. https://cdn.sparkfun.com/assets/f/7/d/9/c/DHT22.pdf - DHT22
(maT4uk Temneparypu sikuil Oyae BUKOPUCTOBYBATHUCH)

3. https://www.analog.com/media/en/technical-documentation/data-
sheets/adx1345.pdf - nartuuk pyxy/magiHus, mo miaxoauTh Uit ¢ikcanii Hepy-
XOMOCTI PATYBaJIbHHKA.

4. https://manuals.plus/uk/digi/xbee-pro-900hp-rf-module-manual -
JOKyMEHTAIlis Juisi 0e3/IpOTOBOI Nepesiaui CUrHalIy MK CEHCOPHHUM MOJIyJEeM Ta
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EPA IHTEJIEKTYAJIBHOI'O BUPOBHUMIITBA:
PO3POBKA AJIALITUBHOI HEMPOMEPEXEBOI CHCTEMH ZERO-
DEFECT JIJISI MOHITOPUHI'Y TA CAMOKOPEKIII 3D-IPYKY

Aunina JIMH, Poman TOJIOBATHUI
Jlvsiscokutl deporcagnutl yrigepcumem de3neKku scummeoisioHocmi, M. J1v6ie

Anomauis. 'V yiti pobomi 6uKIadeHo OnucC NPOEKMYSAHHA MA BNPOBAONCECHHSL
aoanmusnoi cucmemu Zero-Defect (Hyav [Jegexmis), wo 6azyemovcs na 2nuboKux
HeUPOHHUX Mepedicax, Ons MOHImopuney ma camokopekyii 3D-0pyky 3a mexnonociero
nowaposozo nannaenenns (FDM) y pesicumi peanvroeo uacy. Tpaduyiiini memoou KoH-
mponio aKocmi € nicianpoyechumu ma Heegexmuenumu. Haw nioxio euxopucmogye
3eopmrosi Heviponni Mepeoci (CNN) 0ns 00poOKu 6i3yanvHux ma CeHCOpHUX OaHux,
MUMMEBD BUABIAIOUU Oepekmu OpYKY (Hanpuxiad, 3Cy8 wiapis, UKPUBTIEHHS, HeOO-
cmamust exempysisy). Cucmema mMae MeXamizm 360POMHO20 36'513KYy, KU OUHAMIYHO KO-
pueye napamempu OpyKy (memnepamypy Conid, weUOKicms NOMOKY, WEUOKicmy) O
VCYHEHHsl GUSIGIEHUX AHOMATIL HA MiCYyi, 3 Memolo 3HAYHO2O0 3MEHULeHHs. GUMpPam Md-
mepiany ma O0CACHEHHs. CNPABICHLO2O NPOMUCTOB020 KOHMPONIO AKOCHI 8 PAMKAX KOH-
yenyii Inoycmpii 4.0.

Knrouosi cnosa: Hynv [egexmie (Zero-Defect), Heuiponni Mepeoici, Mownimo-
pune y Peoscumi Peanvnozo Yacy, Camokopexyis, 3D-/[pyx, Komn'tomepnuii 3ip, Ilowa-
poee Hannasnenns (FDM).

Annotation. This work outlines the design and implementation of an adaptive Ze-
ro-Defect system based on deep neural networks for real-time monitoring and self-
correction in Fused Deposition Modeling (FDM) 3D printing. Traditional quality control
methods are post-process and inefficient. Our approach utilizes Convolutional Neural
Networks (CNN) to process visual and sensor data, instantly detecting printing defects
(e.g., layer shifting, warping, under-extrusion). The system features a feedback mecha-
nism that dynamically adjusts printing parameters (nozzle temperature, flow rate, speed)
to mitigate detected anomalies in situ, aiming to significantly reduce material waste and
achieve true industrial quality control within the framework of Industry 4.0.

Keywords: Zero-Defect, Neural Networks, Real-Time Monitoring, Self-
Correction, 3D Printing, Computer Vision, Fused Deposition Modeling (FDM).

Texnouorii aanTuBHOrOo BUpoOHMITBA (3D-1IpyK) BiNIrpatoTh KIIOYOBY
poab B [HxycTpii 4.0, 3a0e3mneuyrouy MIBUIKE TPOTOTHITYBAHHS Ta BUPOOHUIITBO
craganx peraned. OmHak, TexHojoris FDM (Fused Deposition Modeling)
3aJIMIIAETHCS. BPA3JIMBOIO JI0 YMCIEHHHUX AE(PEKTiB, CIIPUYMHEHHUX 30BHIIIHIMU
(akTopamMu Ta HECTaOIMBHICTIO Tpolecy (HampUKiIan, 3MIHOIO TeMIepaTypu
HaBKOJIMIIIHBOTO CEPElOBHIIA, HEOAHOpinHicTIO dinamenty). TpaauiiiHui
KOHTPOJIb SIKOCTI € MOCT(GAKTYMHUM 1 MPU3BOAUTH J0 3HAYHOTO BiZCOTKA Opaky
Ta TEepeBUTpaTH pecypciB. BupimeHHs miei mpobieMy BUMarae mepexomy 10
IHTEJIEKTYalIbHOTO BUPOOHUIITBA 3 BUKOPUCTAHHSM METOJIIB IITYYHOTO iHTENEK-
Ty.Meroro poboTH € po3poOka Ta TECTYBaHHA ApPXITEKTYpH IIPOIPaMHO-
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arapaTHOrO KOMIUIEKCY, 3[JaTHOTO /O aBTOHOMHOI'O BHSBJICHHS Ta aKTHBHOI
kopekiii gedexris 3D-apyKy B pexuMi peasibHOTO Hacy.

Cucrema Zero-Defect Gasyerbcst Ha JBOKOMIIOHEHTHOMY ITiIXOJIi:
Mowmiropunr ta Kopekuis. It 300py 1aHWX BUKOPHUCTOBYIOTHCS JJBa THIN iH-
(dbopmarrii: Bi3yanbHi (MOTIK BiJICOJaHMX 3 BUCOKOI PO3AUIBHOI 3aTHOCTI KaMme-
pH, chokycoBaHOT Ha 30HI JPYKY) Ta CCHCOPHI (TeIeMeTpis mpuHTepa, Taka K
TeMIIepaTypa CToJy/eKCTpyepa, MBHUIKICT pyXy Ta NOKa3HUKH BiOpanii). [ns
00poOKH Bi3yaNbHHX ITAHWX Ta PO3MI3HABAHHS NEPEKTIB 3aCTOCOBYETHCS OII-
tumizoBana 3roptkoBa Heliponna Mepexa (CNN), nanpuxian, moandikamis
apxitekrypu YOLOVS abo SSD. Mepeka TpeHYEThCS Ha BEIMKOMY JaTaceTi
tunoBux nedekrie FDM-npyky i 3maTHa kiacudikyBaT Ta JOKali3yBaTh aHO-
MaJtii (SIK-OT 3CyB IIapy, BUKPUBIICHHSI, HEJOCTATHS eKCTPY3isl), OLIHIOIYHN iXHIO
KPUTHYHICTH y PeXUMIi peanpHOro dacy. Ha Buxomi HelipoMepexki popMyeThes
BEKTOP aHOMaJlil, IKUil BKIIIOYAE TN Ie(EKTy, HOro MPOCTOPOBE MOJIOKEHHS Ta
piBeHb BIIEBHEHOCTI.

KirouoBuM eneMeHTOM pOOOTH € ajropuTM aJanTuBHOI Kopekuii. Ha
BiMMIiHY Bifl IPOCTOTO 3yMUHEHHS IPYKY MPU BUSABIECHHI TOMHIKH, HAIla CUCTe-
Ma BTPYYA€ETHCS y IMPOIEC, BHUKOPUCTOBYIOUM OaraTOKpHUTEpiaJbHY MOJENb
NpUIHATTS pillleHb (HANpUKIaA, MOJENb Ha OCHOBI JiepeBa pilieHb abo pe-
rpecii), HaTpeHOBaHy Ha 3B'I3Ky MDK MapaMeTpaMHd JAPYKY Ta BHHUKAIOUHMMHU
nedexramu. [Ipu BUsBIEHH] aHOMAJTIT, TAKOT SIK HEJJOEKCTPY3isl, aJITOPUTM ILIaB-
HO 3MiHIO€ TrapameTp: 36imsmye motik (Flow Rate) abo migBuiye Temmepary-
py excrpyzaepa. Y pasi BusiieHHs Bukpusienus (Warping) cucrema Moxe 3HH-
3UTH OIBUAKICTH APYKY a00 CKOPUTYBATH TEMIEpaTypy COIUIa, 00 MiHIMIi3yBa-
TH TepMiuHi HampyxkeHHs. Cucrema reHepye HOBi G-Koj KOMaHau, SIKi JTH-
HaMIYHO BCTaBIISIOTHCSI B YEPry BHKOHAHHSI, 3aMiHIOIOYH a00 MOANGDIKYIOUH
3aIyIaHOBaHi KoMaHau. Llel 3aMKHEHUMH LMK i3 3BOPOTHHM 3B'I3KOM 3ale3re-
Yye aJanTamilo 10 YMOB, 110 3MIHIOIOTHCS, 1 € OCHOBOIO JUIS JJOCSITHEHHST PeXH-
my Zero-Defect.

VYenimaa peanizaiis cucremu Zero-Defect mampsimy 3anexuts Bim it
3aTHOCTI TIPaIlOBaTH 3 MIHIMQJIBHOIO 3aTPUMKOIO, OCKUIBKH KOPEKIlis Mae
BinOyBaTHCs MIBUALIC, HOK Je(QEKT BCTHTHE 3aBaTH 3HaYHOI mkomu. Lle Buma-
rae onTuMi3alii HeiipoMepekeBoi MoIei AJis 3a0e3eueHHs] BUCOKOT IBUAKOCTI
indepency (inference speed). s gocsrHeHHs Li€l METH 3aCTOCOBYETHCS TEX-
HiKa KBaHTH3aIlii TapaMeTpiB HeWPOHHOT Mepexi Ta BukopucTanus Edge Al —
po3mimeHHs obuncoBaTEHOTO MOMyns (Hampukian, Ha 6a3i NVIDIA Jetson
abo crienianizoBanux TPU) Ge3nocepeHbo OUIst MPUHTEPa, a HE Y BiIAICHOMY
XMapHOMY cepenosuii. Lle MiHIMI3ye 3aTpUMKY Tiepenadi JaHuX Ta 3abe3edye
CyBOpHH JeTepMiHi3M pobotu cucteMu. KpiM Toro, iHTEerpamis CHCTEMH BAMa-
rae po3poOKu TPOMDKHOTO mporpamHoro 3abesmeuenns (Middleware), ske 6
3abe3nevyBaio HagiiHui iHTepdeiic Mk Momynem CNN, anroputmMoM Kopekii
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ta mpomuBkoio 3D-mpunTepa (Hampukman, Marlin a6o Klipper), mo takox €
BaKJIMBHUM IPOTPaAMHHM 3aBJIAHHSM.

BucnoBku. Po3po06iieHa KOHIENIisE CUCTEMH aIalTHBHOTO MOHITOPHHTY
Ta CAMOKOPEKIIii Ha OCHOBI MNTMOOKMX HEHPOHHUX MEPEX € KPUTUIHO BaYKIMBUM
KPOKOM JI0 peajti3allii MOBHOI[IHHOTO IHTEJEKTYalbHOrO BUPOOHHIITBA B aaM-
THUBHHMX TEXHOJIOTiSIX. BripoBapkeHHS 11i€l cCTeMU T03BOJIMTH ICTOTHO 3HU3UTH
MaTepialibHI Ta YacOBI BTPATH, MIABHIIUTH HAAIHHICTE BUPOOHUYOTO MPOIIECY
Ta SKICTh KiHIIEBOTO MPOIYKTY, IO € HEOOXiTHOIO YMOBOIO IUIA CEPifHOTO BH-
kopuctanus 3D-1pyKy B TpOMHCIIOBOCTI.
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AI-ACUCTEHTMU B IT: JIOIIOMOTI'A YU 3AT'PO3A JJIsA
PO3POBHUKIB TA JIU3AMHEPIB?

BikTopis JIO3A, Oasra CMOTP
Jlvsiscoruti deporcasrull yHieepcumem Oe3neKku HeummeoisiibHOCi

Anomauia. Y pobomi docnioxcyemovcsa eniue Al-acucmenmie na npogecii y
cghepi IT, 30kpema npoepamyeanns ma ousatin. [Ipoananizoeano, K wmyuHull inmenexm
3MiHIOE pobOUi npoyecu, nidguwye epekmugnicms cneyianicmie i 600HOYAC CMBOPIOE
HOBI BUKTUKU, NOB8 A3AHI 3 ABMOMAMUAYIEI0 MEXHIYHUX MA MEBOPUUX 3A80AHb.

Knwuosi cnosa: Al-acucmenmu, wmyynuii inmenexm, aemomamuzayis,
npoepamyseanns, 1T-indycmpis.

Abstract. The paper explores the impact of Al assistants on professions in the IT
field, particularly programming and design. It analyzes how artificial intelligence
transforms work processes, enhances specialists’ efficiency, and at the same time creates
new challenges related to the automation of technical and creative tasks.

Keywords: Al assistants, artificial intelligence, automation, programming, IT
industry.

CyyacHuii po3BuTok mry4noro intenekry (LUI) pagukanbHO 3MiHIOE
chepy iHQOpPMALITHUX TEXHOJNOTiH, (OpMYyIHOUH HOBI MiAXOOU OO POOOTH,
HaB4aHHA Ta TBopuocTi [1,2]. OcobiuBe Miclie cepen IHHOBAIN 3aiiMaroTh Al-
ACHCTEHTH: CHCTeMH, 3[aTHI aHaJi3yBaTH BeNHKI OOCATH  JaHWX,
aBTOMAaTHU3yBaTU MPOLECH, JoIloMaratd y NporpaMyBaHHi, AW3aiiHi, TeCTyBaHHI
Ta KoMyHikarii. [Ipote, mopsa i3 4MCIEHHNMHE TIepeBaraMu MOCTa€ MATAHHSA: YU
€ Taki IHCTPYMEHTH IATPUMKOIO I (haxiBI[iB, YA BOHHM HECYThb NOTCHLIHHY
3arpo3y Juisl IXHbOT Ipodeciiinoi poui?

Al-acucteHTH ChOTOIHI aKTHBHO IHTErpyIOThCsA y Bei Hampsimu IT. s
PO3pOOHMKIB BOHM CTalOTh HE3aMIHHHUMH ITOMIYHUKAMH Y HalHMCaHHI KOXYy,
MOIIYKYy TOMMJIOK, ONTHMIi3amii ajdropuTMiB 1 CTBOPEHHI TEXHIYHOI
nokymenranii. Ilpukinagom € GitHub Copilot, skuit Ha ocHOBI aHamizy
KOHTEKCTY MPOTIOHYE TporpamMicTy (pparmentn koxy, abo ChatGPT, mo moxe
MOSICHIOBATH JIOTIKY CKIaaHuX (QyHKLIH. Y cepenoBuIIax po3poOKH, TaKHX SIK
IntelliJ IDEA um Visual Studio Code, 3’sBuimcs BOymoBani Al-momyii, ski
MIPOTMOHYIOTh MiIKA3KH, aHAI3YIOTh IIOMUJIKU B peaJbHOMY 4aci i JI0TOMararTh
JOTPUMYBATUCS MPHUHIMUIIB 4uCTOro Kkomay. lle Jo3Bossie  creriiamicty
30CepeuTUCs HE HA PYTHHI, a Ha CTIPYKTYypi IPOEKTY, apXiTeKTypi Ta
KpeaTHBHUX pileHHsX. [IopiBHSUIbHA XapaKTeprc-THKa HAHOUTbII TOMYISPHIX
3 HUX Ha ChOro/Hi y criutbHOTI [T po3poOHuKiB HaBeneHa y Tabmwmi 1.
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Tabmmus 1. IlopiBHATRHA XapakTepucTka Al-3aCTOCYHKIB ISl po3poOKH

KOy
Al 3actocyHok | OcHoBHi pyHkuii IlepeBarn O0OMeKeHHS
ABTOTrCEHeparis I'muboxa inTerpaiis He 3aBxau
. . Kony, 3aBepmen-us | 3 VS Code TOYHHUI KO,
GitHub Copilot | <°™> 328¢P . ’ x
GYHKITIH, HiATPUMKA norpedye GitHub-
inrerpanisa 3 IDE | GaraTtpox MoB aKayHT
. Iparroe oiaiin, POMexeHa
ML-nizxasku, I pI/I:aTHiC’%)L ’ reHeparis
Tabnine JIOKAJIbHA P L parl
. HIBUAKUI CKJIAJHUX
reHeparis Koay . o
aBTOKOMILIIT GbyHKIIH
. Bbe3komroBHUN 11
I'eneparis xoxy, DOMexena
Amazon eKOMeHarlil ocobueToro migrpumka IDE
CodeWhisperer p Ha BHUKOPHCTaHHS, VITP
AWS, Ge3nexa mo3a AWS
thoxyc Ha AWS
ABTOKOMILIIT, be3komToBHMiA,
TMOLIYK IO JIOKY- MIBUIKAN Merme
Codeium . ’ CIUIbHOTH, HOBHH
MEHTAaIlil, MiATPUMKA
. Y [IPOIYKT
reHeparis GyHKIH | 6araTb0X MOB
. 3pyunuii mist DomexxeHa
. I'enepanis xoxy B pyd . . .
Replit : HOBAYKiB, MiATPUMKA
. Opaysepi, .
Ghostwriter BOY/IOBaHU y CKJIATHAX
MOSICHEHHSI KOJ1y . .
Replit MIPOEKTIB
. ITinTprmka MeHI
I'enepanis SQL, VTP .
. cnenudigHIX e(pCKTHBHAN IS
AskCodi JIOKYMCHTAIII, . N
. 3aIUTIB, 3pYYHUH  [BEJTMKHX KOJOBHX
TECTIB . .
iHTEepdeiic 6a3
ITosicHEHHS JIOTIKH . . .
o . | THyukui, He iHTerpoBaHuii
(ymicuiid, renepania ninTpumye 6araro |Hanpsimy B IDE
ChatGPT KOy, ’
MOB, TIOSICHIOE moTpedye
pedaxropuHr, . .
CKJIaJ(HI KOHIIENTH (KOIIFOBAaHHS KOIY
HaBYaHHS
. . BaJIe)KHICTh Bi,
Iligka3ku, ananiz | ['muboka . e
. . . KoH(Iryparii
Al-monyai niast MIOMUJIOK Y IHTETpallis, . .
. . . IDE, inoxi
IntelliJ IDEA/ |peansHOMY Yaci, MiATPUMKA HOTOEOVIOTE
VS Code YUCTHH KOJ, npuHnumnis SOLID, |. peby
o - IHTEpHET
pedakTopuHT MUTTEBUHN PinOeK

MTIKIIOYEHHS
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VY cdepi muzaitHy posb IMITYYHOTO IHTEIEKTY CTa€ HE MEHII BiTIyTHOIO.
VY mporpamax Adobe Photoshop Tta Illustrator interpoBani inctpymentu Adobe
Firefly, 3pmatHi reHepyBaTH 300pakeHHs, (OHH ab0 OO’€KTH Ha OCHOBI
TEeKCTOBOro ommcy. Lle cyrreBo mpuckopioe mpouec poboTn i nomomarae
CTBOPIOBATH OpHUIIHAIBHI KOMIIO3WIII HaBiTh 0€3 TPUBAJIOr0 pPYYHOIO
OIPaLFOBaHHS.

VY Figma 3’sBunncst Al-¢yHKIil, sSiKi aBTOMaTH4HO T'€HEPYIOTh BapiaHTH
iHTEepdeiiciB, aganTyOTh KOMIIOHEHTH MiI pPi3HI €KpaHH, CTBOPIOIOTh TEKCTH-
3aIlOBHIOBAYi Ta HABITh ITPOTIOHYIOTh IM3aH-PIIIEHHS HAa OCHOBI aHAI3Y CTHIIIO
Openny. TakuM YMHOM, IITYYHUI IHTENEKT CTa€ iHCTPYMEHTOM CIIBTBOPYOCTI,
KW HE 3aMIHIO€ Ju3aifHepa, a MACHIIOE HOTO MOTEHIIAN 1 PO3MIMPIOE MEXi
EKCIICPUMCHTIB.

I aKkTHBHO BHOPOBAUKYETBCI W Yy CYMDKHHX HampsMKax —
BiZICOMOHTaX1, My3ulli, 3D-MoenoBanHi, anamiTuii nanux. Hanpukman, Adobe
Premiere Pro aBToMaTn4HO BUPIBHIOE 3BYK, 3HAXOIUTH KIIFOYOBI MOMEHTH BiZIeO
abo BHUpi3ae IO 3aBIsiku Heiipomepexkam. Y Blender 1 Autodesk Al
3aCTOCOBYETHCS ISl TEHepamil TeKCTyp 1 BimHOBIeHHS Mozeneil. Taka
ABTOMATH3AIlis JIO3BOJISIE CIEIliaTicTaM 30CepEIUTUCS HA TBOPYINA YaCTHHI, TOI
SIK TEXHIYHI TIPOIECH YaCTKOBO Oepe Ha ceOe alropuT™.

Pazom 13 TumM, y mnpodeciiHOMY cepeloBHINI HE 3HHUKAE ITHTAHHI
noTeHIiiHo1 3arpo3u [3]. Jleski cnemianicTd moOOIOIOTHCS, 0 aBTOMATH3AIIiA
MOCTYIIOBO BUTICHUTB YaCTHHY MOCAJl, OCOOJIMBO THX, IO ITOB’S3aHi 3 THIIOBUMH
a00 MOBTOPIOBAHUMH 3aBJaHHSAMH. [IpoTe OUIBIIICTH €KCIIEPTIB CXOMATHCS Ha
OyMIli, OO0 INTYYHUH IHTEJIEKT HEe yCyBa€ JIOAWHY 3 TPOLECY, a 3MIHIOE
xapakrep i1 mpari. ®axiBii HOBOTO MOKOJIHHS MarOTh HE KOHKypyBatu 3 Al, a
HaBYHATHUCS €()EeKTHUBHO CHIBIIPAIIOBATH 3 HUM — (DOPMYJIIOBATH TOYHI 3allHUTH,
AHAII3yBATH PE3yJbTATH TA KPEATUBHO 3aCTOCOBYBATH 1X Ha HMPAKTHIIL.

Bukopucrannss Al-acucTeHTIB BHMara€ TaKoX HOBUX KOMIIETEHIIIH.
BaxnnBo po3yMmiTH TPHHIUIH POOOTH aNTrOPUTMIB, OIIHIOBATH TOCTOBIPHICTH
oTpumaHoi iHQopMarlii, BOJOIITH KPUTHYHHUM MHCICHHSIM 1 CTHYHUMHU
HaBUYKaMHU. Y OU3aifHi, HAPUKIAJA, MOCTAIOTh MUTAHHA YHIKAIBHOCTI CTHIIIO,
AaBTOPCHKUX TIpaB i 30€peXeHHsI TBOPUOI IIEHTUYHOCTI. Y MporpaMyBaHHI —
TOYHOCTI, O€3MeKkn NaHuX 1 3amo0iraHHs reHepallii MIKiJUIMBOTo Komay. Takum
YMHOM, TOJIOBHMM 3aBJaHHAM (axiBLIIiB CTa€e TOHIYK OajaHCy MK
ABTOMATHU3AIIIEIO Ta JFOJICHKOI0 KPEaTHBHICTIO.

[Tonpu moGorOBaHHA OO BTpaTH poOOYMX MicIpb, came Al-acHCTEHTH
BiZIKpHBAIOTh HOBI MEPCIEKTHBU. BOHM pomomararoTh MOJIOAMM cremiaiicram
MIBUALIE HABYATHCS, MIABUITYBATH MPOIYKTUBHICTH 1 JOCATAaTH BHCOKOI SKOCTI
pe3ynbTary HaBiTh i3 MiHiManbHUM nocBimoM. LI crae He KOHKypeHTOM, a
MapTHEPOM, SKHH [a€ 3MOTy mpodeciiHO 3pocTaTH, ONTHMI3YIOUH pPoOodUi
MIPOIIECH 1 PO3IIMPIOIOYHM MOXIIMBOCTI KOXXHOTO KOPHCTyBaya.
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BucnoBok: Al-acuctentn y cdepi iHbOpMAIIHHUX  TEXHOJOTIH
BHCTYNAIOTh HE 3arpo30l0, a KaTaJli3aTOpOM MNOAAIBLIOr0 PO3BHTKY Taiysi,
cripusitoun OpPMyBaHHIO HOBHX (OpPMaTiB B3a€MOJIT JIFOAWHHU i TEXHOJIOTIH.
Ixue BrnpoBamkeHHs 3aGesmeuye MiABMINEHHS e(QEKTUBHOCTI  POGOTH
pPO3pOOHHMKIB 1 JAn3aiiHepiB, 3HW)KEHHS KOTHITUBHOTO Ta OIEpaliifHOro
HaBaHTa)KCHHs, CKOPOYEHHsI 4acy BHKOHAHHS 3aBJaHb 1 IMOJIMIIEHHS SKOCTI
KiHIIEBUX pe3ynbrariB. MailOyTHe npodeciit y ramysi IT BuzHauatumerscst He
MPOTUCTOSIHHAM JIIOOMHM W MAIINHHA, a 3JaTHICTIO (axiBIiB IHTErpyBaTd
IHTEJIEKTyallbH1 IHCTPYMEHTH Y BIIACHY IISUTBHICTB, 30epiraioum INpH HbOMY
KpEeaTuBHICTh, THYYKICTh MHUCIICHHS Ta TYMaHITapHO OPi€EHTOBAaHUHM MiAXix 10
PO3B’si3aHHS MPOQECiiHIX 3aBIaHb.
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CRM-CUCTEMA VIS BOJIOHTEPCBKOI'O ®OHIAY
3 ABTOMATHU3ANIECIO OBJIKY JOHATOPIB, IIOKEPTB TA 3BITIB

MaBio MAKAP, IOpiii BOP30B
Jlvsiscokutl deporcagnuti yuigepcumem be3neKu HcummeoisibHOCHi

Anomauia. 3anpononosana CRM-cucmema 0nst 6010HMEPCLKO20 POHOY CAPAMO-
6aHa Ha asmomamusayilo obiKy 0oHOpI8, nodxcepms, 300pis, 36imie ma 6010HMEDPIS, 3a-
be3neuyouu YeHmpaiizoeane YHPAGLiHHA CIMA OAHUMU 3 MOJICIUBICMIO (DOPMYBAHHS
PDF-36imis. Buxopucmanns Spring Boot i3 apximexmyporo MVC oozeonsie cmeopumu
Macumabosany ma egpekmugHy eeb-niamepopmy, aKa cucmemamusye 6ci npoyecu oHOy
— 610 3anyueHHs OOHOPIE 00 OOIIKY KOJICHOT mMpaH3axyii ma opmyeants aHaTimuKuy.

Knrouosi cnosa: CRM, sonowmepcokuii ¢hpoHo, nodcepmeu, 0OHOpU, 80IOHMEPU,
asmomamusayis, Spring Boot, MV C-apximexmypa, 36imuicmyv, PDF-2enepayis.

Annotation. A CRM system for a volunteer foundation is proposed to automate
the management of donors, donations, fundraising campaigns, reports, and volunteers.
The use of Spring Boot with an MVC architecture enables the development of a scalable
and efficient platform that centralizes all operational processes, supports transaction
tracking, and generates PDF reports.

Keywords: CRM, volunteer foundation, donations, donors, automation, Spring
Boot, MVC architecture, reporting.

BomonTepchki GOHIM BimirparoTh KIFOYOBY POJIb Y 3a0e3MedYeHHI ryMa-
HITapHOI MIATPUMKH, opraHi3amii 300piB KOIITIB Ta KOOPIMHAII JOTOMOTH B
YMOBaxX BOEHHUX il Ta HaA3BUUANHUX cuTyamii. EdekTHBHA AisUTBHICTH TaKUX
opranizaniii morpedye mpo3opoi, CTPYKTypOBaHOi Ta akTyanbHOI iH(opmamii
PO HAJXOKEHHS, BUTPATH, aKTUBHI 300pH, TOHATOPIB Ta BOJOHTEpIB. BixcyT-
HICTh LIEHTPAJi30BaHOT CHCTEMH YIIPABIIIHHS YacTO MPHU3BOANUTH IO IUTyTaHWUHH,
BTpaTH JIaHWX, IyOJIIOBaHHS 3allUCIB Ta YCKIaAHIOE (OPMYBAHHS KOPEKTHOT
3BITHOCTI.

Po3poGiiena CRM-cucrema Ha ocHoBi Spring Boot peanizoBana Bifnosi-
mHO g0 apxitektypu MVC, mo 3abe3medye 4iTKe pO3MeKyBaHHS JIOTIKH: Bif
YIIPaBJIIHHS JaHUMHU JI0 IXHBOT npe3eHTauii. Taka CTpyKTypa CpHsi€e IBUAKOMY
PO3MHUpPEHHIO (QYHKIIOHATY, ITIIBUIIYE MPOIYKTUBHICTh CHCTEMH Ta CHPOIIYE 1i
00CITyroByBaHHSI.

3anpononoBana CRM-cuctema BpaxoBye nmoTpely y BeACHHI AETATLHOTO
00Ky TTOKEPTB, KOHTPOJIIO JKepel (DiHaHCYBaHHS, aBTOMaTH30BaHOTO (popmy-
BaHHS 3BITIB 1 IIBUIKOTO IOCTYNY /0 iH(pOPMALT TPo aKTHBHI 300pH.

Po3pobnenra CRM-cuctema Biimroyae B cebe HacTymHi piBHI: PiBeHB
Model; Pisens Controller; CepBicHuii piBeHb.

PiBenr Model mpencraBisie CTpYKTypy HOaHHX, IO BKJIIOYAE€ CYTHOCTI
«doHop», «IloxeptBay, «30ip», «3BiT», «BonoHrep». KoxHa cyTHICTH Bijo-
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Opakae KITI0YOBI XapaKTEPUCTUKHU - MIEPCOHANBHI JaHi TOHOPIB, CYMH TIOXKEPTB,
cratycu 300piB, JaHi PO YYaCHUKIB BOJIOHTEPCHKOI AisuibHOCTL. Yepe3 ORM-
niaxin y noequandi 3 MySQL 3abe3neuyeTbest IIUTICHICTD JaHUX, IXHS Oe3revHa
00poOKa Ta MIBUIKUHA MOIIYK.

Pisenr Controller BimmoBigae 3a 0OpoOKYy KOPHCTYBAI[bKUX 3aIlUTIB Ta
nepeaavy ix J0 CepBiCHOTO mapy. 3aBAsSKH LIbOMY KOPHCTYBadi CUCTEMH (aaMi-
HicTpaTopH, OyXrajarepu, KOOpIHMHATOPU 300PiB) MOXKYTh LIBHJIKO IEPErisiiaTh
iHpopMaIIio PO JOHOPIB, PEECTPYBATH HOBI IMOKEPTBU, CTBOPIOBATH 300pH,
OHOBIIIOBaTH crarycH Ta ¢popmysaru PDF-3BiTn.

CepeicHuii piBeHb pearnizye 0i3Hec-noriky CRM, BKIItoYaro9u Baiigariro
JaHHUX, PO3PaXyHOK 3aralbHUX CyM, (OPMYBaHHS JIETalli30BaHOI CTATHCTHKH 32
nepioar, a TakOXK aBTOMAaTH4He IeHepyBaHHs 3BiTHOCTI. lle 3a0e3neuye npo3o-
picTh (hiHAHCOBOT NisUTEHOCTI Ta CIPOIIYE ayAUT BOJOHTEPCHKOTO (POHY.

JlomaTkoBo cucTeMa MiATpUMYyeE iHTerpailiro 3 miarbkauMu AP, mo mae
MOJKJIMBICTP aBTOMATUYHO OTPHMYBATH iH(OpPMAIlF0 PO TPaH3aKIii Ta 3MEH-
LIY€ PU3KK TIOMHJIOK IPY PYYHOMY BBeIeHH1 AaHnX. CHcTeMa TakoX MOXKe Hall-
CWJIATH aBTOMATH30BaHi CIOBIIIEHHS PO HOBI MOKEPTBU, OHOBJICHHS CTaTYCIiB
300piB 200 HeoOXinHiCTh POpPMYBaHHS 3BITY.

BucnoBok. 3anpoBamkents Takoi CRM-cucteMu Hazae MOKIIMBICTD ITi-
JBUIIATH €(EKTUBHICTD YIIPABIIHHS BOJOHTEPCHKUM (POHJIOM, MIHIMI3y€e pH3H-
KM BTpaTH JaHUX Ta IMOKpallye SKiCTh (hiHAHCOBOI 3BITHOCTI, 3a0e3neuyodn
TIPO30PICTh IS JOHOPIB Ta MApTHEPIB.

JlitepaTypa
1. Payne, A., & Frow, P. Strategic Customer Management: Integrating
Relationship Marketing and CRM. — Cambridge University Press, 2013.
2. Spring Framework Documentation. — [Enexrponnwuii pecypc]. — Pe-
XKUM Joctymy: https://docs.spring.io.
3. Buttle, F., & Maklan, S. Customer Relationship Management:
Concepts and Technologies. — Routledge, 2019.
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METOU MAIIMHHOI'O HABUYAHHA 111 KOMII'IOTEPHOI'O
30PY 3A OBMEXEHOI'O OBCAT'Y JAHUX

Boraan MAJIEIb, Tapac 3ABOJIOI[bKUI
JIvgigcoruti nayionanvHuil ynigepcumem imeni leana @panka

Poboma npuceauena axmyanvuiii npobnemi cyuacno2o Komn 'iomepHoz2o 30py -
3a6e3ne4entI0 eexmueHo20 HagyanHs Mooenell 8 ymogax obmeosiceno2o obcsazy oanux. vV
mesax po3zusHYmMo OCHOBHI NepewtkooUu Ol GUKOPUCNAHHA MPAOUYIUHUX 320PMKOBUX
HeUPOHHUX MepedC, 30KpeMa GUCOKY 8apmicmb PO3MIMKU, NUMAHHS KOHGIOeHyitiHocmi
ma pioKicmu 00CHiONHCY8aHUX 06 €Kmis.

Ipoananizosano xkiroyosi memoou supiuients npobiemu oegiyumy Oanux: nepe-
Hecenns 3nano (Transfer Learning), nasuanns Ha Hesenukiu Kiibkocmi npuxiadie (Few-
Shot Learning), mema-unasuanus (Meta-Learning) ma camocmiiine Haguanna (Self-
Supervised Learning). 3okpema, onucano npunyunu pobomu Prototypical Networks,
aneopummy MAML ma memoodié KoHmpacmueno2o HaguanHs. 3po6ieHo0 BUCHOBOK NPO
epexmusHicme yux nioxooie 0asa adanmayii mooeneil 00 HOBUX 3A0aY 8 YMOBAX 0OMeEdHC e-
HUX pecypcis

Knwuosi cnosa: rxomn’romepHuili 3ip, MawluHHe HABUAHHA, 0OMedCceHi OaHi,
Transfer Learning, Few-Shot Learning, Meta-Learning, Self-Supervised Learning.

VY cyuacHy enoxy 1udposoi TpaHcdopmariii KOMIT FOTEpHHIA 3ip € OTHUM
i3 KIIIOYOBUX HAIPSMIB PO3BHUTKY, 1[0 3HAXOJHUThH 3aCTOCYBAHHS BiJl MEIUIIUHH
no cucteM Oesnexd. OxHak (QyHIaMEHTAIBHOK MPOOIEMOI0 3aJIMIIAEThCS He-
00XimHICTh e()eKTUBHOTO HABUAHHS MOJICJICH, KOIHM JOCTYITHHIA JIHIIE 0OMeKe-
Hu# o0csr nanuX. L{e 3yMOBIIEHO BHCOKOIO BAapTICTIO PO3MITKH, KOH(DIACHITIHH -
CTIO 200 PIAKICTIO 00’€KTIB Aochi/pKeHHs. TpaauiiiHi METOaM, TaKi K 3ropT-
KOBI HEHpPOHHI Mepeki, MOTpeOyIoTh BENWKHX MACHBIB JaHUX, TOMY aKTyalb-
HUMHU CTaIOTh MIAXO.IH, 3IaTHI MPAIIOBATH B YMOBaX 0OMEXCHUX PECYPCIB.

EdekruBHa cucteMa aHalizy 1aHHX B YMOBax iX Ae(ilUTy BKIIOYAE Ki-
JIbKa KIIIOYOBHUX ITIIXO/IB: IEpEHECCHHsI 3HAHb, HABYAHHS HA HEBEIHKIl KiIbKO-
CT1 IPUKIIa/IiB, ME€Ta-HAaBYAHHS Ta BAKOPUCTAHHS CHHTETUYHUX JIaHUX.

Transfer Learning (IlepenecenHst 3Hanb) Lleil MeTon IpyHTYETBCS Ha
BUKOPHCTaHHI 3HaHb, OTPUMaHUX MOJIEIUTIO Ha BEJIMKOMY JaTaceTi (HanpHuKIas,
ImageNet), mrs HOBOi 3amadi. HipkHI mapm Mepexi, 0 BUIUIMIOTH O3HAKH,
3aJIMIIAI0THCS HE3MIHHMMH, a BEPXHI JJOHaBYarOThCsl. OCHOBHA 111€s1 OMCYETHCS
BUPa30M:

Jrew(x) = 9 pretrainea(x)) @)
ne foretrainea(X) — O3HAaKHM 3 HOMEPEHBO HABYCHOT Mepexi, a g(+)— «HanOy0-
Bay, 10 a/IANTYEThCS MiJ HOBY 3a7a4y. Lle 103Bose€ CKOPOTUTH pecypeH, Xoua
e(eKTHBHICTh 3QJICXKHUTh BiJl IMOTIOHOCTI JJOMEHIB.
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Few-Shot Learning (HaBuaHHsl Ha HeBeJIMKill KiIbKOCTI MPUKJIAXIB)
[Minxix opieHTOBaHMIT Ha KIIACHU(IKAIliF0 HOBUX 00'€KTIB MICIS CIIOCTEPEKCHHS JTH-
e KutbkoX mpukitagiB. [lomymsapanm metomom € Prototypical Networks, siki dop-
MYIOTh IIEHTpOimu KiaciB (mpototurm). [IpoTotnm kimacy Cy 009MCIIOEThCS SIK:

Cp = fx)
{x!-.y!-)esk (2)
JIe S; — MHOXHHA [TPUKIAJIB Kiacy, a f(x;) — Bekrop o3Hak . Knacudikamis
3IHCHIOETHCS MUISIXOM HONIYKY MiHIMaTbHOT BifICTaHi 10 MPOTOTHITY.
Meta-Learning (Mera-naBuyanus)) Mera-HaBuaHHs, a00 «HaBUYaHHS
BUMTHCS», CIIPIMOBAHE HA MIBUAKY aJanTalliio A0 HOBHUX 3a1ad. Meroqx MAML
HAJIAIITOBYE TIApaMETPH MOJIEIi TaK, 1100 BOHH aIalTyBaJIUCs 3a KilbKa KPOKIB
rpaieHTHOro ciycky. OHOBJICHHS MMapaMeTpPiB OMHUCYETHCS POPMYIIOTO:
0" =0 — aVyLeasr (fo) 3)
Ie @ — KOeQilieHT HaBYaHHA, a Liqs, — (QYHKIIIS BTpAT KOHKPETHOTO 3aBIaHHS.
Heit migxin 3a0e3medye BUCOKY MBUIKICTD aJaNTaIlil, ajie € PeCypCOMICTKHM.
Self-Supervised Learning (Camocriiine naBuanns) Lleit meton ¢op-
MY€E 03HaKH 0€3 PO3MITKH, BUKOPHUCTOBYIOUH JOMOMDKHI 3aBIaHHsS a00 KOHTpa-
cruBHe HaBuaHHs (SIMCLR, BYOL). Mera mosnisirae y 30:11KeHH1 ITPeACTaBICHb
ayrMmeHraiii oguoro 3pazka. @ynkiist Brpat InfoNCE mae Burisiz:
. exp(sim(z;,z;) /1)
L(i,j) = —log N )
> ey EXP(sim(z;,2;) /) @)
ne sim(z;, z;) — pyHKuis moaidHOCTI (3a3BUYail KOCMHYCHA), & T — TeMIIeparyp-
HUU IIapaMerp.

sl
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IMILTILMTHI HEAPOHHI ITPEJCTABJIEHHSI (INR) JUI51
AYJIOCTETAHOTPA®II: «BBYIOBAHA» TAM’SITh MOJEJII SIK
KOHTEWHEP

Ocran-Cesarociaas MAJIELIb, Oabsra CMOTP
Jlvsiscobkutl deporcagnutl yrigepcumenm Oe3neKu HcummeoisibHOCHE

Anomauin. Y pobomi po3ensiHymo GUKOPUCMAHHS IMAIIIYUMHUX HEUPOHHUX
npeocmasnenv (INR) sax nosoeo nioxody do aydiocmeeanoepaghii, Oe KoHmeliHepom 0715
npuxoanoi iHgopmayii gucmynaiome 8a208i napamempu Mooeii, a He cam ayOioCUSHAT.
Ioxaszano, wo INR 30amui 8i0meopiogamu 38yK sik HenepepeHy QyHKYilo ma 0OHOYACHO
30epicamu 000amkosi 0aui 6e3 Nomimuoi 3minu saxocmi cuenany. Iioxio demoncmpye
suUWYy CMItIKiCmb I HeNOMIMHICMb NOPIBHANHO 3 KIACUYHUMU MEMOOAMU.

Knrwwuosi cnosa. ayoiocmezanoepagis, imnuiyumui HelpoHHI NPedCmAasieHHs,
npuxosani dani, SIREN, napamempu mooeri.

Abstract. This work explores the use of Implicit Neural Representations (INR) as
a novel method for audio steganography, where hidden data is embedded directly into the
model’s parameters rather than in the audio signal itself. INR models represent audio as
a continuous function and can store additional information without affecting perceptual
quality. The approach offers improved robustness and invisibility compared to traditional
techniques.

Keywords. audio steganography, implicit neural representations, hidden data,
SIREN, model parameters.

Ayniocreranorpagis Bxe 0araTo pOKiB € BaKJIMBOIO YaCTHHOIO
iHpopMmariiiHoi Oe3reku, aje KIACHMYHI METOAM TIPUXOBYBAHHS JaHUX Y
3BykoBux curHanax (LSB, ¢asoBi meromm, cnekrpanbHi Moaumdikamii) Bce
yacTilie JeMOHCTPYIOTh Bpa3iHUBICTh JO CYYaCHMX QJITOPUTMIB aHamizy Ta
koMmmpecii.  ImmminutHi  He#iponHi  mpexacraBneHHs — (Implicit  Neural
Representations, INR), 1m0 cTpiMKO pO3BHUBAIOTbCS OCTAHHIMH pPOKaMH,
MPONOHYIOTh TPUHIMIIOBO IHITY MoJenb 30epiraHHs aymio — He K
JMCKpPETHOTO HaOOpy 3HAueHb, a SIK HerepepBHOi (yHKUIi, mapaMeTpu30BaHOT
BaraMM KOMIIAaKTHOI HeWpoHHOI Mepexi. LIi mapamerpu MOXYyTh CIYXKHUTH
MIPUXOBaHMUM KaHAJIOM Iepezadi iHdopmarii 6e3 3MiHM caMoro 3ByKY.

INR mopemoe aymiocurnan sk ¢ynkmito f(t) — a(t), me t — gac, a a(t) —
amrutityna. HelipoHHa Mepexa HaBYA€THCS BIATBOPIOBATH 3HAYCHHS CHUTHALY Yy
JOBUIBHII TOUIl Yacy, BukopucTtoByroun apxirektypu SIREN abo MLP 3 ®yp’e-
MO3WIIIHHAM KOAYBaHHAM. ToOTO THM caMHM 3aMiCTh HaJAIITYBaHHS i
KOPEKTYBaHHSI BEJIMKOIO KUTHKOCTI JJAHNX SIKY MU OTPHUMYIO BiJl 3ByKOBOTO CHT'HAJLY
y BHIIIAI Koe(DillieHTIB HEMPOHHOI MEpeXi, MU 3aMIiHIOEMO X Ha (QOpPMYIy sKa
Oyne Bce Oinple i Oibie HAOMKYBATHCS JI0 BUITIAALY CHTHATY Ta 00poOsITHCS
HEHPOHHUMH 3B’s13kaMu. KpiM TOTO 35BIISIETHCS MOMKIIMBICTD MAPIIIOBATH 3 3pa3KOM
Oyb-sK01 TOXKMHH Ta 3 Oy/Ib-5IKOT TOUKH, II0 CIIPOCTHTH NOJAJIBIITY poOOTY.
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OpHi€ro 3 KITIOYOBHUX BIACTUBOCTEH IMILTIIUTHAX HEUPOHHUX MIPEICTABIICHD
€ Te, 0 BOHM 30epiratoTh iH(OpMaLlilo HEe Y BUIJIAI JUCKPETHUX 3pasKiB, sK Iie
poOIATH TpaamiiiHi ayaiodopMary, a y BUIVISI apaMeTpiB HEHPOHHOT Mepexi,
SIKI AIPOKCUMYIOTh IUTICHUH, HelepepBHUN curHajl. Lle mpuHIHMIOBO 3MiHIOE Te,
110 MU BBOKAEMO «KOHTEHHEPOM» UL 3BYKY. Y KIIACUYHUX METOaX KOHTECUHEP —
e abo cam aymiodaiin, abo iforo odpobieHa Bepcist. Y Bunaaky INR konTeitHepom
CTae MOJIeNb, a ay/io — jmie QYHKIs, Ky BoHa nopopkye. INR 306epirae curnan
yepe3 Habip Bar 6, SKi MOACITIOIOTH (PYHKITIFO

a(®) =£(t,0) @
me t— wdwac, a f— OararomapoBHil IMEpUENTPOH, Haiyacrime 3
CHHYCOIIaJbHUMU a00 CIEKTPaJbHO-KOJOBAaHUMH aKTuBallisMu. Lli Baru
BHKOHYIOTH pOJb OCOONMBOrO “TIPpOCTOpPY MaM’STi”: y HHX KOMIAKTHO
3aK0/IOBAHO CTPYKTYPY 3BYKOBOI XBHJIi, 1i rapMOHIYHI KOMIOHEHTH, JUHAMIKY
Ta JIOKaJbHI  BHCOKOYACTOTHI  0coOmuBOCTi. OCKUIBKH  ayIdioCHTHAI
BIITBOPIOETHCS SIK (PYHKIIS, TTApaMETPH MEPEeXi MOXKYTh 3MIHIOBATHUCS B JIy)Ke
MUPOKUX Mexax 0e3 >komHoi moMiTHOI 3MiHM 3By4daHHs. Came 118
Ha/UTMIIKOBICTh poOuTh INR npuaaTHIM HOCIEM NTPUXOBAHNX JAAHHX.

[Mpu iHTerpamii 10JaTKOBOTO MOBIIOMIICHHS y MOJIENb 3MIHIOETHCS HE
cama XBWJIbOBa (hopMa, a crocid, skuM Mepexa i ornmcye. Le BinOyBaeTses mifg
4Yac TPEeHyBaHHS LIIAXOM Mo audiKkauii HinboBoi GyHKuii?), HanpuKIa:

L= Lreconstruction + aLm’dden_message (2)

[Mepimit momaHoOK BiANOBiAa€e 32 TOYHE BIATBOPEHHS 3BYKY, APYIMH —
3MYIIYE MOJIENb «3alaM’ ATaTi» IEeBHY MOCTINOBHICT OiTiB. TakuM 4mHOM Yy
BaroBoMy mnpoctopi QopMyeTbcsi o0sacTh, NpHUB’sA3aHa JO I[PHUXOBAHOTO
MTOBiIOMIJICHHSI, ajJie BOHA Maihke He BIUIMBAE HA AKICTh ayaiopexoHcTpykmii. e
Harajlye CUTYyailo, KOJH IB1 pi3Hi (OPMYJIH MOKYTh OIIMCYBAaTH Ty caMy KpHUBY,
i 00uAB1 OynyTh NMPaBUILHUMHU, X04a BHYTPILIHS CTPYKTYpa BimpisHseThcs. Ha
MpaKTHUIli e o3Havae, o INR mo3Boisie mpuxoByBaTh iH(MOPMAIIiIO B MICITi, IKE
B TPAJUIIHHUX ayqioCHCTeMaX MPOCTO HE iCHYE.

Knacnuni creranorpagiuai MeTomu 3aBXOW MPAIIOIOTh i3 3MIHEHOIO
Bepciero aynio — MoandiKyloTh Moo OiTn 3pa3kiB, a3y abo crieKTpaibHi
KoeQimieHTH, mo 3anumiae caiay oIt aHanizy. INR x no3Bossie 3anummti cam
CUTHaJl HEeIOTOPKAaHUM, NPHUXOBYIOUM JaHi y CTpykTypi mogeni. Ilpu npomy
MOJIENIb MO’KE€ BUTPUMYBATH KBaHTHU3AIIi0, IIEPETBOPEHHS 3pa3KiB, KOHBEPTAIIIIO
y pi3Hi opMaTi ab0 HaBiTHh BHAAICHHS YACTHHH IMApaMETpPiB — IPHXOBAHE
NOBIZIOMJICHHS 30epiraeThcs, 00 BOHO IHTEIpOBaHE HE Y KOHKPETHI 3HAYCHHSI, a
y IIPOCTOPOBI B3a€MO3B’I3KH MDK BaraMH.

[Mpuknagom BUKOPHCTaHHS MOXe Oytun MIPUXOBYBaHHS
kpunrorpadigHoro kimroda y mogeni SIREN, ne Mozmens omHOYacHO BiITBOPIOE
XBUJILOBY (hOpMy Ta MICTHTh nonmaTkoBi Oitm nmanux. e omuH cuenapiii —
MIPUXOBYBaHHA CIYy)KO00BOi iH(opMmariii abo MapkepiB aBTOPCBKUX IIpaB ¥y
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mapameTpax MLP, ski 3amumaroThCsi CTaOUTPHUMH HAaBiTh IICIS KBaHTH3AIlil
FP16. Oxpim Toro, INR 3maTHi MICTUTH YacoOBi MOCIITOBHOCTI, HEBEIHKI
OinapHi Qaiinm abo MeranaHi, sSKi HE 3HUKAIOTH il BIUIMBOM IE€PETBOPEHHS
3pa3KiB ad0 epeKoyBaHHS ay/io.

3aBIsSIKM  MOE€JHAHHIO KOMIIAKTHOCTI, HEMEpPEepBHOCTI Ta BHCOKOI
MicTkocTi mapametpiB, INR popMyroTs HOBHI miaxix mo aymiocteraHorpadii, y
SKOMY KOHTEHHEpOM crae He ¢aiii, a cama MoJienb. Lle poours Meton oco0nuBo
CTIfIKMM Ta aJaNTHBHUM y Cy4aCHUX CHCTEMaX KOJYBaHHS 3BYKY.
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BE3MNLJIOTHI JITAJIbHI AITAPATH SIK IH®@OPMAIIIIHA
TEXHOJIOI'TS B CUCTEMI IIUBIJIBHOTI'O 3AXHUCTY

Anna MAPHEHIOK, Auapiii TABPUCb
Jlvsiscokutl Oepoicagrutl yrigepcumem Oe3neKu HeUmmeoisibHOCmI

CyuacHi mexHono2iuni OpOHU 3 IXHIM 8PANCAIOUUM DPYHKYIOHAIOM CIaiomb 0edd-
J1i HeOOXIOHTwUMU 0151 Cyorchd Haozeuualnux cumyayitl. Buxopucmannsa BIIJIA ¢ onepa-
yiax 3 aixgioayii HC nocmitino 36inbuyemucs, niomeeposxcyodu ixHw He3aMiHHYy poib Y
3a6e3neuenti be3nexu.

Knwuosi cnoea: yusinonuil 3axucm, MOHIMOPUHE | CROCMEPEINCEHHS, ABAPIIHO-
pamyeanvHi pobomu.

Modern technological drones with their impressive functionality are becoming
increasingly indispensable for emergency services. The use of UAVs in emergency
response operations is constantly increasing, confirming their indispensable role in
ensuring safety.

Keywords: civil protection, monitoring and surveillance, emergency rescue
operations.

VY cydacHOMY CBiTi, A€ Aemali 4acTille TPaIUIIIOThCs 30poitHi KOHQIIK-
TH, TEXHOTCHHI aBapii Ta MPUPOJHI KaTacTpodu, OE3MUTOTHI JIiTaIbHI anapatu
(BILIA, abo npoHM) BimirparoTh HaJ3BUYailHO BAXKJIMBY pOJIb y 3a0e3leyeHHI
IIBMIKOTO Ta e()eKTUBHOTO PearyBaHHs HA HAI3BMYAiiHi cuTyanil. [XHe 3HaUeH-
HsI BUXOJIUThH JAJICKO 32 MEXI BIICHKOBUX OMeEpalliii — ChOTOJHI APOHH CTAJIA
HEBiJI’EMHHMM IHCTPYMEHTOM Y JIIKBiJalii HaCHiAKIB KatacTpo¢ MPUPOIAHOTO Ta
TeXHOTeHHOTO Xxapakrepy. OcHoBHnmu nepeBaramMu BITJIA € 3matHiCTh omepa-
TUBHO 00CTEXYBAaTH BEJMKI TEPUTOPIii, BAKOHYBAaTH aepo(pOTO3HOMKY IUIS OLiH-
KM MacIuTabiB pyHHYBaHb, a TAKOXK JIOCTABISITH MEJUKAMEHTH W OONagHaHHA Y
BAXKKOJIOCTYITHI 200 Hebe3neuHi 30Hu. BoHN 0coOMMBO MiHHI Y BUNIAIKAX, KOTH
TpaguIiiHI METOIH PATYBAJIBHHUX POOIT € HAATO PUBHKOBAHUMHU 200 Manoedek-
tuBHUMH [ 1]. [Tokazosum mpukiagom crana aBapist Ha AEC «®Dykycimay y 2011
pOILl, KOJIM JPOHUW BHUKOPUCTOBYBAIKCS AJIsi MOHITOPMHTY PIBHS pajiamii, 1o
JO3BOJIMJIO 3MEHIIUTH PU3MK IS TIEpCOHANy Ta 3a0e3meunTH Oe3nepepBHHUN
30ip BaXJIMBUX JIAHUX 13 HEOC3MEUHUX JUITHOK.

[Mompu 3HauHi nepeBary, Bukopucranus bITJIA noB’s3aHe 3 HU3KOIO BU-
KIUKiB. [XHS e)eKTUBHICTh 3HMKYETHCSA B HECTIPUATIMBUX MOTOIHMX YMOBAX —
3a CWJIBHOTO BITPY, AOILYy 4M CHIry. Takox icHye morpeba y BIOCKOHAJICHHI aB-
TOHOMHHX CHCTEM KEpyBaHHS, 1100 3MEHIINTH 3aJeXHICTh Bix omeparopa. Jlo-
JATKOBOIO NMPOOJIEMOIO € HETOCKOHATICTh IPAaBOBOTO PETyIIOBAaHHS, IO YCKIa-
JHIOE BUKOPHCTAHHS APOHIB Y MDKHAPOJHHUX PATYBAIBHUX omepamisax. B Ykpa-
{HI PU3MKN BUHWKHEHHS Ha[3BUYalHUX CUTYaIill IPUPOIHOTO Ta TEXHOT€HHOTO
XapakTepy 3aJIMINAIOTHCSA BUCOKMMH, TOMY MOCTIHHE BJIOCKOHAJICHHSA CHJ IUBIi-
JILHOTO 3aXUCTy, 30kpeMa migposautie JJICHC, € Bkpait akTyalbHUM 3aBIaHHSIM
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[2]. Lle 3ymMOBIIOE HEOOXITHICTH BIIPOBAKEHHS! CUCTEMH OITIEPAaTUBHOTO MOHI-
TOPUHTY i3 BUKOPHUCTaHHSM OE3IUIOTHOI aBiallii.

3 2014 poxky, Ha TJIi BOEHHO-TIOJITUYHHUX MOJIH, B YKpaiHi aKTHBHO PO3-
BHUBA€ThCA MapK IpoHiB, a 3 2015 poky HamaromkeHo cepiiiHe BUPOOHHUIITBO
BiTum3HAHUX Mozeneil. CydacHi ykpaiHceki BITJIA 3nmaTHi 3a6e3medyBaTu TO4UHI
HAYKOBI CITIOCTEPEXEHHS, MOHITOPHHT y peaJbHOMY dYaci Ta CBO€YacHE peary-
BAaHHS HA HAI3BHYANHI MOII. IXHS TOJOBHA nepeBara — BiZICYTHICTB TIJIOTA, IO
JI03BOJIsIE BUKOHYBATH 3aBJaHHS B YMOBax pajialliifHOTo, XiMI4HOTO abo 6ioJji0-
riYHOTO 3a0pyAHEHHS 0€3 PU3UKY IS KUTTS JIFOJISH.

besninorHi nitankHi anapatd eheKTHUBHO BUSBIISIOTH TOXKEXKI, OCEPEIKH
3aropsiHHs, 37IHCHIOIOTH MOMIYK JIFOAEH Ta 00 €KTIB, @ TAKOX MOXYTb 3aMiHIO-
BaTH MMUIOTOBAHY aBiaIlifo y CKIaHIX a00 HeOe3meyHnx yMoBaxX. MbKHapO JHHN
JIOCBIJI MITBEPIDKYE AOULUIBHICT KpoKoro Bukopucranus BITJIA y nismpHOCTI
JCHC VYxpainn — Hacammepes U MMOCTIHHOTO MOHITOPUHTY TEPUTOPIL, 300py
JaHUX Ta OTEPAaTHBHOIO pearyBaHHsA. BoaHOoYac BIPOBA/DKEHHS IPOHIB Y CHC-
TeMy IUBUTFHOTO 3aXHCTy HepebyBae Ha modaTkoBoMy etari [3,4]. s mocsr-
HEHHS YCIiXy HEOOXiTHO BU3HAYWTH MPIOPUTETHI HAMPSAMU iXHHOTO 3aCTOCY-
BaHHA, 00paTH ONTHUMAJIbHI THITH arapariB Ta 3a0€3MeUnTH HATEKHY MiATOTOBKY
¢axiBuiB. be3ninoTHHKK Ui aBapiiiHO-PATYBAJIBHUX IAPO3IUTIB MalOTh OyTH
OCHAIIICHI CUCTEMaMHU OTIOBIIICHHsI, (JOTO Ta Bimeoanaparyporo, a Takox iHdpa-
YEepPBOHMMH KaMepPaMH.

Otxe, po3poOKa YiTKOI KOHIEMIi] CTBOPEHHS, PO3BUTKY Ta BJOCKOHAJICH-
Hst BIUTA mst notpe6 JICHC Ykpainu € cTpareriyHo BaXXJIMBUM 3aBAaHHAM. Bo-
Ha JIO3BOJIUTH ITIIBHUIIMTH ¢()EKTUBHICTh pearyBaHHS Ha HaJ3BHYAliHI CHUTYaIIii,
MIHIMI3yBaTH JIFOICHKI BTPATH Ta 3MEHIITATH MACIITa0H IIKOIH Bi KaTacTpod.
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3ACTOCYBAHHS AJIMTUBHUX TEXHOJIOTTA TA 3D-
MOJIEJIOBAHHA J1JIS1 PO3POBKHU TA OIITUMI3AILIII
OBJIAIHAHHSA HUBIJIBHOI'O 3AXUCTY

Cranicnas ME3EHLEB, Boaomumup MIUJINITEHKO
Jlvsiscobrutl Oeporcagrutl yrigepcumem Oe3neKu HeummeoisibHOCMI

Anomayia. Y pobomi npoananizoeano nomeHyian 6Npo8aoHCeHHs AOUMUSHUX MEXHO-
n0eii ma 3D-mooenosanns y OistbHicmb niopo30inie yusiibHo2o 3axucmy. Posensanymo memoou
EP2OHOMIYHOT ONMUMI3AYIT CNOPAOIICEHHSL 3a OONOMO2010 YUGDPOBUX OBILIHUKIE MA NEPCREKMUBU
sacmocysarns 3D-0pyKy 015 onepamueHo2o pemonmy i Kacmomizayii oonaonanus. OopyHmo-
8aHO BUOID THIICEHEPHUX MAmepianie (KOMRO3Umis, BUCOKOMEMNEPAMYpPHUX nonimepis) O
BUOMOBIIEHHS Y HKYIOHATBHUX Oemaieli 8 YMOBAX HAO3BUYAIHUX CUTYAYILL. .

Knrouogi cnosa: aoumusni mexronoeii, 3D-wo0emosanns, 3D-0pyk, yuginoruii saxucm,
EP2OHOMIKA, WEUOKE NPOMOMUNY8AHHS, THIICEHEPHE NONIMEPU.

Abstract. The paper analyzes the potential of implementing additive technologies and 3D
modeling in civil protection operations. Methods for ergonomic equipment optimization using
digital twins and the prospects of 3D printing for rapid repair and customization are examined.
The selection of engineering materials (composites, high-temperature polymers) for
manufacturing functional parts in emergency conditions is justified.

Keywords: additive technologies, 3D modeling, 3D printing, civil protection,
ergonomics, rapid prototyping, engineering polymers.

Cy4acHi BUKJIMKH, IO CTOATH nepen JlepaBHOW cinyk00i0 YkpaiHu 3
Ham3Bu4aiHuX curyanid (mam — JCHC), BUMararote He JHIIE BHCOKOTO IPO-
(ecionanizsMy 0co00BOTO CKJIaIy, ajie W MOCTIHHOI MOJCpHi3aiii TeXHIYHOTO
ocHarieHHs. TpaIuiiiHi KM BUPOOHHUIITBA Ta 3aKYIIiBIIi 00IaTHAHHS YacTo €
JOBrOTPUBAJIMMH Ta NOpOrUMHU. BomHowac Gararo 3aBiaHb MOTPEOYIOTH KacTo-
Mi30BaHUX, HECTAaHIAPTHUX pilIeHb, SKi HEMOXINBO OTPUMATH IMLISTXOM
LEHTPATI30BaHUX MOCTaBOK. Y IIbOMY KOHTEKCTI TexHouorii 3D-moznentoBaHHs
Ta aauTHBHE BUPOOHUNTBO (3D-ApYyK), BiAKPUBAIOTH HOBI TOPH3OHTH IS TMif-
BHIIICHHS OTIEPATUBHOCTI Ta €(pEKTUBHOCTI ITIIPO3IIIiB IIUBLUTFHOTO 3aXHCTY.

OcHoBHa Npo0JIeMa MOoJISITae y PO3PUBI MDK CTaHAaPTHUM, YHI(IKOBaHUM
OCHAII[CHHSM PATYBAJIbHUKIB Ta YHIKAILHHUMH BUMOTaMH KOHKPETHHUX HA/I3BU-
YalHUX curyalii. ObnagHaHHsI MOXKe OyTH eproHOMIYHO HEIOCKOHAINM, IIBHU-
JIKO BUXOJIUTH 3 JIAAy Yepe3 MOJIOMKY ApiOHUX KOMITOHEHTIB, a HOTO PEMOHT UH
3aMiHa 3aiiMa€e HEBHUITPAaBIAaHO Oarato yacy. Mertoro poboTH € aHami3 Mo-
TEHITIaTy 3aCTOCYBaHHs TexHoyorid 3D-monentoBanus Ta 3D-ApyKy Ul ONTH-
Mizanii Ta po3poOku crierianizoBanoro oonaananns JJCHC.

1. EproHOMiuHMIA aHaI3 Ta ONTUMI3aILis.

Kputnunum ¢akropom 3abe3nedeHHs] €peKTHBHOCTI pOOOTH MiAPO3IiiB
LUBUIBHOTO 3aXHCTy € €PrOHOMIYHA BiANOBIAHICTh TEXHIYHOTO OCHAIEHHS Ta
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pobounx 30H crnenudiri eKCTpeMaabHOI AiSUTBHOCTI, OCKUTBKHA OYAb-sIKi MPOEK-
TyBaJIbHI HEJOJIIKHU 31aTHI CIPUYUHNATH (YHKIIOHAIBHI 3aTPUMKH 3 IIOTEHIIIHHO
(daTampHUMK HacTiIKaMu. Y [bOMY KOHTEKCTI 3aCTOCYBAHHs IHCTPYMEHTApPIIO
TPUBUMIPHOTO MOJENIOBAaHHA Ta TexHouyorii nudpoBux asidHukiB (Digital
Twins) 103BoJIsIE peati3yBaTH KOMIUICKCHHMA MiIXi 10 MONepPeIHbOi epProHOMi-
YHOT BaJTiAaMii TEXHIKK Ta CHCHIATEHOTO CIIOPSIKCHHS.

3okpema, iHTerpauis udpoBux anrponomopdHux Mmoxeneit (Digital
Human Models, DHM) 3a0e3mneuye MOXKINBICTS TPOBEICHHS JETATBHOTO iMiTa-
LiffHOTO aHali3y B3aeMOJIi orepaTopa 3 TEXHIYHUMH 3acobamu. B Mexax Takux
JOCTIDKEHB 3[IFICHIOETRCS OLIIHKA 30H TOCSHKHOCTI OpraHiB KepyBaHHS 3 ypaxy-
BaHHSM OOMEXEHb PYXJIMBOCTI, HAKIAJACHUX TIOBHUM KOMIUICKTOM EKillipyBaH-
Hsl Ta 3ac00aMU 3aXHCTy OpPraHiB IMXaHHs, a TAKOXK aHalli3 OMJIAJOBOCTI 3 po0o-
YOro MICISI BOJis-oIiepaTopa I 4Jac iHTerpaiii HoBoro oOmamHaHHA. OKpiM
TOro, UU(POBUIl IHKUHIPUHT JO3BOJISIE BUSBUTH KiHEMaTH4YHI KOHQIIKTH NpU
CyMIIIEHH] Pi3HUAX €JIEeMEHTIB IHIUBIAYaIbHOTO 3aXHUCTy Ta OLIHUTH €PrOHOMIKY
monuHO-MauHENX iHTepdeiiciB (HMI) pobortoTexHiuyHnx komiuiekciB. Taka
METOI0JIOTIsS YMOYKIUBITIOE Bepr(DIKaI[il0 KOHCTPYKTUBHUX PIllICHb Ta YCYHEHHS
KOJi3ii me Ha MOBUPOOHUYIN CTajii, IO CYITEBO OMNTHMI3YE MaTepialbHO-
TEXHIYHI PeCypcH Ta CKOpPOUYe LUKJI PO3POOKH CIeliali30BaHOTO 00JIa HAHHSL.

2. llIBuKe MPOTOTUIYBAHHS Ta aJUTUBHE BUPOOHUIITBO.

AnuTHBHE BUPOOHHMLTBO KapJMHAIBLHO 3MIHIOE HiIXiJ JO PEMOHTY Ta
OCHAIICHHS. 3aMiCTh OYIKyBaHHS Ha 3a0e3MeueHHs, HEOOXiHI eTalli MOXKYTh
OyTH BUTOTOBIICHI O€3MOCEPEIHBO B MiAPO3ALIL.

OCHOBHI HaIIPSIMKH 3aCTOCYBaHHS:

OmneparuBauii peMoHT: CTBOpeHHs IudpoBoi OibmioTekn 3D-Monenei
IpiOHUX nmeTayiel, Mo HaldacTile JamMaroThes ((iKcaTopw, KPHUIIKH, KHOTIKH,
KpoHuITeiHu). Lle 103BoJIsie BITHOBUTH Mpale3aTHICTh JOPOroro obliaHaHHs
(pauiit, JixTapiB, MEAUYHUX PUIIAJIIB) 32 JIiY€HI TOJUHU.

Kacromizaris Ta amantamis: Po3poOka Ta Opyk yHIKamTbHUX amanTepiB.
[Ipukinagamu € KpiruieHHs JIiXTapsi Y4 KaMepu Ha HOBUH THII IIOJOMa, TPHUMay
JUTSI TUTAHIIIETa B KaOiH1 OMepaTHBHOTO aBTOMOOLIS a0o CrerianizoBaHi HacaaKu
Ha IHCTPYMEHTH.

MaocepiiiHe BUpOOHUIITBO: BHTOTOBICHHS HINIEBUX BHPOOIB, SKi HE
BHUPOOJISAIOTHCS MAacoBO, HAIlPUKIIAJ, KOMIIOHEHTIB Ul TPEHYBAJILHUX MAaKeTiB
(6e3neuynux xomiit BHIT), eneMenTiB TypHiKeTiB a00 yHIKQJIBHUX IHCTPYMEHTIB
JUTA carepis.

3. AHaii3 IHXXeHepHHUX MaTepiaiiB it QyHKIIOHAIBHOTO ApyKy. Kputu-
YHUM 3ayBakeHHsM 10 3D-npyky € XubHe ySBICHHS MPO HU3bKY MIIHICTh Ta
TepMocCTiliKicTh MatepiainiB. [ns xo0i-npyky wacto BuKopucToBYeThes PLA-
IJIACTHK, AKui nedopmyerbes Bxke npu 60°C. OxHak Ay iHKCHEPHUX 3aBIaHb
JCHC BuKOpHCTOBYIOTHCS 30BCIM iHIIII HOJTIMEpH:
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Imxenepni mnactuku (ASA, PC): ASA (akpHIOHITPHICTHPOJIAKPHIIAT)
Ma€ BHCOKY CTIHKICTb 70 ynbTpadioniery (Juis 30BHIIIHIX Kpimiens), a PC (mo-
Nikap6OHAT) — eKCcTpeMalbHY yAapOCTIHKICTh (1S 3aXUCHUX KOPIYCiB). IXxHs
TepMOCTiiKicTh carae 90-130°C.

Kommno3urHi matepianu (PA-CF, PA-GF): Lle "3omotuit cranmapt” mis
¢ynkuionansHux neraneii. Heinmon (PA), apmoBanmii Byrimeuesum (Carbon
Fiber, CF) a6o cknsuum (Glass Fiber, GF) Bomokaom. Taki marepianu moeany-
IOTh JIETKICTh, HAA3BUYAWHY JKOPCTKICTh Ta TEPMOCTIHKICTH (YacTo IOHAL
150°C). Bonu ineanbpHO MiIXOIATh sl JPYKY KPOHIUTEHHIB, BaXKelliB, AeTael
HacociB Ta komnoHeHTiB BILJIA.

Bucoxoremneparypui noximMepu (PEEK, ULTEM): Lle cynepkoHCTpyK-
ik Hi TIIACTHKY 3 aepOKOCMidHO1 ramysi. IXHs poboua TeMmepaTypa IEpEBUIILYE
250°C, BOHH € BOTHETPUBKUMH Ta XIMIYHO iHEpTHUMH. BHKOPUCTOBYIOTHCS IS
JIeTaJIe, 1110 MOXYTh MaTH MPSIMUI KOHTAKT 3 TapsYiMH €JIeMEeHTaMH.

I'ayuki momimepu (TPU): TepMormacTH4HUH HOMiypeTaH BUKOPHCTOBY-
€TBCSl Ul BUTOTOBJIEHHS 3aXMCHMX OamIepiB, YIIUIBHIOBAYiB Ta HEKOB3HHX
HaKJIaJ0K Ha PyYKH IHCTPYMEHTIB.

Otxe, BUKOPHUCTAHHS TEXHOJIOTIH 3D-MoetoBaHHs Ta aJUTHBHOTO BUPO-
OHMLITBA € HE TIPOCTO JIOTIOMDKHUM, @ CTPATETi4HO BXKIMBUM IHCTPYMEHTOM JUISI
migBuIIeHHs 6oezmatHocTi minpo3aitie JJCHC. BoHu m103BONSAIOTE TIEpEHTH Bif
Mozelni "odikyBaHHSI mocTadaHHs" 10 Mojeni "BHpOOHMITBA 3a MOTpeOor0".
BrpoBamkensast eproHomiuHoro 3D-aHami3y O0O3BONISIE MIIBUIMIMTH OE3MEKy Ta
e()EeKTHBHICTD PATYBAIBLHUKIB, @ BUKOPUCTAHHS Cy4acHMX KOMITIO3UTHUX Martepia-
niB i 3D-apyky 3abe3medye CTBOpeHHA (DYHKIIOHATBHUX, MIITHAX Ta TEPMOC-
TIMKUX JIeTaJle, 110 He TIOCTYIAI0ThCSl BATOTOBJICHUM TPaJHLIfHUMU METOJaMH.
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MOPIBHAJIbHUI AHAJII3 CEPBICIB LITYYHOT O IHTEJIEKTY
JJISA TEHEPALIL MY3UYHUX KOMITIO3UIIU

Ouecst MUCBHKIB, Poman TOJTOBATHI
Jlvsiscorutl Oeporcasnull yHisepcumem oesnexu scummeoianvrocmi, Jveis

Anomayis. Y pobomi nposedeno ananiz egpexmugnocmi mpwvox nonynapuux Al-
cepesicie 0na eenepayii mysuxu: Suno, TopMediaAl ma Mureka. Ocnosny ysacy
30cepeddiceHo HA MAaKux Kpumepisax, AK AKICMb 60KamLy ma mekcmy, OOCHYRHICMb
6e3KOUmMOosHUX 8epCill ma eHyuKicms y podomi 3 pisHumu oscaupamu. Onucano Xxio
excnepumMenmy, ujo 6KII04AE CMEOPEHHs NON-HiCHI YKPAIHCLKOIO MOB0I0, a4 MAKOdiC
mecmyeanus iHcmpymenmapiio na cmunsax Lo-fi ma Epic. Bcmanoeneno, wo Suno
OeMOHCMpYE HAUKpawi pe3yibmamu 3a CyKYRHICMIO NOKA3HUKIG, 3abe3neyuyiouu GUCOKY
AKicmb ayo0io ma 0emMoKpamuyHy Mooeib YiHoymeopeHHsL.

Knwuogi cnoea: cenepamusnuii wmyunuii inmenekm, My3udHuii cunmes, Suno,
TopMediaAl, Mureka, ayoiocenepayis

Annotation. This paper presents a comparative analysis of the effectiveness of
three popular Al music generation services: Suno, TopMediaAl, and Mureka. The study
focuses on criteria such as vocal and text quality, availability of free versions, and
flexibility in handling various genres. The experiment involved creating a pop song in
Ukrainian, as well as testing the tools with Lo-fi and Epic styles. The findings indicate
that Suno demonstrates the best overall results, providing high-quality audio and a
democratic pricing model.

Keywords: generative Al, music synthesis, Suno, TopMediaAl, Mureka, audio
generation.

TexHOMNOTril ITYYHOTO iHTENEKTY B MY3HUYHIH 1HIYCTpii ITOCATIH piBHS,
10 JIO3BOJISIE MEPECIYHOMY KOPHCTYBAa4deBi CTBOPIOBATH KOMIIO3HMIIII 3a JIUEHI
CEeKYH[IH

Mertoro poboTH € 3’sicyBaHHS MPAKTHYHOCTI, JOCTYITHOCTI Ta SKOCTi Cy-
YacHUX IHCTPYMEHTIB JuIsl 3BM4aiiHoi moquHu. O0’eKTaMu JOCIIIHKEHHS 00paHo
Tpu nonyisipHi cepsicu: Suno, TopMediaAl ta Mureka.

MeTo07I0Tist AOCTIKEHHSI BKITIOYAJIa TPU €TAIIH:

"  [IOPIBHSHHS SIKOCTI I'eHepalii Ha OJHAKOBOMY 3aBJaHHi (IO -IICHA);
®  [epeBipKa THYYKOCTi IHCTPYMEHTIB Ha iHIIAX CTHIIAX;
=  aHaJi3 MOJelNi MiIHOYTBOPEHHS Ta IOCTYITHOCTI.

B pamkax nepmroro eramy MoneisiM Oyino HaJaHO iNEHTHYHMI IPOMIIT:
"Becena mom-micHs PO CTyJAEHTA-MPOTPaMicTa, SKHid He MOXKE 3HAUTH MMOMIJIKY
B koxi. JKiHoumii BOKaj, yKpaiHCBKOIO MOBOIO". AHalli3 pe3yiabTaTiB BUSIBUB
CYTTEBI BIIMIHHOCTI B pOOOTI alrOPUTMIB.

TopMediaAl npoaeMOHCTPYBaB MOCEPEIHIO SKICTh: TEKCT BUSBUBCS HE-
YiTKUM, a BUMOBa — "poboTn3oBaHor0". Kpim Toro, cepBic HajiaB Jiiile OAWH
0E3KOIITOBHUH KPEAUT, SIKOTO BUCTA4MIIO Ha J1Bi cripoOu. Mureka nokaszaina e
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HIDKYMH pe3yNbTaT: CIIOBAa y 3reHepOBaHOMY TPEKy OyJo MaiKe HEMO>KIHNBO
po3ibparu, pH aHATOTIYHIX 0OMEKEHHSAX y O€3KOIITOBHOMY JIOCTYIII.

Hatomicte Suno 3a0e3neduB HaKpamuii pe3yiabTaT: YiTKHHA TEKCT, BH-
pasHuil BOKaJ, HAasBHICTh JIOTIYHOI CTPYKTYpH Ta puUMH. Baromoro mepeBaroro
cTajla MOJEINb KpeAUTYBaHHA: cucTeMa Hanae 50 KpenuTiB Ha JeHb, IPH LEOMY
Ha TeHepartiro 0yio Butpadero jumre 10.

Ha erami tectyBanus rayukocti (Etamm 2 i1 3) momambmni mocmimkeHHS
NPOBOJAMIIKCS JiHIIe Ha 0a3i Suno, OCKUIbKH JIIMITH 0E3KOIITOBHUX KPEIUTIB Y
koHkypeHTiB (TopMediaAl ta Mureka) Oysiu BUuepnaHi micisi NEpIIOTO TECTY.
Suno ycmintHo Bropascs i3 3apnanusmu y ctiiisix "Calm melancholic Lo-fi" Ta
"Epic dark orchestral", mpomeMOHCTpyBaBIIN 3MATHICTH aaNTyBaTUCS IO Jia-
METpPAJILHO MTPOTHIICKHHX KAHPIB.

O1iHIOBaHHS Ta y3arajbHEHHs pe3yJbTaTiB. AHali3 cuiabHUX cTopin HI-
KOMITIO3UTOPIB TIOKAa3ye, M0 Jifepu PUHKY (Suno) 3a0e3medyroTh Bpaxardy
SIKICTh 3BYKY Ta apaHXyBaHHS, a TAKOX 3[IaTHI CAMOCTIHHO TeHepyBaTH JIOTIUHI
TEeKCTH. |'OIOBHOIO TepeBaror € "meMoKparu3amis' TBOPUYOCTi, IO pPOOUTH
CTBOPEHHS MY3UKH JOCTYIHUM ISt Oyb-KOT JIIOAUHH.

Cepen cnaOKMX CTOPIH BHALICHO MpoOiieMy "yMOBHOI O€3KOMITOBHOCTI"
OLTBLIOCTI CepBiciB, sSIKI MpPAIIOIOTh Y pexxkumi "omHopazoBoro aemo". Takox
CYTTEBHM HEJIOJIIKOM € BIiCYTHICTb TOYHOTO KOHTPOJIIO: KOPUCTYBad HE MOXeE
BHECTH TOYKOBI NPABKH (HAIPHUKIIAJ, 3MIHUTH OJHE CJIOBO YU T'YYHICTh OKPEMO-
ro IHCTPYMEHTY), IO 3MYLIY€E MOKJIAaTUCs Ha TOBTOPHY T'€Heparilo.

BucHoBku. Pe3ynmbTaTé JOCHIIKEHHS JO3BOJISIIOTH BU3HAYMTH CEPBIC
Suno abcomoTHUM JiepoM 3a BciMa kputepismu. LI-kommo3utopu Bxe cranu
MOTY)KHHM iHCTPYMEHTOM JUIsl CTBOPEHHS (POHOBOT MY3UKH 200 PO3BaXKaIbHOTO
KoHTeHTy. OJHAK Yepe3 BiCYTHICTh TOYHHX MEXaHI3MIB KOHTPOJIO TeHeparlil
BOHH Hapa3i He MOKYTh MOBHOIIIHHO 3aMiHUTH MPOQeciifHNX My3UKaHTIB.
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JNOCJIIPKEHHS IH®OOPMALIIHOI BE3NEKH 3A IOIOMOTI'OIO
3D-MOJEJTIOBAHHS

Mapuna MOPO30BA, Onena CUAOPEHKO
Hayionanvnuu mexniynuii ynisepcumem «XapKiecoKuil NOAiMexHiyHUuLl
incmumymy, m.Xapkie

Anomayis: Y pobomi posensanymo cyuachni oocniodxcenns zacmocysantns 3D-
sizyanizayit y eanysi ingopmayitinoi 6esnexu. 3D-modenrosanns mooice sucmynamu y
AKOCMI O0NOMIJICHO20 3aCO0Y O NONe2UEeH s PO3YMIHHA CKAAOHUX 36 A3KI@ Y CUCmeMax
3axucmy i cnpuamu egekmugHoMy GUABLEHHIO 3a2p03 OAHUM WWIAXOM 3MEeHUeHHs KO-
CHIMUBHO20 HABAHMAJICEHHS Ha cneyianicmis. Ha ocHo6i ananizy HasedeHux 00Caiodicetb
3p0ONEHO BUCHOBOK NPO NEPCHEKMUBHICMb NOOANLUO20 pO36UMKY 3D-incmpymenmis sx
eleMenmis cyuacHoi kibepoesnexu.

Knrwuoei cnosa: 3D-mooenosanns, 3D-6izyanizayis, 3D-moodens, inghopmayitina
besneka, kKibepbesnexa.

Abstract: The theses review current research on the use of 3D visualizations in
the field of information security. 3D modeling can serve as an auxiliary tool that facili-
tates the understanding of complex relationships in defense systems and supports effec-
tive threat detection by reducing the cognitive load on specialists. Based on the analysis
of the referenced works, the study concludes that further development of 3D tools as
components of modern cybersecurity is a promising direction..

Keywords: 3D modeling, 3D visualization, 3D model, information security, cy-
bersecurity.

I3 3pocTaHHAM CKIIAIHOCTI CYy4aCHHX KOMITIOTEPHHX CHCTEM aHAJITHKH
KiOepOe3MeKkn CTHKAIOThCS 3 BHCOKMM HABaHTAKCHHSM Ha KOTHITHBHE CIpH-
HATTS. OOMEXEHICTh TPamUIiifHUX 3ac00iB BimoOpa)KeHHS TaHWUX BIUIMBA€E Ha
Ba)KKICTh OIIHIOBaHHS PiBHS iH(OpMaliiHUX 3arpo3 i nmojaisiie GopMyBaHHS
CUTYalifHUX BUCHOBKIB. Buxopucranus 3D-Bi3yaimizariiii Moke CIPHATH TTOK-
PpaleHHIO PO3YMIHHS OaraTOBUMIpHHUX iH(OPMALIITHUX CTPYKTYp, Kiacudikamii
MIOBEIHKU CUCTEM Ta IPHCTPOIB.

CyuvacHi poOOTH JJO3BOJISIIOTH OLIHUTH 3aCTOCOBHICTH 3D-Moneneit s 3a-
Oe3redyeH s BIITBOPEHHS CKJIAJHUX CUCTEMHHX TOIOJIOTIH, BUSBICHHS JIOTTYHUX
3B’s13KiB 200 ()YHKI[IOHATBHUX TPYI MDK €JIEMEHTaMH Ha MPUKJIaJi JOCTiIKCHb
3axoiB 3 Kibepoboponu [1]. Ha mymky HaykoBIliB, 3D-TpecTaBIeHHs J03BOJISE
OTIepyBaTH OUTBIIOI0 KUTBKICTIO JIOTTYHHMX Ta (DYHKI[IOHAJBPHUX MapaMeTpiB, sKi
MOXKYTh OyTH TIPHCBOEHI €IEMEHTaM CHCTEeMHU (IIPOCTOPOBE pO3TallyBaHHS, (Hop-
Ma, pO3Mip TOIIO) i, B CBOIO 4epry, edeKTuBHime 300paxkaTH ii (MOKa3yBaTu Ipy-
M CETMEHTIB, 30HH PU3HKY, MOPYIIEHHS CTPYKTYpPH, aHoMaJii Tomo) [1].



160 36ipnuk Te3 nonosineii VII Beeykpaincbkoi
HAyKOBO-TIPAKTHYHOI KOH(pepeHuii

Takum 4rHOM, MOKHA BHUAUIHTH miepeBard 3D-monemtoBaHHS iHpOpMa-
LIfHUX CHUCTEM 1 TpEJCTaBIEHHs IXHIX E€JNEMEHTIB y BHUIJIII HPOCTOPOBHX
00’€KTIB 3 PI3HUMHU XapaKTEPUCTHKAMHU, IO TIOJIETIIYE 30pPOBE CIIPUHHATTS, BH-
BUCHHS 1 KITACU(IKAIII0 IINX YACTHH:

1. Hao4HiCTh MOJIOXKEHHSI €JIeMEHTIB (MEPEXKEBHUX BY3JIIB; KOMIOHEHTIB
porpam, MPHUCTPOIB a00 iXHiIX KOMIUIEKTYIOUHX TOMIO).

2. 3B’s13KM MDK eJleMeHTaMu (1S IeMOHCTpalii B3aeMOii, IOCIiI0BHO C-
T1 9¥ BiAITOBIAHOCTI).

3. ®opMyBaHHS 3arajbHOI TOIOJIOTI] CUCTEMH (JUIs BUSIBICHHS Bpa3Jid-
BHX MICI[h, IPOTHO3YBAaHHS PE3yIbTAaTiB POOOTH TOIIO).

e mo3Bomsie GopMyBaTH HUTICHY CTPYKTYPY, Bi3yadbHO Y3TOIDKEHY 3
0COOJIMBOCTSIMU KOTHITUBHOTO CIIPUHHATTS toanHU. Ha ocHOBI aHanizy icHyto-
YHX OCIIKEHb, MOXHA JITH JO BUCHOBKY LIOJO TEPCIIEKTHBHOCTI BUKOPHC-
tanHs 3D-Bi3yanizauiil y pi3HHX KOHLENUisAX iH(opMaiiiHoT 6e31eKku KoMII'to-
TEPHUX CEPEIOBHIIL.
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METRIC-DRIVEN OPTIMIZATION OF POLYNOMIAL
COEFFICIENTS OBTAINED FROM NON-ITERATIVE MODELS

Roman Muzyka, Ivan Izonin
Lviv Polytechnic National University

The paper proposes a metric-driven optimization method for polynomial models
synthesized from non-iterative SGTM neural-like structures. By optimizing polynomial
coefficients directly under a target regression metric, the approach improves predictive
performance while maintaining computational efficiency..

Keywords: Non-lterative Learning, Polynomial Optimization, Regression
Metrics, Smart Systems.

Anomayis Y pobomi enepwie po3pobieHo memoo MempuiHo-0piCHMOBAHOI ON-
mumizayii NOAHOMIS, CUHME308AHUX 3 HEIMEPAMUBHUX Helponodibnux cmpykmyp. On-
mumizayis Koegiyicumie nio yinbo8y Mempuxy pezpecii 3abe3neyye nio8UUjeHHs Mo u-
Hocmi ma 36epedcenns Manoi 00UUCTIO8AIbHOL CKIAOHOCMI.

Knrwouoei cnosa: Heimepamusne wnasuanns, Iloninomianbna onmumisayis,
Mempuxku pezpecii, Cmapm-cucmemu.

1. Introduction

The development of smart systems and data-intensive applications has
increased the need for machine learning methods that combine predictive
accuracy with computational efficiency. Traditional deep learning relies on
iterative gradient optimization, which is computationally expensive and often
unsuitable for systems requiring real-time operation or low-energy consumption.
Non-iterative neural-like structures such as the SGTM model [1] and Extreme
Learning Machines (ELM) [2] address this limitation by using direct matrix
computations instead of iterative backpropagation. These models train extremely
quickly and require significantly fewer resources.

Despite their advantages, non-iterative models are usually trained under
standard loss functions such as Mean Squared Error (MSE). However, in
practice, model performance is evaluated according to domain-specific
regression metrics that differ substantially from the training loss. This mismatch
may cause the model to perform well according to the training objective but
poorly according to the real-world evaluation criterion. Therefore, adapting the
final stage of the model to the correct metric becomes essential for achieving
meaningful and task-relevant results.

2. Proposed Method

This study proposes a metric-driven post-synthesis optimization
technique that is applied after training a non-iterative SGTM neural-like
structure. Once the SGTM model has been trained using direct linear-algebraic
computation, a linear polynomial approximation of its output is constructed.
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This is achieved using the diagonal matrix method described in [3], which
makes it possible to extract an explicit polynomial mapping from the trained
structure without iterative optimization. Since the SGTM model without
preliminary nonlinear input expansion behaves as a linear mapping, the resulting
polynomial is also linear, simplifying further optimization.

Instead of retraining the full SGTM structure, only the coefficients of this
extracted linear polynomial are optimized. Crucially, this optimization is
performed not with respect to the original training loss, but toward a specific
regression metric selected by the user. Because the optimization concerns only a
small set of coefficients, the computational cost remains extremely low, making
the approach well-suited for applications where rapid adaptation and efficiency
are critical.

This flexibility allows the proposed method to support a wide range of
regression metrics. For example, Mean Absolute Error (MAE) measures the
average magnitude of errors and is appropriate when all deviations should be
treated uniformly. Root Mean Squared Error (RMSE) penalizes larger deviations
more strongly and is used in robotics and automation where rare but severe
errors are unacceptable. Coefficient of Determination (R?) expresses the
proportion of variance explained by the model and is widely used in scientific
modeling. More specialized metrics include Nash-Sutcliffe Efficiency (NSE),
which evaluates predictive performance relative to observed variance, and
Kling-Gupta Efficiency (KGE), which additionally considers correlation,
variability, and bias. The Index of Agreement (IA) evaluates the degree of
agreement between predicted and observed values. In multi-criteria contexts, the
Composite Error Index (CEIl) integrates several error components into a single
value. Because these metrics represent different characteristics of model
behavior, the ability to optimize the polynomial directly toward one of them
ensures that the final predictor aligns with real-world requirements.

3. Importance of Metric Selection

Regression metrics are not interchangeable: each captures a unique aspect
of model error, and selecting the appropriate metric is essential for achieving
reliable and interpretable performance in a given domain. Many applications
require minimizing the average error magnitude, making MAE suitable due to
its simple interpretation and equal weighting of all deviations. MAE is widely
used in biomedical signal processing, environmental monitoring, and general
forecasting.

In contrast, systems where large prediction errors are dangerous — such as
autonomous vehicles, robotic manipulators, or industrial control — rely on
RMSE, which amplifies large deviations through squaring. RMSE-based
optimization encourages stable, low-risk predictions. Meanwhile, fields that
emphasize explanatory power rather than absolute error magnitude frequently
use R2, which indicates the proportion of variance in the observed data explained
by the predictor.
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Modeling natural processes often requires metrics that capture complex
dynamical properties. NSE is popular in hydrology and civil engineering
because it evaluates how well the predicted time series follows the observed
variability. KGE extends NSE by incorporating correlation, variability, and bias
into a unified efficiency measure, making it valuable for environmental
modeling and geosciences. When agreement between predicted and actual
values needs to be evaluated comprehensively, the Index of Agreement (1A)
provides a bounded and interpretable measure of predictive correspondence,
used in climate modeling and ecological forecasting.

In multi-output or multi-criteria environments, CEIl aggregates several
error components into a single metric, enabling unified optimization. Choosing
the correct metric ensures that model improvement efforts target the aspects of
predictive performance that matter most to the specific application.

The proposed metric-driven polynomial optimization approach enables
the model to be aligned with any of these metrics without retraining the
underlying SGTM structure. As a result, the final predictor becomes more
robust, better tailored to domain-specific requirements, and more accurate within
the context of the chosen evaluation criterion.

4. Conclusion

In this study, we demonstrate that metric-driven optimization of
polynomial coefficients offers a practical and efficient strategy for improving
predictive performance in non-iterative neural-like systems. By extracting a
linear polynomial from a trained SGTM model and optimizing it directly with
respect to a chosen regression metric, the approach provides strong domain-
oriented accuracy while preserving the computational advantages of non-
iterative learning. This makes the method well-suited for real-time smart
systems and large-scale structured data analysis where both speed and precision
are essential.
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VK 371.3

HEPCIIEKTUBU BUKOPUCTAHHSA AR-JOJATKIB
Y TYPUCTUYHINA JIAJIbHOCTI

Irop HAJIMBAMKO, IO:xis I'YPAJIb
Jlvsiscorull HayioHanbHULL YHigepcumen 6emepuHapHoi Meouyunu
ma 6iomexuonoziti imeni Cmenana Iicuyvkozo, m.Jybranu

Anomauia. 30iticheno 027180 OCHOBHUX HANPAMIE SUKOPUCMAHHS CMApm-
mexuono2iu y mypucmuuniti cgepi. Hagedeno npuxiadu npaxmuunoeo 3acmocy8anHs
MexHo102ii 00noBHeHOI pedanbHOCmi 0151 NIOGUWEHHA AKOCII MYPUCUYHUX NOCTYe md
800CKOHANIEHHS. MYPUCMUYUHO020 00¢8i0y. OKpecieno nepcnekmusy NOKpawents npoyecy
VYNPAGNIHHA MYPUCMUYHUMU MAPWPYMAMU, 00 €KMamu ma mypucmuyHuUMy nomoKamu
3a605KU IHMe2payii mexHoI02ii 0ONOBHEHOT PealbHOCMI 3 THUWUMU YUGPOsUMU THCMPY-
MeHmamu

Knrwwuoei cnosa: ingopmayiiini mexnonozii, 00n06HeHa peanbHiCmv, Mypusm,
MYPUCTNUYHE NOCTY2U, Yudposizayis.

Abstract. An overview of the primary directions of smart technology implementa-
tion in the tourism sector has been provided. Examples of practical applications of aug-
mented reality technology for improving the quality of tourism services and enhancing
tourist experience are presented. The prospects for optimizing the management of tour-
ism routes, tourist attractions, and visitor flows through the integration of augmented
reality technology with other digital tools are outlined.

Keywords: : information technologies, augmented reality, tourism, digitalization.

[TpoGnemarnka Po3BuTOK iHGMOPMALIHHNX TEXHOJIOTIH OCTAaHHIMH POKaMU
CYTTEBO BIUIMHYB Ha IM(poBizauito TypuctudHoi iHayctpii[1]. CyuacHuil Typu3m
Jielajli aKTUBHIIIE BUKOPHCTOBYE MOOUIbHI JOJAaTKH, reoiHgopmManiiiHi cucremy,
HaBirauiiHi cepBicH, IepcoHaTi30BaHi pEKOMEH/IalliiH1 AITOPUTMH Ta iHII Igpo-
Bi 1HCprMeHTH 3HauHA YaCTHHA TYPUCTHIHHX KOMIIaHii, My3eHHHX YCTaHOB, Ky-
JIETYPHO-ICTOPHYHHX KOMIUICKCIB Ta OPraHiB MiCLIEBOrO CaMOBDsIyBaHHs! iHTErpY-
10Th iH(OPMALiiHI TEXHOJIOTl Y CBOKO MISUTBHICTD 3 METOIO MiIBHILCHHS [IPHBa0IIH-
BOCTi TYPHCTHYIHHUX MIPOJIYKTIB Ta ONTUMI3aIlil B3a€EMOJIIi 3 Bi/IBiyBauaMu.

Hudposizaris Typu3My OXOIUIIOE IUPOKUI CIEKTP MPOLECIB: Bifl BipTyalb-
HHUX eKCKypCiii Ta HaBiraifHUX CEpBiCiB JO aBTOMaTH30BAaHMX CHCTEM OOIIKY Bif-
BimyBauiB, IEPCOHATI30BaHUX PEKOMEHAIlI Ta IHCTPYMEHTIB MapKETHHIOBO1 aHa-
nituky. ExcniepTy TypHCTHYHOTO PUHKY BHOKPEMITIOIOTH KIIFOYOBI HAIPSIMHU 3aCTO-
CYBaHHS CMapT-TEXHOJIOTIH y TypU3Mi:

36ip ta anaini3 indopmarrii (GIS-kapTu, MOOLUTHPHA HaBIrarlis, CHCTEMH MOHI-
TOPUHT'Y TYPUCTHYHHX ITOTOKIB, aHAJIITUKA ITOBEIIHKU KopHCTyBaqu)

YnpaBiiHHs Ta NPUIAHATIA PilleHb (IUIAHYBaHHS MapUIPYTIB, YIPABIIHHS
TYPUCTUYHHMH JIOKALSIMH, TIABUIIICHHS Oe3MIEKH BiJBilyBayiB).

CTBOpeHHSI Ta HaJ@HHA TYpUCTHYHMX mociyr (uudposi rimm, AR/VR-
eKCKypcii, IHTepaKTHBHI MapIIPYTH, TIEPCOHATI30BAHUN TypUCTHYHHI KOHTEHT).
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TexHONOTIsI NOTIOBHEHOI PEAbHOCTI € IIePCIIEKTHBHUM KOMIIOHEHTOM CY-
YaCHUX TYPUCTHYHHX cepBiciB. [1il1 JOTTOBHEHOIO PEANBHICTIO PO3YMIIOTh TEXHOJIO-
Tifo, 0 HAKJIaJa€ KOMIT FOTEPHO CTBOPEHI BIPTYalbHI €IeMEHTH Ha peajibHe OTO-
YEeHHS KOPHCTyBada, 3a0e3Meuyloul TIHONIY, IHTEpaKTHBHY Ta IMIEPCOHATI30BAHY
B3a€EMO/IIF0 3 TyPUCTUIHUMHE 00’ €KTaMH.

VY typuctiuHiil gismeHOCTI AR BiKpHBa€e MOKIIMBOCTI, SIKi CKJIAJTHO peati-
3yBaTH TPAIULITHUMHA METOJaMH: PEKOHCTPYKIIIIO ICTOPUYHHX OiH, BIATBOPESHHS
apXITEeKTYPHUX CIIOPY[I, L0 He 30eperiiucs, BIpTyabHy B3a€MOIIIO 3 EKCIIOHATAMH
B My3€sIX, JIeTallbHi KOMEHTapi JI0 TYPUCTHYHUX 00 €KTIB Y PEKUMI PealbHOTO Yacy.
Bukopucranns AR-7o1aTKiB MoJieriye OpieHTyBaHHs Ha MICIEBOCTI, 3abe3nedye
LIBUIKUH TOCTYI 10 iH(OpMaLlii Ta MiBHIYE PIBEHb 3aTy4EHHS TYPUCTIB.

B ymoBax BHCOKO{ KOHKYPEHLl MDK TYPHCTHYHHMH JIESCTHHALISIMA TEXHO-
JIOTisl TOTIOBHEHOI peabHOCTI JO3BOJISIE CTBOPIOBATH YHIKAJIBHI TYPUCTHYHI ITPOJTY-
KTH, 110 TIOEHYIOTh SJIEMEHTH T'PH, IHTEPaKTHBHOCTI, iCTOPUYHOI PEKOHCTPYKLIT Ta
MIEPCOHATIB0BAHOTO CYNMPOBOIY. AR MO)e BUKOPHUCTOBYBATHCS y My3esiX, eKomap-
KaX, Ha ICTOPHYHUX JIOKAIiSX, ¥ TYPUCTHYHO-IH(QOPMAIIHAX TIeHTpax, Ha (ecTH-
BaJSIX, Y TOTEISX 1 TPAHCIIOPTHUX BY3MIax [2].

CyrreBi epeBaru fae iHterpaiis AR 3 HITUMH CMapT-TEXHOJIOTISIMUA — Te-
OJIOKAIIi€l0, TU(PPOBUMHU KapTaMH, CEHCOPAaMH, aHAITHYHUMH CHCTEMaMH, a TaKOX
3 FeHepPaTHBHUM IITYYHUM IHTEJIEKTOM, SIKMH 31aTHUH (JOpMyBaTH aJanTHBHI Map-
HIpYTH, Mepekianatd iHGopMalilo y pealbHOMY 4aci Ta HaJaBaTH NEpCOHAIbHI
PpeKOMeHaIlil.

VY tabnuui 1 HaBeeHO OCHOBHI HAIPSIMU 3aCTOCYBaHHSI JIOLIOBHEHOT peallb-
HOCTI y TYpUCTHYHIN JTISUTBHOCTI.

Tabnuys 1
3acTocyBaHHS JONOBHEHOI peaIbHOCTI Y TYpHU3Mi
Ha3Ba Omnc

IaTepakTuBHI ekcKy- | AR 3a0e3medye mokas JOAATKOBHUX Bi3yaJlbHHX eleMeHTiB: 3D-

pcii MoJeNnel, peKOHCTPYKIIiH, aHIMaI[il, iCTOPHYHHX CLeH 0e3 BCTaHO-
BJICHHS TPOMI3JIKOT0 00J1aJHAHHSL.

Hagiramis ta opien- | TypucT Moxe OTpUMYyBAaTH MiJKa3KH Ha eKpaHi cMapTdoHa: Hampsi-

TyBaHHS MKH PYXY, BIICTaHb 10 00’ €KTIB, pEKOMEHAALIT OO JTOKAIil
mooJIn3y.

Myseiini AR- J103BOJIIOTH OXKUBIISITH €KCIIOHATH, TIOKAa3yBaTH 1X Y MIEPBICHOMY

EKCIO3HILIT BHTJISIII, TOTTOBHIOBATH ayIi0- TA BiJCOKOMEHTAPSIMH.

MapxkeTuHr i mpo- AR-peknaMHi MaTepianu 3a0e3Me4y0Th epeKT IPUCYTHOCTI, J0-

MOILIiS JECTHHALIN 3BOJIIIOTh MaHOYTHROMY TYPUCTY “TICPETIIIHYTH MicCIle TIepest
HOJIOPOXKKIO.

[MinBuiuenns Oe3ne- | BuBeneHHs Ha ekpaH cMapT(OHA MoIepeKeHb, PEKOMEH1allii

KH TYpHUCTIB [I00 MOBEIHKH, IaHUX NP0 HeOE3MeuHi TIISTHKA MapIIpyTy.

Jlxepeno: y3araJbHEHO Ha OCHOBI JaHux [3]
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[TpukmagaMy BUKOPHCTAaHHSA TEXHOJIOTII TOTIOBHEHOI PeaJbHOCTI B TypHU-
3Mi MOXXYTh OyTH: ONTHYHI cucteMu (smart-oxynsipu), Bineo-overlays Ha cmap-
T(hoHaxX, TEXHOJIOTIi MapkepHOi Ta Mapkep-less AR, a Takox MOOLIBHI T01aTKH,
mo Hajexars 1o kareropii Mobile Augmented Reality. Taxi iHcTpymMeHTH 10-
3BOJISIIOTH TYPUCTaM B3a€MOJISATH 3 KyJbTYPHOIO CIaANIMHO0 OUTbII INTMOOKO Ta
iH(pOpPMATHBHO.

OnHak edexTuBHICTH BUKOpUCTaHHS AR y Typuctnuniii cdepi [4] 3ane-
JKUTPH Bifl HU3KH (DaKTOPIB:

1. sKiCTH IHTEPHET-TIOKPUTTS Ta AOCTYI JI0 MOOUTBHUX MEPEX;

2. piBeHb uu(ppoBoi iHPPACTPYKTYpH Ta TEXHIYHOTO 3a0E3MEUCHHS TY-

PUCTHYHHX 00 €KTIB;
3. (diHaHCOBI BUTpATH HA CTBOPEHHS Ta MIATPUMKY AR-KOHTEHTY;
4. morpeba y HaBUaHHI IEPCOHAITY Ta OHOBJIICHHI TYPUCTUYHHAX MaTepia-
JB.
HeszBaxaroun Ha meBHiI 00MEXEHHS, TEXHOJIOTIsI JOTIOBHEHOT pealbHO C-
Ti Ma€ MOTEHLIaJ CTaTH Ba)XXJIMBHUM ApaliBEPOM PO3BUTKY TYPUCTHUYHOI raiysi,
3a0€e3Meuyroun MiABUIICHHS SIKOCTI MOCIYT, TOKPAIIEHHS TYPUCTHYHOTO JOCBi-
Jly Ta KOHKYPEHTOCIIPOMOXHOCTI TYpUCTHYHUX JAECTHHALIH.
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V]IK 614.842

3AXO/IM BE3NEKHU MOXKEXHO-PATYBAJILHOI TEXHIKA HA
MPU®POHTOBUX TEPUTOPISIX B YMOBAX BIMHA

HOpiit TAHYUIIIWH
JIvgi6chbKuti depoicagnutl ynieepcumenm 0e3nexi HCummeoisibHoCmi

Anomauia. 11i0 yac 6UKOHAHHA 3A80aHb 34 NPUSHAYEHHAM 3 30HI 6e0eHHs 0olio-
6ux 0ii, a came Ha NPUPPOHMOGUX mepumopiax Yxpainu, 0cobosuil CKIA0 NONCENCHO -
PAMYBANbHUX NiOPO30iié NOCMINHO nepefysac 6 30Hi HA036UHAIIHO NidUUleHOT Hebe3n e-
Ku. Bionogiono, dodamkosuii 3axucm y eueinoi 3axXucHo20 KoHmypy ma 3acobie paodioe-
JIeKMPOHHOT  60pombOU  3HAYHOIO MIPOIO RIOBUWYE CMYNIHb 3AXUCIY NONCEHCHO-
DPAMYBANbHOI MeXHIKU ma 0c0008020 CKAAOY Ni0 4ac CIOY8AHHA MA NOBEPHEHHS 3 MICYs
N0 NOJICEIHCHO-PAMYBATILHO20 NIOPO3OLTY.

Knrwuoei cnosa: saxucnuii konmyp, FPV opomn.

Annotation. While performing assigned tasks in the combat zone, namely in the front-
line territories of Ukraine, the personnel of fire and rescue units are constantly in an extremely
high-risk zone. Accordingly, additional protection in the form of a protective circuit and elec-
tronic warfare means significantly increases the degree of protection of fire and rescue equip-
ment and personnel during the pursuit and return of the fire and rescue unit from the scene.

Key words: protective circuit, FPV drone

[Tin yac BUKOHAHHS 3aBJaHb 32 MPU3HAYCHHSIM 3 30HI BeJleHHsI 00HOBHX
nii, a came Ha mpudpoHTOBUX TepuTopisix Ykpainu [1], ocoboBuit ckman mo-
KESKHO-PATYBATBHUX MiAPO3IUIIB TOCTIHHO TepeOyBae B 30HI Haa3BUYalHO
MiJBUIICHOT HeOe3neku. BimoBiqHO, T0IATKOBUN 3aXUCT Y BUTIIAII 3aXHCHOTO
KOHTYpY Ta 3aco0iB pamioeneKTpoHHoi 60poThbu (nani - PEB) 3HauHO0 Mipoto
MiIBUIIYE CTYIIHb 3aXHCTy MOXEKHO-PATYBAIBHOI TEXHIKM Ta 0c00OBOTO
CKIagy MiJ dYac CIiIyBaHHS Ta TOBEPHEHHA 3 MicOd MOl IT0XKEKHO-
pATYBaNBHOTO Mipo3ainy [2]. 3axucHuii CiTKOBHUil KOHTYp 300paxeHo Ha puc.1,
JaHWUK 3acid MigBUINYE CTYIIHb 3aXHUCTY U TEXHIKH, a HAHTOJIOBHIIIE I 0CO-
0oBoTO CKIIaxy Bif mpsMoro nonaganHs FPV mpowna.

AN B T

= W

KO TARTHHEKA

Pucynoxk 1 — 3axucHuii ciTKOBUIl KOHTYp Ha aBTOLMCTEPHI.
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Tako, cinig B3ATH 10 yBary, IO IOKEKHO-PATYBaJIbHA TEXHIKA Ha MPHU-
(pOHTOBUX TEPUTOPIAX KOMILIEKTYeThCsi cucteMoro PEDB, ane Bin FPV npona Ha
ontoBoJiokHi cucrema PEB He mpairioe, sik 300paxeHo Ha puc.2.

Pucynox 2 — ABTommcrepHa micns ypaxenas FPV apoHa Ha olITOBOJKHI.

OTmxe, NONATKOBUI 3aXHCT MOXKEKHO-PATYBAaJBbHOI TEXHIKM Yy BHUIIAIL
CITKOBOT'O KOHTYpPY 3HaYHOIO MIPOIO Mi/IBUILYE CTYIIIHBb 3aXUCTY JUI 0COO0BOTO
CKJIay TIOXKEKHO-PATYBAIBHUX IT1IPO3ILITIB.
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KPUTEPIi BABOPY ONEPAIIIMHOI CHCTEMM PEAJIbHOI'O
YACY IJIAA TIPOTPAMHOI'O 3ABE3IIEYEHHSA ABTOITIIVIOTA
BE3NIVIOTHOI'O NOBITPSAHOT'O CYIHA

Ilerpocsan A.P., Xomenxo /I.I1.
Jeporcasnuil ynisepcumem "Kumomupcora nonimexuixa”

Anomauin. B pooomi ananizyromvcsa kpumepii ubopy onepayiinoi cucmemu pe-
aAnbHO20 Yacy 018 A8MONiNoma Oe3NiIOMHUX NOBIMPAHUX CYOeH, NOPIBHIOIMbCA NONYILs-
PHI onepayitini cucmemu peaibHo20 Yacy, OYIiHIOEMbCSL IX 0emepMiHOBAHICIb, 3aMPUMKU
ma 6niue anapamuux i nPOSPAMHUX (haKmopis, 6U3HAUAIOYU OOYINbHICMb 3ACMOCY8AHHS
cucmeMm JCOPCMKO20 PeanbHo20 4acy Oas 3abesneuenus cmabiibHo2o 1 6e3neunozo
N0IbOMY Mma NiOKPeCire 3HAUEHHs AKICHO20 AHANI3Y NIAHYBATbHUKA, NEPEPUBAHD | KO-
8AHb 3AMPUMOK YACY.

Knrwuoei cnosa: onepayiiina cucmema peanvrozo uacy, RTOS, asmoninom BIIC,
UAV, demepminosanicme.

Abstract. The paper analyzes the criteria for selecting a real-time operating sys-
tem for the autopilot of unmanned aerial vehicles, compares popular real-time operating
systems, evaluates their determinism, delays, and the impact of hardware and software
factors, determining the feasibility of using hard real-time systems to ensure stable and
safe flight, and emphasizes the importance of a qualitative analysis of the scheduler, in-
terrupts, and time delay fluctuations.

Key words: real-time operating system, RTOS, UAV autopilot, determinism.

3abe3nedeHHst CTabUIBHOrO Ta 0E3MEeYHOTo MOJIBOTY OE3MUIOTHUX MOBIT-
psaaux cyneH (BIIC) xpuTHYHO 3aleXUTh Bil BAKOHAHHS aJTOPUTMIB YIIpaBIliH-
HS B CTPOTO 3aJiaHi 4acoBi paMku. JlaHe 3aBIaHHs MOKJIAAAEThCs Ha ONepaliiHy
cucremy peansHoro wacy (OCPY), sxa Bucrymae (pyHIaMEHTOM NPOTrpamMHOI
apXiTeKTypH aBTomiyoTa. Y 3B'I3KY 3 UM 3aBaaHHs BuOopy OCPU, ska Bimmo-
BiZla€ BUMOI'aM JIETEPMIHOBAHOCTI, HaJIMHOCTI Ta MPOJYKTHBHOCTI, CTAa€ OJJHUM
3 TepIIOYeproOBUX MPH MPOEKTyBaHHI cucteM yrpasiiaas BIIC.

OCPY xnacu¢ikyloThes 3a psSAOM O3HAK, TaKMX SK apxiTeKTypa spa,
CTpaTeris TIaHyBaHHS 3aBJaHb, THII JilleH3ii Ta pecypcoeMHicTh. OqHAK KITIO-
YOBUM JUISI KDUTUYHUX 3aCTOCYBaHb € KpUTEPId THMYAcOBOI nepeadadyBaHOCTI,
BIAMOBIAHO 0 SIKOTO BHAUIIOTH TpH OCHOBHI Kiacu OCPY:

"  CHCTEMH >KOPCTKOTO peajibHOro yacy. HemorpumanHs yacoBux oOMme-
JKEHb BBAKAETHCSI KDUTUYHOIO BiIMOBOIO 1 MOKE MPHU3BECTH JIO KaTacCT-
PpOQIUHIX HACTIKIB;

"  CHCTEMH CTIHKOTO peajbHOro uacy. Y JaHWX OIepamnifHuX CHCTeMax
TTOOJMHOKI MOPYIICHHS 9aCOBUX OOMEKEHb He € (aTaJbHUMH 1 HE Ma-
I0Th KPUTHYHOTO BILUTHBY Ha (DYHKIIOHYBaHHS;
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"  CHCTEMH M'SIKOTO peajbHOro 4acy. BoHM 3acTtocoByeThes 10 BOymOBa-
HUX CHCTEM, JIe HEeIOTPUMaHHS BH3HAUYEHHX YaCOBUX OOMEKEHb He
CYTT€BO BIUIMHE Ha TIOB'S3aHi IIPOIIECH Ta 3araibHy pOOOTY CHCTEMH.

Y KOHTEKCTi po3poOku mporpamHoro 3abesnedenHs asrominora BIIC, ne
HNOPYLIEHHS! THMYacOBHX OOMEXEHb y KOHTypax cradimizaiii ta HaBirauii € He-
mpuiryctumMuM [ 1, 2], noMiHyro9nM (akTOpOM € 3aCTOCYBaHHS OIEpPAIiifHOT CH-
CTEMH OPCTKOTO peajbHOro yacy. I1 KIodoBa mepepara — 3abe3neueHHs aeTe-
PMIHOBaHOI peakiii Ha MOil, IO € 3aII0PYKOI0 CTIHKOCTI Ta OE3MEKH MOJIBOTY.

V crarri [3] npencrasieHi KUTBKICHI Ta SIKICHI pe3yJbTaTH, OTPUMaHi B pe-
3yNIBTATI aHaJi3y ONEpalifHUX CHCTeM peasbHOTro Jacy. JlocmimKyBammcs cucre-
vu Windows CE, QNX Neutrino, VxWorks, Linux i RTAI-Linux, sxi mupoko
BUKOPHCTOBYIOTHCS B IPOMHUCIIOBHX 1 aKaJIeMiuHUX cepefoBuiax. OUiHKH BKITIO-
YaloTh HAWTIPII MOKa3HUKH 4acy BiATYKy, 3aTpUMKa II€pepHBaHb, KOJIMBAHHS
3aTpUMKH. BOHM MiIKpecIo0Th, 0 JOCTOBIPHO BHUMIPSTH MapaMeTpH MOXKHA
TUTBKH 32 JOTIOMOTOIO 30BHIIIHFOTO O0JIafHAHHS — 1€ TeHepaTop i1 ocuuiorpad.

VY pobori [4] mOCHiKY€EThCs SIBUILE KOJIMBAHHS 3aTPUMOK 4acy B CHCTe-
Max pealbHOTO Yacy, [0 BUHHUKAE SIK Yepe3 amapatHi (pakropu: OJIOKyBaHHS IIH-
HH, Kelly, KOHBEEPIB, Tak 1 depe3 MporpaMHi MPUYUHHU: OJIOKYBaHHS PeCypciB,
BUKOHAHHSI KPUTUYHUX CEKI[iH, BIAKIIIOUEHHS IepepuBaHHs. MeTa J0CIiKeHHs —
KUTBKICHO BUMIPSATH KOJIMBAHHS 3aTPUMOK Yacy Ha MpoLecopax 3araibHOTo Mpu3-
Ha4yeHHsl 3 BUKOPHUCTAHHSIM PO3IIMPEHb JUIsl OmepauidHux cucreM. [IpoBeneHo
aHalli3 HOro BIUIMBY Ha poOOTY KPOKOBHX JBHUTYHIB, a TaKOXX 3allpOIIOHOBAHO
CrIocoOU 3MEHBIIEHHS HOTO BIUIMBY Ha POOOTY CHCTEMH.

Y pobori [5] mpoBoAXTECS SAKICHE Ta KUTBKICHE MMOPIBHSHHS JBOX IIHPO-
KO BHKOPHCTOBYBAaHHMX OTEpPAIlifHUX CHCTEM pEaJbHOTO 4Yacy: KOMEpUiiHHOi
pC/OS-1III Ta Bigkputoi FreeRTOS. 3a momomoroio HabOpy TECTIB aBTOPH OIIi-
HIOIOTh TakKi IapaMeTpH, sIK: 3aTPUMKH OOpOOKHM IepepHBaHb, MEPEeMHUKaHHS
3aBJaHb, poOOTH 3 cemadopaMu Ta MbIOTEKCaMH. Pe3ynbTaTH MOKa3yloTh, MO
xomepuiitaa pC/OS-1I1 ve mae 3HauHOI epeBaru nepen FreeRTOS, xoua BoHa
JEMOHCTPYE Kpallli cepe/lHi MOKa3HUKH B JESKUX TEcTax, MpOTe il MOBeNiHKa
MEHII TIependadyBaHa dYepe3 CHJIBHHN BIUIMB OOpPOOKH CHCTEMHHX TiKiB.
FreeRTOS moBoauThCs cTaOUIbHINIE, alle Mae JACsAKI MPoOIeMH 3 AUHAMIYHIM
yIpaBIiHHAM TaM'STTIO.

Bubip OCPY mis nporpamuoro 3abe3neueHHs apromiiora BIIC, Bu3Ha-
YAEThCSI HU3KOK KPUTHYHO BAXKIHBHUX (hakTOpiB. AmapaTHa ruiatdopma xapak-
TEPU3YETHCSI CYBOPUMH OOMEKCHHSIMH IIIOJI0 €HEPrOCHOKMUBaHHS, 00CsTy Ia-
M'ATI Ta OOYHCITIOBAILHOT TIOTYXKHOCTI, 110 BUKJIFOYAE 3aCTOCYBAHHS PECYpPCO€-
MHHUX yHIBEpCANIbHUX OIEpalifHuX cucTeM. KIIouoBMMH 3aBIaHHSIMH aBTOIIi-
JOTa € BUKOHAHHS BHCOKOYACTOTHHUX KEPYIOUMX LHUKIIB 3 JETepMiHOBaHUMH
YacOBHUMH iHTepBajaMu, oOpoOKa MaHWX 3 JaTYHKIB (aKCeIepoMeTp, TipOCKOIL,
GPS, 6apomeTp TOIIO) 3 MIHIMATFHOKO 3aTPHMKOIO0 Ta 3a0€3IIEYCHHS CBOEYACHOT
peakiii Ha 30BHImIHI BIuMBHU. SIk mokasaB aHaii3, ;s ix peatizanii OCPY mo-
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BHHHA MaTu IiepeadadyBaHu IJIaHYBAJIFHUK, MiHIMAJIbHI KOJMBAHHS 3aTPUMOK
Yacy i BUCOKY LIBHJIKICTE OOPOOKH NepepUBaHb.

Jo naii6inbm nonmpennx Binkputux OCPY moxna Bignectu: FreeRTOS,
ThreadX, Nuttx, Zephyr. I1epmi xBi BinHOCsATECS 10 sterkux RTOS, a ocranHi aBi
1o noBHOIIHEUX RTOS 3 HEoOXiAHUME B OUTBIIOCTI BUMAIKIB MOAY/IsMu. OHAK
B nokymenTanii FreeRTOS i ThreadX uiTko BKa3aHO, IO SAPO BUKOPUCTOBYE
ATOPUTMH, SIKi € JICTSPMIHOBAaHUMH, TOOTO Yac 0OpPOOKH HE 3aJICKUTh Bill KUTBKO-
CTi BUKOHYBaHHX 3aBJaHb. 3acrocyBaHHs iHmMX RTOS BuMarae B neskux BUmai-
Kax OIIIHKM JIETEpMIiHI3My CaMOCTiiHO, sK 3a3HaueHO B [3]. Takoxx aHaibI3 MoKa-
3aB, KOHTEKCT NepekimroueHHs 3a1a4 B oaHiii OCPY mMoxeT OyTH pi3HUM Y 3B SI3KY
3 arlapaTHUMU (paKTOpaMu, Tax i yepe3 HporpaMHi HPHYUHH.

BucnoBku. IIpoBenenuii aHazi3 MOKa3ae, M0 U IPOrPaMHOro 3ade3re-
yeHHs aBTonitora BIIC KpUTHYHIMH € IeTepMIHOBAHICTh, MiHIMAITbHI KOJIMBAHHS
3aTPUMOK 1 BUCOKA HIBUJIKICTH 00pOOKHM mepepuBaHb. CHCTEMH >KOPCTKOTO pea-
JBHOTO Yacy € HAMOUTBII MPUIATHIMH [UTS TaKUX 3274, TOZ1 SIK BUOIp KOHKpET-
Hoi OCPY mae BpaxoByBaTH anaparHi 0OMEKEeHHs, apXiTeKTypy IuIaHyBaJbHHKA
Ta nependavyBaHiCTh ii HOBEIHKH B PEATbHUX YMOBAX €KCILTyaTaIlii.
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PO3POBKA KOHIEITYAJIBHOI'O TIPOEKTY IH(DOPMAHI?IHOT
CUCTEMMU JJIs1 ABTOMATUYHOT'O AHAJII3Y HACTPOIB
Y COIJAJIBHUX MEPEXAX JUIs1 OHIHKHU PEITYTAIII BPEHY

Inrorina K.A.
Hayionanvnuii ynisepcumem « Odecoka nonimexmika»

Anomauia. Anomayisn. Po3pobieno KomyenmyanbHutl npocKm cucmemu MOHImo-
puHey 6pendy. Onucano nosHull yurki oopodku oanux: 6id 30opy uepez API Twitter do 6i3y-
anizayii y Streamlit. O6rpynmosgano euxopucmanns netipomepeoici BERT ons eucokomou-
HO20 AHAI3Y MOHATLHOCTI MEKCNY MA GUSGIIEHHS NPUXOBAHUX NAMEPHIE Y GI02YKAX KOPU-
cmyeauis..

Knrwuoei cnosa: ananiz monanenocmi, penymayis openoy, BERT, NLP, gizyani-
3ayis OaHUX.

Abstract. A conceptual project of a brand monitoring system is developed. The
full data processing cycle is described: from collection via Twitter API to visualization in
Streamlit. The use of the BERT neural network for high-precision sentiment analysis and
detection of hidden patterns in user reviews is justified. Keywords: sentiment analysis,
brand reputation, BERT, NLP, data visualization..

Key words: sentiment analysis, brand reputation, BERT, NLP, data visualization.

VY cydacHOMY IIU(pPOBOMY MPOCTOPI peryTallis OpeHly € OJHUM i3 Haii-
BAXIMBIMIMX HEMaTepialbHUX akTHBiB KommaHil. CoIliadpHI Mepexi meperBo-
puIHcs Ha rII00albHy KHUTY CKapr Ta MPOIO3HIiH, /e KOPUCTYBadi IOXBIIIMHA
TeHEPYIOTh THCSYl MOBioMIIeHb. [y Gi3HECY KPUTHYHO BaXKJIMBO HE MPOCTO
(ikcyBaTu 3ragku mpo cebe, a po3yMiTH eMolliiiHe 3a0apBICHHS IMX 3TaJIO0K.
Ockinbku 00csaru iHpopMallil NepeBUILYIOTh JIOACHKI MOXIIMBOCTI 00poOKH,
BHHUKaE 1MoTpeda y CTBOPEHHI aBTOMATH30BaHUX iHPOPMAIIHHUX CHCTEM, 311a-
THHUX aHaJII3yBaTH NMPHUPOAHY MOBY. MeToro poboTn € po3poOKa KOHIEHTYalb-
HOTO TIPOEKTY TAaKOi CHCTEMH, SKa MOEIHY€E MIBHAKICTH 0OpOOKH JaHWX 13 TIIH-
OMHOIO CEMaHTHYHOTO aHami3y [1].

KoHnenTyaisHa MOAeNb PONIOHOBAHOI CHCTEMH 0a3yeThCst Ha MOJYJb-
HIil apXiTeKTypi, 1o 3a0e3neuye THYYKICTb Ta MOXJIIMBICTH MacIITaOyBaHHS.
Iporec QyHKIIIOHYBAaHHS CHCTEMH MOYKHA PO3IUIMTH HA YOTHPH KJIFOYOBI €Ta-
mu: 30ip marmx (Data Ingestion), momepenas o6podka (Preprocessing), iHTEICK-
tyanpauii anani3 (Al Core) Ta Bi3yauizais pe3ynbraTie (Presentation Layer).

Ha erami 300py maHux cucTema B3a€MOJI€ i3 30BHINIHIM CepeIOBUIIEM
yepe3 API comiansaux mepex (3okpema Twitter/X). '010OBHUM BUKIIMKOM TYT €
OTPUMAaHHS pejieBaHTHOI iH(OpMaIii cepen «urymy». st 1bOrO B IPOEKTI Ie-
pendayeHO BUKOPHCTaHHS CKJIaJHUX MOLIYKOBHX 3aIHTIB, SKi (QLIBTPYIOTH I10O-
BIZIOMJICHHS HE JIMIIIC 3a XCIITeraMu OpEHIy, aje i 3a IeoJIOKAIli€l0 Ta MOBOIO
kopuctyBaya. OtTpumaHi gaHi 30epiraloTeCsi y CTPYKTYpPOBaHOMY BUIJIISII
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(DataFrame) 3a gomomororo 6i0miorekn Pandas, mo no3Bossie eheKTHBHO MaHi-
MYyJIFOBaTH BEJIMKHUMH MacHBaMHU TEKCTOBOI iH(OpMAITil.

Etan nonepeanboi 00OpoOKH € KPUTHYHUM JJIsi KOPEKTHOT poOOTH alro-
PUTMIB MalIMHHOTO HaBYaHHS. «CHpID» TEKCTH 3 COIIAIbHUX MEpEeK HacHieHi
CJICHTOM, €MOJI31, IOMIJIKaMH Ta CKOpoueHHsMH. CHUcTeMa aBTOMaTHYHO OYH-
LIy€ TEKCT BiJl HOCHJIaHb, CIIY’)kKOOBHUX CHMBOJIIB Ta CTOII-CIIiB, IIPUBOAUTH CIOBA
10 ixHbOi mo4yatkoBoi Gopmu (Jematuzanis). Lle K03BoJsIE 3MEHITUTH PO3MIp-
HICTh TaHUX 0e3 BTPATH 3MICTYy.

CepueM cucTeMU € MOAYJIb aHaJli3y TOHAIBHOCTI, TOOynoBaHMit Ha 0a3i ap-
XiTekTypr  Tpancpopmepie — wmoxmemi BERT  (Bidirectional Encoder
Representations from Transformers). Ha BinMiHy Bif 3acTapiInx METO/IB, sIKi aHa-
ni3ytoTh cnoBa okpemo, BERT po3riisiiae Bce peueHHs 1IIKOM, BPaXOBYIOUYH KOH-
TEKCT KO>KHOTO CJIOBA B 000X HampsiMKax. Lle gae 3Mory cucteMi KOpeKTHO iHTep-
NPEeTYBaTH CKJIaHI JIIHIBICTUYHI KOHCTPYKIIii, HAPHUKIA, BinpizHatn ¢pazy «Lle
mpocto 6omOal!y (mo3uTHBHMI BiAryK) Bix «CepBic — MOBHUI kax» (HEraTUBHHUIA),
HaBITh SIKIIO OKPEMI CJI0OBa MOXKYTh MaTH pi3He 3a0apBiicHHs. BukopucraHHs 1o-
MepeJHbO HABUCHOT MOJIENIi 3 MOJANIBIIUM JoHaBYaHHM (fine-tuning) Ha cnerwdi-
YHOMY JJaTaceTi BIII'yKiB 3a0e3medye BUCOKY TOUHICTh Kiacudikanii [2].

3aBepUIaJIbHUM €TalloM € IPE3eHTAllis aHANITHKH KIHIIEBOMY KOPUCTYBa-
yeBi. [y mboro B mpoekTi Bukopuctano ¢peiimMBopk Streamlit, sikuid 103BOJIsIE
CTBOPIOBATH IHTEPaKTUBHI BeO-momaTki. KopucTtyBau oTpuMye TOCTYII 0 Jalil-
0opny, ne BimoOpakaeTbes AWHAMIKA HACTPOIB Y 4aci, XxMapa CIiB (HaidacTimri
TEMH OOTOBOpPEHHsS) Ta PO3MOJUI BIATYKIB 3a KareropissiMu. Taka Bizyawiizawis
JO3BOJISIE MEHEIDKEPaM MUTTEBO OLIHIOBATH «3J0POB’s» OpeHOy Ta MpUAMaTH
0OIpyHTOBaHI yIPaBIIHCHKI piteHHs [3].

OTxe, 3aNpONIOHOBAHUH KOHIENTYaJIbHUIN MPOEKT AEMOHCTPYE, SIK TOEM-
HaHHA cydacHuX Python-6ibmioTek Ta HelipoMepe)KeBHX TEXHOJOTIA T03BOJISIE
CTBOPUTH €(DEKTHBHHUIl IHCTPYMEHT Uil 3aXHMCTY Ta YIPABIIHHS pPEHyTali€ro
oizuecy.
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IH®OPMAIIIMHI TEXHOJIOI'Ti B OCBITI:
BUKOPUCTAHHS INTPOI'PAMU MULTISIM

Hazapiii IOHNY, KOpiii BOP30B
Jlvsiscorutl Oeporcagrull yHieepcumem Oe3neKu HeummeoisibHOCmi

Anomayis: Y meszax po3ensiHymo ponis inghopmayitinux mexnono2iti 8 0ceimi ma
0coOIUBOCI BUKOPUCIAHHSL 3ACMOCYBAHHS NPOZPAMHO20 KOMNILEKCY KOMN TOMEPHO20
MOO€I0B8ANHS eleKMPOHHUX cXxem ma npucmpoie Multisim komnanii pospobruka National
Instruments sk CyuacHO20 3ac00y MOOENIOBAHHSL MA OOCHIONCEHHSL eLeKMPOHHUX CXEM.

Knrouosi cnosa: inghopmayitini mexnonozii, Multisim, oceima, mooentosanms.

CroroaHi iH(pOpMAIiifHI TEXHOJIOTIi PO3BUBAIOTHCA YK€ IIBHIKO 1 CyT-
TEBO BIUIMBAIOTH HA HAIle JKUTTS, 30KpeMa i Ha OCBiTY. 3aBAsSKM LHU(POBUM
IHCTpYMEHTaM HaBYaHHS CTa€ MIKaBIilIMM, 3pYYHIIIAM 1 OJIDKYUM 10 peabHUX
curyarid. OTHUM 3 TaKKX IHCTPYMEHTIB, SIKM{ MIUPOKO BUKOPUCTOBYIOTH Y TEX-
HIYHUX CIEUIaIbHOCTAX, € NMPOrpaMHHUH KOMIUIEKC KOMIT FOTEPHOTO MOJEIIO-
BaHHsI €JIEKTPOHHUX CXeM Ta rpuctpoiB Multisim. Bona nonomarae monemntoBa-
TH €JIEKTPOHHI CXEMH 1 IPOBOUTH MPAKTUYHI POOOTH IIPOCTO HA KOMIT TOTEPI.

Multisim crBopmiia kommanis National Instruments, sika BummycTiia 6e3-
KOIITOBHY Bepcito nmporpamu Bepcist NI Multisim Analog Devices Edition, sika
Mae Jrmie OOMEKEHHS 10 3aCTOCYBaHHIO KUTBKOCTI €JIEMEHTIB B OIHIH CXeMi.
[Iporpama nae 3mMory OyayBaTH €IEeKTPOHHI CXEMH, IEPEBIpATH iX pobOTy 1 BIO-
CKOHAJIIOBAaTH 0O€3 BUKOPUCTAHHS CIpaBXHIX mertaneil. [arepdeiic y Multisim
MPOCTHIA 1 3pO3YMITHIA, TOMY 3 HEIO JICTKO IMPAIOBATH HABITH THM, XTO TLIBKU
MMOYMHAE BUBYATH CJICKTPOHIKYy. CaMe TOMY 11 4acTO 3aCTOCOBYIOTh Y KOJICIDKAX
Ta YHIBEPCHUTETAaX IIifl 4ac J1abopaTOpHUX 3aHSITh.

OcHoBHe npu3HadeHHs Multisim moJisirae y CTBOpPEHHI BipTyalbHOT J1abo-
paropii, Jie MOYKHA TOYHO MOJIETIOBATH POOOTY ENEKTPOHHUX CXeM. Y mporpami €
BEJIMKA KOJICKIi KOMIIOHEHTIB, SIKI TOBTOPIOIOTH CIIPAaBXHI PajlioeIeMEHTH, a
TaKOX MPIJIATM JUI BUMIPIOBaHHS, CXOXKI1 Ha Ti, 110 BUKOPHUCTOBYIOTHCS B pealib-
HHX J1Ia00paTopisx. 3aBIsSKNA LBOMY CTYACHTH MOXYTh OTPUMYBATH MPAKTHYHHH
JOCBIIT HABITh TOMI, KOJM Yy HABYATLHOMY 3aKJIaJli HEMae JOPOTOro 00JafHaHHS.

Buxopucranas Multisim y HaBuamsHOMY TpoIleci Mae OaraTo ImepeBar.
[To mepmre, e moBHICTIO OE3MEYHO, aJKe KOMHI JeTalli He MOXYTh 3TOPITH, a
o0naHaHHA HEe MOXKe BUWTH 3 any. [lo mpyre, mporpama HaB4Yae aHali3yBaTH i
npoekTyBaTH cxemu. CTyIEeHTH MOXYTh JOCHIIKYBaTH POOOTY EIeKTPOHHUX
CXeM, aHaJTI3yBaTh CUI'HAJIH Ta MPOBOJUTH EKCIIEPUMEHTH, SIKI B peallbHUX YMO-
Bax BUMaraiu 0 Oararo yacy i 3HaUHUX BHTPAT, BHOCUTH 3MIHH, CIIOCTEpiraTu
pe3yabTaT 1 mopiBHIOBaTH pi3Hi BapianTu. [lo Tpere, pobdorta 3 Multisim momo-
Mara€e po3BUBATH BAXIIMBI HABHYKH, SIKi MOTPIOHI MalOyTHIM (axiBLsIM y TeX-
HIYHUX Tany3sx. /[l MaiOyTHIX iHXKeHepiB Ta TexHikiB Multisim € gyxe miH-
HUM IHCTPYMETOM.
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Pucynox 1 — Cepenourie Multisim

OTmxe, MPOTpaMHUH KOMIUIEKC KOMII'IOTEPHOTO MOJETIOBaHHS €JIEKT-
POHHHX CXeM Ta NpHucTpoiB Multisim Biirpae BaxJMBY pojb y CydacHid TeXHi-
YHii ocBiTi. BukopucTanHs 11i€i mporpaMu MiIBUIIYE SKICTh MIATOTOBKH CTYye-
HTIB, pO3BHBaE iX mpodeciiiHi BMiHHS 1 3a0e3neuye JOCTYI 10 Cy4acHUX METO-
JIIB HABYAHHS, 1[0 BiANOBIJAI0Th BUMOTaM ChOTOHIIIHLOIO PUHKY Mpalli.
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OCOBJIMBOCTI BUKOPUCTAHHSA IMNOXKEXHNX
POBOTHU30BAHUX KOMIIVIEKCIB JIJIs1 TIPOBEJJEHHSA
ABAPIMHO-PSTYBAJIBHUX POBIT

Mapis IIOIMYYK, Map’su JIABPIBCbKUI
Jlvsiscokutl Oeporcagrutl yHigepcumem Oe3neKu HCUmmeOisibHOCmi

Anomayis. ¥ pobomi docniodceno nepesasu ma HedoNiKu SUKOPUCMAHHS POOOMU30-
BAHUX KOMMNJIEKCI8 NIO YAC NpOo8eOeHHs A8aAPIHO-PAMYBAILHUX POOIM 6 30HaX NiO08UUeHOT
Hebesnexu. Taxkooic po3ansadaromovcs pobomu NOJCEINCO2ACTHHS, SKI OMPUMATA HAWA Oepiica-
84 810 MIXICHAPOOHUX NAPTHEDIS.

Knouosi cnosa: pobomusosanui KoMniekcu, agapitiHo-psamyeanvti pobomu, 2a-
CIHMSL.

Abstract. The paper examines the advantages and disadvantages of using robotic
systems during emergency and rescue operations in high-risk areas. It also examines
firefighting operations that our state has received from international partners.

Keywords: robotic systems, emergency and rescue operations, extinguishing.

OjHi€r0 3 OCHOBHUX NPOOJIEM ITiJ Yac BiffHH, sSiKa PO3TOPHYJACS Ha TEpH-
Topil Hamoi AepXaBW, € BIiCHKOBI Jii BOpora, sKi CHpsSMOBaHI HE JHIIE Ha
00’€KTH, SKi € BOXIMBUMH JUIsl HOPMAILHOTO (DYHKIIOHYBaHHS KpaiHH, a i Ha
OUBUTBHY iHpacTpyKTypy. [cTOTHE Te, 10 BHACTINOK POCIHCHKHUX yHapiB, 3a3BH-
Yaii, BAHUKAE TOXKeXa, SIKy HeOE3IIeUHO JIIKBIIOBYBATH ITijl Yac 3arpo3u PaKeTHUX
o0cTpiniB. PATYBaNbHUKM CTHKAIOTHCS 3 MPOOJIEMOI0 MOXKIMBOCTI TTOBTOPHUX
aTak, 0 YHEMOXKJIMBIIIOE IIBU/IKE pearyBaHHs Ha HaJA3BUYAHI CHTYaIlil.

B peanisx cborolieHHs Hallla Jep)KaBa OTPUMYE MIATPUMKY Ta JOHOMOTY
Bim MDKHapogHWX mapTHepiB. OOHWM 3 MPOTPECHBHUX BHUPIMICHB MPOOIIEMHU,
IOJI0 TaCiHHS MOXKEX B CKIIAHHUX JUIS PATYBAIBHHUKIB YMOBaX, € p0OOTH30BaH1
KOMIUTeKCH. BapTo 3a3HaunTH, mo JlepkaBHa cioyx0a Ykpainu 3 HaI3BHYaHHIX
CHUTyalliif aKTHBHO BHKOPHUCTOBYE HOBITHE OOJIQJHAHHS y PI3HUX HampsIMKax
pearyBaHHs Ha Ha/JI3BUYAHI CUTYyaIlii y 30Hax MminBuieHoi Hebe3neku. baraTo-
LUIBOBI POOOTH MarOTh MIMPOKUI CHEKTP MOKJIMBOCTEH, 30KpeMa: raciHHs Ho-
JKEK PI3HOT CKIIQJHOCTI, MPOBEICHHS TYMaHITapHOTO PO3MiHYBaHHs, po0OTa i1
Yac XiMIYHOTO 3a0pyIHEHHS, €BaKyallis MOTEePIIUINX 3 HeOe3eUHO1 30HH TOIIIO.

XopomuMmH TpUKIaIaMH poOoTiB moxkexoraciHus € Magirus Wolf R1
(puc.1) Ta Alpha Wolf R1. Taktnuamii poOOT MOKEKOTACIHHS CKIATAETHCA 3
6a30B0i pyxoMmoi mIarpopMH Ha I'yCEHHYHOMY IIaci i3 T'yMOBUM IOKDHUTTSIM.
TsaroBuii IBUTYH 3a0e3medye mepecyBaHHS 1O PiBHINA MicmeBocTi 0e3 HaBaHTa-
sxerHs 1o 10-15 km/rox ta 3ycwiursiM Tsru 110 4 T. Bei By3iu Ta YacTHHH TaKTH-
YHOTO po0OTa MOKEKOTACIHHS MAIOTh CTYITIHL BOJIOr03axucTy IP65, 1mo no3so-
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i€ oMy IPOBOJUTH POOOTH HE 3Ba)kKalouH Ha BIUIMB BOJM Ha €IEKTPHYHI KOM-
wiektyoul. Ha 6a3oBy pyxomy miardopMy BCTaHOBJIEHO JAWHAaMIiuHI, CTaTHYHI
Ta OaIITOBI KAMEPH 13 CHCTEMOIO CTHCHEHOTO MOBITPS ISl OYMIIICHHS KaMmep, sKi
TPaHCIIOIOTH 0OCTaHOBKY HAaBKOJIO po0OTa Ta IepefaroTh Ha IutaHmeT. Ha xop-
Mycl TaKTHYHOTO po0OTa MOXKEKOTACIHHS 3HAXOMATHCS [Ba €KpaHa IMOTOYHOTO
cTaHy po0oTa, SIKi 3HAXOAATHCA M03aay OUIS CHCTEMH 3B’SI3KY, 32 HOPMaJIBHOT
eKCILTyarTallil BOHH II0Ka3yloTh JIOTOTUII Ta CTaH 3apsily akyMyJIaTOpHOi Oaraperi,
a 32 YMOBH aKTHBallii IEBHUX OIIIiil MMOKa3ye 3HaK yBaru. KepyBaHHs 31iiicHIO-
€THCS 32 JIOTIOMOTO0 JMCTAHIIHHOTO PajiooOMiHy yepe3 MOOLIBHY MaHelb Ke-
pyBaHHS 13 BCTAaHOBJICHMM IUIQHIIETOM, ITANBHICTh NPHHAOMY SIKOTO CTAaHOBUTB
150 merpiB. TakTnuHHMi PoOOT TMOKEKOTAciHHS Mae 0a30BY OO CHCTEMH
nojayi Boau abo MmiHM 13 MakcuManbHOI BuTparoto 2 000 yi/xB mpu Tcky 10
0ap, DampHICTH TOJa4i CTPYMEHS BOAM CKJIafae 10 65 MeTpiB, a i miHu — 45
mertpiB. [1,2]

58] Acre
AT vpATHI

Pucynok 1 — PobotusoBani kommiekcu Magirus Wolf R1

Ki1rouoBi nepeBaru KoMIuiekcy:

* poOOT BUTPUBAJIUIA 10 BUCOKHX TEMIIEpaTyp Ta MOXE Oe3IepepBHO
MIPAIIOBATH MPOTATOM 12 ToauH;

®  Mae BHUCOKY NPOXIJHICTH JJIsl IEPEMIIEHHS B CKJIAJHUX YMOBaX Mic-
LIEBOCTI (3aBaJii, HECTIHKiI KOHCTPYKILii, 3aTOIUICH] TEPUTOPIi);

=  He3aMIHHHH IHCTpYMEHT ais ikBimanii HaickmamgHimmx HC. Bix
NPU3HAYEHUI M TaciHHS IOXKEX y BaXKOAOCTYIIHUX MICIAX (CKIia-
IT¥, TiI3eMHI MapKiHTH, TPOMHCIOBI 00'€KTH, TYHEII), a TaKOX IPH
BUTOKaX ra3y, XiMiyHOMY 4 0i0JOTIHHOMY 3apa)KeHHi;

=  OKpiM raciHus, poOOT MOXe TpaHCIIOPTYBaTH HeoOXinHe 001aTHAHHS
Ta €BaKylOBaTH MOTEPIUIMX, IO MIHIMI3y€e PU3UKH IS PATYBalbHU-
KiB.[3]

Cepen He0J1iKiB Ta 00MeKeHb:
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=  OimpIIicTe pOOOTH30BAHMX KOMIUIEKCIB MOTPEOYIOTH MOCTIHOTO KH-
BJICHHS, 110 OOMEXY€ iX aBTOHOMHICTh Ta €(peKTHUBHICTD ITijl Yac TPH-
BaJIMX OIEPAITiif;

®  BUTOTOBJICHHS Ta OOCIYroBYBaHHS NMOTpeOye 3HAUHUX (PiHAHCOBHX
BKJIaJICHb, JI0 TOTO JX ICHYE 3arpo3a 3HHUIIEHHS uYepe3 MOJKIWBI MO-
BTODHI yJapy Ha MiCLSIX BUHUKHCHHS Ha3BUYaHHUX CHTYalii;

*= poOOTH He 3aBXKIM 3[aTHI alanTyBaTHCS O NEBHUX 3MIH Iepediry

cuTYyarii 0e3 TOTIOMOTH OIIeparopa.

[TincymMoByIoYM BHINECKa3aHE, MOXXEMO BIIEBHHTHCS B BaXKJIMBOCTI Ta
e(eKTHUBHOCTI BUKOPUCTAHHS POOOTH30BAHMX KOMIUICKCIB i Yac JIKBimaIlii
HaCIIIKIB PaKeTHUX OOCTpPiIiB, 30KpeMa raciHHs mokex. ChorosHi Hama aep-
)KaBa Mae€ MDKHApOIHHUX MapTHEPIB, sIKi JONOMAraroTh 3MILHIOBAaTH YKpaiHCbKUH
CEKTOp POOOTOTEXHIKM. 3aBISKHM JaHIM CITIBIpaIli pATYBaIbHUKH OTPHMYIOTH
HOBITHE 00JIaJIHaHHS, SIKE JIO3BOJISIE €PEKTHBHO MTPOBOANUTH PATYBAIBHI oneparii
y 30HaX MiIBUIICHOT HEOE3MEKH.
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VK 004.8

HOPIBHAJIbHUI AHAJII3 OHJIAMH-IHCTPYMEHTIB
JJIA HEPEBIPKW IHKJIFO3UBHOCTI IPYKOBAHUX IIVTAHIB
EBAKYANII ITPU NOXEXI

Bikropis IPUJATKO, Hatajis )KE3JIO-XJIEBHA,
Boaoaumup IMUJIUITEHKO
JIvgigcoruti depoicagnuil ynisepcumem Oe3nexu JHcUmmeoisiibHOCmI

[Mpobmema moctymHoCcTi iHpOpMamiiHUX MaTepiadiB st ocid 3 iH-
BAIIAHICTIO € OIHIEI0 3 KIFOYOBUX Y cepl CydacHOTO IHKIIO3UBHOTO AW3ANHY,
mo Ge3rmocepeHbO CTOCYEThes 3a0e3medeHns Oesnexn. OcoOMMBOi yBaru moTpe-
Oye muTaHHS ajganTailii IpyKOBaHHMX IUIAHIB eBakyallii — rpadiyHUX JOKYMEHTIB,
1110 TOBMHHI HE JIMIIIE BIPHO IepeiaBaTi MapipyTH pyxy B Oe3neuHi 30HH, ajne i
poOuTH 1Ie Y crociO, sikuid Moxke OyTH CIIPUIHATHIL JTFOIBMU 3 TOPYILIEHHSM 30DY,
y TOMY YHCII i THMH, XTO Ma€ MOBHY BTPaTy 30py.
B KoHTEKCTI r1100aIbHOT IPaKTHKHY iHTErpalii HPUHIHKIIB YHIBEpCalbHO-
ro Au3aiiHy, a TakoX BiAMOBiAHO 10 craHAaptiB moctymHocti WCAG (Web
Content Accessibility Guidelines) ta ISO 21542, nemani 6inpmioi yBaru HaOyBae
aHaJi3 BIiMOBITHOCTI IUX IUIAHIB BUMOTaM IHKIIO3MBHOCTL. CTaHmapTHI mpo-
IOYKTH VIS OL[IHIOBAHHS JOCTYITHOCTI B€O-KOHTEHTY TeIep 3aCTOCOBYIOTHCS i 10
OIIiHIOBaHHS rpadiyHUX 300pakeHb, TUIaHiB 1 cxeM. OTHAK BUKOPUCTAHHS TaKUX
IHCTpYMEHTIB ISl aHANI3Y IJIaHIB eBaKyallii Mae CBOi 0COOIMBOCTI, TOB’s3aHi 3
MOEHAHHAM rpadIYHUAX €IEMEHTIB, CXeM, KOJIbOPOBUX pillleHb, TUITOTPpadiKH Ta
iHopMaliiHoi iepapxil.
Takum 4YMHOM, BHHHKA€E 1OTpeda y MOPIBHAHHI €(EKTUBHOCTI OHJIAKH-
IHCTPYMEHTIB, SIKi MOXXYTh OYTH 3aCTOCOBaHi JI0 IEpEBIPKH IHKIFO3UBHOCTI JIPY-
KOBaHMX IUIaHIB €BaKyallil 3 ypaxyBaHHIM IXHIX KJIFOUOBUX rpadidHUX i TEKCTO-
BUX KOMIIOHEHTIB, OPIEHTOBAaHWX HA CIIPHUHHATTS JIIOABMU 3 OPYLIEHHSIMH 30DY.
MeTo0 LBOr0 JOCTIDKEHHS € KOMIUIEKCHE IMOPIBHSAHHS MOKJINBOCTEH
CyJacHUX OHJIAMH-IHCTPYMEHTIB TEPEeBIPKA JOCTYIMHOCTI 3 AaKIEHTOM Ha
OIIiHIOBAaHHS IHKITIO3MBHOCTI APYKOBAHUX TUIAHIB €BaKyaIlil TPH MOKEXI.
Jns nocsTHEHHS MOCTaBJICHOI METH OYyIIM BU3HAYEHI TaKi 3aBJJaHHSA:
= BCTaHOBUTH OCHOBHI BHMOTH IHKIIO3UBHOCTI [0 IJIaHIB eBakyamii
P TIOKEKI;

® BHU3HAYUTH HAOIp MOCTYMHHUX OHJANH-IHCTPYMEHTIB UII TEPEeBipKH
JOCTYITHOCTI KOHTEHTY (Tpadiku, TEKCTY, KOJbOPOBHX T'aM);

* po3poOHMTH AITOPUTM TECTYBAHHS IUIAHIB €Bakyallil y IUX IHCTpY-
MEHTaXx;

* [POBECTU MNOPIBHSUIBHUN aHaji3 Ta y3arajJbHUTH PE3YJIbTaTH y BU-

sl Ta0IuIL;

=  chOopMYNIOBATH MPAKTUYHI PEKOMEHAAIIIT IS TIPOEKTYBATBHUKIB, PO-

3pOOHHMKIB Ta EKCIIEPTIB 3 IHKJIIO3UBHOCTI.

JocnimkernHs 6a3yeTbcs HA METO1 aJaliTOBAaHMX KEWC-TECTIB, Y AKUX 3a
JOTIOMOTOI0 OHJIAIH-IHCTPYMEHTIB Oyl0 BHKOHAHO aHANi3 cepii cTaHTapTHUX
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3pa3KiB APYKOBAaHUX IUIAHIB €BaKyallil, MATOTOBIEHUX 3TIHO 3 TUIIOBUMHU HOP-
MaMH TIOXKEKHOT Oe3MeKH, aje 3 pisHUMH HapaMeTpaMy TUIOTpadiki, CXeMHUM
0pOpPMIICHHSM Ta KOJIPHAMH PIlICHHSIMHU.

[Tman nepeBipky BKITIOYAB:

1. ABToMaTH9HMI aHAI3 KOHTPACTHOCTI KOIBOPIB (TI0/Tpadika/TexcCT).

2. TlepeBipky unTabenbHOCTI IPUDTIB 3 ypaxyBaHHIM PO3MIPIB.

3. AHauni3 BepOanizaitii.

4. [epeBipKy BiIIOBIAHOCTI JOTIKK pO3MillleHHs iHpOpMAITii.

5. BusHaueHHs MOTEHLIHHUX Oap’epiB CHPUHHATTA A1t 0cid 31 ciabkum
30pOM.

Jnst omiHioBaHHs Oyno BuKoprcTaHo HaOip 3 12 rumaHiB eBakyamii, sKi
OyJIM YMOBHO PO3IOJIICHI Ha 4 Tpynu 3a KIFOYOBHUMH O3HAKAMHU.

I'pyna A: cranpapTaHi BapianTu Oe3 aganTaiii.

I'pyna B: aganToBaHi KOHTPAcTOM, ajie 3 MATUM IIPUPTOM.

I'pymna C: Bemuka KUTbKiCTh Tpadiku Oe3 MOSICHEHb.

I'pyna D: aganroBani mix pekomernaiii WCAG .

V nocnimkenHi Oy BUKOPUCTaHi Taki BeO-cepBicH:

1. Contrast Checker — anamizarop ¢on/Tekcr/rpadika 3 po3paxyHKOM
PIBHIB KOHTpACTYy.

2. Accessibility Insights — komrutekchuii incTpymenT nepeipku WCAG
BiINIOBIHOCTI.

3. WebAIM Color Contrast Checker — BeG-iHCTpyMEHT ist ACTANBEHOTO
aHANI3Y KOJIPHUX PillleHb.

4. Totally — BizyanbHUIT IHCTPYMEHT OIIHKH JIOCTYITHOCTI rpagikH.

5. axe Accessibility Scanner — posmrupeHHs 11t aBTOMaTHYHOTO TOIITY-
Ky HOPYLIEHb JOCTYITHOCTI.

i incTpymenTtu Oy oOpaHi 3a KpUTEPISIMH:

"  BigKpUTHHA a00 OE3KOIITOBHUH AOCTYII,

"  MOJIMBICTH OIIIHKH Tpadiku Ta KOIBOPY;

» migrpumka ctangaptie WCAG;

*  (QyHKUis BUsBICHHS 0ap’€piB JOCTYMHOCTI Bi3yaJIbHOT'O KOHTEHTY.

Amnaniz moka3aB, IO XOJCH 3 OHJANH-IHCTPYMEHTIB TOBHICTIO HE
BiIIOBiIa€ BCIM BIMOT'aM iHKITFO3MBHOI OIIHKH JIPYKOBAHUX IUIAHIB €BaK yaIlil.

3okpema, Contrast Checker Ta WebAIM Color Contrast € motyxHUMHI
JUISL OLLIHIOBAHHSI KOJIbOPOBUX PillI€Hb, ajle He JAI0Th KOMIUIEKCHOI OLIIHKH CXeM
i unrabenpHOCTL. Accessibility Insights Ta axe Scanner maroTp HaWmMpLIMH
Ha0ip MmepeBipoK, aie IXHE 3acTOCYBaHHA A0 rpadidHoi iHopmarii moTpedye
ajamnTamnii, OCKUIBKM BOHH pO3pOOJICHI B MepIry Yepry Ui BeO-KOHTEHTY.
Total ly mobpe inentudikye motenuiitai 6ap’epu rpadidaoi iHpopMarii, ane He
3abe3neuye GopMaTbHUX PEKOMEHIAIlIN TI00 aJanTallii.

VY¢i IHCTPYMEHTH € KOPUCHUMH, ajie sk IOBHOT OIIHKY JPYKOBAaHUX IUIAHIB
eBaKyalil motpibeH KOMOIHOBaHWI MiXiJ, SKUHA TMOEAHYE KUIbKa MPOQUILHUX
CEpPBICIB Pa3oM i3 (PaXOBOIO EKCIIEPTU30I0 3 IHKIFO3UBHOTO JU3aiHY.

Pesynpran ananizy HaBeqeHi y Tadmmiti 1.
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Tabmunst 1 — Pe3ynbraTu MOPIBHSUIBHOTO aHaJI3y OHJIAHH-IHCTPYMEHTIB

IMapamerp / Contrast | Accessibility WebAIM Totally axe
IncrpymenT Checker Insights Color Contrast Scanner
AHaJi3 KOHTPacTy Tak Tax Tax Yactkoso|Tak
Oriaka yntabens-
i Tax YactkoBo  |Yactkoso|Tak
HOCTI
\WCAG-Baigartist Tak YactkoBo|Tak
Agaris rpa(bman YactkoBo Tak YactkoBo
eIIEMEHTIB
BM,BH?HHH 06 €HO Tak Ob6Mme Il YactkoBo|Tak
Oap’epiB
KomenTapi mozno
b1 MO Tax YactkoBo|Tak
azanranii
35;’::;“[’ BUKOPH™ | Bycoka Cepenns Bucoka Cepenns |CxiagHa

3a pe3ynpraTaMH BUKOHAHOTO aHaIi3y Oyja0 chOPMOBAHO HH3KY PEKO-
MEH/IAIIH I PO3POOHHMKIB IIAHIB €BAKYaIlii IIPH MOXKEXKI:

1.3a MOXJHMBOCTI BHKOPHCTOBYBAaTH KOMOIHAIII0 IHCTPYMEHTIB JUIst
aHaJI3y AK KOJIBOPY, TaK 1 CEMaHTUKH.

2. AjanTyBaTh IHCTPYMEHTH Wi aHaii3 rpadiyHUX eJeMEHTIB I03a
MexaMu craHaapTHoro DOM-KoHTeHTy.

3. ®opmyBaTu ajabTepHATHBHI TEKCTOBI onucy (alt-Tern) s KIFOYOBUX
YaCTHH IUIaHIB.

4. IIpoBomuTH TecTyBaHHA 3 (JaKTHYHUMH KOPHCTyBadyamMun — ci1ab030-
puMH 200 HE3PSINMHA 0COOAMH.

5. Po3pobnsaTu cremianizoBaHi MoIyini abo IIariHu AJIsl aBTOMATHIHOTO
aHaJi3y IUIaHIB eBaKyallii 3a mapaMeTpaMy iHKJIIO3UBHOCTI.

[IpoBenennit nopiBH;mLHHﬁ aHaji3 BHUSBUB, IO HAaBHI OHJIAWH-
IHCTPYMEHTH, MOIPU CBOIO KOPHCHICTH Y ccpepl JIOCTYHHOCTI 3arajJbHOTo BeO-
KOHTEHTY, He 3a6e3neqy10TL MOBHOT OILIIHKH 1HKJIIO3UBHOCTI TpadivHUX IUIAHIB
eBaKyallii IpH MOXKeXi 3 ypaxyBaHHSIM MOTPeO Jr0IeH 3 HOPYIIEHHSM 30Dy.

Pe3ynbratn OOCHi/DKEHHS MIATBEPPKYIOTH HEOOXIAHICTH PO3BUTKY
CIeliali30BaHUX IHCTPYMEHTIB Ta METOJMK, IO MOEAHYIOTh IEPEBIPKY KOJIip-
HUX pillleHb, YNTa0eIbHOCTI, CTPYKTYPHOT JIOTIKM Ta KOHTEKCTHOI iH(pOpMaTHB-
HOCTi TUIaHIB eBakyallii. BukopucTaHHS KOMOIHOBAHOTO MINXOIYy Ja€ 3MOTY
MIBUIINTH PIBEHb OE3MEKN Ta JOCTYITHOCTI ISl MaKCHMaJIbHO HIMPOKOTO KOJIa
KOPHUCTYBa4iB, IO Y3TO/PKYETHCS 3 MPUHIUIIAMH YHIBEPCATBHOTO AN3aiiHY.
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MOJIEJIb APXITEKTYPU IHTEPHETY PEYEWN 3 TMHAMIYHAM
BUBOPOM KAHAJIIB 3B’A3KY AJIA CUCTEM MOHITOPUHI'Y

Bagum IITAITHUK, ¥Opiii MUXAMJIIOK, Hazap CUBYJISIK
Jlvsiscokutl HayioHATbHULL YHIGEpCUmMen 6emMepPUHAPHOL MeOUYUHU
ma 6iomexnonoziii imeni C. 3. Iicuyvkozo, m. Jyénsanu

Y pobomi posensnymo 6azamopisnesy apximexmypy Inmepunemy peueil ma nio-
Xi0 do adanmugHoi cenexyii kaunanie 36 s3ky 6 loT-cucmemax. Onucano ponv ceHCOpHO-
20, Mepediceso20, Kpaioo2o ma XmMaphHozo pieHie, npoananizoéano 6niue OUHAMIUHO20
8UOOpY KAHATY HA HAOILHICMb, eHepeoeheKmuHicmy i macumabo8aHicmy cucmem
MOHIMOPUH2Y.

Knwuoei cnosa: Inmeprem peueil, apximekmypa loT, aoanmusHa cenexyis xa-
Hanie, cucmemu MOHIMOPUHSY.

The paper examines a multilayer Internet of Things architecture and an ap-
proach to adaptive channel selection in 10T systems. It explains the role of sensor, net-
work, edge and cloud levels and analyses how dynamic channel choice affects reliability,
energy efficiency and scalability of monitoring solutions.

Keywords: Internet of Things, 10T architecture, adaptive channel selection, moni-
toring systems.

Po3BuToK TexHOJOTIH [HTEpHETY peueii IPU3BIB 10 CTPIMKOTO 3pOCTAHHS
KUTBKOCTI HIIKITIOYEHUX JI0 MEPEkKi MPUCTPOIB Ta mepexony Bin «IHTepHETY Jito-
neit» nmo «lHTepHeTy peueii», e KIFOYOBY POJb BINIrparoTh iHTENEKTyalbHi
00’€eKTH, 31aTHI caMOCTIHHO 30upaTH, NepejaBaTH Ta aHai3yBaTH JaHi. Y 3ara-
npHOMY BHMaAKy loT po3rismaerbes SK CYKYNHICTh PI3HOPIZHHX HPUCTPOIB,
JATYNKIB 1 KOHTPOJEPIiB, 00 €MHAHUX Y €NUHY iHOPACTPYKTYPY 32 JOIOMOTOIO
PI3HUX TEXHOJIOTIH 3B’SI3KY, aj¢ 3 BUKOPUCTAHHSM YHi(IKOBAHOTO MPOTOKOIIY
JOCTYIy A0 Tio0ainpHOT Mepeki. Taka KOHIEMIIS 3a0e3neuye mepexin 10 «Imii-
KJIFOUEHOTO JKUTTS», KOJIHM MOOYTOBI, MPOMHMCIIOBI, MICBKI Ta MEAWYHI CHCTEMH
IHTETPYIOTBCS B €AMHAN TUPPOBHIA MIPOCTIp 1 GOPMYIOTH HOBI MOJIENI B3aEMOIil
MDX JIFOJMHO0, TEXHIKOIO Ta CEPEIOBUILEM.

KirouoBoro mepenymoBoro edexktuBHOI poboT [HTEpHETY peueii € mpo-
JymaHa OaraTopiBHEBa apXiTeKTypa. THIIOBO BOHA BKJIIOYa€ CEHCOPHUH, Mepe-
JKEBUH, KpaliOBUI Ta XMapHUU PiBHI, SKi pa30oM YTBOPIOIOTh 3aBEPIICHUHN ITHKI
0OpOOIICHHS TaHWX: Bil BUMIPIOBaHHS (DI3WYHUX BEIIMYHH JIO0 OTPHMAHHS aHali-
THUYHHMX BUCHOBKIB Ta (popMyBaHHs Kepyrouux Aiid. Ha HmkHBOMY piBHI po3Ta-
[IOBaHI «pedi» — MAaTYNKH, BUKOHABYI MEXaHI3MH Ta KOHTPOJIEPH, AKi TEpETBO-
PIOIOTH MapaMeTPH CePeIOBUINA Ha ITUGPOBI CUTHAIH, 3MIACHIOIOThH MOTEPEIHIO
(inpTpalLito Ta MOXKYTh aBTOHOMHO pearyBaTé Ha 3MiHH yMOB. CaMe Ha [BOMY
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etami opmyethest 6a3zoBa iHPpacTpykTypa loT-cucTemu, Bix TOYHOCTI Ta cTa-
OLIbHOCTI POOOTH SIKOT 3aJISKUTH JOCTOBIPHICTD YCiX MOAAIBIIMX PO3PAXYHKIB.

Ha nacrynHomy erami 10 OOpOOJIEHHS! TAaHWX 3aJTy4aroThCsl LUTIO3U Ta
cucteMu 300py iHpopMarrii, mo 3HaxoAsTbcs Ha Mexi cBiriB OT Ta IT. Born
BUKOHYIOTb POJIb ITOCEPEAHUKIB MDK BEJIMKOK KUIBKICTIO CEHCOPHUX BY3IIB 1
XMapHOI0 200 CepBepHOIO IH(PACTPYKTYPOIO, MEPETBOPIOIOYM, arperyioud Ta
HOTIEpeIHbO aHATI3YIOYM BXiJHI MOTOKU. BaxkiuBoro (yHKIli€l0 1LTIO3IB € He
JUIIe MapUIpyTH3aIlis AaHUX, a W 1X BigOip, CTUCHEHHS Ta 3aXHCT. 3aBISIKU
[IbOMY 3MEHIIYETHCSI HABAaHTAKEHHS Ha MEPEXY, CKOPOUYIOTHCS 3aTPUMKH IIe-
penadi Ta miIBUIIYETHCS 3aTaJbHUN PiBeHb OE3IIEKH CUCTEMH, OCKUTBKH caMe Ha
OMY PiBHI MOKHA pealli3yBaTH MEXaHi3MHU MIU(PyBaHHS Ta KOHTPOJIO AOCTY-
My 10 KPUTUYHHUX PECYPCIB.

[Momanpmmii po3BUTOK apXiTeKTypu [HTepHETY pedeil MoB’ sI3aHUH 13 IIH-
POKHM YNPOBaPKEHHSIM KpaioBux oOunciieHb. KpaiioBa aHaiiThka J03BOJISIE
MEPEHOCUTH YacCTHHY OOYMCITIOBATBHOTO HABAHTAXKEHHS ONMK4Ye 0 JDKepena
JIaHUX, 10 0COOJIMBO BAXIIUBO VISl CUCTEM PEAIBHOTO 4acy Ta MPOMHUCIOBHX
JIOJIaTKiB, 7€ HABiTh HE3HAYHI 3aTPHUMKH MOXYThb OyTH KpUTHYHMMH. KpaitoBi
MIPUCTPOi aHATI3YIOTH MOTOKH TEJIEMETpii JIOKaJIbHO, NPUIMAIOTh ONEepaTHBHI
pillieHHsI TOJI0 KEPYBaHHS OOJaJHAHHSAM, a B XMapy MepeaaroTh JIHIIE arpero-
BaHi a00 moxieBi maHi. e migBuImye cTiliKicTh cucTeMu 0 3001B Mepexi, 3me-
HIIlye o0csiry nepeaaHoi iHdopmarii Ta cripuse eKOHOMIT eHepropecypciB.

XwmapHa mratpopma abo HEHTP OOpPOOKH MaHWX 3aBEPIIYE APXITEKTYPY
loT-cucremun, BUKOHYIOUH POJIb «MO3KY», B SIKOMY HAaKOITUYYIOTHCS, 30epiratoTh-
sl Ta TIMOOKO aHATI3YIOTHCS BEIHKI MacHBH iHopMamii. Y xmapi peai3yroTbcs
CEPBICH JIOBrOCTPOKOBOI aHAJITHKH, IIPOTHO3YBaHHS, Bi3yai3aii, a TaKoX Mexa-
HI3MH MAallMHHOTO HABYaHHS, L0 JO3BOJIIIOTH BHUABIITU NPUXOBAHI 3aJIEKHOCTI,
THUIIOBI CIICHAPIi IIOBEAIHKHA CUCTEMH Ta aHOMAaJIbHI CHTYaIlil. 3aBSIKH iHTErparlii 3
NPHUKJIaJHUMU cepBicamu i BeO- abo MoOOUIbHMMH iHTepdeiicamn KopucTyBadi
OTPUMYIOTH 3MOTY OTICPATHBHO OIIIHIOBATH CTaH 00’ €KTiB, HANAIITOBYBATH aJr0O-
PUTMH pearyBaHHs Ta MPUHMaTH OOTPYHTOBaH1 YIIPABIIHCHKI PIlICHHSL.

[IpakTnyae 3HaUeHHS Takoi OGaraTopiBHEBOI apxXiTeKTypu noOpe imocT-
PY€E IpHKJIa] MEANYHOI CHCTEMH MOHITOPUHTY CTaHy 3/10pOB’SI TIALIIEHTIB ITOXH-
J0r0 BiKy. Y HOIIOHKX pilIeHHsIX HA (I3MYHOMY PiBHI BUKOPHCTOBYIOTBCS IAT-
YHMKH KHUTTEBUX IIOKA3HHUKIB Ta MapaMeTpiB JOBKULILA, 10 3abe3neuye Oe3nepep-
BHUI KOHTPOJIb KPUTUYHUX MapaMeTpiB opraHisMy ta yMoB mnepeOyBanHs. Ko-
MYHIKaIifHUH piBeHb BIATIOBiNAE 3a HAAIHHY Mepeady JaHUX J0 XMapHUX cep-
BiCiB, Jie BinOyBaeTbcsl aHauli3, BUSIBJICHHS BIIXWIEHb, (POPMYBaHHS IIOIEpe-
JDKEHB 1 peKoMeHJanii s nikapis abo poamdis. [Ipukmananii piBeHs 3ade3me-
4ye 3py4HUH focTyn 1o iHdopMarii s pi3sHUX TUIIB KOPUCTYBAYiB yepes crie-
mianizoBaHi iHTepdecH, TiATPUMYIOUH NP [FOMY BHCOKi BUMOTH 10 Oe3meKH
Ta KOHQIACHIIHHOCTI MEMYHIX JTaHUX.
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OxpeMHM HampsMOM IABHIICHHS eheKTuBHOCTI pobotu l0T-cucrem €
aJlanTHBHA CEJIEKIlisl KaHaJiB 3B’s3Ky. Ha BinmMiHY BiJ CTaTUUHMX CXeM, e napa-
METpH KOMYHIKaIlii 0OMParOTHCS OJWH a3 1 3aIUIIAIOTHECS (HIKCOBAHUMH, aalTH-
BHHH HiIXin nepenbadae Oe3nepepBHUI aHATI3 CTaHy MEpexi, piBHS 3aBaj, mapa-
METpIB CHTHATy, 3aTPUMOK Ta CHEProcrnokuBaHHs. Ha OCHOBI IUX MOKa3HHKIB
CHCTeMa aBTOMATHYHO OOHMpa€e ONTHMAJbHHI KaHal ab0 HAaBiTh TEXHOJIOTiIO
3B’s3ky — Binm Wi-Fi ta Bluetooth 10 LoRaWAN, NB-IoT uu inmux LPWAN-
pimens. Lle mo3Boisie 3a0e3meunT CTAaOUTHHUM 3B’S30K Y JUHAMIYHHX yMOBaX,
MIHIMI3yBaTH BTpaTH MaKeTiB i 3SMEHIIUTH KUIbKICTh IIOBTOPHUX Iepeay.

AJnanTuBHA CENEKIis KaHAIiB HaOyBae 0COOMMBOTO 3HAYEHHS IS €HEp-
roooMexxeHuX loT-mpucTpoiB, MO KUBIATHCS Bif OaTtapell 1 MarOTh MPAIIOBATH
TpuBauii yac 6e3 oOciyroByBaHHs. J[MHaMiuHe HalalUTyBaHHS IapameTpiB
3B’SI3Ky Ta BHOIp MEHII CHEPrOEMHHX PEKHUMIB MPHU CHPUATIMBHX YyMOBaX JO-
3BOJISIE CYTTEBO TTOJOBXHUTH TEPMiH aBTOHOMHOT po6oTH. BoaHouac y pasi nori-
PIIEHHS SKOCTI KaHaJTy CHCTeMa MOXe IIePEeKITIOYNTHCS Ha OUThIN HAmidHY, X09a
1 OUIBII PEeCypCOEMHY TEXHOJIOTIIO, 3a0€3MEUYHBIIY IUTICHICTh 1 CBOEYACHICTh
TepenaBaHHs KPUTHYHUX JaHUX. TakuM YMHOM, JOCATAETHhCS OallaHC MK sIKic-
TIO CEPBICY, €HEPTrOCIIOKUBAHHSM 1 BapTICTIO KOMYHIKAI[IHHUX pecypciB.

3 TEeXHIYHOT TOYKH 30py MEXaHI3MHU aaNTHBHOTO BHOOPY KaHAJIB MO-
XKYTh peali30ByBaTHCs Ha PI3HMX pIBHAX MepexeBoi mojneni. Ha ¢isuunoMy
PIBHI Lle KOpUTYBaHHsS 4YacTOTH, MOAYJILIi a00 MOTYXKHOCTI NepelnaBaya; Ha
KaHAJIBHOMY Ta MEpPEKeBOMY PIBHSIX — BHOIp albTepHATUBHUX MapuIpyTiB abo
IIPOTOKOJIIB; HAa IPUKJIAAHOMY PiBHI — peaii3allis JIOTIKH NPUHHATTS pillieHb Ha
OCHOBI JIaHUX, IO HAAXOISITH SIK BiJl CCHCOPHUX BY3IIB, TaK 1 BiJi XMapHUX cep-
BICIB aHAJITHKU. Y CY4YacHHMX CHCTEMax yce YacTille BUKOPHCTOBYIOThCS IHTe-
JIEKTyalbHI METOJH, 30KpeMa alrOpUTMH MAIIMHHOTO HABYAHHS, SKi 3[aTHI
MPOTHO3YBaTH 3MIHH CTaHy KaHAIy Ta 3aBYaCHO iHILIFOBATH HOr0O MEepeMUKaHHS.

VY migcyMKy MOKHA 3a3HAYUTH, 10 KOMIUIEKCHHH MiIXiq A0 MOOYIOBH
apxitektypu [HTEepHETY pedell y mo€qHaHHI 3 aJallTUBHOIO CEJIEKIiEI0 KaHalliB
3B’513Ky (OpMYye€ MIArPYHTS JUIsi CTBOPEHHS CTIMKHMX, MacIITaDOBaHMUX 1 €KOHO-
MigHO edexTuBHUX loT-pimens. Yitke po3MexyBaHHS (PYHKIIH MDK ceHCOp-
HUM, MEPEXEBUM, KPaHOBHM Ta XMapHUM DPIBHSIMH, a TAKOXX BIIPOBAPKCHHS
THYYKHX MEXaHi3MiB KEpYBaHHsI MEPEIaBaHHIM JaHUX JO3BOJISIOTH 3a0e3Medu-
TH HeoOXiZHYy HaiiHICTh, Oe3MeKy U SKICTh CepBiCy HAaBITh B yMOBAaX LIBH/KO3-
MIHHOTO CEpPEIOBUINA Ta BEIUKOT KUTbKOCTI MIAKIIOYCHUX pucTpoiB. Came Taki
MIIXOJW BU3HAYATUMYTh MMOJAJBIIMN PO3BUTOK [HTEepHETYy peueld i ioro iHTer-
pauio B KIIFOYOBI chepH IisUIBHOCTI JIIOAMHA — BiJl OXOPOHH 370POB’S Ta MPo-
MHCIIOBOCTI IO MICBKOT iHPACTPYKTYPH Ta «PO3YMHOTO» JTOBKIIIIS.
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MATEMATUYHE MOJEJTIOBAHHS KOHIIEHTPAILIIT
BYDIIIEKHUCJIOTO T'A3Y VLA YIIPABJIIHHSI CUCTEMOIO
MNPUIIVIMBHO-BUTAKHOI BEHTUJIALII IIPUMIIIEHD

Codisn PEBYLIBKA, Tapac TEMBAPA
Jlvsiscokuii Oepoicasruil yHigepcumem be3nexu scummeodisivHocmi, M. J1v6ie

Anomauis. Po3pobiieHa MaTeMaTHIHa MOJICb AUHAMIKUA KOHICHTPAI1 BYTJICKHCIOTO
razy (CO2) y 3akpHTOMy IPHUMIIIEHHI 3 YpaXyBaHHSIM HEOTHOPITHHUX JDKepel BUAUICHHSA. Mo-
JIeNib BPAXOBYE HAsIBHICTh MOCTIMHUX MPAI[IBHUKIB Ta 3MIHHY KUIBbKICTh BiIBiyBadiB, YHUCEIb-
HICTB SIKHX OIHCAHO NMEPIOAUYHON0 (CHHYCOINANbHOI) (YHKIIi€I0 Yacy Ta 3a CTaTHCTUYHUMU
3aKkoHaMH. JJ OmMCy MpoLeCy MacoOOMiHY BHKOPHUCTaHO DPIBHSHHs GajaHCy KOHLIEHTpaiii
CO: 3 ypaxyBaHHSAM IPUIIKBY 30BHINIHBOTO MOBITPS Ta IHTEHCHBHOCTI BHYTPIIIHIX JKEpel
Ta nporpamue 3abesneueHns Scilab.

Knrouoei cnosea: maremaTndHa MOIENb, BYINICKUCIHI ra3, CTATHCTHYHHI 3aKOHU,
Scilab nporpamu.

Abstract. A mathematical model has been developed for the dynamics of carbon diox-
ide (CO2) concentration in an enclosed space, taking into account non-uniform emission
sources. The model accounts for the presence of permanent staff and a variable number of
visitors, whose number is described both by a periodic (sinusoidal) function of time and by
statistical laws. The mass transfer process is described using a CO: concentration balance
equation that incorporates the supply of outdoor air and the intensity of internal sources, and is
implemented in the Scilab software environment.

Keywords: mathematical model, carbon dioxide, statistical laws, Scilab software.

Konnenrpauist Byrnekucinoro raszy (CO:) y 3aKpUTHX MPUMILIEHHSIX € 0JI-
HUM i3 OCHOBHHX IHTETPaIbHAX MOKA3HHUKIB SKOCTI BHYTPIIHBOTO TOBiTps. [lepe-
BUICHHS JIOIYCTUMUX 3Ha4deHb KoHneHTparii CO: (6mmspko 1000 ppm mst TpuBa-
Joro niepeOyBaHHS JIFOJei 3TiMHO 3 HOPMaMM BEHTWIISILIT) MPU3BOAUTH JIO TIOTIp-
LIEHHS CaMOTIOYYTTS, 3HIDKEHHS NPale3/]aTHOCTI, ITOSBH TOJIOBHOTO OOJIIO Ta Bil-
uyrTs 3a1yxu [1-3]. Tomy Ha erarti MPOEKTYyBaHHS Ta €KCIUTyaTallil CHCTeM BEHTH-
TSI BaXKIIFIBO MATH HAJiiHI IHCTPYMEHTH IS POTHO3YBAHHS ITHAMIKH KOHIICH-
tpauii CO2. OcoOnMMBO BaXKJIMBUM € KUIBKICHUH aHaji3 HeCTal[loHapHOI KOHIIEHT-
parii COz y 3aXHCHHX CHOPYIax HUBLUIBHOTO 3aXHCTY, B SIKHX ITiJT 9ac BiliCEKOBOTO
BIICBKOBOTO CTaHy € pPH3UKH IOpYIIEHb HOPMAJIbHOI pPOOOTH IPUILTMBHO-
BUTSDKHUX CHUCTEM BEHTWILALIT 4Yepe3 MPUIUHEHHs! eJIEKTPONOCTaYaHHs, 3 HILOro
0OKY LIUTKOM aBTOHOMHI CHCTEMH MalOTh OOMEKEHUI CHEPTeTHYHHUIA Pecypc.

Jlyist MaTeMaTH4YHOTO MOJIEIIOBAHHS BMICTY BYIJICKHCIIOTO Ta3y y MpUMi-
[ICHHI 3 TPUIUTUBHO-BUTSDKHOIO BEHTHIIILIMHOIO CHCTEMOIO BUKOPHUCTAJI METO/
yCepeAHEHHUX MapaMeTpiB MIKpoKiIiMary y Oyab-skiid Touuli npumimeHHs [1].
Mpwuitaseum, mo C = C(t) — xounenrpamis CO, B 1 M MOBITPS B IPUMIIICHHI B
MOMEHT Hacy t, ckJiayii piBHSHHA OanaHcy, sike Britodae npumms CO, Ta ioro
BTPATH 33 paXyHOK POOOTH BEHTUIIALIHHOI CHCTEMH 3a MPOMDKOK 4yacy dt. Omxke
MaTeMaTHYHa MOJeNb 0a3yeThcs Ha AuepeHIlialbHOMY CHIBBITHOIICHHI [2],,
sike omrcye BigHocHui npupict CO, mpoTsirom gacy dt :
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NV +V,G -V C
Y,

dc dt, 1)

e Ny —KuIbKicTs Jmozeit, Vi — 06'em CO,, sxuil Buauxae moxuHa Ha Mo, Cp -
konnerTpamnis CO, Ha M y TOBITPI, [0 HAAXOJUTH 30BHI, V| — IOTYXHICTh BEH-
THISILIHHOT cucTeMu, V — 00'eM npumitieHHs. JoCTiiIg IPUIIIMBHO - BUTSKHY
cucreMy OOMIHHOT BeHTHJIAMIl B mpumimierHi 20mx 10M BucoTo0 3M, Oe mepe-
OyBaroTh 25mo/ei (KUTBKICTh JTFOJICH HE 3MIHIOEThCS, IO BBAYKAEMO CTaIlioHAp-
HUM pexXHMOM), 3 modatkoBuM BMictoM CO, 0,02 %. KoxxHa jtorHa BUIUXAE
24 mitpu CO, 3a roguHy BeHTmismiliHa cucTeMa IocTadae 1Mo HMPUINTUBHOMY
KaHally 3 30BHIIIHBOTO cepenoBuiia 15 M° uncroro noirps 3 Bmicrom 0, 02 %
CO; 3a xBmwHHY (TMOTYXHICTH CHUCTEMH IO KOKHOMY KaHaly) i B TaKOMY XK
o0'emi Bunassie o BUTsHKHOMY. CriiBBinHOIIEHHS (1) 3BOAMTHCS 0 JHIHHOTO
IQepeHIiabHOTO PIBHIHHSIM 3 BIiONOBIZHAMH TOYaTKOBUMH YMOBaMH,
PO3B’SI3aBILU sIKE, OTPUMAaJIM HOro 4aCcTKOBHMH poO3B’s30K. B pesysnpraTi uncesns-
HOTO EKCIIEpPUMEHTY OTpuMaiu 3poctaHHs Bmicty CO, yepe3 120 xB. — 10
0,083%, a BuXin Ha cTamioHapHUH pexum ckinanae 240xs. Ha piBenb 0,087%, a
TaKHi BMICT B)XKE€ MOPIBHSHO HE € 33JJ0BUTLHUM. TOMY BCTaHOBHIIM MO>XJIMBICTh
30UTBIIEHHS TTOTYXXHOCTI CHCTeMH BJBidi, 10 30 M Ha XBHJIMHY 32 JOIOMOTOIO
AQHAJIOTTYHOTO OOYMCIIOBAJIBHOTO anroputMy. OTpHMany, 10 HE3BAXKAIOUM Ha
poboty BeHTHIATOPIB, BMicT CO; B IPUMIIIEHH] Bii YMOBHOTO ITOYATKy, Yepe3
15 xBunun 3pocrae g0 0,038%, 30 xB. — g0 0,046%, 60 xB. — mo 0,052%, 120
xB. — 110 0,053% 1 gani mpakTHYHO HE 3POCTA€, a TaKy SIKICTh MOBITPS, HAIPHU-
KJIaJ B 3aXHMCHIM CIOpYy/i, MOKHA BB)XaTH 33/I0BUIbHOI0. PO3risHynmu ckiaj-
HIIIMY BUIAI0K, SKIIO HasBHA KUIBKICTh JIFOACH B MPHUMIIICHHI N 3MIHIOETHCS 3
yacoM i € ¢yHkiiero N=N(t), 10 BiANOBIAa€ HECTA[IOHAPHOMY PEKHUMY POOOTH
cucremu. Ha puc.1 npescrasieHo pe3ynbraTd 00UKCIeHb Ha OCHOBI CTBOPEHOTO
Scilab-xkoxy. Jlnsa Bepudikamii MaTeMaTHIHOT MOJIENI HEOOXITHO TIOPIBHIOBAIH
pe3yNbTaTh PO3paxyHKIB 13 €KCIEPUMEHTATBHUMH JaHUMH JUIsl TUIBKH JUTS CIie-
HapiiB A ta B, moxubka He nepesumnryBaia 10%. J[ns uporo OyB BUKOpHCTaHUI
6ararodynkiionansaui npmwirag Xintest HT-2000, skuit moennye ¢yHkuii ne-
textopa CO:, TepMorirpoMerpa ta BOyaoBaHoro jiorepa [Ipunan Mae 10CTaTHIO
TOYHICTH 4epe3 BukopucranHs NDIR-ceHcopa, po6oTa sSIKOTO I'PYHTYeThCS Ha
BUOIPKOBOMY MOTJIMHAHHI 1H(ppauepBOHOTO BUIPOMiHIOBaHHS MoJekyiaamMu CO:
y BY3bKiil criekTpanbHiii obOmacti. Takox mpoBeneHi po3paxyHkH (puc.l) mms
n=n(t) mepioan4HOi (32 3aKOHOM cHHYyca) cueHapiit C, Ta 3a CTATUCTHYHHUM 3a-
KOHOM (32 MapKoBCBHKOIO MOAEITIO). [IOpiBHSHHS pe3yabTaTiB CBITYATH MPO
Ba)XJIMBICTh BpaXyBaHHs HecTalliOHApHOTO 3akoHy ms N(t).
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CueHapii A: n=25, Vp=15 m*/x8
Cuenapii B: n=25, Vp=30 m*/xs8
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Pucynox 1 — PesynpraTti mporpaMHUX po3paxyHKiB B cepenoBuili Scilab 3a
PI3HHMHU CLEHAPISIMH.
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AJAIITUBHE YITPABJIIHHS CITIOBIIIIEHHAMM 3
BUKOPUCTAHHAM METOIIB IITYYHOI'O IHTEJIEKTY

Poman PU3IK, Pomanna MAJIEIIb
JIvgigcvko20 Hayionanvnozo yHieepcumemy imeni leana @Ppanka, Jlveis

Anomauia. Cucmema adanmusHo20 YNPAGNIHHA CHOGIUWEHHAMU BUKOPUCMOBYE
Memoou wmyyno2o inmenekmy 0aa kiacugikayii ma npiopumusayii nomunox y IT-
cepsicax. 3ae0saxu NLP i acunxponniii 00podyi éona amenuye inghopmayitine Hasanma-
JICeHHs1, YCYBAE BMOMY IO cnogiujenb ma 3abe3nevye onepamueHe peazy8ants Ha Kpu-
muuni nooii.

Knrwwuoei cnosa: asmomamusayis, cnogiujenus, Kiacugixayis, wmyunuil inme-
Jiexkm, inghopmayitini cucmemu

Abstract. The adaptive notification management system uses artificial intelli-
gence methods to classify and prioritize errors in IT services. Thanks to NLP and asyn-
chronous processing, it reduces information overload, eliminates notification fatigue, and
ensures rapid response to critical events.

Keywords: automation, alerts, classification, artificial intelligence, information
systems

CyuvacHi iH(pOpMaIiiiHi CHCTEMH TEHEPYIOTh 3Ha4YHI MACHBH JKypHAIIB
MO, 110 MICTSAThH MOBIMOMIICHHS Pi3HOT BakiuBOCTI. HajMipHa KUTBKICTh CIIO-
BIIICHb CTBOPIOE e(EeKT BTOMH, Yepe3 IO ONepaTopH irHOPYIOTh a00 MpoIycKa-
10Th KpuTHuHi noxii. TpaguuiiiHi MeToau, 30kpema (hikcoBaHi IHTEpPBAIN PO3CHU-
JIKH Ta MOPOTOBi 3HAUEHHS METPHK, HEAOCTATHRO €(PEKTHBHI, OCKUIHKH HE Bpa-
XOBYIOTb 3MICT 1 KOHTEKCT OMMIKH. Lle 00ymMoBiroe noTpedy y BUKOpUCTaHHI
METOJIiB IITYYHOTO IHTENEKTY, AKi 3/aTHI aHATI3yBaTH TEKCT ITOBITOMIICHHA Ta
BU3HAYATH HOTO KPUTUYHICTB.

Y po0oTi MPOMOHYETHCSI CUCTEMA AANTHBHOIO YIPABJIIHHS CIIOBIIICH-
HAMH, Mo moegHye NLP momeni 3i ciryx6aMn acHHXpOHHOT OOpOOKH TaHUX.
ApXiTeKTypa BKJIIOYa€ MOJYJIb OTPUMAaHHS MOBiZOMIIeHb Ha OcHOBI FastAPI,
cepsic knacudikarii 3 BuKopucTaHHsaM zero shot Mmozeni cimerictBa Transformer,
6a3zy mannx MongoDB mist 30epiranHst pesynpraTiB aHanizy, a Takox Celery i
Redis mst peanizarii MexaHi3MiB aCHHXpOHHOI 0OpOOKH 1 IITaHyBaHHS.

CucremMa BUKOPUCTOBYE TPH IOCITIJJOBHI aITOPUTMHU: IOINEpesHIO PinbT-
pariro Ta Kiacu(ikaiiro MOBIIOMJICHb, OI[IHKY TXHBOI'O BIUIMBY, a TAKOX IUIAHY-
BaHHS 4acy HaJacCwiaHHsA. KpUTHYHI MOBIZOMIICHHS IOCTAaBIISIOTHCS HEraiHo,
TOJI SIK TOAIT 31 ca0IIMM BIUIMBOM TPYNYIOTHCSI 1 HaJCHIIAIOThCs TTakeTHO. Ta-
KHUH MiAXiT J03BOJISE 3MEHIINTH KOTHITUBHE HABAHTA)KEHHS 1 MIIBUIIUTH OTIepa-
TUBHICTH pearyBaHH:L.

[IpoBeneHe TecTyBaHHS MOKAa3aJI0 BUCOKY TOYHICTH Kiacuikarlii KpuTu-
YHUX TOAIH, KOPEKTHY poOOTYy aJrOpUTMIB IpyITyBaHHS Ta BiAIIPaBJICHHS, a Ta-
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KOX 3MEHIIEHHS KUTPKOCTI HECYTTEBHX CIIOBIMIEHB. 3alpOIIOHOBAaHA CHCTEMa
Moxke OyTH iHTerpoBana y pizHi IT cepeoBuIa Ta Jerko MacITadyBaTHCS.

[TepcriekTHBHI HANPSIMU PO3BUTKY BKJIIOYAIOTH TIEPEXi/] Ha MOTOKOBI MPO-
TOKOJH JIIsl OTPUMAHHS MOBITOMIICHb, TOHABYAHHS MOJIEJICH Ha JTOMEHHHX JIO-
rax Ta po3IIUPEHHS JOCTYITHUX KaHATIB JOCTABKHU CIIOBIIICHb.
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BIPTYAJIbHI TPEHAKEPU TA Cl/!MYJIHIIIfIHI TEXHOJIOT'II ¥
BIMCBKOBIHN OCBITI

BikTopis POMAHIOK
Hayionanvuuii ynisepcumem oboponu Yxpainu, m. Kuis

Anomauia. Y cmammi po32naHymo poib GIpmyanbHux mpenastcepie ma Cumyns-
YIIHUX MeXHON02Ill Y 600CKOHANEHHI 8ilicbk0o80i ocgimu. [lokasano ix 6nius Ha po3eumox
npogeciinux — KOMHemeHmHocmell, KpUMUYHO20 MUCTEHHS U YMiHb  NpUtiHAm-
msa piulend Y CKIAOHUX OOUOBUX YMOBAX.

Knwuosi cnosa: sipmyanvhi mpenadcepu, CuMyiayiiini mexmonozii, 6ilicbkosa
0ceima, ni02omosKa GiticbK08OCIYIHCOOBYIS, YUPPOBE HABGUAHHSL.

Abstract. The paper examines the role of virtual simulators and simulation
technologies in improving military education. Their impact on the development of
professional ~ competencies, critical thinking, and decision-making  skills
in complex operational contexts is highlighted.

Keywords: virtual simulators, simulation technologies, military education,
servicemen training, digital learning.

CyuacHa BifiCBKOBa OCBiTa IMOTpeOye iHHOBAIIMHUX MigXOMIIB O ITiATO-
TOBKM (axiBmiB, 3JaTHUX e(EeKTUBHO MiATH B YMOBax iH(OpMamiiHO-
KOMYHIKAI[IHHOTO cepeIoBHIIA, IBUAKOT 3MIHM TEXHOJIOTIH Ta O0HOBUX peaii.
OnHKM i3 Halpe3yNbTATHUBHIMIMX HANPSIMIB HUPPOBI3aIlil OCBITHHOTO MPOIIECY €
3aCTOCYBaHHS BIPTYaJIbHUX TPEHAXEPIB Ta CUMYJILIHHUX TEXHOJOTIH, 1110 3a-
0e3MeuyoTh MOJICIIOBAHHS MPO(QECIHHUX CUTYAIliii MAaKCUMAaJIbHO HAOIMKCHUX
JI0 peanbHuX [2].

BipryanbHi Tpenakepu 1aioTh 3MOry (GOpPMYBAaTH HABHYKH YIIPABIIHHS
TEXHIKOI0, 030pOEHHSIM 1 KOMYHIKAIlIHHUMH CUCTeMaMt 0e3 pU3UKY JJIS )KUTTS,
SKOHOMJISIYHM PeCypCH i 4ac. 3aCTOCYBaHHS TaKHX CHCTEM Y HABYAIEHOMY IpO-
Ieci crupusie pO3BUTKY peQIIEKCHBHUX YMiHb, CAMOKOHTPOIIO, IiABHIICHHIO
MOTHBAIIii 10 HABYaHHS Ta (POpMyBaHHIO KOMaHIHOI B3aeMoii [1].

KpiM TOro, BHKOPHCTaHHS TPEHAKEPHUX CHCTEM CIIPUSE CTBOPEHHIO
0€3MeYHOr0 HaBYaIBHOTO IIPOCTOPY, 1€ 3400yBadi OCBITH MOXKYTh €KCIICPHUM €H-
TyBaTH, JIONyCKaTH MOMMJIKH il TIOBTOPIOBAaTH 3aBJaHHsl Oe3 HEraTWBHUX Hac-
ninkis. Lle oco6niBo BaxMBO Uit (JOPMYBAHHS BIICBHEHOCTI Y BIACHUX CHJIAX 1
PO3BUTKY MpodeciifHOT CTIIIKOCTI, IKa € 0a30BOI0 PHCOI0 BICHKOBOTO (haXiBIIs.
BipryanbHi TpeHaxkepH Tako)K 3a0e3NeuyloTh MOXKIHMBICTH KOJIEKTHBHOTO Ha-
BYaHHS, JIe KypCaHT MOX€ BHKOHYBAaTH POJIb SIK BHUKOHABIS, TaK 1 KOMaHIMpa,
10 MIBUIIYE THYYKICTh Ta aJalTUBHICTh MIATOTOBKH.

OKkpiM 1IBOTO, CYJaCHI TPeHAXEPHI KOMIICKCH JTO3BOJISIOTH BiITBOPIOBA-
TH SIK CTAaHIAPTHI HABYANIFHI CUTYAIIil, TaK i HEIITATHI MOil, IO BUMAararTh Bil
KypPCaHTIB MUTTEBOTO pearyBaHH: Ta 3aCTOCYBAaHHS TBOPYOTO MHCIJICHHS. Y Ta-
KOMYy KOHTEKCTi HaB4YaHHS HaOyBa€ IOCTITHHIIBKOTO XapakTepy, a 3m00yBadi
OCBITH BHKOHYIOTH POJIb aKTHBHUX YYaCHHKIB MOJENIOBAHHS OOHOBHX YH Ome-
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paTHBHUX CILIEHapiiB, a He NMACHBHUX criocTepiradis. Lle crpusie po3BUTKY Kpu-
THUYHOTO aHaNi3y, IBUAKOCTI IPUHHATTA PillIeHb 1 3/[aTHOCTI MPaIlOBaTH B yMO-
BaX CTpECy — KJIIOYOBUX CKIIaJOBUX BiliCEKOBOI Mpo(eciitHOi KOMIETEHTHOCTI.

CuMynAIiifHI TEXHOJOTI] peai3yoTh NPUHINI «HABYAHHS Yepe3 Iio»
(learning by doing) i m03BOJSIIOTE KypcaHTaM aHATi3yBaTH PE3YJABTATH CBOIX
pilieHs y BipTyaJbHOMY CEPEIOBHIII. 3a JOTIOMOTOI0 IMITAllifHUX CHCTEM MO X-
JMBO BiANpanboByBaTH 00IOBI ClieHapii, KPHU30Bi CHUTYaIlil, JOTICTUKY, €BaKya-
I HI Ta MTOIIYKOBO-PATYBaJIbHI omepartii [4].

VY noeqHaHHI 3 IHTENEKTyaIbHUMU aHATITHYHUMHU MOAYJISIMU TaKi TEXHO-
Jorii MepeTBOPIOIOTH MPOLeC HAaBYaHHS HA JUHAMIYHY CHCTEMY 3BOPOTHOTO
3B’s13Ky. Pe3ynbraTH [iif KypcaHTiB aBTOMAaTH4HO OLIHIOIOTHCS 32 HHM3KOIO Ma-
paMeTpiB — TOYHICTh, IIBUAKICTD, CPCKTHBHICT, JOTPUMAaHH TAaKTUYHUX HOPM
— II0 pOOHTH TPEHYBAHHS MaKCHUMaJIbHO HAaOIIMKEeHHM 10 OoioBux ymoB. lle
Jla€ 3MOTY He JIMIIE OI[IHUTH 3HAHHA, a 1 (OPMyBaTH MMOBENIHKOBI aJTOPUTMHU
pearyBaHHS y KPU30BHX CHTYaIisIX.

3aBISKM BUKOPHCTAHHIO IITYYHOTO iHTEIEKTY y BIpTyadbHHX TpEHaXe-
pax MOKJIMBO HE JIMIIIE MOJAENIOBATH MOBEIHKY CyIPOTHBHUKA, a I aganTyBaTu
CKJIQ/IHICTh 3aBJaHb JI0 PiBHS MiATOTOBJICHOCTI KOKHOTO KypcaHTa. Lle cTBoproe
YMOBHM ISl IHMBITyanizaiil HaBuUaHHs, MiJABUILYE HOTo epeKTHBHICTD 1 cripHse
(hopMyBaHHIO CaMOCTIHHOCTI y MPUHHATTI pilieHb. J[01aTKOBOIO IepeBarow €
HAKOTIMYCHHS Ta aHAJITHYHA 0O0pOOKa JaHUX MPO PE3yJIbTaTH TPEHYBaHb, IO
JI03BOJISIE BUKIIaJauaM 00’€KTHBHO OIIHIOBATH Iporpec 3100yBadiB OCBITH Ta
KOpUTYBaTH HaBYaJIbHI IPOTPaMH.

Cepen cyyacHHX NPHUKIAAIB IHTErpamnii CUMYIISIIHHIX TEXHOJOTIH y Bif-
CBKOBY OCBiTy MOKHa BHOKpeMuTH cuctemu VBS4 (Virtual Battlespace), Steel
Beasts, ARMA Reforger VR, siki minTpuMyrOTh CTBOPEHHS 0araTOKOPHUCTYBa-
OBKHAX CIICHApiiB, IO JO3BOJSIE OJHOYACHO TPEHYBaTH KiTbKa MiAPO3MALTIB Y
peanicTHaHOMY IIPPOBOMY cepemoBui [5].

Taki cucTeMn aKTHBHO BHKOPUCTOBYIOThCS y KpaiHax-uneHax HATO mms
CIIUILHOT MIrOTOBKYU MEPCOHAY PI3HUX PIBHIB — BiJl TAKTUYHOTO IO CTpaTeriy-
Horo. Bonu 3a0e3neuyoTh MDKBIZIOMYY B3a€MOJIIIO HIAPO3/ILTIB Y CUMYJIbOBAaHUX
yMoBax OOHOBHUX orleparlii, cripusitoun yHiikarii nporeayp ynpaBiiHHsI, KOMY-
HiKalii Ta NPUHHATTS piteHb. Came TOMY BITPOBaKEHHS TTO1IOHUX TEXHOJIOTIH B
YKpaiHCBKY BiHICBKOBY OCBITY € HE JIMIIE TEXHIYHHM, a i CTPATErTYHUM KPOKOM Y
HarpsiMi CyMICHOCTI 3 OCBITHIMH Ta npoeciitnumu crannapramu HATO.

OcobnuBe 3HaueHHs MaoTh VR- Ta AR-TexHomorii, mo cTBOPIOIOTH
edeKT npucyTHOCTI y 60 0BMX yMOBaX. BOHHM 3aCTOCOBYIOTBCS ISl TPEHYBAaHHS
oTepaTopiB OE3MIOTHUX JITaJbHHUX amapariB, camepiB, MEIWKiB, KOMaHIUPIB
MAPO3ALTIB. Y MO€AHAHHI 3 aHAIITHIHAMH CHCTEMaMHU Ta MITYIHUM IHTEIIEKTOM
CUMYJIAIIAHI PIIEHHs CIPUSAIOTh 00 €KTUBHOMY OIIHFOBAHHIO PiBHS MiATOTOB-
JICHOCTI BIiCHKOBOCITY>KOOBIIIB [2].

Bukopucranns nonosHeHoi peaigbHocTi (AR) 1o3Bosisie iHTErpyBaTH 1u-
(GpoBi eneMeHTH B peajbHUN NPOCTIP HABYAJIBHHX IIOJIIFOHIB, HIO MiJIBUILYE
CTYIIiHb 3aHYpPEHHS Yy HaBUYalIbHYy curyauito. Hanpuknan, AR-oxynspu MoxyTh
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BioOpaXkaT! Bi3yaibHI IHAWKATOPHU LUICH, MAapIIPYTH NTEPECYBaHHS YH PE3YIb-
TaTH YMOBHOTO ypaxxeHHs. Take moeqHaHHs (i3MYHOTO Ta BIPTYaJIILHOTO IIPOC-
TOPY CIPHSE PO3BUTKY IPOCTOPOBOTO MUCIICHHS, TAKTUYHOTO Oa4eHHs 1 KOMaH-
IHOT B3aemoil.

BaxxnmnBo Takok 3a3HAYMTH, IO BIPTyalbHI TPEHAXKEPH CIPHUSIIOTH (Gop-
MYBAaHHIO MDKAMCIUIUTIHAPHIX HABUYOK — aHANITHYHUX, TEXHIYHUX 1 KOMYyHi-
KaTUBHUX. BoHM 103BOMISIOTH iHTerpyBaTh eneMeHTH STEM-0CBiTH Yy BIfICEKOBY
HIIrOTOBKY, poOJIsiuM 11 OUTBII TPAKTUYHO OPIEHTOBAHOIO T4 HAYKOBO OOTPYHTO-
BaHoO. [le BigkpuBae mepcreKTHBU AJIsl CHIBIIpali MDK BIHCHKOBHMH 3aKjaja-
Mu ocBiTé Ta IT-ceKTOpOM, 30KpeMa y po3po0ili creliaiizoBaHX CUMYIISITOPIB
JUTS PI3HUX BICPKOBUX CIEHIATEHOCTEH.

3anpoBa/LKEHHS BIPTyaIbHUX TPEHAKEPIB Ta CUMYJISAMIHHIX TEXHOJIOTIH
y cHCTeMy BICHKOBOI OCBiTH YKpaiHu Bimmoinae Bumoram «KoHmemnrii po3Bu-
TKY BiliCBKOBOi OcBiTH B YKpaiHi» [3] Ta crparerigaum opieHTHpam HATO m1o-
J0 CTAaHJapTH3alil MpoleciB MiAroToBKH mepcoHaty. Lle cnpusie miaBHIICHHIO
SIKOCTI HABYAHHS, ONTHMI3aIlii pecypciB i MATOTOBI (axiBIliB, 3MaTHUX ISTH B
yMOBax riOpuaHux 3arpo3 ta nudpoBoi Tpanchopmariii 000poHHOT chepu.

TakuM 4YHHOM, TOETHAHHS CHMYJIIMHUX TEXHOJIOTIH, BIpTyadbHUX
TpeHaxepiB, VR/AR-IHCTpyMeHTIB 1 aHanmiTHyHKX maathopm GopmMye KOMILIEK-
CHY CHUCTEMY IiITOTOBKK HOBOTO TOKOJIIHHS BiiCBKOBUX (axiBI[iB, SIKi MUCIATh
KPUTUYHO, JIFOTh 3J1ar0/DKCHO i e()eKTHBHO BUKOPUCTOBYIOTH ITU(BPOBI pecypcu
B YMOBaX peaJIbHOro 00}0.
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CHENU®PIKA MIATOTOBKH 3J0BYBAYIB BUIIIOI OCBITH JIO
TH®OPMAIIMHO-PO3’SICHIOBAJILHOI POBOTH
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Amnacracias MIXAUWJITYEHKO, Yasaua TAHACIMUYK
Hayionanvuuii ynisepcumem yusinbHozo 3axucmy Yrpainu

Abstract. Continuously carry out informational and explanatory work to ensure
the safety of the population's livelihood, a necessary skill for the DSNS health service
provider. The work outlines the specifics of preparing health workers for general
knowledge of the National Health Center of Ukraine before carrying out such work with
the population.

Key words information and explanation work, public safety, interactive learning.

Anomauis. Bminns nposodumu iH@opmayitino-po3 SACHIO8AIbHY pobomy 3 nu-
manw 6e3nexu JHcummeoianbHocmi Haceaents Heobxionuil naguk cnispodimnuuxa JJCHC.
B pobomi nasedeno cneyugixy niocomosxu 3000ysauis suwoi oceimu HYI3 Vrpainu
00 npogedeHHs makoi pobomu 3 HACENEeHHAM.

Knrwwuoesi cnosa ingopmayiiino-pos scniosanvua poboma, 6e3nexa HaAceleHH s, [H-
MePaKmuGHe HA8UAHHS.

[MpoBenenHs iHpOpPMaLIHHO-PO3 ICHIOBAJIBHOT POOOTH PEriIaMeHTYEThCS
[1-3]. TIpw ii mpoBemeHHI MOKHA BHKOPHCTOBYBATH HACTYITHI iIHCTPYMEHTH:

* myOiKartii;

* HaBYAJIbHI 3aHATTS, MOAYJIi Ta IPE3CHTAIIIl;

* IHTEpaKTUBHE HaBYaHHS;

* TeaTpajbHe Ta CLEHIYHE MUCTEITBO;

* iIrpu Ta KOHKYPCH;

* ayio- Ta BigeoMaTepiaiiu;

* IHTEpaKTUBHI PECYPCH;

* comianbHi 3MI,

* TenekoMyHikatii [4,5].

[Tpotsarom tpuBasoro yacy myOmikamii Oynmn ymaroOneHHuM 3acoOoM Io-
mmpeHHs iHdopMarlii cepen HaceneHHS. Maroun Maiibke 0e3MEeKHY THYUKICTb,
myOsikanii Mo>XyTh BUaBaTucs y (GopMari ApyKOBaHUX YM LU(PPOBHUX MaTepia-
JIiB, @ TAaKOXK BUITyCKAaTHCA Yy pi3HUX (opMax Ta ¢popmarax. BoHH MOXYTh BUKO-
PHCTOBYBATHCS K peKiama (PEKJIaMHi IIUTH Ta IUIaKaTH), 3 METOIO MIITPUMKH
iHpopmariiiHoi B3aemoxii (HaBuabHi MaTepiaian abo irpu), a TaK0K BUKOHYBa-
TN 0araro iHIUX JOJATKOBHX (PYHKIIIH.

Pimenns npo BuOip HalKpaloro BapianTta APYKOBaHHMX MarepiajiB 3a-
JIEKUTH BIf:

" [UIBOBOI AyJUTOPIT;
= 00csar iHpopMmaltii, siIky HEOOXiZHO MOLITUPHTH;
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"  KUIBKOCTI HEOOXIMHUX JJIS MOIIMPEHHS KOTIii;
"  crnocoOy pO3NOBCIOKEHHS;
"  JIOBrOBIYHOCTI JPYKOBAHOT MPOIYKILii.

[MpakTH4yHO BCi APYKOBaHI MaTepiai MOXKHA JIOHECTH JI0 NIMPOKOi ayiu-
TOpIii y (popMi BeO-CTOPIHOK ISl IHTEPAKTHBHOTO MEPEriisiay a00 3aBaHTaKCHHS
Ha TICpPCOHANBHUN KOMITTOTep. [HQopMaIiifHi TOBITOMIICHHS MOXYTh OYTH OTI-
TUMI30BaHi ISl PO3NOBCIODKEHHs yepe3 MOOUIbHI TenedoHu abo iHmIi mopra-
TUBHI €JICKTPOHHI IIPUCTPOT.

HesanexxHo Bix TOTO, UM € MyOJIiKalis APYKOBaHOIO a00 XK MOIIUPIOETHCS
B CJIEKTPOHHOMY BUTJIS/Ii, BOHA MOBHHHA OyTH iH()OPMATHBHOIO Ta IEPEKOHIH-
Boto. UnM Ounblie iHTCpaKTHBHHUX EJIEMEHTIB MICTATh MaTepialli, THM BOHH
e(eKTUBHILII, 3 TOYKH 30py aKTUBHOTO 3aJydeHHsS 4MTaya Ta CHPHUSHHS 3MiHI
ttoro noBexinku. [TyOmikar(ii MOXyTb OyTH pO3poOIIeHi A1l 0COOIMBOT MLTEOBOT
ayJaUTOPii, MICTUTH OCHOBHI iH(OpPMAIiffHI TIOBIJOMJICHHS Ta PEKOMCH[AIII, a
TaKOXX JETANBHIIY iH(OpMAIlifo I MiATOTOBKH IHCTPYKTOPIB a00 caMomiaro-
ToBKH. [leski MaTtepiaau po3poOisioThCs JUIS OJHOPA30BOTO BHKOPHCTAHHS, a
HIII BAKOPHUCTOBYIOTHCS MTOCTIHHO.

HapuanbHi 3aHATTS, HABYAJIBHI MOJYIIi Ta MPE3CHTAIlIl HAJIEXKATh J0 Tpa-
JWMITIAHUX CITOCOOIB MPEACTABUTH 3HAYHUI OOCAT 3HAHB Y paMKax CTaHAAPTHHUX
OCBITHIX 3ycwib. BamBa iH(popMallist 9acTo MOMIMPIOETHCS B XOJII CEpHO3HUX
3aX0[IiB, TAKMX SIK 3yCTpiui, ceMiHapy Ta BeOiHapH (IHTEpaKTHUBHI CEeMiHapH), sKi
CIIOYaTKy Oyin po3poOIIeHi Uil CTPYKTYPYBaHHS Ta MIATPHUMKH OYHOTO HaBYaHHS
CIIBPOOITHHKIB, JTOOPOBOJIBINB, CTYHCHTIB, BHKIAQJA4iB Ta YICHIB CILUIGHOT.
BripoBa/pkeHHSI HOBHX €JIEMEHTIB, /10 SIKMX HaJe)KaTh IHTEPaKTWBHI BIpPaBH, aK-
THBHE HaBYaHHS Ta BUKOPHCTAHHS COLIAIBHUX MEPEX, e OUIbIIE MiABUIYE 3HA-
YYIIICTh, TepeBary Ta e(peKTUBHICTh BUKOPHCTOBYBAHHUX IiAXOIIB.

HaB4aHHs Ha OCHOBi BUKOPHCTaHHS MOXJIMBOCTEH MEPCOHAIBHUX KOM-
n'forepiB 200 IHTEPAKTUBHUX MOMIJIMBOCTEH (IUIs1 4OTO HEOOXIJHHMI KOMITIOTEp
a00 IIIaHIIeT Ta AOCTYI 10 IHTepHEeTYy) — IBa crocoOn OTpUMaHHS AOCTYILY 1O
MOJJIMBOCTEH KOJIEKTHBHOTO HaBYaHHS. MOXJIMBOCTI IHTEPaKTHBHOTO HaBYaH-
HS IMAPOKO BUBYEHI. Y BHIIIA IIKOJi Ta Oi3HEC-CMUILHOTAX BOHO MiATBEPIMIO
CBOIO €(pEeKTHBHICTh, OCKUIBKH Y4HI, SIKi BHKOPUCTOBYBAJIN IHTEPAaKTHBHI METO-
JIM HaBYaHHS, TIOKa3yBaJIM BUII PE3yJIbTATH, HDK TPAIUITiHI ciryxadi.

Irpu Ta KOHKYpCH MPOTIOHYIOTH 1€ O/IHY 3aXOILTIOI0YY MOJKJIMBICTD "Ha-
BYaHH 3 po3Baroo”. JIysi Mayux rpyn MO)Ha BUKOPUCTOBYBATH HACTUIBHI irpH.
Kpim Toro, MokHa OpraHi30ByBaTH KOHKYPCH MANIOHKIB Ha ac(aybTi, M0 3aB-
KU JTy)Ke BHJOBUIIHO. TBOpYI KOHKYPCH TaKOX MOJYKHA OpraHi3yBaTu y 3Ma-
TaHHi, 3alIPOCUBIIH JI0 yJacTi IIKUIBHI Ta perioHanbHI KoManan. [y ix mpoBe-
JICHHSI MO)KHA BUKOPHCTOBYBATH TaKi 3aBJIaHHS, SIK po3poOKka o(opMIIeHHS I1a-
KaTiB, HAIMCAHHS NMUTaHb JJIs BIKTOPWH, HAIIMCAHHS OTIOBiNaHb, MICEHb Ta Bip-
IIiB, TIOCTAHOBKA CLICHOK Y1 TBOPEHHS CJIOTaHIB.
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Tpu OCHOBHUX THIIH ayAio- Ta BiICONMPOAYKIIl PO3PI3HIIOTHCS 32 TPHUBA-
JICTIO, CIIOCO0aMHU MONIMPEHHS Ta PIBHEM PO QecioHai3MYy:

=  comiaibHa peKjaMa Ha pamio Ta TejacOaucHHi;
" KOpPOTKIi ayio- abo BiICOPOIHKHY;
= aynio Ta BimeoMaTepiaii OUTBIIOT TPUBAIOCTI.

OmuH i3 HAWMPOCTIMUX Ta HAHACHICBIINX CHOCOOIB s 3MiHCHEHHS iH-
(opmariiiHO-po3 ' ICHIOBaJIbHOT poOOTH € BUKOpUCTaHHs O(iuiiHuX caiTiB. J{o
HUX BigHOCSThCA odimiitauii caitt JICHC, odimilii ctopinku ['ooBHUX yrpas-
niae JICHC rtompo. IIpuknamoM Takoro pecypcy Moske Oyru odimiiHuil caiT
HVYI3 Vkpainn.

Jlo comiampHUX Me[ia HaleXaThb BCi Ti IHTEPAKTHBHI IHCTPYMEHTH, SKi
JIO3BOJISIIOTH JIFOJISIM CIUIKYBaTHCS OJIMH 3 OJHUM 0€3 HeoOXITHOCTI Tpaauiiii-
HOT opraHi3amiifHo1 maTpuMKH. JJo HUX BITHOCATHCS: COIialIbHI MEPEkKi, MECCH-
JoKepH Tomo. PeBOIONIS B Tany3i eIEKTPOHHUX KOMYHIKAIIIH CIIPOIIYeE Ta 311e-
IIEBITIOE€ MOKIIMBOCTI IS OIIMPEHHS iH(pOpMAIIii.

BuxopucraHHs TeJeKOMYHIKalliii Mae Ha yBa3l 0e3ii4 Pi3HUX MOMIIHMBOC-
Tei. JIo HMX BIAHOCSATH: aBTOMATHYHI CUCTEMH HAJCHIIAHHSA TEKCTOBHMX IOBIJIOM-
neHb. Po3cuitka MoBilOMIIEHb Ma€ BeJIMKE 3HAUSHHS JUIsl PAHHBOT'O OTIOBIIIICHHSL.

Hemae enunoTrO, HaifeheKTHBHINIOrO crnocoOy mommproBaTH iHpopma-
iffHI ToBimOMIICHHA. TakuM YHHOM, YCHIX 3a3BHYall JOCATAETHCS IIIITXOM
KOMOIHYBaHHSI PI3HUX IHCTPYMEHTIB.

Po3risiHyTi IHCTPYMEHTH PEKOMEHYIOTHCS JJIsl BUKOPUCTAHHS MIPU MPO-
BEJICHHI 1H(QOPMAIIITHO-PO3’ICFOBAILHOT pOOOTH 3 NMUTAaHb OE3MEKU JKUTTEis-
JHHOCTI HAaCeNICHHS.
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YK 378:37
OCOBJIMBA POJIb ITYYHOI'O IHTEJEKTY B KIBEPBE3IIEILI

Biraxiii CBITJIMYHUI
Xapriecokuii HayioHanebHull yHigepcumem eHympiwiHix cnpas, Xapxis, Yxpaina

Anomauis. Poboma npucesuena sUSUEHHIO BNIUSY MEXHOIOZIU WMYUHO20 [HIM e-
nexkmy Ha cucmemy kibepoesnexku npomseom 2024—2025 poxis. Posensinymo numanHs
Macumabysants asmoMamu308anux Kibep3aspos, 3MiHU Xapakmepy amax nio 6naugom
2EHEPAUBHUX MeXHON02T ma memodu 3axucmy LLI-cucmem 6i0 3n106muchux diu. Bema-
HOBIIEHO, WO WKIONUEUT agmomamusosanuti mpagik oocse nosuauku 49% 6io 3azanvho-
20 06cs2y Mepedice6oi akmugHOCMI, a 3aCMOCYBANHS 2CHEPATNUGHUX ANI2OPUMMIE CYmMmE-
60 NIOBUWUNIO PE3YTbMAMUBHICb MAHINYIIMUGHUX coylanbHux amak. IIpoananizoeano
pexomenoayii ENISA, cmamucmuxy Imperva i Arkose Labs, a maxooc memooonociuni
nioxoou NIST AI RMF ma MITRE ATLAS sax 6a306i incmpymeHmu npOMUCMOAHHS CY-
YacHUM Kibeppusuxam.

Knrwuoei cnoea: wmyunuii inmenexm, xibepbesnexka, 6om-mpa@ix, eeHepamueHi
mooeni, A RMF, MITRE ATLAS..

Abstract. The work is dedicated to the infusion of artificial intelligence
technologies into the cybersecurity system over the period 2024-2025. The paper
examines the scaling of automated cyber threats, changing the nature of attacks with the
influx of generative technologies and methods for protecting BI systems from malicious
actions. It was found that low-speed automated traffic reached 49% of the total number
of borderline activities, and the use of generative algorithms significantly increased the
effectiveness of manipulative social attacks. The recommendations of ENISA, statistics
from Imperva and Arkose Labs, as well as the methodological approaches of NIST Al
RMF and MITER ATLAS were analyzed as basic tools for confronting current cyber
crises.

Keywords: piece intelligence, cybersecurity, bot traffic, generative models, Al
RMF, MITER ATLAS.

Beryn. IIpotaroM ocTaHHIX POKIiB TEXHOJOTI IITy9HOTO iHTENIEKTY CTa-
JIM KJIIOYOBUM €JIEMEHTOM SIK Y po3po0Ili 3aXUCHHUX CTpATETiil, TaK i B opraHisa-
mii kibep3nounHiB. EBOJIONIS TeHEpAaTUBHUX alTOPUTMIB HaJaia 3JI0BMACHUKAM
MOJJINBOCTI (hOPMYBATH IEPEKOHIIMBI (DIIIMHTOBI OCIAaHHS, HEOE3NEeUHUH MPo-
rpaMHHA koI Ta (anbcudikoBaHi MyIbTUMEAINHI MaTepiann 3 HEHMOBIPHOIO
noctoBipHicTio. [lapanenbHO 3aXMCHI KOMIUIEKCH Bce yactime iHrterpyrots I1-
KOMITOHEHTH JUIsi OE3MEPEPBHOTO CHOCTEPEXEHHS, po300py MOBEAIHKOBUX Ia-
TEPHIB Ta OIIEPATHBHOTO pearyBaHHs HA IHIWACHTH OC3IEKH.

Meta po6orn nossirae B cucrematusauii iHdopmanii 2024-2025 poxkis
II0JI0 BIUTUBY iHTENEKTyaTbHUX TEXHOJOTIH Ha Oe3nmeky HU(POBHUX CHCTEM Ta
BHSIBJICHHSI JII€BUX CIIOCOOIB MPOTH T HOBITHIM 3arpo3am. /lJist 1oCATHEHHS 110 c-
TaBJICHOI METH MPOBEICHO AHATITUIHUH OTJISAA JOCTIIKEHb IPOBITHIX CBITOBUX
opramizariif y raxysi indopmaniifHoi 6e3meku.
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BuknaneHHs: 0CHOBHOIO MaTepiany. JlociUkeHHS IPYHTYETHCS Ha BH-
BYEHHI MaTepiaiiB MDKHApOJHUX eKCIIEPTHUX LEHTPIB 3 KibepOesneku. [lepiro-
YeproBy yBary MpHIUICHO aHATITHYHUM MaTepianam ENISA, ski BimoOpaxaroTh
€BOJIIONIIO 3arpo3 3a mnepiox sunens 2023 — uepsens 2024 poky [1, 8, 10]. Ho-
JIATKOBO OIPalbOBAHO CTATHCTHUYHI 3BITH KoMmaHiil Imperva i Arkose Labs cto-
COBHO TMHAMIKH aBTOMAaTH30BaHOTO MepexkeBoro Tpadiky [5, 6].

OTpuMaHi AaHi CBiAYaTh PO 3aHENOKIMIMBY CUTYyalito: npoTsrom 2024
POKy 00CAT HIKi[UIMBUX aBTOMAaTH30BaHUX 3aIMTIB CATHYB 49% Bin 3araabHOTO
Tpadiky, Toal Sk neBHi udposi mardpopmu peectpyBanu 1o 73% HebakaHOi
akTUBHOCTI 00TiB [5, 6]. Lle Bka3ye Ha Te, 0 OUTHITICTH B3a€EMO/IIN 3 OKPEMIMH
cepBicaMM 3/1IHICHIOETHCS HE CIPaBKHIMH KOPUCTYBadaMH, a IPOTPaMHUMH ar e-
HTamu. Taki bot-cucTeMH JIEMOHCTPYIOTh 3pOCTaO4y CKIAJHICTh apXiTEeKTYpH
Ta CIIPOMO’KHICTH OJIATH TPAUIIiKAHI Oap'epu imeHTH]IKAIIi, IO TiATBEPIKY-
I0Th JOCIHIIJKEHHS] METO/IIB BUSIBJIICHHS Ye€pe3 aHai3 YHIKaIbHUX XapaKTePHCTHK
BeO-orsayvis [7, 9].

Oco0bnuBy HeOe3MeKy npeacTaBisioTh renepatusHi LI-Texnonorii. Bin-
MOBIIHO 710 BUCHOBKIB (Gartner, BOHM YTBOPWJIM OJWH 3 HallBaroMimmx (akTopiB
3pocraHHsl Kibeppu3ukiB npotsrom 2024 poky [4]. ['eneparuBHi anroputmu
YMOJIUBIIIOIOTh BUPOOHUIITBO BUCOKOSKICHUX (DIIIMHTOBHUX MOBIIOMIICHB, SKi
BIATBOPIOIOTH KOMYHIKAI[IMHUI CTHIJIb KOHKPETHUX KOMIIaHiil 9u 0cid, mpuaomy
y Benukux obcsirax. ENISA koHcrarye, mo nojioHI MOKJIMBOCTI CIIPUYUHUINA
CTpIMKe MiIBUIICHHS e(SKTUBHOCTI aTaK COiaNbHOI imxenepii [ 1, §].

OpHovacHO (OpMyeThCsl IPUHIMIIOBO HOBUIT HANPSIMOK 3arpo3 — Kidepa-
Taku, crupsmoBaHi Oesmocepenuso mpotu II-cuctem. baza 3mame MITRE
ATLAS karanorizye pisHOMaHITHI METOJMKH Takux BTpydaHb [3]. [lo Hux Ha-
JIeKaTh: MaHIMYIHALIi 3 BXIZHAMH 3alUTaMU 10 Mojeneil (prompt injection) 3
METOI0 BUTATYBAaHHS KOH(DIICHIIHHIX BiJIOMOCTEH, BIPOBAIKCHHS IIKIUIUBO1
iHdopmMmarii 1o TpeHyBanbHUX MacuBiB (data poisoning) i HaMaraHHs pPeILTIKyBa-
TH KOMEPIiiHI MOAeTi IUITXOM MacoBaHMX 3BepHeHb (model extraction).

JInst IpOTUCTOSIHHSL ONIMCaHUM BHKJINKaM (POPMYIOTHCS KOMIUIEKCHI METO-
nosorii. NIST npencraBuB KoHIENTyadbHY MoJAenb KepyBaHHs pr3ukamu 1T (Al
RMF), sika yrnopsakoBye MiaxoIy JO OIUHIOBAaHHS Ta 3MEHIIEHHs HeOesrek [2].
IpakTruna peamizamis mepeadadae adversarial-nepeBipky Mojeseil Ha OIPHICTH
arakam [7], 6ararodakTopHy BepHQiKalio KOpUCTyBadiB, Oe3repepBHE BiICTEKEH-
Hsl HETHIIOBOT aKTUBHOCTI CHCTEM Ta CHCTEMAaTH4HE BJOCKOHAJICHHS 3aXMCHUX pi-
mens [9, 10].

Bucnosku BupueHns marepianis 2024-2025 pokiB AEMOHCTpYE, IO iHTE-
JIEKTyaJbHI TEXHOJOTIi TpaHCPOpMyroTh JTaHAmapT KibepOe3neku. 3MOBMUCHUKH
akTHBHO 3actocoByroTh LI st MaciTabyBaHHS atak — 3pOCTaHHS aBTOMAaTH30Ba-
Horo Tpadiky 10 piBHSI 49—73% € IepEeKOHINBIM CBITIEHHAM 11600 [5, 6]. ['enepa-
THBHI CHCTEMH 3a0€311eUyI0Th CTBOPEHHSI MaHIMYJIITUBHUX MaTepialiB Takoi IIpaB-
JIOTIOTIOHOCTI, IO iX imeHTH(iKaLlis K (QaJbIIMBUX CTA€E BKpai MpoOIeMaTHIHOIO.
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Bomrogac II-TexHOMOTIi IEPEeTBOPIOIOTHCS Ha e(peKTHBHUN 3aXUCHUN Me-
xaHi3M. Cucrem, noOyaoBaHI HA NPHHIMIAX MAIIMHHOTO HABYAaHHS, CIIPOMOXKHI
00po0IIsITH MacHBHI 1H(QOPMAIIiiHI TOTOKK B PEXKUMI PETbHOTO Hacy, iIeHTU(IKY-
BaTW HECTaHJAPTHI MTAaTEpPHH Ta MPOTHO3YBATH 3arpO3H Ha BUIIEPELKEHHS. 3acToCy-
BanHs Metonouioriii NIST Al RMF [2] ta MITRE ATLAS [3] 3a0e3neuye cTpyKTy-
pOBaHMIT MEXaHI3M YIIPABITIiHHS PH3UKAMH Ta PO3Mi3HABAHHS HEOE3IEK.

[TpoTe TexHONOTYHMIA HCTpYMEHTapiii caMm co00I0 He BHPIIIYE BCIX MPO-
6nem. Adversarial-tectyBanns [7], moctiitHuii KoHTpOIb [9, 10] Ta onepaTiBHA MO-
JIepHI3allis 3aXHCHUX CUCTEM MOTPEOYIOTh CKOOP/IMHOBAHHX 3YCHIIb CIIeHiali3oBa-
HUX KoMmaHAa. KpiM TorO, MONCEKHII KOMIIOHEHT 30epirae KpUTHJIHE 3HAUCHHS —
caMe eKCIIePTH YXBAJIFOIOTh KiHLEBI PIlICHHs Y HEOAHO3HAYHHUX CUTYALliSIX Ta rapa-
HTYIOTh €THYHICTh 3acTocyBanHs 1II-iHcTpyMeHTIB y chepi kibep3axucTy.
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YK 004.4:004.75:004.738.5

IMOPIBHAHHSA NIAXOAIB REST, GRAPHQL TA GRPC
Y KOHTEKCTI BUMOI 10 API

Ogaena CEHHUK, I1asjo JIYB
JIvsiscorutl HAYiOHATLHULL YHIGEPCUMem 6eMePUHAPHOT MeOUYUHU
ma 6iomexnonoziti imeni C.3. Ioicuyvrozo, m. JIveie

Anomauis. ¥V docnioscenni pozensnymo nioxoou 0o cmeopenns API 3a 0onomo-
2010 REST, GraphQL ma gRPC. Ilpoananizogano 0cobausocmi KOMCHOI MexHON02il,
cpepu 3acmocysanns, nepegazu ma Heooniku. Hasedeno kopomxi 6ucHo6Ku NOPIGHAHHS
Ha OCHOGI NPAKMUYHOT peanizayii..

Kniouosi cnosa: APl, REST, GraphQL, gRPC, sanumu, egpekmugnicme.

Abstract. The research investigated approaches to APl development utilizing
REST, GraphQL, and gRPC. The characteristics, application domains, benefits, and
drawbacks of each technology were analyzed. Brief comparison conclusions based on
practical implementation were presented.

Keywords: API, REST, GraphQL, gRPC, queries, efficiency.

VY cydacHux mporpamuunx 3aco6ax API Bimirpae KIO4oBY poib, apke € iH-
CTPYMEHTOM I B3a€EMOZIi MDK CepBicamM, T0aTKaMH, CAUTaMH TOIIO. TeXHOIIOTii
REST, GraphQL i gRPC — 1ie pi3ni migxomu a0 peatizaiii API. Croromni REST €
HAWTIOIINPEHIIIIOI apXITEKTYPOIO 3aBISKH MPOCTOTI, 3pYYHOCTI 1 IIMPOKIH CyMmic-
Hocti. GraphQL Bupiirye npo6iaemMy poOOTH 31 CKIIAITHUMH JIAHUMH, a TAKOXK 3MEH-
HIy€ 3alMTH 1 KUIBKICTh HENOTPIOHMX naHux. Cepes TPhOX 3ralaHUX TEXHOJIOTIN
gRPC € naitmenm nommupenoro. Bona CTBOPEHA Ha ocHosi nporokoiry HTTP/2 i
BHKOPHCTOBYE 61HapHI/II/I ¢opmar st nepenadi indopmartii, mo 3a663neqye BHCOKY
MIPOYKTHUBHICTD 1 HHU3BKY 3aTPHUMKY. [opiBHSHHS IIMX MIAXOMIB € AKTyaJIbHHM,
aJpKe KOXKHA TEXHOJIOTIS Ma€ CBOi OOMEXEHHSI, 110 BIUIMBAE Ha BUOIP ONTHMAIBHOT
TEXHOJIOT1i 3aJIeKHO Bif 3aJAHUX YMOB CTBOPEHHS 3aCTOCYHKY.

B Mekax mocimKeHHsT BaXKIIMBO PO3TIIAHYTH e(DeKTUBHICTH TEXHOJIOTIH 3
ycix cropin. Cepen MOKa3HUKIB ISl OLMIHIOBAaHHS KIIIOYOBHMH € METPUKHU IIPO-
IyKTUBHOCTI (response time, throughput, latency), oO6pobka ckmagHux BKIaze-
HUX CTPYKTYp TOIIO. BakjiBa 4acTHHA — 1€ 3pYUYHICTh PO3POOKH, siKa CKJIaa-
€THCS 3 HAJIAIITYBAHHS TEXHOJIOTIH, THYYKOCTI, MOKJIMBOCTI PO3IIUPEHHST (QyH-
KI[iOHaTy, 3po3yMinoi gokymenTauii ta iHmux. REST mommpena B mpoctux
Tpa)muiﬁﬂnx nonarkax, GraphQL moxke edexTHBHO NpalfoBaTH 3 BEIUKOIO
KUIBKICTIO BKJIQJIEHUX CYTHOCTEH, a gRPC nae MOXJIMBICTD IIBHUJIKO IIE€peiaBaTh
naHi. OTxe, BU3HAYCHHS METpHK 1 TIOKa3HUKIB Ul TECTYyBAaHHS [JJO3BOJIUTH
OTpPHUMaTH OUTICHY KapTHHY i 9ac JOCHIHKEHHS.

Jlnsg TOBHOLIHHOTO TOPIBHSHHA eQeKTHBHOCTI TexHonorii REST,
GraphQL Ta gRPC HeoOximHO po3pobutu emmHe API 3 omHakoBoio Oi3Hec-
JIOTiKO0. 3a JOTIOMOTO0 TOCIIKEHHSI MOXKHA BHSBHUTH YiTKI KOHKPETHI CIleHa-
pii, e KOKHA TEXHOJIOTiS € 10 CBOeMY edekTHBHA. HesBaxaroum Ha 3HAYHY
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KUIBKICTh cTaTel 11010 BUOOPY ONTHMAIBHOI TEXHOJIOTI], YacTo Opakye Bizya-
JBHUX TBEPKEHB 1 HOPIBHAHB. [|JIs1 BUANMOTO MOPIBHSIHHS BapTO BUKOPHCTATH
Tabmui, giarpamu, 3acodu st tecryBanus (JMeter, PostMan) Tomro.

PesynbraTi TecTyBaHHSA BimOOpakaTHMYTh CHIJIBHI Ta clabKi CTOPOHHU
KOXHO1 TeXHOJIOTii. [[porHO30BaHIM BHCHOBOKOM ITHOTO aHAII3Y € TBEPIKEHHS,
10 BUOIp ONTHMAIBHOTO PIlIEHHS 3aJISKUTH Bil 3alaHUX YMOB poboTn. OTxe,
REST BapTo BUKOPHCTOBYBAaTH B MPOCTHX TPATUIIIHHUX BeO 3aCTOCYHKaXx,
GraphQL kopucHa B cepBicax, e 6arato MoB's3aHUX JaHUX 1 HCOOXiTHHIA rHYY-
KU moctyn 1o HuX, a gRPC noTpibeH B cucTeMax 3 HIBUAKUM OOMIHOM JaHUX
(oHnaiiH irpu, BieoTpaHCISILIi TOIIO), TOOTO MOTOKOBUX CEPBICIB 1 BUCOKOHA-
BaHTAXXECHUX CHUCTEM.

JlirepaTypa
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3D-IPYK SIK IHCTPYMEHT HIBAJKOI PO3POBKH EJJEMEHTIB
POBOTOTEXHIYHUX CUCTEM JJIs1 OBOPOHHUX ITOTPEB

ILnas Ciuko , IBan KOBTYH, Bagum MAJIBIIEB
Xapxiecokuil HayioHanbHull yHigepcumem HYMPIUHIX Cnpas

Abstract: The application of 3D printing forrapid development and manufacture
of components for defense robotics systemsis considered. The advantages of additive
technologies in prototyping, cost reduction, increased flexibility, and the ability to quickly
create elements of UAVs and ground platforms in various conditions are demonstrated.

Keywords: 3D printing, additive technologies, robotics, defense systems, proto-
typing, UAVSs, robotic platforms, materials science, rapid manufacturing.

Anomauia. Posenanymo 3acmocysanus 3D-0pyKy 015 weuoxoi po3pobku ma 6u-
20MOBIEeHHS KOMNOHEHMIB poGomomexHitmux cucmem 060p0HH020 NPpUSHAYEHHA. Tloka-
3aHO nepesazyu AOUMUBHUX MEXHONO2I Y NPOMOMUNYSAnHI, 3MEHWeHH] 6apmocmi, nio-
BUWEHHI SHYUKOCME Ma MOJNCIUBOCMI ONepamueHoco cmeopenus enemenmie bnJlIA 1
HA3eMHUX NAAMG@OPM Y PIZHUX YMOBAX..

Knrouogi cnosa: 3D-0pyk, aoumueni mexnonoeii, pobomomexuixa, 0o6opouHi cu-
cmemu, npomomunyeauus, bnJIA, pobomusoeani niamgpopmu, mamepianosrHascmeo,
WBUOKEe BUCOMOBILECHHSL.

CyuacHi BO€HHI KOH(IIIKTH XapaKTepU3YIOThCSI BHCOKOIO IHTCHCHBHICTIO
TEXHOJIOTTYHOTO PO3BUTKY, 3MIHOIO TaKTHK BEICHHS OOMOBHX [iif Ta MOCTI{HOIO
moTpeboI0 y MBUAKIA MOJEpHI3aIlil TEXHITHUX 3aC00iB. Y TaKMX yMOBaxX 0coOIH-
BOTO 3Ha4eHHsS HaOyBalOTh IHCTPYMEHTH Ta TEXHOJIOTII, 10 JO3BOJISIOTH Olepa-
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THBHO CTBOPIOBAaTH, aJalTyBaTH Ta BITHOBIIOBATH EIEMEHTH TEXHIKH, 30KpeMa
poOOTOTEXHIYHUX 1 OE3MIIOTHUX CHCTEM OOOPOHHOTO TNpu3HadeHHs. 3D-npyk,
a00 aguTHBHE BUPOOHMIITBO, CTAB OAHIEIO 3 HAHOLIBIN IMEepCIeKTUBHUX 1 3aTpely-
BAaHWX TEXHOJIOTil OCTaHHBOTO NECATIIIITTS, OCKUIBKM BiH 3a0e3medye MOKIIH-
BICTh IIBUJKOTO CTBOPEHHS NMPOTOTHIIIB, IHAWBIAYaIBHINX JETaNIeH 1 MOBHOIIHHIX
KOHCTPYKIIH 6e3 MoTpeOn y BEINKUX BUPOOHWIHX pecypcax abo CKIagHoMy o0-
nagaanHl. Came 371aTHICTH 3a0e3MeuyBaTH BHCOKY ONEPaTHBHICTH Y Po3poOrri it
BUTOTOBJICHHI KOMITOHEHTIB poOUTh 3D-ApyK Ba)XJIMBUM IHCTPYMEHTOM Ii/IBU-
IIeHHS! ePEeKTUBHOCTI BIMCHKOBHMX ITIIPO3JLIIB, 10 MPALIOOTh Y 3MIHHHX a0o
OOMEXEHNX yMOBax. AJMTHUBHI TEXHOJIOTii JO3BOJISIIOTH CTBOPIOBATH JeTalli
CKJIAJIHOI TEOMETpii, ONTUMI30BaHi Mil KOHKPETHI 3aBIaHHS, a TaKOX IIBUJIKO
YCYBaTH TEXHIYHI HECIIPABHOCTI IIUIIXOM JIPYKY 3allaCHUX YACTHH, LIO A€ 3MOTY
3MEHIINTH 3aJIeKHICTb Bi/l IIEHTpaIi30BaHUX peMOHTHUX 0a3 [1, C. 7].

Buxopucranns 3D-1pyky y poOOTOTEXHIYHMX CHCTEMax OXOILIIOE IIH-
POKHIi CIIEKTp HANMpsSMIB — BiJ BUTOTOBJICHHS KOPITYCHHX €IIEMEHTIB IO CTBO-
peHHA HIUBIAyaIbHUX (YHKIIOHATHHHUX BY3MiB. s Oe3NUTOTHHX JTAIbHUX
amapariB agUTHBHI TEXHOJIOTI CTaJIM OJHUM 13 KITIOYOBHUX IHCTPYMEHTIB, IO Ja€
3MOTY BHTOTOBJISITH JIETKi, MIIIHI Ta aepoJWHAMIYHO ONTHMI30BaHI €JIEMEHTH,
SK1 HEe 3aBXIM MOXJIMBO peaji3yBaTd 3a JONOMOTOI0 TPaJUIIHHUX METOIB.
Oco01MBO Ba)XJIMBOIO € MOXKJIMBICTH CTBOPEHHS IHAMBIIYaJbHHUX pillleHb —
HAaIpHKJIa/, KOPIyCiB il KOHKPETHI TUIH KaMep, KpiluieHb JUis aHTEH, afanTo-
BaHMX XBOCTOBHX Ta KPMUJIOBHX €JIEMEHTIB, a TAKOX KOHCTPYKIIH JUIs IIBUAKOT
3MiHu KoHGirypauii BriJIA BigmoBifHO 10 MOTOYHOI omepaniiHoi noTpedu. Y
poboTH30BaHMX Ha3eMHUX M1aTdopMax 3D-1pyk Takox Bilirpae 3HAYHY POJb Y
CTBOPCHHI MEXaHIYHUX KOHCTPYKIIiii, KOPITYCiB IUII CEHCOPIB, 3aXUCHUX 000II0-
HOK Ta HaBiTh €JIEMCHTIB MaHITYyIIATOPIB. JJOCHTH 9acTo Migpo3iiaM TOBOIUTH-
CsI TIPAITIOBATH 3 00JaIHAHHAM, SIKe OyJI0 MOIIKOKeHe a00 BUHMIILIO 3 JTady BHa-
CIIIOK {HTEHCHBHOI eKCIUTyaTallii, i B TAKWX BUIAIKaX MOXJIUBICTh HaIPyKyBa-
TH HOBY JIeTajJb Ha MICIi 3HAYHO CKOPOYY€E Yac IPOCTOI0. TakoX BaXKJIMBOIO
MepeBarolo € Te, 10 MiAPO3IUTH MOXKYTh CTBOPIOBATH a0COJIIOTHO HOBI €1eMeH-
TH I afanTaiii cucteM mia cnenudidyai yMOBU penbedy, 3aBIaHb UM TAKTHY-
HOT oOcTanoBkH [2, C. 138].

3acTocyBaHHS Cy4acHMX MarepianiB y 3D-npyui Binirpae BaxiauBy poJib
y HiIBUIIEHHI e()eKTUBHOCTI HAJPYKOBaHUX KOHCTPYKLil. OKpiM cTaHIapTHUX
oJIiMepiB, y BICHKOBIH cdepi akTHBHO BUKOPUCTOBYIOTHCS KOMIIO3UTHI MaTe-
piajy 3 MOKpaIIeHUMH XapaKTePUCTHKAMH — 30KpeMa, HOJiMepH 3 apMyBaH-
HSIM BYIJICLICBUM BOJIOKHOM, CKIIOBOJIOKHOM a00 KemiapoMm. Taxi matepianu
3a0e3meuyroTh HabaraTo BWINY MIIHICTh, CTiHKICTh IO MEXaHIYHWX HaBaHTa-
JKeHb, TEMIIEpaTypHIX KOJIHMBAaHb Ta BiOpariii, mo poOWUTh X IPUAATHUME IS
CTBOPEHHS KOHCTPYKTHBHHUX €JIEMEHTIB, SIKi paHillle BUTOTOBJIUIM JIMIIE METO-
oM (pesepyBaHHs ab0 JUTTS. 3aCTOCYBaHHS aJUTHBHOIO BUPOOHHUIITBA Y IO-
€IHAHHI 3 ONTUMI3AIIIE€I0 TeOMETPIl AeTasieii J03BOJIAE 3MCHIIIUTH TXHIO Bary 0e3
BTpaTH (pyHKIIOHAJIBHOCTI, 1110 € KPUTUYHO BAXKJIMBUM JUIsl OE3MUIOTHUKIB 1 MO-
OLIbHUX poOoTH30BaHKX IIaTGopM. KpiM Toro, 6araro cy4acHUX IPUHTEPIB €
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MTOPTATUBHUMH, HE TIOTPEOYIOTh CIIEiaIbHUX YMOB JUIsi pOOOTH Ta MOXKYTh OY-
TH PO3MIIEH] Yy NMEPeCcyBHUX MaiCTEpHIX, PEMOHTHHX IyHKTaX ab0 YKpHUTTSX.
Lle mo3Bouisie 3a0e3neyyBaTH ONEpaTUBHE TEXHIYHE OOCIYyroBYBaHHS HPSIMO Y
30HI BUKOHAHHA 3aBJaHb, 10 3HAYHO IiIBUITYE aBTOHOMHICTh BiiCHKOBHUX ITiJI-
PO3ALTIB 1 iXHIO 34aTHICTH MIBUAKO BiTHOBIIOBATH TeXHIKY [3, C. 29].

Y3aransHIo04H, iHTerpanis 3D-apyky B 000poHHY poOOTOTEXHIKY BilIK-
pHBa€ MIMPOKi MOKIIMBOCTI JJIS MiABUIICHHSA €()eKTUBHOCTI, THYIKOCTI Ta aJiar-
THBHOCTI BIHCBKOBHUX CHUCTEM. AUTHBHI TEXHOJIOTII JalOTh 3MOT'Y CKOPOTHUTH
BUPOOHHMYI LIMKJIM, 3MEHIIUTH BUTpATH, MiABHIIMTH DPIBEHb aBTOHOMHOCTI Ta
OIIEPaTHBHOCTI TEXHIYHOTO 3a0e3rneuyeHHs.. POOOTOTEXHIYHI KOMIUIEKCH MOXYTh
MOJICpHI3yBaTUCS 3HAYHO IIBUALIE, ajpke Oy/b-gKi 3MIHM B KOHCTPYKIIi MOKHA
MPOTECTYBATH MPAKTUYHO MUTTEBO, a HOBI JIeTali — BHTOTOBHTH Oe3mocepes-
HBO Ha Miclli. ¥ CydaCHHUX yMOBAaX, KOJIM TEMIT PO3BHTKY OOMOBUX TEXHOJIOTiH
MIOCTIHHO 3pOcTae, a 3MiHM Ha TOJIi 00¥0 BiIOYBaIOTHCS MIBUAKO, CaMe MOITH-
BICTh OIIEPATHBHO AJANTYBATH TEXHIKY CTa€ BUPIMAIbHUM (HaKTOPOM. 3 OISy
Ha IIBHIKUH PO3BUTOK aIUTHBHUX TEXHOJOTIH 1 MaTepianiB MOXHA MPOTHO3Y-
BaTH, IO iX POJIb Y CEKTOPi 000POHU Ta Oe3meKu juie 3poctatume, a 3D-apyk
CTaHe OJIHUM 13 KIFOYOBHMX IHCTPYMEHTIB TEXHIYHOTO 3a0e3meueHHs1 poOoToTeX-
HIYHUX CHCTeM y MaiioyTHhoMy [4, C. 138].
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BUKOPUCTAHHSA TEXHOJIOI'T 3D MOJIEJTIOBAHHSA TA
3D APYKY IJIsI HIAI'OTOBKHU 31JO5YBAYIB OCBITH

IOxis CJIOBOJISIH, ¥0:ais BYPJIEMHA, Hazap BYPAK
Jlveiscorutl deporcasnutl yrigepcumem be3nexu JHcummeoisiibHOCmI

Anomayia. Y cmammi pozenanymo 3acmocyeantsa mexnonocii 3D moodenroeanns
ma 3D opyky 6 oceimmuvomy npoyeci JIbgiécbko20 depoicagnozo yHigepcumemy be3nexu
orcummeoisanvrocmi. Tlokazano, wo cmeopeHHs yu@posux mooeneli ma QizuyHuUx Maxe-
mie asapiiino2o 00IAOHAHHSA, eleMeHmi8 KOHCIMPYKYill | Hebe3neuHux 00 €kmis 003801s€
opmysamu 6 3000y6auie oceimu iHHCEHEPHi KOMNEMEHMHOCIME Ma NPAKMUYHI HABUYUKU,
HeOOXIOHI ManlOymHuim pamyeanvHukam. Buxopucmawnus 3D Opyky 0ns @ueomosneHHs
Maxemig ocepeoKig Noxceddc, 2a308ux KIAnauie, MexHiuHux 8y3/ie i udyxoHebe3neyHux
npeomemig 3abe3neuye besneune cepedosuule HAYAHHA Ma IMIMayilo peairvHux cyeHapi-
i be3 0ooamkosux eumpam na namypHi mpenysanns. Iliokpecaeno easicnugicms po3eu-
mky 3D nabopamopiti y 3BO cgpepu yusinorozo 3axucmy.

Knwuoei cnosa. 3D mooenrosanna, 3D opyk, pamysanvuuxu, JIAYEX]/], nasua-
JIbHI MaKemu, AOUMUBHI MexHo02ii, ni02omoeKa Kaopis.

Annotation. The paper examines the use of 3D modeling and 3D printing tech-
nologies in the educational process of the Lviv State University of Life Safety. It demon-
strates that creating digital models and physical replicas of emergency equipment, struc-
tural elements, and hazardous objects strengthens the engineering competencies and
practical skills required by future rescuers. The application of 3D printing for producing
models of fire scenes, valves, mechanical components, and explosive objects provides a
safe learning environment and enables realistic scenario simulation without the need for
costly field training. The relevance of developing 3D laboratories within civil protection
institutions is highlighted.

Keywords 3D modeling, 3D printing, rescuers, LSULS, training models, additive
technologies, emergency education.

CyuacHi ninpo3aim JJCHC BHKOHYIOTH IIMPOKHH CHEKTp poOiT — Bix
MOXKEXKOTACIHHS Ta PATYBAHHS MOCTPAXIAIMX JIO JIIKBIAAil HACTIAKIB BUOYXIB,
XIMIYHUX aBapiil i TexHOTeHHUX KatacTpod. i epekTHBHOI MiATOTOBKU Maii-
OyTHIX PATYBaJIbHUKIB YHIBEPCHTET MOTpeOye IHCTPYMEHTIB, SIKi JIO3BOJISIOTH
MOJEJIOBATH PealbHi 00'€KTH Ta CUTyamii 0e3 3HAYHMUX MaTepiaJbHUX BHTpAT i
Oesrnexy pu3uKy. OJJHUM i3 TAKUX IHCTPYMEHTIB € TexHoJoril 3D MonentoBaHHs
ta 3D mpyxky.

BrnpoBamkenns 3D maboparopii y HaByaneHuit nponec JIAYBX]] no-
3BOJISIE CTBOPIOBATH TOYHI KOIIii aBapiiHOTO OONaJHaHHS, BY3JiB TEXHIKA Ta
€JIEMEHTIB KPUTHUYHOI IHOPACTPYKTYpPH, SIKi CTYAEHTH MOXXYTh BUKOPHUCTOBYBa-
TH TiJ 4Yac TpeHyBaHb. 30KpeMa, MOJICIIOBAHHS KOHCTPYKTHBHUX EJIEMEHTIB
OyxiBenb, 3aCyBOK, TMOXKEKHHUX TiOpaHTIB, 3’€TIHYBATbHUX MY(T, PEIyKTODiB,
ra3oBuUX KJIAaHIB Ta 3amipHOI apMaTypu 3a0e3ledye MOXIIHMBICTH JETalbHO
BHUBYATH POOOTY LUX CHCTEM 0€3 PU3HUKY BUXOIY 3 JIaAy OpUTIHAIBHOTO 00mai-
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HaHHA. 3D ApyK M03BOJISE BIATBOPIOBATH HABYAFHI MAKETH OCEPEIKIB IMOXKEXK,
BEHTWIALIMHUX IAXT, parMeHTIB 3aBaJICHUX KOHCTPYKIIil Ta BUOyXoHeOe3me-
yHUX 1peaMeTiB. Taki MakeTH BHUKOPHCTOBYIOTBCSI Tl 4Yac TaKTHUKO-
CIeiaJIbHAX 3aHSATh, A€ 37100yBavi OCBITH BiIIIPanboBYIOTh AITOPUTMH HOIIYKY
HOCTpaXAANNX, ileHTUdiKanii HeOe3neyHnx o0’eKTiB Ta BUOOpY Oe3neuHHx
MapIIpyTiB y 30Hi pyHHYBaHb.

Texnouorii 3D MoJeIrOBaHHS TaK0X 3aCTOCOBYIOTHCSI JUIS CTBOPEHHS
CUMYIHLIAHIX CIIEHAPiiB — HAIPUKIAl, PEKOHCTPYKIii TIOKEKHUX OCEPEIKIB Y
TYPTOXKHUTKaX, MPOMHUCIOBUX MNPUMILNICHHSIX YK eJeKTpolinToBuX. OTpumani
nnpoBi MOJIEN AIOTh MOXKIIMBICTh aHAJI3yBaTH MOMIUPEHHS TOJIyM 5, TIOBEi-
HKY KOHCTPYKIIiif IpH HArpiBaHHI Ta MOTEHIIHI MapIpyTH eBakyarii. Lle cyr-
TEBO MIJIBUILYE SIKICTh MIATOTOBKM MailOyTHIX pATYBAIBHHKIB, aipKe I03BOJISIE
BHUBYATH CKJaJHI cleHapii 0e3 MpOBENEHHS AOPOTHX HATYpPHUX TpPEHYBaHb.
Oxpemo BapTo Bif3HAUUTH BUKOpUCTaHHA 3D ApyKy B HaBuaHHi (axiBIiB 3 Xi-
MIYHOTO Ta BUOYXOTEXHIYHOTO 3aXHCTY.

3100yBaui OCBITH MOXYTh MPALIOBATH 3 APYKOBAHUMH MaKeTaMu Oaio-
HiB 3 HeOE3MEeUHNMHU PEUYOBHHAMH, KOPITyCiB OOEMPUITACIB YU €IEMEHTIB BHOY-
XOBHUX IPUCTPOIB, HE Hapakarouuch Ha HeOe3neky. Lle 3ade3neuye rimboke po-
3yMiHHS OyJ10BU 00’€KTIB Ta popMye MPaKTUUHI HABUYKU O€3 PU3UKY IS )KUT-
Ts1. TakuM uuHOM, iHTerpanis Texaosorii 3D mozxemoBanns ta 3D apyky y Ha-
BuanpHU nporiec JIJITYBXK]] 3abe3neuye migBuiieHHs SKOCTI MpodeciitHoT mi-
TOTOBKH, PO3IMIMPEHHS IHXEHEPHUX KOMIIETEHTHOCTEH 3700yBadiB OCBITH Ta
CTBOpIOE Oe3IeYHE CepeloBHUINE IS BiINpallOBaHHS MPAaKTHYHUX HABHYOK,
HEOOXiTHHUX Y AISIBHOCTI PITYBAIBHUKIB.
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ABTOMATU3OBAHE YIIPABJIHHSA IH®OPMAILIMHUMHA
CUCTEMAMM: POJIb JAHUX Y PEAJIBHOMY YACI

Cmuk /1., Bypak H.
Jlviscokutl deporcarutl yHieepcumem Oe3neKu HeummeoisibHOCmI

Anomauisa. /locniodxcenns npucesuene poi OAHUX ) PedrcuMi peanvbHo20 4acy 8
ABMOMAMU306aHOMY YAPAGIIHHI THOpMAYIIHUMU CUCMeMaMU, ONUCAHO OCHOGHI ap-
XimekmypHi nioxoou 00 06pobientss ROMOKIE OAHUX MA iX 6NJUE HA SAKICMb YNPAGTIHC b~
Kux piuterv. Hageoeno Ounamixy o6cazy c6imoeo2o puHKy aHAIimuky nOmoKosux OaHux
y 2019-2024 pp. ma KOpomKo OKPECAeHO OCHOBHI NPAKMUYHI GUKIUKU GNPOBAOINCCHHS.
Makux cucmem.

Annotation. The study focuses on the role of real-time data in automated man-
agement of information systems, describing the main architectural approaches to stream-
ing data processing and their impact on the quality of managerial decisions. The paper
presents the dynamics of the global streaming analytics market in 2019-2024 and briefly
outlines the key practical challenges of implementing such systems.

Keywords automated information systems management; real-time data; stream-
ing data analytics.

ABTOMAaTH30BaHE YIPaBIIHHA iHOOPMAIIHHIMHU CHCTEMaMH € OIHUM i3
KJIFOYOBHX HANpsIMIB PO3BUTKY Cy4acHOi IIM(POBOi EKOHOMIKHM, OCKLUIBKHU 3a0€3-
Tevye IPUHHATTSA YIPABIIHCHKAX PIlIeHh HA OCHOBI aKTyaJbHHUX JaHUX 3 MiHi-
MaJIBHOIO 3aTpUMKOIO [1]. ¥V KoHTeKcTi 3pocTanHs obcsriB iHdopmarii, yckran-
HEHHs Oi3Hec-TpOoIleciB Ta MiABUIIEHHS BUMOT 10 Oe3mepepBHOCTI QYHKIIOHY-
BaHHS MIANPHEMCTB 0COOIMBOI Bar HaOyBarOTh TEXHOJIOTii 0OpOOICHHS TaHIX
y PeXKHMI peanbHOro Yacy. BoHU aroTh 3MOTI'y CKOPOTHTH YacOBHUIl PO3PHB MDK
BIUIMBAE Ha e(EeKTHUBHICTh AiSUIBHOCTI opranizauii. Pexxum peanbHOro 4acy B
[IbOMY BHIIQJIKy BHCTYIIA€ HE JIMIIE TEXHIYHOIO XapaKTEPUCTUKOIO, a W BaXIIH-
BOIO YIPAaBIIIHCHKOIO IEpeBaroo, sKa BH3HAYAE KOHKYPEHTOCIPOMOXKHICTDH
cy0’exTiB rocniogaproBanssa. Came ToMy JOCTiKEHHS PoJii JaHUX Y pealbHOMY
Yaci B CHCTEMax aBTOMAaTH30BaHOTO YIIPABJIIHHS Ma€ sSIK TEOpEeTHYHE, TaK 1 mpu-
KJIaJiHEe 3HaYCHHS.

VYupaBiiHHS, 3aCHOBaHE HAa JaHHX Y PEXKUMI pealbHOro vacy, rnependa-
yae Oe3rnepepBHE HAIXOJDKEHHS, 0OpOOJICHHs Ta IHTEpIpeTaiio iHhopMarrii 3
MiHIMAJTFHOIO YacOBOIO 3aTpUMKO0. Ha BimMiHy Bif TpaauUifHUX MigXOIiB
nakeTHoi 0OpoOKHM, KOJM aHajli3 3AiHCHIOETHCS IMEPIOJUYHO M 4YacTo i3 cyT-
TEBUM BIIICTAaBaHHSAM, IIOTOKOBE OIPALIOBaHHS Ja€ 3MOTY pearyBaTu MpakTHY-
HO MHUTTEBO Ta TEPEIYMOBH I (OPMYBaHHS aalTHBHUX, CAMOKEPOBaHHX
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CHCTEM, 3/IaTHHX 3MIHIOBATH BJIACHI HAJAIITYBAaHHS, AITOPHUTMHU YH MOPOTOBI
3HauyeHHsa 0Oe3 HpsSMOro BTpydaHHsl omeparopa. JlaHi, sSKi HAJAXOAATh y peaib-
HOMY Haci, JO3BOJISIIOTh BUSIBIISITH aHOMAJIil, TEHAEHIIIl Ta KPUTUYHI BiIXHUJICH-
HSl Ha paHHIX eTamax, KOJM HacliIKH Ie MO)KHa MIHIMI3yBaTu. Y pe3ynbTarTi
JlaHi MePEeTBOPIOIOTHCS 3 TTACHBHOTO PECYpCy Ha aKTUBHHI €JIEMEHT YIpaBiliH-
CBKOT apaUTMHU, SKHI BU3HAYAE SKICTh 1 IIBUAKICTh IPUHHSTTS PIlICHB.

3HauHy poJIb Y IIbOMY Biflirpae 3HWKEHHSI BILUIUBY JIIOACHKOTO (akTopy,
SIKUHA TPAAWULIAHO € HKePEeIOM TMOMMJIOK, 3aTPIMOK a00 cy0’€KTHBHUX OIIiHOK.
ABTOMAaTH30BaHi CHCTEMH, IO MPALIOIOTH i3 MOTOKAMHU AaHHX, MepeOHparoTh
Ha cebe pyTHHHI omeparlii 3 mepeBipku, GiapTpamii Ta MONEpPEeHHOT OIIHKA 1H-
(dopmMariii, 3BUTbHSIOYH TIEPCOHAN JJIsI BUKOHAHHS OUTBIN CKIATHUX aHATITHY-
HHX 1 CTpaTerivyHuX 3aBJaHb, 10 MiJIBUILYE Y3TO/KEHICTh 1 OBTOPIOBAHICTh
VIIPABIIHCHKUX PillleHb, OCKUTEKA BOHH IPYHTYIOTHCS Ha €NUHIA, CHHXPOHI30-
BaHiil iH(popMarliiHii 0a3i. J[01aTKOBOIO MEpeBaroio € Mpo30picTh MPOIIECIB:
KITIOYOBI MMOKAa3HUKH Ta CTaH CHCTEMH MOXYTh BiJICTEXXYBATHUCS B OyIb-sAKUil
MOMEHT 4Yacy, II0 IOJIETIIyE ayJIUT, KOHTPOJIHT 1 BHYTPIIIHIH MOHITOPHHT.
OTXe, peXXUM peasTbHOTO Yacy CHpHUSE MEePEX0Ay Bi IHTYITUBHOI A0 T0Ka30BOi
MOJIeli YIIpaBIIiHHS.

OyHKIIIOHYBaHHS aBTOMAaTU30BaHOTO YIIPABJIIHHS 1HGOPMALIfHUMH CH-
CTeMaMH, 3aCHOBAHOTO Ha IOTOKOBHX MHaHHX, O€3MOCEepesHbO IOB’s3aHE 3
0cOOJIMBOCTSMU apxiTekTypu nux cucreM. CydacHi pillieHHs Jefalli yacTime
OyAyIOThCS Ha OCHOBI PO3IIOIUICHUX, XMapHUX a00 TIOpUIHUX iHPPACTPYKTYP,
y SKHX OKpeMi KOMIIOHEHTH CHUCTEMH PO3MIILLIEH] Ha PI3HUX OOYHMCIIOBATBHUX
BY3JIaX, ajie B3a€MOJIIOTH SK €IUHE IIijie Ta 3a0e3MeuYyroTh MacIITabOBaHICTh,
TOOTO MOJKJIMBICTH HApOIIyBaTH OOYMCIIOBAIBHI pecypcH B Mipy 3pOCTaHHS
HAaBaHTAKCHHS, a TaKOXX IIJBHUINYE BiIMOBOCTIMKICTh, OCKUTBKM BHXIZX 3 Jaxy
OKpPEMUX €JIEMEHTIB He NPH3BOAUTH JO 3YIUHKU BCi€l cucTeMH. Baimporo
CKJIaJIOBOIO TaKOI apXITEKTYPH € PO3MOAUICHI CXOBHINA JAHUX, [0 JO3BOJISIOTH
po3minryBatu iH(popMalito OIkde Mo pkepena 1 popMyBaHHSA i THM caMUM
CKOPOYYBATH 3aTPUMKH IiJ] yac nepegaBaHHs Ta 00poOIeHHs.

TakoX IPUHIMIIOBIM ACTIEKTOM € OpTaHi3alis MOTOKOBOTO OOMIHY IO-
BITOMJICHHSMU Ta MOJISIMUA MK KOMIIOHEHTaMH cuctemu. CrienianizoBaHi mpo-
rpamHi wiathopmu 3a0e3MeuyrOTh TOCTAHOBKY MO y 4epru, 1X YIOpsaKy-
BaHHsI, Oydepuzalito i JoCTaBIEHHSA 10 MOJYIIB, SKi BUKOHYIOTh aHAJITHKY,
KOHTPOJIb YU Kepyrodi Jii, 0 Ja€ 3MOTy 0OpoOsITH 3HAUHY KUIBKICTH OJIHO-
YaCHUX TMOJiH, MATPUMYIOUH CTAOUTPHUN 9ac pearyBaHHS. Y TO€IHAHHI 3 3a-
co0aMu aHaMITHYHOI OOpOOKM JaHUX y TaM’ATi Le J03BOJISIE BHUKOHYBATH
CKITaJHI PO3paxyHKH, KIacHUQiKaIlito, MPOrHO3YBAHHS UM OIHKY PH3HKIB 0e3
3BEpPHEHHSI JI0 TPUBAINX MAKETHUX MPOLIEAYP.

CrpiMKHH PO3BUTOK TEXHOJIOTIH 0OpPOOIIEHHS TaHUX y PEKUMI peabHO-
ro 4acy HiATBEpP/KYEThCS CTATUCTUYHHUMHU ITIOKa3HUKAMH CBITOBOTO PHHKY
aHAJIITHUKK MIOTOKOBUX JaHUX. 30KpeMa, aHAIITHYHI JOCTIDKEHHS CBIAYaTh, 1110
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rnobanbHUN PUHOK Takoi aHamituké y 2019 pori omiHIOBaBCS MPHOIH3HO y
7,74 muipn nonapis CILLA, a no 2027 poky 04iKyeThCs 3pOCTaHHS JI0 MOHA 52
wipn ponapie CIIA [2]. Ha pucynky 1 npesicraBneHa aunHaMika oOcCsry CBITO-
BOTO PUHKY aHAJIITHKHA MOTOKOBHX JaHuX y 2019-2024 pp.
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Pucynox 1 — [lnHamika 00cATy CBITOBOTO PHHKY aHATITUKA OTOKOBUX JaHUX Y
2019-2024 pp.

OTXe, pUHOK TEXHOJIOT1H 0OpOOJICHHS TAaHUX Y PEXKUMI PEATBHOTO Yacy
nepeOyBae Ha eTarli IHTEHCUBHOTO pocty. [lepexin Bix TpaaumiiHUX HeHTpati-
30BaHUX MoOJENel 10 pOo3MOJIiIcHHX, edge-OpiEHTOBAaHHUX PIlICHb 3yMOBITIOE
nepedopmaryBaHHs MiIX0AIB 10 noOynoBH iHopMmaniiiHux cucteM. Opraniza-
[ii BUMYIIEH] TeperysinaTi HPpacTpyKTypHI cTparterii, Moaeni 30epiraHHs Ta
AHAJIITHKY, a TAKOX MOJITHKH Oe3neku naHuX. CTaTUCTHYHI JaHi MiATBEPIXK Y-
FOTh, IO POJIb TAHHUX y PeaJbHOMY Yaci B aBTOMaTH30BaHOMY YIPaBIiHHI iH(pO-
pMauiifHuMH crcTeMaMH OyJie JIMIIE MOCHITIOBATUCH.

[Tonpy BU3HAYEHI IE€peBard, BIPOBAKEHHS AaBTOMAaTH30BaHUX CHUCTEM
yIpaBiIiHHS Ha 0a3i JaHUX y peaJbHOMY 4Yaci CyNpOBOJUKYEThCS HU3KOIO CYTTE-
BUX BUKIIHKIB. OHIEIO 3 TOJOBHUX MIPOOJIEM € IHTerpallisi HOBUX PIlliCHb i3 Hasi-
BHHMH CHCTEMAaMHU, SKi 4aCTO HE MATPUMYIOTh BHCOKI IIBUAKOCTI 00pOOICHHS
YH MOTOKOBI iHTepdeticy, 1Mo moTpedye rpyHTOBHOT MOAEPHI3aIlii iHPpacTpyK-
TYpH, TEPEriisiAy apXiTeKTYpHHX TIAXOMIB i, HEPiAKO, 3HAYHHUX KaIliTaJbHHUX
iHBecTUIii. JI01aTKOBY CKIIQJHICTh CTAHOBUTH HEOOXITHICTh 3a0¢3MCUCHHS HU-
3bKOi JTATEHTHOCTI IPU 3POCTaHHI KUIBKOCTI JPKEpeN HaHuX i obcsary Tpadiky.
[HImOI0 BaXIMBOIO MPOOJIEMOIO € MIArOTOBKH NEPCOHATY, OCKUIBKH ISl poOo-
TH 3 TAKUMH CUCTEMaMH MOTPIOHI HOBI KOMIIETEHTHOCTI y cepi aHani3y IaHHX,
TporpaMHoi IHXKeHepil Ta Kibepoesmeku [3].

IIpoBeaeHe AOCTIPKEHHS MATBEPANUIIO, IO AaHI Y PEKUMI PEaTbHOTO
4acy CTalOTh KIIOYOBUM PECYPCOM JUIS MABHUINEHHS e(peKTUBHOCTI aBTOMATH30-
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BaHUX iH(MOpPMAIIfHUX cHCTeM, 3a0e3Medyl0dYn MIBUAKICTh, TOYHICTH 1 JOKa30-
BICTh YIPaBJIIHCBKHUX pillleHb. Po3moiieHi apXiTeKTypH, MOTOKOBI M1aThopMu
Ta MOIYJIbHI IHPPACTPYKTYPH AaIOTh 3MOTY OOPOOJISTH BEIUKI OOCSITH JaHHX i3
MIHIMQJIFHOIO 3aTPUMKOIO Ta MiATPUMYBATH CTaOUIBHICTE POOOTH CHUCTEM y BU-
COKOHaBaHTa)XEHHX yMOBax. /lMHaMiKa CBITOBOTO PUHKY aHAJITUKU MOTOKOBHX
nanux 3a 2019-2024 pp. 1eMOHCTpye CTpIMKE 3pOCTaHHS, IO ITIIKPECIIOE TII0-
OaJbHUI TONUT Ha PIlICHHS PEaTbHOTO Yacy Ta IXHE CTpaTeriyHe 3HAYSHHS JULs
uugpoBoi Tpanchopmamii. BogHouac ympoBaKEHHS TaKMX CHUCTEM CYIPOBO-
JDKYETBCSI BUKIIMKaMH, OB SI3aHUMHU 3 IHTETpaIli€lo B HAasIBHY iHPaCTpyKTypy,
3a0e3neueHHsIM HU3bKO1 3aTPUMKH, 3aXHCTOM JaHUX 1 MOTpeboro y KBaiiiko-
BaHMX (axiBIsax. OTxKe, TeXHONIOTil 0OpOOJIEeHHS NaHUX Yy pealbHOMY 4aci BU-
3HAYaIOTh HANpsSM MOJAJbIIOr0 PO3BHTKY CydacHHMX IH(OpMaUiifHUX cuUcTeM i
CTBOPIOIOTh MIATPYHTS IJIsl TIEPEXOXIy A0 OLIBII aBTOHOMHHX, aJallTHBHHX i
CTIMKHMX MOJICIICH yIIpaBIIiHHS.
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YK 004.8 + 504

AJJATITUBHE OHJIAMH-HABYAHHS TEPUIHUX MOJEJEN JJIs1
®OTONACTOK B YMOBAX HEBU3HAYEHOCTI

KOpiii COPOUMY’, Cepriii CTPIMELb', Onexcanap XJIEBHOM?
lHauiOHaﬂmeZ yHigepcumem «JIb6iecvKka nonimexnikax»
% JTvsiscoKuii depoicasrull yHisepcumem Oe3nexku HCummeoisiibHOCmi

MoHiTOpHHT 6i0pI3HOMAHITTA 32 JOMOMOT0I0 (POTOMACTOK € €(heKTHBHUM
IHCTPYMEHTOM JUIsl OLIHKY TOMYJIALIA PIIKICHUX BUIB, OJJHAK y PEATBHUX YMO-
Bax 3MIIIAHUX EKOCHUCTEM BHHHKAIOTh 3HAYHI HEBHU3HAUCHOCTI: PO3MUTTS 300-
pakeHb Yepe3 TyMaH, HU3bKUII KOHTpAcT y HIYHMH 4ac, 4YaCTKOBE HEPEKPHUTTS
00’ekTiB Ta MOP(OJIOTIYHA CXOXKICTh MK BHAAMHU. TpajuiliiiHi MOJei Ha Oc-
HOBIi 3ropTkoBHX HerpoHHUX Mepex (CNN), taki sk ResNet-50 un YOLOVS,
JocsararoTh TouHoCcTi 80-85 %, aje iX cTaTMYHICTE 0OMEXKYE aJanTUBHICTH IO
JUHAMIYHAX YMOB, IIIO0 TIPHU3BOAUTH 0 MOMMJIOK y Kiracudikarii (mo 70-75 % y
CKJIaMHUX BHUMAaKax). [10OpumHI MOJeNi 3 HEYITKOIO JIOTIKOK MiIBHUIIYIOTh
CTiliKicTh 10 mrymy Ha 15 %, ogHak Opak MexaHi3MiB Oe3nepepBHOTO (OHIAKH)
HaBYaHHA YCKJIQJHIOE X 3aCTOCYBaHHS B aBTOHOMHHUX CHCTeMaX ()OTOIACTOK.

s BUPIIICHHS HABEICHUX BHINEC MpoOjaeM Oyiao 3ampONOHOBaHO
riOpuIHy apXiTeKTypy [UIA aJalTHBHOTO BUSBICHHS BUMIB (PUCYHOK 1), ska
MOEHYE MONEPEAHBLO HABUCHY TIIHOOKY 3ropTKOBY HerponHy Mepexy (CNN),
taky sk ResNet-50 abo YOLOVS, 3 IerkuM JOTICTHIHIM IIapOM.

_JP=a(WX+D)]

- @otonactka_ ™, [ResNet-50 -
1 (HeuiTkicTb) JW=pwWl—

TS e q R
(_ (zotpaenn) )] (o3mann) X_m R_n b, -|A,qan'rmaumu Luap‘ - - OHoBNeHHs W} B_nx\,q

Pucynox 1 — brok-cxema riOpumHOi apXiTeKTypH

[Momepemuro HaBuera CNN BigmoBigae 3a eKCTPAKIIF0 BEKTOpa O3HAK X
3 BXIZIHOTO 300pakeHHs, ¢ X € eJIEMEHTOM NPOCTOPY peajbHUX YHCEN PO3Mip-
HocTi N, To6T0 X € R Ileit BekTOp NpeAcTaBisie iepapXidHi XapaKTEPUCTUKU
300pakKCHHs, BKIIIOYAIOUM HHU3BKOPIBHEBi (Kpai, TEKCTypH) Ta BHCOKOPIBHEBi
(popmu Tina, ronosm). Ilicns excTpakiuii 03HAaK JOTICTHYHHMH IIAp OOYUCIIOE
WMOBIPHICTD HAJEKHOCTI 00’€kTa A0 MUTBOBOTO KiIAacy 3a (opMysoro
P =0(W - X + D), ne 0 — curmoinua ¢ynkiis akrusauii, W — BaroBuii BeKTop,
X — BekTop o3HaK, b — 3mimtennst. Baru W OHOBJIIOIOTBCS B OHJIAHH-pEXHUMI 3a
JIOTIOMOT0I0 TPaJiEHTHOTO CITyCKY 3 YpaxyBaHHSM HEYITKOTO KoedilieHTa K,
SAKUH Moayiroe Kpok HaBuaHHs: Wiy = Wi — % - ¢ - VL. @ynkuis Brpat L Bu3Ha-
YaeThCS K cepeHboKBaapaTnuna mommika L = (1/2) (P - Y)?, ne Y — cripaBxus
Mitka (1 s minsoBoro Buay, 0 s Gony). KoedimieHT U, mo BapitoeTbest Bin
0,75 nmo 1,0, oGuucIIOETBCS 32 €BPUCTHYHUMH TPaBHJIAMH, SIKi BPaxOBYIOTh
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piBeHb pO3MUTTs (Hanmpukiaza, 3a MeTpukoro Laplacian), kourpacty (32 RMS-
KOHTPAacTOM) Ta CXOXOCTi O3HaK (32 KOCHHYCHOIO BIJICTaHHIO /IO €TAJIOHHUX
BekTOpiB). Takuii MiAXix T03BOJISLE MOJCII adanTyBaTUCS A0 TUHAMIYHUX YMOB,
TaKMX SIK CE30HHI 3MIHM OCBITJICHHS YM YaCTKOBE HEPEKPHUTTS 00’ €KTIB, THIIO-
BUX 11 0iotoniB Po3rouus.

Cumyrnsnii nposeaeHo Ha Hadopi 3 1000 rinoTeTHYHUX 3HIMKIB, 3TeHe-
pOBaHUX 3a AOMOMOroi0 HopMmanbHOro posnoainy N(uX, XX), ne napamerpu puX
(cepemne) Ta XX (koBapiamiiiHa MaTpHUI) OTPUMAHO 3 BHTATY O3HAK IIOIE-
pennbo HaBueHoi mozeini ResNet-50 Ha BimkpuTomy Habopi manux iWildCam,
[0 MICTHTH peaibHi 3HIMKH 3 MOAiOHHMX ekocucteM. Ller Habip imiTye Bapia-
TUBHICTb YMOB: 82% 3HIMKIB — 3 HU3bKHM HrymMoM (u =~ 1,0), 18% — 3 Bucokoro
neBusHavenictio (u € [0,75, 0,85]), mo BimmoOBigae yacToTi TyMaHy, HiYHHX
3HOMOK 9H cX0KOCTi BUAIB y Po3rouui. Mitku Y BigmoBinamu 15% BusBICHHS
LUTBOBOTO BUAY (3yOpa), 10 BimoOpaXkae PiAKICHICTh TAKUX BHIIB Yy MPUPO/IL.
Jmst cTaTUCTHYHOT Bamifanii excrepuMeHTH moBTopeHo 30 paziB 3 pi3HUMHU
iHilianizaisiM1, 3 BUKOPUCTAHHAM t-TecTy Ayl MepeBipKU 3HAYYIIOCTI BiAMIH-
Hocted (P < 0,001). OuiHroBasnucst quHaMIKa HMOBIpHOCTI Kiacudikalii, HopMa
BaroBOTO BEKTOpa, 3HAUCHHS HEUITKOTO KoedillieHTa Ta MOPIBHIHHA 31 cTaTH4-
Hoto Mojeiuto ResNet-50 6e3 amantuBHoOro mapy. PeanizoBano B Google Colab
3 6i6miorexkamu TensorFlow, NumPy, scikit-learn.

AgnantuBHA MOJENB JOcATNIa cepefHboi ToyHOoCcTI 90% micns 800 ire-
paniit (mpupict +18% mnopiBaAHO 31 crarndHo0 CNN, 1€ TOYHICTH cTabinizyBa-
nacs Ha piBHi 72%). MimoBipricTs k1acudikanii P 3pocrana meniuiitno Bix 0,55
10 0,90, 3 cepennim mpupoctom 0,002 Ha irepallifo, 110 MATBEPIKYE edhek-
TUBHICTh TPalli€eHTHOTO CIycKy. Hopma BaroBoro BekTopa crabimi3yBanacs Ha
piBHi 2,2 micas 600 irepauiit, 3 aucnepciero +0,15, mo Bka3zye Ha 30DKHICTB
nporecy. HediTka kopekiist aktuByBanacs y 18 % Bumazkis, 3anobiratoun He-
CTabIIbHOCTI, 30KpeMa IPH TyMaHi 4M HIUHIA 3HOMILi, Ie TOYHICTh 0e3 KOopeKmii
nmagana 10 68 %. [icrorpama HewiTkoro KoedilieHTa MiATBEpAMIIa 0IMOIaTbHII
po3noin: 82% — uitki 3HimMku 3 p =~ 1,0, 18% — nesusnaueni 3 p € [0,75, 0,85],
3 cependim = 0,94 + 0.08. [TopiBHSAHHS 31 CTATUYHOIO MOJICILIIO TI0KA3aJ0 CTa-
TUCTHYHO 3Hauymry mepesary (t-tecrt, p < 0,001), 3 F1-score 0,90 + 0,01 mpotn
0,69 + 0,02. Pe3ynpTaTi NIEMOHCTPYIOTh CTaOUIBHICTE 1 €()CKTHUBHICTH MOJECTI B
yMoBax, Noi0HNX 10 OioTomiB Pozrogus.

Tabmurs 1 — IopiBHSHHS MoIenei (cepeqHe + cTaHAapTHE BiIXUICHHS )

Mopean Tounicts (%) | Precision | Recall F1-score
CratnyHa 72,1 +1,8 0,70 0,68 0,69
AanTUBHA 90,3+0,9 0,91 0,89 0,90
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Takum 4yuHOM, TIOpUAHA MOIETH 3 OHJIAWH-HABYAHHSM 1 HEJITKOIO KO-
pekuieto 3abe3neuye CTIMKICTh 10 HEBH3HAYEHOCTEH, MEPEBUILYIOUH CTATHUHI
CNN 3a TOYHICTIO Ta MIBUAKICTIO amanTaiii. [TigXiq MepCcreKTUBHUE I aBTO-
HOMHHUX CHCTEM MOHITOPHHTY B 3Mimanii exocucremi Posrouus. IMomampmri
JOCIHIDKEHHS TepeadayaroTh Bajlilallilo Ha pealbHUX JIAaHWX Ta IHTerpaimiio 3
I'lc.
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PO3POBKA ITPOI'PAMHOI'O PINIEHHS TA METOJIOJIOTTI
AHAJII3Y KOMIIAHIA HA OCHOBI METO/IIB OSINT

Cepriii CTAUKYIIA, Anna CEJTIOKOBA
Jleporcasnuti ynisepcumem iHmeneKmyanbHux mexHoao2itl i 36'a3xy

Anomauia. Y cyvacromy ingponpocmopi memoou OSINT 3acmocosyiomsbcs aK y
HayioHanbHil Oe3neyi, max i 6i3Heci. ABMOP NPONOHYE NPOSPAMHUL KOMNLEKC HA OCHOBI
13-kpoxosoi  modeni  OSINT-poscnioyeannss  KOMNAHill, WO  GKIIOYAE  AHALI3
PeECMpPayitiHux OAHUX, CAHKYILIHUX CRUCKIB, CYO0BUX CNpA8, THMENEeKMYalbHOI 61ACHOCHI
mowo. [locniooceno suxopucmannsi OSINT y 6iznec-po3eioyi ma oyinyi KOpRopamueHux
PUBUKIB, 1l020 aKMYanbHiCMb, KAI0U0GI cghepu 1l 3acmocy8anis.

Knrwwuosi cnosa: OSINT, xopnopamuene cepedosuwe, GiOKpumi Odxcepend
inghopmayii, poseioxa, ingpopmayiiina 6e3nexa, ananiz ingpopmayii.

Abstract. In today's information space, OSINT methods are used in both national
security and business. The author proposes a software package based on a 13-step model of
OSINT investigation of companies, which includes analysis of registration data, sanctions
lists, court cases, intellectual property, etc. The use of OSINT in business intelligence and
corporate risk assessment, its relevance, key areas and applications are explored.

Keywords: OSINT, corporate environment, open sources of information,
intelligence, information security, information analysis..

VY cxiagHOMy Ta KOHKYPEHTHOMY Oi3Hec-cepeIoBHIi KOMITaHil ITyKaroTh
eekTuBHI cTpaTerii s 30epe’KeHHs JTiIepcTBa, PO3BHTKY Ta KOHKYPEHTHOI
nepeBaru. OOHUM 3 TakuX pimeHp Moke Oytm iHTerpamis OSINT y Gi3Hec-
AHAJIITHKY, IO CTPATETiYHO 3MIHUTH MIAXOMH 0 300py MaHHUX i MOJANBIIOTO
npuitHATTs pimedb. 3acrocyBanHs OSINT B Oi3Hec-aHaNITHII PEBOJIOLIOHI3YE
crnoci6, y skuii KoMIaHii 30iparoTh iH(popMaIlifo Ta MPHIMalOTs 0OTPYHTOBAHI
pimrenHs. Tak, mpaBUIBHO 3i0paHa Ta MpoaHaTi30BaHA MyONiYHA iH(OpPMAILis
PO KOHTPAreHTIB TOTIOMOXE OI[IHUTH 1X HaAIHHICTh, BUSBUTH MOTEHIINHHI 0(-
opu, peanbHUX OeHediliapiB, CaHKIII, CyZOBI CIIpaBu, OAaHKPYTCTBA Ta PeIy-
taniiHi, ESG-pusuku oo [2].

OpHak, nix yac ynposapkeHHss OSINT, Oi3HEC CTUKAETHCS 3 ICBHOO HHU-
3K0r0 TpyaHouiiB. [lepeayciM, Bim4yBa€eThcss HeCTaua KBaTi(IKOBAaHUX KOMAH] i
METOJIONOTIH s 300py Ta mepeBipku manux. Kpim toro, OSINT 3anumaerbces
po31po0iieHM MK YUCICHHUMH Tu1aTGopMaMu, peecTpaMy Ta IHCTpPYMEHTaMH,
10 BiAPI3HAIOTHCS HAMIHHICTIO, MOBHOIO HIITPUMKOIO Ta TIPABOBUM CTATYCOM.

Merta nOCHIPKEHHS TOJISITa€ y CTBOPEHHI CYy4acHOTO YKpaiHCBKOTO Ipo-
TPaMHOT0 KOMITJIEKCY Ha OCHOBi PO3p00IEHOr0 KOHTPOJBHOTO CITUCKY i3 Tepe-
BIpKM KOMINaHIi Ha OCHOBI BIAKPUTHX JDKEpeJ, IKHH Oyne BimoOpakaTh KOM-
TUIEKCHUH MiAXI 1100 aHaji3y Ta 00poOku iHdopmarrii [1].
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3arampHi TpHHIMNH (YHKIIOHYBaHHS 3allPOIIOHOBAHOTO IPOTPAMHOTO
KOMIUIEKCY MOYKHA OIMCATH HACTYITHUM 4YMHOM. Bcst B3aemofist 3 mporpamoro Bu-
KOHYEThCs uepe3 rpadiunmii inTepdetic, Tourime — Web-caiit. OcHOBOFO mporpam
€ nonarok Flask, sixuit yrpasiste MapmpyTusartiero, BifoOpaKeHHSM BMICTY Ta B3a-
€MOJIi€I0 3 KopuctyBaueM. JlaHi s KOKHOTO KpoKy 30epirarotbesi y Qopmari
JSON, mo BKITFOUae HOMEpP KPOKY, Ha3BY, OIUC, TIOB'I3aHi TIOCHIIAHHS Ta JOJIATKOBI
ninposaim. Ha puc. 1 MoxHa 0Oa4nTH TOJIOBHY CTOPIHKY PIllICHHS.

KirogoBotro ocobmusictio 113 € QyHKITisI TONIyKY, ska 3MIHCHIOETRCS 3a JI0-
romMororo Mapmpyry /search. KopucryBaui MOXKyTh BBECTH KIIIOUOBE CIIOBO abo
(pa3y, sKi MOTIM TTOPIBHIOIOTECS 3 HA3BOIO Ta OIMMCOM KOXKHOTO KPOKY, MiTKaMH
BCIX JOJAHUX pecypciB Ta Mimpo3airiB. Jis 3a0e3medeHHsT HaaiHOCTI JIOTiKa I1o-
YKy BPaxOBYE MOTEHLINHHI HEBIMOBIIHOCTI B CTPYKTYP1 JIaHUX, HAIPUKIIAJ, TaKi
SIK HAsBHICTH a00 BIACYTHICTH MOJIB po3xiTiB abo mocwiaHb. Pesymsraté 30mpa-
I0ThCA 1 BIOOPa)KatOTHCS B arperoBaHOMY BHIJISII, TIOKA3yFOUX BiTOBIAHI KPOKH 1
mpsimi 30iru B HUX. Ha puc. 2 mpeacTaBieHo O10K-CXeMy IPOrpaMHOTO PillIeHHS.

Company Investigation Guide
Kpoku: Q

& Tanoska cropiha

1. 3aranwe

2. Haaea dipww | opiusisa .
Ji— 006epiTb KPOK:
« 1. 3aramne

5. BeGeaiT koMnawil

6. Meransua sxpopwais |

Chispofirin T8 Bnactme
« 17. Bisyanisauin Ta Aocninmessis kownawil

Pucynok 1 — 'onoBHa cropinka web-caiity

v
o Binwpumy kowperii
Kpox
BiaKouTH NOTBIGHH
pecype

Pucynok 2 — Cxema HanpsMKIB JOCII/KEHHS B paMKaX KOHTPOJIHOTO YEK-JIUCTY
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Hanpuknan, kopucrtysay, sikuil mykae «KOFACy, otpumae pesynabTartu,
10 BKa3yIOTh Ha KPOKH, MOB'sI3aHi 3 MEPEBIPKOIO CAHKITIH, 3 TPSIMHUMH TTOCHIIaH-
HsMU Ha 0a3y manux cavkiiii OFAC B Opendatabot. Hatrckanus Ha Oyab-skuid
pe3ynbTaT NepeBoIUTh KOPUCTYBaya Ha JIETalbHy CTOPIHKY JUISl [LOTO KOHKpe-
THOTO KPOKY KOHTPOJIHOTO CITHCKY.

[TincymoByrouH, BapTO BiI3HAYUTH, IO POOOTA € BAXKIIMBUM KPOKOM Yy
HanpsAMKY GopMyBaHHS YHiI(pIKOBaHMX MIAXOJIB MIOAO0 JAOCITIIKEHHS KOMIAHIN
Ha ocHoBi OSINT. BigkpuTi /keperna HanaloTh TOTY)KHI IHCTpPYMEHTH ISl aHa-
JITHKIB, )KypPHATICTIB 1 6i3HECY, a 32 YMOBH JIOCTOBIPHOCTI Ta IPaBUIHHOTO KOH-
TEKCTY, OTpHMaHa iHQopMais Oyae KOHKYPYBAaTH 3 JaHUMHU 3aKPUTHX PO3BiTy-
BaJIbHUX KaHaiB [3].
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TEOTH®OPMALIITHA BI3YAJIIBALIS HAI3BUYAHUX MO
SIK THCTPYMEHT HNIITPUMKH YIIPABJITHCBLKHUX PIIIEHD Y
C®OEPI [UBLILHOI'O 3AXUCTY

Ouier CTACBO, Hazapiit BYPAK
JIvgigcoruti depoicagnuil ynisepcumem Oe3nexu JHcUmmeisiibHOCmi

Anomauia. Y cmammi posensinymo ponw eeoingopmayivinux cucmem (GIS) sx in-
cmpymenmy niOmMpUMKU YNPpagiiHCbKUX piuiensv y cepi yusinonozo 3axucmy. Iloxkazarno
nepesazu GIS ona npocmopoeozo amanizy, izyanizayii HA038UUAHUX NOOIU | NIOBUUEHHS
ehexmuerocmi peazy@anHs Ha HUX

Knrouosi cnoea: ceoingpopmayivina cucmema, 6i3yanizayis, YUGLIbHULL 3aXUCH,
VIPAGIIHCHKI PIlUenH s, HA038UYATIHE NOOIT, NPOCMOPOBULL AHATI3, THHOPMAYILIHI MEXHONOI.

Annotation. The article examines the role of Geographic Information Systems
(GIS) as a tool for supporting management decisions in the field of civil protection. The
advantages of GIS for spatial analysis, visualization of emergencies, and improving the
efficiency of response actions are highlighted.

Keywords geographic information system, visualization, civil protection,
management decisions, emergencies, spatial analysis, information technologies.

CydacHa cucTeMa IMBUIBHOTO 3aXHCTy (PYHKIIOHYE B YMOBaX BHCOKOT
JVHAMIKA Ta HEeBH3HAYEHOCTI HaI3BMUYaWHUX NOAiHd. s epeKkTHBHOTO peary-
BaHHs HEOOXIHI HE JIMIIC aHAJITUYHI METO/HU, a i 3aCO0M Bi3yasi3allil, sKi 10-
3BOJISIIOTH ONEPATHBHO OIIHIOBATH CUTYAII0 Y IPOCTOpi Ta 9aci. OmHNM i3 Haii-
HNOTY)XHIINX IHCTPYMEHTIB Juisl 1[boTo € reoindopmauiiini cucremu (GIS), mo
3a0e3meuyroTh MIPOCTOPOBUH aHAMI3 AAHUX 1 MIATPUMKY MPUHHATTS pillieHb Ha
PI3HHX PIBHSX YIPaBIiHHSA
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OKARPACKIE
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Vierytia Ukraine

hrevhaza Keyw

Pucynox 1 — GIS Bizyasi3artis nomnpe}iHﬂ ne3iro- 137 micns YopHOOMIBCHKOT
katactpodu [1]
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I'eoindopmariitaa cucrema (GIS) — 11e CyKyIHICTh IPOTPaMHUX, armapa-
THHX Ta iHQopMauiifHuX 3ac00iB, MpU3HAYEHUX AJIs 30UpaHHs, 30epiraHHs, aHa-
i3y # BifoOpaXkeHHs NaHMX, MOB’A3aHUX i3 TeorpadidHUMU KOOpAMHATAMHU. 1i
TOJIOBHOIO OCOOJHMBICTIO € MOXJIMBICTDh NMO€AHAHHS aHAIITHYHOI iHpopMarii 3
HPOCTOPOBHM KOHTEKCTOM, 1110 pobuth GIS edexTrBHUM iHCTpyMEHTOM y Oara-
THOX cepax, 30KpeMa y MUBUIEHOMY 3aXHUCTi.

Bukopucranns GIS y cucremax ynpaBiliHHS HaJ3BHUYalHUMH CUTYallis-
MU JIO3BOJISE:

" Bi3yaNi3yBaTH MiCIl1 BUHUKHCHHS MO HA KapTi Ta OIIHIOBATH MAaCIII-
Tabu IXHBOTO MMOITUPEHHS,;

"  BH3HAYATH 30HU PU3HKY Ta MOTCHIIIHO HeOe3MeUHi TePUTOPIT;

"  [UIAHYBaTH ONTHMAJIbHI MapIIpyTH eBakyalil Ta HiIpo3ALTB peary-
BaHHS;

" aHami3yBaTH MPOCTOPOBO-YACOBI TCHICHIT MOSBH HAI3BUYAWHUX TI0-
Jii;

* 3a0e3meyyBarTd iHTErpamilo 3 iHIMMHU iHQOpMAUIHHUMU pecypcamu
(6a3m maHuX, CUCTEMH MOHITOPUHTY, aHAJTITHYHI MOJTYJIi).

Oxkpim ananitnyaoi Gynkuii, GIS BUkoHye BaXJIMBY poJib Ha eTamnax pea-
T'yBaHHs Ta JIIKBigalii HacHiAKIB HaJ3BUUAHMX cuTyaliii. BoHa no3Boisie omne-
paTMBHO OTPHMYBATH JaHi IO OOCTAHOBKY, pO3TallyBaHHS 00 €KTiB iH]pa-
CTPYKTYpH, KOMYHIKaliii, eBakyaliiHuUX HUIIXiB 1 pecypciB. Lle 3abe3neuye
e(peKTHBHY KOOPIMHAIIO il MiAPO3ALTIB, TUTAHYBAHHS JIOTICTUKU Ta MiHIMi3a-
1ito yacy pearyBaHHsi. Takum unmHOM, GIS BucTynae HeBi’€MHUM €JIEMEHTOM
iHpOopManifHOI MIATPUMKH KPU30BOTO YIIPABITIHHS.

Y Mexax Oe3nexo-opieHToBaHHUX iH(opMmaniiiHnx TexHomnorii GIS moxe
BHCTYIATH MiACUCTEMOIO Bi3yaiizaii, sika 3abe3mneuye:

"  [epeTBOPEHHA PE3yNbTATIB aHAIITHYHHUX PO3PaxXyHKIB y 3po3yMimi Ka-
PTH Ta giarpamu;

"  [iABHOICHHA IHPOPMATHBHOCTI 3BITIB 1 Tpe3eHTaliil Ui OpraHiB
YIIPaBJIiHHS;

"  OATPUMKY NPOLECY NPUHHATTA PIlICHb y PealbHOMY Yaci.

Oco6nmBoi akTyansHOCTI HaOyBae inTerpauis GIS 3 anamitmyHUME Ta
MPOTHO3HUMU MOJIYJISIMH, 10 0a3yl0ThCs Ha HMOBIPHICHO-CTATUCTUIHUX METO-
nax. Takui MigXig 03BOJISIE CTBOPIOBATH KapTH PHU3MKY, BU3HAa4YaTH HMOBIp-
HICTh BUHMKHEHHS MOJI y MEBHUX PEriOHax, BiIOOpakaTH pe3ysbTaTH CTaTHC-
TUYHOTO aHaNi3y y HaouHill reompocTopoBiii ¢opmi. Lle cyrreBo posmuproe
MOJJIMBOCTI aHaJlITHKa a00 KepiBHHKA, KU OTPUMY€E HE JIMIIE YKCIOBI IOKa3-
HUKH, a # IX Bi3yaJbHE NPEICTaBJICHHS, IO CIPUSE HIBUALIOMY YXBAJICHHIO
YIPaBIIHCHKUX PIllICHb.

BrpoBampkenns GIS y npakTHKY HUBUTEHOTO 3aXHCTY € BKIIMBUM KPOKOM Y
HarpsMi 1¢POBOT TpaHCQOpMAIil YIIPaBIIHHS PU3HUKAMH. 3aBISKH IMTO€THAHHIO
MPOCTOPOBOTO AHAITI3Y, MOJICIFOBAHHS CIICHAPIIB PO3BUTKY IMOIN 1 Bi3yamisarlii pe-
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3ymbTariB GIS cTae KIFOYOBHM €JIEMEHTOM CHCTEMH CHTYAIliifHOI 00i3HaHOCTI Ta
OCHOBOIO JIJTs1 CTBOPCHHSI IHTETPOBAHUX IICHTPIB YIIPABIIIHHS O3EKOIO0.
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CUCTEMA [IU®POBOI'O YITPABJIIHHS ITEPCOHAJIOM OCBITHBOI
YCTAHOBH 3 BUKOPUCTAHHSAM SPRING FRAMEWORK

Haranis CTENAHYYK, Kapina )KEJIOHKIHA, Poman TOJIOBATUI
Jlvsiscokuti depocagnuti yrigepcumem Oe3neku HCUmmeoisibHOCmi

Anomauia. YV pobomi npedcmaeneno po3poOKy ingopmayiiHoi cucmemu ynpae-
JUHHSL KAOPOBUMU Npoyecamu 3akiady oceimu Ha ocHogi Spring Framework. Cucmema
3abesneyye agmoMamu3ayiio oOmKy NePCoHANy, NIOBUWEHHS epeKMUGHOCII AOMIHICIPY-
6aHHs1, Oe3neKy OaHUX ma niOMpUMKY yugpoeoi mparncpopmayii oceimuboeo cepedosuuya.

Knwwuosi cnosa: cucmema ynpasninna xaopamu, Spring Framework, 3axnao
oceimu, Oe3nexa 0aHux, yugpposizayis, agmomamusayis.

Abstract. The paper presents the development of an information system for managing
personnel processes in an educational institution using Spring Framework technologies. The
system enhances personnel data automation, strengthens security, improves administrative
efficiency, and supports the digital transformation of the educational environment.

Keywords: human resources management system, Spring Framework,
educational institution, security, digital transformation, automation.

Hudporizariss cydacHMX OCBITHIX yCTaHOB BHCYBa€ HOBI BHMOTH [0
e(eKTUBHOTO YIPABIIHHSI KaApPOBHMH MpPONECaMH, IO OOYMOBIIOE HEOOXin-
HICTh BIIPOBA/UKEHHS KOMIUIEKCHUX iH(poOpMaliifHux cucreM. Taki cucteMu Ma-
10Th 3a0e3neuyBaT aBTOMAaTH30BaHE BEJEHHS KaJpoBOi JOKyMeHTalii, onepa-
TUBHHMH OOMIH 1H(OpMAII€I0 MDK CTPYKTYPHHMH IiIPO3/iIaMu, KOHTPOJIb 10 C-
Tyny 10 KOH(INEHIIHNX AaHUX, IHTErpalilo 3 iHIIMMH CEepBiCaMHU 3aKJaay Ta
HIITPUMKY aHAITHYHUX QYHKIIHA JUIS TPUHAHATTS OOTPYHTOBAHUX YIPaBIiHCh-
KUX pimeHb. TpaaumiiiHi migxoqu A0 oONIKy MepcoHany — 3 BUKOPHCTaHHSIM
ManepoBUX HOCIB a00 13071b0BaHUX EJIEKTPOHHHUX JOKYMEHTIB — BXKe HE BiOIO-
BiTArOTh Cy4acHHM BHMOTaM IIOJ0 MIBHAKOCTI 0OPOOKH, TOYHOCTI Ta HAIIHO C-
Ti TaHUX. Y IIbOMY KOHTEKCTi CTBOPEHHS €IMHOI IIM(PPOBOT CHCTEMH yIIpaBIiHHS
KaJpOBHMH IPOIIECAMH CTA€ KIIIOYOBHM E€JIIEMEHTOM MOJEpHi3alii ynpaBiIiHCh-
KHX IPOLEAYp Ta MiABHIIEHHS e()eKTUBHOCTI pOOOTH OCBITHIX YCTaHOB.

Spring Framework € omHiero 3 npoBiqHUX m1aTGopM sk pO3POOKU KOPITO-
PaTUBHUX CHCTEM Ha Java, 1[0 JI03BOJISIE PeAllisyBaTH MOJIyJIbHY, MaclITaboBaHy Ta
HafiiHy apxiTektypy. Moro exocucrema Briodae Spring Boot, Spring Security Ta
Spring Data JPA, mo 3a0e3meqyroTh OBHUH KUTTEBUN UK POOOTH 3 JaHUMH -
Bix BBEICHHS Ta TepeBipku iH(opmartii o ii 6e3medHoro 30epiraHHs, oOpoOKH Ta
(dopmyBanHS 3BiTHOCTL. Spring Boot cTammapTusye apXiTeKTypy 3acTOCYHKY Ta
CIIPOIIy€E TIpOIIeC Po3ropTanHs, Toi Ak Spring Data JPA rapanTtye crabinmpHY podo-
Ty 3 peNsmiiHnME 0a3aMH JaHWX, IO € KPUTHIHO BAXKIUBUM IS CHCTEM 06J1i1<y
TePCOHATY Ta 30ePeKCHHS KaApOBOi IHPOPMALLL Y CTPYKTYpPOBAHOMY BHIIISL

Peanizaiiiss REST-opienToBanux inTepdeiiciB 3abe3mneuye yHihiKOBaHY B3a-
€MOJIII0 MDK KITIEHTCHBKUMHU J0JaTKaMH Ta CEPBEPHOIO0 YaCTHHOIO, IO JIO3BOJIE
BukonyBatn CRUD-ormepartii, iHTerpyBaT aHaJiTH4YHI MOAYI, JOKYMEHTOOOIr Ta
i1 BHYTpitHI cepicu 3akiany. REST API takox cripuisie MacTaboBaHOCTI CHC-
TEMH Ta HOJIETTITYe il HOAabIIe PO3MHPEHHS BIIIIOBIAHO A0 OTPEO YCTAaHOBHL.
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Ockinbky 00JTIK IepcoHaly nependadae podoTy 3 KOH(IISHIIHHUME J1a-
HUMH CIIBPOOITHUKIB, KDUTHYHO BaXKJIMBO BIIPOBAJUTH HAJiiiHI MEXaHI3MH aB-
teHTH(]IKaIlii, aBTOpU3aIlii Ta KOHTPOJIIO IOCTYymy. Spring Security mx03BoJIsE
3axHMIIaTH CUCTEMY Bijl MOIIMPEHUX Kibep3arpo3, HANAIITOBYBaTH POJi KOpHUC-
TyBadiB, 3a0e3meuyBaTy MU(GPYyBaHHS YyTIUBOI iH(OpMAIii Ta BECTH ayauT Hii
KOPHCTYBaviB, IO IMiABHIIYE MPO30PICTh MPOIIECiB i 3abe3nedye BiMIOBiTHICTh
3aKOHOJABYMM BHMOT'aM IIOJIO 3aXUCTY MEPCOHATIBHUX TaHHX.

Po3pobnena crucrema minTprMye KOMIUIEKCHE YIPABIIHHS KaJIpOBOO iH(O-
pMalli€lo: BeJIeHHS eJIEKTPOHHUX O0COOOBHX KapTOK, KOHTPOJIb KaJPOBHUX JTOKYMEH-
TiB, MOHITOPHHT 3MIH Y CTPYKTYpi IIEpCOHAITY, YIPaBJiHHS BiITyCTKaMH, KOHTpaK-
TaMH Ta aTecTallisIMK, a TAKOXK aBTOMaTH30BaHe (JOPMyBaHHS 3BITIB 1 aHATITUYHUX
Janux. BOymoBaHi aHATITHYHI MOJYJTI TO3BOJISIFOTH MPOTHO3YBATH KAAPOBI MOTpE-
0w, OIIHIOBATH HABAHTAKCHHS Ha CIIBPOOITHUKIB, ONTHMI3yBaTH PO3IIOIUT PECyp-
CiB Ta MATPUMYBaTH IPAXHSTTS OOTPYHTOBAHHUX YIPABIIHCHKUX PIillICHb.

Kpim Toro, MOAyIBHA apXiTEKTypa CHCTEMH JTa€ 3MOTY BHAUISITH OKpeMi
KOMITOHEHTH JUTS YIPaBIiHHS IIEPCOHAIOM, JOKYMEHTOOOIr'Y, aHAIITHKH, aBTO-
pu3anii Ta aAMIHICTPaTHBHOTO KOHTPOJIIO, IO CIIPUsIE HE3AJISKHOMY MacIITaly-
BaHHIO, iHTerpaui'i 3 {HIIMMH CEPBICAMH Ta BUKOPHCTAHHIO CY4aCHHMX TEXHOIIO-
rin KOHTeHHepI/I3aH11 i opkecrparii, Takux sk Docker 1 Kubernetes. Lle 3a6e3me-
Yy€e BHCOKY THYYKICTbh, aJaiTUBHICTH 1 TOTOBHICTH CHCTEMH JIO IIOJAJIBIIOTO
PO3BUTKY, BKIIIOYAIOYM IHTETPAII0 IHTENEKTYaJbHUX aHANITHYHUX MOMYJIB,
€JIEKTPOHHOTO JIOKYMEHTO00Ir'y Ta MOOUIFHHIX 3aCTOCYHKIB.

TakuMm 9uHOM, BIPOBADKEHHS iH(OpPMAIiifHOT cHCTeMH YIIpaBIliHHS Ka-
JIpOBUMH TIporiecaMu Ha 6a3i Spring Framework mo3Bomsie cranmapTusyBatu Ta
ABTOMAaTH3yBaTH OOJIK IMEepcoHaNy, MIiIBUIIUTH OE3MeKy Ta TOYHICTh JNaHUX,
3MEHIIUTH aJMIHICTPATHBHE HABAHTAXXCHHS Ta CTBOPUTH OCHOBY JUISI KOMITICK-
cHOT nudpoBoi TpaHchopMarlii OCBITHIX YCTAHOB.
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TEHJIEPHA PIBHICTb Y CBITI IHOOPMAIIMHUX TEXHOJIOT Ti:
BUKJIMKU TA MOXKJINBOCTI

Ouaexcannp TAHACKOB, Jleanc IHKYJIEIIb, liana PAUTA
Jlvsiscorutl Oeporcasrutl yHigepcumenm Oe3neKu HeummeoisibHOCHi

Anomauia. Y me3i posensanymo npobnemy 2eHOepHOi Hepi6HOCMI 6 KOHMeKCmi
pO36UmKYy iHgopmayiinux mexnonozii. Ilokasano, wo yugpose cepedosuiye modxce K
nocunosamu icHyIo4i coyianvhi bap epu, max i cnpusmu ix nodoaannio. Ilpoananizosano
ennue STEM-oceimu, aneopummiunux ynepeosicenb ma yugpoeoi besnexu na GopmyeaH-
HA pieHux moodcaueocmeni. OKkpemy yeazy NpuoileHo poni emuyHo20 6npO6aOICeHHs
WMy4HO20 iHMeneKmy ma po3sumxy yugpoeoi epamomuocmi. 3pooaeHo UCHOBOK, WO
iHGhopMayitini mexHoN02HT € KIHUOBUM THCMPYMEHmMOM 3a0e3neueHHs 2eHOePHOT PIBHOC-
mi y CYy4acHoOMY CYCRIIbCMEI.

Knrwuoei cnoea: cenoepua pignicmo, ingopmayitini mexunonoeii, wmyuruil inme-
Jexm, aneopummiyni ynepeoscennsa, STEM-ocsima, yugposa be3nexa.

Annotation. The thesis examines the issue of gender inequality in the context of
the development of information technologies. It demonstrates that the digital environment
can bhoth reinforce existing social barriers and contribute to overcoming them. The influ-
ence of STEM education, algorithmic bias, and digital safety on equal opportunities is
analyzed. Special attention is given to the ethical implementation of artificial intelligence
and the development of digital literacy. It is concluded that information technologies play
a key role in ensuring gender equality in modern society.

Keywords: gender equality, information technologies, artificial intelligence, al-
gorithmic bias, STEM education, digital safety.

['ennepHa piBHICT 3TMIIAETHCS BOXIMBEM (DAKTOPOM CTAJIOTO PO3BHT-
Ky CYCIIUIbCTBA, a cdepa iHpopMaIiitHIX TEXHOIOTIH Biirpae KIFOYOBY POIb Y
mo/IoNIaHHi 6ap’epiB, IO BHHHUKAIOTH YHACTINOK COIIaBHUX CTEPEOTHIIB Ta
HEpIiBHOTO JJOCTYIY IO MOKJIMBOCTEH.

Hespaxaroun Ha mBHIKE 3pOCTaHHS IM(PPOBOi €KOHOMIKH, JKIHKH JIOCI He-
JOCTaTHBO TIpescTaBiieHi B IT-cekTopi, Mo 3yMOBIICHO HHU3KOIO COILABHUX, KYJIb-
TYPHHX Ta eKOHOMIYHAX YMHHUKIB. OJJHIMH 3 HaHUTIOIMMMPEHIIINX € TeHICPHI cTepe-
OTHITH IIO/I0 «HOJIOBIUMXY Ta OKIHOUMX» Tpodeciit, 0OMEKEHHMI JOCTYII 10 SIKiCHOT
TEXHIYHOI OCBITH, a TaKOXX BIJICYTHICTh JIOCTaTHBOI KUTBKOCTI POJBOBHUX MOJENEH,
siKi 0 3a0xouyBam fiB4at 10 Bubopy STEM-crienianbHOCTEH.

Exonomiuamii po3puB y chepi iHbopMaIfHUX TEXHOJOTIH TPOSBISETH-
¢Sl y BIIMIHHOCTSIX PiBHS 3apO0iTHOT IIaTH, HEPIBHOMIPHOMY IIPECTaBICHHI Ha
KepiBHHUX IMOCagax Ta HEIOCTATHIA yJacTi KIHOK Y CKIaJHUX TEXHIYHUX HAIps-
MKaX, TaKHX SK po3poOKa CHCTEM IITYYHOTO IHTENEKTy, KibepOes3mneka un iHxe-
Hepis JaHuX. 3MEHIICHHS LLOTO PO3PHBY MOJKIIMBE 33 PaxXyHOK PO3BHTKY MpO-
rpaM MATPUMKH HIBYAT 1 KIHOK y TEXHIYHHX Mpodecisx, 3a0e3neueHHs piBHUX
YMOB HaliMy Ta CTBOPEHHS IHKIIO3MBHOTO KOPIIOPATHUBHOTIO CEPEIOBHINA, SKE
crpusie mpogecifHOMY 3pOCTaHHIO HE3aJIeKHO BiJ] CTaTi.

BaxnBuM acmekToM € BIDIMB IM(POBUX TEXHOJIOTIH Ha (GOpPMyBaHHS HO-
BUX (QOpM IHUCKpUMIHAIIL. ANTOPUTMIYHI CHCTEMH, 30KpeMa MOJETi MAaIInHHOIO
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HaBYaHHS, MOXYTh BIITBOPIOBaTH ab0 HABITH MiJCHIIIOBATH T'€HJIEPHI yHEpe/DKEH-
HS, SIKIIIO HABYAIOTHCS HA HEPETIPE3EHTAaTUBHIUX UM ICTOPUYHO YIIEPEDKEHUX JaHNX.
[puKmamy TakuX pU3HKIB BKITIOYAIOTH JUCKPUMIHAIIHI peKOMCHIAIIINHHI CHCTEMH,
ATOPUTMH JT00OPY TEepCOHATY a00 CHCTEMH OIHIOBAHHS B OHJIAHH-OCBITL. Tomy
PO3po0Ka eTHYHHX TIIXOMIB JI0 CTBOPEHHS IHTENIEKTYAIBHUX CUCTEM, BIPOBaKCH-
HSl QITOPUTMIYHOTO ayauTy, KOHTPOJb SIKOCTI JaHWX 1 3a0e3NeueHHs MPOo30poCTi
PoOOTH MOJIEIEH € CTpaTeriYHUMU 3aBJaHHIMH Cy4acHOi [ T-CrinbHOTH.

besneka 1M(pPOBOro cepefoBHIa TaKOXK Mae 3HAYHHI TeHACPHHH BUMI.
JKiHkn gacrimme cTaroTh JKepTBaMH KiOepOysiHTY, IMepeciiqyBaHHS B COIIAIBHUX
MeperKax, BUTOKY IIPUBAaTHHX JAHHUX Ta IHIIMX (OpM OHIaiH-HacuIbCTBa. Lle 3HU-
JKye piBeHb iXHBOTO MU(POBOr0 KOM(MOPTY, CTPUMYE aKTHBHY Y4acTh y IMyOIidHO-
My JKHTTI Ta GOpMye TOAAaTKOBI Oap’epu Ui mpodeciiHoro pO3BUTKY. Bukopuc-
TaHHS Cy4aCHUX IHCTPYMEHTIB HU(poBOi imeHTH(iKAaIlil, TEXHOJIOTIH aHOHIMI3aIIil,
3aXHICHNX KaHATIB KOMYHIKAIIil Ta aBTOMAaTHU30BaHWX CUCTEM MOJEpallii KOHTEHTY
CIIpHsIE CTBOPECHHIO OUTBII OE3MEYHOTO Ta IHKITFO3MBHOTO OHJIAHH-TIPOCTOPY.

OxpeMe 3HAUCHHS Ma€ PO3BUTOK IM(POBOI rpaMOTHOCTI Ta JOCTYIY JI0
Cy4acHHMX OCBITHIX pecypciB. OcBiTHI miatdopmu, IHTEpaKTHBHI KypcH, CUMY-
JSITOPU Ta BIAKPHUTI OHJIAHH-CHCTEMH JIAI0Th 3MOTY YCYHYTH 0ap’€pH IOCTYILY
0 HaBYaHHA, MOTHBYBaTH HiBdaT 10 STEM, dopmyBaTu 1mudpoBi HaBUYKH Ta
MABHUIYBATH KOHKYPEHTOCIPOMOXKHICTh Ha pUHKY mpami. [linTpumka 3 Ooky
JepKaBH, MDKHApOJHUX opraHizamii Ta [T-kommaHiii € KIFOYOBOIO LIS CTBO-
PEHHS Cepe/IOBHILA PIBHUX MOXKIUBOCTEH.

OTrxe, iHpOpMAIiHI TEXHOIOTIi MOXYTh BUCTYIIATH 5K (HAaKTOPOM IIOT-
JTUOJICHHS] TeHIEPHOT HEPIBHOCTI, TaK 1 HOTY)XKHUM IHCTPYMEHTOM ii OJJ0TaHHSL.
ETnuHe BIpoBa/KEHHS LITYYHOTO 1HTEJIEKTY, PO3BUTOK IHKIIO3UBHHUX KOPIIOpa-
THBHHX MPAKTHK, 3MCHIICHHS LU(POBOTO PO3PUBY, PO3LIMPEHHS JOCTYIY 10
STEM-ocBitn Ta GopmyBaHHsI O6e3neyHOro 1HGPOBOTO cepesIoBUIIa — e oC-
HOBHI KPOKH, HEOOXimHI Juisi 3a0e3neyeHHs TCHICPHOT piBHOCTI Y CYYacHOMY
Iu(ppOBOMY CycriIbCTBI. JIMIIe KOMIUIEKCHUHN MiXiM, 10 00’ €JHY€E TEXHOJIOT i-
YHi, OCBITHI Ta COILiaJIbHI PillIEHHS, 3aTCH CTBOPUTU YMOBH JUIS PIBHOTO PO3BH-
TKY BCIiX YYaCHHKIB ITU(PPOBOI EKOCHCTEMH.
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MATHEMATICAL AND COMPUTER MODELING OF PDF
RENDERING IN WIDE-FORMAT PRINTING SYSTEMS BASED ON
ADOBE PDF PRINT ENGINE

Roman TYNDYK
Lviv Polytechnic National University

Anomauisn. Ilposedeno 00CniONCeHHsE MAMEMAMUYHO20 | KOMN TOMEPHO20 MO0 e-
mosannsi npoyecy penoepuney PDF y yugposux RIP-cucmemax wupoxopopmamuozo
cmpymeHnegozo Opyky 3 euxkopucmaunuam Adobe PDF Print Engine. Poskpumo ocobnugo-
cmi 06pobru npozopocmeil, Device N-kananig i konboposux nepemeopens. Poszpobneno
Kpumepii onmumanbHocmi ma Ha8e0eHo NOPIGHANbHUL AHANI3 OCHOBHUX PEHOEepUHE MO-
oynie makux sk APPE 3 Ghostscript, Harlequin ma CPSIL.

Knrouosi cnosa: APPE, ONYX, PDF rendering, DeviceN, rasterization.

Abstract. A study of mathematical and computer modeling of the PDF rendering
process in digital RIP systems for wide-format inkjet printing using Adobe PDF Print
Engine was conducted. The features of transparency processing, DeviceN channels, and
color conversions were revealed. Optimality criteria were developed and a comparative
analysis of the main rendering modules such as APPE with Ghost script, Harlequin, and
CPSI was presented.

Keywords: APPE, ONYX, PDF rendering, DeviceN, rasterization.

In large-format printing systems, the accuracy of PDF file rendering de-
termines the quality of interpretation of transparencies, overlay effects, multi-
channel DeviceN objects, and complex graphic structures. Traditional Post-
Script-oriented engines perform forced flattening, which causes the loss of cor-
rect layer interaction. In contrast, Adobe PDF Print Engine (APPE) implements
direct modeling of the PDF structure, which ensures accurate mathematical re-
production of the composition model.

APPE is based on the Adobe Common Rendering Model, which de-
scribes a page as an ordered set of graphic objects, each of which retains its col-
or space and transparency parameters [1]. The composition of transparent ele-
ments is performed without flattening, by calculating the total contribution of
objects to the pixel value. Mathematically, the result at the coordinate (x,y) is
described by equation (1):

ICx,y) = Z C:(x,y) Ai(x,) (1)
i=1

Here, C; (x, y) - is the color of the object in the source space (RGB,

CMYK, or DeviceN), and A;(x,y) -is the local transparency according to the
Porter—Duff model. One of the advantages of APPE is that it preserves DeviceN
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channels until the final rasterization, which eliminates errors inherent in Ghost
script or CPSI, which usually convert them to CMYK at early stages [2].

ONYX systems use a step-by-step PDF processing model. First, objects
are syntactically analyzed, after which they form a Display List — an internal
representation of the page that reproduces the PDF structure without simplifica-
tions. At the color conversion stage, the ICC mapping function is applied (2):

Cout = f]CC(Ciansrcr Pdst) ’ (2)
where p,.. and P, — are the source and destination profiles. This mapping en-
sures color consistency regardless of the type of source data. This provides pre-
dictable color rendering; common logic for RGB/CMYK/DeviceN; avoidance of
color shifts during conversion. Final rasterization in ONYX is implemented us-

ing the tile method. Let the page be divided into m regions Tk; then the set of
rasters is described as (3):
r=Jr ©

k=1

Where R is the set of raster data for the page, and m is the number of
tiles. This approach allows you to process large-format canvases without over-
loading the random access memory. In the final phase, the raster is converted
into the printer's physical color space (CMYK, CMYK+LcLm, CMYK+OGV, or
other extended configurations), preserving DeviceN until the final DOT pattern
is generated. Thus, the dithering method provides a balance between color accu-
racy, memory efficiency, and performance, which is critical for high-quality
large-format printing.

In the context of large-format printing, it is important to consider the dif-
ferences between the main rendering engines. Ghostscript processes PDF in the
context of a PostScript engine and performs forced flattening of transparencies,
which causes loss of gradient smoothness and DeviceN inaccuracies. CPSI, the
predecessor to APPE, is limited by partial support for PDF and the lack of full
transparency groups. Harlequin demonstrates high speed and correct DeviceN
processing, but has a different PDF execution philosophy than Adobe, which can
lead to deviations in complex effects. The summary is presented in Table 1:

Table 1 — Comparative characteristics of render engines

Type of render engines
Characteristics APPE Ghostscript CPSI Harlequin
Transparency Native Flattening Partial Native
DeviceN Complete Partial No Complete
Color accuracy High Low Average High
Productivity Average High Low Very high
PDF/X support Complete Partial Partial Complete
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The analysis shows that APPE provides the most accurate reproduction
of complex PDF structures thanks to native support for transparencies and De-
viceN. The mathematical rendering model, which combines multi-layer compo-
sition, ICC conversion, and tile rasterization, can be used for further computer
simulation of printing processes, optimization of RIP pipelines, and prediction
of possible color deviations in large-format production.
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IH®OPMAIIMHA CUCTEMA YIPABJIIHHS BIBJIIOTEYHUMUA
PECYPCAMM ¥ 3AKJIAJII BUIIIOI OCBITH

KOuais TUXA, Mapra TPYI, FOaias HA3ZAP
Jlvsiscorutl Oeporcagrull yHieepcumem Oe3neKu HeummeoisiibHOCmi

Pozenanymo po3pobky inmenekmyanvHoi HOOpMayiuHoi cucmemu YApAGIiHHSA
bibniomeunumu pecypcamu 'y 3BO. Ilpeocmasneno @yuKyionanvHy apximexmypy, me-
Xanizmu asmomamuzayii ma nepegazu enposaovicenns. Iloxazano moocaueocmi on-
mumizayii 6ibniomeuHUx npoyecie ma NiO8UeHHs AKOCMI 00CTY208YBAHHS KOPUCHYBAUIE.

Knrwuosi cnosa: ingopmayiiina cucmema, asmomamusayis, 6ioniomeyni pecyp-
cu, basa 0aHUx, ynpasiiHHa OaHUMU.

The paper explores the development of an intelligent information system for
managing library resources in a higher education institution. The system's architecture,
automation mechanisms, and implementation benefits are presented. The solution
improves resource accessibility and enhances user service efficiency.

Keywords: information system, automation, library resources, database, data
management.

CrpiMke 3pocTaHHs 00cATy iHGOPMAIIIHUX PEeCypCiB Yy 3aKiamax BHUIIOL
OCBITH Ta MOCHJICHHS BHMOT JI0 OIIEPaTHBHOTO JOCTYIY O 3HaHb POOIATH Tpa-
JLiiHI 6i6mioTeyni npoueck ManoedekTuBHUMU. CydacHi 6i0TI0TEKH CTUKAIOTHCS
3 HEOOXITHICTIO OOJIIKY BEIMKOT KUTbKOCTI €IEKTPOHHUX Ta JPYKOBaHUX BHIAHb, &
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pydHe KepyBaHHs (DOHIAMH YacTO IPH3BOIHUTH JI0 IOMHMJIOK, BTpaT iH(popMaIlii Ta
3aTPUMOK y BUJIa4i MaTtepiajiB. Y IIbOMy KOHTEKCTi U(POBI CUCTEMH YIIPaBIIiHHA
0i0TIOTEeYHUMH pecypcamMy CTalOTh HEBIJ €MHOIO CKJIaJ0BOIO OCBITHBOTO CEpelo-
BUIIA, 320€3M1eUyI0YX HE JIMIIE OTIePaTHBHUI TOIIYK JIITepaTypH Ta aBTOMaTH30Ba-
HHUH OOJIK NMPUMIPHHMKIB, ajie i OpOHIOBaHHS, BUJAa4y Ta IMOBEPHEHHS KHUT, (op-
MYBaHHS iCTOpIi KOPUCTYBaHHS Ta aIMiHICTPYBaHHS aKayHTIB KOPHCTYBadiB.

BnpoBakeHHst cydacHoi iHQOpMAaIIiifHOT CHCTEMH JI03BOJISIE TIEPCOHATI3YBa-
TH PoOOTY 3 KOPHCTYyBauaMH, HAAIOUM CTY[JCHTaM Ta BHUKJIAJauaM iHIUBITyallbHi
aKayHTH 3 JIOCTYIIOM 10 po3umpenux ¢(yHkuiid. KopucryBadi oTpuMyoTh MOX-
JMBICTh TIEPETJIIIATH KATaloT y PEXUMI PeaJbHOTO Yacy, MeperiisigaTd AeTalbHi
KapTKH BHUIAHb i3 HASBHUMH PEICH3IIMHE, 3QJIUIIATH BIIACHI OI[IHKM Ta KOMEHTapi, a
TAKOX MOJIaBaTH 3asBKM Ha OpOHIOBaHHs Ta OTPUMAaHHs JiiteparypH. Bukianmadi,
OKpIM CTaHAAPTHOTO (DYHKIIIOHATY, MOXYTh ITOJIaBaTH TIPOTIO3MIIIl MO0 3aKyYIIiBIi
HOBHX BU/IaHb, (DOPMYBaTH CITCKH PEKOMEHJOBAHOT JIITepaTypH JUis TPYI CTY/ICHTIB
Ta TIAHYBAaTH HABYAIBHI KypCH 3 YPaXyBaHHSAM IOCTYITHHUX PECYPCIB.

Oco0OnBy yBary HpHIiieHo Oe3meri Ta KOHTPOJIIO JOCTYIy: CHCTEMaA pe-
anidye posmoain poined — «AnamiricTparopy, «bibmiotekapy, «Bukmamau» Ta
«Crynenr». lle 3a0e3neuye BHCOKMI piBEHb 3aXHCTy JaHHX Ta KOHTPOJb Hal
orepalissMi KOPHCTYBa4iB. AJIMIHICTPaTOp Kepye KOpHCTyBadaMH, IXHIMH Tpa-
BaMH JIOCTYITy Ta CTPYKTYPOIO JIaHUX, IO JIO3BOJISIE IIEHTPANII30BAHO YIPABIISTH
iHopMariiHuMKH noToKaMH. bibiioTexap KOHTPOIIIOE HAsIBHICTh 1 CTaH MPUMIp-
HUKIB, 00po0IIsie 3asBKM, 3MIHIOE CTaTyCH BHIAHb Ta kepye ¢oHmamu. CTyneHTH
Ta BUKJIaJa4l OTPUMYIOTh IHTYITUBHO 3pO3yMiNMi iHTepdeic Wi MomyKy Ta 3a-
MOBJICHHS PECypPCiB, IO MiABHUITYE e(eKTUBHICTH HABYAIEHOTO TIPOIIECY.

3anpoBa/pKeHHS U(PPOBOI CHCTEMH 3MEHIIYE aJMIHICTpaTHBHEC HaBaHTa-
JKeHHs Ha TiepcoHall 0i0JTioTeKkH, MiHIMI3ye JIFOACHKHI (pakTop 1 CKopouye Hac 00-
CIIYTOBYBaHHSI KOpHcTyBadiB. OJJHOYAacHO cucTeMa 3abe3nedye Mpo30picTs OOMiKy
Ta MOKJIMBICTh (JOPMYBATH JETaIbHI CTATUCTUYHI JaHl. AHAIITUYHI MOAYII I03BO-
JSFOTH TIPOTHO3YBATH TIOMUT HA JITEPATypy, IUIAHYBaTH 3aKYITiBIi, ONTHMI3yBaTH
poboTty 6i0Ti0TEKN Ta MIATPUMYBATH CTpaTeriyne yrnpasiiHas Goraamu. OcoOarBo
BaKJIMBO, IO cHcTeMa 30epirae icTopiro Aifi KOPUCTYBAdiB 1 orepariii 3 TpIMIpHH-
KaMH, 1110 CTBOPIOE YMOBH ISt TIOBHOTO KOHTPOJTIO 1 aHAIITHKH.

TexHonoTiUHO crucTeMa 0a3yeThes Ha KITIEHT-CEPBEPHIH apXiTeKTypi, 110
JI03BOJIsIE MacIITa0yBaTH il BiNOBiZHO 10 moTped 3akiany ocBith. Bukopu-
CTaHHs MOBM nporpamyBaHHs Java Ta pemsuiiHoi CYBJl MySQL 3a0e3neuye
BHCOKY NPOTyKTUBHICTh, HAMIHHICTH Ta IHTETPAIli0 3 IHIIMMH OCBITHIMH TIJIAT-
(dbopmamu. ApXIiTeKTypa nependadae MOIYIBHICTb, IO J03BOJISE I0JaBaTH HOBI
(yHKII{, Taki SK peKOMEHIALIAH] alTOPHUTMHI, MOOUTFHAN JOCTYII, IHTETpaIliio 3
CJIEKTPOHHHUMHU >KypHallaM{ Ta OCBITHIMH PeCypcami.

[TepcrieKTHBY MOAANBIIOTO PO3BUTKY CHCTEMH BKIIIOYAIOTH BIIPOBAIKECHHS
MOOUTFHHUX NTOJATKIB JJISI IUCTAHIIHOTO JOCTYITY, MOKPAIICHHS aJrOPUTMIB pe-
KOMEH/IAIIHHOTO CEPBICY HA OCHOBI aHAIII3y ICTOPIl KOPHUCTYBAHHS, a TAKOXK PO3-
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[IMPEHHS aHAJNITUYHUX IHCTPYMEHTIB I MIATPUMKH YIPABIIHCHKUX PIllICHb.
Hudposizariis 0i0mioTEYHNX MPOLIECIB HE JIMIIE MiJBUILYE €EKTHBHICT POOOTH
MepCcoHaNly Ta JNOCTYIHICTh pecypciB, ane i crpuse (GOPMYBaHHIO Cy4acHOTO
IHTEIEKTYallbHOTO OCBITHBOTO CEpPENOBHUINA, MiIBUIICHHIO iH(OpMAIiHHOI rpa-
MOTHOCTI CTYJICHTIB Ta PO3BUTKY IHHOBAI[IMHKMX MiJXOIB 0 HABYAHHS.

Takum 9rHOM, CTBOpEHA IH(OpPMaIiiiHa cHcTeMa YIpaBiIiHHS 0i01ioTed-
HUMH PECypcaMu € BaKJIMBHM KPOKOM Yy mudpoBid Tpanchopmarrii 6i0mioTek
3aKJIaiB BHINOI OCBITH, 3a0e3ledye ONTHUMI3AIlif0 TPOIECiB, IHTErpamiro 3
OCBITHIMH cepBicaMu Ta cnpusie GOpMyBaHHIO e()eKTHBHOTO, 3pYy4YHOTO Ta Oe3-
MIEYHOTO JOCTYITY 10 3HAHb JUIS BCIX YYaCHHUKIB HABYAIBLHOTO IIPOIIECY.
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PO3POBKA BUCOKOJIETAJII30BAHOI 3D-MOJIEJII IPOTE3Y
HMWXHBOI KTHIIBKHA JJIs1 BUKOPUCTAHHSA B MEJINYHUX TA
OCBITHIX BI3YAJII3AIIAX

Ouaena TOBT, Haraais JKE3J10-XJIEBHA
Jlvsiscorutl Oeporcasrutl yHigepcumem de3nexu scummeoianbrocmi, Jlvsie

Anomauin. Pozpobra sucoxodemanizoearnoi 3D-mooeni npomesy HudxcHbol Kikyi-
6KU € AKMYANbHUM HANPAMOM Y Chepi MeOUUHUX mexHonozitl, 6iomMexaHiku ma oceimHix
cumyaayitl, OCKIMbKU CYYACHI Npome3sHi pilueHHs nompedyroms MoYHO20 YUPpPoeo2o 8io-
MeOpeHHst OJisl HABYAHHS, aHANI3y Ma KAHIuYHOI KomyHikayii. CmeopenHs yu@posux mo-
Oenell 3abe3neyye MONCIUGICMb OeMOHCMPAyii 6HYMPIWHLOL CmMpYyKmypu npomesd,
NPUHYUNIE pOOOMU MeXanizMie, a MaKodc onmumizayii ouzainy ma adanmayii nio nom-
pebdu nayienmis.

Knouosi cnosa: 3D-modentosanms, npomesyeanns, HUdiCHs KiHYieKa, Oiomexamui-
xa, Blender, sizyanizayis, meouuni cumynayir.

Annotation. The development of highly detailed 3D models of lower limb pros-
theses is a topical area in medical technology, biomechanics, and educational simula-
tions, as modern prosthetic solutions require accurate digital reproduction for training,
analysis, and clinical communication. The creation of digital models makes it possible to
demonstrate the internal structure of the prosthesis, the principles of operation of the
mechanisms, as well as to optimize the design and adapt it to the needs of patients.

Keywords: 3D modeling, prosthetics, lower limb, biomechanics, Blender, visuali-
zation, medical simulations.

Cy4acHi OCBITHI NpOTpaMH MEIWYHHX Ta OE3MEKOOPIEHTOBaHUX
CIeliaJIbHOCTE aKTMBHO BIPOBA/DKYIOTH HU(POBI TEXHOJOTi JUIs MOSICHEHHS
OyZoBH Ta MPHUHIUIIB poOOTH MPOTE3HWX KOHCTPYKUiH. TpamumiiiHi Meromm
Mpe3eHTallii, Taki K cXeMu Ta (oTo, He 3a0e3MeUyIOTh JOCTaTHBOI'O CTYICHS
Jeraiizamii, 0coOIMBO KOJM HAETHCS MPO CKIaaHI MeXaHi4Hi By3nH abo Ma-
Tepianu. BUkopucTaHHs BHCOKONOMIrOHAIBHUX 3D-Mozenell 103BoJIsE AeTaNb-
HO Bi3yaJli3yBaTH BHYTPIIIHIO CTPYKTYpY MpOTE3a, IEMOHCTPYBATH MOBEIIHKY
KOMITOHEHTIB il HABAHTAXCHHSM Ta CTBOPIOBATH aHIMAIii pyXy.

Po3po6nena 3D-Mopens mpoTe3y cTerHa BKIIIOUAE OCHOBHI KOHCTPYKTHUBHI
SJIEMEHTH: NPHHAMANBHY TiUIB3Y 3 TiIB30BUM aJanTepoM, BaKyyMHHUH KIIallaH,
nyOnb-aganrtep, KOJIHHHUN BY30JI, TPUMAIBHUI MOJYJb Ta IITY4HY CTOMY (pUCY-
Hok 1). Crpykrypa mozeni crBopena y Blender i3 BHKOPHCTaHHSIM METOIIB
TOJIrOHAJIBHOTO MOJICIIOBAaHHS Ta CKYJIBNTHHIY, IO 3a0€3MeUYnsIo BHCOKY Je-
TaJTi3aIlilo MOBEPXOHb Ta MeXaHi3MiB. [ MOKpaIeHHsT PeaTiCTHYHOCTI 3aCTOCO-
BaHO TPOIEAYPHI MaTepialid Ta TEKCTYPH, LIO IMITYIOTh KapOOH, CHIIIKOH Ta Me-
TaJeBi CILUIABH.
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Pucynok 1 — 3D-Moe1b CTErHOTO MOAYJIBHOTO IIPOTE3a

OcobnuBa yBara HpuaiJIcHa ONTUMI3aIlil TOJITOHATBHOT CITKH, OCKLUTBKU
HaJMIpHA KUTBKICTBH TOJITOHIB YCKIIAJHIOE MOJNANbIIEe BUKOPHCTAHHSI MOZICTi Y
VR/AR-cepenoBuIiax Ta iHTEpaKTHBHHUX HaBUAIbHUX IuiardGopmax. Bymo 3a-
CTOCOBAHO PETOIIOJIOTIIO, SIKa JO3BOJIMIIA 30eperTH (popMy Ta AETali3amito, BOI-
HOYac 3MEHIIUBILY Bary Mojeni 0e3 BTpaTH sIKOCTi Bizyaizanii. Takox mepen-
0adyeHa MOMJIMBICTh €KCIIOPTY B MEIMYHI CUMYJISITOPH Ta HaBYaJbHI MPOrpamu
3aBsiky minTpumMni popmaris FBX, OBJ ta GLTF.

CTBOpeHa MOJIEIb MOKE BUKOPHCTOBYBATHCS B MEJMYHUX JICKLIAX, Kyp-
cax opromenii Ta nporesyBaHHA, 3D-cuMynATOopax, a TakoX Yy IIpoleci
B3aEMO/IIi JTIKaps 3 MAaIliEHTOM JJIs AeMOHCTpailii podoTu mporesa. e po3mru-
PIO€ pO3YMiHHS OioMEXaHIYHUX MPUHIIMITIB, TOKPAIIYE SKICTh OCBITH Ta CIIPHSIE
MiAroTOBLI (haxiBIiB y cdepi MpoTe3yBaHHS.
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BUKOPUCTAHHS MEPEXXEBUX MOJEJEM (OSMNX +
NETWORKX) JJIs1 AHAJII3Y TPAHCIIOPTHOI JOCTYIHOCTI
MICIb IUCJIOKAIIIL JOBPOBLIBHUX PATYBAJIBHUX
®OPMYBAHb

Amuarouiii TPUTYBA?, Jlinin KOBAJIb®

Y Tvsiscoruii nayionanvhuii VHIgepcumem emepuHapHoi MeouyuHu
ma 6iomexuonoeiti imeni C. 3. Iicuyvkozo

2 JIvgiscokuii OeporcasHull ynigepcumem 6e3neku HCUMmeOisLIbHOCH

YV po6omi sanpononosano suxopucmogysamu mepesxicesi MOOeni HA OCHOSI iH-
cmpymenmie OSMnx ma NetworkX ons oyinogants mpancnopmuoi 00cmynHocmi nome-
HYIHUX MICYb POIMIWEHHS O0OPOGITLHUX PSIMYEATLHUX (POPMYEAHb Y CLILCOKUX 2POMA-
oax. 3anpononoeano nioxio 0o amanizy 0OPOUCHLOI IHGpacmpyKmypu, 8U3HAYEHHs 130X~
POH peazy8aHHs ma (popMy6eaHHs Kpumepiie UOOPY ONMUMATbHUX JTOKAYTL.

The paper proposes using network models based on OSMnx and NetworkX tools
to assess the transport accessibility of potential locations for volunteer rescue teams in
rural communities. An approach to analyzing road infrastructure, determining response
isochrones, and forming criteria for selecting optimal locations is proposed.

EdektuBHe cTBOpPEHHsI TOOPOBUILHUX PATYBAIBHUX (POPMYBaHb Yy Cillb-
CBKHX TpoMajiax noTpedye oOrpyHTOBaHOrO BUOOPY Micupb iX muciokanii [1]. Y
CUTBCBKIH MICIIEBOCTI JIOPOKHS MEpEexka, SIK MPAaBUIO, Ma€ HEPIBHOMIPHY CTPYK-
TYypY, 10 3yMOBJIIOE€ 3Ha4YHi BIAMIHHOCTI y 4Yaci MpuOYTTS pATYBaJbHUKIB 10
HacelleHuX IyHKTIB. Lle moTpedye BUKOpUCTaHHS MOJIesIel, 3MaTHIUX TOYHO Bpa-
XOBYBATH TOIIOJIOTiKO TPAHCIIOPTHOI Mepexki, 0OMEKESHHsS WOA0 LIBHIKOCTEH
PYXy Ta peanbHi MapIIpyTH, TOCTYIHI [UII OTIEPATUBHOTO TPAHCHOPTY [2].

OpmHUM 13 HAWOLTBII MPUAATHUX IHCTPYMEHTIB IUTS TaKoi 3ajiadi € TOEqHAH-
Hs1 6i0mioTexk OSMnx Ta NetworkX, siki J03BOJISIFOTH aBTOMaTHYHO 3aBAaHTAKYBATH
JopoxHi rpadu 3 OpenStreetMap, NPOBOMTH OYMILEHHSI Ta CTPYKTYPYBaHHS J1a-
HHX, & TAKO)K BUKOHYBAaTH OOUMCIICHHSI HAKOPOTIIMX HULIXIB Ta MOOYIOBY 130X-
poH. Hexait 1opoxHs Mepeska HOoaeThesl y BUTIISAI OPIEHTOBAHOTO rpada:

G(V,E), 1)

ne V — MHO)XHHA BY37iB; E — MHOXHHA pebep 3 aTpuOyTaMu TOBKHHHU Ta IIBU/I-
KiCHUX 0OMEXEHb.

Yac nepecyBaHHs MDK JBOMA By3JIaMH BH3HAYA€ETHCS 32 (DOPMYIIOI0

d.
tij =1, 2

Vij
ae tij — Yac IPOXOPKEHHS JAUISHKY; dij — JIOBXKMHA JUISTHKH TPAaHCHOPTHOI Me-
pexi; Vii
TPaHCIIOPTHOT MEPEXKi.

— OIBHJAKICTh PYXY PATYBaJIbHUX (OpPMYyBaHb Ha BIAMOBIMHINA AUIAHITI
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Bukopucranus ¢opmynn (2) gae 3mMory GopMyBaTH MaTpPHIIO YacOBOL
JOCTYITHOCTI, Ha OCHOBI SIKOT BU3HAYAIOThCSl TEPUTOPII, 10 3HAXOAATHCSA B Me-
’KaxX HOPMAaTHBHOTO 4acy pearyBaHHs. Lle 103BoJIsi€ IEPETBOPUTH FE€OMETPUYHY
Mepexy Ha MeTpU4YHHI Irpad, ONTUMANBHHN I 3a/ad OIEPaTHBHOTO peary-
BaHHS. 3arajbHAN Yac MPUOYTTS PATYBAIHHOTO (OPMYBAHHS IO ITyHKTY MPH3-
HaueHHs 7(s k) 3a7a€ThCs K MiHIMaIbHAa CyMa Bal MapuIPyTy MiK BHXiZHOIO

TOYKOIO S Ta HAaCEJICHUM ITYHKTOM k:
—mi , 3
z(s,k)=min >t @)
i ep

e Ps,k — MHO>KMHA BC1X MOKJIMBUX MapIipyTIB.

Bxiani aam Ta nAraTOm

e

Mepenipka # HopManiaLE
A

Mewi rpesann Haceneni nynma ra of'exm

o

opmypanns pada Mepax

Dokt T wewssen va
pedpax

Hac08| BarM pecep KEHAWLSTHI NoKSWT APD

AnropwTin Networkx

[——
1 Tipocraposl woRen Ta (3axpor
b e

Asania nORpHTTR TEpHTOpT

Oulmonanes nokaun 4

ToxasHHIH BOCTYNHOCTI

IHTarpansHa oulHka

¥ [TErEyT r— T

Pucynox 1 — CtpykTypHa cXxemMa MOJEJi OI[iHIOBaHHS TPAHCIIOPTHOL
JIOCTYITHOCTI TOOPOBUTHHUX PATYBAJIFHUX (HPOpPMYyBaHb
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Piustans (3) peanizyerscs yepes anroputMu Dijkstra abo A*, mo Bpa-
XOBYIOTb pealbHy CTPYKTYPY MEpeKi, TPaHCIIOPTHI OOMEXEHHS 1 EBPUCTHKH.

Matpuus yacy pearyBaHHs [Ulsl FPOMaH I03HAYAETHCS SK:

T =[2(s. k) )

Je S — HaOlp MOTeHUIHHKX JIOKalliil T0OPOBUIEHOTO PSTYBAILHOTO (JOPMYBaHHS;
K — MHOXMHa HaceleHHX MyHKTIB.

Marpunst (4) € OCHOBOIO /ISl OLIHIOBAHHS TOCTYITHOCTI TepuTOpiil. s
KOJKHOT JIOKaLil BU3HAYAKOThCS CepeIHIN Yac pearyBaHHs:

1 K
Tavg :—ZT(S,k) ! (5)
| K i
Ta MaKCUMAJbHHUI Yac pearyBaHHsI
T = MaX o 7(S,K) (6)

VYce BUllle CKa3aHe Ja€ 3MOTY OILIHUTH SIK 3arajbHy e€(eKTUBHICTh, TaK 1
HaHOUTBII ypa3auBi 30HA rpoMaau. YacTka TepUTOPii, OXOIMIEHOI B MeXaX HOP-
MaTHUBHOTO Yacy T, BU3HAYAEThCS (POPMYIIOH:

KK e k) ST}l -
K]

Incrpymenrapiit OSMnx pae 3Mory He JIMIIE 3aBaHTXUTH JIOPOXKHIO
MEpeXy Ta BUKOHATH HonepeiHio 00poOKy, aje i moOyayBaTé i30XpOHH — 30HH,
JI0 SIKMX pSITyBalbHE (POpMyBaHHS MOJXKE JIiCTAaTHCS MPOTATOM (hikcoBaHOTO Ya-
cy. [30XpoHU € KIFOUOBHM €NIEeMEHTOM BHOOPY JIOKaIliil, alke BOHH BioOpaxka-
I0Th peajibHy T€OMETPII0 JOCSHKHOCTI, [0 HEMO>KJIMBO OTPUMATH 32 J0TIOMOTOI0
€BKJIIJOBUX BiJCTaHEN.

Ha pucynky 1 mosmaHo y3araibHEHY JIOTIYHY CTPYKTYPY MOJIENi OLHIO-
BaHHS TPAHCIOPTHOI JOCTYITHOCTI MICIb AWCIOKAIii JOOPOBUTEHUX PATYBAIb-
HUX (OpMyBaHb, MOOYIOBaHY Ha OCHOBI MEPEXeBOI IHPPACTPYKTYpH Ta airo-
PHUTMIB MMOIIYKY HAWKOPOTIINX IIJISXIB.

Jyist KUTBKICHOTO OLIIHIOBAaHHS JIOKAIlii MPOTIOHYETHCSI BUKOPUCTATH iHTe-
TpaJIbHUH KpUTEpiH:

orm °

P

k=a-P=BT 7 T 8
me P —wuactka nokpurrs; T, — CepeaHiil yac pearyBaHHs Ha HaJ3BU4aliHi cu-
Tyauii; T — MakCHMalbHAN 4ac pearyBaHHs Ha BUKIMK CEPE/l YCiX HACETCHUX
ITyHKTIB, 5IKi 00CITyroBye NOOpOBUIBHE pATyBanbHE (GOPMYBaHHS; «,f,y — Koe-
(dirieHTH, SIKi 337aF0Th BarW 3QJICXKHO BiJ] MPIOPUTETIB TPOMAJIH.

OTpuMaHi pe3ybTaTi CBiM4aTh, MO0 BUKOPUCTAHHS MEPEKEBUX MOJENeH
Ha ocHOBI OSMnx i NetworkX 103BoJisie CyTTEBO MiIBUIIMTH TOYHICTH IJIaHY-
BaHHS MICIIb PO3TallyBaHHS JOOPOBUIBHHX pATYBaIbHHX (opmyBanb. [loen-
HaHHS JIOPOKHBOT TOIOJIOTI], AHWUX MPO LIBHIKICHI PEXHMH Ta alTOPUTMIB
shortest path cTBOproe MOKIIMBICT MOJICIIIOBAHHS PI3HUX CLIEHAPIIB pearyBaHHs
Ta OOIPYHTYBaHHS YIIPABIIHCHKUX pillleHb. 3allpOIIOHOBAaHA MOJIETb € yHiBepca-
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JTHHOMO 1 ii MOKHA aJanTyBaTH N0 TMPOLECIB aHATI3y JOCTYMHOCTI MEIUIHUX
ITYHKTIB, TOXEKHUX JCTO UM MTyHKTIB TYMaHITapHOT JOTIOMOTH.
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IHTEJEKTYAJIbHI MEXAHI3MU EHEPTOMEHE/UKMEHTY B
YHPABJIIHHI CKJIAJHUMU EHEPTETUYHUMMU ITPOEKTAMU

AHaToJiii TPI/IFYBA Ouer AHI[PYIIIKIB
Poman OJIIAHUK? Map SIH KOHI/IJIOBCLKI/II/I
Y JTvsiscokuii nayionansnuti ynisepcumem semepunaproi MeouyuHu
ma Giomexuonoziii imeni C. 3. Iocuyvkozo
2 JTvsigcukuii deporcagnuil yuisepcumem Ge3nexu HummeOisnbHoCmi

Y pobomi pozenanymo inmenexmyanvhi Mexanizmu enepeomMeHe0HcMeHmy Ons ni-
O8UWEHHS eeKMUSHOCHI YNPABNIHHA CKIAOHUMU eHepeemuyHuMU npoekmamu. 3anpo-
NOHOBAHO MOOENL NPOSHO3VEAHHS, OYIHIOBAHHS PU3UKIE MA ONMUMI3AYLl eHepeemuyHuX
pilend i3 3aCmMoCy8aHHAM YUPPOBUX MEXHON02Il | MeMOI8 UWMYYHO20 THMENEKM)Y.

The paper examines intelligent energy management mechanisms aimed at
improving the efficiency of complex energy project management. Forecasting models,
risk assessment methods, and optimization tools based on digital technologies and
artificial intelligence are proposed.

B ymoBax Tpanchopmarlii eHepreTHIHOro CeKTopa 0COOIMBOI aKTyalb-
HOCTi HaOyBae HAyKOBO-TIPHKJIAJHA 3a/1a49a PO3POOICHHS iHTENEKTyalbHUX Me-
XaHI3MIB €HEPrOMEHEIKMEHTY, SIKi J03BOJIAIOTH YIOCKOHAJIUTH YIPaBIiHHA
CKJIQJIHUMH €HEpreTUUHUMH TpoekTamu [1]. Peanizawis Takux npoekTiB BinOy-
BAETHCSI B CEPENIOBUIIII BUCOKOT HEBU3HAYECHOCTI, 1110 3yMOBJICHA HECTAOUIbHICTIO
€HEePropHHKY, 3DOCTaHHSIM YacTKH BiIHOBJIIOBAHHX JKEPEN, 3MIHAMU Y PEXH-
MaX CIOXKHUBAHHSI, a TAKOK BILTHBOM BOEHHUX T4 HA/I3BUYAHUX YMHHUKIB [2]. 3
ONJISY Ha 1€ YIPaBIIHHS TPOEKTAMH eHepr03a6e3nequHﬂ HOTpe6y€ iHTerparnii
MOJIeNICH TPOTHO3YBAHHS, ONTHMI3aliiHUX nporeayp i umbposnx IHCTpYMEH-
TiB, 31aTHUX 3a0€3IEYUTH CUCTEMHY HiATPUMKY IIPUHHATTS PIlLICHb.

OCHOBOIO IHTEJIEKTYaJIbHOTO €HEPrOMEHEKMEHTY € 1Mo0yI0Ba MaTreMa-
TAYHOI MOJIENI €HePTeTUYHOI CHCTEMH, 10 BKIIIOYA€E B3aEMOIIOB’ sI3aHi pKepena,
AKyMYJIIHI TOTYXHOCTI Ta 3MiHHI mpodiai HaBaHTaXXEHHA. Y 3araJbHOMY
BUTJISIII IMHAMIKA eHepro0ajaHCy BU3HAYAETHCS 3aJIeKHICTIO:

ED=PO-RO+RO (1)

Ae P (t) — BUPOOHHMUTBO (T€HEPYBaHHs) CHEPrii PI3HUMH JUKepenamu; P (t) —
CIIOXKHMBAHHSI €HEPril; P (t) — HaZAXOWKEeHHs a0o BIAOIP eHeprii 3 HAKONUYyBaYiB.

V pasi hopmyBaHHS ONTUMI3ALIHHOT MOIEI OOTPYHTYBaHHS KOH(DIrypa-

i1 MPOEKTIB eHepro3ade3neyeHHs! 00’ €KTIB, KPUTEPIEM € MIHIMI3aIlisl CYKYITHHX

MPUBEJICHUX BUTPAT 3@ BECh KUTTEBUU UK. DYHKIIIO METH MOXHA MOJATH Y
BUIJISLIL:

minZ:Zn:(Ci+Oi+Ri)- )

i=1
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Ae C, — KamiTajbHI BUTPATH HA BIPOBA/DKCHHs MiAcHCTeMH; O, — OnepauiiHi
BUTPATH; R, — BUTPATH HA PE3ePBYBAHHS Ta 3a0€3[CUYCHHS CTIAKOCTI.

YMOBH CTIHKOTO (DYHKIIIOHYBaHHS €HEPreTHYHOI CUCTEMH JIOTIOBHIOIOTh-
Csl OOMEXKEHHSIMH:

PO+P O=RO+P O (3)
0<SOC(t)<SOC, .., 4)

ae SOC(t) — piBeHb 3apsaly aKyMyJIATOPHOI CHCTEMH.
EdexTuBHICTh IHTENEKTYaJbHMX MEXaHI3MIB €HEprOMEHE/DKMEHTY 3Hau-
HOIO MIpOI0 3aJIeKHUTH BiXl sIKOCTI iH(opMauiiiHoi miaTpuMky. BakimBoto ckiano-
BOIO € OTPUMaHHS JOCTOBIPHMX JAaHWX II0/I0 HABAHTaKEHHs, IOTOJAHUX YMOB,

TEXHIYHOTO CTaHy OONaTHaHHS Ta IPOrHO3HUX Moxeneit [3]. [l omiucy cTpykTy-
PY JaHUX JIOIUILHO BUKOPHCTATH y3arallbHeHy TaOJIMIIO 1, 110 HaBeieHa HIDKYE.

Tabmurs 1 — OCHOBHI TpynH JaHUX I €EHEPTOMEHEHKMEHTY CKIIaTHUX €HEP-
TEeTHYHUX MMPOEKTIB

Kateropist gaHux Omnuc JDxepeno
Eneprernuni mokas- TIpodins reneparrii, ClIO;KUBaHHS .
P pod b rencpartil, ’ Jlivuneanku, SCADA
HHUKH MMKOBI HAaBAaHTAXCHHS
. Papianis, TeMiepaTypa, MBUAKICTE Mereocraniiii, CymyT-
Iloroani napamerpu uatnd, patypa, A Ui, eynyr
BITpY HHUKHU
TexHiuHi XapakTepu- [MacmopTHi maHi 001aHAHHS, Tapa- BupoOHUK, TeXHIYHI
CTUKH METPH Jerpajaarii KYpHAITH
[HTEeHCUBHICTD 3arpo3, BITMOBH, aBa- | OmepaTuBHI AaHi, aHA-
Iloxa3zHuku pusuKy o -
piitHiCTh JITHKA

CHUCTEMHICTh YNpPaBJiHHS CKIQJHUMH CHEPreTHYHHMHU IPOEKTAMH 3a-
Oe3reuyeThesl BIPOBAKEHHSIM HU(PPOBUX NBIMHUKIB, SIKi IO3BOJISIOTH MOEAHY-
BaTH (aKTUYHI JaHi 3 aHATITHYHUMHU MojesiMu. [ndposuii nBiliHUK Gopmye
BIpTyaJIbHY KOIIiI0 00’€KTa, JIe BIITBOPIOETHCS MOBEIIHKA CUCTEMH y PEAIEHOMY
abo0 HaOJMKeHOMY 10 peaibHOro vaci. Ha pucyHky 1 HaBeneHoO 3araibHy KOH-
mentiiro nupoBOro MBifHUKA I eHEPTeTHIHOI CHCTEMH.

/—"_'\‘

Lncpossit sifisiak ) ) )
_— OnmimiaaLs peximia MigTpimca pieHs
Awaniwna mogens
[lani Ta cercop ®iawuna eHeprocucTama
B T —

Pucynoxk 1 — KonienryanpHa cxema nupoBOro JBiiHHUKA eHEPreTUYHOTO
00’exTa

VY mpoueci ¢GpyHKIIOHYBaHHS TH(POBHI IBITHIK BUKOHYE MPOTHO3YBAaH-
HSl HAaBaHTA)XCHHS Yepe3 METOAW MAaIlMHHOTO HaBYaHHA. Y3aralbHeHa MOJCIb
perpeciifHoro MpoTrHO3y MOXKe OyTH IMOaHa 3aJIeKHICTIO:
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P(t+1) = f (P()W (1),T (t),SOC(1)): ®)
Jae W (t) — BiTpOBi MOKasHuKH; T (t) — TeMepaTypa HaBKOJMLIHBOIO CEpeNo-
Buma; f(-) dyukiis, ska 6a3yeTbes Ha OCHOBI HEHPOHHOT MEpesKi, rpalieHTHO-

ro OyctuHTy abo ribpuaHOT MOIei.

YrupaBiiHCEKI pIllIeHHS Y CKIaJHUX CHEPTeTHYHHX MPOEKTAX YacTo 3a-
JIeKaTh BiJl ONTHMAIBHOTO PO3MOIUTY HOTYKHOCTI MDK JPKEpelIaMH Ta HaKOIIH-
yyBayaMH. /{151 OLIHKHM pilIeHs BUKOPHUCTOBYETHCS KPUTEPil CTIAKOCTI, SKHA
MOYKHa OIMCATH 4epe3 PYHKIII0 PUBUKY:

-3 , 6
R_;ij (6)
=

ne P; — imoBipHicTs mofii, L, — BTpaTH, 110 BUHUKAIOTH y pa3i il HACTaHHS.

]
Lei xputepiit 103BOJIsIE BU3HAYMTH HEOOXiTHUI pIBEHb pe3epBYBaHHS Ta Iij-
BHUIIUTH CTIMKICTh CHCTEMH IO 30BHIIIHIX BILIVBIB.

VYV pa3i BIpoBaKEeHHS LUUPKYILIMIHHUX MOJENEH YIPaBIiHHSI CHCTEMHU
eHepro3ade3rneyeHHs ePEeX0AATh Bil] iEpapXidHOI 10 JEIeHTPai30BaHO1 CTPYK-
Typu. BaxmBor 0COONMBICTIO TAKOTO MiAXOAY € 3aIy4eHHS JIOKATbHUX €Hep-
FEeTHYHMX MIACHCTEM, SKi MOXYTh (DYHKI[IOHYBaTH aBTOHOMHO ab0 y CKiaumi
MikpoMepexi. J[ns omucy cTpyKTypH Takoi MiJICKCTEMH BUKOPHCTAaHO CXEMY,
MOJIaHy Ha PUCYHKY 2.

Opraniuni slaxoan

|

Blorasosuii peaktop

|

Consul nawent Blorasosu renepaTop

o

IHBepTop

oy

Akymynsitop

]

Kosporiep EMS

2=

Pucynok 2 — Y3aranpHeHa CTpYKTypa ACIEHTPaATi30BaHOi eHepreTHIHOT
MiZICHCTEMH 3 BUKOPUCTAHHSM OPraHiYHUX BITXOJIIB
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BaxxnrBoio CKIa0BOIO IHTENEKTyadbHUX MEXaHI3MIB € aHAJTITHYHI MO-

JIeITi OIIHIOBAaHHS €(EKTHBHOCTI MPOEKTY. JIJIs 1[bOTO 3aCTOCOBYIOTH TOKA3HHUK
IHTerpajabHOT ePEKTUBHOCTI:

O

ne E.. — exonomiunmii edexr; E,, — enepretmunmii epexr; E, — nokasnuk

|=aE, +pE, +yE,

cm

CTIMKOCTI; @, [,y — MOKA3HUKH, [0 33Jal0Th 3aJICKHO MPIOPUTETH MPOEKTY.

TakuM 4MHOM, IHTEIEKTyaJ bHI MEXaHI3MH €HEPrOMEHEPKMEHTY CTaHOB-
JATHh CYKYITHICTh MaTEMATHIHUX MOJIeNel, MU(PPOBUX aHATITHYHUX IHCTPYMEH-
TIB Ta CUCTEM l'Il,I[TpI/IMKI/I NPUHHATTS pillieHb, IO JO3BOJIAIOTH MIIBHILUTH ede-
KTMBHICTh YIPaBIiHHS CKIIaIHUMU €HEPreTHYHUMM TIPOEKTAMU. [X 3aCTOCYBaH-
Hs 3a0e31edye MOXKJIMBICTh aJallTHBHOTO TUIAHYBAHHS, 3MCHILICHHS HEBH3HAY e-
HOCTI Ta 3pOCTaHHS CTIHKOCTI €HEPreTHYHHUX CHCTEM y Cy4aCHUX YMOBaX.

Jlitepatypa
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YK 005.8:614.2

OCOBJIUBOCTI IHTEJIEKTYAJIBHO-IHIIHHICHOT'O YITPABJIIHHS
MPOEKTAMU PO3BUTKY MEJAYHOI IHOPACTPYKTYPU

Amuarouiii TPUTYBAY, Pokconana HIOJIY IbKO?
Y Tvsiscoruii nayionanvuuil ynisepcumem eemepunaphoi meouyumi
ma Giomexuonoziii imeni C. 3. Tocuyvkozo
2 JTvsigcoKuii depoicagrull yHigepcumem Oe3neKu HCUmmeOisibHOCmi

Y pobomi npeocmasneno inmenexmyanrbHo-yiHHICHY MOOeNb YNPABIIHHA NPOEK-
mamu po3gumKy MeOuuHoi IHpacmpykmypu epomaod. 3anponoHoeano iHmezpayino yug-
POBUX OBIUHUKIE, NPOCMOPOBO20 AHANIZY MaA OA2amoKpUmMepPianbHol oYyiHKu 01 popmy-
BaHHA OOIPYHMOBAHUX YNPAGIIHCOKUX DilleHb w000 onmumizayii mepexci MeouuHux
3aK1a0is.

The paper presents an intellectual value model for managing community medical
infrastructure development projects. It proposes the integration of digital twins, spatial
analysis, and multi-criteria assessment to form informed management decisions on
optimizing the network of medical facilities.

TenepimHiii po3BUTOK MEIMYHOI IHOPACTPYKTYpH B YMOBAX TEpHTOpia-
JBHOT AeleHTpali3alil Ta coliabHO-eKOHOMIYHMX BUKIIMKIB ITOTpeOy€e HOBHX
MIXOMIB 0 TUIAaHYBaHHS ¥ peanizamii mpoektiB [1]. [HTEneKTyanpHO-LIIHHICHE
YIIPaBJIiHHS Nependavyae MOeJHAHHS TEXHIYHHUX, COL[aIbHUX 1 0€3MEeKOBUX KpH-
TepiiB, II0 BU3HAYAIOTHh PEANbHY BAKIUBICTE MEJUIHOTO 00’ €KTa JJIS TPOMAaH.
Tpamumiiiai migXoau, OpiEHTOBaHI NMEPEBaXHO HA KOIITOPHCHY BapTiCTh Ta
CTPOKH peai3amii, BUSIBIAIOTECA HEJOCTaTHIMH, a/PKe BOHH HE BPaXOBYIOTh
MPIOPUTETHOCTI MOCIYT, JIOTICTUYHOI MOCTYITHOCTI, CTIMKOCTI iHQPACTPYKTypH
Ta PU3UKIB HaJA3BUYaWHUX cuTyalid [2]. 3a3HaueHui minxin Oa3yeTbcs Ha IMO-
€nHaHHI TA(POBUX TEXHOJIOTIH, aNTOPUTMIB IITYYHOTO IHTENEKTY Ta MEXaHi3-
MIB €KCHIEPTHOTO OL[IHIOBAHHSI.

Oco0nMBHM KOMIOHEHTOM iHTENEKTYaJbHO-LIHHICHOI CHCTEeMH € OabHa
MOJIeJTb OLIIHIOBAHHSI IIPOEKTIB, IO IHTETpYy€e KiJIbKa KIIOYOBUX MTOKa3HUKIB. 3a-
raJIbHUH IHAEKC e(heKTUBHOCTI MPOIOHYETHCSI BU3HAYATH 32 (POPMYJIOF0:

I =wW,A+w,S +W,R™"+w,C D
ae A — MOKa3HUK JOCTYITHOCTI MEAWYHHMX MMOCIYr; S — ComiajiibHA LIHHICTD, Y
TOMY YHCJIi 3HAYYILICTh MOCIYTH JUIsl PI3HUX IPYTl HaceleHHs; R — obepHeHuii
MMOKAa3HUK PU3HMKY, 110 XapaKTepHu3ye CTiikicTth 00’ekta; C — iHdpacTpykTypHa
Ta TEXHIYHA FOTOBHICTb 3aKJIajly; W, — BaroBi KOe(illieHTH, BU3HAYEH] EKCTIEPT-

HUM METOJIOM a00 HEYITKOIO JIOTIKOIO.
L{inHicHI YMHHUKN (OPMYIOTBCSI HA OCHOBI €KCIIEPTHOTO OMHUTYBAHHS, aH-
KETyBaHHS HACEJICHHS Ta aHATI3y JIOKAIBHHUX cTpaterii po3BuTKy [3]. ComianpHa
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3HAYYIIICTh MEANIHUX MOCITYT Ma€e 0araTOBUMIpHY MPHPOAY H OXOILTIOE TaKi ac-
MIeKTH, 5K BIUIMB 3aKiaay Ha SIKICTh )KUTTS, OE3MEKOBHH MOTEHIlial, BayKIIUBICTH
JULst ieMorpagivyHO Bpa3IMBHX TPYII Ta BIAMOBIAHICTH cTaHAapTam MO3.

O1iHIOBaHHS PU3UKIB MPOBOAUTHCS B iHTerpamii 3 nuppoBUM ABIHHU-
KOM, 1[0 J]a€ 3MOTY BpaXyBaTH MO>KJIHBI IMKOBI HAaBAaHTAXKCHHS, CE30HHI KOJIU-
BaHHJ Ta 3MIHU B iH(QpacTpyKTypi rpomMamu. Moaens JO3BOJISE OMIHUTH HE JIH-
1€ PU3KK BIIMOBU CHCTEMHU, ajle i 3JIaTHICTh MEJUYHOro 00’ €KTa 3abe3neuyBa-
TH Oe3MepepBHICTh MOCIYT il 9ac HaA3BUIaHUX CHTYALil.

CrpyKTypa IHTENEeKTYaJbHO-IIHHICHOT CHCTEMH TpeJCTaBIeHa Ha PUCY-
HKY | y BUTTIS111 JIOTTYHOT B3a€EMO/Iii OCHOBHHX 1i MOJIYIIB.

Taxa meanocyT
= Prsawn 1@ HC

s sy AocTyy

CTikICTs A0 pHa

Pucynok 1 — CTpykTypHa cXeMa iHTEeIeKTyalbHO-I[IHHICHOT CHCTEMH YIIPaBIIiH-
HSI IPOEKTAMH PO3BUTKY MEIHUUYHOT IHOPACTPYKTYpH

Cucremaru3zalliss OCHOBHUX KpPHUTEpiiB, IO BH3HAYAIOTH YIPABIIHCHKI
PILIEHHS II0JJ0 PO3BUTKY MEAWYHUX 00’ €KTIB, MoAaHa B Tabmui 1.

Tabmuns 1 — OcHOBHI KpUTEpii OLIHIOBAHHS MEIUYHUX IHPPACTPYKTYP-
HUX IPOEKTIB

Kpurepiit 3mict Jbxepeno gaHux

JocrynHicTb Yac npuOyTTs MalieHTiB GIS, mozeni shortest
path

ComianbHa HiHHICTh BaxJuBicTh MOCTYTH AJISI TPOMATH ExcrieptHi iHTEpB 10

Pusukn Bpaznusicts 1o HC ta mikoBux Ha- Hudposuii aBiliHUK

BaHTAXKCHb

TadpacrpykrypHuit TexHiYHa TOTOBHICTH 3aKJIaLy Aynut, macnoptusa-

CTaH st

[Toka3HMK AOCTYIHOCTI ONHUCYE peanbHUH 4Yac MPUOYTTS MaIi€eHTIB 10
MeIMYHOro 3aknany. Bukopucranns nanux GIS i anropurtmis shortest path. Co-
miaNbHA IIHHICTH BimoOpakae BaXKJIMBICThP MEAWYHUX IIOCIYT JJIS HACCIICHHS,
BKJIIOYAIOYH iX 3HAYYILICTH JUIS PI3HUX BIKOBHX Ta COLIAJILHUX TpyI. Pusnku
BH3HAYAIOTH CTIMKICTh MEOMYHOTO 3aKIaqy OO MIKOBUX HABaHTAXKEHb Ta MOXK-
JIUBUX HAJ3BUYANHHX cUTyalii. [HppacTpykTypHUll cTaH XapaKTepu3ye TeXHi-
YHY TOTOBHICTh MEAMYHOTO 00’€KTa, BKIIOYHO 3 SAKICTIO OYAIBENb 1 TEXHIYHOTO
ocHarieHHs. J[aHi ayauTy Ta MacopTH3AaIlii € KIIFOYOBUMH JUTS PO3YMIHHS TOTO,
HACKUIBKHM 3aKJIaJ MOXE 3a0€3MeYnTH CTablTbHY pOOOTY Ta BUTPHUMYBATH J0/1a-
TKOBI HABaHTa)KCHHSL.
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[HTEeNneKTyanpHO-LIHHICHA CHICTeMa YIPaBIiHHS 3a0e3medye mepexin Bif
CTATHYHOTO TLTAHYBAHHS 10 aJalTHBHOTO PO3BUTKY MEIMYHUX Mepex. Ii mepe-
Bara ToJisirae y 3/IaTHOCTI MOEJHYBATH 00 €KTHBHI MPOCTOPOBI Ta CTATUCTUYHI
MTOKa3HWKU 3 €KCHEPTHUMHU OILIHKaMHU ILIHHOCTEH, (opMyroun KOMIUIEKCHE Oa-
YEHHsI PO3BUTKY IH(PACTPYKTypH. 3aBISKH 1IbOMY I'DOMaJyd OTPUMYIOTH 1H-
CTPYMEHT, IO TO3BOJISE MPUIMATH OOTPYHTOBAHI PIICHHS, CIPSIMOBaHI Ha MiJI-
BHUIICHHS JIOCTYITHOCTI, SIKOCTI i O€3MEeKH MEAMYHHX MOCITYT.
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YK 004.9:628.4

IHTEJIEKTYAJIbHA EKOCUCTEMA YIIPABJITHHSA
OPIAHIYHUMM BIAXOJAMHU

Inna TPUT'YBA®, Hazapiii KOBAJIbZ, Irop ®IPMAH?,
Boaoaumup ®AMYJISIK!
Y Tvsiscoruii nayionanvruil ynisepcumem éemepunaphoi meouyumu
ma 6iomexuonoziti imeni C. 3. Icuyvkozo
2 JIvgiscokuii depoicasnull yHieepcumem Oe3neKu HeummeoisibHoOCmi

Y pobomi obrpynmosano inmenexmyanviy exocucmemy ynpagaiHHa opeaHidHuMu
8I0X00aMU, WO NOEOHYE MemoOU NPOSHO3Y8AHHS PU3UKIG, YUQPOSULl MOHIMOPUHe ma
MoOeni onmumizayii YupKYIAYIUHUX NOMOKIG. 3anponoHo8ano CMpyKmypHy MOOelb eKo-
cucmemu ma AHATIMUYHI 3a71eHCHOCII 0151 OYIHIOBAHHS NOMEHYIANY 8i0X00i8.

The paper proposes an intelligent ecosystem for organic waste management
integrating risk prediction models, digital monitoring and optimization tools. A structural
architecture and analytical models for assessing waste potential are presented.

®dopMyBaHHS IHHOBAIIIMHUX IMIIXOMIIB JI0 YIPABIIHHS OPraHIYHIMHU BifXO-
JAMHU CTa€ OCHOBHUM HAIIPSMOM €KOJIOTTYHOI ITOJITHKU TpoMall. 3pOoCcTaHHS 00cs-
riB MOOYTOBHX, XapyOBHX 1 arpOBHPOOHWYMX BiXOMIB 30UIBIIYe HaBaHTAKECHHS
Ha IHQPaCTPYKTYpy Ta MiABUIIYE PU3UKU 3a0pyIHEHHS IPYHTIB, BOJM W MOBITPS,
a TaKOXX YCKIIQJHIOE CaHITAPHO-CHINEeMIONOTiuHy cutyamito. Tpamumiiiai Mozaeri
yTHII3alil He 3a0e3MeuyloTh HeOOXIHOT aJJaNTUBHOCTI Ta HE J03BOJISIIOTH eekK-
THUBHO PEATi3yBaTH €HEPreTWYHHI 1 OI0TEeXHONOTIYHWI MOTEHIliall OpraHIiIHUX
BinxoniB. ToMy BHHHUKae OTpeda y CTBOPEHHI IHTENIEKTYalbHOT €eKOCUCTEMH, SIKa
IHTErpye MTYYHUH {HTENeKT, IM(pPOBUIA MOHITOPHHT, POTHO3YBAaHHS EKOJIOTid-
HUX PU3HUKIB Ta ONITUMI3aLli0 UPKYJSLIHHNX IIOTOKIB pecypciB. Iumenekmyanbha
eKoCcUCmeMa YNpasiHHs OPLaHIMHUMU 8I0X00aMy — 1Ie THTErpOBaHUN LUPPOBUN
KOMIDIEKC, 10 00’€mHye MOJENi IITY4HOTO iHTENeKTy, iH(opMamiiiHi cucTeMu,
CCHCOPHI JIaH|1 Ta YIPAaBJIIHCHKI CEPBICH 3 METOK ONTHMI3allil MpoIeciB 300Dy,
repepoOKH, JIOTICTHKH Ta MPOTHO3YBAHHS SKOJOTTYHNX PU3UKIB Y IUPKYISIIAHIN
CHCTEMi OpraHIYHUX BIIXO/IB HA PiBHI IpOMaH 9H periony (puc. 1).

Pucynox 1 — [HTENEKTYa pHA €KOCHCTEMA YIIPABIIiHHS OPraHIYHIMH BiJl-
XOJaMH
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OcHoBY exocrucTeMu (GopMye OaraTopiBHEBa apXiTeKTypa, y MeXax SKOi
KO’KEH piBeHb BUKOHYe crienudivyni ¢pynkuii. Ha nepBuHHOMY piBHI BinOyBaeTh-
cs1 30ip MaHUX 3a JOMOMOTOI0 CCHCOPHHX MEPEXK, SAKI BCTAHOBIIIOIOTHCS Ha KOH-
TeifHepax 300py OpraHiYHHX BIITXOMIB, y 0I0ra30BHUX peakTopax, Ha MaiTaHIH-
Kax COPTYBaHHS Ta y TPAHCIOPTHHUX 3aco0ax, 10 3/IHCHIOITH JOTICTUYHI OIle-
pauii. CeHcopu oO0’emHaHi B e€nuHy iH(GOpPMaLiiHY HiACHCTEMY uepe3
LoRaWAN, NB-IoT a6o MQTT ta 3a0e3neuytoTh MOKJIMBICTh JUCTAHIIHHOTO
BiZICTE)XEHHS CTaHy 00’€KTiB Y PEKUMIi peaTbHOTO Jacy.

Jlpyruii piBeHb €KOCHCTEMH NpEICTaBICHUH aHATITUYHAMH Ta MaTeMaTHd-
HUMH MOJICTISIMH OIIIHIOBAHHS €KOJIOTTYHUX PH3HKIB. OIHIEI0 3 OCHOBHUX 3aad €
MPOTHO3YBaHHS WMOBIPHOCTI HACTAHHS HETaTUBHUX IO, TAKUX SIK EPCBULLICHHS
KOHIIEHTpalil MIKIIJIMBUX PEYOBHMH, YTBOPEHHS TOKCHYHHMX CIOJIYK Y MpoIecax
aHaepoOHOTO OpOIiHHS a00 TOPYIICHHS CaHITAPHUX MapaMeTpiB 30epiraHHs Bigxo-
IiB. JI71sl IbOTO BUKOPUCTOBYETHCSI MOJIENb IHTETPAIbHOTO PH3HUKY, SIKa MOXe OyTH
BU3HAUYCHA 3AICKHICTIO:

R=P(E)-S(E), @)

ae R — pisens pusuky; P(E) — iMoBipHicTh HacTaHHs ekoJoriqnoi noxii E;
S(E) — obcsru ii moTeHIIHIX HACIIIKIB.

VY Mexax eKocucTeMu BennduHa P(E) BM3HAYa€ThCA 3a JOMOMOIOKO alro-

PUTMIB MAIIMHHOTO HABYAHHS, 30KpeMa METO[iB rpaiieHTHoro Oycruary, GCN-
MoJIeNIel Ta PEKYPEHTHHX Mepek [yisi 00poOKH YacoBux psniB. 3HaueHHs S(E) ¢o-

PMY€EThCSI Ha OCHOBI HOPMOBAHUX ITOKA3HHKIB 3a0pYTHEHHSI Ta EKCIIEPTHHX OLIIHOK.

Tperiit piBeHb IHTENEKTYyalIbHOI €KOCHCTEMH INPEICTaBICHUH MOIyJeM
nugposBoro nBifHKWKa. Llelr Moaynp 3a0e3medye CHMYISIII0 pyXy OpPTaHIdHUX
BIZIXOIB, CLIEHApIl JIOTICTUKK X TpaHCHOPTYBaHHS, 3MIHU MapameTpiB Oioraso-
BOr0 BUPOOHMIITBA, BapiaHTH €HEPreTHYHOIO BUKOPHUCTAHHS Ta BIUIUB YIPaB-
JIHCBKHX pillIeHb Ha piBeHb pu3UKiB. L{udpoBuii ABIHHUK 103BOJISIE MOICIIOBA-
TH TPOIIECH aepo- Ta aHaepoOHOi cTabimizarii BigxoaiB, a TAK0K PO3paxOBYBaTH
SHEepPreTUYHUH ITOTEeHIlIA Ha OCHOBI POpMYITH:

E=m-q-k, @)
Je M — Maca OpraHivHuX BiIXOIIB; (| — TEIUIOTBOPHA 3MaTHICTh; K — KoedirieHT
e(EeKTUBHOCTI IEPETBOPEHHSI.

3ajeXHO BiJl XapaKTEPUCTUK CyOCTpaTy Ta TEXHOJIOTIYHOTO LUKIY LeH
MMOKa3HUK JI03BOJIIE BH3HAYATH ONTHMAIbHI pEXXUMH poOOTH OiopeakTopiB i
OayaHC eHeprii B JOKAIBHUX MIKpOMEpexax.

UYerBepTuil piBeHh €KOCHCTEMH BKIIOYAa€ ONTHMIi3alifHUI MOIYyb, TO-
OynoBaHuil Ha MeTonax OaraTokpuTepianpHOi ontuMmizanii. Bin gopmye onru-
MaJbHI TpaeKTOPii pyXy TPaHCIOPTHHUX 3acO0iB, MJIaHU MEepepoOKH Ta eHepre-
TUYHOTO BHKOPHCTAaHHS OpraHiyHMX pecypciB. IIpoumexypa onrTumizamii BKITIO-
Yae [UTbOBY (YHKIIIO:
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F=wC+w,T+wWR, 3)
ne C — BUTpaTH Ha JIOTICTHKY; T — TPHBAIICTh MepepoOku; R — iHTerpampHuit
pIBeHb PU3HKY, W, — BaroBi KOeQillieHTH.

Po3B’si3aHHA onTUMI3aliifHOT 3amaui 3IIHCHIOETHCS 13 3aCTOCYBaHHSIM
METOJIiB €BOIOMIHHUX aNTOPUTMIB, 30KpeMa T€HETHYHHX CTpaTeridi Ta mypa-
LIMHUX aJITOPUTMIB.

CyKyITHICTh pO3TIITHYTHX KOMIIOHEHTIB CTBOPIOE IHTEJIEKTYaIbHY €KOCH-
CTEMY, 3/1aTHY aJIallTyBaTUCS JI0 3MiH 30BHIIIHBOTO CEPEJOBHIA, BPaXOBYBaTH
€KOJIOTTYHI PH3MKHM Ta 3a0e3rnedyBaTH e(EKTUBHE BHUKOPHUCTAHHS IOTCHIHANY
opraHiuHUX BimxomiB. Takuil miaxig GopMmye MIATPYHTS IS CTAIOTO PO3BUTKY
rpoMa, IMiJIBUIIEHHS €HEePreTHYHOT aBTOHOMHOCTI Ta 3MEHILEHHSI HEraTHBHOTO
BIUTUBY Ha JOBKILIA.
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ABTOMATU30BAHA CUCTEMA IINIAHYBAHHSA TA PO3IIOALTY
CJIYXKBOBUX YEPT'YBAHb (HAPSI/1IB)

Hazapiiit ®EJELD, IOais HA3ZAP
Jlveiscokutl deporcasnutl yHieepcumem Oe3neKu HeummeoisibHOCmI

Y pobomi npeocmasneno asmomamuszosany cucmemy nAAHY8aHHA MA PpO3NOOINLY
cyoicbosux uepeysanv (Hapsaoie). Pospobaene piwients asmomamuzosye npoyec, niogu-
wye eghexmugnicmy opeanizayii cyxcou, MiHiMi3ye naug 100cbko2o axkmopa ma 3a-
besneuye pigHOMIpHUL PO3NOOIN HABAHMAadCeHHs. Ha Kypcanmis. Cucmema peanizosana
ax fullstack-piwenns 3 euxopucmannsm Java ma JavaFX.

Knrouosi cnosa: anzopumm, ciyacbose uepzysanus (napso), JavaFX, inmep-
geiic.

The paper presents an automated system for planning and distributing duty shifts
(assignments). The developed solution automates the process, increases the efficiency of
service organization, minimizes human influence, and ensures an even distribution of
workload among cadets. The system is implemented as a full-stack solution using Java
and JavaFX.

Keywords: algorithm, duty shift (assignment), JavaFX, interface.

CyvacHa npakTHKa OpraHiallii HECeHHs CIIy>KOH, 10 0a3yeTbecsl Ha pyd-
HOMY IUTAaHYBaHHI Ta PO3IMOALT YepryBaHb cepel 0CoOOBOTO CKIIaay, € 3acTapi-
JMM Ta Hee(eKTHBHHM MinxonoM. Jlo OCHOBHHX MpoOieM HaleXaTb BIUIUB
JIOJICBKOTO (hakTopa Ta IMOBIPHICTh BUHHKHEHHS MOMWJIOK IpH (GOpMyBaHHI
rpadikiB, MO TPU3BOAUTH 1O HESPEKTHBHOCTI CIYK00BOi nismbHOCTI. Kpim
TOrO0, TPAIUIIMHAN MiAXiJ YCKIAJIHIOE 3a0e3eUeHHs 00'€EKTHBHOTO Ta PIBHOMI-
PHOTO PO3MOJIUTY HapsAiB, IO € BKpal BaXKIIMBO IS 3a0€3IIEUCHHS XOPOIIOTO
MIKPOKJIIMATy y KOJICKTHBI.

AXTyallbHUM 3aBJIaHHSIM € CTBOPEHHS aBTOMATH30BAaHOI CHUCTEMH, sKa
3a0e3MeYuTh PIBHOMIPHUH PO3MOMLT YepryBaHb BIAMOBIAHO IO BCTAHOBJICHUX
BHMOT 1 HOpM.

CamMe TOMY METOI POOOTH € CTBOPEHHS IPOIPaMHOTO PIllIeHHS, K aB-
TOMATH3Y€ MPOLIEC PO3NOJIITY YepryBaHb cepejl 0COO0BOTO CKIIany, 3 ypaxyBaH-
HSM YCiX CITy’)KOOBHX HOPM, Ta HaIacTh KOPHCTYyBadaM iHTYITHBHO 3pPO3YMLTHIA
rpadiuyHnii iHTEpdEHic.

Po3pobka mporpamMHoro pinieHHsl 3iiiCHeHa Ha 6a3i MOBU MPOTpaMyBaH-
Hi Java. [l 3abe3nedeHHs KPOCIUTaTOPMHOTO Ta (PYHKIIOHANBHOTO Tpadid-
HOTO iHTepdeiicy KopucTyBaya BUKOpPHCTaHO 0i0mioTeky JavaFX. ApxiTekrypa
MIPOEKTY IPYHTYEThCA Ha NMPUHLHIAX 00'€KTHO-OPIEHTOBAHOTO IPOIpPaMyBaHHS
(OOI1), mo 3abe3nedye MOIYIbHICTh, PO3IIUPIOBAHICTh Ta THYYKICTh CHCTEMHU.
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BizyanpHa gactiHa po3pobieHa y cepenoButi Scene Builder 3 BukopucTaHHIM
FXML. Iarepdeiic ohopmnenuii y cyyacHomy cTiili 3a qornomoroto CSS.

Cucrema po3Moily YepryBaHb peai3oBaHa 3 YpaxyBaHHSM KITFOYOBHX
poneii kopucTtyBauiB: Anminictparopa ta OcoboBoro ckiany (Kopucrysaua),
KO’KHA 3 SIKUX MA€ BIAMOBIAHUN (YHKI[IOHAI.

AMIHICTpaTUBHUI MOy MIATPHMYE JBa KIIOYOBI PEKUMHU pOOOTH
JUIsL yIIpaBIliHHS IpadikoM YepryBaHb, 30KpeMa Lie — aBTOMaTHYHUI pexuM (po-
3O HAPSIB 3MIHCHIOETHCS CHCTEMOIO aBTOMAaTHYHO Ha OCHOBI pealli3oBaHO-
r0 aJropuTMY) Ta py4HHUil (aAMIHICTPaTOpP MOKE BHOCHTH HPSAMi KOPEKTUBH IO
chopmoBaHoro rpadiky, BKIIOYAIOYN MPHU3HAYCHHS, BHIOAJICHHS ab0 3aMiHy
YepryBaHb).

AJITOPUTM PO3MOJLTY YepryBaHb IOJIATa€ B PIBHOMIPHOMY PO3MOJLTI
HABaHTA)XXCHHS MDK OCOOOBHM CKJIAQJIOM 3 ypaxyBaHHAM ycix HopM. KoxHui
KOpUCTYBa4 Ma€ JIYMIBHUK KIUIBKOCTI BiJCHy)KEHHX 4epryBaHb. [lpum
(hopMyBaHHI HOBOTO Tpadika cucTeMa HaJae IepeBary TUM, y KOTO HaMEHIITHA
MOKa3HUK, 3a0e3Meuyloull THM CaMHMM CIPAaBEAJIMBHHA PO3MOALL. AJrOpUTM
BpaxoBy€e OOMEXKEHHsI IOJ0 KUTHbKOCTI 4YepryBaHb Ha 100y Ta IMOBTOPHUX
MIPU3HAYCHb Ha OJIHY JaTYy.

Ha pucynky 1 300pakennii QpyHKI[IOHAT agMiHiCTpaTropa JUisi pO3MOILTY
HapsAiB B aBTOMaTHYHOMY pekuMi. {iist Toro, mo06 HOro BUKIMKATH J0CTAaTHBO
HATUCHYTHU KHOTKY «Po3noninutu Hapsamy».

Pucynok 1 — ABToMaTH4YHUI pexXUM pO3IOJIiUTy YepryBaHb

Knomnka «3MIHUTH Hapsia» HaNpasisie aAMIHICTpAaTOpa y pyYHHH PEXUM,
Jie BiH 3MOKe J00aBUTH Ti, 4M iHIII 3MiHK. [Ipukian po6oTH pydHOTO PEXUMY
300paKeHNI Ha PUCYHKY 2.
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PeparysaHHA HapAay

Kypcant: Bikrop Jopowenko A

DeHs: 1 =

Micue: Kypc -
36epertn Buganutn MominaTi micuamu

Pucynox 2 — Pyunuii pexxuM po3noiTy YepryBaHb

IHTepdeiic kopucTyBaua 3a0e3medye 0cCOO0BOMY CKIIa Ly MOXKIIMBICTE Te-
perisinat rpadik yepryBanb (PucyHok 3), a Takox MoJaBaTH 3asBKH Ha 3MiHY
4H 3aMiHy Hapsy, SKi Hagajli MiLIaraloTh Ha PO3TII] Ta 3aTBEPKEHHS aIMiHi-
crparopy cucremu (Pucynok 4 ).

Micays Aexb Micue Hapagy
NOVEMBER 17

NOVEMBER 18
NOVEMBER 19

Lainesna
Kypc
Bapra

Pucynox 3 — [arepdeiic kopuctyBada

3miHa Hapagy

Keopose m

[ -] G

Pucynox 4 — 3asiBka Ha 3MiHY YepryBaHHS
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Takum 9rHOM, PO3pOOIEHa CIicTeMa aBTOMAaTHYHOTO PO3MOITY HapsiB
3a0e3rneyye ClpaBeUIMBe Ta PIBHOMIpHE IUIaHYBaHHS YepryBaHb, YCYBA€ JIFO -
ChbKMI (akTop i miaBHILYE eQeKTHBHICTh OpraHizauii ciyxou. Bukopucranus
ITOPUTMY /U PO3NOALTY HapsAaiB Ta JavaFX m03BOJMIIO CTBOPUTH CydacHUH,
3py4HUil 1 PyHKIIOHANBEHUH iHTEepdelic, U0 MATPUMYE SK aBTOMaTHYHUH, TaK i
PY4HHUH pexxumu poOOTH. 3anponoHOBaHe pilIeHHs Moxe OyTH BIPOBaKEeHE B
MPAaKTUYHY JUTBHICTh MIAPO3IUTIB IS ONTHMI3allii PO3MOAUTY HAaBAaHTaXCHHS
Ta TOKPAICHHAS YIPaBIiHCEKHUX IIPOIIECIB.
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BUSIBJIEHHA BUCOKOPU3NKOBUX MOBEAIHKOBHUX ITPO®DLIIIB
3A JAHUMM 31 CKPIHIIOTIB BCTAHOBJIEHUX 3ACTOCYHKIB

Tapac ®PEJUHUIINH, Oabra IAPTUKA
Hayionanvuuii ynisepcumem «Jlvgigcora nonimexuixay

Abstract. This study analyzes installed mobile applications from 477 screenshots
provided by 100 users to identify behavioral patterns relevant to digital forensics.
Clustering, risk-oriented app analysis, and persona profiling reveal two distinct user
groups, including one with elevated digital risk. Results demonstrate the value of app-
ecosystem patterns for forensic assessment.

Keywords: mobile forensics; behavioral profiling; installed applications; user
clustering; digital risk assessment; smartphone analysis; app ecosystem; risk indicators;
forensic intelligence; persona modeling.

Anomauin. Y 0ocnioocenni npoananizoeano 477 CKpIHWOMIE 6CIMAHOBNIEHUX 3d-
cmocynkie 100 xopucmyeauie 3 Memor uAsIeHHA N08eOIHKO8UX mooeneu. I pynysanns,
OYIHKA PUSUKOBUX 3ACOCYHKI® Ma (hopMySanHs N0GedIHKOBUX NPOQHiNie NOKA3aIU HAS6-
HICMb 080X GIOMIHHUX 2PYN, 0OHA 3 SAKUX MAE NIOSUUEHUT YUDPOBGULL PUSUK.

Knrwuoei cnosa: modineHa Kpuminanicmuka, 6CmaHosieni 3acmoCcyHKU,; no8ediH-
KOoBe NpoQinoeants, epynysants KOPUCMyeauis, yugposuil pusu, exocucmema 3acmo-
CYHKi8, pusuxosi kamezopii, nogeodinkosi npogini.

CyuacHi MOOUTEHI TPUCTPOT HOPMYIOTH YHIKATbHUN NU(GPOBUI CIiI KO-
pucTyBayda, KM MOKe OYTH BHUKOPHCTaHHH JJIs1 KPUMIHANICTHYHOTO aHaJi3y
MOBEAIHKOBHX Mojieneit [1] Ta BUSBIIEHHS MOTEHIIHHO pU3HKOBUX 0cib [2]. Ha-
0opH BCTaHOBIICHHX 3aCTOCYHKIB BimoOpakaioTh [3] iHTepecH, 3BHYKH, PiBEHBb
QpoBoi KyIbTypH Ta HaBiTh CTAaBJIEHHS KOPHUCTYyBaya A0 KOHQIICHIIHHOCTI
g (QiHaHCOBHX IHCTpYMeHTIB [4]. YV mbOMYy JOCHIIKEHHI MpoaHaizoBaHo 477
CKpIHIIOTIB, 3i0panux Bix 100 aHOHIMHHX CTYJIEHTIB, 110 MICTAThH CIINCKH BCTa-
HOBJICHHX MOOUIHPHHMX 3aCTOCYHKIB. Ha OCHOBI 1ux maHMX COPMOBAHO CTPYK-
TYpOBaHMH IaTaceT, sIKMH JJ03BOJIMB 3aCTOCYBAaTH METOJM KJIacTepu3allii, eHT-
POIIHOIO aHai3y, OMIHKKA PU3UKOBHUX 3aCTOCYHKIB Ta MOOYIOBU MOBEIIHKOBHX
mpodimiB. JJocHipKeHAS CIpsMOBaHe Ha po3pOOKY MiAXOMy J0 KPUMIHATICTHY-
HOTO aHaiizy 0o0pa3iB MOOUILHHX NPHCTPOIB Yepe3 BHSIBJICHHS IaTepHIB BUKO-
pUCTaHHS 3aCTOCYHKIB, CO-OCCUITENCe-3B’s3KiB 1 (GopMyBaHHS ‘‘persona
profiles”. Orpumani pe3yJibTaTH IEMOHCTPYIOTh MOXKJIHMBICTH BHKOPHUCTaHHS
€KOCHCTEMH BCTAHOBJIICHHX 3aCTOCYHKIB SIK JpKepena NU(POBUX IMOBEAIHKOBUX
IHIMKATOPIB Ul NOJAJIBIINX 3aBAaHb KiOep(opeHsikHu Ta OLIHKM MOTEHLIHHO
HeOe3NeYHNX KOPUCTYBAYiB.

Mertoro JOCTiIKEHHS € pO3pOOIICHHS Ta armpobartis mIXoay 10 KpuMiHa-
JICTUYHOTO aHaTi3y MOOUIbHMX MPHUCTPOIB Ha OCHOBI CTPYKTYpPOBaHOI iH(OP-
MaIlii Ipo BCTAaHOBJICHI 3aCTOCYHKH, III0 JO3BOJISIE iIEHTU(IKYBaTH MOBENIHKOBI
naTepHU KOPUCTYBaviB Ta BUSBIIATH HOTSHIIHHO PU3UKOBI POdii.
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Jnst mocsATHEHHs IOCTaBJIEHOT METH BHM3HA4YEHO Taki 3aBIOaHHS IOCHIi-
JDKSHHSI:

1. 3ibparu Ta chopMyBaTH aHOHIMHHUH JaTaceT, 110 MICTHTh CKPIHIIIOTH
CIIMCKIB 3aCTOCYHKIB 1 EPETBOPUTH HOTO y CTPYKTYpOBaHY TaOJHUII0 «KOPHC-
TyBa4 — 3aCTOCYHOK — KaTeropis».

2. BukoHaTH KIacTEepHWH aHANi3 KOPUCTYBAdiB 3a MPOTIOPIIISIMHA KaTe-
ropid 3aCTOCYHKIB JUIsl BUSIBIICHHSI IPUPOIHUX ITOBEJIHKOBUX TPYIL.

3. Bunminut#  rpynmu = BHCOKOPWU3WKOBHX  3acTocyHKiB  (VPN,
cryptocurrency, dev-tools, secure messaging) Ta iHTerpyBaTH 1X Y €JJMHHUI TOBeE-
IHKOBMHIA risk score.

4. CdopmyBaru persona profiles K0XKHOTO Kinactepa Juisi KpUMIHAIICTH-
YHOT iHTepIpeTanii BUSBICHUX NOBEAIHKOBUX MOJIENIEH.

YV mexax pobotu 3nificHeHO 30upaHHs 477 aHOHIMHUX CKPIHIIOTIB 3i
CIMCKaMU BCTAHOBJICHUX 3aCTOCYHKIB Bix 100 kopucTyBauiB. 300paxeHHs Oynu
NIEPETBOPEHI y CTPYKTYpPOBaHUH JaTaceT popMaTy «KOPUCTyBay — 3aCTOCYHOK —
Kareropiss». Ha oCHOBI IuX JaHWX BUKOHAHO KiTbKa eTamiB aHanmi3y. [lo-mepime,
MPOBENICHO KIACTEPU3AIliI0 KOPUCTYBAYiB 32 MPOIMOPIIISIMUA KaTeTOPild 3aCTOCYH-
KiB JUISl BUSIBJIICHHS IIPUPOJHMX ITOBERIHKOBUX Ipyn. [lo-nmpyre, chopmoBaHo
THIIOJIOTIIO 3aCTOCYHKIB yepe3 aHaji3 cmiB3ycrpiueii (bigrams) /it BU3HaAUYEHHS
XapaKTepHUX NaTepHiB BUKopucTaHHs. [lo-Tpere, oOumcneno enrpomito llen-
HOHA JIs OI[IHKY PI3HOMAHITTS 3aCTOCYHKIB KOXKHOT'O KOpUCTyBaua. J[01aTKOBO
BHIUICHO TPYIH BUCOKOPH3MKOBUX 3acTocyHKIB (VPN, kpunroramasnmi, dev-
tools, secure-messaging) Ta poO3paxOBaHO IHTErpaNbHHUI MOBEIIHKOBUH risk
score. Ha 3aBepmanbsHOMy ertami moOymoBaHo persona profiles miast KoKHOTO
KJIacTepa 3 METOI0 KpUMIHAIICTUYHOI IHTEpIIpeTanii OTpUMaHuX ITOBEIIHKOBUX
MOJEIEN.

V¥ nocnimkeHHi c(OPMOBAHO CTPYKTYpOBaHUI Halip naHuX i3 477 ckpi-
HILIOTIB, Jie BC1 MOOWIBHI 3aCTOCYHKH KJIacH(iKOBaHO 3a KareropisiMu. AHaii3 i3
BUKOPHCTaHHSIM METOIB TPYITYBaHHS BUSABUB JBi YiTKi MOBENIHKOBI IPYNH KO-
PHUCTYBauiB: MEpIly — 3 MEPEBAKAHHSAM COLIATIEHUX MEPEK, MECCHDKEPIB i
MYJIBTHMEIIHHUIX CEpPBiCiB, Ta APYTy — 3 MiJBUIIEHOIO YaCTKOIO 3ac00iB 006X0-
oy oOMeXeHb, KPUNTOBAJIIOTHUX 3aCTOCYHKIB 1 TEXHIYHMX IHCTpyMmeHTIiB. Ha
OCHOBI1 PU3WKOBHUX KaTEroOpiid po3paxoBaHO IHTETPAIbHUN MOKa3HUK IMOBEIAIHKO-
BOT'O PH3HKY, KU CYTTEBO BiAPI3HAETHCS MDK ABOMA IpylaMHM Ta MiATBEPKYE
ICHYBaHHSl KOPHCTYBa4iB i3 MiABHIICHUM LU(PPOBUM pU3UKOM. [l KOXHOT
rpynu cOopMOBAHO TUTIOBI MIOBEIIHKOBI MMOPTPETH, SIKi CHPOIIYIOTH KPUMIHATi-
CTUYHY IHTEPIIPETAIlilO Ta JAI0Th 3MOTY NPOBOANUTH NEPBUHHE BHUSBIICHHS TOTE-
HITIITHO PU3UKOBUX a00 aHOMAJIbHUX KOPHCTYBadiB.
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CepefHa KiNbKICTe BUCOKOPN3MKOBUX A0AATKIB Ha KOPUCTYBaYa 3a Knactepamu

- VPN
s Crypto

=
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s Secure Msg
W Remote Access
= Dev Tools

o o o [y e L
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CepeaHn KinbKiCTb BMCOKOPWUIMKOBMX ACLATKIE HA KOPUCTYBAYA

o
N

Pucynox 1 — [HTErpanbHmii MOKa3HIK MOBEAIHKOBOTO PH3HKY.

o
°

Cluster 0 Cluster 1

[TpoBeneHnii aHaii3 BCTAaHOBJIEHUX MOOUIBHUX 3aCTOCYHKIB I1OKa3aB, IO
CTPYKTypa BHUKOPHCTaHHX CEpPBICIB MOXXE CIIyI'yBaTH iH(OPMATHBHHUM JHKEPEIOM
JUISl KPUMIHAQJIICTUYHOTO OLIIHIOBAHHS IOBEIIHKU KOpI/ICTyBa‘liB Otpumani pe-
3yJBTaTH NPOJEMOHCTPYBAIM HAsBHICTH JBOX BIOMIHHHX TPYI KOPHCTYBauyiB,
cepell SIKMX OJJHA XapaKTEPU3YETHCS IIIBHIICHOIO KOHICHTPALIEI PH3MKOBUX
3aCTOCYHKIB. P03paxoBaHHH NMOKa3HHK IOBEIIHKOBOIO PH3UKY Ta c(OpMOBaHi
TTOBEAIHKOBI MMOPTPETH MiNTBEPHKYIOTh MOKIMBICTD 3aCTOCYBAHHS TaKOTO ITIXO-
Iy A imeHTHdiKanii TOTEHIIHO Hebe3neyHnx abo aHOMAaNbHUX TpoditiB. 3a-
HPOITIOHOBAHA METOAMKA MOKE OyTH BUKOPHCTAHA K AONOMDKHHI IHCTPYMEHT Y
(pOBii KPUMIHATICTHII Ta MOAAIBIINX JOCIIHDKEHHSX, CIPSIMOBAHMX Ha BHUSIB-
JICHHSI IPUXOBaHUX TTOBEIHKOBUX O3HAK 32 JAHUMH MOOUTBHUX IPHCTPOIB.
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TEOIH®OPMAIIIMHE MOJIEJTIOBAHHS 30H 3ATOILIEHHA Y
CUCTEMI ARCGIS: HA IIPUKJIAI PYHHYBAHHS
I'APOTEXHIYHUX CIIOPYJ B YMOBAX BO€CHHHUX 3AI'PO3

BikTopis ®IIIIIOBA, Anapiii TABPUCH
Jlvsiscokutl depocagnutl yHigepcumem Oe3neKu HeUmmeoiaibHOCmi

Anomayis. Y pobomi po3ensiHymo MOoNCIUGOCHI 3aCMOCY8AaHH s 2e0iHhopmayiii-
HUX cucmem, 30Kpema npoepamuozo 3abesnevenus ArcGIS, ona modeniosanus 3amonie-
HUX mepumopiil y pasi asapiti Yu HABMUCHO20 PYUHYBAHH: 2iOpomexHiuHux cnopyo. Oco-
bausa yeaza npuodinena yYKpaiHcbkoMy KOHMEKCmY, y SAKOMY 2e0iH@POpMayiini mexHonio2ii
8idicparoms KpUMUYHO GAXCIUBY POTb Uepe3 3POCMAHHA PUUKIB, N08 A3AHUX I3 8ilICbKO-
suMU OIAMU MA 3a2Po3amu OJ1s KPUMUYHOT IHpacmpykmypu.

Kniouoei cnosa: 3amonnenns, ciopomexwniuni cnopyou, ArcGIS, yuseinvnuii 3a-
xucm.

I'eoindopmaniiini cucremu (I'l) BimirparoTs 3HauHy pOJIb y Cy4acHOMY
aHai31 PU3MKIB SK MPUPOJHOIO Ta TEXHOTEHHOTO XapakTepy. Y KOHTEKCTI
VYkpainu, 0coOIMBO B yMOBaxX BOEHHHX 3arpo3, 3HAUYIIICTh I[LOTO iHCTPYMEH-
Tapiro 3pocTae eKCIOHEHIIHHO, OCKUTBKY LIIECTIPAMOBaHi 0OCTPUIM Ta aTaku Ha
KPUTHYHY IH(YPACTPYKTYpY 4acTO MPHU3BOIATH M0 ii pyHHYBAaHHS Ta BUHUKHEHHS
MacmTabHuX karactpod. OmHMM 13 HaWOUIbII MOIIMPEHUX Ta KOMILIEKCHHX
MpOrpaMHUX pileHs y il cdepi € mporpamunii komrieke ArcGIS — cucrema,
TIpU3HAYCHA JUIsl 30MpaHHs, YIPaBIiHHS, aHAII3y, MOJICIIOBAHHS Ta Bi3yaizamil
MIPOCTOPOBUX JaHUX. 3aBAAKH CBOil apxirektypi, ArcGIS mo3Bossie Tpanchop-
MyBatd TeorpadiuHy iHpopMmamifo B e(QeKTHBHUI IHCTPYMEHT MiATPUMKH
YIPaBIIHCHKUX PILICHb, 10 € KPUTUYHO BAXIIUBUM JUIsi LIUBUIBHOTO 3aXHUCTY,
€KOJIOTIYHOTO MOHITOPHHTY Ta IUTaHYBaHHS pearyBaHHsS Ha HaI3BUYaiHI CHTya-
uii. dyHpaMeHTabHA IepeBara CHCTEMH MOJrae y 3/JaTHOCTI HpalfoBaTH 3
BEIIMKUMH 00CATaMHU T€TEPOreHHUX MPOCTOPOBHX NaHWX, BKIIIOUAIOUU MTUPPOBi
mozeni pensedy (LIMP), cynmyTHHKOBI 3HIMKH, BEKTOPHI IIapu iHPPaCTPyKTYpH
Ta MepeXi TigpoIorigHuX 00’€KTIB, 00 €IHYIOUH iX Yy €IUHOMY aHATITHIHOMY
npocropi. 3actocyBanHs iHCTpyMeHTIB ArcGIS nae 3mMory cTBOproBaT Iporso-
3HI MOJIEITi MOXKJIMBOTO 3aTOIIICHHSI, OLIHFOBATH HACTIIKU PyWHYBaHHS 1H)XXKEHe-
PHHX CHOpPY/I, BU3HAYATH 30HM MOTEHIIIHHOT HeOe3MeKH Ta po3poOisITH AETaIbHI
crieHapii pearyBanus. s Ykpainu, ae TipoTeXHiuHI 00’ €KTH € CTpaTeriuHUMHU
JUIL CHepPTreTHYHO1, BOJHOT Ta 3pOILTYBANBHOI CHCTEM, IIe IUTaHHA HaOyBae 0co-
61mBoOi akTyanbHOCTI [1].

Tepaxr, mo npu3BiB 10 pyiHyBanHsA rpedii Kaxoscekoi 'EC 3acBimums,
0 aTakW Ha TakKi CHOPYIM MaroTh MOTEHIIAJ TeHepyBaTH MacIITaOHI TEXHO-
TeHHi TuXa, TOMY 1110, 00’€M BOJIH, III0 HEKOHTPOJILOBAHO BUBLILHUBCS 3 KaxoB-
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CHKOTO BOJOCXOBHINA, MIPU3BIB JI0 3aTOIUICHHS COTEHb KBAJPATHUX KUJIOMETPiB
TEPUTOPIi, 3HUIEHHS COLaIbHOT Ta KPUTUYHOI iH(PAaCTpyKTypH, MaTepiaibHi
30UTKH, JIFOJICBKI KEPTBH Ta CIPUYUHHB JIOBFOTPUBAJII €KOJIOTI4HI Ta COIialbHi
Hacyinku. 30UTKH, 3aBAaHi YKpaiHi pyHHyBaHHSM, 3a OLiHKaMu Ypsiy YKpainu
ta OOH, csruynu monaiimenine 14 minbsapais gonapis CIIA. Cepen xaractpo-
¢iuaMX HacniakiB Oyno 3adikcoBaHO merpanauito 10 75% POCIMHHOTO TOKPH-
BY, 3a0pyaHeHHs akBaTopii Ha o 6800 kM?, arpapHy KpH3y, BTPaTy CUCTEM
3pOIIEHHS, IO JI0 IFOTO 3a0e3mneuyBand mouB 426,8 THCST TeKTapiB CUIBCHKO-
rOCMO/IAPChKUX yTifb Ha XepcoHmMHI. Takoxx Oyno 3HHUIIEHO MiCLsi HEPECTy
puo, i Ha BiTHOBJIEHHS MOMYIALiH 3HamoOuTHC 10 10 pokis. Lli moxii € Haou-
HOIO JIEMOHCTpAIIi€}0 HEOOXITHOCTI pO3pOOKHU Ta MOCTIHHOTO OHOBJICHHS MOJIC-
Jiell MOYIIMBHX CLIEHAPIIB 3aTOIUICHHS ISl CHCTEMH LIUBUILHOTO 3aXHCTY Ta Op-
raHiB JiepkaBHOi Biaju [2].

Mero0JI0TiUHa OCHOBa MOJENIOBaHHS 3aTOIUICHHS Yy CepeloBHIIi
ArcGIS rpyHTYyeThCSI Ha BUKOpHCTaHHI nuppoBoi mMozeni pemsedy. IMP mo-
3BOJISIE 3 BUCOKOIO TOYHICTIO CUMYJIIOBATH LUISIXU Ta JUHAMIKY ITOIIUPEHHS BO-
JHUX Mac y pasi IpopuBYy TiApoTexXHIYHOT ciopyau. Ha ocHOBI mux Mozenei, i3
3aCTOCYBaHHSM IHCTPYMEHTIB T'iIPOJIOTIYHOTO aHaJi3y, CTa€ MOXKJIMBUM OLIHU-
TH TJIMOWHY Ta IIBUAKICTH PyXY BOJM, iNeHTU(IKYBATH HHU3WHHI IUITHKH, SKi
OyIyTh 3aTOIUIEH] IIEPIIOYEPTOBO, a TAKOXK BCTAHOBUTH TEPUTOPIl MOTEHIIHHO-
IO JIOBFOTPUBAJIOTO MiATOIUIEHHs. KITIOWOBMMH eTanamy 1bOTo TpoLecy € aHa-
i3 HampsIMKY CTOKY, T€Hepallis MOAeNel pyxXy BOAU, PO3PaxyHOK 30H IepeHa-
KOIIMYEHHsI Ta CTBOPEHHs IOJIrOHIB 3aTOIJICHHS, SIKi 3aJieKaTh BiJ 3aaHOTO
piBHA mpopuBy. Ilpn MozmenroBaHHI CIIeHapil0 MPOPHUBY, 5K 1€ OyI0 BHKOHAHO
Ha npuknani Kaxoseskoi EC, HeoOXiHO BpaxoBYBaTH BUCOTY XBHIIi, XapaKTe-
PHUCTUKN PIYKOBOTO PyCiIa, YXHII MICIIEBOCTI Ta 00°€M BOJOCXOBHINA. Y pe3yib-
TaTi (POPMY€ETHCS TEONMPOCTOPOBA MOJIENb, SIKA Bi3yali3ye NOIIUPEHHS 3aToll-
JICHHS TIPOTSTOM MEPIINX TOIMH MICHsl PyHHYBaHHS, OXOIUIIOIOYM HacamIiepe/l
3araBHi TepuTopil. Ha Takiiit xapTi 4iTKO BimoOpa)kaloThCS MEXi, B SIKMX BOJIa
3aTPUMYBATUMETBCSI TPOTATOM TPUBAJIOTO Hacy.

[TpakTU4yHA LIHHICTH TAKUX T€ONIPOCTOPOBUX MOJEIEH IOJISATaE HE JIUIIE
y CTBOpEHHI CTaTMYHHX KapT 3aTOIUIEHHs, a H y NMpOTHO3yBaHHI IOJAJIBIINX,
BTOPMHHUX HACIiJIKiB KaracTpodu. MoBa iije mpo WMOBipHE pyHHYBaHHS J0-
POKHBOTO HOKPHTTSI, MIATOIJICHHS! CXOBUIL HEOE3NIEUHNX PEUOBUH, BTPATy BO-
JOTIOCTa4YaHHs, AErpajialilo 3eMellb Ta 3HHUIICHHS MPUPOTHHUX EKOCHCTEM.
ArcGIS mo3Boisie HTErpyBaTH OTPHMaHI Pe3yiIbTaTH 3 IHIIMMH BaKIHBUMH
KapTorpagiYHUMH LIapaMu, TAaKUMH SIK HaceJIeHI IIYHKTH, TPaHCIIOpTHA iH(pa-
CTPYKTYpa, 00 €KTH COIliaIbHOTO 3HAYEHHS Ta CHCTEMH EHepro3abe3reueHHs,
0 [IEPETBOPIOE KapTy Ha AWHAMIYHUI IHCTPYMEHT KPH30BOTO ympasiiHHA. L[5
MOJIENb A€ 3MOT'Y TOYHO BH3HAYNUTH HACEJEHI IyHKTH, 110 NOTPeOyIOTh Herai-
HOI eBaKyallii, Ta OIIHUTH MO>KJIMBICTh JIOCTYITY aBapiiHO-PSTYBAIBHHUX CITYKO
JI0 HAMOLIbII ypaxkeHUX Teputopiid. J{ist opraHiB aepaBHOI Biagu Ls iHOp-
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Martist € HeoOXimHOIO IpH (POpMyBaHHI TNIaHIB pearyBaHHs, BU3HAYCHHI 30H €Ba-
Kyauii Ta po3po0JieHH] IHKEHEPHUX pillleHb JUIs 3aXUCTY TEPUTOPIH 1 yrpaBitiH-
HS BiJHOBITIOBAJILHUMH TIPOIIECAMH TTicIis Karactpodu [3].

B ykpaincbkux peanisix, Bukopuctanus ArcGIS 3abesneuye MoxIMBICTD
CTBOPEHHSI HallIOHAJILHOT 0a3M JIaHWX 100 PU3MKIB TiIPOJUHAMIYHHUX aBapii,
MPOBEACHHS KOMIUIEKCHOI OIIHKH CTiHKOCTI T1IPOTEXHIYHUX CHOPYJ Ta BIIPO-
Ba/DKEHHS OUIbII IHTErPOBAaHUX CHCTEM IPOCTOPOBOrO MOHITOpHHTY. OKpim
MozenroBaHHA npopuBiB mam0, I'IC-TexHOoMOTii MOXYTh €(PEKTHBHO 3aCTOCOBY-
BaTHUCS IS aHAJNI3y MaBOJKIB, MPOTHO3YBAHHS IMiATOIUICHB, ONTHUMI3aIlii BUKO-
pHUCTaHHS BOJAHMX PECYpCiB Ta OIIHKH BIUIMBY KIIMAaTHYHUX 3MIiH Ha BOJTHHH
6amanc. [Ipuxnaxg Kaxoscekoi [EC 0HO3HAYHO NEMOHCTPYE, IO BiICYTHICTH
HOTEPEIHBOTO, JICTAIBHOTO MOJISIIOBAHHS 3HAYHO YCKIJIAIHIOE Ta CIIOBUIBHIOE
Iil pATYBaNbHHUX CIYXO0, TOAI SK HASABHICTh aKTyaJbHUX KapT 3aTOIUICHHS JO-
3BOJISIE 3HAYHO MiIBUIINTH ONEPaTHBHY TOTOBHICTh PEriOHANIBHUX OpPraHiB Bia-
¥ Ta Migpo3ALTiB muBimeHOTO 3axucty. [Iporpamamit komruiekc ArcGIS mae
3MOTYy NEepeTBOPUTH reorpadivyHi JaHi Ha IHCTPYMEHT CTpaTeriyHoi Oe3mekd,
aJkKe MOJICJIIOBAaHHS 30H 3aTOIUICHHS € HE NMPOCTO TEXHIYHUM 3aBJAHHAM, a
KJIIOYOBHM KOMIIOHEHTOM Cy4acHOI JiepKaBHO MONIITHKK Oe3neku. BpaxoBytoun
BUKJIMKH, 1[0 TTOCTAJIM Nepe] YKpaiHoto, BIPOBaHKEHHS Ta BUKopucTaHHs ['IC-
TEXHOJIOTIH y cdepi ynpaBiaiHHSI PU3NKaMH Ta IUIAHYBaHHS pearyBaHHS Ha Hal-
3BHYalHI CUTYyallii Mae cTaTu JAEep)KaBHUM CTaHAAPTOM, OCKUIbKH, 3aCTOCYBaHHS
LUX TEXHOJIOTIH CIIpHs€ HE JHUIIEC 3MEHIICHHIO TEXHOTCeHHUX BTpAT, aie i mia-
BHUIIIY€E IIAHCH HA MOPSATYHOK HACEIEHHs Ta MarepiajbHUX Ta KyJIbTYPHHX IliH-
HOCTEH 3aBASKU MIBUIKOMY Ta OOTPYHTOBAaHOMY HPHUIHATTIO PIlIEHb.
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CYYACHI METOJIM TEAMI®IKALII JJISI HIATOTOBKHA
MOKEKHUX-PSITYBAJBHUKIB

Amnacracigs @PUC, Boaogumup-Ilerpo IAPXOMEHKO
Jlviscokutl Oeporcagrutl yHigepcumem Oe3neKu HeUmmeoisibHOCmi

Anomauisn. 11i020moexa noiceHCHUX-pAmy8aIbHUKI8 € KPUMUYHO BAICTUBOI0 OIS
eexmueroco peazysanns ocobosoco cknady OPC 1]3 na nooicedci, asapii ma xamacmpo-
Pu, ane mpaduyitini memoou obmediceni 6apmicmio, pusuKamu 0Jist 300po8 s, J02ICMUKOIO
ma HedOCmAamHbO0 PeanicCmuyHiCmio, Wo YCKIAOHIOE HAGYAHHA 8 YMOBAX Cb020OeHHs. B
YMOBAX MEXHONO02IUHO20 npoyecy eeumigikayis nid2omoeKU NOMCEHCHUX-PAMYBATbHUKIE
MOJice OCYYACHUMU KIAACHI 3aHAMMA 6 Cucmemi ClyxHcb060i niozomoexku, ma 3amiHumu
Oesiki npakmuuni eionpayoéanns. Memoro 0anoi pobomu € GUCEIMNIEHH MONICTUBOCHII
BUKOPUCMAHHA GIPMYATbHUX MPEHYBATLHUX KOMIIEKCI8 0151 OCYUACHeHHA ma 2eumigikayii
6 nideomosyi 0co608020 CKIAOY NOdHCeHCHO-pAmysanvhux nioposoinie JJCHC Vkpainu.
Onucano eimuuznanuil (CUM-3) ma moocnugocmi i nepegazu 3aKopOOHHO20 MPEHYBAIbHO-
20 komnnexcy (FLAIM Trainer) ons exmouenns ix y cucmemy cuyscho80i nid2omosxu no-
arcedrcHo-psimysanvhux nioposoinie JJCHC Ypainu. I etivighixosani éipmyanvhi mpeHysa-
JbHI komnaekcu (30kpema, CUM-3 ma FLAIM Trainer) e xuouoeum iHcmpymeHmom OJist
MoOepHi3ayii ma ocy4acHeHHs KIACHUX 3aHAMb & cucmemi cryaco06oi niocomosku JCHC
Ykpainu, ockinbku 003601510mb 3HUUMU PUBUKU | 6APMICIb HAGYAHHSL.

Knrwuoei cnosa: ceiivigixayis, mpenasicepu 8ipmyanivHoi peaibHOCHi, nideomo-
BKA NOACEHCHUX-PAMYBANbHUX, eipmyanvha peanvhicms (VR), cnyorcbosa niocomoska,
2aCiHHSA nodicedic, Henpuoamme 0Jisk OUXAHHSL cepedosuiye.

Abstract. Training fire and rescue personnel is critical for the effective response of
civil protection personnel to fires, accidents, and disasters, but traditional methods are
limited by cost, health risks, logistics, and insufficient realism, which complicates training
in today's environment. In the context of technological processes, gamification of firefighter
and rescue worker training can modernize classroom training in the professional training
system and replace some practical exercises. The purpose of this work is to highlight the
possibility of using virtual training complexes for modernization and gamification in the
training of personnel of the fire and rescue units of the State Emergency Service of Ukraine.
The domestic (SIM-3) and foreign (FLAIM Trainer) training complexes are described,
along with their capabilities and advantages for inclusion in the professional training sys-
tem of the fire and rescue units of the State Emergency Service of Ukraine. Gamified virtual
training complexes (in particular, SIM-3 and FLAIM Trainer) are a key tool for moderniz-
ing and updating classroom training in the professional training system of the State Emer-
gency Service of Ukraine, as they reduce the risks and cost of training.

Keywords: gamification, virtual reality simulators, fire and rescue training, vir-
tual reality (VR), professional training, firefighting, unbreathable environment.

[TinroToBKa MOXKEKHUX-PATYBAIBHHUKIB € KPUTHYHO BaXIIHMBOKO JUIS 3a-
OesreueHHs1 €()EeKTUBHOIO pearyBaHHs Ha HaJ3BHYalHI CHTYaIlll, TaKi K I10Xe-
i, aBapii Ta mpupoaHi karactpodu. TpaguiiiiHi MeToan HaBYaHHS, MO 0a3y-
IOTBCSL HA TEOPETHYHHX JISKIIAX, MPAaKTHYHUX BIIPABaX Ha IOJIrOHAX Ta CUMY-
JSILISX 3 BUKOPHCTAHHSM PEAIbHOTO O0JaHaHHs, YacTO CTHKAlOThCS 3 oOMe-
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YKEHHSIMH: BUCOKOIO BapTICTIO, PU3UKOM JUIS 3[I0POB'S y4aCHHKIB, JIOTICTHIHIMHA
TPYAHOIIAMH Ta HEAOCTATHROIO PEANICTHYHICTIO ciieHapiiB. IlinroToBka ocobo-
BOTO CKJI3Ay BiJirpa€ KIOUOBY pOJb Ui €(EKTUBHOCTI MIIPO3ALTIB Mija dac
IIPOBEJICHHS! OIIEPAaTUBHUX JIiif Ha MoXexi. MeToro 1aHoi poOOTH € BUCBITICHHS
CyJacHUX TPEHYBAJIbHUX KOMIUIEKCIB TSI OCyJacHEHHS i reiMidikarlii miaroro-
BKH 0COO0OBOTO CKJIaTy OKeXHO-psATyBanbHUX minpo3nitis JCHC Ykpainn.

Ieiimicikariist, sk MeTo iHTerpalii irpoBUX eleMeHTIB (Takux sk Oainwu,
PIiBHI, HArOpO¥ Ta 3MaraHHs) y HEIrpoBi NPOLECH, IEMOHCTPYE 3HAUYHHUI MOTe-
HITiaJl TS IOKPANICHHS MTATOTOBKH IOKEKHUX-PATYBANbHUKIB. CydacHi BipTy-
anpHi peanpHocTi (VR) Ta iHIII TpeHaXXepH BiJIrparoTh KIOYOBY pOJb y TeiMi-
¢ikanii npy MAroTOBI MOKEKHUX-PATYBAJIBHUKIB, I6 MOXKE OYTH BKIIIOUEHOIO
y CHCTEMY CITy’KO0BOI HiATOTOBKH OCOOOBOTO CKJIAAY OIEPAaTHBHO-PATYBAIBHOT
CITY>kKOW ITUBUIHHOTO 3aXHUCTY.

[{ikaBuM Ta IHHOBAI[IMHUM 3 BITYM3HSIHUX TpeHaxepiB € VR-cumynsrop
CHUM-3, npu3HaueHuiA TS BIATIPAIFOBAHHS HABHYOK 3 JIIKBITAIIi] TOKEXK PI3HUX
KJIaciB HEOOXITHMM THUIIOM BOTHETAaCHHKA. “AmapaTHO-TPOTPaMHHUI KOMILIEKC
JUISl HABYAHHS Ta 3aKpillJIeHHs] HABUYOK [TOBOJKEHHS 3 BorHeracHukom”. Kopu-
CHA MOJIENIb HAJIEKHUTH JIO TPEHaXKepiB JUIs raciHHs MOXEXI 3a JI0IOMOrolo BOT-
HETaCHHUKIB, 1 MOke OyTH BHKOpPHCTaHAa B HaBYAJBHOMY IpOIECi HABYAHHS 3
MTO’KEKHOT Oe3MeKH Uil HaOyTTS MPaKTHYHOTO JAOCBIAY MOKEXKOTACiHHS BOTHE-
racHHUKaMH y BIPTyaJbHOMY CEpENIOBHIII, a TAKOX JJIs epeBipkH HAOyTUX Ha-
BUYOK KOPHUCTYBAaHHs BOTHeracHHKaMu. [lepeBaroio 1aHoro TpeHaXepy € MOX-
JUBICTH OTO 3aCTOCOBYBAaHHS 0€3 JOPOTOTO i TPOMI3AKOTO €KpaHy, TUIBKU BH-
KOPHUCTOBYIOYM HOYTOYK 200 manmer 1 VR okyssipu.

[TpuknagoM BHKOPUCTAHHS 3aKOPAOHHUX TPEHYBAJIBHUX KOMIUIEKCIB B
VYxpaiHi € TpenyBanpanid Komiuiekc FLAIM Trainer. Cructema MoJielntoe peaiic-
TUYHI HQA3BUYAHI CUTYaIlii, TaKi K TMOXKEXi B IIPOMHUCIOBUX 00'€KTax, Ha Tpa-
HCIIOPTI YM B 3aKPUTUX NPHUMIIIEHHIX, KOMIUIEKTYEThCs: VR-110J10MOM, cCUMY-
JSITOPOM IOYKEXHOTO PyKaBa 31 CTBOJIOM, 3aXHCHOTO OJSTY (JKHJIETY) 3 MOXKJIIHU-
BICTIO BiATBOpEHHS il TETIOBOTO BUIIPOMIHIOBAHHS M/ Yac JIKBimamii Ta ama-
pary aBTOHOMHOTO JUXaHHsI CTUCHEHHM IIOBITPSM 3 BIIKDUTUM KOHTYpoM. Bu-
KOPUCTaHHS TOBHOI KOMIUIEKTAIil JaHOTO TPEHYBAIHHOTO KOMIUIEKCY CIpHE
(hopMyBaHHIO M'ST30BO{ IMaM'sATi Ta HABHYOK MPUHHATTS pillIeHb i Yac JiKBiga-
ii MOKeX 9M HAA3BUYANHMX CUTYaIlil Ha BIIKPUTOMY IIPOCTOPi Ta Y HENpHUIa-
tHoMy quisi auxaHHi cepenosumi (HJIC). FLAIM Trainer 3a0e3nedye BiaTBO-
penns nonaxn 150 pisHux cueHapiiB 3a 28 ymoB. KBasi-ekcrepuMeHTanbsHi qoc-
JDKEHHS, TpoBeneHi 3 22 moxeXHuKamu B llopTyrambchkilt HarioHaIBHIM
HIKOJII TIOXKEKHOT CIy)KOH, IEeMOHCTPYIOTh BUCOKY NMPHUHHSITHICTh Ta €(EeKTHB-
HICTh CHCTEMH, 3 MiJBUIIEHHIM PiBHS 3aHYPEHH:, 3MEHIIEHHSM CTpeCy Ta HOK-
parmeHHsIM KOTHITHBHHX peakiiii MOpiBHAHO 3 TPaAWIIfHIMH METOIaMH, a Ta-
KOXX TIATBEPIKCHHSAM SIK JIOTIOBHEHHS [0 pEalbHUX TPEHYBaHb 0COOOBOTO
CKJIA/1y MOXKEKHO-PATYBATBHUX MIPO3/LITIB.
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Pucynox — 1 30BHiHIHiI:/i Buriig VR-TpeHaxepis
a) CIM-3, 6) FLAIM Trainer

Jliist MaliOyTHIX TOCTIIKEHD MEPCIIEKTUBHUM HAMPSMKOM € OIliHKa e(eK-
THBHOCTI JAHUX TPEHYBAJbHUX KOMIUIEKCIB IiJ] 4aC HaBYaHHS 0COOOBOTO CKJla-
JIy TTOKEKXHO-PATYBAJIBHUX ITIJPO3/LIIB PI3HUX MEJIUKO-BIKOBHX TPyl 0c000BO-
ro CKJIaAy MOKEKHUX-PITYBAIBHUX MIAPO3AUTIB Ta 3700yBaviB OCBITH 3aKJIaJIiB
OCBITH 13 crienn(iuHIMUA YyMOBAaMHU HaBYaHHsI, SIKi HAJEXKHUTh A0 cdepu ympas-
JIHHS IIEHTPALHOTO OpraHy BUKOHABYOI BJaJH, IO peajli3ye JepKaBHY MOJTi-
THKY Y chepi IMBLIBHOTO 3aXHUCTY.
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METO/IM NIZIrOTOBKU KOHTEKCTY JJISI AHAJII3Y
BPA3JIMUBOCTEN LLM

Poman IIATIKOBATH, Tersna IABPUK
Cymcorutl deporcagnutl yrigepcumem

Anomauia. I[lpoananizoeano i cucmemamuzo8ano Memoou ni020MOEKU KOH-
mekcmy 0ns LLM y 3a0auax ananizy 6esnexu npocpamnozo 3abesneuents. Egpexmue-
nicmo LLM y eussnenni ma ganioayii pasnusocmert KpUmMuyHo 3a1excums 8i0 Ha0aHO20
KOHmeKcm). P032/1;1Hym0 Memodu, wo 6a3y}0mbc;1 HA CUHMAKCUHYHOMY p03mupeHHi,
ananizi nomokie danux (DFA) ma cemanmuunomy "3pizanni” xkody (program slicing), 3
Memoro BUSHAYEHHA ONMUMAIbHUX cmpameeiﬁ nio2omoeKu OaHUXx.

Knrouoei cnoea: éenuxi moeni mooeni, cmamudnuil anaiiz 6esneku, nio2omoexa
KOHMeKCMY, aHali3 8pasnueocmell, aHaiz NOMoKi6 OaHUX, CeManmuyHe 3pizanHa Kooy,
iHOICeHePisl NPOMNMIB, 3MEHUIeHHS XUOHUX CRPAYI08aHb, 2IOPUOHT CUCTeMU 3aXUCM Y.

Abstract. This paper analyzes and systematizes context preparation methods for
Large Language Models in software security analysis tasks. The efficacy of LLMs in vul-
nerability detection and validation is critically dependent on the provided context. Meth-
ods based on syntactic extension, Data Flow Analysis (DFA), and semantic program
slicing are examined to determine optimal data preparation strategies.

Keywords: Large Language Models, LLM, Static Application Security Testing,
SAST, context preparation, vulnerability analysis, Data Flow Analysis, DFA, semantic
program slicing, prompt engineering, false positives reduction, hybrid security systems.

IHTerparist BeNMKUX MOBHHX MOJEIEH y mporiecH aHanizy 6e3neku [13 Bin-
KpHBa€ HOBI TOPM3OHTH, OCOONMBO y BHUIPINIEHHI 3a/1adi Bamifarlii pe3yJabTariB
cratmyaoro aHanizy (SAST). Sk nmoka3yroTs HellaBHI JOCTIHKEHHS, TIOPHIHI ITi]T-
xoxu, o noeauyoth SAST ta LLM, MOXYTh CYTTEBO MiIBUIMTH TOYHICTH BHU-
sineHHs BpasnuBocteit [1]. [Ipore LLM He mpariorots y BakyyMmi. Ha BinMmiHy Bin
TpaauiiifHoro aHaizaropa, LLM oTpumye Ha BXiJl JIMIIE MTOCIIIOBHICTH TOKEHIB,
1 e(PeKTUBHICTh aHANI3Y 3aJICKUTH Bil TOTO, HACKUTHKHA KOPEKTHO Iei "KOoHTeKcT"
penpeseHTye mnporpaMuy Jioriky. Ilpocra mepemaua ¢parmeHTa Komy, Ha SKUH
BkazaB SAST, € HemOCTaTHROIO, OCKUTBKH ITHOPYE IDKEpeNia NaHWX Ta IUIIXH iX
nommpenHst. TakuM 4YWHOM, 3ajada e(eKTUBHOI MiArOTOBKM KOHTEKCTY CTae
LHEHTPATLHOIO [T IOOYA0BH JI€BUX T1IOPUIHUX CHCTEM aHAIi3Yy.

OCHOBHUH BUKJIHK TIpH BUKOpUCTaHHI LLM 11 aHami3y Koy moJsrae y
IBOX OOMEKEHHSX:

1. Texniune oome:xkennsi (Po3mip BikHa) — cygacHi LLM marots oOme-
JKeHUil 00csr BXinHOro KoHTeKkeTy (Hampukiaz, Bin 8K no 128K Tokenis), yoro
HEAOCTATHRO VIS aHATI3Y IUTNX IPOEKTIB;
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2. CemanTuune oomexenHsi — LLM notpeOye BKa3iBOK, sIKi came dac-
THUHH KOJly € PEJIEBaHTHUMH JUIsl aHAJI3Y, OCKUILKH MOJENb HE MOXKE aBTOMATH-
4yHO "3m0TanaTics" mpo 3B'I3KKU MK pi3HUMH (aiinaMu.

Jns BUpimeHHs nHX mpoOieM, METOAM MiATOTOBKH KOHTEKCTY MO>KHA
Ki1acudiKyBaTu 3a 3pOCTaHHIM PIBHIO TXHBOT CKJIAHOCTI.

= Haiinpocrimmii Metox — CuntakcnyHe Po3mmpenns (Hamp., BKIO-
yeHHst N psikiB o/micist Bpa3nuBocTi abo Tina Beiel ¢pyHkuii). Bin npocruii y
peanizatii, ajie Maike TapaHTOBAHO MPOITYCKAa€ MIKIIPOIIEAYPHI B3aEMO/II.

» Binew npocynyruit minxin — AHauaiz IMorokiB Janumx (Data-Flow
Analysis, DFA), mo ¢okycyeTbcs Ha BincTexenHi "3abpynaenux" maHux. s
Baninanii SAST-nonepemkenHs, kKoHTekeT st LLM moBHHEH MICTHTH JKepe-
70 (Source), Touky Bxoay (Sink) Ta iHopMaIlil0 PO CAHITH3AIIIO HA MUBIXY
MK HAMH.

= Haijioinemn ToynuM MetozoM € Cemantmuyne ''3pizanns' Koxy
(Program Slicing), mo moinsArae y BHAUICHHI MiHIMaIbHOI MiAMHOXHWHHU KOy
("3pizy"), sika BILIMBAa€ Ha MOBENIHKY IporpamMH y HeBHid Toymi [2]. Buxopu-
craHHs 3BopoTHOro 3pi3y (Backward Slicing) Bix "sink" no3Bosisie 3i0paru Bci
IHCTPYKILIi, 10 BIUIMHYJIM Ha 3Ha4YeHHS JaHuX, 3abe3neuyroun LLM HaiiOinbm
MOBHUM Ta PEJIEBaHTHUM KOHTEKCTOM.

OxpiM KOy, MiIroTOBKa KOHTEKCTY BKiItouae Imxenepito [Ipommnris
(Prompt Engineering). EdextuBnuit npomnr nosunen mictut poss ("Tu — ex-
cept 3 kibepoesmeku..."), 3aBganns ("[Ipoananizyii kox..."), cam kof (oTpuMa-
Huii metonmom DFA aGo "3pizanns") Ta xonkperm3amito ("3BepHH yBary Ha
3MiHHY username..."). BuxopucranHs wMetomonoriii "Jlanmioxka [ymox"
(Chain-of-Thought, CoT) [3] Takox momomarae MoJeNi CTPYKTYpyBaTH CBIif
aHaJi3, Mo MiABHUIIYE TOYHICTb.

EdexTuBHMIA mporiec MiATOTOBKH KOHTEKCTY [UIS TiOPUAHOT CHCTEMH
(SAST+LLM) MoskHa Bizyani3yBaTH sk KOHBEEp, 110 aBTOMATHU3Ye 30ip Ta arpe-
ramiro nqaanx. Hasenena miarpama (Puc. 1) imroctpye neit mpotec.

IHxeHepia npomnTy
(PopmynioBaHHA 3aBAaHHA ArperaTtop KOHTeKCTy
# CoT,
1. CHTaKcuuHe 7a inctpyai CoT) e
poatmpents (Koa Haskono )
line 80) <

MonepemkerHa SAST Meroau 3bopy 2. Axania NoToKis AaHUX p—
(wanp., "SQLi, line 80") KOHTEKCT (DFA) (Mowyk axepena P
i 8 L4 aminHol “data’) KOHTeKCT

3. ComaHTHuHe 3piaantn
(36ip Bix penesanTHIX
PAAKIB 3 piaHux (anis)

DiHANLHUA KOHTEKCT
(MpomnT + PenesanTHuni
Ke

Benwka MoBHa Mopent
(LLM)

Pesynerar ananisy
(True/False Positive +
NoscHenus)

Pucynoxk 1 — Jliarpama npouecy ¢opmyBanHs koHTekcry juis LLM-Bamigamii
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HesBaxaroun Ha mepeBarum NMPOCYHYTHX METOMIB, 3aJMINAE€THCS HHU3KA
BHKITUKIB. ABTOMATHU3aIlisi CEMAaHTHYHOTO "3pi3aHHA" KOAY ISl BEJIMKHUX MPOEK-
TiB € HETPUBIAIBHOIO 33]aUCi0, @ ONTUMI30BAHUN KOHTEKCT BCE II[E MOXKE Tepe-
BHIIyBaTH JimMiTh BikHa LLM. MaiiOyTHI JOCHimKeHHs! OyIyTh 30CepemKeHi Ha
Ppo3pobLi MoJiesni B3aeMO/1ii KOMITIOHEHTIB TiOpUIHOT cUCTeMHU, sika O peasi3oBy-
Bajia aJanTuBHE "3pi3aHHA" KOJy, Ta alTOPUTMIB arperaiii pe3yabTariB.

Edexrusnicte LLM y 3anayax aHanizy Bpa3jiMBOCTEH BH3HAYa€ThCS HE
JHIIE caMOI0 MOJEIUIIO, aje i MEeTOJaMH IArOTOBKY BXimHHUX maHuX. [lepexin
Bil HAIBHUX CHHTAKCHYHHX ITITXOMIB O CEMAaHTUYHO OOTPYHTOBAHUX METOJIB,
TaKUX K aHANII3 TOTOKIB JaHUX Ta "3pizaHHA" KOAY, € HEOOXiTHOIO YMOBOIO IS
moOYIOBY TOYHHX Ta HAAIMHUX TIOPUIHUX CUCTEM OC3ICKH.
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NNPAKTUYHE 3ACTOCYBAHHSA ITPOT'PAMHOI'O CEPEJOBHUIIA
NI MULTISIM JJISt JOCZKEHHS CXEMOTEXHIKA
OIIEPAINIMHUX NIICUJIIOBAYIB

€pren IITKOBCHKUM, ¥Opiii BOP30B
JIvsiscoruti OepoicasHuil yHisepcumem Oe3nexu HeummeoisiibHOCI

Anomauin. Pozensnymo gynxyionanshui mosicaueocmi CAIIP NI Multisim ons 0o-
cniodHcenHs enekmponHuX Kin. Ha npuxnadi cxemu ineepmyiouo2o niocuniosaua npooemo-
HCTPOBAHO NPOYeC MOOCTIOBAHHS: 80 CIMBOPEHHS NPUHYUNOBOT cXeMu 00 AHANI3Y CUCHA-
I8 3a 00NOMO02010 8ipmyanvHo20 ocyunozpaga. Iliomeeposceno egpekmugHicms 6UKOpU-
CMAaHHA IPMYATLHUX NPUNAOIE 015 eepudirayii meopemuyHux po3paxyHkis.

Knouoei cnosa: NI Multisim, mooentosanns, cxemomexuika, onepayiinuti niocu-
J106at, GiPMYAIbHI NPULAOU.

Abstract.The functional capabilities of NI Multisim CAD for electronic circuit
research are considered. Using the example of an inverting amplifier circuit, the
simulation process is demonstrated: from creating a schematic to signal analysis using a
virtual oscilloscope. The efficiency of using virtual instruments for verifying theoretical
calculations is confirmed.

Key words: NI Multisim, simulation, circuitry, operational amplifier, virtual
instruments.

Cy4acHuii piBeHb PO3BUTKY KOMII'FOTEPHOI TEXHIKH I03BOJISIE 3HAYHO
CIIPOCTHUTH TPOIIEC BUBYEHHS Ta IPOEKTYBaHHS €JEKTPOHHHUX MPHUCTPOiB. Buko-
pUCTaHHs cucTeM aBTomaTtu3oBaHoro npoektyBanns (CAIIP), 3okpema nporpa-
MHoro cepenoBuiia NI Multisim, € akTyanbHUM y HaB4aIbHOMY IPOLEC], OCKi-
JIBKH J03BOJISIE TIPOBOJUTH CKJIAJHI €KCIIEPUMEHTH 0e3 HeOOXiJHOCTI BUKOpHC-
TaHHS PeaJIbHOI eJIeMEHTHOI 6331, YHUKAIOUH PU3HKY IOIIKOKEHHS 00aaHaH-
Hs1. ['0JIOBHOXO METOrO POOOTH € IEMOHCTpaIlist MOXJTHBOCTed Multisim st mo-
OyZOBH CXeM Ta aHaJi3y NPUHIIMITIB iX poOOTH.

Sk 00 €T HOCTiMKEHHS 00paHO CXeMy iHBEpPTYIOYOTO BBIMKHEHHS OITe-
pamiiinoro migcmmoBada (OII). 3rigHO 3 TEOPETHYHHMH BiOMOCTSIMH, Take
BBIMKHEHHSI [JO3BOJII€ OTPHMATH BUXIAHUM CHUTHAN, IO 3HAXOIWUTHCS y MPOTH-
das3i 10 BXiAHOTO, a KOSQIIEHT MiJCHICHHS BHU3HAYAETHCS CIIBBIAHOIICHHIM
OTIOPIB 3BOPOTHOTO 3B’SI3KY.

Iporec MomemtoBanHs y Multisim po3MOYUHAETHCS 3 POIMILICHHS KOM-
MOHEHTIB Ha pobouomy noii. Ha puc. 1 npeacraBneHo 3i0paHy cxemy, Jie BUKO-
pucrano BiptyansHy Mozenb OIl, pesucropu R1 ta R2, mo yrBoproroTh K0JIO
3BOpPOTHOTO 3B's3Ky. [lepeBaroro mporpaMu € HasBHICTh BEIHKOi 0i0mioTekH
KOMIIOHEHTIB Ta IHTYITUBHO 3p0o3yMinuii inTepdeiic, o 103BOJIsIE€ MIBUIKO 3Mi-
HIOBAaTH HOMIHAIH Ta KOHDITypaIlito CXeMH.

BaxximBoro ocobnmBicTio Multisim € HasBHICTD BipTyaJbHUX BHMIpPIOBAb-
HUX TIPAIAJIIB, SKi TIOBHICTIO IMITYIOTH pOOOTY peanbHUX mpucTpoiB. [ reneparii
BXiZIHOTO CHTHAITy BUKOPHUCTaHO (QyHKIioHamsHHI reHeparop (Function Generator).
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Amnani3z poOOTH CXeMH IPOBOJUTHCS 3a JIONMOMOTOI0 JBOKaHAIFHOTO OC-
mwtorpaga. Bukopucranns nporo iHCTpyMeHTY B Multisim no3Bostsie oHOYac-
HO croctepiraty BXigamii (Channel A) ta Buximauii (Channel B) curnamm. Pe-
3yIbTaT MOAETIOBAaHHSI HABEAEHO Ha puC. 2.

OTpuMaHa ociiIorpaMa Ha09HO AEMOHCTPYE KIFOYOB1 MOKIMBOCTI IIPO-
TpaMU /IS aHAITI3Y CXEM:

1. Bisyanizauis mincuiieHHs: aMIUTiTYy1a BUXITHOTO CHTHAy (TIomapa-
HUeBa KpHBA) 3HAYHO IEPEBUILYE aMILIITYyly BXIIHOTrO (YepBOHA KpHBA), IIO
HIITBEPIDKYE KOPEKTHICTh POOOTH PO3PaxoBaHOTO KacKay.

A= AL JeY

"o juw |

0

[ g OPAMP_3T_VIRTUAL
H ~ & “ el
Isma Sma

Pucynok 1 — MozentoBaHHs iHBEPTYIOUOTO MiJICHIIIOBaYa B cepeoBuini NI
Multisim

L 4

[F 37 o Lex|

Type [Sing. Nor. | Auto| None |

Pucynox 2 — Ocnmiiorpama BXiTHOTO Ta BUXITHOTO CHTHAJIB
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2. AHaji3 (a30BHX CHiBBiTHOIIEHB: 32 JJONIOMOTOI0 KYPCOPHUX BHMi-
proBaHb Ta TpaivHOrO BiMOoOpakeHHS YiTKO BUAHO 3cyB (a3 Ha 180 rpamycis.
Konwm BXimHWMA CUTHAN Ma€ MO3UTHUBHY HAIIBXBIUTIO, BUXITHUI CHTHAT HaOyBae
HEraTUBHOTO 3HAYCHHS, IO TOBHICTIO Y3TOIKYETHCS 3 TEOPIEI0 iHBEPTYIOYOTO
MiACHIIOBAYa.

3. Touni BumiproBanHsi: iHpopmalliiina nanens ocuunorpada (IuB. puc.
2) 103BOJISIE MHUTTEBO OTPUMYBATH HU(POBi 3HAUEHHS HAIPYTH Ta YaCOBUX IHTEp-
BaitiB (T2-T1), o 3Ha4YHO MPUIIBHIIYE 0OPOOKY PE3yIIbTATIB EKCIIEPUMEHTY.

Bucnosok. Ilporpamue cepemoruiie NI Multisim € gy:xe KOpUCHHUM iH-
CTPYMEHTOM JUIsl CXEMOTEXHIYHOTO MOJENIOBaHHs. BOHO 103BOJIsle He nuIie
MIPOCKTYBATH CXEMH, aie i MpOBOJMUTH TIMOOKHMI aHai3 X poOOTH 3a JIOTOMO-
roI0 BipTyalbHUX NpuiaaniB. Bukopucranas Multisim nae 3Mory Hao4HO mepe-
BIPUTH TEOPETUYHI 3aKOHOMIPHOCTI, Taki Sk iHBepcis (azu Ta koedimieHT mia-
CHJICHHS, pOOIITYH TIPOLIEC TOCITIKCHHS eJICKTPOHHUX Kill iHTepaKTHBHIM, Oe3-
TIEYHNM Ta HAOUHHM.
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BUKOPUCTAHHA HITYYHOI'O IHTEJIEKTY JJISA BA3OBOI'O
AHAJII3Y JAHUX

€sren IITKOBCHKUM, FOunist HA3AP
Jlvsiscorutl Oepoicagrutl yHigepcumem Oe3neKu HeummeoisibHOCmi

Posenanymo nomenyian 3acmocysants iHCmpyMenmie wmy4Ho20 iHmenekmy ons
0a306020 ananizy Oanux. Buceimneno nepesacu asmomamuszayii 06pobku inghopmayii,
BUSABNICHHSL NPUXOBAHUX 3AKOHOMIpHOCMell ma eizyanizayii pezynomamie. OKpecieHo
nepcnekmugu SUKOPUCAHHA MOBHUX Modeneli mad Cheyianizoeanux aneopummis O
niosUeHHs eheKMUBHOCIIT NPULIHAMMS PilUeHb.

Kniouosi cnoea: wimyunuii inmenexkm, ananiz OaHux, agmomMamusayis, MauwuHHe
naguanns, Python, cmamucmuxa.

The potential of using artificial intelligence tools for basic data analysis is
considered. The advantages of automating information processing, identifying hidden
patterns, and visualizing results are highlighted. The prospects for using language
models and specialized algorithms to improve decision-making efficiency are outlined.

Keywords: artificial intelligence, data analysis, automation, machine learning,
Python, statistics.

Cy4acHuii eTarn po3BUTKY iH(GOPMAaIIHHIX TEXHOJIOTIH XapaKTepH3yeETh-
Csl CTPIMKHM 3pOCTaHHSIM OOCATIB TaHWX, MIO TEHEPYIOTHCSA y Pi3HHX cdepax
JIIOJICBKOT TSUTBHOCTI — BiJ JIEpP’KaBHOTO YIPABIJIIHHS Ta HUBUILHOTO 3aXUCTY
1o Oi3Hecy Ta Hayku. EdekrnBHA 00poOKka 1mux MacuBiB iH(MopMaLii cTae Kpu-
THUYHO B@KJIMBOIO YMOBOIO JUIS TNPHHHATTS OOIPYHTOBAaHHX pilIeHb. Y IbOMY
KOHTEKCTi BUKOpPHUCTaHHS mTy4dHoro iHTenekty (L) mms anamizy manux mepec-
Tae OYTH MPEPOraTHBOI0 BUKIIOYHO BY3bKOCIEIIA30BaHUX HAYKOBUX LICHTPIB
i cTae I0OCTYMHUM IHCTPYMEHTOM JIJIsl BUPILIEHHS! TOBCSKIACHHHUX 3aB/aHb.

Tpagumifiai Mmetoau pydHOi 0OpOOKH MAaHWX YacTO BUSBISIFOTHCS HEIO-
CTaTHBO ePEKTUBHUMHU ITpU poOOTi 3 OaraToBUMIpHUMHU Habopamu naHux. Jlron-
cpKuil (hakTop 30iMbITye HMOBIPHICTP ITOMMIIOK, a Yac, BUTPAUYCHUN Ha MOTIEpe-
JHI0 00poOKy iH(opMallii, YacTo NepeBHIIye Yac, BiBeIeHNnH Ha i iHTepnpeTa-
mito. HITydyHu# iHTENEKT MPONOHYE aNbTEPHATHUBHUHN MIOXill, SIKUH ITO3BOJISE
aBTOMAaTU3yBaTH PYTUHHI IIPOLIECH.

OcHoBHUM HampsiMoM 3actocyBaHHs Il y mpocTtoMy aHami3i JaHHX €
BHKOPHCTaHHS MOBH IporpamyBaHHsa Python ta 0i0mioTex MalIMHHOTO HABYaH-
Hs1, Takux sK Scikit-learn. Li iHCTpyMEHTH I03BOJISIIOTH HaBiTh NMpH 0a30BUX
HAaBUYKaX PEaTi30BYBaTH aJTOPUTMH IPOTHO3YBaHHsI. 30KpeMa, Ha PUCYHKY 1
MIPEACTAaBICHO MPUKIAJ 3aCTOCYBaHHS aITOPUTMY JiHIHHOT perpecii mist mpo-
THO3YBaHHA OOCSTY YMOBHUX IHIMICHTIB, IO 0a3yeThca Ha JAHHUX MMOTEPEAHIX
poxkiB. Crif 3a3Ha4nTH, IO A7 TOOYIOBU MoAeni OyIo 3a1isiHO BUOIPKY TECTO-
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BHX JaHWX, a MOJaJIbIIIe TMiABUIIEHHSI TOYHOCTI MPOTHO3YBAHHS BUMArae icTOT-
HOTO 30UIbIIeHHS 00CsTy eMIipiHyHOi Oa3u.

© import numpy as np
import pandas as pd
from sklearn.linear_model import LinearRegression

# CTeopenns Habopy pawmx: pik Ta xinekicTe iWumpentis
data = {
‘year': [2019, 2020, 2021, 2022, 2023],
‘Incidents': [150, 165, 160, 180, 195)
}
df = pd.DataFrame(data)

nigrovoeka AaHux (X - O3HAKM, Y - UiNbOBE 3HAWEHHA)
= df[['Year']]
= df['Incidents’]

# Iniuianisauia Ta HaBuaHHA moseni niHi#Hol perpecii
model = LinearRegression()
model.fit(X, y)

# MNporHos Ha 2025 pik
future_year = np.array([[2025]])
prediction = model.predict(future_year)

print(f"NporHo3s kinbkocTi iHumpentis Ha 2025 pik: {prediction[@]:.ef}")

Nporyo3 KinbkocTi inuugenTis Ha 2025 pik: 212

Pucynox 1 — IIpukiaa 3acTOCYBaHHS aJlTOPUTMY JIIHIHHOT perpecii mis
MIPOTHO3YBaHHS 00CSTY YMOBHHX iHITU/ICHTIB

Hapenenuit ko IEMOHCTpPYE, SIK 32 IOTMIOMOTO0 KUTBKOX PSIKIB MOYKHA
CTBOPUTH MOJEINb, 110 3HAXOJUTh 3AJICKHICTh MK YaCOBHM IPOMDKKOM Ta Ki-
JBKICTIO MOJii. Y peallbHUX yMOBax CIY)KOM IIMBUIBHOTO 3aXMCTY TaKi MOei
JO3BOJIIOTH aHANI3YBaTH 3HAYHO CKJIAMHINII HEJIHIIHHI 3aJIeKHOCTI, BPaXOBYIO-
YM TOTOJHI YMOBH (TEMIIEpaTypy, BOJIOTICTb, CHIY BITpY), 4ac J0OH, TYCTOTY
3a0yOBH Ta HAasBHICTB JUKEPEI MMPOTHUIIOKEKHOTO BOJIOTIOCTAYaHHS.

OxpeMoi yBarw 3aciayroBy€ BHKOPHCTaHHS BEIIMKMX MOBHHUX MOJeied
(LLM) mns inTepnpertanii Takux gaHux. CydacHi TeHepaTHBHI Mojeni (Hampu-
Knaj, Ha Oasi apxirekrypu GPT) 3xaTHi BHCTynaru He juIIe SIK iHCTPYMEHT
HAIHMCaHHS KOJy, ajie 1 K «IHTeNeKTyallbHUi aCHCTeHT» aHalliTHKa. BoHU MO-
KYTh 0OpOOIATH HECTPYKTYPOBaHI TEKCTOBI JIaHI, TaKi SK OIHCH OIEPATUBHIX
3Be/icHh a00 PArOPTH YEPrOBHX 3MiH, BUOKPEMITIOIOYH 3 HUX KIIFOYOBI1 CYTHOCTI
Ta TeHaeHnil. KoprucryBay oTprMye MOKIIMBICTE 3aBaHTAXXHTH «CHpPi» JaHI Ta
cOpMyITIOBATH 3alUT MPHUPOJHOI0 MOBOIO, Harpukian: «lIpoananisyit npuyu-
HU 3aropsHb Y KUTJIIOBOMY CEKTOPi 32 OCTaHHIN KBapTal Ta BHSABH aHOMAJii».
Ie cyTrTeBO 3HMKYE MOPIT BXOJKCHHS B aHAIITHKY JAaHUX, JO3BOJSIOUN (axiB-
M 6e3 TIO0K01 MaTeMaTHIHOI MIATOTOBKH OTPUMYBATH SIKiCHI iIHCaWTH.
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Brim, mmpoxe BrpoBamkeHss LI y chepy 6e3nekn CympoBOIKYEThCS CYyT-
TEBUMH BHUKIMKaMH. KItOuoBOIO mpoOiieMoo € (eHOMEH «HYOPHOI CKPHHBKI
(black box), ko JTOTiKa MPUIHATTS PIICHHS HEHPOHHOK MEPEIKEIO 3aTHIIIAETHCS
HETPO30pOor0 T KopucTyBada. Y cepi MUBUIEHOTO 3aXHCTY, 1€ IliHa TTOMIIIKH
BUMIPIOETHCS JIIOICBKUMH JKUTTAMH Ta MarepialbHUMH 30UTKaMu, ciiila JoBipa
aNropuTMY € HenpHIryctuMoro. CaMe ToMy NpHU aHai31 KPUTHYHO BKIIMBUX JAHUX
HEeOOXimHO JoTpuMyBatucs npuHImy «Human-in-the-loop» (momuHa B KOHTYPI
VIIpaBIiHHS), 3a0€3MMedyoun BepU(iKaIlif0 MAaIIMHHNX MPOTHO3IB TpaJUIiitHUMH
METOJIaMH CTaTHUCTHKH Ta EKCIIEPTHOIO OIiHKOI0. HeoOXimHO po3BHBaTH HAIPSIMOK
«TOSICHIOBAHOTO IITYy4HOTO iHTENeKkTy» (Explainable Al, XAl), skuii mo3BoIsie iH-
TepupeTyBaTH (hakTOpH, 1O BILUIMHYIM Ha PE3yNIbTaT POOOTH MOJEI.

[TincymoByr04M, MOXKHA CTBEPIDKYBATH, IO IHTErpallis iIHCTPYMEHTIB IITYY-
HOTO {HTEJIEKTY Ta CKPHITOBHX MOB IPOrpaMyBaHHS Yy MPOILIECH aHAJ3Y NaHHX €
3aKOHOMIPDHUM eTaroM [udpoBoi TpaHchopMmalii caykOM HMBUIEHOTO 3aXHUCTY.
s maiitOyTHIX (axiBIliB, sIKi HABUAlOThCS Y JIEBIBCEKOMY Jep)KaBHOMY yHIBEPCH-
TeTi 0e3MeKH KUTTEISUTBHOCTI, OTTaHYBaHHS [IMMU TEXHOJIOTSIMU CTa€ HEOOX1THOO
(baxoBoro kommereHiieto. Lle 103BoIIsiE IEpeTH Bill MapaUuTMH PEAKTUBHOTO pea-
I'YBaHHS Ha Ha/I3BUYaiHI CHTYaIii 0 IPOAKTHBHOIO INPOTHO3YBAHHS PHU3HUKIB Ta
NPEBEHTHBHOTO YIIPABIIIHHS PECYpCaMH Ha OCHOBI JJAHHX.
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MATEMATHUYHE MOJE/JIIOBAHHS TEXHOJIOT'TYHUX
MMAPAMETPIB ®JIEKCOJAPYKY HA MIANIPUEMCTBI «ITAKOTEK»

Kamenis YIHKYE
Incmumym noniepagii ma meoitinux mexnonoziti HY «J/Iv6iecoka nonimexwixay

Anomauia. Buxonano Oocniosicennsn @rexcoepadiunozo OpyKy Ha 6upoOHUYymei
ynakosku. Busigieno nedoniku y npoyeci ecmanoeienns pooouux napamempis. Po3po6-
JIeHO MoOenb 01 nepeddbayents pe3yibmamis OpyKy Ha OCHOSI WEUOKOCHI, memnepamy-
Ppu I MUCKY 3 MemoIo NOKPAWeHHs BUPOOHUYUX NOKAZHUKIS.

Knrouosi cnosa: gpnexcoopyk, mamemamuina mMooennb, MexHoN02iuHI napamem-
pu, onmumizayis 6UPOOHUYMEA.

Abstract. A study of flexographic printing in packaging production was per-
formed. Deficiencies in the process of setting operating parameters were identified. A
model was developed to predict printing results based on speed, temperature and pres-
sure to improve production performance.

Keywords: flexographic printing, mathematical model, technological parameters,
production optimization.

[IpobnemaTrka miATPUMAaHHS CTAOUTBHUX MOKAa3HHKIB SAKOCTI MPOAYKIIT
nin 9ac pobotu ¢iekcorpadiyHoro oONaHAHHS 3aIMIIAETHCS HEBUPILIEHOIO
Juist Oaratbox BUpoOHMKIB ynakoBku. Komnanis «[TAKOTEK», uui BupoOHn4i
MOTYXXHOCTI OPIEHTOBaHI Ha BUIIYCK YIMaKOBKHU ISl PI3HUX ITPOMHCIOBUX CEKTO-
piB [1], Mae TpyaHOIIi 31 3HAYHUMHU BTpAaTaMU CHPOBHHU MiJl 4ac MEPEX0Iy MK
pI3HMMH THUIIAMH 3aMOBJIeHb. BupoOHM4I naHi cBimgyaTh mpo BTpaty §-12% Mma-
TepialliB JIMIIE HA eTami MATOTOBKH YCTaTKyBaHHS 10 poOOTH, IO HEraTHBHO
MTO3HAYAETHCS] HA CKOHOMIYHNX MTOKA3HUKAX.

I'oyloBHA TpHYMHA TaKWX BTPAT IOJSAra€ y BiICYTHOCTI CHCTEMaTH30Ba-
HOTO METOJly BCTAHOBJICHHS pOO0OYMX PEXHUMIB JPyKyBaHHS. BH3HaueHHsS MIBU-
JKOCTI poOOTH MalIMHU, TEMIIEPATypHOTO PEXHUMY U BUCHXAaHHs OapBHMKA 1
PIBHS THUCKY LWJIIHJApa BHKOHYETHCS NEPCOHAJIOM EMITIPUYHUM ULIsIXOM. Pe-
3yJIBTATOM CTa€ HEOOXIMHICTh MPOBEACHHS YHCICHHUX TECTOBUX IMKIIIB — BiX
TPBOX JIO M'SITH - IO NOAOBXKYE MiJArOTOBYHMIA MEPiOJ] i CTBOPIOE T0ATKOBI 00C -
TH HENPUIAATHOI IPOTYKIIil.

JleranbHe BUBYEHHsS BUPOOHMYOro LMKy ITOKa3ajo, L0 PEryJroBaHHS
OKpeMHX IapaMeTpiB BiTOyBaeThcst 0€3 BpaXyBaHHS iXHBOT'O B3aEMHOTO BILIWBY.
30Kkpema, 30UTbIIEHHS IIBUKOCTI pOOOTH NOTpeOye aJeKBaTHUX 3MIH TeMIIepa-
TYpPHOTO PEXUMY 1 KOPUTYBaHHSI 3YCHJIISI TIPUTUCKAHHS, TPOTE IIi 3aJE€KHOCTI
He 3adikcoBaHi y BUpoOHHMUil nokymeHTanii. Kpim Toro, 6pak cucremMaTn3oBa-
HOi iH(popMalii Mpo eeKTHBHI NO€IHAHHS HAJAIITYBaHb JJIsi KOHKPETHUX Ma-
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TepialiB YHEMOXJIMBIIOE IIBHAKE BiIHOBIICHHS ONTHMAJIbHHUX PEXKHUMIB MpPH
ITOBTOPHOMY BUKOHaHHI aHAJIOTIYHHUX POOIiT.

BupitieHns onucanoi mpo0ieMu MOXKJIMBE Yepe3 CTBOPEHHS MaTeMaThd-
HOTO arapary, SKHil BH3HAYa€ 3B'I30K MDK SIKICTIO PE3yNbTaTy 1 KIIOYOBUMH
BUpOOHMYMMHU (akropamu. ITinXix rpyHTYyeThbCS Ha CTATUCTUYHOMY OTIpAllo-
BaHHI BHPOOHMYOi iHPOpMAIi i BpaXOBye KOMIUICKCHHH BIUIHB MIBHIKOCTI V
(m/xB), remneparypu T (°C), Tucky P (H/cm?) 1 BnactuBocreii cyoctpary M:

Q = f(V.T,P,M), 1)

ne Q — y3aranbHEHHH KPHUTEpPii SKOCTI, SIKUl OXOILUIIOE HACHYCHICTh KOJIbOPY,
Ppi3KicTh 300paKeHHS 1 OJHOPIAHICTS TOKPUTTSL.

OxpeMo Juis MOJIIETHIICHOBHX, TOJIIIPOIICHOBUX 1 OararolmapoBuX MarepiajiB
BCTAHOBJIFOIOTHCS IHAWBIAYyaIbHI MapaMeTpyu MOJEII Yepe3 aHali3 MOMepeaHix
BUpOOHMYMX nUKIiB. Takuii miaxin BpaxoBye crenu(iuHy peaxiiifo KO>KHOTO
THUITy OCHOBHU Ha 3MiHYy pOOOYHMX YMOB, JUIS IOJIICTUIICHOBOT IUTIBKU 3aJIEKHICTh
SIKOCTI JPYKY BiJ MIBHIKOCTI Ta TeMIIEpaTypH CYIIiHHS (puc. 1) mokasye, o
ONTHUMAIBHHUHN Jiana3oH poOOTH 3HAXOAUTHCS NpH Temnepatypi 55°C 1 mBuKo-
cti 60-75 mM/xB, 0 3abe3neuye sKicTs ToHAT 95%.

Marepian: nonieTmneHoea nieka, mck: 45 Hfcm®

1007

%)

Akictb ApyKy (

0 T T T T T T T T T T T T
20 25 30 35 40 45 50 55 60 6

T T T T T T 1
85 90 95 100 105 110 115 120

&
l
S
~
a
@,
S

MAKICTb ApyKY (M/XB)
(ontumansHa) o T = 70°C (Bucoka)

Ny

<o T =40°C (HM3bKka) = T =

Pucynox 1 — [nTepakTuBHHH rpadik 3aJeKHOCTI IKOCTI APYKY

Peanizamis moneni mependavyae po3poOKy mporpaMHOTO 3aco0y JUTst orie-
patopiB ycraTkyBaHHS. lIpariBHHK 3amae XapaKTEPHCTUKH Martepiary i HeoO-
XiMHUI pIBEHb SKOCTi, CHCTEMa OOYHUCIIOE BiNMOBIMHI 3HAYCHHS MIBUIKOCTI,
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TeMmepaTypu i Tucky. O9iKyeTbcs CKOPOYEHHS KITBKOCTI TECTOBUX IUKIIIB 3 3-5
JI0 OJIHOTO, 1[0 3MEHIINTH BTPaTH MarepiaiiB 10 2-3% i NPUCKOPHUTH MirOTOB-
yuii eran Ha 40-50%.

3acTocyBaHHS MO/ieli (POPMYE OCHOBY IS CHCTEMAaTH3allii BAPOOHUIOTO
noceiny. @ikcaiis napaMeTpiB 1 pe3yJabTaTiB KOXKHOIO LUKy 30aradye iHdop-
MalliifHy 0a3y, MiIBUIIYIOYH JOCTOBIPHICTH PO3PaxyHKIB I HACTYIMHUX 3a-
BIaHb. JIOUUIBHUM € MoJajbllle BKIIOYEHHS MOJIEJ Y CUCTEMY aBTOMATUYHOTO
KepyBaHHS I JUHAMIYHOTO KOPUTYBAaHHS PEKUMIB poOOTH.

BucHoBok. BukopucTanHs MaTeMaTHYHOTO amapary Juls BU3HAUCHHS OTI-
TUMAJIBHUX PEXUMIB (hirekcorpadigHoro APYKY Aa€ MOXKIUBICTH 3HU3UTH 00CH-
TH HEMPHUIATHOI MPOAYKIII 1 MIABUITUTH ¢(PEKTUBHICTH BUPOOHUYOTO IIPOIIECY.
Peanizanis onucanoro minxoxy Ha BupoOHuUTBI «I[TAKOTEK» 3a6e3neuntsb
3MCHIICHHS BTPaT CUPOBHHH, CKOPOUCHHS MIATOTOBYOTO MEPIOAY i JOCATHEHHS
CTa0IIbHUX TTOKa3HUKIB SKOCTI.

Jlitepatypa
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https://packotek.com.ua (nara 3BepHenns: 15.11.2025).
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DATA SCIENCE AND ARTIFICIAL INTELLIGENCE SYSTEMS IN
THE MODERN WORLD

Dmytro SHARHUT
Lviv Polytechnic National University

Ln me3a Odocnidocye 63a€m038 ’a30k mide Haykorw npo Oaui (Data Science) ma
cucmemMamyu WMy4HO20 ITHMENEKMY, HA20NOWYIOUU HA AKOCMI OAHUX, AHANIMUYHOMY
MoOentoganHi ma cyuacuux apximexmypax LI Boua sucgimmioe npobaemu npozopocmi
MmooOeneli, emuuni achexmu ma inmezpayito memooie Data Science y inmenexmyanvui
cucmemu O1A NiOBUWEHHA HAOIUHOCMI, MACUMAbOO8AHOCMI MA NPAKMUYHOT 3ACMOCO8-
HOCMI 8 CYYACHOMY CGImi.

Hayxa npo oani, lImyunuii inmenexm, Mawunne nasuanns, Apximexmypu LI,
Axicms danux, Ananimuune mooemosanns, Ilposopicme mooenei, Emuunuii LI, Inme-
nexkmyanvHi cucmemu, Macwmaboganicmo.

This thesis examines the relationship between Data Science and Artificial
Intelligence, emphasizing data quality, analytical modelling, and modern Al
architectures. It highlights challenges of model transparency, ethical considerations, and
the integration of Data Science methods into intelligent systems to improve reliability,
scalability, and practical applicability in the modern world.

Data Science, Artificial Intelligence, Machine Learning, Al Architectures, Data
Quality, Analytical Modelling, Model Transparency, Ethical Al, Intelligent Systems,
Scalability.

Artificial intelligence (Al) systems and Data Science have become
fundamental drivers of technological progress, shaping the modern digital
ecosystem and redefining approaches to information processing, decision-
making, and automation. Al focuses on developing computational models
capable of performing tasks traditionally associated with human intelligence
such as classification, prediction, planning, reasoning, and natural language
processing while Data Science forms the analytical core that enables these
systems to learn from empirical data [2]. The interaction between these fields
creates a comprehensive methodological framework integrating statistics,
machine learning, optimization, and advanced computational techniques.

The purpose of this research is to examine the conceptual and
methodological connections between Data Science and Al, emphasizing the role
of data-centric approaches, model interpretability, and the practical
implementation of intelligent systems in real-world environments. Special
consideration is given to the lifecycle of Al solutions, which typically includes
data acquisition, preprocessing, feature extraction, model development,
evaluation, deployment, and continuous monitoring. Each stage requires
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rigorous methodological support to ensure the accuracy, reliability, and
reproducibility of analytical results [1].

A significant challenge for modern Al systems lies in ensuring high-
quality datasets, as noise, bias, incompleteness, and unbalanced structures may
distort model behavior. Data Science tools including statistical diagnostics,
exploratory data analysis, dimensionality reduction, and anomaly detection help
mitigate these limitations and strengthen the stability of machine learning
pipelines 111. Additionally, contemporary Al models, particularly deep neural
networks, require large-scale heterogeneous datasets and powerful
computational resources, which explains the growing role of data engineering
and distributed architectures.

The rapid development of neural architectures such as transformers,
diffusion models, and graph neural networks has substantially expanded the
applicability of Al across scientific, industrial, and public domains. These
advanced models demonstrate exceptional performance in natural language
understanding, computer vision, decision support, robotics, and multimodal
processing . However, increased model complexity raises critical questions
about interpretability, fairness, algorithmic transparency, and ethical
considerations. Responsible Al principles require explainability mechanisms,
rigorous validation procedures, and adherence to international standards
concerning data protection and accountability [3].

In this context, Data Science serves as a unifying discipline that bridges
theoretical advancements in Al with their practical integration into operational
systems. It ensures systematic analysis, objective evaluation of model
performance, risk assessment, and optimization of computational workflows.
Combining Al methodologies with Data Science techniques provides a powerful
foundation for developing intelligent, adaptive, and scalable systems capable of
addressing complex tasks in manufacturing, healthcare, finance, cybersecurity,
transport, and smart infrastructure [4].
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PO3POBKA MIKPOCEPBICHOI APXITEKTYPU
JIJ11 BEBOPIEHTOBAHOI IHOOPMAIIIMHOI CHCTEMH

Muxaiino INEBIIB, I0piii KOJTECHUK, Poman ITAJTIOKA

Jlvsiscokutl HayioHATbHUL YHIGEpCUmMen 8emMepPUHAPHOL MeOUyUHU
ma 6iomexnonoziu imeni C.3. Icuybrkoco

Anomauia. Y pobomi npedcmasieno nioxio 00 NpoEKMy8aHHa MIKpOCep8icHOT
apximexmypu 6e00pieHmMo8aHol iHhopmayitiHoi cucmemu i3 GUKOPUCIMAHHAM CYYACHO20
Java-cmexy. Po3easaHymo mexauizmu mapupymusayii, 6UseleHHs cepeicis, yeHmpanizo-
6anoi’ Koupicypayii, OANAHCY8AHHA HABAHMANICEHHS, 8I0OMOBOCMILIKOCTI, MPACY8AHHS MA
ACUHXPOHHOI 63AEMOOI].

Knruoei cnosa: mixpocepsicu, Spring Cloud, Eureka, 6anancysanns nasanma-
orcennsi, RabbitMQ.

Abstract. The paper presents an approach to designing a microservice architec-
ture for a web-oriented information system using a modern Java technology stack. The
study examines routing, service discovery, centralized configuration, load balancing,
resilience, distributed tracing, and asynchronous communication.

Keywords: microservices, Spring Cloud, Eureka, load balancing, RabbitMQ.

CyudacHi BeOOpiEHTOBaHI MPOrpamMHi CUCTeMH (PYHKIIIOHYIOTH B YMOBax
BHCOKMX BUMOT JI0 HAJIHHOCTi, THYYKOCTi Ta aJaNTHBHOCTI, IO POOHUTH MpO-
OseMy BHOOPY €(EKTHBHOI apXiTEKTypH OJHIEI0 3 KIHOUOBUX y MPOEKTYBaHHI.
MoHoOITHI TMigX0MH, SKi TPaAWIIHO 3aCTOCOBYBAIUCH Y PO3POOICHHI CKIaa-
HUX IHQOpMAIIfHMX CHCTEM, Je[ali 4YacTillie MpPOSBISIOTE OOMEXKCHHS,
TOB’3aH1 3 HEMOXIIMBICTIO MIBUIKOTO MacIITa0yBaHH:, CKIAHICTIO OHOBJICHHS
KOMIIOHEHTIB Ta HU3BKOIO CTilKicTIo 710 300iB. ToMy MikpocepBicHa apXiTeKTy-
pa crae OJHMM 3 HaHOUTBII MEPCIICKTUBHUX PIllIeHb JJISi CHCTEM, OPIEHTOBAHUX
Ha BUCOKY IHTCHCHUBHICTh OOPOOKY 3aIHTIB 1 JUHAMIYHUN PO3BHUTOK.

Y Mexax po3po0IieHOT CHCTEMH BUKOPHCTAHO Java-opieHTOBaHHUH CTEK 3
incrpymentamu Spring Cloud Gateway, Netflix Eureka, Spring Cloud Config,
Ribbon, MexaHi3MOM aBTOMATHYHOTO BuUMHKaua, Zipkin/Sleuth Ta RabbitMQ.
KoxeH 3 X KOMITOHEHTIB BUKOHY€E BaXIIUBY pOJb y (QYHKI[IOHYBaHHI apXiTeK-
TypH: LIUIIO3 MapUIpyTH3Yy€ 3allMTH, CIyX0a BHIBIICHHS CEpBICIB 3abe3reuye
JTUHAMIYHICTh CUCTeMH, KOH(DIrypariiiHuii cepBep — y3TroDKEHICTh TapaMeTpiB,
a Opoxep MOBIJOMIJIEHb — ACHHXPOHHY KOMYHIKaIIil0.

[eprioueprorum enemeHtoM y cuctemi € APl Gateway, skuii dopmye
€IMHY TOYKY IOCTYITYy Ul BCIX KII€HTIB 1 MPUXOBYE BHYTPIIIHIO CTPYKTYPY
mikpocepsiciB. Spring Cloud Gateway peainizye HeOIOKYHOYY MOJIENIb 00POOKH
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3aHTIB, [0 JO3BOJISIE JOCSTaTH BUCOKOT IPOITYCKHOT 30aTHOCTI Ta rapaHTyBaTH
CTa0UIbHICTh POOOTH HABITH IPH MIKOBUX HABAaHTAKEHHSAX. 3aCTOCYBaHHS (ilb-
TpiB, MpaBWJI MapuIpyTH3alii ¥ MexaHi3MiB aBTeHTH(IKalii I03BOJISIE LEH-
TpaizoBaHO 3a0e3reuyBaTH Oe3MeKy i KOHTPOJIb TpagiKy.

JlpyruM Ba)<JIMBHUM €JIEMEHTOM € CHCTEMa BHUSBJICHHS CEPBICIB, peaiiizo-
BaHa 3a jornomororo Netflix Eureka. BoHa 103BoJIsIe aBTOMAaTHYHO PEECTPYBATH
cepBicH, OHOBJIIOBATH 1H(OPMaIiI0 Npo IX cTaH Ta 3a0de3rnevyBard iX IOUIYK Y
pexxuMi peansHOTO Yacy. Lle ycyBae HeoOXimHICTh pydHOTO HajamTyBaHHs [P-
aJipec i ja€ 3MOTy JTMHaMIYHO MAacIITa0yBaTH CUCTEMY HIJISIXOM JOAaBaHHS a0o
BIJTyYEHHS €K3eMIULIPIB CEPBICIB.

LlenTpanizoBane KepyBaHHS KOH]irypaiieto 3abesmedyerscst Spring
Cloud Config, mo nae MouBicTh 30epiraTi KoH}IrypariiiHi ¢aiiau B pernos3u-
Topii Git Ta mommproBaTH iX MDK ycima cepBicamu. Takuil TioXin IMMigBUIIYE
Y3TOJDKEHICTh apXITeKTYPH, CIIPOIILYE MATPUMKY, TO3BOJISE MBUIKO 3MIHIOBATH
rmapaMeTpy CUCTEMH Ta 3aCTOCOBYBATH OJHAKOBI KOHGIryparmii ais pisHHX ce-
PEIOBHII PO3rOPTaHHSL.

BaxxnuBuM acmekToM 3abe3nedeHHs CTabuLIbHOCTI pOOOTH € MEeXaHi3M
OanaHcyBaHHSI HaBaHTaXeHHs. Ribbon peanizye kilieHTCbKe OanaHCyBaHHS, IO
JIO3BOJISIE 3aCTOCYHKY CaMOCTIHO OOMpaTH €K3eMIULIp cepBicy s oOpoOku
3anuty. Lle crnpusie piBHOMIpHOMY BHKOPHCTAHHIO PECYpPCIB Ta 3HIKYE PU3HK
NepeBaHTAKEHHS OKPEMHUX KOMIIOHEHTIB CHCTEMHU.

JlomaTkoBe MiABHINEHHS CTIHKOCTI 3a0€31MeYyeThcs MEXaHi3MOM aBTOMa-
TUYHOTO BMMHKaua (circuit breaker), sikuii 3amoGirac KackaJHUM BiZIMOBaM Yy
pa3i BUXOIy 3 JTagy OJHOTO 3 CepBiciB. Y pa3i yacTuX TaiiM-ayTiB a0 IOMUIIOK
BiH 130JII0€ TIPOOJIEMHHIA CEpBIC 1 MO3BOJSE CHUCTEMi MIATPUMYBATH Ipare3-
JIATHICTH 0€3 MOBHOTO MPUITUHEHHS pOOOYHX MPOIIECiB.

BaxmBuii eneMeHT KOHTPOJIO HAJl CHCTEMOIO 3abe3medyroTh Zipkin i
Spring Cloud Sleuth, siki BUKOHYIOTh pOJIb IHCTPYMEHTIB Ul PO3IOUIEHOIO
TpacyBaHHs. IX BUKODMCTaHHs Ja€ 3MOTY BiJICTEKyBaTH MPOXOXKEHHs 3allUTiB
MDK cepBicaMM, aHaji3yBaTH 4Yac BHKOHAHHS Ollepamiid i BUSBISATH «BY3bKi
MICIISDY B apXITEKTypi.

ACHHXpOHHAa B3a€EMOJisI CEpBICIB  peali3yeTbCs 3a  JONOMOTOIO
RabbitMQ, skwuii rapanTye e()eKTHBHHIA OOMIH MMOBIIOMIICHHSIMH, 3MEHIIYE 3a-
TPUMKH y pOOOTi 1 J03BOJISIE peasli3yBaTH IO/i€BO-OPIEHTOBaHY MOJENb KO-
MyHiKaIlii.

VY3arajgpHeHa apXiTeKTypa po3poOIeHOI CHCTEMH IMpEJICTaBIICHA Ha PH-
CYHKY 1, le HaBeIeHO 3B’S13KH MDK OCHOBHHMH MIiKPOCEPBICHUMU KOMITOHEHTa-
MU Ta IXHS B3a€MOJIis.
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Pucynoxk 1 — 3aranbHa apxiTeKTypa MIKpOCEpBICHOT CHCTEMHU

3anpornoHoBaHa apXiTeKTypa JEMOHCTPYE BHUCOKY THYYKICTb, 3/1aTHICTh
0 MacmTaOyBaHHS Ta CTIMHKICTh IO MOMWJIOK, IO POOUTH il MEpCIEeKTHBHOO
JUTSL TIOOYIOBU PO3IIOAUICHUX BEOOPIEHTOBAHMX CHUCTEM i3 BHCOKUMH BUMOTAMU
JI0 TIPOTyKTUBHOCTI. BukopucTanus cydacHoro creky Spring Cloud 3abe3neuye
y3TrOJDKEHY pOOOTY BCiX KOMIIOHEHTIB 1 CIIPOIIYE MOJAIBINY ITIATPHMKY Ta po-
3BUTOK CUCTCMH.
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VIIK 004.3

PEAJIIBALIISI BE3JIPOTOBOI'O ITPOTOKO.TY 3B'SI3KY
(PS2 CONTROLLER) JJIsI BUIJAJIEHOTO KEPYBAHHS
POBOTHU30BAHNM KOMILTEKCOM

Awngpiii LIMMT'EJIbCHbKHMH, Irop MAJIEI
Jlvsiscorutl Oeporcasrull yHisepcumem Oe3nexu srcummeoisnivHocmi, M. Jlveie

Anomauin. Posenanymo peanizayiro cucmemu 6e30pomogo2o KepysamHs pobo-
MU308an0I0 PYKOI0 Ha bazi Kpokosux deucynie ma kowmpoaepa PS2. Onucano apximex-
Mypy 83a€mMo0ii KOMIOHEHMIE Ma ANeOPUMM NEPEMBOPEHHS CUSHATIIG OJCOUICIUKA )
xepyioui imnynscu STEPIDIR. O6ipynmosano eghexmusnicms nOCOHAHHSA MOYHO20 NO3U-
YIOHYBAHHSL NPUBODIE I3 EPOHOMIKOIO 2eUMNAOA Ot CMBOPEHHS OI0HCEN HO20 MA
PYHKYIOHAIBHO20 MAHINYIAMOPA.

Knrwuoei cnosa: pooomomexnixa, PS2 xonmpoaep, kpoxosi 0sucynu, bezopomo-
6e KepyBanHsl, MIKDOKOHMPOep.

Abstract. The implementation of a wireless control system for a robotic arm
based on stepper motors and a PS2 controller is examined. The component interaction
architecture and the algorithm for converting joystick signals into STEP/DIR control
pulses are described. The effectiveness of combining precise actuator positioning with
gamepad ergonomics to create a low-cost and functional manipulator is substantiated.

Keywords: robotics, PS2 controller, stepper motors, wireless control,
microcontroller.

Po0oTH30BaHI pyKH IIMPOKO 3aCTOCOBYIOTHCS y TIPOMHCIIOBOCTI, MEIH-
[MHI Ta HAYKOBUX IOCIIHKCHHAX. TOUYHE MO3UIIOHYBAHHS € KPUTHYHO BaXKITH-
BUM Ul 0araThoXx i3 X 3aCTOCYBaHb, TOMY KPOKOBI JIBUT'YHH YacTO € KpaIiuM
BrOOpoM. BoHN 3a0e3meuyoTh BUCOKHIA KPYTHHI MOMEHT Ha HU3BKUX IIBHJIKO-
CTSIX 1 MOXKIIMBICTH POOOTH y BIIKPUTOMY LUK 6€3 HEOOXiTHOCTI BHKOPHCTaH-
HS 3BOPOTHOTO 3B'SI3KY (€HKOIEPIB).

Jnsa 3abe3nedeHHsT MOOLTBHOCTI Ta 3pYYHOCTI oIeparopa, 0e3IpoToBUi
IyNnbT KepyBaHHs € HeoOXimHuM. Konrtponep PS2, 3aBasku cBoiii eproHomiri,
HAasBHOCTI BEJINKOT KUTBKOCTI KHOTIOK Ta IBOX aHAJIOTOBHX JHKOWCTHKIB, € IO Y-
JSIPHUM Ta HEJIOPOTHM DIlIEHHSIM JUIS CTBOPEHHS TaKUX iHTepdeiciB.

ApXITEKTypa CHCTEMU CKJIAJIA€THCS 3 TPhOX OCHOBHUX OJIOKIB:

1.ITepenaBau (konTposep PS2): Haxcunae komanau oneparopa.

2.be3aporosuit npuiitmau PS2 ta Mikpokourposnep: Ipuiimae nani, 06-
po0uisie iX Ta IepeTBOPIOE HAa KOMAHAM JUISl IBUTYHIB.

3.CuioBa yacTuHa (JpaiiBept KpOKOBUX JBHUTYHIB Ta KPOKOBI JABUTYHH):
Bukonye KOMaHIM PyXy.

besnporoBuii 3B'130k MK KOHTpojiepoM PS2 ta mpuiimauem 3a3Buuait
3xificHIoeThCs Ha yacToTi 2.4 [T [lpuitmay PS2 mimkmrodaeTrses 10 MIKpOKOH-
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Tpojepa depe3 CTaHAApPTHUI MOCTINOBHUNA CHHXPOHHHH iHTepdeiic, skuil 3a
¢ynkuionansHicTio Haragye SPI (Serial Peripheral Interface). nst poGortu 3
MMPOTOKOJIOM YacTO BHUKOPUCTOBYIOTH cremianizoBany Arduino-6i0mioTeky -
PS2X Library, sika criporiye OTpUMaHHS JaHUX PO CTaH KHOIOK Ta MOJI0XKEHHS
AQHAJIOTOBHX JPKOWCTHKIB.

KpokoBi JBUTYHH KepylOThCS 3a JIOTIOMOTOIO CIENIIBHUX JpaiBepiB
(nanpuknazn, A4988 abo DRV882S5), siki orpumytots curnanu STEP - s rene-
paii kpokiB Ta DIR — 115 BU3SHAYCHHS HANPSIMKY Bill MiIKPOKOHTpOJIEPA.

[TepeTBOpeHHs aHUX PO3MOYMHAETHCS 3 YUTAHHS JHKOHCTHKA, JI€ MIKPO-
KOHTPOJIEP OTPHMYE aHAJIOTOBE 3HAYEHHS IOJIOKEHHS [PKOWCTHKA B Jiama3oHi
Bim 0 mo 255. HactymHu#i Kpok — BU3HAUCHHS IIBUIKOCTI Ta HANPSMKY PYXY,
Je 3HaueHHs Big 117 mo 137 iHTepIpeTyeThes sIK 3ynuHKa. 3HaYSHHS [DKOCTH-
ka B miama3oHi Bix 0 mo 116 a6o Bix 138 1o 255 BHU3HAYAIOTH BiMIOBIAHWN Ha-
OpsSMOK, a IXHS BIJJIAJICHICTh Bil JAiana3oHy 3yNUHKH BCTaHOBIIOE OakaHy
IIBUAKICTE pyxy. s dakTHaHOTO KepyBaHHS MIBHAKICTIO KPOKOBOTO JBHUTYHA
MIKPOKOHTpOJIEp 37iHCHIOE TeHepanito iMmynbeiB Ha miHi STEP. Yacrora mux
IMITYJIBCIB TOBUHHA OYTH MPOTOPIHIHHOIO 3a/1aHill OTepaTOpOM IMIBUAKOCTI.

[{rdppoBi KHOIIKM MOXKYTh OyTH BUKOPHCTaHI JJIs1 KEPYBaHHS JOMOMiX-
HUMH (QYHKI[ISIMU, TAKMMH SIK 3aXOTUICHHS 200 TOYHI IOKPOKOBI PyXH.

Peanizamis 6e31poToBOrO KepyBaHHS pOOOTH30BAaHOIO PYKOIO Ha KPOKO-
BUX JIBUT'YHaxX 3a JIOTIOMOror0 KoHTposiepa PS2 € edeKTMBHMM Ta €KOHOMIUHO
BUTIIHUM pinmieHHsAM. [loeHaHHS TOYHOTO KepyBaHHS, sIKE 3a0€3I1eUyIoTh KpO-
KOBI JIBUT'YHH, Ta IHTYITUBHOTO iHTepdeiicy PS2 no3Boise crBoputu ¢yHKIio-
HaJIbHY Ta 3pY4HY IJIs1 BAKOPUCTAHHS POOOTH30BaHY CHCTEMY.

Jlitepatypa

1. Arduino PS2X Library Documentation [Electronic resource] //
GitHub. — Access mode: https://github.com/madscil016/Arduino-PS2X.

2. Wireless Mobile Robotic Arm Controlled by PS2 Joystick Based on
Microcontroller [Electronic resource] // ResearchGate. — Access mode:
https://www.researchgate.net/publication/320584696.

3. Baichtal J. Arduino for Arduinians: 70 Projects for the Experienced
Programmer. New York: Que Publishing, 2013. 350 p.
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V]IK 004.9

TEOITH®OPMAIIMHI TEXHOJIOT'TI OI[IHKHA TA ONITUMI3BAILII
TEPUTOPIAJIBHOI'O MOKPUTTS MOXKEXKHO-PATYBAJbHUMU
MIJIPO3IIJIAMUA JEPKABHOI CJTYKBU YKPATHHU 3
HA/BBUYAMHUX CUTYAII: METOJUKA ITPOCTOPOBO-
YACOBOI'O AHAJII3Y TA BUSIBJIEHHSI 30H PUBUKY

Opect IONICbKHUI, Irop ®IPMAH, Poctucias 'PUHUK
JIvgigcoruti depoicasnuil yHisepcumem Oe3nexu JHcUmmeOisiibHOCMI

Anomayis: Y 00cniodxceHHi npeOCmasieno MemoouKy npoCHOpo80-4aco60i
OYIHKU OOCMYNHOCMI NOMHCEHCHO-PAMYBAIbHUX NiOp0o30inie i3 euxopucmannuam QGIS ma
Mepeoiceeoeo ananizy Ha ocnosi oanux OpenStreetMap. Ompumani pe3yriomamu oaioms
3M02y GuzHayamu mepumopii 3 NiOGUWEHUM YACOM pedazy8anHs ma oOIPYHMO8Yeamu
POo3MiWenHsa 000AMKOBUX NOHNCEHCHUX KOMAHO.

Kniouoei cnosa: T'IC; npocmopogo-uacosuil aHANi3; NOHCEHCHO-PAMYEATbHI
niopo30inu; yac peazygamHs, mMepexcesull anaiz; mepumopianbie NOKpUmMmsi.

Abstract: The study introduces a GlIS-based method for spatio-temporal
assessment of fire and rescue unit accessibility using QGIS and network analysis derived
from OpenStreetMap data. The results support identifying areas with increased response
times and provide an evidence-based foundation for optimizing the placement of
supplementary fire units.

Key words: GIS; spatio-temporal analysis; fire and rescue units; response time;
network analysis; territorial coverage.

EdextuBHiCTh NIKBiAalii HaA3BUYAHHUX CHUTYaIlii 3HAYHOIO MIpOIO
3aneKuTh Big yacy npudyrts migposautis JICHC Ykpaiuu, sikuil BU3HaYa€ThCsI
IXHIM TEpUTOPIaIFHAM PO3MileHHsIM. ONTHMI3aIlii0 JUCIOKAIii JepKaBHUX Ta
JOOPOBUTLHUX ITT0KEKHO-PATYBAIBHHUX MIPO3UTIB JTOLUUIEHO OOIPYHTOBYBATH
i3 3actocyBaHHsAM TeoiHdopmarniitaux cuctem (I['IC), mo n03BONAIOTH
MPOBOJUTH IPOCTOPOBO-YACOBHI aHaIli3 Ta BUABISITH TEPUTOPIT 3 MiJBUILEHUM
4acoM pearyBaHHS.

Po3poGiiennit Ha ocHoBi I'IC anropuT™ MepexeBOro MOJAEIIOBaHHS Ja€
3MOTY OI[HIOBaTH JOCTYIHICTh HaWONMK4YMX CHJ 1 3aco0iB pearyBaHHS Ta
OOTpYHTOBYBATH YIIPABIIHCHKI PIlIEHHS MO0 MiABUINCHHS PIBHSA MOXEKHOL
Oesniexu. Y JIbBIBCbKOMY JIep)KaBHOMY YHIBEPCHTETI O€3MEKH KHUTTEMISIBHOCTI
CTBOPEHO METOJUKH IPOCTOPOBOTO aHANI3Y, sKi MO3BOJSIOTH iHeHTH(IKyBaTH
TEpUTOPii, 1€ 4Yac NPHOYTTS NEePIIUX I[0XKEKHO-PATYBAIBHUX MiJPO3ALIIB
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nepeBumtye kputudai 20-30 xBuwiwmH. [ OMiHKY Yacy MpHOYTTS HAHOMMKINX
CHJI pearyBaHHs Ha IMOTEHIlIIHE Miclle HAJ3BUYANHOI CUTyalii po3poOiaeHo Ta
anpoOOBaHO CIIEIiaIi30BaHUH AJTOPUTM 3 BUKOPHCTAHHSM reoiHdopmamniiHux
CHCTEM Ta JOTIOMDKHHUX CKPUIITIB.

Ha Ttepuropito MOCIIPKEHHS HAaHOCHUTBHCS PETyJspHA CiTKa TOYOK i3
kpokoMm 500 M (puc. 1), micast doro 3 Hei BigOMpPAIOThCs JIMINE TOYKH, IO
BXOJATH JI0 MK BUOpaHUX TepUTOpiaNbHUX rpomaj (puc. 2).

R
s

3303

Pucynok 1 — Cirka To4ok PrcyHOK 2 — TOYKH IO HANEKATh
i3 kpokoM 500 M IO TIOJIIrOHa

[Ticng miATOTOBKM CiTKM TOYOK BHKOHYETHCS PO3PaXyHOK HAHKOPOTIIHX
MapHIpyTiB BiJ KOXXHOTO aBapiiiHO-psTyBaibHOTO miaposniry JICHC mo Bcix
TOYOK citku. Jlnsg 1poro BHUKOpHCTOBYeThcs MepexeBuil anamiz (Network
analysis) Ha OCHOBI akTyampHOI JOpOXHBOI Mepexi OpenStreetMap 3
ypaxyBaHHAM OU(PEPCHIINOBAHUX CEPEeIHIX INIBHAKOCTEH PyXy CHelialbHOT
MOXKeEXHOI TexHiku Bimmosigao xo JCTY 8767:2018 (tabmums 1).

Tabmnug | — I'paHndHA MBUAKICTH PyXY HOXKEKHOTO aBTOMOOLIS
prrm HaCCJICHUX HyHKTiB 3a YHCEILHICTIO HaCCJICHHs, THC. YOJI.

Mati cepenHi BEJHKI KpynHi [HalikpynHimi
Bin 5 mo| Bixg 10 | Bix 20 | Bix 50 mo | Bixg 100 mo |Bix 250 no
o5 110" | 2020 | m050 | 100 250 gop | [loman 800
I'pannyHa WBUAKICTE PyXy MOXKEKHOTO aBTOMOOLIS, KM/TOJ
31,0 | 320 | 330 | 350 | 350 | 350 | 390 [ 260

Ipumitka. Skmo paiioH BHI3qy OXOIUIIOE HAceJeHI ITyHKTH, SIKI HalexaTb 0
pi3HUX Tpyn, UL PO3paxyHKIB NpPUHMAIOTh CEPEAHIO IIBHUAKICTh Bi TIPaHUYHHX
MIBUAKOCTEH PYXy AJISI IIUX HACENCHUX ITyHKTIB.
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J171s1 KOJKHOT TOYKH CiTKM BH3HAUYA€THCS HAWMEHIIHNH Yac JOBIY ceper ycix
JOCTYITHHX MiAPO3/UTiB (MIHIMAIBHU Yac MpUOYTTS MEPIIOro Mipo3/ly).
OTprMaHi 3HAYCHHS 4Yacy IOy 3alHCYIOThCSA B aTpUOYTHBHY TAOJMIIIO
TOYKOBOTO IIapy Ta Bi3yali3ylOThCS 32 JIONIOMOTOIO KaTeropi30BaHOI CHMBOJIKH
(puc. 3):
= <20 XBWIMH — 3eJIeHUH KOJIip (TIPUIHATHHI PIBEHb 3aXUCTY);
= 20-30 XBWJIMH — OBTHH KOJIp (0OMEXEHHUH PIBEHb 3aXKCTY);
= >3( XBUJIMH — YePBOHUH KOJIp (KPUTHYHO HE 3aXUIIICHA TEPUTOPIS).

Zamos¢

Isano-wgankIBCbx
I80HO-DpaHKIECEXO

Pucynox 3 — BinoOpakeHHSI TOYKOBOTO IIapy

Taxka rpanarist BialmoBigae Cy9aCHUM HOPMATHBHUM BHMOTaM IIOJ0 Yacy
pearyBaHHs Ha MOKEXKI Ta iHII HaJ3BUYaKHI CUTYAIlil, 8 TAKOXK JTO3BOJISE YiTKO
BUSIBJISITH TaK 3BaHi «Oiml IUISIMM» — TEpUTOpil 3 HE3aA0BUILHUM pIBHEM
TTO’KEKHO-PATYBAIIEHOTO MTOKPUTTSL.

IMposenenmnit  I'lC-ananis wacy 10Oy  MOXKEKHO-PATYBAJIBHUX
MAPO3ALTIB HA TEPUTOPIi JOCTIPKYBAaHOT TPOMAIN YiTKO BHSBHB 30HH 3 4acCOM
pearyBanHs oHa ] 30 XBHJIHH, SKi TOTPEOYIOTh HETAHHOTO CTBOPEHHS MICIICBHX
a00 MOOpPOBUIBHHX TMOXKEKHHUX KOMAH. 3amponoHoBaHe pIMICHHS €
peanizoBanuM y QGIS 1 pexomeHayeTbcs Ui BIIPOBAa/DKEHHS B OpraHax
MicueBoro camoBpsinyBanns Ta JJCHC Ykpainu.
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€/IMHE IU®POBE OCBITHE CEPEJOBHUIIE YHIBEPCUTETY HA
OCHOBI MOODLE TA MICROSOFT 365: TEOPETHYHI 3ACAIU TA
INPAKTUYHA MOJEJIb BITPOBAKEHHSA

bornan IIYBAP
Jlvsiscorull HayioHanbLHULL YHIgepcUmenm 6emepuHapHoi Meouyunu
ma 6iomexuonoziii imeni C.3. Iocuybkozo

Anomayisn. Y cmammi posensnymo meopemuyni 3acaou ma npaKmuyty mooeisb
dopmysanss €0unHo20 YuPpPo8o2o 0CEIMHBLO2O cepedosuwd YHIGEPCUmMemy Ha OCHOBL
cucmemu Moodle ma xmapnux cepgicie Microsoft 365. Hazonoweno na nepesazax mooe-
T «OOUH JI02IH» 0151 OOCMYNY 00 HAGUATILHUX PecypcCis, cepaicié KOMYHIKayii U Hympiui-
HIX QOMIHICMPAMUEHUX NOCTY2.

Kniouosi cnosa: inpopmayiiini mexnonozii, Moodle, Microsoft 365, Teams, eoune
oceimHue cepedosuwye, yugposa mparcgopmayis, SSO.

Abstract. The paper presents theoretical foundations and a practical model of a
unified digital learning environment based on Moodle and Microsoft 365 in a university.
Special attention is paid to the “single sign-on” approach, enabling access to
educational resources, communication tools and internal administrative services through
one institutional account.

Keywords: information technologies, Moodle, Microsoft 365, Teams, unified
learning environment, digital transformation, SSO.

CydJacHuii eran po3BHTKY CYCIIUILCTBA XapaKTEPH3YETHCS MEPEXOJIOM JI0
1 QppoBoi EKOHOMIKH, L0 3yMOBIIOE HeoOXinHicTh 1M(poBOi TpaHchopmarii
ocsitu [1; 2]. 3akmaan BUIIOT OCBITH MAalOTh HE JIUIIE BUKOPHCTOBYBATH OKpEMi
indopmaniiini texuonorii (IT), a # BuOynoByBaTH LUTICHY HU(PPOBY €KOCUCTE-
My, SIKa MATPUMY€E HABYAIBHUH MPOILeCc, HAYKOBY JisTIBHICTD Ta ympaBmiHHSA [3].
AKTyaJIbHUM CTa€ NPOEKTYBAHHS IUTICHUX MOJeNei In(ppoBOTO CepeloBUINA Ha
6a3i noenHanHs LMS Ta XMapHHX cepBiCiB.

[HpOopMaiiiHi TEXHOIOTI B OCBITI AOIUTEHO PO3TJLIIATH B KUTBKOX B3a€-
MOIIOB SI3aHUX TUIOLIMHAX: SIK 3aci0 oprasizalii JOCTyly N0 HaBYaJIbHOTO KOH-
TEHTY, SIK IHCTPYMEHT B3a€MOJIl MK y4aCHUKaMHU OCBITHBOTO IPOIIECY; SIK Me-
XaHi3M 300Dy, aHaIi3y Ta BAKOPUCTaHHS OCBITHIX JaHUX ISl IPUKAHSATTS yIpaB-
JiHCBKHX pimeHs [1; 3]. B ocHOBI pe3yiapTaTHBHOTO BIpoBakeHHS 1T IeXnuTh
copmoBaHa I1(poBa KOMIIETEHTHICTh BHUKJIAJadiB 1 CTYAEHTIB, sIKa BKJIIOYAE
BMIiHHS JOOWpaTH, MOETHYBATH Ta MEAaroTiYHO OOTPYHTOBAHO 3aCTOCOBYBATH
nugpoBsi iHCTpyMeHTH [1].

KirouoBuM eneMeHTOM HU(pPOBOTO OCBITHHOTO CEPEOBHUINA BUCTYIAIOTh
miatdopmu yrpasminHsa HaBdaHHIM (LMS). Bukopucranas Moodle sk «siapay
€JIEKTPOHHOTO HaBuYaHHs 3a0e3ledye CTPYKTYpOBaHy I10/1ady HaBYaJbHUX Ma-
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TepianiB, MATPUMKY Pi3HEX (HOopMaTiB OIIHIOBAaHHS, THYYKi 3aCO0M 3BOPOTHOTO
3B’S3Ky Ta aHANITUKY ycmimHocTi [3; 5]. Moodle no3Boiise mpoekTyBaT Kypcu
3 ypaxyBaHHSIM Pe3y/IbTaTiB HABYAHHS, 3aCTOCOBYBATH Pi3HI MOJAEII 3MIIIAHOTO
HaBYaHHA, MATPUMYBAaTH POOOTY BEIHMKHX IOTOKIB CTYAEHTIB Ta (opmyBaTu
eJIEKTPOHHI ) ypHaiu [3; 5].

Kommeke xmapuux cepsiciB Microsoft 365 (Exchange Online, Teams,
OneDrive, SharePoint, Forms, Power Automate, Power BI Toio) cteoproe enu-
HE KOPIIOpaTHBHE CEPEIOBHUIIE UTI KOMYHIKaIlii, COUTEHOI poOOTH Ta yImpaBiiH-
HSl OCBITHIMM ¥ aaMiHicTpaTMBHUMH Tpouecamu [4; 6]. Inrerpauis Moodle 3
Microsoft 365 nae 3mMory peanizyBatu Mojienb equHoro Bxony (Single Sign-On,
SSO): crynenT un BUKIIaa4 BUKOPUCTOBYE OJIMH OONIKOBUIA 3aIiic yHIBEpCHUTE-
Ty aist noctymy 1o Moodle, Microsoft Teams, BHYTpIlIHIX €IEKTPOHHHX 3asBOK
JI0 BIAILTIB, KOPIOPATUBHUX MOPTAIIB MiAPO3ILTIB, a 32 TOTPEOH - ¥ 1O 30BHI-
IIHIX CepBiCiB, 30KpeMa HAYKOMETPHUYHHX 0a3 i mpodiiaiB, NOB’sI3aHUX 3 IHCTH-
TYLIHHOO momTofo [5;6;7].

Cepgic Microsoft Teams Bucrynae «ppoHT-eHIOM» KOMYHIKamii: miaT-
puUMy€e TIPOBENIEHHS OHJIAH-3aHATh, KOHCYJbTAIlIH, 3aXHMCTIB KBaTi(ikalidHuX
poOir, TpyrnoBy poOOTy CTY/AEHTIB, IHTEIPYETHCS 3 KaJlCHAAPEM 1 KaHaJIaMH Kyp-
ciB [4; 6]. [la BuKkiIamaya 1e 03Ha4Ya€e MOXKIIUBICTh IIBUAKO OPraHi3yBaTH Bileo-
3ycTpiu O6e3nocepennro 3 Kypcy Moodle, a uist cryaeHTa — JOCTYI A0 HaBYa-
JILHUX MaTepiajiB, 3aBlaHb Ta 3alKCIB 3aHATH 3 €MHOTO iHTepdeiicy.

3 ToukH 30py aaMiHicTpallil yHiBepcuteTy cepBicu Microsoft 365 matoTh
HU3KY cTpareriynux nepesar. [lo-mepiue, xMapHa MOZIENb 3MEHILYE HAaBAaHTAKEH-
HS Ha JOKaIbHY iH(}pacTpyKTypy Ta 3a0e3ledye BHCOKY JOCTYIHICTh CEpBICiB
(motrTa, KaneHaap, JOKyMEHTO00Ir, KOMYHIKAITi) st BCIX MIIPO3IUTIB YHIBEPCH-
tery [4; 6]. ITo-mpyre, 38’s13kxa SharePoint + Teams BUKOpHUCTOBYEThCS I OOY-
JIOBU €JIEKTPOHHOIO JOKYMEHTOOOII'Y Ta KOPIIOPATUBHUX MOPTAJiB Kadenp, neKa-
HATIB, BIUILTIB, [Ie 30epiratoThCs MOJIOKEHHS, HaKa3u, MeTOANYHI Marepianu. [lo-
TpeTe, IHCTpyMEeHTH 3aTBepmkeHb (Approvals y Teams) i Power Automate mo3Bo-
JISTIOTH (hOpMaTi3yBaTH MpPOLIEAYPH TIOTOKCHHS 3asB, TpadikiB, HaKa3iB, JOTOBO-
piB, BHYTPIIIHIX €JIEKTPOHHUX 3asBOK J0 PI3HHUX CIIY)KO YHIBEPCHUTETY, IIEPEBIBIIN
X y Ipo3opuii Ta BigciaKoByBaHuii ¢ posuii popmar [6; 7].

JloIaTKoOBOIO TEPEBAror0 € HAsIBHICTh €AWMHOTO cxoBuina ¢aimiB (OneDrive
Ta 6i0mioTexn nokymeHTiB SharePoint), 1110 criporitye criibHy poOOTy HaJl HaBYaIb-
HMMH Matepiajiamu, poOOUMMH MPOrpaMaMy JMCLHILTIH, 3BiTaMH Kadep, a TaKkox
ycyBae TyOJIFOBaHHS Ta PO3MOPOIICHICTh JOKYMEHTIB IO PI3HUX JIOKAJBHIX HOCIIX
[4]. Bukopucranus Power BI BinkprBae MoxiiBoOCTi [y1st moOynoBH iH(opMariii-
HUX TaHeNneH (mamoOopmiB) Uil KepiBHULITBA YHIBEPCHUTETY, A€ B IHTETPOBAHOMY
BUIIISI BiIOOP@)KaIOTHCSI IOKa3HUKN KOHTHHI'€HTY, YCITIIIHOCTI, 3aBaHTAKEHOCTI
BHKJIA/Ia4uiB, BHKOPUCTAHHA €JIEKTPOHHUX pecypciB Tomo [6; 7].

Pa3om 13 TuM, ynpoBapkeHHs iHQOpMaLiiHUX TEXHOJOTIH CYIPOBOIKY-
€ThCS1 HU3KOI0 npoOiieM. Cepes HUX — HEpIBHUHN JA0CTYyN A0 HU(POBUX pecypciB
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1 SIKICHOTO IHTepHeT-3’€JHaHHS, HEIOCTaTHIH piBeHb NU(POBOI KYIbTYypH Hac-
TUHU BHUKJIAJa4iB, ()parMEHTApHICTh BUKOPHUCTAHHS PI3HUX IuaTdopM Oe3 enu-
HOT ctpateril po3BuTKy [2; 3]. JogaTkoBUMH BUKIMKaMHu € iH(opmariiina Oe3-
neKa, 3aXUCT NePCOHAJIbHUX JJAaHUX Ta 3a0e3MeueHHs akaJeMiqHol 100poyecHo-
CTi B yMOBaX JUCTAHIIHHOTO OIliHIOBaHHA [2; 4].

OpranizaniiHoro mepeayMoBoio ycminrHoi nudpoBoi TpaHcdopmarii €
HAasIBHICTh Y3TOJDKEHOI cTparerii po3BUTKY iH(OpPMaLiifHO-OCBITHBOTO Cepeio-
Buia yHiBepcutety [3]. Taka crpaTeris Mae BU3Ha4aTH IPIOPUTETHI HANpPSIMU
po3BUTKY (In(poBizallis HABUYAIEHOTO Tporiecy Ha 6a3i Moodle, BipoBamkeHHS
Microsoft 365 sik miardopmMu KOMyHIKalil Ta JOKYMEHTOOOIrY, pO3BUTOK BillK-
PpUTHX OHJIAHH-KYpPCIB), BiNOBIiNANbHI MIAPO3/IITH, MEXaHI3MK (hiHAHCYBaHHS U
CHCTEMY MOHITOPUHTY e(eKTHBHOCTI [3; 4]. Ba)JIMBOIO CKIIaJJOBOIO € CHCTEMHE
MiABHIICHHS KBaTiikamil HayKOBO-IEIaroriyHMX MPAIliBHUKIB 1010 BHKOPHC-
tanHs LMS, xmapHux cepsiciB i mogeneit SSO [1; 3; 5].

TakuMm ymHOM, iH(OpMaUiiiHi TeXHOJOTIl B OCBITI, 30KpeMa MO€IHAHHS
Moodle Ta xmapuux cepsicie Microsoft 365 B eanHOMY IIHPPOBOMY CEpEIOBH-
1111, BUCTYNAIOTh HE JIMIIE TEXHIYHUM IHCTPYMEHTOM, a i YNHHUKOM 3MiHH OCBi-
THBOT NapaJUTMU - Bifl Ilepesiadi 3HaHb 10 OpraHi3aiii akTHBHOI, J0CIiTHAIIBKO-
OpIEHTOBAHOI Ta TEPCOHANI30BAHOI MISTIBHOCTI CTyHeHTiB [2-4]. IlpakTmuHa
MOJEJb «OJUH JIOTIH - 6araTo CepBiCiB» IEMOHCTPYE, IO YCIIX MU(POBOI TpaH-
cdopmartii 3aK1axy BUIIOT OCBITH 3aJICKUTh BiJl OEAHAHHS TEXHOJIOTIYHUX Pi-
[IEHB i3 MPOYMaHOIO OCBITHBOIO ITOJIITHKOIO, PO3BUTKOM IIM(YPOBUX KOMIIETCH-
THOCTEH yYaCHUKIB OCBITHBOTO MPOIECY Ta ITOCIIZOBHOIO HMiITPUMKOIO KepiB-
HHULTBA yHiBepcuteTy [1; 3; 4; 6].
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IHOOPMAIIHA BE3IEKA B YMOBAX I'BPUIHOI BIITHU:
PU3UKH, 3ATPO3U TA YIPABJIIHCHKI PILIEHHS
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JIbgi6chbKull HayioHanbHUL YHIgepcUmem 6emepuHaphol Meouyunu
ma Giomexuonoziii imeni C.3. Icuybkozo

Anomayis. 'V cmammi 0ocnioxcyromocs ocobausocmi iHgopmayiinoi 6esnexu 6
ymosax 2ibpudHoi sitinu. IIpoaHanizogano K406l pusuku ma 3a2posu, no8 s3aHi 3 Oe3iH-
Gopmayiero i Kibepamaxamu, OKpecieHo PusUK-OPIEHMOGanUil nioxXio 00 YNPAGIiHHA Ma
3anpoOnoHOBAHO YNPAGNIHCHKI PilUeHH S 051 0EPHCABHUX THCMUMYYill i 3aK1adié oceimu.

Knouosi crosa: ingpopmayiiina 6e3nexa; 2ibpudna gitina; oeszingopmayis,; Kibep-
3a2po3u; YNpasninHs pUsUKamu, MeoiazpamomHicmb.

Annotation. The article examines information security in the context of hybrid
warfare. It analyzes key risks and threats related to disinformation and cyber attacks,
outlines a risk-based approach to information security management and proposes
managerial decisions for public institutions and higher education establishments.

Keywords: information security; hybrid warfare; disinformation; cyber threats;
risk management; media literacy.

I'iopuana BiifiHa sk (GopMa cydacHHX 30pOHHHMX KOH(QIIIKTIB XapaKTepH-
3YETHCS MOETHAHHAM TPATUIIIHHUX BIHCHKOBUX [iil 13 MOJITHYHUM, CKOHOMIiY-
HUM, KiOEpHEeTHYHUM Ta IH(QOPMALIHO-TICHXOJIOTIYHAM BIUTHBOM. Y TaKii
KOH(Iryparii iHpopmaiiiiHa cepa nepectae OyTH JIHIIE CEPEAOBUIIEM OOMIHY
JAaHUMHU W TIEPETBOPIOETHCS HAa KIIFOUYOBHH MPOCTip OOpPOTHOM 3a CIIPHUHHATTS
peasbHOCTI, JIETITUMHICTD DillleHb Ta PiBEHb JOBIPU JI0 AEPXKABHUX IHCTHUTYTIB.
Iadopmariitna Oe3neka B ymMmoBax riOpuaHoi BiiHH HaOyBa€ CTpaTeriyHoro 3Ha-
YEeHHS, OCKUIBKM BH3HAua€ 3JaTHICTh CYCHUILCTBA 30epiraTu CTIHKICTh mepen
MaHINyJSisIMH, Je3iH(GopMaliiHUMU KaMIaHIIMM Ta LUIECIIPIMOBAHUM pYii-
HYBaHHAM iH(opMaIiitHOi iHPpacTpyKTypH.

Cneundika riOpuaHoi BifHH NoOJIsIrae B TOMY, 10 iH(pOpMaIiliHi, MeniitHi
Ta KiOEpHETHYHI oIeparlii pO3TOPTAIOThCA SIK J0 MMOYATKy BIIKPUTHX OOHOBHX
Iii, TaK i mapajienbHO 3 HUMU Ta Micis iX akThBHOI (a3u. MacoBaHi kammaHii
ne3indopmanii, CTBOPESHHS albTepPHATHBHHAX HAPATHBIB, AUCKPEOHUTAIliS ITOJi-
THUYHOTO Ta BiliCBKOBOTO KEpIBHHUIITBA, IIAPHB JIOBIPU A0 COIO3HHKIB 1 MDKHApO-
JTHUX OpraHizamii — yce 1e GopMyeThCs K IITICHA CUCTeMa BIUIMBY, B SIKiH
iHpOpMaIlis BUKOPUCTOBYEThCS SIK 1HCTpYMEHT 30poi. OcoOnmBy poIb Bimirpa-
I0Th HETIPaBIUBI 00 MaHIMYJSTHBHI «BKUAW» Y 3aco0ax MacoBol iHdopMariii Ta
COILIIAJIBHUX Mepexax, SKi MOJAIOTHCS IiJ BUTILIOM «EKCKIIO3UBHHX JTaHHX,
«@QHAJITUKW» YU «IYMKU EKCIIEPTIBY.
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Pusuxn s inpopmaniitHoi Oe3neku B yMOBax TiOpHIHOI BIfHA JOILIb-
HO pO3IJISJaTH y B3a€EMO3B’S3KY TEXHIYHUX, OpraHi3allifHMX Ta COLIAIBHHX
YHUHHUKIB. J[0 TEXHIYHUX PU3UKIB HAJC)KATh KiOepaTtakd Ha iHQOpMAIiiHI chc-
TEMH OpraHiB BIIaJH, 3aKJaJiB OCBITH, 00’€KTIB KpPUTHYHOI iH(PACTPYKTypH,
30KpeMa 3J1laMu BeOCalTiB, KOMITpOMeETallist OOIIKOBUX 3alUCIiB aAMIHICTPaTOPIB,
BUBEJICHHS 3 Jlally cepBepiB 4K cucTeM ynpamimiHHs. OpraHizamiiiHi pu3nku
MOB’s13aHi 3 BIACYTHICTIO 200 (hOPMANBHICTIO MOJITUK iH(pOpMAIlIHHOT Oe3MeKH,
HEYITKAM PpO3MOJIIIOM BiINOBINANFHOCTI 3a KOMYHIKamii, (parMeHTapHICTIO
BHYTPIIIHIX perjiaMeHTiB mepeBipku iHpopmarii. CouiasbHi PU3UKH, CBOEIO
Yeproro, MPOSIBITIOTECS Y HU3BKOMY PIBHI MeIiarpaMOTHOCTI, CXWJIBHOCTI IO
eMOLII{HOTO CIPUIHATTS HOBHH, TOTOBHOCTI KOPHCTYBa4iB 0€3 KPUTHYHOTO
aHaJIi3y NMOIIMPIOBATH HENepEeBIpeHi MOBIIOMIICHHS.

3arposu, Mo BUILUIMBAIOTH i3 TAKUX PU3UKIB, MAIOTh OAraTOBUMIPHUH Xa-
pakrtep. Ha piBHI Aep>KaBHOTO YIPaBJIiHHS BOHU MOXYTh IPU3BOAUTH JIO JECTa-
Oimizanii CycIiTbHO-TIONMTUYHOI CUTYalii MIJITXOM MOIIHPEHHS IyTOK IPO «Ka-
HITYJSILII0», «BTPATy TEPUTOPI», «3pagy COIO3HMKIBY», a TaKOX IO MiPUBY
JICTITUMHOCTI MPUAHATHX pilieHb. J[ist CeKTOpy Oe3meku i 000pOHH TOMHUIIKOBI
a00 HaBMHCHO CHOTBOPEHI HOBIZOMIICHHS 3/1aTHI CTBOPIOBAaTH XWOHI OYiKyBaH-
HS, JIeMOpaji3yBaTh OCOOOBHIA CKIJIaJ, BIUIMBATH HAa T'POMAJCHKY MiATPHUMKY
000pOHHMX 3ycHib. B OCBITHROMY Ta HayKOBOMY CEpeNOBHINI Ae3iH(popMaris
MO€ BUKOPUCTOBYBATHCS JUIsl AUCKPEAMTALli YHIBEPCUTETIB, MaHIMyIIOBAaHHS
IOYMKOKO CTYIEHTCHKOI MOJIONI, NOIIMPEHHs aHTUHAYKOBUX, KOHCHIPOJIOTTYHIX
YM paJMKaIbHUX HapaTHBIB.

Yupasniaag iHQOpMaLiiiHOIO 0e3MeK0r0 B TaKWX yMOBaX JOLLUIBHO OY-
JyBaTH Ha OCHOBI PHU3MK-OPIEHTOBAHOTO MIIXONy, SIKMH mepeadadae CHCTEMHY
imeHTudIKaIlifo, OLUiHIOBaHHA Ta 00POOKY PHU3HKIB Y BIAIOBIZHOCTI 10 MDKHApO-
IHAX craHpapri, 3o0kpema ISO/IEC 27001 ta ISO/IEC 27005. Ha mepuiomy
eTari Ba)XJIMBO BU3HAYUTHU IMEPeNiK KIOUOBHX iH(OpPMALIMHUX aKTHUBIB: odi-
LiffHI BeOMOPTAaIH, CTOPIHKA B COILIABHUX MEpekKax, CHCTEMH eNEeKTPOHHOTO
JOKYMEHTO00Iry, OCBITHI miar¢opmu, 0a3u MepcoOHANBHUX JaHUX Tomio. Ha-
CTYITHMM KPOKOM € BUSBIICHHS MOJIUBHX 3arpo3 JUIsl KOXKHOTO aKTHUBY, BKIIIO-
Yaro4H SK KibepaTak, Tak 1 iH(OpMaLiliHi BIJIMBH — 3aXOIUICHHS KaHaIy KO-
MYHIKaIlii, CTBOpEeHHS (PEHKOBUX «I3ePKaa» CalTy, PO3CHIIKY IMOBIIOMIICHb Bi
IMeHI oprasizarii.

O1iHIOBaHHS PU3HKIB Tepeadadae BCTAaHOBJICHHS HMOBIPHOCTI peatizarii
KOXHOI 3arpo3u Ta Macmrady ii MOTEHIIHHINX HACTIAKIB. YTIPaBIiHCHKI PilllcH-
Hs B cdepi iHpopManiliHOT Oe3nekn MaroTh KOMIUIEKCHUI XapakTep 1 0XOILIIo-
FOTh TIOJIITHKH, IPOIECH, CTPYKTYPH Ta TeXHOJOTii. Ha piBHI MOMITHK AOIITEHO
pO3pOOHTH I 3aTBEPANTH HiTKi JOKYMEHTH, [0 BU3HAYAIOTH CTATyC O(IliiHUX
KaHaIIB, MpaBwia myoikaii iHdopmarii, BUMOTH 10 Bepudikallii JaHuX, Iopsi-
JIOK pearyBaHHS Ha iHQOPMAIiiHi IHITUICHTH.
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Y mporecHOMY BUMIpi BaXKJIMBO BIIPOBAAUTH CTAHAAPTH30BAHI IPOIIENY-
PY MOHITOPUHTY 1H(MOPMALIHHOTO MPOCTOPY, BUSBJICHHS Ta aHAIi3y BOPOXKUX
HapaTHBIB, a TaKOX PEryJsipHOro iH(POPMYBaHHs KEPIBHHILITBA MPO TOTOYHY
curyailiro. EQekTHBHICTb ynpaBIiHCHKUX PillIeHb 3HAYHOIO MIPOTO 3IEKHTH Bil
3JIATHOCTI OpraHizalii He JIMIIe pearyBaTd Ha OKpeMi IHIMICHTH, a i BUSBISTA
JIOBTOCTPOKOBI TCH/ICHITI Ta aJalITOBYBATH CBOIO KOMYHIKAIIHHY CTPAaTETIiIO.

BaxjMBHUM CKJIaJJHUKOM YNPABJIIHCHKUX PILIEHb € PO3BUTOK JIFOJICHKOTO
moTeHmiany. [linroToBka mepcoHany i KOpUCTYBadiB 10 Miif B yMOBax riOpumHO1
BilfHM BKJIIOYa€ HaBYaHHS OCHOBAM MEIiarpaMOTHOCTI, KPUTHYHOTO MHCIEHHS,
nn¢poBoi Tiri€eHu, a TakoXX O3HAHOMJICHHS 3 THIIOBHMH CIleHapisiMu iHpopMa-
miffHuX arak. J{71s 3akimafiB BHIIOT OCBITH IIe O3HAYA€ IHTETPAIlil0 BiIIIOBITHUX
TEM y HaBYalbHI IUTaHH, 3JIy4eHHS CTYACHTIB J0 JOCIIIKEHHS W aHali3y Je3-
iHpOpMAaIiHHUX KaMITaHill, CTBOPESHHS HAaBYAIBHUX JTA00PATOpid 1 CHMYIAIIIi,
SIK1 JIO3BOJISIFOTH BINPAIbOBYBATH NMPAKTHYHI HABUYKU BUSBJICHHS W HelTpaii-
3amii iHpopMamifHIX 3arpo3.

VY3aranpHIOIOYH, MOXKHa CTBEp/DKYBaTH, 1o iHQopmauiiina Oesrexa B
yMOBax TiOpHIHOT BIHHU € HE JIUIIe TEXHIYHOIO YU KOMYHIKAIiifHOIO POoOIeMOro,
a CHCTEMHHUM YNPaBIiHCHKUM BHUKIMKOM. EdexTrBHI pimenHs y wiit cdepi mo-
BUHHI 0a3yBaTHcsl Ha PU3UK-OPIEHTOBAHOMY IIAXO/I, MIOEHAHHI MOJITHK, MPoLie-
CiB, CTPYKTYPp 1 TEXHOJIOTIH, a TAKOX Ha JIOBIOCTPOKOBUX IHBECTHIIISIX Y PO3BUTOK
MeJiarpaMOTHOCTI Ta CTIMKOCTI cycrinbeTBa. JlocBin nepxas 1 opraizarii, 1o
3ITKHYJHCS 3 MACIITA0OHUMHE 1H(POpPMAaLITHIMH aTakamH, 30KpeMa YKpaiHH, CTBO-
pro€ miArpyHTsS a1 (opMyBaHHS HOBHX MOJeEJNel yIpaBiiHHA iH(OpMaliiHOO
0e3IeKo0, peNieBaHTHUX SIK Y BOEHHUMH, TaK 1 B IOBOEHHUH NIEPiOIH.
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WHY IS CYBERSECURITY VERY IMPORTANT FOR
ARCHITECTURE FIRMS, AND HOW CAN IT BE IMPROVED WITH
Al IN NOWADAYS

Yelyzaveta BODNAR
Lviv Polytechnic National University

Anomauia. Y nawi Oui apximexmypHi npoekmu, ingopmayitini mooeni Oyoieens
(BIM) ma npoexmmi nianu € naossuuaiino yinnumu. Yepes ye apximexmypui ¢ipmu yacmo
cmaioms MiwienHio Kibepamaxk, wjob ixui Oani ma gaiinu moanu 6ymu 6uKpaoeHi onsi Kopno-
PAMUBHO20 WINUSYHCIBA, OIS 3HUNCEHHSL YIHU HA MeHOepax abo Ol KONilo8aHHs OU3ALHIE.
Dipmu npayroromsv 3 KOHQIOeHYiliHO0 THOpMayiero KiieHmis, naaHamu OLIAHOK ma 6Hympi-
wiHimu cxemamu 6yodisens. Tlopyuients npuzgooums 00 NOpyuleHHs 3aKOHI6 NPo KOHQIOeH-
yitinicmo (makux sx GDPR, CCPA) ma pyinye oosipy knienmis. Kibepsnouunyi moxcyms
sawugpysamu ainu, wjo 36epiecaromevcs 8 XMapi, YmpuMylouu ix sIK 3apyuHUKIe, OOKU He
6yOe cnnauero suxyn. /s eenuxoi Qipmu 3 0bMexceHuMU mepMiHamu ye Modice Oymu Kama-
cmpogoro, nosHicmio 3ynunsiouu pobomy. IIyoniunuil umix OaHUX MOdice HeNnONnpasHo 3a-
wKoOumu penymayii ipmu, YCKIAOHIOIOUU 3aTyUeHHs HOBUX KIIEHMI8 Ma Npu3goosuu 0o
empamu cmapux. Kpim euxyny, gipmu cmuxaromscs 3 umpamamu Ha 8iOHOBNEHHA OAHUX,
10puUOUUHi 300pu, pe2yIAmopHi wimpagpu ma empayeruil 6izHec.

Knrwwuoei crosa: 111, Kibepoesnexa, sanyuenns LI 0o 3axucmy apximexmypHux
npoexmis, amaxu Ha ,,€ourne cxoguuye 0anux.”

Abstract: In our days architectural designs, Building Information Models(BIM), and
project plans are extremely valuable,because of that Architecture Firms are often targeted by
cyberattacks so their data and files can be stolen for corporate espionage, to underbid
projects, or to replicate designs.Firms handle sensitive client information, site plans, and
internal building layouts. A breach violates privacy laws (like GDPR, CCPA) and destroys
client trust.Cybercriminals can encrypt cloud-stored files, holding them hostage until a ransom
is paid. For a big firm on a tight deadline, this can be catastrophic, halting work completely.A
public data breach can irreparably damage a firm's reputation, making it difficult to win new
clients and lose old ones.Beyond ransoms, firms face costs for data recovery, legal fees,
regulatory fines, and lost business.

Keywords: Al, Cybersecurity, Al involvement in architectural project security,
Attacks on the "Common Data Environment" (CDE).

Nobody is secured from cyberattacks,for example an Architectural firm
in Maryland was hacked and tricked into sending its insurance premium to a
hacker and had a loss of more than 500.000%$.So we understand that Architectur-
al firms must educate their employees, clients, and vendors about these risks and
take the appropriate actions to protect their information.Whenever we open a
unknown file,click an unknown link,and fail to have a security patch on device
everyone can be in risk.Company have to ensure all devices connected to work
network are up to date with the latest security software because often cyber
criminals target the companies with old or out of date software.We know that
many Architecture firms utilizes public cloud data centers but forget to ensure
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the devices with tools and procedures in place to monitor possible threats and
isolate data from others in data clouds.

If the cyberattack happened,for company this is a critical situation that
requires a swift, structured, and calm response.Company must identify the type
of attack,isolate and prevent attack from spreading by unpluging network cables
or disable Wi-Fi,call the Cyber Insurance Provider,this is one of the most im-
portant steps,they will have a pre-approved list of forensic investigators, legal
counsel, and public relations firms who specialize in data breaches,do not pay
ransom,explain what happened to clients,employees,partners in simple terms.

The best way to improvise cybersecurity nowadays is Al,it is revolution-
izing cybersecurity for architecture firms by moving from a reactive to a proac-
tive and predictive security posture.Al also enhance threat detection and re-
sponse, automating repetitive tasks, and creating more adaptive defenses. It uses
machine learning to analyze vast amounts of data to identify anomalies, block
malicious activity in real time, and automate tasks like vulnerability scanning
and security alert prioritization, which helps reduce human error and frees up
security teams,because Al process and analyze data at a speed and scale far be-
yond human capabilities, leading to more accurate and efficient security analy-
sis. For example phishing remains one of the biggest cybersecurity threats facing
businesses across all industries,and Al can quickly and easily identify signs of
phishing, such as email spoofing, forged senders, and misspelled domain names.

Based on all of the above, we can assume that artificial intelligence will
become an integral part of cyber security, which will simplify the work of archi-
tectural firms,allowing companies to focus more on working with clients without
wasting energy on protecting the data that will be protected by Al.
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ABTOHOMHE ITPOT'PAMHE 3ABE3IIEYEHHS /151 BE3HHEYHOT'O
3BEPI'AHHSA KOHOINJEHHIMHUX JAHUX

Biktop BOHK' Pocrucias TKAYYK'?, Basenruna SIIIYK!
1. Jlvsigcokuii OepoicasHuil yHisepcumem 6e3nexu HCummeoisibHOCHI
2. Hayionanvruil ynisepcumem «JIb8igcoka noaimexuixay

Anomauin. Y pobomi posenanymo npospamue 3aoe3neuens 0ns Oe3sneyHo20 JOKAIbHO-
20 36epieanns Koughioenyitinol inghopmayii. Hasedeno obtpyHmyearts 6ubopy Moeu npospamy-
eannst Python ma cepedosuwa pospooxu PyCharm. J{na 3axucmy ingopmayii’ 3anpononosano
suropucmarta cumempuure wugpyeanns ChaCha20-Poly1305 i3 cenepayicro xmoua 3a 0ono-
moeoro PBKDF2-HMAC-SHA256 i sunadkosoi coni, wo eapanmye koughioeHyitiHicms ma ae-
menmugikayito oanux. 3anpononosane piueHHs 3abe3neyye Haolline, 3pyuHe ma A6MOHOMHE
30€pieaHHts NePCOHANLHUX OAHUX, CYMICHE 3 CYHACHUMU CIAHOAPMAaMU 6e3neKy ma HOpMamue-
HUMU BUMO2AML.

Kniouoei cnosa: xivepsaxucm, konghioenyitina ingpopmayis, roxanvhe cxoguwye, wudg-
pysanns, Python, mooynvna apximexkmypa.

Abstract. The paper considers software for secure local storage of confidential infor-
mation. The rationale for choosing the Python programming language and the PyCharm devel-
opment environment is presented. To protect information, it is proposed to use symmetric encryp-
tion ChaCha20-Poly1305 with key generation using PBKDF2-HMAC-SHA256 and a random
salt, which guarantees data confidentiality and authentication. The proposed solution provides
reliable, convenient and autonomous storage of personal data, compatible with modern security
standards and regulatory requirements.

Keywords: cyber security, confidential information, local storage, encryption, Python,
modular architecture.

VY cydacHOMY I(PPOBOMY CEPEIOBHII CTPIMKE 3pOCTaHHS OOCSTIB mep-
COHAJIBHUX JIAaHWX 1 YMCIEHHUX OHJIAHH-CEPBICIB MiJICHIIIOE PU3UKU BHUTOKY, IIi-
JIpOoOKH Ta HECAaHKI[IOHOBAHOTO IOCTYITY A0 iH(pOpMAaIii, MO MATBEPIAKYETHCS
YHUCIEHHUMHU MAacIITaOHUMH IHIMJCHTaMHU B AEPXKaBHOMY Ta KOPIIOPATHBHOMY
CeKTOpi. BUTBIIICTh KOPHCTYBa4iB HE MAIOTh JOCTATHIX TEXHIYHHUX 3HAHb IS
CaMOCTIHHOTO 3aXHCTy NaHWX, a CTAHJapTHI IHCTPYMEHTH 4acTo 30epiraroTh
iHpOopMamio y BikpuTOoOMy abo crabko 3ammudpoBaHOMY BUTIISAL Ta HE Bpaxo-
BYIOTh 3aXMCT BKJIAJCHb. Y IIbOMY KOHTEKCTI OCOOJIMBO AKTYaJbHOIO CTa€ MOT-
peba B aBTOHOMHOMY MPOTPaMHOMY 3a0e3MeueHHi sl JIOKAJLHOTO 30epiraHHs
KOH(QIICHIIINHUX BITOMOCTEH 0e3 BUKOPHUCTaHHS XMapHUX CEPBICIB, sike 3a0e3-
neyye IMOBHOLIHHE IU(PYBaHHS, MPOCTOTY BUKOPHCTaHHS Ta BiANOBIIHICTH
Bumoram GDPR, ykpalHCBKOro 3aKOHOJABCTBA Ta MDKHApOJHHMX CTaHAAPTIB
NIST. Takwii migxXin J03BOJSE€ MIHIMI3YBaTH PU3UKU BTPATH YA KOMIIPOMETAII{
JaHMX 1 MiABUIIY€E PiBEHBb TOBIPU KOPUCTYBa4iB 10 HH(POBUX TexHONOTIH [1].

Jst cTBOpeHHsT TporpaMHoro 3a0es3redeHHs Oe3nedHoro 30epiraHHs
KoH(GieHiHOT iHpopMalii HeoOXimHe cepemoBHINe, IO 3a0e3Meuye 3pydHE
HallMCaHHS KOJy, HaJaro/LKEHHs, KepYBaHHS 3aJIC)KHOCTSIMH Ta MiITPUMKY CY-
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yacHuX 0i0mioTek. [IpoBexenuit anami3z 3acimum, mo PyCharm e onrumans-
HUM IHCTPYMEHTOM IJIsl po3poOku Python-3acTocyHKIB 3aBISIKH IHTENEKTyaIb-
HOMY aBTO3aBEpUICHHIO, TIOTY’)KHOMY HaJjaro/kyBady, iHTerpamii 3 Git, 3pyd-
HOMY YIIPaBJIiHHIO BIpTyaIbHUMU CepeIOBHUIaMH Ta TIOBHIH CYMICHOCTI 3 KpHII-
torpadiuanmu 6ibioTekaMu i GppeiimBopkamu st creoperns GUI [2].

AnprepHaruBHi pimenas — Visual Studio Code, Visual Studio, Sublime
Text i Jupyter Notebook — maroTe okpemi mepeBaru, ogHak abo MoTpedyroTh
3HAYHOI'0 JIOJIATKOBOTO HAJIAIITYBaHHs, ab0 HE MIATPUMYIOTH MOBHOLIHHHUN
LUKJI pO3POOKH AECKTOIMHHMX 3aCTOCYHKIB. 3 OIJIsily Ha KOMILJIEKCHICTh 1HCTPY-
MeHTiB, o(iliiiHy MiITPUMKY Ta 3pYy4HICTH poOOTH 3 ekocucremoro Python,
PyCharm 6yno 0oOpaHO sIK OCHOBHE CE€peOBHIIE PO3POOKH.

Python Oymo o0paHO sk onTHMaNbHE pIlICHHS 3aBASKH ITOETHAHHIO BU-
COKOT I'HYYKOCTI, IIBUIKOCTI po3po0KH, mupokoi ninrpumkn GUI-¢ppeiimBopkiB
1 HaABHOCTI HaIitHUX KpunTorpadigaux 0i0mioTek. BukopucTani iHCTpyMEHTH
Python 3abe3meunnm pearizaiiro BCix HCOOXITHUX KOMIOHEHTIB CHCTEMU: KPH-
nTorpadivHOTO 3aXUCTY, 00poOKH (paiiiiB, 30epiraHHs CTPYKTYPOBAaHHUX JaHUX i
no0ymoBu rpadiunoro iHTepdeiicy [3].

Takum umHOM, ekocucreMa Python Hajana 30amaHcoBaHe cepelOBHIIE
JUISL CTBOPEHHSI Cy4acHOTO, 3aXHMIIEHOTO Ta KpOCIIaT(GOPMHOTO 3aCTOCYHKY,
3a0e3MeunBIIA ONTUMAJIbHE CITIBBIAHOMICHHS MPOJYKTHBHOCTI, (DYHKIIOHATb-
HOCTI Ta PiBHS OC3MEKH.

Po3poGiiene nmporpamue 3abe3nedeHHs MoOyI0BaHe 3a MOAYJIBHOIO apXi-
TEKTYpOI0, IO 3a0e3nevye YiTKuid po3moaut GyHKI[IOHAIEHUX 000B’s3KIB, IiJI-
BUIIlye€ MaclITabOBaHICTh Ta CIPOLIye cympoBix cuctemu. CTpyKTypa cKiaja-
€ThCS 3 YOTHPHOX OCHOBHUX ITIACHCTEM: sIpa, MOJEJICH JaHUX, CEPBICHUX KOM-
MTOHEHTIB 1 rpagivHOTO iHTEpdEiiCcy.

SAnpo (core) peamizye OCHOBHI OIeparlii 31 CXOBHUIIEM, BKIIOYHO 3 T'eHe-
pamiero kpunrorpadidaux kmouiB Ha ocHoBi PBKDF2-HMAC-SHA256 Ta
mmdpyBaHHIM gaHuX 3a anroputMoM ChaCha20-Poly1305. CxoBume mpencra-
BJIGHO €JUHUM 3alin(poBaHuM (ailioM, 10 MICTUTh Mapamerpu Kpunrorpadi-
4HOT cecii Ta 3a1nppoBaHuUii BMICT.

Mopgeni nanux (models) onucytoTh THIHN 3anuciB (akKayHTH, KapTKH, J10-
KYMEHTH, HOTaTKH), SIKi yHi(iKOBaHO IpecTaBieH] yepe3 6a30BuUil Kiac Ta Mo-
KYTh MICTUTH BKiIaaeHi daim y dpopmari base64.

CepsicHi Moy (services) 3a0e3edyloTh KEpyBaHHs 3amucamMu, oopoo-
Ky BKJIaJICHb, TAMYACOBE KOIIIOBaHHS KOHQIIEHUINHNX naHuX y Oydep oOMiny
Ta KOHTPOJIb HEAKTHBHOCTI KOPUCTYBaya.

I'padiunmii inTepdeiic (gui) BKIOUae BikHAa ayTeHTH(IKaIlii, OCHOBHE
poboue cepenoBHIIE, TAHENI MEPErIAAY Ta JialOTH HaJalTyBaHb, 3a0e3Medyio-
Y TOCTYIHICTh QYHKIIN y 3p03yMUTOMY IHTEpaKTHBHOMY (pOpMATI.

Po3po0iiena crucTemMa BHKOPHCTOBYE MOBHE CHMETpPUYHE HIH(PYyBaHHS
BCHOTO CXOBHIIA, 30epirarouu Bci KOHGIACHIITHI naHi B oHOMY (aiimi 0e3 xo-
nHol iHpopmanil y BimkputoMy BUrisl. st mmdpyBaHHS 3aCTOCOBaHO alro-
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putM ChaCha20-Poly1305, sxuii 3a6e3neuye ik KOHQIASHIIHHICTD, TaK i aBTEH-
TUQIKAITIO TaHWX.

Kiou reHepyeTbcsi HIISXOM IIEPETBOPEHHS MalCTep-Mapoiisl uepes
PBKDF2-HMAC-SHA256 i3 BukopucranHsMm BumaakoBoi comi. Ctpykrypa
¢aitmy Brmogae salt, nonce Ta ciphertext, mo rapaHTye KOpPEeKTHICTh 1 Oe3meKy
BIJHOBJICHHS IaHUX.

[pouenypn mudpyBaHHa i po3mmppyBaHHS CKIANAIOTHCS 3 MOCTITOBHUX
eTariB: cepiajizalii Ta aecepianizaiii CTPyKTYpH CXOBHIIA, TeHeparii kpunrorpadi-
YHUX HapaMerpiB, MmuQpyBaHHs/aemdpyBaHHs Ta (OpMyBaHHS MiJCyMKOBOTO
¢aitny. Yci nomuiiku aBreHTUdIKaIii OJIOKYIOTh JOCTYI /IO JAHHUX, YHEMOXKIIHB-
JIFOI0YM X YMTAHHS MPY CIIOTBOPEHHI BMICTY 200 BBE/ICHHI HENPaBHIIEHOTO MapoJIsL.

Cucrema miATPUMYE MOAABaHHS BKIQACHUX (PaililiB M0 OyIb-sIKOTO 3aImucy.
Bxnaniensst 30epira€Tbcst y BUIVISIIL TEKCTOBOTO mpezcrasieHHs (base64), mo 3a-
Oesneuye cymicHICTh i3 JSON-CTPYKTYpOrO Ta KOPEKTHICTH IOJAJBIIOTO mH(py-
BaHHS.

Ipomec BrIFOUae BUOIp KOpHCTYBadeM (ailiry, IepeBipKy HOro mapameTpis,
KOAyBaHHS B base64, BKIIOUESHHS BKJIAJICHHS IO MOJIETIi 3aIHUCy Ta TIOBTOPHE MH -
PYBaHHS BCHOTO cXOBMINA. THMUYacoBi (aiiii CTBOPIOIOTHCS JIMIIIE HA Y9ac Iepers-
Jly Ta BUIAISIOTHCS 0 3aBepliIeHH] ceaHcy. OOMeXeHHs Ha po3Mip BKJIaJICHHS 3a-
0e311euyIoTh eEeKTUBHICTH IIH(PYBaHHS Ta MIBUIKICTE POOOTH CHCTEMH.

3anpornoHoBaHe pimeHHs{ 3abe3rneyye 3axulleHe 30epeKeHHsT 0COOMCTUX 3a-
IKCIB 1 BKIIA/ICHh HA OCHOBI CYYaCHHMX KPHIITOrpaiaHuxX aJ'Il"OpI/ITMlB TO€/IHYHOUH
3pPY4HICTh BHUKOPHCTaHHSI, THYYKICTh HaJlAlITyBaHb 1 BUCOKMH PiBEHb HaJiiHOCTI,
110 POOUTH HOTO IPUAATHHM TSl 0COOMCTHX 1 TpodeciifHux moTpeo.
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METO/HU 3ABE3IIEYEHHSA 3AXHUIINEHOI'O BIJJAJIEHOI'O
JOCTYITY JO IOT-IH®PACTPYKTYPU SOHO 3 BUKOPUCTAHHAM
IMPUHIUIIIB ZERO TRUST

Hazapiii BYPAK, bornan IMUTPYK,
Isan IMUTPYK, Aprem TEPACUMYYK
JIvsiscokuti OepoicasHuil yHisepcumem Oe3nexu HCUmmeOisibHOCMI

Anomauia. Y pobomi oocnioscero npobremy epaziuseocmi loT-npucmpoig y do-
mawnix mepexcax (SOHO) ma 3anponoHosano apximekmypy 3aXutyeno2o 8i00a1eH020
docmyny, wo 06a3yemuvcs HA NPUHYUNAX «HYTb080T 0o8ipuy (Zero Trust). 3 euxopucman-
nam cepeoosuwa cumynayii Cisco Packet Tracer pospobaeno ma npomecmogano mpupi-
BHEBY CUCMeM) 3aXUCMY, KA BKII0YAE [30MIAYil0 HA PI6HI XOCMA, MIHIMI3ayilo NOBEpPXHI
amaxu uepes Port Forwarding ma 3axucm 6e30pomogozo ceemenma. Pesynomamu mec-
MY8AHHS NIOMBEPOUNU eEeKMUBHICIb 3aNPONOHOBAH020 NIOX00Y NPOMU 306HIUHIX 3d-
2p0o3 ma KOMnpomemayii GHYmpiuHix npucmpois.

Knruoei cnosa: inmepnem peueii (IoT), SOHO, Zero Trust, inghopmayiiina 6e3-
nexa, Cisco Packet Tracer, ESP32, ¢pacpson.

Abstract. The paper investigates the vulnerability of IoT devices in Small Off-
ice/Home Office (SOHO) networks and proposes a secure remote access architecture
based on Zero Trust principles. Using the Cisco Packet Tracer simulation environment, a
three-level protection system was developed and tested, incorporating host-level iso-
lation, attack surface reduction via Port Forwarding, and wireless segment protection.
Test results confirmed the effectiveness of the proposed approach against external threats
and internal device compromise.

Keywords: Internet of Things (1oT), SOHO, Zero Trust, information security, Cis-
co Packet Tracer, ESP32, firewall.

Crpimke nomupenHs: npuctpoiB Iarepuery peueit (IoT) y nomammix me-
pexxax (SOHO — Small Office/Home Office) cTBoproe HOBi BEKTOPH 3arpo3s.
Bromxerni loT-npucrpoi (Hanpukmazn, Ha 6a3i ESP32) yacto maroth oOMexeHi
MOYKJIMBOCTI MU(pPYBaHHS Ta Bpa3auBi NpomuBky. KiacHuHuii 3aXUCT Ha PiBHI
mepuMeTpa (poyrepa) € HeNOCTaTHIM, OCKUIBKH KOMIIPOMETAIlis OJHOTO MpU-
CTPOIO B "TUIOCKIi" Mepexi CTaBUTh MiJl 3arpo3y KPUTHYHI CEPBEPH.

Mertoro po0OOTH € po3poOKa apXITeKTypH 3aXHUIICHOTO BiAICHOTO JOC-
TYIy J10 AOMaIHboro cepepa ta loT-npuctpois, mo 6a3yeTbcs Ha MPUHLUIIAX
"HynmpoBoi moBipu" (Zero Trust). [ns MoaenroBaHHS MepeKi BUKOPHCTAHO cepe-
nosuine Cisco Packet Tracer. Tomosorist Mepexi BKITIOYa€e: CErMEHT II0OAIbHOT
mepexi (WAN) 3 imiramiero 3oBHimHBOr0 KiieHTa ("Hacker/Remote User") Ta
nokansHUA cermeHT (LAN) 3 cepBepoM KepyBaHHSI, KIIIEHTCHKUMH HPUCTPOSIMU
ta loT-xouTponepom (SBC/ESP32).
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Pucynok 1 — Tommonoris mepexi B cepenosuti Cisco Packet Tracer 3 BuniteHuM
WAN Tta LAN cermeHTamu.

B xo/1i moCnimpKeHHS peaai30BaHO TPUPIBHEBY CUCTEMY 3aXHCTY:

3axmcr 6e3apoToBoro cepenosuma. Bukopucrano cranmapt WPA2-PSK
(AES) y noennanni 3 npuxoByBaHHSM ineHTHdikaropa mepexi (Hidden SSID).
e yckiamHioe MacHBHUN MOHITOPHHT edipy Ta aBTOMaTH30BaHI aTakd HA Mij-
6ip mapodiB.

Minimizanis noBepxHi ataku (Attack Surface Reduction). Ha mexxoBomy
MapIIpyTHU3aToOpi HaJalTOBaHO crarnuHy TpaHcismio agpec (NAT/Port For-
warding) BukimouHo s nopry TCP/80. Ile 3abe3neuye moctynHicTh BeO-
iHTepdeiicy KepyBaHHS 330BHI, 3anumarodn [oT-koHTposepy Ta BHYTPIMIHI cep-
Bicu (SMB, FTP) HeBuauMuMH /1711 30BHIIIHBOTO CKAaHYBaHHSL.

Peanizanis Zero Trust Ha piBHI XocTa. OCKITBKH OIOIPKETHI MapIIpyTu3a-
Topu He nmiaTpumytoTh VLAN, i30Js1it0 peanizoBaHo Ha piBHI cepBepa. Hamam-
toBano Host-based Firewall 3 momitukoro "White-list": mo3BoseHo numie BXim-
nuit Tpadix HTTP ta ICMP.



«[HO®OPMAILIMNHA BE3IIEKA 293
TA IHOOPMAIIMHI TEXHOJIOTI Ti»

¥ server1 = m] X
Physical Config Services Deskiop Programming Attributes
Firewall X
Service ©on O off
Interface  FastEthemet0
Inbound Rules
Action Deny ~ Protocol 15
Remote IP 0.0.0.0 Remote Wildcard Mask  255.255.255.255
Remote Port  any Local Port 80
Save Remove Add
Remote Remote Remote Local
Action Protocol P Wwild Card Port Port
1 Allow TCP 0.0.00 255.255.265.255  any 80

2 Allow ICMP 0.000 255,255.255.255 - -

Pucynox 2 — Kondirypauis Host-based Firewall Ha cepBepi kepyBanHs (110J1iTH-
Ka 61JI0T0 CIIHCKY)

= Cuenapiii JeriTuMHOro mocTymy: 3O0BHIIIHIA KII€HT YCHIIIHO
OTpPHUMYE JIOCTYII 10 BeO-IaHel kepyBaHHs yepe3 myomiuny [P-anpecy.

= Cuenapiii BHyTpinmboi 3arpo3u (Insider Threat): Cripoba ckommpo-
METOBAaHOTO BHYTPIITHROTO MPHCTPOIO (HOYTOYKA B Tiil XKe MiAMEepexi) OTpUMAaTH
Joctyn 1o (aioBoi cucteMu cepBepa depe3 mpotokonr FTP Oyma aBTOMaTHYIHO
3abn0KkoBaHa (pacpBOJIOM, HE3BAKAFOYH Ha BIZICYTHICTH MEPEKEBOI CErMEHTAIIi.

= IDRoasiuia IoT: Konrponep ESP32 mHenmocTymHmMit 3 rmoGanbHOI Mepeski,
KEpYBaHHS HAM 3[iHCHIOETHCS BUKITFOUHO YePE3 3aXHIIECHN CepBep-TIOCEPEAHHK.

BucnoBkH. 3anponoHoBaHa apXiTeKTypa JI03BOJIsIE 32a0€3eYUTH BUCO-

KUl piBeHb Oe3neku B Mepeskax SOHO 06e3 BUKOpHUCTaHHS JOPOrOro Kopropa-
TUBHOro oOyiasHaHHs. [lepeHeceHHs JIOTIKM 3aXHCTy 3 IepUMeTpa Mepexki Ha
kinneBi Touku (Server Endpoint) no3Bosisie eeKTUBHO MPOTHIISATH aTakaM Ha-
BiTh Y BHITIQJIKy IPOHUKHEHHS 3JI0BMUCHHUKA BCEPEIUHY JIOKAIBHOT MEPEXKi.
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INTEGRATING THREAT MODELING AS CODE INTO GITOPS
WORKFLOWS WITH Al SUPPORT IN DEVSECOPS PIPELINES

Oleksandr VAKHULA
Lviv Polytechnic National University

Abstract. This thesis proposes a framework for embedding Threat Modeling as
Code (TMaaC) into GitOps-based DevSecOps pipelines with Al-assisted analysis. Threat
models are captured in machine-readable, version-controlled formats and processed by
LLM-based agents to generate threats and mitigations automatically. We detail the
system architecture, including how Al agents consume and update threat-model artifacts,
and how GitOps pipelines enforce continuous validation. Our contributions include a
methodology that formalizes threat modeling into an automated DevSecOps workflow.

Keywords: threat modeling as code, GitOps, DevSecOps, Al agents, security
automation.

Annomauisn. ¥ mesi 3anpononoeano cucmemy inmeapayii MoOemo8anHs 3azpo3 y
6uenadi xody (TMaaC) 3 GitOps-éopkgnoy ma Al-niompumroio y DevSecOps.
Dopmanizoeani moodeni 3azpoz (y YAML/JSON) eepcionyromvca i asmomamuiHo
ananizyromucs 3a oonomo2orw Al-acenmis. Onucano apximekmypy cucmemu, 63A€MOOII0
Al 3 apmepaxmamu moodeni 3acpoz ma poav GitOps-natiniaiinie 'y 6e3nepepeHomy
3a6e3neuenHi Oe3nexu.

Knrwuoei cnosa: modeniosanus 3aepos sk koo, GitOps, DevSecOps, wmyunuil
iHmenexm, agmomamu3sayisi 6e3nexu.

1. Introduction. Security initiatives must shift left to catch design-level
flaws early in development. Traditional threat modeling is performed manually
(workshops, DFDs, STRIDE analysis) and often disconnected from automated
pipelines. Threat modeling should occur “from the very early stages” of design,
but remains a complex, expert-driven task . Manual approaches are costly and
error-prone. Integrating threat modeling into DevSecOps addresses this gap. By
treating threat models as code (TMaaC) - using structured, versioned formats —
we enable continuous, automated analysis.

2. Methodology. The proposed system integrates Threat Modeling as
code into a GitOps-style CI/CD pipeline. Design artifacts (architecture diagrams,
OpenAPI specs, l1aC templates) reside in a Git repository. On each commit or
pull request, a Cl process invokes an Al-based Threat Modeling Engine. This
may include LLM-powered agents or parsers (e.g. Threagile or custom LLM
chain) that analyze the code and specifications to generate or update a structured
threat model (in YAML/JSON). The threat model describes assets, trust bounda-
ries, data flows, and identified threats. The Al agent augments the model by
proposing new threats and mitigations, leveraging contextual knowledge and
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threat libraries. All TMaaC artifacts are stored back in Git, enabling version con-
trol and code review of threat analysis.

Meanwhile, the GitOps pipeline (using tools like ArgoCD, Flux or Jen-
kins) continuously reconciles both application infrastructure and the TMaaC
repository with the desired state. GitOps agents compare the live environment
against the Git-stored specifications. If the Al agent has updated the threat mod-
el (for example by discovering a new vulnerability pattern), the pipeline can
automatically trigger downstream tasks: it may apply policy-as-code rules (e.g.
OPA/Gatekeeper policies derived from the model) or generate compliance tick-
ets if critical threats lack controls. The pipeline enforces checks: for instance, a
build may fail if the TMaaC analysis flags an unmitigated high-severity threat.
Additionally, the pipeline can feed the threat model into Controls Mapping
modules: generating firewall/WAF rules, Sigma alerts for SIEM, or Jira issues
linking threats to countermeasures.

In this way, Al agents interact with threat artifacts throughout the flow.
On code changes, Al agents parse updated diagrams or code and refresh the
TMaaC document, then create Git commits or PRs for peer review. Conversely,
existing threat model entries guide the deployment: the pipeline can align infra-
structure changes with the TMaaC definitions. For example, if the TMaaC
YAML indicates a database containing PII is exposed, the pipeline might en-
force encryption policies or network controls as specified in code. Overall, the
GitOps pipeline provides the automation backbone: it treats threat models as
first-class inputs, ensuring that any change to the system (code or TMaaC) trig-
gers a reproducible, auditable build and deployment sequence. This creates a
continuous feedback loop where security analysis (via Al and TMaaC) is part of
the normal Git-based workflow.

3. Comparison with traditional Threat modeling. This thesis core con-
tribution is demonstrating how TMaaC transforms threat analysis into a repro-
ducible, automatable discipline, contrasting sharply with traditional methods. In
conventional threat modeling, teams manually construct diagrams and check-
lists, often in an ad-hoc way. Such models are typically not version-controlled or
integrated with CI/CD, making them hard to update or reuse. By contrast,
TMaaC formalizes the model: threats, assets, and controls are encoded in ma-
chine-readable form. This formalization enables automated reasoning and pre-
cise verification . For example, formal threat specifications can be fed to tools
that automatically verify if the current configuration violates any defined securi-
ty property.Integration into automated workflows is another key advantage.
TMaaC pipelines can automatically generate mitigation checks and policy rules,
linking security directly to code commits. Traditional threat modeling usually
happens in isolation, without CI/CD enforcement. With TMaaC, threat analysis
is continuous and “shifted left”: builds can break if security rules from the model
aren’t satisfied. This tightly couples design intent and implementation. As one
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source emphasizes, embedding threat modeling into DevSecOps provides a tac-
tical advantage for proactive defense . By codifying security knowledge (often
using policy-as-code and Al), our approach embeds security gates into GitOps
operations, whereas manual methods lack such automation.

4. Conclusion. We have presented an approach to integrate Threat Mod-
eling as Code into GitOps-based DevSecOps pipelines. By treating threat mod-
els as formal, version-controlled artifacts and augmenting them with Al-driven
analysis, our methodology makes threat modeling iterative, automated, and re-
producible. The expanded methodology section described a pipeline architecture
where Al agents generate and refine threat-model code, while GitOps ensures
continuous validation and deployment of security controls. The scientific eval-
uation highlighted TMaaC’s benefits in enabling formalized, repeatable security
analysis versus traditional manual techniques. In future work, we will prototype
this architecture and evaluate its effectiveness on real-world case studies. Em-
bedding TMaaC into automated workflows promises to significantly improve
secure design practices and resilience of deployed systems.
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AHAJII3 KOMIIVIEKCHOT'O IMIAXOAY A0 3ABE3IIEYEHHSA
OIJIICHOCTI TA BE3IIEKH PO3I'OPTAHHSI XMAPHUX
KOHTEMHEPU30BAHUX 3ACTOCYHKIB

Boaogumup 'ABPUJIAK, HOpiit KYJIUK, Bornan CKOPUHOBUY
Hayionanvnuii ynieepcumem «J/Ivgiscoka nonimexnikay

Anomauis. B oaniit pobomi 00Cni0HceHo NPodIeMamuKy 3aXucmy 1anyro2d noc-
MAYanHs, KOHMeUHepU308aHUX 3acmocyHkis. OOTPYHMO8aHO OOYINbHICIb 3ACMOCYBAHHS
cmpamezii “Shift-Left” 0na uigenroeanns puszuxie mikpocepegicuoi apximexmypu. Ilpono-
HYEMbCA KOMNJIEKCHUL MeXanism 0e3neyH020 po320pmanHa KOHMeUHepis, wo 8KIYae
MIHIMI3ayilo 0asosux 00paszie, asMOMAmMu308aHUll CMAMUYHUL AHALI3 6PA3IUBOCHEl,
Kpunmoepagiuny eepughixayiio ix yinichocmi ma cysope obMmediceHHs npusineis cepeoo-
BUUA BUKOHAHHS.

Knwuoei cnosa. oOesnexa kxouwmetinepuzayii, naumyioe nocmavanus 113,
DevSecOps, ynpasninns epaznueocmsamu, xmaphi peccmpu, Docker Content Trust, npun-
Yyun HauMeHWuUx npusineis.

Abstract. The research addresses security issues within the supply chain of
containerized applications, arguing for the implementation of the “Shift-Left” strategy to
neutralize microservice risks. The paper proposes a holistic secure deployment
framework that integrates base image minimization, automated static analysis,
cryptographic integrity verification, and rigorous runtime privilege enforcement.

Keywords. container security, software supply chain, DevSecOps, vulnerability
management, cloud registries, Docker Content Trust, least privilege principle.

Beryn. 3mina napagurMu po3ropTaHHs 3aCTOCYHKIB B1JI MOHOJIITHHUX ap-
XITEKTYp 10 MIKpOCEpBICIB Jie-(pakTo 3aTBepauia KOHTEHHEPH K CTaHIapT st
JOCTaBKH MPOTPAMHOTO 3a0e3ledyeHHs. X04a KOHTeHHepH3alis IpoIoHye 0e3-
NpeleeHTHY THYYKICTh Ta MOPTATHBHICTH, BOHA CTBOPIOE HOBY Ta CKJIJHY I10-
BEPXHIO aTaky, SIKy TPAIWUIiiHI MOAei OE3MEeKH YaCTO HE MOXKYTh OXOIIHTH.

OpHi€ro 13 IpUYMH € Te, 1o Oe3neuHe posropranHs oopa3y Docker He moske
OyTH JOCSTHYTE JIMIIE IIUIIXOM 130JIAIIi i Yac BUKOpUcTaHHS. HaromicTs, HEOO-
XiZHO BIpoBa/UKyBaTH crparerito “Shift-Left”, sika rpyHTyeThCSI Ha CyBOpUX CTaH-
JlapTax Oe3reKy Ha KO)KHOMY €Talli JTJaHITFora MoCTaYaHHs KoHTerHepiB [1].

Minimizanisi noBepxui ataku. @yHIaMEHTAIbHUM BEKTOPOM 3aXUCTY KOH-
TelHepiB € onTuMizallis 6a30Boro obpa3y. BukopucTaHHs AUCTPUOYTHBIB 3araiib-
HOTO TIpU3HAYEHHS (HAMpPUKIAI, TOBHUX Bepciii Ubuntu) mpu3BoauTh 10 HaUTHIN-
KOBO{ KUIbKOCTI OiHApHUX (haiiIiB Ta cCHCTEMHUX OI0TIOTEK, 10 PO3IIMPIOE MOXKIIH-
BOCTI €KCIDTyaTallii Bpa3JIMBOCTeH X KOMIIOHEHTIB. CaMe ToMy, HOIUIEHUM € BU-
KOPHCTaHHsI 00pa3iB i3 MiHIMAIEHUM HabopoM yTuiit (Alpine Linux) abo criemiami-
30BaHKX 00paziB Tumy "Distroless", siki no3oasneHi odononku shell. Peanizanis Ta-
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KOTO MPHHIIAITY JO3BOJISIE HiBemoBaTH 3arpo3u kiacy "living-off-the-land", ockirnb-
KM BIICYTHICTh HEMIOTPIOHKX IMaKeTiB Ta 0i0MIOTEK YCKIIaIHIOE BUKOHAHHS 37I0BMH-
CHOT'O KOJIy HaBITh y BUITAJIKy KOMIPOMETAIIil 10/1aTKa.

Bepudikauis na erami 30ipku: Crtaruynmii aHajgi3 Ta ynmpasBJiHHS
cekperamMu. KputuyHuMm ertanom 3abe3neueHHs MUTICHOCTI KOHTEHHEPIB € IMII-
JIEMEHTAIlisl aBTOMATH30BaHMX TepeBipok y kouseepu CI/CD.

o Asmomamu3zosanuil ananiz epaziueocmeii. 3TiTHO 3 CyJ9aCHUMH
craHiapramu, cratnuHuii ananiz (SAST) Ta ckaHyBaHHS KOHTEHHEpIB MaroTh
Oyt 000B’S3KOBUMH €TallaMy 3aXMCTy JaHIora nmocraganus [1]. Bapro 3a3na-
YHTH, IO PE3y/IbTaTH CKAHYBAHHS MOXKYTh BapiloBaTHCs 3aJICXKHO Bill 0OpaHOTO
IHCTpyMeHTapio Ta 6a3u CUrHATYp, IO MIATBEPIKYETHCS MOPIBHIIBHUMH JI0C-
JHKSHHAME €(peKTUBHOCTI Pi3HUX cKaHepiB [2]. 3 ormsimy Ha Iie, MPOTOHYEThCS
BukopucTanHs nojitiku "Breaking the Build" mpu BusiBnenni CVE 3 piBHem
KPUTHYHOCTI, 1[0 TIEPEBUIILye€ BCTAHOBICHUN mOpir. J0JaTKOBOIO peKOMEH A -
ero € rerepanis SBOM (Software Bill of Materials) mis 3a6e3nedeHHs mpo30po-
CTi KOMIIOHEHTHOTO CKJIaay oOpasis.

o Poboma 3 cexkpemamu. ApxitekrypHa ocoOmusicte Docker (Layer
Caching) pobute HempumycTuMuM 30epiraHHs KoH¢imeHmiiHMX maHnx (API-
KITIOUiB, cepTH(IKaTiB) BcepemmHi 06pasy. Moro GaraTomaposa mpupoia CIpudH-
HS€ Te, 10 30epiraHHs CeKpeTiB B OJHOMY KpOIi i BUAAJICHHS B HACTYITHOMY HE
MIPU3BOAUTE 10 iX 3HUKHEHHS 3 icTopii o0pa3dy. €1uMHMM 3arajJbHONPUHHITUM
IXOOM € iH’ €KITi CeKPEeTiB i 9ac BUKOHAHHS KOHTeHHepa (runtime injection)
Yyepe3 MeXaHi3MHU OpKecTparlii ado cremiarizoBani cxosuma (Vault) [3].

Po3noBcrogxenns ta 30epiranns: 3ade3neyeHHs: HUIICHOCTI Ta KOHT-
poarw pocrymy. Ilicnsa eramy 30ipku 00pa3 3aBaHTaXKYeTbCS A0 PEECTPY KOH-
TEeHEPIB, SIKMH y Cy4aCHUX KOPIIOPaTUBHUX CEPEOBUIIAX peai3yeThes Ha 0a3i
KepoBaHMX XMapHUX cepBiciB, Takux sk AWS ECR, Azure ACR a6o Google
Artifact Registry. BinnoBinHo, Takuii minxin nependadae o6oB'si3koBe muppy-
BaHHS CXOBHIIA Ta BIPOBAPKEHHS MOJITUK KOHTpodro goctymy (IAM/RBAC)
JUTS MiHIMIi3aI[il pU3UKY HECAaHKI[IOHOBaHOT Moaudikarlii 00pa3iB ado X mimMiHu
TpeTiMu cropoHamu[4].

[TapanesbHO 3 KOHTPOJIEM AOCTYITY JI0 CXOBHINA, HEOOXITHO rapaHTyBaTh
JIOTIYHY HiTICHICTh Horo BMmicTy uepe3 MexaHizmu Docker Content Trust (DCT).
Buxopucransas nudpoBUX MIAMKCIB J03BOJISIE Bepu(iKyBaTH aBTOPCTBO KOAY Ta
3aXUCTUTH Bix atak Tumy "Man-in-the-Middle" mix yac nepenaui nanux. onart-
KOBOIO IIEPeBAaror0 BHKOPHUCTAHHS XMapHHUX PEeCTpiB KOHTEHHEPIB € MOJMJIH-
BiCTh O€31epepBHOTO CKAaHYBaHHS 3aBaHTA)XEHMX 00pasiB, 110 JJO3BOJISE Olepa-
THBHO BYSIBIIITH BPa3IMBOCTI, iH(pOpMaIlis mpo ski 3’sBuiacs y 6a3ax CVE Bxke
ITICIIS 3aBEpIICHHS Tpoliecy 30ipku (Tak 3BaHi Zero-Day 3arposn). Lle mepeTBo-
PIOE PEECTP i3 MACHBHOTO CXOBHUINA HA AKTUBHUH IHCTPYMEHT MOHITOPHHTY [2].

Kondirypaniss cepenoBuimma BHKOHAHHS. 3aXWCT JIAHIIOTA ITOCTAYaHHS
OyB Ou HeroBHUM 0e3 po3risiny acnekry “Runtime”. HaBiTh nepeBipenuii ta 0e3-
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revHni 00pa3 Moxe OyTH CKOMIIPOMETOBAaHHMH uepe3 ciiabKy KoH}iryparito op-
KecTpaTopa. KpUTHYHO BXKJIMBUM € IOTPUMAHHS IPUHIMITY HAHMEHILHMX ITPUBLIE-
iB: Ge3ymoBHa 3a00pOHA 3aIyCKy IPOLECIB BiJ] IMEHI KOpHCTyBaya “root”, BH-
KOpPHUCTaHHSI MEXaHBBMIB “securityContext” s BIIKIIOYECHHS 3alBHX ITOB-
HOBa@XEHb 51/Ipa Ta MOHTYBAaHHSI KOPEHEBO]1 (haiiyIoBOi CHCTEMHU B PEXHMI "JTHIIIE TS
yutanHa" (Read-Only). Takuii KOMIUIEKCHUH MIAXiZ YHEMOXKIIMBIIIOE 3aKPIIlICHHS
3JIOBMHCHHKA B CHCTEMI, TApaHTYIOUH CTIHKICTh TaKOi iHPPACTPYKTYPH.

BucnoBku. [IpoBeneHe nociiKeHHs 103BOJISIE CTBEPKYBATH, 10 0€3-
IeKa PO3rOPTaHHS KOHTEHHEPHU30BAHUX 3aCTOCYHKIB € ITEpaTUBHUM IIPOLIECOM,
a HE CTaTWYHUM CTAaHOM cHCTeMH. KomIiekcHa iMIUIeMeHTalisl 3alporoHOBa-
HUX 3aXOIB - MOYMHAIOYHN 3 MiHIMi3a1lii 6a30Boro oOpa3y Ta aBTOMAaTH30BaHOTO
aHai3y Bpa3IMBOCTEH 1 He 00MeXylounch KpunrorpadiuHoro Bepudikarieto ta
00MEKEHHSIM MPUBLIETB T03BOJISIE 3a0€3MEUNTH HAICKHUIN PIBEHb 3aXUIIICHOCTI
HaTHUBHUX XMapHUX JIOJaTKIB 0€3 BTPaTH THYYKOCTi PO3POOKH.
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iHTepHEeT-KOHepermis, 14—15 tpasas 2025 p., TepHomins, YkpaiHa, Ormoure,
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METO/J OHIHKHA AKOCTI ITPOI'PAMHOI'O 3ABE3IIEYEHHSA
JIJIA 3BAXUCTY THOOPMAIIL Y KOMITIOTEPHUX MEPEKAX

Poman TAMPELIbKHIT, Bikrop THATIOK?
Jleporcasnuti ynisepcumem «Kuiscokuii agiayivinuti iHcmumym»1
epoicasruil HayKo80-00CHiOHUL iHCIMUmMYm mexHono2il Kibepbesnexu
ma 3axucmy inbopmaL;ii2

Anomauia. Y pobomi 3anponoHogaro memoo KilbKiCHOI OYiHKu AKocmi npozpa-
MHO20 3abe3neuennss, wo peanizye QYHKyii 3axucmy iHgpopmayii ¢ Komn romepHux me-
pearcax. Memoo noeonye ISO/IEC 25010 3 oomen-cneyuiunumu mepesxcesumu mempu-
Kamu ma mpupieHegoio cmpyKmypor (cepsicHull, (pyHKYIOHATbHUL, IHGPacmpyKmypHuil
PI6HI) OJ11 NOPIGHAHHSL PIULEHD | GUAGTICHHS KDUMUYHUX KOMINOHEHMIS.

Knruoei cnosa: saxucm ingpopmayii; xomn romepHi mepesxci; AKicmos npozpam-
Ho2o 3abe3neuenns; oyinioganns sixocmi; ISO/IEC 25010; mepeosicesi mempuku, sipmya-
Ai3ayis.

Abstract. The paper presents a method for quantitative quality assessment of
software that implements information security functions in computer networks. The
method combines ISO/IEC 25010 with domain-specific network metrics and a three-level
structure (service, functional, infrastructural) to compare solutions and detect
bottlenecks.

Keywords: information security; computer networks; software quality; quality
assessment; ISO/IEC 25010; network metrics; virtualization.

VYV cydacHHX KOMIT'FOTEPHHX Mepekax 3ax’cT iH(opmarlii 3Ha9YHOI0 Mi-
POIO BU3HAYAETHCS BIACTUBOCTSIMU IporpamHoro 3abesneueHus (I13), sike pea-
Ji3ye MapupyTu3anito, Giasrpamiro Ta mudpyBasas TpadiKy, KOHTPOIb JOCTY-
Iy, CeTMEHTAIIil0 MEpeXi, MOHITOPHHT 1 ayauT MoAild Oe3neku. Bin skocTi Tako-
ro 13 3anexwurts 37aTHICTH Mepexi 3a0e3nedyBaTu KOH(]IAEHIINHHICTD, IiTic-
HICTh 1 JOCTYNHICTH iH(OpMAaIii, TPOTHIIATH KiOepaTakaM, JOKali30BYBaTH
IHIIMACHTH Ta MiATPUMYBATH 3aaHUI PIBEHb CEpBICY LIl KOPUCTYBAYiB 1 MPUK-
JTaTHUX CHCTEM.

Knacuuni mogeni ominku skocti I13 (ISO/IEC 25010 Tta iH.) 3amar0Th 3a-
TIbHY paMKy Ui aHami3y xapaktepucTuk I13, Takux sk QyHKIIOHAIBHA MTPHU-
JaTHICTb, HAJIHHICTh, NMPOAYKTUBHICTb, Oe3leKa, CYpOBOJUKYBaHICTh, IOpPTa-
TUBHICTb. OIHAK y KOHTEKCTI 3aXHMCTy iH(pOpMAIil B KOMIT FOTEpHUX Mepexax
(KM) BOHH MOTpeOYIOTh JOTIOBHEHHS JTOMEH-CIICIU(ITHIMA TOKa3HAKAMH, SKi
MPsIMO BiOOpaXKaroTh BUMOTH JI0 KOH(IICHIIHHOCTI, I[UTICHOCTI Ta IOCTYITHOCTI1
(CIA), a Takox crerudiky MEepeKeBHUX CEpBICIB 1 apXiTeKTyp (pO3IMOAiIEHICTD,
HasBHICTH BIPTyaJIbHUX CETMEHTIB, FiOpHIHI XMapHi cepea0oBHILA TOLIO).
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MerTo10 TOTIOBii € BIOCKOHAJCHHS Ta aJanTallisi METOAY OI[IHKH SKOCTi
13, opierToBaHOrO Ha 3a/1aui 3a0e3nedeHHs 3axucty iHpopmarlii B KM, 3 Mox-
JIMBICTIO KINBbKICHOTO MOPIBHSHHS aJbTEPHATUBHUX PIllleHb 1 BIZICTEKEHHS 3MiH
SIKOCTI B TIPOIIECi eKCIUTyaTaIfii.

3anpornoHOBaHUil METO/1 I'PYHTYETHCSI Ha TIOETHAHHI CTAHAAPTHUX Xapak-
tepuctuk sikocti 3a ISO/IEC 25010 3 momen-crienudigaHuMu MeTpukamu. J{o
TaKUX METPHUK HaJEXKaTh:

— MEpeKeBi IOKa3HUKH: 3aTPUMKa Ta Bapiallis 3aTpUMKHU TIpu 00poOi Tpadiky,
TIPOITYCKHA 3/IaTHICTh, BIICOTOK BTPa4Y€HHX MaKeTiB, JOCTYITHICTh CEPBICIB;

— TIOKa3HWUKH CTIAKOCTIi: BIAIMOBOCTIHKICTD (pe3epByBaHHA BY3JIB 1 KaHATIB, KJla-
CTepHi KOH(Iryparii, aBTOMaTHIHEe TEPEKITFOUCHHST U 3005X), CTIMKICTh O aTak
trity DoS/DDoS, 31aTHICTh 710 pOOOTH B yMOBaX YaCTKOBHX BIIMOB;

— TOKA3HHKH OE3MEeKH Ta MOHITOPHHTY: TIOBHOTA Ta JETATBHICTh JKYPHAIIOBAH-
HI TIOJIil, HAsIBHICTh MEXaHI3MIB KOPEJIALIil Ta aHaIi3y HIMACHTIB, €()EKTUBHICT BU-
SIBJICHHS aHOMAUTii;

— TIOKa3HMKH eeKTHBHOCTI: BUKOpHCcTaHHs pecypeis L1, oneparuBroi mam’siti
Ta MEpeXXeBHX IHTEep(helciB, MacIITAOOBAHICTh PU 3POCTAHH] HABAHTAYKCHHSL.

Merton peanizye TpUPIBHEBY CTPYKTYPY OLIIHIOBAHHSL:

— CepBicHUil piBEHb — aHATI3YETHCS BIAMOBIIHICTh XapaKTEPUCTUK Mepe-
JKEBHX CEpBICiB (IIPOITyCKHA 3[]aTHICTh, 3aTPUMKA, JJOCTYITHICTh, BTpaTa MaKEeTIB)
BUMOTaM [0 3axucTy iHdopmauii Ta y3romkenuM napamerpam SLA. Oxpemo
BPaxOBYEThCS BIUIMB aKTHBAIlil (YHKI Oe3lekn Ha SKIiCTh OOCIyroBYBaHHS
KOPHUCTYBayiB.

— OyHKIIOHATBHAN PiBEHB — OIIHIOETHCS KOPEKTHICTH peanizalii pyHKIIH,
mo Oe3rnocepeHbO BIUIMBAIOTH Ha 3aXWCT iH(opManii: inenTudikamis i aBTeH-
TH(IKaIis cy0’eKTiB TOCTYITy, aBTOPH3aLlisl, peati3amis MONITHK AOCTYIy, (iab-
Tpamis Tpadiky, MITPUMKa CIUCKIB KOHTPOIIO JOCTYITY, MEXaHI3MH BUSBICHHS
Ta OJOKYBaHHS IMiI03PLI0T AKTUBHOCTI, 3aXKCT BiJl THIIOBUX MEPEIKEBUX aTaK.

— IadpactpykrypHmii piBeHb — po3risaacTbes podota 13 y BipTyamizoBa-
HOMY CEpeIOBHIII, BKJIIOYAIOYM BIIMOBOCTIHKICTH (pe3epBYBaHHs, KIacTepH,
crieHapii TEPeKIFOUeHHs), MOMJIMBOCTI TOPHU30HTAIBHOTO Ta BEPTHUKAIHHOTO
MacmTadyBaHHS, a TAKOXK €()EeKTHBHICTh BUKOPUCTaHHS 00YMCIIIOBAIBHHX 1 Me-
PEXKEBUX PECYPCIB Y Pi3HUX CIIEHAPISX HABAaHTAKCHHS.

Jist xokHOTO piBHS (hOpMYy€EThCs HabIp YaCTKOBHX METPHK, SIKI HOPMY-
I0ThCs 10 €AMHOT mKanu (Hanpukiaz, [0;1]). Barosi koedilieHTH BU3HAYAIOTHCS
3 ypaxyBaHHSIM Ba)XJIUBOCTI KOHKPETHOT METPHKH UL 3a0e3nedeHHst KoHpineH-
IHOCTI, MUTICHOCTI Ta AOCTYMHOCTI iH(OopMaIlil B 3aJaHOMY KiIaci Mepexi (Ko-
priopaTHBHa Mepexa, JaTa-LeHTp, IPOMHUCIOBA Mepexa, BiIgaJeHHHd NOCTYIl
TomIO). 3MiHA Bar JO3BOJISIE a[JAITyBaTH METOJ IO PI3HUX MPOQLIIB pU3UKY Oe3
Moaucikarii 6a3oBoro Habopy MeTpuk. OcOONHMBICTIO METOTY € MOKIIHBICTH
HOro BUKOPHCTAaHHS SIK Y CTaTHYHOMY pEXHMi (pa3oBa OLIHKa SKOCTi Hepen
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BIIPOBAKEHHAM a00 micis oHOBieHHS [13), Tak i B TMHAMIYHOMY PEeKUMI, KOJIH
30ip MeTpUK BiOyBaeThcsi O€3MEPEPBHO B ITPOIIEC] EKCILTyaTarlil.

ExcriepuMeHTabHe AOCTIPKEHHS METO/ly BUKOHAHO Ha CTEHI, pO3rop-
HYTOMY y BipTyamizoBaHoMmy cepenosunii Proxmox VE. [lo ckimamy crenmy
BKJIFOYEHO THIIOBI KOMIIOHEHTH, 1110 BUKOPUCTOBYIOTHCS IJIsl 3aXUCTY iH(pOpMa-
uii B KM: mixmepesxeBuid ekpar, VPN-IIITI03 U1 opraHizaiii 3aXuieHoro Bij-
JIaJICHOTO JOCTYIy, CUCTEMY BHSIBJICHHS Ta 3al00iraHHs BTOPIHEHHSM, CEpBEp
300py, 30epiraHHA Ta aHaNi3y >KypHamiB mozid. Oxpemi BipTyaidbHI MaIIUHH
IMITYIOTh KOPHCTYBAIIbKi XOCTH Ta 30BHILIHI BY3JIH, 3 IKUX TCHEPYETHCA SIK JIe-
TITUMHUH, Tak 1 MOTSHIIIMHO IIKIITUBUI Tpadik.

YV Mexax eKCIIepUMEHTIB PO3TJITHYTO KUTbKa CIEHAapiiB (yHKI[IOHYBaHHS
MEpEXKEBOT IHPPACTPYKTYPU: HOPMAIBHUHN PEXHUM 3 HOMIHATHPHUM HABAaHTAXKCH-
HSM; DPEXKHM ITIIKOBOTO HABAaHTAKEHHS 3 BEJIMKOIO KUIBKICTIO OIHOYACHUX
3’€[IHaHb; CLEHapii YaCTKOBHMX BiIMOB (BIIKIIOUEHHS OKPEMHUX BIpPTyalbHHX
BY3JIB, J€Tpajalis KaHaTIB 3B’ A3KY); a TaKOX CIIEHApil MOSBU aHOMAIIFHOTO abo
LWIKUIMBOTO TpadiKy, COPSIMOBAHOTO Ha IOPYIIEHHS JAOCTYIMHOCTI ab0 KOH(]i-
JEHITIHOCTI iHpOopMAIIii.

AHai3 pe3ynbTariB 110Ka3as, 10 3aIPONIOHOBAHNI METO/ JIO3BOJISIE BUSIBILS-
TH KPUTHYHI KOMIIOHEHTH y peaitizaiii (GyHKIIH, BOXKIMBUX VISl 3aXUCTy H(pOpMa-
1ii, @ TaKOXX CBO€YacHO (hiKCyBaTH JieTpajallilo MapamMeTpiB, KpUTHYHUX 3 TOUKH
30py BUMOT /10 KOH(IACHIIIFHOCTI, IUTICHOCTI i JTOCTYIHOCTI JaHUX.

Merton ominku skocTi [13 € IHCTpYMEHTOM MIATPUMKH TPHUHHATTS pi-
LIeHb y 3a/a4ax 3ade3neueHHs 3axucty iHdopmauii B KM. Bin no3Boisie BuKko-
HYBaTH KUTBKICHO OOTPYHTOBaHE IMOPIBHSHHS albTEePHATHBHHUX KOH(Irypartii,
CIleHapiiB pO3TrOpPTaHHA Ta BapiaHTIB MOJEpHi3allil MPOrpaMHUX KOMIIOHEHTIB
CHCTEM 3aXHUCTYy.
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3ACTOCYBAHHA I'EHEPATOPIB BUITAJIKOBHUX
MOCJIIOBHOCTEM 3 TYACCOHIBCHKHAM 3AKOHOM
PO3IOJILTY B CACTEMAX 3AXUCTY IH®OOPMAIII

Oner T”APACUMYYK
Hayionanvnuii ynieepcumem «J/Ivgiscoka nonimexnikay

Anomauin. Y pobomi po3ensiHymo 3acmocy8amHs 2eHepamopie 6Unaoko8ux noc-
JI008HOCMell i3 NYACCOHIBCOKUM PO3NOOLIOM Y 2any3i iH(opmayitiHoi be3nexu ma Kibep-
saxucmy. [loxkasano egexmugHicmv makux eeHepamopie y MOOent08aHHi Kibepamax,
BUABNIEHHI AHOMATI Mepexcedo20 mMpagiky, parHoomizayii KpunmozpagiuHux npoyecis
ma ¢opmysanni 6imosux wiabnownie ona agmenmugixkayii npucmpois.

Knrwuosi cnosa: Iyacconiecvkuii po3nooin, ceHepamopu sunaoko8ux nociioos-
Hocmell, Kibep3axucm, amaxy, aHomanii mpaixy; aemenmugbikayis npucmpois.

Abstract. The paper considers the application of random sequence generators
with Poisson distribution in the field of information security and cyber defense. The
effectiveness of such generators in modeling cyber attacks, detecting network traffic
anomalies, randomizing cryptographic processes, and forming bit patterns for device
authentication is shown.

Keywords: Poisson distribution; random sequence generators; cyber defense;
attacks, traffic anomalies; device authentication.

CyuacHi cucteMu Kibep3axucTy MPaioTh B yMOBAX MOCTIHHOT AMHAM i-
KM 3arpo3, Jie BAXJIMBO He JIMIIE 3a0e3Me4nTH KpUnTorpadiyny cTidkicTb, ane i
YCKJIQJIHUTH IS 3JIOBMUCHHKA IIPOTHO3YBAaHHS MOBEIIHKH cucTeMu. Ha cporo-
JHINIHIA JIeHb TeHepaTopy MCEBJIOBHUIAIKOBHX MOCTIIOBHOCTEH IIMPOKO BHKO-
PHUCTOBYIOTECSI B CHCTEMAax 3axXHCTy iH(pOpMalii, ajge SK mpaBwIo HAHOUIBII T0-
MyJISIPHAMHU € TEeHEepaTOpH, L0 I'eHEepYIOTh IICEBIOBHIIAIKOBI TOCIIIOBHOCTI 3
piBHOMIpHHUM 3aKoHOM posnoxiny [1]. Xoua BapTO TakoX BiI3HAYMTH, WO H
TeHepaTopu, Ha BUXOJI SKUX OTPUMYIOTHCS IOCIIZOBHOCTI 3 IHITUMH, BiIMiH-
HUMH BiJl PIBHOMIPHOTO, 3aKOHaMH PO3MOJTY, TaKOX 3HaXOAATh CBOE Micle
JUTS BUPIMICHHS PI3HOMAHITHHUX 3a7a4 3axucty iHdopmarii. OTHUM 13 Iepcrek-
TUBHHX Ta MaTEMaTU4YHO OOIPYHTOBAHHMX IHCTPYMEHTIB JUISl LIBOTO € TeHEPATOPH
MOAiH, MO HiANOPSAKOBYIOTHCS ITyacCOHIBCBKOMY 3aKOHY po3smonury. Taxuid
IIPOIIEC OITUCYE MOSIBY HE3AIEKHUX MOJIN 3 MIEBHOIO CEpeIHbOI0 IHTEHCHBHICTIO
Ta IIMPOKO BUKOPHCTOBYETHCS B TEOPii MacoBOTO OOCIYyrOBYBaHHS Ta aHai3i
MEpEeXKEeBOTo TpadikKy.

ITyaccOHIBCHKHUI MPOIIEC XaPaKTEPU3YETHCSI THM, IO TOii BUHHKAKOThH
HEe3aJIe)KHO OJTHA Bi OJHOI Ta 3 MEBHOK CEPEeNHBOI0 IHTEHCHBHICTIO. J{7s crc-
TeM iHpopMaliifHOT Oe3neKkH e BiIKpUBaE MOXIIMBOCTI MMOOYIOBH Hemnependa-
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YyBaHUX aJTOPUTMIB, A€ Yac i 4acToTa TeHepalii KIIOYOBHX MO He mimma-
I0ThCS TPUBIAJIBHOMY aHATI3Y.
ITyacCOHIBCHKHI MPOIIEC BU3HAYAETHCS (HOPMYIIOTO:
(ﬂ,t)ke_’“
P(N(t) = k) T

e A — IHTEeHCUBHICTE IMOJIil, t — vac.

[Mpocruii myaccoHIBCbKUM MOTIK, KU BOJIOAIE HACTYITHUMH TPhOMa OC-
HOBHHMH BIIACTHBOCTSIMHE [2]:

— BJIACTUBICTIO CTAIIOHAPHOCTI;

— BJIACTHUBICTIO BiZICYTHOCTI MICISAIIT;

— BJIACTUBICTIO OPJMHAPHOCTI.

Jlyis TeHepaTopiB IMIYJIBCHUX MOCIITOBHOCTEH 3 MyaCCOHIBCHKUM 3aKO-
HOM pO3MOJITy MOKHA BUOKPEMHUTH HACTYITHI HAaIpsIMU 3aCTOCYBaHHS B CHCTe-
Max 3axXHCTy iH(pOpMAIii:

1. PangomizoBaHe KepyBaHHS KpUNTOrpagivHuMu onepauisiMmu

VY cydacHHX KpuUITOrpaiqyHAX CHCTEMax BaXXJIMBO 3a0€3MEUUTH HE JIM-
e Oe3MeKy KIUYiB, a i Hemepen0adyBaHiCTh IXHBOTO OHOBJICHHS. ['eHeparopw,
3aCHOBaHI Ha MyaCCOHIBCBKOMY PO3MOALTI, TO3BOJIAIOTH (OpPMYBaTH BUITAAKOBI
MPOMDKKH MDK OHOBJICHHSIMH KIJIOYIB, 3aIlyCKaTH POTAILI0 CECIHHMX HapaMer-
pIiB Ta HENEPIOJUYHO NMEPEMHUKATH aJTOPUTMH y 0araTOKOMIIOHEHTHHX KPHIITO-
cucTeMax.

[TyaccoHiBchKuil mimxin 3abe3rnedye BapiaTHBHICTh Yacy MDK MOJISIMH,
IIpY IIbOMY 30€epiraeTbcsi KOHTPOJIbOBAHA CepeHs IHTeHCUBHICTh A. Komu dax-
THYHI IHTEPBAJIH CYTTEBO KOJIMBAIOTHCS, 1€ CTBOPIOE CKIATHHUN JUIS MPOTHO3Y-
BaHHs Tpadik poTalii, MO MABHUIYE CTIHKICTE CUCTEMH J0 MOTCHIINHUX aTak
Ta cnpoO rnepeadaynTi MOBEAIHKY KPUIITOrpagiqHOrO MeXaHi3My.

Mpuknag: mpu A = 0.2 cucTeMa OHOBIIIOE KIIFOUi B CEPEIHBOMY pa3 Ha 5
CEeKYH/]I, OJIHAK PeaJIbHI MPOMDKKHA MDK OHOBJICHHSIMH 3HA4HO Pi3HSATHCS, (op-
MYIOYH CTOXaCTHYHO HemependoadyBaHy CTPYKTYpPY POTAIlii.

2. MogenoBaHHs (PilIMHTOBHUX aTaK

QIIMHAT 3TUIIAETHCS OJHUM 13 HAWBIPOTIAHIMIMX Ta HAHyCHINTHIINX
CIIOCO0IB KOMIIPOMETALlil OpraHi3aliiHUX CHCTEM, 3HAYHOIO MIpOIO yepe3 CTiii-
Ky 3aJIeKHICTh Bijl JIOACHKOTO (akTopa. HaBiTh 3a HasIBHOCTI Cy4acHUX TEXHO-
JOTifl 3aXMCTy caMe KOPHCTYBadi 3aJIMINAIOTHCS KJIIOYOBOIO BPA3JIMBICTIO, IO
POOHTH MOJEITIOBaHHSI IILOTO THITY 3arp03 BaXKJIMBUM €JIEMEHTOM KiOep3axucry.
[TyaccoHIBCBKHH PO3MOIT JO3BOJISE OMUCYBATH KUTBKICTh (PIITMHTOBUX EIIEKT-
poHHHUX JTHCTIB [3], OTpUMaHKX 33 IEBHHUI IHTEPBAT Yacy, OCKUIbKU TaKi Moil €
HE3JISKHUMH Ta MalOTh MPUOJIM3HO CTA0UTbHY CEPEHIO iHTEHCUBHICTE. Moe-
JIIOBaHHS (IMIMHTOBHX MOJINH J0TOMAarae OIIHUTH YacTOTY aTak, BU3HAYMTH
MIKOBI MEpioAM aKTUBHOCTI Ta 3pO3yMITH 3arajbHUN PO3MOALT HaBaHTaXKEHHS.
OTpuMaHi OLIHKM JAIOTh 3MOTY TOYHIIIE IUIAHYBaTH PECYPCH, ONTHMI3yBaTH
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poOOTYy aHATITHUKIB Ta 3aXMCHUX CHUCTEM, a TAKOX IIATOTYBATH OpTaHi3aIliio 10
MOXJIUBHX CIUIECKIB (DIIIMHIOBOT aKTUBHOCTI. Take BHKOPHUCTAHHS ITyacCCOHIB-
CHKOTO MPOLIECY MiJICHITIOE 3aralbHy CTIHKICTh CHCTEMH JI0 OJHOTO 3 Haipo3Io-
BCIOJDKEHIIINX TUIIB Kibep3arpos.

3. MopesloBaHHSI MepeskeBOro Tpagiky Ta BUABJICHHSA aHOMAJII

Y Gararbox peajbHUX Mepekax IHTepBaIM MDK MPHOYTTSM IMakeTiB 100-
PE OMHUCYIOTHCS TyaCCOHIBCHKOIO MOJIEIUII0, 0COOIMBO KOJIHM WICTHCS PO BEJIHKI
He3aIexHi ToToKH fAanux [4]. e mae 3Mory GpopMyBaTH CTaTHCTHYHO OOTPYH-
TOBaHI «HOPMaJbHI» Mpodili TpadiKy Ta BUKOPUCTOBYBATH iX sIK 0a30BY JIIHIIO
IUIs BUSIBIICHHS BiTXHJICHb.

[TyaccoHiBChKME MiAXix mo3BoJisie (iKCyBaTH aHOMAIII, 30KpeMa pi3Ke
30UTBIICHHS IHTEHCHBHOCTI IMIOTOKY A, IO € XapakTepHOI o3Hakoio DDoS-arak
a0bo iHmUX GopM HEHOpMaNbHOI akTUBHOCTI. Konu peasnbHuil Tpadik nepecrae
BIIMOBIZATH OYIKyBAaHOMY PO3IMOILUTY, CHCTEMa MOXE ONEpaTHBHO BHU3HAYHTH
HMOBIpHICTb IHIMJICHTY.

Ipuknan: skmo IDS odikye cepemHio iHTEHCHBHICTH Tpadiky OIM3BKO
2000 moiii/xs, ane criocrepirae ctpu6ok 1o 15 000/xB, Taka 1moJiist CTATUCTHYHO
MaJIOMOBIpHA JUIS MTyaCCOHIBCHKOTO TPOIIECY, 10 CTA€ MiJCTABOKO Ui Herai-
HOTO (POpPMYBaHHS MOTIEPEIHKEHHS.

4. I'enepania onnopa3oBux napoJiB (OTP) Ha ocHOBI myaccoHiBchb-
KHX iHTepBaJiB.

VY cucremax aBTeHTH(IKali] BaKIMBUM € HE JIMIIE KPUNTOCTIHKICTh 01-
HOPAa30BHX MApOIIB, a i HenepeadadyBaHICTh MOMEHTIB iX (opmyBanHsA. Buko-
pHUCTaHHS MyacCOHIBCHKOTO Tpoliecy nae 3mory reHepyBaru OTP y Bumankosi
4acoBi inTepBanu [5], 0 YHEMOKIIMBIIIOE MMOSIBY CTaOLIBHUX MATEPHIB, AKi MO-
i 6 OyTH MpoaHai30BaHi 3T0BMHACHUKOM.

[TyacconiBchKHid MiAXin A03BoJisie GOpMyBaTH 4acOBY MOJEINb, Y SIKiif
KoxHe HacTymHe 3HadeHHs OTP BUHHKae 3 {HTEHCHBHICTIO A, aje (akTHIHI
IHTEpBaIM 3AJTUIIAIOTHECS BapiaTUBHUMHM. 3aBJSIKM I[LOMY 3MEHIIYETHCS PHU3UK
TalMIHTOBHX aTaK, a TAKOXX YCKIAJHIOEThCS HMPOTHO3YBAaHHS MOMEHTY IMOSBU
HAaCTYITHOTO KOJIy, 110 TIOCHJIIOE 3aXUCT K MOOUIbHUX reHeparopis, Tak i VPN-
IIJIFO31B UM aliapaTHUX TOKEHIB.

[Mpuknax: sikmo cucrema renepye OTP i3 cepeqHbOIO IHTEHCUBHICTIO A =
0.1 (mpubau3HO oMH KOJ KOXHI 10 ceKyH), pealbHUil 4ac MK MOSIBOIO Mapo-
JiB MOXKe 3HaYHO KouBatHch. Lle poOUTh YacoBy MOBEIIHKY TeHepaTopa CTaTu-
CTUYHO HerependauyBaHOIO Ta YCKIIaIHIOE Oyb-sKi ClIpoOM CHHXpOHI3alii aTa-
KYBJIBHOTO CIIEHApIiIO.

5. CTroxacTH4YHi MeXaHi3MH NOBEeAIHKH CHCTEMH

VY cknamHuxX iHQPAcTPYKTypax BaKIMBO YHEMOXJIMBUTH IJIS 3JI0BMUC-
HUKa TIO0YI0OBY Hepea0adyBaHOi 9acOBOi MOJICIIi MOBEAIHKA 3aXUCHUX MEXaHi-
3MiB. BHUKOpHCTaHHS TeHepaTopiB i3 IYaCCOHIBCHKUM PO3IOJALIOM JO3BOJISIE
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(hopMyBaTH CTOXaCTHYHI iHTEPBAIN MK OKPEMUMH HOIISIMA CUCTEMH, POOIISTIN
11 TUHAMIKY 3HAYHO MEHII IETEPMIHOBAHOO.

Takuii miaXix 3aCTOCOBYETHCS JUIsl BHIIAJIKOBOTO INEPEMHKAHHS MOPTIB,
JUHAMIYHOTO BHOOpY MapupyTiB pyxy Tpadiky, aktusaiii mactok (honeypots)
y HeperyJisipHi MOMEHTH 4acy, a TaKoX Ul paHaoMizalil peakiiid Ha crpodu
CKaHyBaHHs Mepexi. 3aBIsIKM BapiaTHBHAM IHTEpBAJaM MDK aKTHBHOCTSIMH
cucrema Gopmye CKIAQIHUI, CTATUCTHYHO HerepeadadyBaHui npodiib NoBexi-
HKH, 1[I0 3HaYHO YCKJIQIHIOE PO3BIJKY Ta IUIAHYBaHHS aTaKH.

[Mpuknax: y cucremi, e nofii aktusaiii honeypot reHepyloThCs Imyacco-
HIBCBKUM IPOIECOM, IIPOMDKKH MK TAKUMH aKTHBAIISIMH CYTTEBO KOJMBAIOTh-
Csl, TOMY 3JIOBMHUCHHK HE MOXX€ CTBOPUTH JAOCTOBIPHY YaCOBY MOJEIb aKTHBHO-
CTi 000OPOHHUX MEXaHI3MIB.

6. MonenoBanHs 6iTOBUX A0JI0HIB /1 aBTeHTH(]iKaUii npucTpois

[TyaccoHiBChKi TOCITIZIOBHOCTI MOXKYTh 3aCTOCOBYBATHUCS JUIsi (hOpMyBaH-
HS YHIKQTBbHUX OITOBMX MIaOJOHIB, MPHU3HAYEHUX U aBTEHTHQIKamii eleKT-
POHHHX NPUCTPOiB 00poOkM iH(popmalii. BUKkopHCTaHHS IMITYIBCHUX TeHepa-
TOPIB i3 MyacCOHIBCHKUM 3aKOHOM JI03BOJISIE OTPUMATH BapiaTUBHI Ta CTATHUCTH-
YHO CTiliKi MOCTIJOBHOCTI, IO YCKJIATHIOIOTh BiITBOpEHHS a00 MmiapoOKy aBTe-
HTHU(DIKAIHHUX XapaKTEePUCTHUK.

VY 3anpomnoHoBaHOMY mifxoAi [6] reHepaTop MyacCOHIBCBKUX IMITYNBCIB
noOynoBaHuil Ha MoOIM(IKOBaHOMY aaWTHBHOMY renepatopi ®iGoHaudi, 1o
3a0e3meduye MOKpPAIICHI CTATHCTUYHI BIACTUBOCTI BHXITHWUX cHTHaliB. Cxema
MOJISITIOBaHHS BKJIIOYA€ JIBa TEHEPATOPH 3 PISHUMH 3HAUCHHSIMH KEpyUHX I1a-
pameTpiB: mepmuid GopMye TMOCTIJOBHICTh A, IO MOIEIIOE BHYTPIIIHI BIaCTH-
BOCTI IIOTOYHOTO IIAOIOHY MPHUCTPOIO, TOAI SIK APYTHIl TeHEepaToOp CTBOPIOE IO C-
JAOBHICTE B, sika BimoOpakae BIIMIHHOCTI MDK MIabJOHAMHU Pi3HUX TIPHUCTPOIB.
O06’emHaHHS IHX TMOCTNOBHOCTEH 32 mormomoroto omepamnii XOR nae 3mory ¢o-
pPMyBaTH YHIKalbHI Ta cTabLIbHI GITOBI NIAOIOHU.

PesynbraTn iMITaIiifHOTO €KCIIEPUMEHTY IJIsi TBOX NPHCTPOIB ITiATBEP-
JUAIT TIPUJATHICTh TAKOTO MiIX0Ay: C(OPMOBaHI NMIA0JIOHH 3a0€3MEeUYIOTh YiTKE
PO3MEKYBaHHS MDK IPUCTPOSIMU T MOXKYTh BUKOPHCTOBYBATUCS VIS X OJJHO3-
HauHOi aBTeHTUIKaLii B iHpOPMaIHHO-TEXHIYHUX CHCTEMaX.

[Tpuknan: moemHaHHs GparMeHTIB MyaCCOHIBCHKUX MOCTiIOBHOCTEH A Ta
B nosBonse crBoputH OiToBHMi maOiioH, sKWMl BojgHOUYAc 30epirae yHIKaJIbHI
XapaKTCPUCTUKK TPUCTPOIO Ta MICTUTh CTATHCTHUYHO CTIHKI BiAMIHHOCTI Bin
IHIIUX Ta0JIOHIB, M0 YHEMOXIIUBITIOE MIPOOKY aBTCHTU(IKAIHHIX TaHUX.

[TincymMoByt0YM MOHa 3a3HAYUTH, IO T'€HEPATOPH IICEBIOBHUITaAKOBUX
MTOCITITOBHOCTEH 3 MyacCOHIBCHKHM 3aKOHOM PO3MOALTY JEMOHCTPYIOTh IIHPO-
KHH CHEKTp 3aCTOCYBaHb y CHCTeMax 3axHcTy iHdopmauii Ta kibepOesnekn —
Bim MonemoBaHHS (DIMIMHTOBHX aTak i BUABJICHHS aHOMAii Tpadiky IO paHIo-
Misarlii kpunTorpadiuHuX Mpoleayp Ta aBTeHTH}iKalii npucTpois. Ixusa 3aat-
HIiCTh OPMYBaTH CTATUCTUYHO OOIPYHTOBaHI, aje BOJIHOYAC HerependauyBaHi
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IHTEepBAJIN MO MiABHIYE CKIATHICTD IS 3TTOBMICHHUKIB 1 IIOCHITIOE CTIHKICTD
iHpopmaniiiux cucrem. Came TOMy 3aCTOCYBaHHSI TaKMX I'€HEpaToOpiB MOXKe
CYTTEBO PO3IIUPUTH IHCTPYMEHTapii cydacHOi kibepoOopoHH Ta chopmyBaTu
MEPCIIEKTUBHUN HAIPSM MOJAJBIINX PO3POOOK.
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MPOBJIEMATHKA IHTEPOIIEPABEJIbHOCTI CUCTEM
PAJIIO3B'SI3KY CHJI BE3NIEKHW TA OBOPOHM ITIJ] YAC
JIKBIJALIL HACJIIAKIB HAJBBUUYAMHUX CUTY AL

Hasap I'YJIKOBChKHWIA, Bosoaumup ITUJIUITEHKO
Jlvsiscokutl Oeporcagrutl yHigepcumem Oe3neKu HCUmmeOisibHOCmi

Anomauis. Posensnymo kpumuuny npobiemy 6iOCYMHOCMI €OUH020 KOMYHIKA-
yitinozo npocmopy mixc nioposdirnamu JCHC ma cayscoamu 63aemoodii (Hayionanvha
noniyia, HI'Y, excmpena meduuna oonomoea) nio uac nikeioayii HACIiOKi6 HA036UYAIHUX
cumyayii. Ilpoananizosano ocHo8Hi mexuiuni ma npoyedypHi 6ap'epu, wo yYHeMOHCIUE-
JIOI0Mb NPAMUL padioobmin. 3anponoHo6ano makmuyti piwieHHs ma CmpameziyHi wiis-
Xu yHiixayii cmanoapmis 36's;3xy.

Knrwuoei cnosa. crosa: padioszé'szox, inmeponepabenvuicmo, [CHC, ynpasninus
cunamu, DMR, TETRA, winio3u.

Abstract. The abstract examines the critical problem of the lack of a unified
communication space between the State Emergency Service units and interacting services
(National Police, National Guard, Emergency Medical Service) during the liquidation of
the emergencies. The main technical and procedural barriers preventing direct radio
exchange are analyzed. Tactical solutions based on gateways and strategic ways of
unifying communication standards are proposed.

Keywords. radio communication, interoperability, SES of Ukraine, force
management, DMR, TETRA, gateways

B ymoBax croronmeHHs, kKonu YKpaiHa CTHKAeTbeA 3 Oe3mperieIeHTHIMU
BUKJIMKaMH, TIOB'SI3aHMMH 3 TIOBHOMACIITA0OHOIO arpeciero, TCXHOrCHHUMH KaTa-
cTpodamu Ta MOCTIMHUMH PAaKETHO-IPOHOBUMH aTaKaMy IIMBUILHOI Ta KPUTHY-
HOI iHQpaCTPYKTypH, ePEKTHBHICTh pearyBaHHs Ha HaI3BHYAWHI CUTYyaIil (mami
- HC) Buxonuth Ha nepumii miaH. KirodyoBuM eneMeHTOM, 1o 3abe3rneuye yc-
mimAy nikeigamiro Hachiakie HC, € criifike Ta HamiifHE yHpaBIiHHSA CHIIaMHU Ta
3aco6aMu. OCHOBOIO LIHOTO YIIPABIIIHHS € OpraHi3allis 3BSI3Ky K MDK IiIpo3ai-
namu [lepkaBHo1 ciy>kOn Ykpainu 3 Ham3Buuaaux cutyanid (mamri — JJCHC)
TaK 131 ciy>x0amMu B3a€MOJIl.

OpHak, npakTuka Jikeinamii macimradaunx HC, me 3anydaroThCs miapo3-
nimn ICHC, HamionameHoi mominii, HamionamsHoi rBapmii, 30poitanx Cur
VYkpainu Ta Opuraja eKCTpeHoi MeIUYHOi JIOITOMOTH, BHUSBIISIE CUCTEMHY HpPO-
6nemy. s mpobemMa — BiACYTHICTh €IMHOTO KOMYHIKaIliifHOTO TI0Js1. Kpntra-
HOI0 IPOOJIEMOIO 3aJIMIIAETHCS TEXHIYHA HEMOXIIMBICTD NPSMOT0 Paaio0OMiHy
MDX MAPO3AIaMA Pi3HUX CIYXO, 10 MPaIIOIOTh Y 30H1 HA3BUYAiHOT CUTYAITii.

AKTyaJbHICTh TAHOTO JOCITI/DKEHHS IMOJIATaE y HEOOXITHOCTI imeHTUdi-
KaIlii Ta aHamizy Oap'epi, 110 MEPEHIKOKAOTh ¢PEKTUBHIN B3aEMOJIi CHCTEM
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panio3B'sI3Ky pi3HUX BIJOMCTB, Ta MOIIYKY IUIAXIB iX TOTOMAHHSL.

Panio3B's130K B 01MepaTHBHO-PATYBAIBHUX ITIPO3/UIaX € HEe IPOCTO 3aco-
6oM mepenaui iHpopMallii, a KJIFOYOBUM eJIEeMEHTOM B3aemonii Oyap-skoi HC.
Bin 3abe3neuye:

1. OnepaTvBHE ymIpaBTiHHS: 3a0€3MCUYCHHS TapaHTOBAHOTO JIOBCACHHS
VIIPaBIIHCHKUX PIllICHb Ta KOMAHJ BiJf KEPIBHOTO CKJIATY 0 BUKOHABIIIB.

2. MixBizioM4ya KOOpAWHALSI: CHHXPOHI3aIisl CIIUIBHUX A1 MDK PI3HUMH
(HhYHKIIOHATTFHAMH TIICHCTEMaMH Ta CITyKOaMHu.

3. Indopmariilina minTpuMka: Oe3nepepBHUN MOHITOPHHI Ta OOMIH ja-
HUMH TIPO 3MIiHH OTIEPaTUBHOI 0OCTAHOBKHU B PEXKHUMi pealbHOTO Yacy.

4. Besmneka 0cOO0BOTO CKIIAAy: 3a0e3MeUeHHS HaIfHOTO KaHAaIy JJIS I1e-
penadi CUrHAIIB EKCTPEHOTO OTOBIIICHHS Ta 3aUTY JOMOMOTH.

Ipore, xomu Ha micii HC (Hampuknaa, pakeTHUH ymap 10 MUBUTEHOMY
00'exty) ogrovacHo npamorTs JJCHC, Iosminis ta lIBuaka, IXHS KOOpaAUHAILIiA
4acTo BiIOYBaeThCs HE depes MpsIMHA pagioedip, a gepe3 MpeICTaBHUKIB CIyXKO
B3aemouii y mrabi 3 smiksinauii HC, MoOuibHI Tenedonn (1o HeHamiiiHO Npu
MepeBaHTaAKEHHI Mepexk) ado, B KpamoMy BUTIAAKY, Yepe3 OKpeMi BUILICHI Ka-
HaJIH, 5IKi € HE Y BCIX.

OCKiIbKH KOXHa CHJIOBa CTPYKTypa po30ya0oByBalla BIACHY HPpPACTPyK-
TYypY 3B'3KY 130JIbOBAHO, BUXOJISTUM 3 Tairy3eBoi crierudikn ta 010/KeTHHX 00-
MEKeHb, Hapa3l MU CIIOCTEPIraeMo BiJCYTHICTh €IMHOTO KOMYHIKaliiHOTO Hpo-
CTOPY, L10 NPOSBIIAETHCSA y JBOX KIIOYOBHX IUIOLMIMHAX, & CaMe: MEepIIid — Te-
XHIYHA, SIKa MOJArae y BUKOPUCTAaHHI PO3PI3HEHHX amapaTHUX IUIaThopM Ta
BiZICYTHOCTI yHi(iKaIlii 9acTOTHHUX Aiana3oHiB. EKcIITyaTamis BiToMInX CUCTEM
3B'I3KY B PO3PI3HEHMX YACTOTHHX Jiara3oHaX, YHEMOXKIIMBIIIOE TEXHIYHO BCTa-
HOBJICHHSI TIPSMOTO paJiOKaHaTy MDK HiApO3AUTaMH pi3HHX ciryx0. Curyartito
YCKITaIHIOE HEBIAMOBITHICTh BUIIB MOIYJIAII] Ta CTAHIAPTIB Nepeadi naHux. Y
toit yac sixk JICHC 3milicHIoe 1aHOBY Mirpairio Ha 1udposi miathopmu (30K-
pema, craamapty DMR), cymibKHI CITy>KOM TIPOOBKYIOTH €KCIUTYaTyBaTu KOH-
BEHIIIOHAIFHI aHAJIOTOBI MEPEeXi, [0 YHEMOXIIUBIIIOE iX IHTErpamilo B €JUHUI
iH(hopMaIiiHUN KaHaJ.

[Hma cropona npoOiemMu 1oJisirae y BiJICyTHOCTI €IMHUX MTPABIII PaIioo-
ominy. Koxkna cimyx0a KepyeThCsl BIIACHUMHU IHCTPYKI[ISIMH, BUKOPHCTOBYIOUH
crienudidHi KOJU Ta TEPMIHOJIOTIIO, SIKi 4aCTO € HE3PO3YMUIMMHU ISl IPE/ICTaB-
HUKIB IHIIUX BinmoMcTB. CHTYyalil0 yCKIaJHIOIOTh BIIMIHHI MPUHIMIN (OPMY-
BaHHS MMO3WBHUX Ta pi3HI popMaTH mepenadi MOBIIOMIICHB: BiJl CyBOPHX BIiHCH-
KOBHX CTaHIAPTiB 10 OUIBII CHIPOILIEHNX PEriaMeHTIB IUBUIBHUX CITYXKO.

[MomonmaHHsS OKpecieHNX Oap'epiB BUMAara€ KOMIUICKCHOTO MiIXOXIY, IO
MOEHYE TEPMIHOBI TAKTUYHI KPOKH 3 JJOBrOCTPOKOBOIO JIEP>KABHOIO CTPATETIEI0
po30yIOBH TEIEKOMYHIKAITii.

Ha omepaTuBHO-TaKTHYHOMY pIiBHI HEpIIOYEPTOBUM 3aB/IAHHSM € 3a0e3-
MEeYeHHs1 TeXHIYHOI iHTerpauii HasBHMX 3aco0iB. HaiiOunbin edexTtuBHUM pi-
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IICHHSM € PO3rOPTaHHSA Ha 0a3i MOOUTPHIX MyHKTIB yrnpasminasa (MITY) amapa-
THUX KOMyTauiiHux numnosiB (tumy RolP), 3maTtHux mporpamno o0'ennyBatu
pi3HOpiAHiI pamiomepexi — ananoroBi, DMR ta TETRA — B eauHi rosiocosi
koHpepeHii. TexHiYHy cKIaloBy HEOOXIHO MIICHIIMTH OpraHizallifHuUMH 3a-
X0JaMu: 3a0e3MedYeHHsAM KepiBHUKIB JikBiganii HC Oararomiaria3oHHUME Tep-
MiHAJIaMH 3B’sI3Ky i3 3a3/aJieTilb 3amporpaMOBaHMMH KaHaJlaMH B3a€MOJii, a
TaKOX 3aIllPOBa/PKEHHSM OOOB'SI3KOBUX CIIUIBHHX TPEHYBaHb, JIe aKLUEHT pPO-
OWUTHCS caMe Ha BiIIIPaIFOBaHHI aITOPUTMIB MDKBIIOMYOTO pagiooOMiHy.

VY cTpaTerivHiii MEpPCIEKTUBI €IMHUM CTAUM PIICHHSIM € BiIMOBa Bij
KJIATHKOBOI iH(paCcCTpyKTypH Ha KOPUCTH TOOYIOBH €IMHOI HAIIOHATBEHOL CHC-
TeMH TUQPOBOTO Pamio3B's3Ky Uit cuil Oesreku Ta oboponu. Lleit muisax, mo
O6azyetbcss Ha cydacHux crappaprax (TETRA a6o LTE  Critical
Communications), Bxe ycmimHo peanizoBaHo B kpaiHax €C ta HATO. Immie-
MEHTallisl Takoi CHCTEMH Ma€ CYNPOBOJDKYBATHCS YHi(iKallielo HOpPMaTUBHOI
0a3u: IPUHHATTAM €JMHHUX TEXHIYHUX PErJIAMEHTIB Ul YHEMOJKJIUBJIICHHS 3a-
KYMiBJIi HECYMICHOTO 00Jia/IHaHHS Ta PO3POOKOI0 CTAHAAPTU30BAHUX IPOTOKO-
niB komyHikarii (SOPS) as BCix eKCTpEeHUX CIIyxo0.

[TincymoByro4H, CIliZi HATOJIOCHUTH, 1110 BIACYTHICTH iHTEpOIEpPa0deIbHOCTI
— 1Ie He CYTO TEeXHIUHa He3pY4YHICTh, 2 KpUTHYHA BPA3JIMBICTh CUCTEMH LIUBLIb-
Horo 3axucTy. EdexkTuBHICTh HalicydacHIO1 pATYyBaNbHOI TEXHIKM HIBENIOETh-
sl 32 YMOB KOMYHIKaI[IHHOTO Xaocy, aJukKe BiJl IIBHJIKOCTI Ta TOYHOCTI nepenadi
iHpOopMalii MbK BITOMCTBaMH HaNpsIMY 3aJICKUTh Yac pearyBaHHS Ta, K HACIi-
JIOK, KUTBKICTh BPSITOBAHUX JKUTTIB.
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YJIK 004.056

POJIb OPTAHIBAIII KJIFOYA Y ®OPMYBAHHI
KPUIITOCTIMKOCTI KIACUYHUX METOJIB IIN®PYBAHHSA

Maxkcum 'YMEHIOK, FOpiii COJIOAIOK, Haranis MACJIOBA,
Opect IOJIOTAHU
Jlveiscobrutl deporcagrutl yrieepcumem Oe3neKu HeummeoisibHOCmi

Anomauis. /locniooceno niug opeanizayii Kioua Ha KpURMoCmiuKicms Kiacu-
Hux wugpis. Iopisuanna wugpis Llesaps ma wugpy Bepnama noxaszano, wo cmitikicmeo
BUBHAYAEMbCA BNACMUBOCMAMU KAI0YA — OO0BICUHOIO, BUNAOKOGICMIO MA 0OHOPA306ic-
mio 3acmocysanns. Bcmanoesaeno, wo oas wugpy Lesapa moougikayia ancopummy e
yeysae 6pazaugocmi 00 Kpunmoananisy, mooi ax wu@p Bepnama 3abesneuye ingopma-
yitiHo-meopemuyny CMIKicms 3a YMOBU SUKOPUCMAHHA BUNAOKOB020 0O0HOPA308020
xmoya. Topywennsa yux 6umoe npuzeooums 00 KOMRpoMemayii wugpy.

Knrouosi cnosa: xpunmocmitikicmo, wiugp Lezaps, wudp Bepnama, knioy, 6es-
neKa OaHux.

Abstract. The study examines the impact of key organization on the cryptographic
strength of classical ciphers. A comparison of the Caesar cipher and the Vernam cipher
demonstrated that security is determined by the properties of the key — its length,
randomness, and one-time use. It was established that modifying the Caesar cipher does
not eliminate its vulnerability to cryptanalysis, whereas the Vernam cipher provides
information-theoretic security only when a random one-time key is applied. Violation of
these requirements leads to the compromise of the cipher.

Keywords. cryptographic strength, Caesar cipher, Vernam cipher, key, data
security.

V¥ cydacHiii nmpaktuni iHGopmaniiiHoT 6e3neKH iCHye TEeHICHIISI OTOTOX-
HIOBAaTH KPHUIITOCTIMKICTh K(PY 3 piBHEM MaTeMaTHYHOT CKIAIHOCTI ajJropuT-
my. lle mpu3BoAWMTH 1O cHTYyarii, KOMM MU(PYBaIbHI CHCTEMH, (HOpPMaIBHO
3aCHOBaHI Ha KOPEKTHUX KpUNTOTpadiuHMX MPUHIIMIAX, 3IUIIAIOTHCS BPas3iin-
BUMH Yepe3 HEIOCKOHANI MiIXOAW A0 YHPABIIHHS KIOYaMHU: BHUKOPUCTAHHSI
3aHA/ITO KOPOTKUX KJIIOUiB, IIOBTOPHE 3aCTOCYBAHHS OJIHAKOBUX KIIIOUIB, JIETEP-
MiHOBaHI IpaBmiIa ix GopmyBaHHs ab0 MmepenaBaHHS HEOE3MEUHUMH KaHATaMH.
VY pe3ynbTaTi KpUNTOAHATITHYHI aTaKW CTAIOTh MOMJIMBUMHU HE yepe3 cIa0KiCTh
AITOPUTMY, a Yepe3 HEeMNpaBHJIbHY OPraHi3allifo MpOLECy KIIOYOBOTO 3aXHCTY.
Knrou BucTynae neHTpasbHIM KOMIIOHEHTOM, IO BH3HA4Ya€ MEXi KPUNTOCTIH-
kocti mudpy.

Axmyanvuicme. JIoCHiIpKeHHS BIUIMBY BIACTUBOCTEH KiII0Ya Ha PIBEHb
3aXUIIEHOCTI € aKTyaIbHHM SK 3 TEOPETWYHOI, TaK i 3 MPUKIAJHOI IMO3MIIi,
OCKUIBKM HaBiTh HAWMPOCTIIII MaTeMaTU9HI oreparlii MOXYTh 3a0e3neduTn aod-
COJIFOTHUH PIBEHB 3aXUCTY 32 YMOBH JIOTPUMAaHHS BUMOT JI0 KJTIOYa.
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Memoro pobomu € BCTaHOBIICHHS 3aKOHOMIPHOCTEH MK BIIACTHBOCTSIMH
oprasizanii KiIo4iB (JOBXKHHA, CHTPOIIIsl, 0JHOPAa30BIiCTh, CHOCIO 3aCTOCYBaHHS)
Ta KPUOTOCTIMKICTIO KJIACHYHUX METOJIIB IU(PPYBaHHS [UITXOM MOPIBHSIBHOTO
a"anizy 3o0kpema mudpy Liesaps ta mudpy Beprama.

Memoouxa docnioxcenns. JloCHHKEHHs 3MICHIOBAIOCh 32 TAKUMH I10-
Ka3HHKaMHM: JOBXKHHA KIIF0Ya, CHTPOIIis KIII0Ya, 3aJIeKHICTh KIF0Ya Bill CTPYKTY-
pu andasiry, Ta BIUTUB MOBTOPHOTO BUKOPHCTAHHS KJIFOYa HA MOXKJIHMBICTh Bij-
HOBJICHHS BIIKDHTOTO TEKCTY.

Y mmdpi Lesaps ko4 € GikcoBaHOIO KOHCTaHTOIO (3CYB MO aldasiry),
a oro mpocTip oOMeKeHU po3MipoM andasity. 3aBIsKH [[OMY KPHIITOAHATi-
THK MOXeE TMepeadaduuTH MeXi MOXKIMBHX IEPETBOPEHb 1 BUKOHATH Tepedip
KITFOYiB y CKiHUEHHOMY Jiama3oni. Bimomo [1], 0 cratucTudHi XapakTepucTH-
ku MoBH y mu(pi Lle3apss He 3MIHIOIOTECS, IO POOUTH MOKITUBIM 3aCTOCYBaH-
HSl YaCTOTHOTO aHamizy 0e3 HeoOXigHOCTi 3HaTH Kito4. TakuMm 4yuHOM, mHdp
Le3apst pakTHIHO HE MOITYCKA€ 3MIHM PIBHSA KPUITOCTIHKOCTI yepe3 Moaudika-
L0 KJII0Ya: HABITh PO3IIUPEHHs ajdaBiTy 30UIbLIYE MPOCTIP KIIOYIB JIMIIE JTi-
HIlfHO, HE BIUIMBAIOYM Ha CTPYKTYPHY Nepe0auyBaHIiCTh IIePETBOPEHb.

Ha BiaMiHy Bij IHIIMX KJIACHYHHUX aJTOPUTMIB, KPHIITOCTIHKICTD IHUPY
BepHama He € HacaiIkoM KUTBKOCTI a00 CKIIaJHOCTI MaTeMaTHYHUX OTepalii, a
(bopMyeThCsl BUKITIOYHO BIACTHBOCTSIME Kimtoda [2]. Y Bunaaky mudpy BepHa-
Ma (puc. 1), K104 — IIe TOCTIIOBHICTh BUITAJKOBHX CJIEMCHTIB, JOBXHHA SKOT
JIOPIBHIOE JOBXHUHI MOBiqOMIIeHHA. CTIHKICTh alTOPUTMY 3pOCTae pa3oM i3 Jo-
BXKMHOIO KJIIOYa 1 JIOCSATAaE MaKCHMaJIbHO MOJKJIMBOTO DIiBHSI, KOJHM KJIIOY CTae
BHITaJKOBHM Ta PIBHUM JOBKHHI IOBITOMIICHHS (pHC. 2).

Dependence of key lergth and security level

 strean))

Conceptual sacurity level (0-10)

o 75 1@ 15 200

Pucynox 1 — JloBxuHa KiIr04Ya # CTii- Pucynok 2 — ®parMeHT nporpam-
KICTh QJITOPUTMIB HOTO KOOy

ITig yac excriepuMEHTAIBHIX OOYMCICHD MIITBEPKEHO, IO IS BUIA-
KOBOTO 1 OJHOPA30BOT0 KJII0Ya HEMOXKJIMBO OTPUMATH CTATUCTHYHHMA 3B’SI30K
MK IUPPTEKCTOM Ta BITKPUTHM TEKCTOM: JUIS OJHOTO i TOTO caMoro mudpre-
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KcTy, 00 icHye HECKiHYE€HHA KITBKICTh MOTEHIIMHUX BIIKPUTHX TEKCTIB, KOKEH
i3 SIKMX BiJIIOBIa€ CBOEMY MOJKJIMBOMY 3HaYESHHIO KITIOYa.

[Toka30BMMHU BUSIBHIKCS €KCIIEPUMEHTAIbHI BHIAJIKU 3 TIOBTOPHUM BH-
KopuCTaHHsM Kimoda y mudpi Beprama. [Ipn nmoBTopi Kiroua 3°sBIsieThbes 3a-
nexHicte Ty C1@PC2=P1@PP2, sika € 3arpo3oro Butoky indopmarrii (C1, C2 —
mudpotekct, P1, P2 — BigkpuTi nosimomierns). Skmoio mpu 1poMy xoda 6 dac-
THHA OJIHOTO 3 TTOBIJOMJICHb CTa€ BIIOMOIO KPUNTOAHANITHKY, BIH MOXE BiZTHO-
BUTH KIIOY, a TOTIM — BCi MOBIIOMJICHHS, ¥ SKHUX 3aCTOCOBAHO IIeH camuil
K04, TakuM 4MHOM, CTIHKICTh mudpy BepHama € He BIACTHBICTIO alTOPUTMY,
a TUIBKM HACJIJIKOM NPaBUIIbHOT OpraHizamii Kiito4a: BUIIAJKOBICTh, JOBXKHHA Ta
OJTHOPa30BiCTh BUKOPHUCTAaHHS BUCTYIAIOTh HEOOXITHHUMH Ta JOCTATHIMH yYMO-
Bamu. CTpYKTYpHHUH aHalli3 KIlfoua NpOJEMOHCTPYBaB, L0 CaMe EHTPOIIis KIIto-
4a Ta BiICYTHICTH MMOBTOPIB (OPMYIOTH Hemepen0adyBaHICTh aITOPUTMY.

3icTaBiieHHs BOX IIIXOMIB MOKA3aJio, IO CTPYKTypa aJIrOPUTMY cama
1o cobi He rapaHTye CTiiKICTh: y mudpi Llezaps 30imbIeHAs CKIaIHOCTI TpaH-
cdopmariii He ycyBae nependadyBaHocTi, Toal K y muppi BepHama oxHa i Ta
cama ornepartiss XOR Moke 3a0e31eunTH SK MOBHY CTIHKICTh, TaK 1 HOBHY KOMII-
pOMETALIIFO0 3aJISKHO Bil PSKHUMY BUKOPUCTAHHS KITIOYa.

BucnoBku. Indp Lesaps Ta mudp BepHama HanexaTs 10 oaHiel icTo-
puuHOI TpymHu KpunTorpadidHUX adropuTMIB (KIIACHYHI), aje IEeMOHCTPYIOTh
pi3HY CTIHKICTh B yMOBax 3MiHH ITapaMeTpiB Kito4a. Y JOCIiDKEHHI TPOoAeMOH-
CTpOBaHO, MO KiIacW4Hi muppHu BimoOpakaloTh ABa KpaWHI cleHapii: mmudp
Le3apss — npukiaa MOBHOI KOMIIPOMETOBAHOCTI METOAY depe3 OOMEKCHHS
KJIF04a, ToJi sk mudp BepHama — npukiaa abCcoOTHOT KpUNTOCTIHKOCTI, J10-
CSTHYTOI HE YCKITaIHEHHSIM MaTeMaTHYHOTO IIEPETBOPEHHS, & KOPEKTHOIO Opra-
HI3AII€I0 KJTF0Ya — BUIAAKOBICTIO, JOBXKHHOIO Ta OJHOPA30BICTIO HOr0 BHKO-
puctanHs. TakuM 9WHOM, MOCHTIDKEHI alrOpuTMH MHA(PYBaHHS AEMOHCTPYIOTH
pi3HUH piBeHb €PEKTUBHOCTI MPOTH/IIl KPUNTOAHATITHYHUM aTakam, ajie CTid-
KICTh aJITOPUTMY IPYHTYETHCS HE CTUTBKM Ha CTPYKTYpi MU(PYBaHHSA, CKUIBKA
Ha BJIACTUBOCTSX KJII0Ya, 10 KOHTPOJIIOE MIPOLIEC IEPETBOPEHHSI.
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VJIK 004.8

MPOTOTHUI KJIACU®IKALIT IHOOPMAIII 3T'JTHO 3 BAMOT AMHU
SOC 2 TYPE 2 3BACOBAMM MICROSOFT FABRIC TA AZURE Al
FOUNDRY

Ouner IEMHEKA
Hayionanvnuii ynieepcumem «J/Iv8iscoka nonaimexnixay

Anomauis. Y cmammi onucano pos3poOKy npomomuny ROJMUKu Kiacugixayii
Odanux 0na gionogionocmi cmandapmy SOC 2 Type 2, wo 3abe3neyye be3nexy, docmyn-
Hicmb, yinichicmbs 00pobKu ma KoH@iOenyiinicms danux. Buxopucmanns xmaprux cep-
sicig Microsoft Azure 3 apximexmypoio Medallion 0o3gonse egpexmueno soupamu, 36epi-
eamu ma 0b6pobasimu K CMPYKMYpOBaHi, max i Hecmpykmyposaui oaui. Inmeepayis
Microsoft Fabric i Azure OpenAl Foundry asmomamu3sye susignennsi ceHCUmMueHoi ingo-
pmayii i ii 6e3neyne 30epicanna na pisuax Bronze, Silver ma Gold. Le 3a6e3neuye enyuxy
QHATIMUKY ma ei3yanizayitlo OaHUX 3 YPAXyeaHHsAM poell KOPUCmyeauis, niosuuyroyu
0osipy ma gionosionicms eumozam SOC 2 Type 2.

Kunrouosi cnosa: SOC 2 Type 2, Microsoft Fabric, Azure Open Al, Medalion
Architecture, LLM, Security, Data Classification.

Beryn. 3pocranHs 00CsTiB JaHUX CTAaBUTH IEPE] OpraHizalisMi HOBI BU-
KJIIMKH TIOI0 IXHBOTO eeKTUBHOTO 30epiraHas Ta 0Opobku. CydacHi moTpeOu B
YIpaBIIiHHI BEIMKMMHU MacuBamu iH(opmarllii BUMaraloTh pilleHb, siKi 3a0e3me-
YyIOTh 1i O€3MeKy, MOCTYIHICTh Ta €(PEKTUBHICTh BUKOPUCTAHHA. Y IIbOMY KOH-
TEKCTi MUTOTHUH TPOEKT 3 BIPOBAPKCHHS METOJMKU 30epiraHHs NaHWX Ha 0a3i
xMapHoro cepsicy Microsoft Azure npencrasisie coboro iHHOBariHUN miaxin. Lle
pIllIeHHs HE JMIIE BiOIOBiTa€ BUMOTaM IIOJO HAMIHHOCTI Ta THYYKOCTI, aie i
NPOIOHYE IHTErparlito 3 iHIMMH cepBicamu Microsoft, o crpusie onTuMizariii
Oi3HeC-TIPOIIECiB Ta MIBUIIIEHHIO 3arallbHOT €(DeKTHBHOCTI OpraHi3artii.

OcHoBHi yactuHa. Microsoft Azure € oiHIEI0 3 TPOBIAHUX XMapHHUX
m1aTdopm, MO Hatae MWHPOKHiA CIICKTP MOXKIMBOCTEH JUist e(eKTHBHOTO 36epi-
raHs Ta 06poOku naHux. [i cepBicM OXOIMMIOOTH BCi ACMEKTH, HEOOXiaHi T
CyJacHHMX OpraHisawlii: Bi 0a30Boro 30epiraHHs A0 CKJIAJHUX AHATITUYHHX
IIPOIIECiB, MAIIMHHOTO HAaBYaHHS Ta IUTYYHOTO IHTEJIEKTY. 3aBISKH ITIATPUMIL
pisHux dopmaris, Takux sk Infrastructure as a Service (laaS), Platform as a
Service (PaaS) ta Software as a Service (SaaS), Azure m03BOJIsIE OpraHi3aIlisIM
LIBUJKO aJanTyBaTUCS JI0 3MIH PUHKY, 3HI)KYIOUH BUTPATH Ha IHQPacTpyKTypy
Ta 3a0e3MMeTyI0un BUCOKHH PiBeHb OE3MeKN JaHUX.

Azure MpoONOHY€E THYUKI pillIeHHS JUIs Pi3HMX Taiy3el, Bij ¢piHaHCOBHX
YCTAaHOB /10 MEIWYHUX KOMIIaHiH, JO3BOJIAIOUH M IHTErpyBaTH XMapHi TEXHO-
norii y cBoi mojeHHi onepanii. [le 3a0e3neuye Oe3nepediiiHy poOOTy, 3HIKYE
PH3MK BTPaTH AaHUX 1 MiJBHUIIYE NMPOAYKTHBHICTh. KpiM Toro, Azure Hajae Mo-
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JKJIMBICTh BUKOPHCTOBYBATH TOTYXHI IHCTPYMEHTH IJISl aHANITHKU TaHUX, K1
JIONIOMAraloTh OpraHizalissM OTpPUMYBaTH LiHHI iIHCAWTH 3 BEIUKUX OOCATIB 1H-
¢dopmarii. Lle 0co0nMBO akTyalbHO B YMOBaX, KOJH MIBUAKICTh MPUHHSTTS pi-
[IeHb MO’Ke OYTH BUPIMIAIBLHOIO JUISl YCITIXY B KOHKYPEHTHOMY CEp eIOBHIILI.

VY pamkax miuIOTHOTO MpoekTy Oyio oOpaHo apxirektypy Medallion, sika
CTPYKTYPHO OpraHizye oOpoOKy IaHWMX y TpH HOCHifnoBHI mapu: Bronze, Silver
ta Gold. KoxxeH 3 nux piBHIB BUKOHYE CBOIO POJIb y Ipolieci TpaHchopmarii
JAHWUX, TOYMHAIOYN Bii 30epiraHHs CHUpUX MAHWX 1 3aKIHIYIOUH iXHBOIO MiIro-
TOBKOIO /i1 Oi3Hec-aHaliTHKU. Bronze Layer 3a0e3neuye 30epexeHHs MOYaTKo-
BUX JTaHWX 0e3 3MiH, 10 € BOKJIMBHUM IS ayIUTY Ta BiJHOBJICHHS OPHUTIHAIBHO1
indopmanii. Silver Layer BukoHye ounineHHs, HopMaii3alilo Ta 00poOKy ma-
HHX, yCyBalo4u AyOiikatd Ta (OpPMYKOYHM CTPYKTYpOBaHHH (OpMart, rOTOBHI
s aHaniTnaHuX 3amuTiB. Gold Layer, B cBoro uepry, Tpancopmye maHi Bij-
MOBIMHO 10 crerudiyHux Oi3HEC-BUMOT, 3a0€3MeUy0Un IXHIO TOTOBHICT IS
BHUKOPHUCTAHHS aHAJTITHKAMHU T KIIFOYOBHMH 3aMOBHUKAMH.

Sources Prepare and transform Analyze

& AIII;LM Data
Activator
Sharepoint
.g. App
Notebooks
.\ *
{ 4 -

Cherwell & @ 4 i [m

Bronze Silver Gold Analytics

On?ﬁe Armclofofl U @ |:"J

Azure Az
Azur ure
€ Key Entra ID
Monitor Vault DevOps

Pucynok 1 — [IpoTtoTun po3ropTanHs

Onuc NPOAYKTIB 3riAHO NPOTOTHILY.

Jnsa peaxizamii mioTHOro mpoekty oOpaHo mpoxykta MS Fabric Tta
Azure Open Al, ski 3abe3neuyloTh iHTErpauilo ta oOpoOKy JaHHMX Ha Pi3HUX
pieasix. OneLake, sik enuHe 03epo ganux y Fabric, BUKOpUCTOBYETBCS Ist 30€-
piraHHsS HECTPYKTYpOBaHMX HaHMX 3 Jokepen SharePoint ta OneDrive. Data
Warehouse y Fabric opranizoBye nani Ha piBasx Silver Ta Gold, me BoHM Bxke
CTPYKTYPOBaHi 1 TOTOBI JJIsl INBUAKKX 3aIlUTIB Ta aHANITHYHMX MpoIeciB. Azure
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Data Factory (ADF) BiamoBigae 3a opkecTpaiiiro mpoIeciB BUTATHEHHS Ta 00po-
OKM IaHWX JUIA BCIX TPHOX PIBHIB, IHTErpyrOYM KOPHOPAaTHBHI JaHi depes
Microsoft Graph API.

Azure OpenAl Hagae 10CTyI A0 MEPEIOBUX MOJEIEH MTYJIHOTO IHTENe-
KTy JJ1s1 00poOKM NPUPOTHOT MOBH, TeHepalil TeKCTy Ta aHaniThku. Lle 3abe3-
Ievy€e BUCOKUH piBEHBb OE3MeKH Ta KOH(IMCHIIHHOCTI JaHUX, BKIFOYAIOYH Me-
XaHi3MH (LIBTpalil MKIAIMBOrO KOHTEHTY Ta MOHITOPUHT 3JI0BKUBaHb. [ljisi
imeHTH}IKaIil CCHCHTUBHUX NaHUX BIAMOBINHO IO TOJITHK OE3MEKH, MU IPO-
IpaMHO aHANIi3yeMO HECTPYKTYpOBaHi Jpkeperna 3a gornomororo Azure OpenAl,
BHABIIIOUH TaKi MaHi Ta 30epiratoun ix Ha piBHi Silver Layer.

Power BI Ta xopnopaTuBHI JOJaTKH IO3BOJIAIOTH Bi3yalli3yBaTH JaHi 3
Gold Layer y Bursimi 3py4HdX 3BITIB Ta HamOoOpaiB, 3a0e3Medyrodyn TOCTYII
KOPHUCTyBa4aM i3 ypaxyBaHHIM IXHIX poJsieil Ta mpaB. Lle mae 3mory mepesipsitu
JOCTOBIPHICTB, LIUTICHICTh Ta KOPEKTHICTh Kiacu(ikaiii JaHuX, a TaKOX BUKO-
HYBaTH iX MUQPYBaHHA BiQIIOBIAHO IO KOPIOPATHBHUX IMONITHK KOH(IICHITIN-
Hocrti. Data Activator, sik cepsic y Microsoft Fabric, Bincrexxye ito4oBi mosuii
Ta 3MiHM B JJaHUX y peaJbHOMY Yaci, 3allyCKae aBTOMAaTU30BaHi TPUTEPH i HaJl-
CHJIa€ aJanToBaHi HoTUdIKallii, 1o 3a0e31eyye onepaTUBHE BUKOHAHHS MOJITHK
Oe3IeKH.

BucnoBku. [TintoTHuit npoekt Ha 6a3i Microsoft Azure neMoHCTpye 3Ha-
YHUN MOTEHINAN U ONTHMI3aIlii Oi3HEC-TIPOIECiB 3aBASKH HAIIHHOCTI Ta THYY-
KocTi xMapHOi mmatdopmu. Apxitekrypa Medallion 3abesmeuye edexTrBHE
YIIPaBJIIHHS SKICTIO AaHUX, TIONPH JEsKi HEJOJIKH, TaKi K YCKJIaJHEHHs TOTO-
kiB mammx. [HTerpanis 3 Azure OpenAl ta iHmuME npoxykramu Microsoft mo-
3BOJISIE BUKOPHCTOBYBATH TIEPEAOBI TEXHOJIOTIT ISl aHATi3y Ta 00poOKM MaHuX,
o mixBumrye 6e3meKy Ta KoHdimeHmiiHicTs. Buxkopucranus Power Bl mis Bi-
3yaltizamii JaHWX CIIpHs€E MPUHHATTIO OOTPyHTOBAHUX pillieHb, a Data Activator
3a0e3neyuye olnepaTMBHE pearyBaHHs HA 3MiHM B JIaHUX. 3arajioM, INPOEKT Je-
MOHCTPYE, SIK XMapHi TEXHOJIOTii MOXYTh JOMOMOTTH OpraHizaisiM e()eKTHBHO
YIPABJISITH JTAHUMH Ta pearyBaTH Ha 3MiHH PUHKY.
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KOMILJIEKCHUM AHAJII3 EOCEKTUBHOCTI XMAPHUX
MJAT®OPM JIJII ABTOMATH30BAHOI'O BUSIBJEHHSI TA
HEUTPAJIIBAL INKVIMBUX ®ANJIIB

Anppiii JEHET A, Banentuna AILIYK, Anapiii IBAHYCA
Jlvgiscokutl Oeporcagrutl yHigepcumem Oe3neKu HCUmmeoisibHOCmi

Anomauin. [{ocniodceno cyuachi nioxoou 00 aHANIZY XMAPHO20 NPOSPAMHO2O
3a0e3neuents 3 Memolo GUAGIEHHs WKIOnueux ¢aiinis. Po3gumox xmapnux cepgicie ma
SaaS-piwens 3nauno 30inb1UE 06CsI2 0OPOOIIOBAHUX OAHUX, WO NIOBUULYE PUSUKU KOMN-
pomemayii kopnopamusHoi inghopmayii. Ocobaugy ysazy npudiieHo mMemooam cmamuu-
HO20 MA OUHAMIYHO2O0 AHANI3Y, NOBEOIHKOGIl AHANIMUYI MA MAUWUHHOMY HABYAHHIO OIS
Knacugikayii wkionueux oo 'exmis. 3anponoHO8aHo iHMe2PamueHy MoOelb OYiHKU PU3u-
KV, AKA NOEOHYE MEXHIUHi, N08eOIHKOBI ma KOMMEKCMHI napamempu, wjo 3abesneyye
nioguyery mouHicms ma wWeUOKiCms 6UAGIEHHS 3A2P03 Y XMAPHUX CEPEOOBULYAX.

Kniouosi cnosa: xmapne npoepamue 3a6e3nedents, WKiOMGi aiiiu, MawuHHe
HABYAHHA, AHANI3 NO8EOIHKU, Kibep3axucm.

Abstract. Modern approaches to analyzing cloud software for the purpose of
detecting malicious files are investigated. The development of cloud services and SaaS
solutions has significantly increased the amount of processed data, which increases the
risks of compromising corporate information. Particular attention is paid to static and
dynamic analysis methods, behavioral analytics, and machine learning for classifying
malicious objects. An integrative risk assessment model is proposed that combines
technical, behavioral, and contextual parameters, which provides increased accuracy
and speed of threat detection in cloud environments.

Keywords: cloud software, malicious files, machine learning, behavioral
analysis, cyber security.

XmapHi miarGopMu 3a0e3MeUyOTh BUCOKY MacIITaO0BaHICTh, THYYKICTh
Ta JOCTYIHICTb, ajie BOAHOYAC CTAIOTh MPUBAOIMBOIO MIIMICHHIO JUIA KibepaTak,
BKITIOYHO 31 IIKITMBUMH (hailiiaMu, 110 MacCKYIOTHCS ITiJ] JICTITAMHHI KOHTCHT.
OCHOBHUMU BEKTOPaMH 3arpo3 y XMapHHUX CepBicax € BUKOHYBaHi (hainm (.exe),
ckpuntu (.bat, .psl), makpocu VBA (.docm, .xlsm), PDF-¢aiinu 3 BOynoBanum
JavaScript, apxiBu 3 maposem Ta BUKoHyBaHi 00’ektu y koHrteiinepax OLE. Cy-
YacHI MIKIIMBI (aiiiili dYacTo BHUKOPHCTOBYIOTH OOQYCKAIlifo, CHKPHUIIIIO
payload ta texniky Living-Off-the-Land (LOLbins) mns 06xony aHTHBIPYCHHX
ckaHepiB i sandbox-cepenoBwuil.

CpOTO/IHI BUAUICHO TPH KIIOYOBI HANIPSIMH BUSBJICHHS INKITUBUX (aii-
JiB y XMapHOMY cepenoBuii. [lepmmii HanmpsM — CTaTHYHUNA aHAN3, SKAH TIe-
pendadae mepeBipKy XemliB, curHatyp ¢aiiiiB, MeTagaHux Ta iHTerparito 3 Oa-
3amu Threat Intelligence. [Ipukiiamom Takoro miaxoay € BUSBICHHS MIKIIIHBOTO
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Makpocy 3 komaHmoro  CreateObject("WScript.Shell') Ta  Buximkom
URLDownloadToFile mnst 3aBanTaxkenns payload. /lns PDF-¢gaiinis 3actocoBy-
€TbCs aHaNi3 BOymoBaHOTO JavaScript Ta mepeBipka Ha BiZOMi ypa3iIMBOCTI 3a
cragiaproM CVE. Jlpyruii HanpsiM — TUHAMIYHAN aHai3, IKUH 3/1IHCHIOETBCS Y
sandbox abo eMynaTOpi XMapHOTO CEPEAOBHINA; M Yac 3amycky (ainy Binc-
TEXKYEThCS OTO MOBEIHKA, BKIFOYHO 31 CTBOPSHHIM HPOLECIB, MEPEKEIO aKTHU-
BHICTIO, MaHIMyJIALisMH 3 (aiOBOI0 CHCTEMOIO Ta JAOCTYIOM J0 KPHUTHYHHX
pecypciB. Hanpukian, e moxxe Oyt 3amyck PowerShell-ckpunta st 3aBas-
TakeHHs mKigmuBux DLL-¢aiiniB y nam’sate 6e3 3anucy Ha auck (in-memory
attack). Tperiii HampsiM — MOBEIEHKOBA aHANITHKA Ta MAITMHHE HABYAHHS, IO
J03BOJIsiE Kiaacu(ikyBath 00’€KTH Ha OCHOBI aHOMAaJbHOI aKTHBHOCTI, BKIIFOYa-
1041 HecTaHaapTHi BUKIMKKH API, mino3pini komOiHauii mapameTpiB y CKpHIITax,
MIOBTOPIOBAHI MEpEXKEBi 3alUTH Ta HE3BUYHI JIAHIIOXKKHU IpoleciB. Bukopuc-
TaHHs aJITOPUTMIB Kiacudikaii, Takux sik Random Forest Ta XGBoost, a Takox
HEWPOHHUX MEPEXK, MO3BOJISIE aBTOMATHYHO BUABISITH 00(hycKoBaHi Ta zero-day
3arposH.

[Mono apxitektypu 00poOku (ailmiB y XMapHOMY CEepeIOBHIII, MPOTIO-
HYy€eThCsI OaraTopiBHeBa cxeMma (puc. 1).

FILE INTEGRATION

LEVEL1
10C, SIGNATURES, METADATA

LEVEL 2
STATIC ANALYSIS DYNAMIC

LIESX
RISK SCORING

LEVEL3

BEHAVIORAL ANALYTICS
&EVENT CORRELATION

ACTION

“—>»| QUARANTINE BLOCK je—/
FORENSIC STACK

[ ML MODELS & THREAT INTELLIGENCE ]

i

Pucynok 1 — briok-cxema apxitekTypu OaraTopiBHeBOi 00poOkH (aiiiiB y xma-
PHOMY CepeIoBHIIII

Ha meproMy piBHI 37iiICHIOETbCS TPUIOM 1 IEPBUHHA TIepeBipKa daitry
Ha CHTHATYpH Ta BigoMi iHmukaTopu kommpomertamii (I0C). dpyruii piBeHs 3a-
Oesrieuye CTaTMYHMHN Ta AMHAMIYHUIA aHaji3 i3 3acrocyBaHHsM sandbox i emy-
JATOPIB OTIEPALifHIX CHUCTEM, NI BIICTEIKYETHCS MOBeNiHKa (PaiiriB Ta BUABIS-
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FOTBCS TIOTEHIIHHI aTaky in-memory. Ha TpeTboMy piBHI iHTETpyIOTHCS TTOBEIi-
HKOBI aJITOPUTMHU Ta MOJIEJIi MallMHHOTO HaBYaHHs JJIs OIIHKM aHoMauiil Ta
KopeJssiiiiHoro aHami3zy moaiii y SIEM. 3akiIrouHuil eTam BKIIOYaeE aBTOMATHYHE
6noKyBaHHs 200 MOMIIEHHS B KapaHTHH (aililiB 3 BUCOKMM PH3HKOM, a TaKOX
30epeKeHHs JIOTIB ISl MOJaJbIIOro po3ciigyBaHHs. Taka apxiTekTypa H03BO-
Js€ peani3yBaTH TMPEBCHTHBHUN IIIXiJ, 3HIKYIOYH WMOBIPHICTH TPOIYCKY
HIKIJIMBUX 00’ €KTIB Y KOPIIOPATUBHY XMapHY 1H(QPACTPYKTYpY.

Brok-cxema apxitektypu OaraTopiBHEBOI 00poOKH (QailiIiB y XMapHOMY
CEepEeNIOBHIIII LTIOCTPYE MPOLEC MPOXOHKEHHS IHIpecTOBaHUX (ailiIiB MepBUHHOT
nepeBipku (Level 1 — IOC, curnarypm, MeTamaHi), fami po3MOAUIAIOTECS HA
cTatnyHui i/abo muHamivamii aHani3 (Level 2), Ha OCHOBI OTpUMaHUX iHOWKA-
TOPIB HOPMYETHCSI PU3UK-CKOP 1 IIEPEAAETHCS HA PIBEHb MOBEAIHKOBOT aHATITH-
ku Ta Kopemsnii moxiit (Level 3). 3a pesynbraTamu mpuiiMaeTbcsi aBTOMATH30-
BaHe pilleHHs (KapaHTHH/OJIOK/CIIOBIIIEHHS), a apTeakTH il JOrW Harpasiis-
FOTBCS y POPEH3MK-CTIK Ta i mimkuBieHHs ML-moneneii i Threat Intelligence.

OTxe, Uit epEeKTUBHOTO BUSIBJICHHS IIKIUIMBUX (ailiIiB y XMapHUX cep-
Bicax HEOOXIIHE KOMIUIEKCHE MOEIHAHHS CTAaTUYHOIO, JMHAMIYHOI'O Ta MOBEII-
HKOBOT'O aHaJIi3y 3 BUKOPHCTAHHSIM QJITOPUTMIB MAaIIMHHOTO HaBYaHHS. 3aIpo-
MOHOBaHa OaratopiBHEBa apXiTekTypa oOpoOku (aiiniB 3abe3neuye TOYHICTB,
MIBUJIKICTh pearyBaHHS Ta aJalTHUBHICTh 70 HOBHX THIIIB 3arpo3, BKIIOYHO i3
zero-day arakamu. [loganbI JOCHTIIPKEHHSI MOKYTh 30CCPEAUTHUCS HA IHTErpa-
mii Zero Trust mpUHOMITB UIS KOHTPOIIO IOCTYILY, ONTHMI3AIlil alrOpUTMIB
MAaIIMHHOTO HaBYaHHS U1l PEasIbHOTO Yacy Ta MacIITa0yBaHHI CHCTEM PaHHBO-
IO MOTIePEPKEHHS Y BEIUKUX KOPIIOPATUBHUX XMAapHHUX CepPeTOBHINAX.
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BUKOPHUCTAHHA BJIOK‘IEI?‘IH-TEXI:!OJIOFII‘/'I AJBI ITABALNEHHA
JOBIPU B AYAUTI TA AKPEJUTALII IHOOPMAINIMHUX CUCTEM

Hazapiii JMUTPIB, Banepin BAJTALIbKA®
1. Ipusammnui euwyui naguanshui 3axniad «E€sponeticokuil ynisepcumem»,m. Kuig
2. Jlvsiscoruil Oepoicagrull yHigepcumem Oe3neKu HeummeoisiibHOCmi

Hocniosceno moorcnusocmi guxopucmanms GI0KYeliH-MexHoN02I Yy npoyecax ayoumy,
JiYen3y8aHHs ma akpeoumayii iH-gopmayitinux cucmem. 3anponoHO8aHo KOHYenyio yughposo-
20 ayoumy 3 euxkopucmanuam permissioned blockchain ona 3abe3-neuenns nposopocmi, Heamin-
HOCME Ma I0MEOPr6aAHOCMI pe3yibmamie nepesipku. Posensnymo nioxoou 0o niosuuyents
008ipU MidIC AKPEOUMYIOUUMU OP2AHAMU, PO3POOHUKAMU MA KOPUCTYBAYAMU CUCTEM.

Kniouoei cnoesa: bnoxueiin, ayoum, akpeoumayis, KC3I dosipa, niyensyeanns, yugpo-
68Ul KOHMPOTb, PUSUK-NEHEOHCMEHT..

The potential of blockchain technologies in auditing, licensing, and accreditation of in-
formation systems is explored. A concept of digital audit using a permissioned blockchain is pro-
posed to ensure transparency, immutability, and traceability of verification results. The approach
enhances trust among accreditation authorities, system developers, and end users.

Keywords: blockchain, audit, accreditation, ISPS, trust, licensing, digital control, risk
management

Po3BuTok 11M(POBOTO BpsifyBaHHS, PO3IIUPEHHS EJIEKTPOHHHUX CEPBICIB Ta
IHTErpallis JepKaBHUX PEECTPIB BUMAraroTh MiIBUIIEHHS PIBHS IOBIPU JI0 MPOIECIB
ayuTy, JIIEH3yBaHHS Ta aKpeauTanii iHpopMaiiiHuX cucteM. Y TpaauIiiHii Mo-
el TepeBipku  epeKTHBHICTH 1 JOCTOBIPHICT pe3yNIbTaTiB 3ajekaTh Bil
Cy0’ €KTHBHHX YMHHHKIB — KOMITCTEHTHOCTI €KCIIEPTIB, SKOCTI MATOTOBICHOT JOKY-
MEHTaIIil, JIFOJACHKOTO KOHTPOJIIO Ta aJMIiHICTpaTHBHOTO BIUMBY [1]. Takwmit minxin
(dopmye pusmkn ¢anscudikanii pe3yasTaris, BUOIPKOBOTO CTaBJICHHS, KOHQIIKTY
IHTEpeciB 1 HEY3r0JDKEHOCTI MDK aKpeIMTYFOUYMMH OpraHaMH, 10 0COOJIMBO HeOe3-
TIEYHO YIS IeP>KaBHUX CUCTEM, sIKi 0OpOOIISIOTH KpUTHYHI JaHi.

bnok4elH-TeXHOIIOTIT BIIKPUBAIOTh MOXIIUBICTh YCYHEHHsI LIMX Hpo0IieM
LIJSIXOM CTBOPEHHS HE3MIHHOTO JIELIEHTPATI30BAaHOTO DPEECTPY ayIUTOPCHKHX
Iiif, y AKOMY KOKEH 3amuc (IKCYEThCS SK TPAH3AKINA 3 YAaCOBOIO MITKOIO Ta
kpunrorpadigHuM minnucoM [2]. YV Taxiif MOJeNi XKOJICH YIaCHUK HE Ma€ MOX-
JMBOCTI CAMOCTIHHO 3MIHIOBATH M BHIAATH JaHI MEPEBIpKH, IO 3a0e3medye
MIPO30PICTh 1 BIATBOPIOBAHICTH KOKHOTO €TaIy KOHTPOJFO. Takwid mimXin Imija-
BHUIIYE piBeHb LU(PPOBOI AOBIPH, T03BOJISIE ABTOMATHYHO NEPEBIPSATH JIOCTOBIp-
HICTB 3BITIB 1 3a1100irae MaHITyJISALIsAM ITi 9ac akpeIuTaril.

3anpornoHoBaHa MOJIENIb CUCTEMH OJIOKYEHH-ay/IuTy 1MoOyIoBaHa Ha OC-
HOBI permissioned blockchain, me kokeH BYy30J HAICKUTh BH3HAUCHOMY
Ccy0’€KTy TIpoIecy: aKpeAuTyIUOMY OpraHy, po3poOHUKY, BIACHUKY iH(opma-
IHHOT CUCTEMH, HE3JIEKHOMY ayJUTOPY Ta JEePKaBHOMY PEryIsaTopy. YCi By3-
JIM B3aEMOJIIOTH y PEKUMI KOHTPOJIBOBAHOTO KOHCEHCYCY, SIKMI TapaHTye y3ro-
JUKeHe 30epeskeHHs pe3ynbTariB. KojkeH eram mepeBipku — Bi TecTyBaHHA ede-
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kruBHOCTI KC3I 10 ominku nomituk O6e3mnekn — (ikcyeThes y Onokueiini, op-
MYIOYH JIaHIor HoBipH (chain of trust) [3].

Jliist minBUILEeHHST 00’ €KTUBHOCTI MPOIIOHYETHCSI BUKOPHCTATH MaTeMaTH-
YHY MOJICJIb IHTErpasibHOTO iHAekcy noBipu (Trust Index), mo BpaxoBye pe3yiab-
TaTH MOTIEPEeIHIX ayANUTIB i BATOMICTh BHSBICHIX HEBIIMOBITHOCTEH:

Tsys =a A're‘p + ﬁ Acamp +vy AriskJ

ae Ayep — piBeHb pemnyTaniiinoi HazxifiHOCTI ayauTopa, A, omp
OIliHKA BimmOBimHOCTI cTaHmapTaM, A,q; — MOKA3HUK PU3HKOBOCTI CHCTEMH;
a, B, y —Barosi koedirientn (a+p+y=1).

Akmo T, = 0,8, CHCTEMa BU3HAECTHCS TAKOIO, IO 3aCIYrOBYE JOBIPH i
MOJKe OYTH aKpeIUTOBaHA; IPH (), 6 < Tyys < 0,8- noTpiOHI JTOAATKOBI TIEpPEBi-
pxu; Hmwkde 0,6 — axpeamTamis HemoxumBa. Taka dopmanizamiss MiHIMI3ye
BIUIMB JIIOZICBKOTO YMHHHUKA Ta MEPETBOPIOE MIPOIEC aAyJUTy HA HU(PPOBO MiAT-
BEepIKyBaHy NpoIeaypy, mo Bimmorimae mpuamunam ISO/IEC 17065:2022 i
sumoraM GDPR mo0 KoHTpoIr0 00po0OKH MMepcoHaTbHUX JaHuX [4].

Baxi1Bo10 CKIIaJ0BOIO MO/JIETIi € CTBOPEHHS €JMHOTO JEHEHTPali30BaHO-
ro peecTpy cepTI/I(biKOBaHI/Ix iH(bopMauiﬁHI/Ix CHCTEM, SIKUH MICTUTbh CTPYKTYpO-
BaHI METaJaHi PO CTATyC aKpeIUTallii, JaTH MEPeBIpOK, THIH BIPOBAKCHHX
KC3I, unnHI cepTudikaty BiAMOBIHOCTI, pe3ysbTaTH ayiuTIB 1 piBeHb IOBIpH
Jo cucreMu. Takuii peectp Moxke OyTH peanizoBaHuil y ¢opmati permissioned
blockchain, me 3amuc 3AiliCHIOOTH JIMIE YIIOBHOB&KEHI OpPraHH, a Teperisig
OKpEeMHUX MapaMeTpiB MOXJIMBHU Ui TPOMAICHKOCTI depe3 BiIKpUTHH BeO-
iHTepdeiic. Lle 3abe3meuye moenHAHHS MPO30POCTi Ta KOHDINCHIIHHOCTI: BiK-
PUTHUMHM 3aJIMINAIOTHCS JIMIIE KOHTPOJBHI XeIli, IaTh ¥ CTaTycH akpemuTarii,
TOJIi SIK BHYTPIIIHI 3BiTH 30€epiraioThes y 3aiuppoBaHOMY BHIIISI.

BukopucranHsl TaKOT0 MeXaHIi3My MiIBUIIYE PIBEHB JOBIpH I'POMAJICHKO-
CTi 710 OpraHiB KOHTpOJIIO Yy cepi iHpopMaiiitHOi Oe31eKH, CTBOPIOE YMOBH IS
B3a€EMHOI IepeBipKU MDK Cy0’e€KTamH i cripolye mpoiec Bepudikauii ceptudi-
katiB. CTOpOHHI ayTUTOpH ab0 MOCTAYaIbHUKHU MOCIYT MOXYTh IATBEPKYBa-
TH JIACHICTh cepTu(dikariB 0e3 3amWTIB 10 IEHTpaJbHHUX 0a3, M0 MiIBUIIYE
e(eKTUBHICTH KOHTPOJIIO B PEaIbHOMY Yaci.

IHTerpartist cMapT-KOHTPAKTIB ayOUTY A€ 3MOTY aBTOMATHYIHO TIepeBipsi-
i BinnoBinHicte KC3I miHiManeHuM BuMoram [5]. AJNTOpUTMH KOHTpPAaKTiB
BepU(IKYIOTh HASBHICTh KPUNTOrpadiyHUX MOJYIIB, PE3€pPBHOIO KOIIIOBaHHS,
HOJITHK JOCTYILY, )KYPHAJIIOBaHHS IHIMJICHTIB TOIO. Y pa3i BUSBJICHHS HEBil-
HOBIZHOCTEH CMapT-KOHTPAKT GopMye HU(PPOBHH 3BIT, IKUH 10a€ThCs 1O OJ10-
K4YelHy Ta MOJKe IHILIIOBAaTH MOBTOPHY OIIIHKY cucTeMH. Lle yacTkoBO aBTOMA-
TU3Y€ ayIUT, 3MEHIIYE BIUIMB JIFOACBKOTO YMHHHMKA Ta CKOPOYY€E TPHBAIICTh
aKpeauTallii 3 KUTbKOX THXKHIB JI0 KUTbKOX JTHIB.

Imiramiitne MonemoBanHs y cepenosuii Hyperledger Fabric migTBepan-
JIO0 MPaKTUYHY e(PeKTUBHICTh migxoxy. CHcTeMa MICTHIIa TPH THUIH BY3IIB: pe-
TYJIATOP, ayJUTOP 1 pO3pOOHHUK. 3a pe3ysbTaTaMH eKCIICpUMEHTIB CepesHiil yac
00poOKH 3asiBKM CKOPOTHBCS Ha 32 %, a KUIbKICTh JIOTIYHUX TOMMJIOK y 3BITHO-

— cepeaHs
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cti — Ha 19 %. Kpim Toro, xoneH 3anuc He Mir OyTH 3MiHeHUH 0e3 miaTBep-
JDKEHHST OUTBUIICTIO BY3JIIB MEPEXi, 110 JOBOJAUTDH CTIHKICTh PIillIEHHS 0 BHYT-
PILIHIX MaHIMTyJIAIiHA.

KpiM TexHIYHUX TIepeBar, BKIMBUMH € OpTraHi3alliiiHO-TIPaBOB1 aCIIEKTH.
Uuani HopMaTuBHI akTu (ITocranoBa KMY Ne 373, 3akon VYkpainm «IIpo 3a-
xuct iHpopmarii B ITC») He BpaxoBYIOTh JCEHTPATI30BAHUX MOJCICH ayquTy.
[IpoTe OGnok4eliH Moke (YHKIIOHYBATH SIK JIOTIOBHEHHS O YHHHUX MPOLEAYP
excrieprusu KC3I, 3abe3neuyroun nudpoBy ¢ikcamito Oiif eKcrepTiB, He3alexk-
Hy BepH(]iKaIlilo pillleHb i MOXKJIMBICTH IIEPEBIPKH JOCTOBIPHOCTI cepTUdiKaTiB
y Oy/b-sIKMH MOMEHT 4acy.

VY nepcneKTUBi 1ie CTBOPHUTH MIIIPYHTS JUIs HAIlIOHAJIBHOTO €JIeKTPOHHO-
IO PEECTPY aKpEIUTOBAHUX CUCTEM, IHTETPOBAHOTO 3 JIEP)KaBHUMH ILIaTGOpMa-
mu «[ist» ta JICC33I. Takuii miaxia 3a0e3meynTh MEHTpaIi30BaHe, ajle ACICHT-
panizoBaHo Bepu(ikoBaHe 30epiraHHs JaHUX, AaBTOMATUIHNH MOHITOPUHT YHH-
HOCTi cepTH(]IKaTiB i KOHTPOJIb TEPMIHIB X TOHOBIICHHS.

BripoBakeHHs OIOKYEHH-TEXHOJIOTIH y poliecH ayauTy, JICH3YBaHHS
Ta aKpeauTaIii q)opMye HOBY MOJICITh L[H(fppOBO'l' JOBIpH, Yy AKIA KOXKHA i Mae
Kpumnrorpadiixe Hl,HTBGpIDKeHHS[ a ICTOPIst 3MIH 30epira€TheCsl y po3IoaIeHOMY
cepenoBuii. Lle mixBuutye CTiiiKicTh 10 Kibep3arpos, AOCTOBIPHICTh JaHKX i
CTBOPIOE OCHOBY JUIsl peajiizalii HallloHaJIbHOI cTparerii KibepcTiiikocTi Ta rap-
MOHI3alii yKpaiHChKUX MiAXOIIB 13 MbkHapomuumu cranpapramu ISO/IEC
27001, 27701 1 17065.
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Anomauia. Pozensanymo ocHO8HI 3a2po3u KOMN 10MEPHUX Mepedc ma mMemoou
saxucmy xopucmyeaua. Hagedeno npuxnadu amax: MITM, ¢iwune, typosquatting ma
LI -amaxu (Prompt Injection, Data Poisoning, coyianvnuii inocunipune). Ilpedcmasneno
3acobu 3axucmy: firewall, VPN, wugpysanns ma LI ons ananizy mpagixy.

Knruoei crosa: xibepbesnexa, mepescesi amaxu, saxucm kopucmyeava, MITM,
@iwune, LI, VPN, wugppysanns.

Abstract. The paper examines major threats in computer networks and user
protection methods. Examples include MITM, phishing, typosquatting, and Al-based
attacks (Prompt Injection, Data Poisoning, social engineering). Protection methods
include firewall, VPN, encryption, and Al traffic analysis.

Keywords: cybersecurity, network attacks, user protection, MITM, phishing, Al,
VPN, encryption.

Cy4acHi Mepexi MiJJNAIOThCS YWUCIEHHUM 3arpo3aM, IO MOXYTh
MOpYIIYBaTH KOH(IICHIIHHICTD, MUTICHICTh 1 AOCTYIHICTh JaHUX. BukopucraH-
us firewall, VPN, mmdpyBanHs Ta aBTOMaTH30BaHOTO aHaNi3y Tpadiky 3a go-
nomoroto 111 1o3Bosisie eheKTUBHO 3HIKYBATH PU3UKH aTaK.

1. ITpuxkaaau atak y Mmepexi

1.1 MITM (Man-in-the-Middle)

ATaxka moJsrae y nepexoruieHHi Tpadiky MK KOPUCTYBadeM i CEpBEPOM,
ocobmuBo y Bimkputux Wi-Fi Mepexax. 37I0BMHCHUK MOKE OTPHMATH JOCTYII
JI0 JIOTIHIB, MApOJIiB Ta iHIMX KOH(DiAeHIIHHUX ganuX. Bukopucranus HTTPS
ta VPN 3Ha4HO 3MeHIIye pU3WK TaKWX aTak, 3a0e3Nmedylodn MuppPyBaHHS I1e-
penanoi iHpopMarlii Ta 3aXUIeH] KaHaIH 3B SI3KY.

1.2 ®immur Ta Typosquatting

QimuHroBi ataku Ta typosquatting BUKOPHCTOBYIOTh MiAPOOIEH] caiTu
a0o0 JIMCTH, 10 MACKYIOTHCS i BiIOMI CepBicH, AJs OTPUMaHHS KOHDigeHIIiH-
HUX JIaHUX KOPHUCTYyBadiB. 3aXWCT BKIIOYae yBaxHy nepeBipky URL, Buxopu-
CTaHHs MEHE/DKEpIB MNapoJiB, ABOGAKTOpHY aBTeHTH(QIKaLil0 Ta obOepexHe
CTaBIICHHSI JIO EIEKTPOHHOI ITOIITH Bil HEBITOMHX BiIPaBHUKIB.

1.3 Buxopucranns LI y mepe:xeBux arakax (Prompt Injection, Data
Poisoning Ta couiajbHuUii iHKMHIPUHT)

ITyynuii iHTeNneKT Moxe OyTH BUKOPHCTaHUM SIK 3HapAIsl aTak:
Prompt Injection i Data Poisoning m03BoJIsitoTh «OTPYiTH» MOIEII Ta 3MYCHTH TX
BUKOHATH KOMaHIH 3noBMucHHKA. Takox Il 3acTocoByeThesi Il CTBOPEHHS
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MIePEeKOHINBUX (IITMHTOBUX MOBIIOMIIEHB Y COLIaIbHOMY IH)KHHIpHHTY. MeTo-
JIM 3aXUCTY BKIIOYAIOTH (DUIBTpAIliI0 BXITHUX JaHHX, MMEPEBIPKY JKEpPEN IMO-
BIZIOMJICHb 1 MiJBHUILECHHS 0013HAHOCTI KOPHUCTYBAYIB.

2. Metoau 3axucty indopmamii

2.1 Firewall

KoHTpomtoe MepexeBi 3’€JHAHHS, [O3BOJAIOYM JIMLIE HEOOXimHUi
Tpadik Ta ONOKyrOUHM MiKO3piIi a00 HebaxaHi 3anuTH. BiH MOXe mpairoBaTu sk
3a 3aJaHMMH NPaBUJIAMH KOPUCTYBaya, TaK i aBTOMAaTUYHO BH3HAYaTH NOTEH-
iffHO HeOEe3MeYHI TOPTH Ta MiAKITIOYCHHS.

2.2 IlITyynnii iHTeJIeKT y Mepe:KeBiii Oe3neni kopucryBaya

I anamizye mMepexeBuil Tpadik, BUZHAYAE THUIH MPOTOKOIIIB, BHSBIIIE
aHOMaUTii Ta MOTEHIIIHO HeOE3MEeYHI MIKIIOUYCHH, OIHIOE PU3MKH 1 HAIa€ pe-
KOMeH/aIil kopuctyBady. Lle ckopouye "ac aHamizy, MiABHIIY€e e(EKTUBHICTH
BUSIBJICHHS MOTEHIIHHO HEOE3MEYHOT TOBEIIHKH Ta JOMOMArae 3aXuIlaTy JaHi y
CydJacHHX 3aIIM(poBaHUX MEpexax.

2.3 VPN i nmdpyBanus

VPN 3abe3neuye Oe3neyHnil TyHENb IS MepeaBaHHsl JaHUX Y BIAKPUTHX
Mmepexax. [InppyBanns rapantye KoHpineHiHHICT iHpOpMAaNii HaBiTH IpH Hepe-
xorteHHi Tpagiky. Bukopucranus VPN i nmdpyBanHs pa3oM J03BOIISIE 3MEHIINTH
PH3HUK aTak Ta 3a0e3rneunTr Oe3reKy KOPUCTYBadiB y Oy/Ib-sIKHX YMOBaX.

BucHoBkn

CyuacHi aTakd BHKOPHUCTOBYIOTH pi3Hi BekTopu — MITM, ¢dimumaT Ta
[II-ataku. Kom6GinoBani 3axomu 3axucry (firewall, VPN, mmbpysanns, 1I)
JIO3BOJISIOTH CBOE€YACHO BUSBJLITH aHOMAJIl Ta MOTEHIIHHI PU3HKH, ITiIBUIIYIO-
4yn Oe3neKy kopucTyBadiB. OcBi4EeHICTh KOPHCTYBAdiB i KOHTPOJb JOCTYITY 3a-
JUIIAOTHCSI KPUTUYHO BAXJIMBUMH TS MiHIMi3aIli1 pU3UKIB.
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METO/H 3AXUCTY CYIIYTHUKOBHUX KOMYHIKAIIIA
STARLINK/VSAT Y 30HAX BOMOBUX JIN

Bikropin ’)KYPABEJIb, Bacuas JIYUUK
Xapxiecokuil HayioHanbHULL YHIgepcumem HYMPIUHIX Cnpas

Anomauia. Y yvomy 00CniodceHHi po3easioaiomsvCs Kiouo8i memoou 3abesne-
uenHs Kibep3axucmy CynymuuKoSux CUcmem 36 ‘asKky. Ananizyiomvcs nomenyiini sazpo-
3U, MEMOOU NePEXONIEHHS MA MONCIUBOCHI 3ACMOCY68aHHs 34640 | PEF.

Knrwuoei cnosa: cynymuuxosuii 36 3ok, Starlink, VSAT, PEF, kibepsaxucm.

Abstract. This study analyzes the main methods of cybersecurity protection for
modern satellite communication systems. It examines threats, interception techniques,
and countermeasures including jamming and electronic warfare.

Keywords: satellite communication, cybersecurity, jamming.

CymytHukoBuil 38’30k Starlink Ta VSAT Bigirpae KpuTu4Hy poip y
3a0e3medeH i CTiifko1 KOMyHIKaIlil BiiChKOBHX IiAPO3ILTIB ¥ 30HI O0HOBHX Iiif.
B ymoBax BiliHH, e HazeMHa iH(pacTpyKTypa 3HUIIEHA a00 HEAOCTYIHA, caMme
CYITyTHHUKOBI CHCTeMH 3a0e3MeuyIoTh Oe3nepepBHICTs KOMaH/IyBaHHS, Iiepeiady
po3Bimmanux, poboty BIIJIA, HaBiramito Ta KOOPIWHALIO MiAPO3ALTIB.
Pa3oM i3 THM, BHCOKa 3aJISKHICTh Biji CyyTHUKOBUX KaHAJIB pOOHUTH iX mpH-
BaOJIMBOIO IUJUTIO U TIPOTHBHUKA, SIKAN 3aCTOCOBYE PadioeIeKTPOHHY OOpPOThH-
Oy, xibepaTaku Ta iH(pOPMAaLiifHi BIUIMBH 3 METOIO TIOPYLIEHHS POOOTH CHUCTEM.
e cTBOproe moTpedy B yAOCKOHAIEHH]I METO/IIB 3aXUCTy Ha TEXHIYHOMY Ta Op-
raHi3alifHOMY PiBHSX.

Meta Ta 3aB1aHHS AOCJTiTKEHHS .

Mera: IIpoananisyBatu cy4acHi METOJH 3aXHCTy CYITyTHUKOBUX KaHAJIIB
3B’s13ky Starlink i VSAT y 6oitoBux yMOBax Ta BUSHAUUTH X eHEKTHBHICTS.

3aBra”us:

Ormcaty OCHOBHI 3arpo3d CYITYTHHKOBHM KOMYHIKAIlisiM y 30HI OOHOBHX
T,

PosrnsHyTH TeXHIYHI METOIM 3aXHCTy KaHAIIB Iepeaadi TaHuX.

[IpoananizyBaTi MiIXOMu A0 3aXUCTy TEPMIHAIBLHOTO OONaTHAHHS Ta
MepEekKeBOi IHPPACTPYKTYPH.

Hanatu pexoMenpartii oo mimBuiieHns kidepceriiikocti Starlink/VSAT
y BIICEKOBHUX OTICpAIIisiX.

OcHoOBHI 3arpo3u JJist CyNyTHUKOBHX CHCTeM y 00ii0BHX YMOBax

CyImyTHHKOBHH 3B’S30K MiIJA€THCS IIHPOKOMY CHEKTPY 3arpos, cepen
SAKUX:

- pajioeNeKTpOHHE MpuayIieHHs (jamming);
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- coy(¢iHT CUTHATIB HaBiraiii 4u TeIeMeTpii;
- crpoOu nepexorieHHs abo aHaiizy Tpadiky;
- kibeparaku Ha TepMiHanu, Mapmpyrusaropu, Wi-Fi-momyii;
- MepeXeBi aTakH Ha iH(PPaCTPYKTypy CYyIyTHHKOBOTO OIlepaTopa;
- (i3uYHE 3HULICHHS TEPMiHAIIB 200 aHTEHHUX CHCTEM.
Y GoiioBux ymoBax ocobnmBo Hebesneunnmu € PEB-araku, mo copsimo-
BaHi Ha npuaymenus Starlink y po6odomy miamasoni 10—12 I'Tu, a Takox
CIpoOu OTPUMATH TOCTYI [0 JIOKAITEHOI MEPEXKi Miapo3iTy depe3 Bpa3InBOCTi
TepMiHaIy.
MeToau TeXHIYHOr0 3aXUCTY CYMYTHUKOBHX KaHaJi
Kpunrrorpadiuamii 3axuct i mudpyBanHs TpadiKy
Cyuacui cucremu Starlink Ta VSAT Buxopucrosyrots TLS i AES-
0a30BaHi MPOTOKOJM INU(PYBaHHS, IO YHEMOXKIMBIIIOIOTh MEPEXOIUICHHS Ja-
HHUX y BiIKpUTOMY BHUIIIsiAL. Bukopucranus mpotokonis end-to-end encryption
JO3BOJISIE 3ar00IraT arakaM «J0JIOBIK MMOCEpenuHi», HaBITh 32 yMOBH YacTKO-
BOT'O0 KOMITPOMETYBAHHS KaHaIy.
AJTanTUBHI aHTEHH1 CUCTEMH Ta CIIPSAMOBaHI MPOMEH1
®dazosani anrenu Starlink 3aaTHi TMHAMIYHO 3MIHIOBATH HAMPSIMOK TIPO-
MEHs, 3HIDKYIOUM BIUIMB IEPEIIKOJl Ta YCKIAJHIOIOYH CIY(IiHT. AJanThBHE
(hopMyBaHHS MMPOMEHS IMIIBHUIIYE 3aBaIOCTIHKICTh, IO OCOOIMBO BAXIIUBO MPHU
poboTi y 30Hi aii PEB.
YacToTHEe MaHEBPYBaHHS
Bukopucranns yacrorHoro xominry (FHSS) i agantusaoro BuGopy ua-
CTOTH JIO3BOJISIE YHUKATH 30H MpHAyIIeHHs. Lle MiHIMi3ye BIUIMB CHPSMOBAHUX
3aBaJl Ha KOHKPETHI Jiarma3oHu.
3axXuCT TEPMIHATBHOTO 00JIaTHAHHS
Croay BXOIUTh:
- peryjisipHe OHOBJICHHS MPOLINBOK;
- amaparHa aBTeHTHQIKAIlisT 00TIaHAHHS;
- BiAKIIOYEHHS HenoTpiOHuUX iHTepdeiicie (Wi-Fi, BLE);
- BHUKOpPHUCTaHHS MepexeBuX ekpaiB i VPN mis i305simii BilicbKOBO1
Mepexi.
MeToam Kidep3axucTy Ta Mepe:keBoi 0e3neKu
CerMeHrariiss Mepexi
Tepminan Starlink/\VVSAT wmae Gytu i3o1p0Banuii y okpemomy VLAN aGo
MiAMEepeXki, Mo 3amodirac PO3MOBCIOKCHHIO aTak Ha BHYTPIIIHI CHCTEMH
APO3 LY.
Bukopucranns 6aratopisHesux ¢inbrpis ta IDS/IPS
Cucremu BHSBICHHS BTOPTHEHb HEOOXITHI U OJIOKYBaHHS INKINTUBUX
MaKeTiB, CIIpo0 CKaHyBaHHS IMOPTIB Ta iH’ €KLIIHHUX aTak.
Kontpous nocrymy
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3axucT BKIIOYAa€ aBTEHTHU(IKAII0O KOPHCTYBadiB, OaratopiBHEBi mapodi,
npuB’a3ky 10 MAC-anpec, BAMKHEHHSI TOCTBOBUX TOUOK JJOCTYITY.
OnmnepartiitHi 3ax01 OC3MEeKH
-~ MAacKyBaHHS PO3TallyBaHHs TEPMiHAIIB;
- MiHiMIi3auis yacy po6oTH aHTeHH Yy (PikcoBaHii Mo3MILIiT;
- BUKOPHUCTaHHS KaMyQIIsDKY IUisl 3MEHIICHHs TEIUIOBOT Ta paxiono-
KaliiHOT BUAUMOCTI.
IMpakTuuHi pekoMeHaaii i miaBumenns criiikocti Starlink/VSAT:
BukopucroByBaTH 10JaTKOBI amaparHi (QUIBTpHU Ta €KpaHyBaHHS IS
3MeHmeHHs egexkrnBHOCTI PED.
BcranosmoBatr VPN moBepx OCHOBHOTO HIM(pyBaHHS, IO AOAE IIE
OJIUH PIBCHDb 3aXHCTY.
PerymspHo oHoBmoBaty 13 Ta NMpOMIMBKM TepMiHANIB I MapLIpyTH3a-
TOpIB.
[TpoBoauTH TEeCTyBaHHSA Ha NPOHUKHEHHS [UIS BHSBIICHHS JIOKAJIbHHX
Bpa3IUBOCTEH.
3acTOCOBYBATH TAKTHYHI MPOIEAYPH, BKIIOYHO 31 3MIHOIO MICI[€3HAXO JI-
JKEHHS TEPMIHAIIIB 1 peXKUMIB POOOTH.
PesepByBatu kananm, BukopuctoBytoun Starlink, VSAT i pagiopeneiini
CHCTEMH OJIHOYACHO.
BucHoBkn
3axuct cynyTHUKOBHX KomyHikarii Starlink/\VSAT y 3omax GoioBHX
Iiii moTpeOye moeqHaHHS KpUnTOrpadivHuX, anapaTHUX, MEPEKEBUX 1 TAKTHUY-
HUX pilieHb. EQEeKTHBHICTh 3aXUCTy BU3HAYAETHCS 3/IaTHICTIO CHCTEMH aanTy-
BaTHCSl JIO PaAiOETIEKTPOHHOTO TPHIYIIEHHS Ta KidepaTak, a TakKoX Op-
TaH3alifHOIO OUICHUILTIHOIO MPH PO3TOPTaHHI Ta eKCILTyaTawii oOJiagHaHHS.
KomrutekcHuit migxin 3abe3mnedye cTiiKicTh 3B’S3KY, IO € KPUTHYHO BaXKITUBOKO
YMOBOIO YCIIIIITHOTO BEACHHS OOMOBHX OIEpAITii.
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DEEPFAKE-®IIIUHI: HOBUM PIBEHb COIIIAJIbHOI IHXKEHEPII
TA MOJEJII BUSIBJIEHHS

BikTopis /KYPABEJIb, Bacuas JIYUUK
Xapxiecokuil HayioHANbHULL YHIgepcumem HYMPIUHIX cnpas

Anomauia. Y cmammi ananizyemucs 3aeposa deepfake-giwiuney ax Hoeoi ghopmu
coyianvHoi iHdceHepii. Po3enanymo mexHonozii cmeopentsa enuboKux niopooox, ix eniue
Ha Jrcepme ma Cy4yacHi memoou 6usigieHHsA. 3anponoHO8AHO KOMWIEKCHUU nioxio 00
npomuoii, w0 NOEOHYE MeXHOI02Ii, noaimuKy besnexu i nioguweHHs 00I3HaHOCI .

Knrouosi cnosa: deepfake-giwune, coyianvha indicenepis, 2nuboki niopobxu,
wmyyHull inmenexm, oiomempuyna be3nexa, 8UABIEHHA MAHINYIAYIU, Kibepbe3neka.

Abstract. The article examines deepfake phishing as an advanced form of social
engineering. It analyzes deepfake generation technologies, their psychological impact,
and modern detection methods. A comprehensive countermeasure approach is proposed,
integrating technological solutions, security policies, and user awareness to mitigate
deepfake-driven cyber threats.

Keywords: deepfake phishing, social engineering, deepfakes, artificial
intelligence, biometric security, manipulation detection, cybersecurity.

CrpiMKUH PO3BUTOK TeXHOJOTI IuTydHoro inrenekry (ILI), 30xpema
reHepaTHBHUX 3MaranbHuX Mepex (GANS), Mpru3BiB 10 MOSIBU CKIAIHUX METOIB
MAaHIITYJISAMIi ayAioBi3yaTbHIM KOHTEHTOM, Binomux sk "deepfakes". Li TexHoOTii,
CIIOYATKy CTBOPEHI VTSI pO3Bar Ta MUCTELTBA, BCE YacTillle BHKOPUCTOBYFOTHCS 3J10-
BMHCHHKaMH B Kibeparakax. Deepfake-dimvHr € eBomomiiHUM CTpHOKOM y
COLlIaIbHIN 1H)KeHepii, OCKUTBKH JI0J1a€ OCHOBHY BPa3JIMBICTh TPAAUIIHHOTO (ilnH-
Iy — BiICYTHICTB JIOBipu. Bineo- abo aymiozamuc, ne KepiBHUK abo KoJjiera Biiiae
MEPEKOHITIBY KOMaH/Ty, Ma€ Habarato BHIILY JOBIpY, HDK TEKCTOBUI emalil.

AXTyallbHICTh JIOCIIDKEHHS 3yMOBJIEHAa 3pPOCTAlOYOI0 JIOCTYIHICTIO 1H-
crpymentiB s crBoperns deepfakes, iXHBOIO TEXHOJIOTIYHOIO TOCKOHATICTIO
Ta MOTEHIIHHOIO MIKOJIOI0 s Oi3Hecy Ta cycminbcTBa. IlpoTnmis miit 3arposi
BHMara€ HOBOTO, KOMIUIEKCHOTO MiIXOAy, IO TIOETHYE TMEpeloBi TEXHOJIOTIl
BHSBIICHHSI 3 TIIMOOKHAM PO3YMIHHSAM Ki6epncnxonori'1'

Mera 10C/TIKEHHS: IPOAHANI3YBATH 3arpO3y deepfake-¢imunry, mo-
CIWTH MEXaHI3MH HOro BILUIMBY Ha JKEPTB T OLUHUTH ¢(EKTHBHICTb CY4acHHX
MoJieNniel Horo BUSIBIIGHHS ISl pO3pOOKH KOMIUIEKCHUX 3aX0(iB MPOTHIII.

3aBaaHHA N0CTiIKEHHS:

Hocningutn TexHoNoTiuHI ocHOBH ctBopenHs deepfakes Ta ix 3acrocy-
BaHHs B (QIITUHTOBHX aTaKax.

IMpoananisyBaTi rcuxojoriyni acrnextd BruiuBy deepfake-¢imuuary nHa
MIPUAHATTS PilIeHb KEPTBOIO.

CucreMaTu3yBaTd Ta OLIHUTH CydacHi MOJENi Ta METOAW BHUSBICHHS
deepfake-koHTeHTYy.

Po3pobutn pexoMennanii moa0 GopMyBaHHSI KOMIUIEKCHOT CHCTEMH 3a-
xucry Bin deepfake-dimmury mis oprasizaiii.
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PesyabTaTH gociigxeHHs Ta ix 00roBopeHHs

TexHoJoriuni ocHOBH Ta cueHapii arak deepfake-dimmury

Deepfake-¢ituar 6Gasyerbest Ha BHKOpHCTaHHI Al-3reHepoBaHOro Bizeo,
aynio abo 300paXkeHb JuIsl IMiTallil peanbHOT JIOMHHA 3 METOI0 BUMaHIOBaHHS TPO-
mel, KoHGineHniiHo1 iHdopMartii a00 OTpUMaHHA HECAHKI[IOHOBAHOTO JIOCTYITY.

Cuenapii aTak:

Bineo-¢immnr: 3noBMucHUK cTBOproe Bineo3BepHeHHs "CEO", sxwuii
Hakazye (piHAHCOBOMY BTy TEPMIHOBO IEepeKa3aTH KOIITH Ha PaxyHOK IIij
KOHTPOJIEM 3JI0BMHUCHUKIB.

Aynio-dimmHr (rosocoBuit ¢immHr): Imiranis ronocy KepiBHHKA 110 Te-
nedoHy abo uepe3 MECeHPKEpH 3 MPOXaHHAM HaJaTH JOCTYI O cHUcTeMu abo
BiANIpaBUTH KOH(DiNeHNiHHI daiinu.

Komb6inoBani araku: Bukopucranus deepfake-simeo B moenHanHi 3
CKOMIIPOMETOBAaHUMH KOpHOpaTHBHUMH eMmail-akayHramu [uist migBUIIeHHS
MIPaBIOTIOAIOHOCTI.

Kioepncuxoaoriuni acnextu edpexrunocti deepfake-dimmnry

EdexTHBHICTE IIMX aTaKk IPYHTYEThCA Ha KIIOYOBHX IICHXOJOTIYHUX
MPUHLUIAX:

JloBipa 10 aymioBi3yalbHOTO KOHTCHTY: JIFOACEKHI MO30K CXMJIBHUMN
OutblIe NOBIpATH iH(pOpMALil, OTpUMaHIi uYepe3 KiIbKa KaHANIB CIIPUHHSATTS
(Bimeo + aymio). Deepfake excrutyarye 110 10Bipy.

CouianpHuii IHXKWHIPUHT, 3aCHOBAHWI Ha yHi3HaBaHHI: MU MIBHIIIE BU-
KOHY€MO HaKa3M JIIOJMHH, SIKy BII3HAEMO (0OIHIYA, TOJIOC).

EdexT TepmiHOBOCTI: ATaki 9acTO CKOHCTPYHOBaHI Tak, 00 BUKIUKATH
cTpecoBy cutyarito ("me tepminoBo!", "me koHGimeHMiHO!"), MO BigKIIOYaE
KPUTHYHE MUCJICHHS JKEPTBH.

Mogeni Ta meroau BusiBienns deepfakes

Bopotsba 3 deepfakes BemeThcss B TEXHOJIOTTUHIN IUIONIMHI 32 JOMIOMO-
TOI0 PI3HUX MOJIEIICH:

Meroau, 3acHoBaHi Ha aHani3i apredaxris: LlTy4Huil iHTENeKT lIyKae
HENIOJIIKK B 3T€HEPOBAaHOMY KOHTEHTI: HepeasiCTHYHEe OJIMMaHHS, apTe(axTd
HAaBKOJIO 0OJIMYYS, HEBIIMOBIHICTE OCBITJIIEHHS, HEECTECTBEHHI PyXy T'y0.

Anamiz  OiomerpuuHoi  HecrpoMokHOCTI: [lepeBipka  ¢piziomoriuroi
TIOCITIIOBHOCTI (HATIPUKIIA[, CIIBBIHECEHHS ITYJbCY 31 3MIHAMH KOJBOPY IIKIPH).

®DopesiitHi  Meroan: AHamiz mHdpoBux "BIAOWTKIB" (ailiiB, MOIIYK
CJIIIIB CTUCHCHHS Ta MaHIITYJIAIIH.

Bukopucranns Gnokdeiiny: CTBOpeHHs LMGPOBUX cepTH(IKATIB JUis aB-
TeHTU(IKaIlii OPUTIHATILHOTO BIJIEO Ta BIACTEKEHHS HOTO MO I diKalii.

bauenns 3aBnane: KnaBaiaTypHi, oBeJIHKOBI OI0METPHYHI CHCTEMH, SIKi
QHAII3YIOTh yHIKAIbHY MaHepy KOPHCTYBaya MIPaIiOBaTh 3 IPUCTPOSMH.

OO0roBopeHHst 00MexkeHb Ta KOMIIJIEKCHOI0 NMiAX0Ay

XonHa Monenb BHUSBICHHS HE € IIaHALCE0. 3JIOBMHCHHMKH IOCTiHHO
BIOCKOHAIIIOIOTh TEXHOJIOTI, a CUCTEMH BUSBJIICHHS 3aBXKIH BiICTalOTh. Tomy
HEOOX1IHUI KOMIIJIEKCHUH 3aXHUCT:
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Texnosoriunuii piBeHb: BripoBapkenHst Al-IHCTpyMEHTIB BUSBIICHHS
deepfakes B KopropaTiBHI cUCTEMHU Oe3NEKH, BUKOPUCTaHHS OaraTo(pakTopHOT
ayrentudikanii (MFA) s kpuTHYHUX onepartiii.

[Mpouenypuuii piBeHb: BripoBa/HkeHHs YITKUX MPOLEAYP HiATBEPIKCHHS
(¢iHaHCOBUX Ta IHMMX KOHQIICHIIMHUX omepariil (Hampukiam, oOOB'S3KOBHI
I3BIHOK 3a IOTIOMOTOIO TIEPEBIPEHOTO HOMEPY Tele(hoHy).

Jlroncekuii piBeHb: PerynsipHe HaBYaHHS CITIBPOOITHUKIB, TIPOBEICHHS Tpe-
HyBaHb 3 cumyiisittiero deepfake-arax, migBuIeHHST 0013HAHOCTI PO IIFO 3arPo3

Bucnoskn

Deepfake-¢immHr cTaHOBUTH Cepio3Hy 3arpo3y KibepOesmeni, 3HaYHO
MiIBUIYIOYH e(EeKTUBHICTh COLiajbHOI 1H)KEHepil 3a paxyHOK eKCIuTyaTarii
0a30B0T OBIPH JIIOAWHU 0 ayAiOBI3yaabHOI iH(pOpMAILii.

EdexrtuBHa npoTuais HEMOXIIMBa 0e3 PO3YMIHHs KiOEpPIICUXOJIOTTYHUX
MEXaHI3MiB, IO JIS)KAaTh B OCHOBI YCIIXy ITUX aTaK, TAKUX K e(EeKT YIIi3HABaHHSA
Ta MaHIMYJISIIA 9Yepe3 CTBOPEHHS TEPMIiHOBOCTI.

Cyuacui moneni BusiBnenns deepfakes, 3acuoBani Ha III, € moTyxHUM
IHCTPYMEHTOM, aJie He a0COJIOTHUM 3aXHCTOM 4epe3 MOCTiHe MpOoTHOOPCTBO
TEXHOJIOTIH aTAKH Ta 3aXHCTY.

CrilikicTh oprasizaiii 110 deepfake ¢immHTy MOKe OyTu 3abesmedeHa
JIMIIE 32 JOMOMOrOI0 KOMIUIEKCHOTO IiJIXOJAy, L0 IHTErpye TEXHOJIOTIuHi
pillieHHs], TepeBipeHi mpoueaypu Oe3neku Ta MOCTiiHE HaBYaHHS CIIBPOOIT-
HUKIB, CIIPSIMOBaHE Ha BUPOOJIeHHs "KibepririeHiuHOoT" KyJIbTYpH.
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POJIb TA ITPOBJEMHM MECEH/I’KEPIB I COLIAJIBHUX MEPEX Y
THOOPMAIIIMHUX BIMHAX

Marsiit SAIIOPOKIIEB
JIbgi6chKull HayioHanbHUull yHigepcumem eemepuHaphol meouyunu
ma biomexuonoziii imeni C.3. Icuybkozo

Anomauis. [locnioscyemocs KpumuyHa poitb COYianbHux Media ma MeceHoNcepia
AK IHCmMpymMenmie 2iOpuoH020 NPOMUCMOAHHA 8 YMO8AX No8HOMAcumaobHoi agpecii PP.
Ha ocnosi emnipuunux oanux (OIIOPA, LJE/[EM) npedcmagneno KinbKicHi NOKA3HUKU
BUKOPUCMAHHSA COYMEPENHC YKPATHYAMU Ma NPOAHANIZ08AHO KIIOUO8] GUKIUKU MOOepayii
KoHmenmy. Busnaueno cneyuixy 3acmocy8anHs 60podicux iHcmpymenmie eniugy (0e3-
inghopmayis, acmpomyp@ine) ma oxapaxmepuzo6aHo npooremu YKpaiHCbKux meodia,
30Kpema ONOKYBAHHA, CAMOYEH3Ypad Ma Hea0eK8amuicms 2100albHUX CMAHOAPMi8 00
B0E€HH020 KOHMeEKCMY. 3anpOnOHOB6AHO KOHKPEeMHI HAnpsmu onmumizayii 63aemoolii 3
naamgopmamu.

Knruoei cnoea: 2ibpudna gitina, coyianvhi media, oesinghopmayis, mooepayis,
camoyenzypa, Meta, Telegram.

Abstract. The critical role of social media and messengers as tools of hybrid
confrontation in the context of full-scale aggression by the Russian Federation is being
studied. Based on empirical data (OPORA, CEDEM), quantitative indicators of social
media use by Ukrainians are presented and key challenges of content moderation are
analyzed. The specifics of the use of hostile instruments of influence (disinformation,
astroturfing) are identified and the problems of Ukrainian media, in particular blocking,
self-censorship, and the inadequacy of global standards to the military context, are
characterized. Specific directions for optimizing interaction with platforms are
proposed..

Keywords: hybrid warfare, social media, disinformation, moderation, self-
censorship, Meta, Telegram.

CyuvacHe iH(opManiiiHe TpoTHOOPCTBO, IO € KIFOYOBUM KOMIIOHEHTOM
riOpuaHOT BiliHH, KPUTHYHO 3aJISKUThH Bil MardopM couialbHUX Menia. BoHo
OyIl0 BEMOHI30BaHO. 3 MOYaTKy MOBHOMACIITAOHOTO BTOPTHEHHS IIi TNIATQOPMH
MEepeTBOPUIINCS Ha TOJOBHMM KaHajl KOMYyHIKalii B VYkpaiHi: 3a JaHUMH,
emmipndHo oTpuMaHuMu Mepexeto OITOPA, 3a 2023 pix 77,9% ykpainnis
BU3HAJIM COIIMEpPEXi OCHOBHUM JDKEPEIOM HOBHMH. Ll BHCOKa HpPOHUKHICTH
poOuTh iX imeaqpbHOK MULIO Ui peamizamil arpecHBHHX IH(GOPMAIIITHO-
ricuxoioriuaux onepariit (IIICO).

Bopoxe BHKOpUCTaHHS IIaTGOpPM TIPYHTYEThCS Ha ix MaciTaOi,
IIBUAKOCTI Ta AaHOHIMHOCTI. AHami3 CBIQUUTh, 10 COLIaJbHI Mejia
3aCTOCOBYIOTHCS UIsi: 300py pO3BigaHuX (Ha OCHOBI I'€OTErIB Ta BIIKPUTHX
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JAHWX); TapreTUHry, KiOepomepamiidi (3MaMyBaHHS aKayHTIB, IOIIUPEHHS
¢immMHry); a TakoX s BeaeHHs iH(opMauiiiHo-ncuxonoriynoi BiitHu. [Ipn
LIbOMY aKTHBHO 3aCTOCOBYIOTHCSI TEXHOJIOT1i acTpOTYpiHTyY - iMiTallii MacoBoi
HapoJHOT iHIIiaTHBH Yepe3 00To(epMH - Ta AIUIBHICT “TIOPUIHMX TPOJIB”, SKi
KOOPJAMHYIOTBCS  JepiKaBolo-arpecopoM.  Hampukianm, Iii  pocificbkol
nesindopmanii y 2023 pormi chokycyBanmmcs Ha ABOX HAWOUTBIN YYTIUBUX
TeMax: Kopyniis (30kpemMa, “apmilicbka’) Ta MOOLITIaILis.

KputnuauM BHKIMKOM ISl YKPAiHCHKOTO iH(POPMAIIIHOTO MPOCTOPY €
HEaIaNTOBAHICTh TIIO0AIBHUX CTaHAApTIB Mojepari (3okpema, Meta/Facebook)
IO BOEHHHX peaiii. YKpaiHChKi Mexmia Ta OJOTepH pPEeryasipHO CTHKAIOTHCS 3
BUJIAJICHHSIM KOHTCHTY, 3HIDKCHHAM OXOIUICHHS Ta OJOKYBaHHIM 4epe3
nyosiikamilo YyTIMBUX MarepiamiB npo BiiiHy. HaiiOibmii oOMexeHHs
MIPIJIITAlOTh 32 MOBY BOpOXKHeUi moa0 okymaHTiB ("opku", "cBuHOCOOaku") Ta
KaJIpH POCIHCBKOT arpecii.

Pesymbratrn  nocmimkenHs The FIX, mpoBemeHoro Ha 3aMOBIEHHS
Hentpy nemoxparii Ta BepxoBenctBa mnpaBa (LIEJEM), BusBuam, 1o
OJIOKyBaHHSI aKkayHTIB OUIBII TMOIIMpPEHE cepel OJorepiB, HDK cepen Memia.
O6unsi rpynu Bkasanu Ha Facebook Ta Instagram sik Ha Jukepena HalOLIBIIMX
TPYAHOIIB. YHACTIIOK TaKO1 KOPCTKOI, YaCTO KOHTEKCTHO-CIIIMOI, MOAEpaIlii,
OITBIIICT, ONMHWTAHUX MeIia Ta OJOrepiB BHAIOTHECA JO CaMOICH3YPH,
YTPUMYIOUHCH BiJ yOITiKallii IeBHOTO CynepewInBOro KOHTEHTY, 00 30epertu
cBO1 1aThopMu.

Oco0nuBi mpoOJeMHU BHHHUKAIOTh 4Yepe3 HE3NaTHICTh aJIrOpHTMIB
PO3MI3HATH CATHPY Ta KOHTEKCT ICTOPHMYHMX NapajeNei, Halpukial, BHIAHHS
Liga.net oTpumano dvoTWpuMicsyHHME OaH 3a JOOIpKy MeEMIiB Mpo MOXilx
BarHepiBIiB, ockibkn Facebook xmacugikyBaB 1e sk mpomarasay HeOe3neuHo1
opranizarii. [1ogiOHI MOMWIKA TPAIUIIOTECS TPH MOJCPyBaHHI KOHTEHTY IIPO
ninpo3ain AzoB abo mopiBHsHb IlyriHa 3 [itnepom, siki HE BPaxoBYIOTb
3aXHCHUHN XapakTep YKPaiHCHKOT MO3MIITIL.

Jns  ontuMmizanii pob6oTH B IUQPPOBOMY MPOCTOpi - HEOOXIAHUMA
MIOCTIHMH AiaJioT Ta TUCK Ha riiobanbHi iatdpopmu. LIEJIEM, BucTymarooun sk
noBipennii maptHep Facebook B Vkpaini, smme 3a 2023 pik nogas monax 800
amneNAIiid, Mo MIKPECIIO€ BUCOKY YacTOTY BUHUKHEHHS CIIIPHMX CHUTYAIliH.
Excriepru Takok 3a3HadaroTh, IO CIHIBOpans € IUIAHOI Yy BHITAAKax
BIZIHOBJICHHSI 3JlaMaHUX XaKepaMH CTOPIHOK Ta O0OpoThOM 3 ne3iHdopMalriero,
sKa 3apa3 “Oimpime moOu He kmBe”. BomHowac, po3risn AESKAX CKIIAIHHUX
KEHCIB MOJKE TPUBATH 3 OCEHI.

Ha ocHoBi mporo mocBimy Oymu po3poOiieHi 4iTKi peKoMeHmaril uis
COLIIAJIBHUX MEPEeX:

1. KonrtexcryanpHa Mojeparis: Po3riasHyTH MOXINBICTE HE OJOKYBaTH
KOHTEHT 3 00pa3iIMBUMM BHCJIOBIIOBaHHAMH (Ha 3pa3ok "opku") Ha
ajzipecy 3arapOHHKIB, a HE BCIX POCISH.
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2. BusHaHHs mpaBa Ha C€amM0000OpOHY: PO3MIISSHYTH MOXJIMBICT HE
OJIOKyBaTH KOHTEHT 13 3aKJIMKaMH JI0 HACWJIbCTBA MPOTH KEPIBHHUIITBA
P®, ockinbkn YKpaiHa 3aXHINAETHCS Bif arpecil.

3. Po3pobka «Oumoro cmucky»: CTBOPHTH CIHUIBHO 3 YKpaiHCHKHMH
mapTHepaMH OUIMI CIHCOK Mefia, mo0 crnpsmyBaTd Tpadik 10
HagIHUX, Bepu(DikoBaHUX JHKepeln iHopmMairii.

4. CrBopennsi mnpeactaBHUNTB: CTBOPUTH CHPHUATIMBI  yMOBH  JUIs
BIIKPUTTS MPEICTAaBHUIITB COLIAIEHUX MEPEeXK B YKpaiHi sl KPaImoro
PO3YMIHHSI JIOKQIEHOTO KOHTEKCTY.

KepiBanns perionansaoi monituku Meta, Karepuna Kpyk, mixreepama,
mo He icHye MOCKOBCEkOoTO o¢icy Facebook, a ¢ymkmis “3abmropeHoro
300paxkeHHa” (PO3MUTOTO €KpaHy) BUKOPHUCTOBYEThCS I 30€peKeHHS
CBiTUCHP 3TIOYUHIB 0€3 3HATTS OXOIUICHHS NMOMUCIB. MOXINBICTh OCKapKyBaTh
pimenast o HarmsimoBoi pagm  Meta TakoX —3ajMINAETHCS  BAKIMBUM
MEXaHI3MOM BIUIMBY, SKHH, Xo4a 1 OOMEXeHHH y pecypcax, pO3TiIsiIae
HalBa)XJIMBIlII Ta HAWNPUHIWNOBIIII IHUTAHHS, SIKI CTOCYIOTHCS ITYOJIYHOTO
iHTEpECY.

OTxe, aHaN3 WIATBEpKYE: ICHYE KPUTHYHMH KOHQUIIKT MDK
YHIBEpCAIbHUMU CTaHAApTaMH MOJEpalii TI00anbHUX HUPPOBUX IaTHOpM Ta
norpedbamu 1m¢poBoi oboponnm VYkpainu. g HeBiamoBimHicTs Bene 10
CHCTEMHOI CaMOLEH3ypH MeJlia Ta CTBOPIOE BPAa3JMBICTh IEpe]l BOPOKHUMHU
ITICO. Crpateriuanii BUXiA TONATae y HEralHIA IMIUIEMEHTAIil YITKUX
peKOMeHIalii - BiJj KOHTEKCTYyallbHOT MOepallil 10 CTBOPEeHHs! "OUINX CHHCKIB"
Bepu(ikoBaHMX Kepel. MiKHApoIHa CHUIBHOTa Ma€ BHUKOPHUCTATH JJOCBIX
YKpaiHu A7t CTBOPEHHSI HOBOTO CTaHIAPTY, SIKMH 3000B'shKe BENUKI IIIaTGOpMHU
Kpamie yCBiIOMIJIIOBAaTH IX BiINOBIZAaJBHICTE y I chpaBi Ta NPOTHUIIATH
nudpoBuM Ta iHGOpMAIIITHIM HeOe3meKam.
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MPOTHUISI TIBPUIHAM IHOOPMALIITHUM BITHAM Y
LIU®POBOMY CEPEJOBHUIII

Jdanuin 3BAXAPEBHY, Banentuna SIIYK, Poctucnias TKAUYK
Jlvsiscobrutl Oeporcaghutl yHieepcumem Oe3neKu HeummeoisibHOCMmi

Anomauia. JJocniosxceno cymuicmy, CmpyKmypy ma 0cooaueocmi ciopuonux it-
Gopmayitinux GitiH Y CYUACHOMY YUPPOBOMY cepedosuiyi, NPOaHANi308aH0 epeKmueHi
cmpamezii npomudii yum sasuwam. BusHaueHo 0CHO8HI MexHONIO2IYHI, NCUXoN02iuHi ma
KOMYHIKAYIUHI THCMPYMeHmU, wo SUKOPUCMOSYIOMbC Oas decmabinizayii cycninbHol
cgidomMocmi, 6NAUGY HA NOMIMUYHI npoyecu ma pyUuHyeanus iHgopmayiiinoi besnexu
deporcasu. Poskpumo pons yugposux media, coyianbHux mepesic, WmyuHo2o iHmenexkmy
ma asmomMamu308aHux 6om-mepedic y CmeoperHi ma nowupeHnti oesingopmayii. 3anpo-
NOHOBAHO cucmeMHull nioxio 0o npomudii 2iopuoHuM iHghopmayitinum eniueam, wo oa-
3YEMBCA HA NOEOHANHI MEXHOIOSTUHUX, OCEIMHIX MA Pe2yIAMOPHUX THCINPYMEHMIG.

Knrouoei cnosa: 2ibpuona siiina, ingopmayiiina 6esnexa, oesingopmayis, yugh-
poge cepedosuuye, Kibep3axucm.

Abstract. The essence, structure and features of hybrid information wars in the
modern digital environment are studied, effective strategies for countering these
phenomena are analyzed. The main technological, psychological and communication
tools used to destabilize public consciousness, influence political processes and destroy
the information security of the state are identified. The role of digital media, social
networks, artificial intelligence and automated botnets in the creation and spread of
disinformation is revealed. A systematic approach to countering hybrid information
influences is proposed, based on a combination of technological, educational and
regulatory tools.

Keywords: hybrid war, information security, disinformation, digital environment,
cyber defense.

YV XXI cromitTi iHQOopMaIiifHAN MPOCTIp CTaB KIIOYOBUM TEaTPOM BEICH-
HS TIOpUIHUX KOHQIIKTIB, Y SKUX MHU(POBI TEXHONOTI BUKOPHUCTOBYIOTHCS SK
30posi crpaTeriuHoro BILMBY. ['iOpuaHa iHpopMmaiiiHa BiliHA MOEHYE TPaJHIIii-
Hi 3acO0H TpoTIaraHay 3 IHHOBALIITHUME TEXHOJIOTISIMA KiDEpHETUIHOTO, TICHXO0-
JIOTIYHOTO Ta KOTHITHBHOTO THCKY Ha MacOBY CBifioMicTh. OCOOIMBICTIO Cy4acHO-
TO eTaly € CHHEprisi MK KIACHIYHUMHE iH(POPMAIIfHUMHA OTepaIisMu Ta iHCTPY-
MEHTaMH IITYYHOTO IHTENICKTY — reHeparieto kouTeHTy (deepfake), TapreroBa-
HUMH KaMIaHSIMA y COILIAIbHUX MepeXax, MaHIMyJSIIisiMdA 3 METalaHUMH Ta
aBTOMATH30BaHUM HOIIMPEHHM (eiikoBoi iHdopMmarii uepe3 60T-Mepexi.

['iOpuaHa arpecist crpsiMOBaHa He JIMIIE HA MiAPUB MOJITHYHOT CTaOlIb-
HOCTI, a i Ha (POPMYBaHHSA BUKPHMBIEHHX YSABIEHb TPO PEANbHICTh. 1i rosoBHa
MeTa — He 3HHILICHHS iH(popMaliiiHOoT IHppacTpyKTypH, a JecTadimizalis cyc-
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MMUTHHOT IOBIpH 10 JepKaBHUX iHCTUTYIIH, 3MI Ta HaykoBOi cuTbHOTH. Y 11HO-
My KOHTEKCTI iH(opMaliiiiHa BiiiHa HaOyBae XapakTepy JOBFOTPUBAJIOTO IpOLe-
Cy, Ie MeKa MDK MHUPOM 1 KOH(IIIKTOM CTae pO3MHUTOIO.

Jns edextrBHOI TpoTHAii TiOpuaHUM iH(GOPMAaLifHIM BINIMBaM HEO0O0-
XiIHA KOMIUIEKCHA CTpaTeris, [0 MOETHYE TEXHIUHI, OpraHi3alliiiHi Ta OCBITHI
nigxoau. Ha TeXHONOriYHOMY piBHI MEPIIOYEPrOBHM € CTBOPECHHS CUCTEM paH-
HBOT'O BUSIBJICHHS Jie3iH(opManiiiHnX KaMIaHii, 31aTHUX 3iCHIOBATH aBTOMa-
TUYHAN MOHITOPUHT iH(QOPMAIIHHAX TIOTOKIB y peaTbHOMY Yaci i3 3acTocyBaH-
HSIM METO/IIB MAIIMHHOTO HaBYaHHS, aHAJTI3y COLiaIbHUX TpadiB Ta ceMaHTHU-
HOTO KJIACTePYBaHHS KOHTEHTY. Taki CHCTeMH IO3BOJIOTH iNeHTHUQIKyBaTH
KOOPJMHAIIO MK 0OT-aKayHTaMH, BHSBIISTH O3HAKH IITYIHOI BIpyCHOCTI KOH-
TEHTY Ta BU3HAUYATH Nepiiopkepena inpopmaniiiHux aTak.

Ha KOTHITHBHO-KOMYHIKATHBHOMY PiBHI aKTyaJIbHUM € PO3BUTOK Meia-
TPaMOTHOCTI Ta KPUTUYHOTO MHCICHHs sSK 0a30BHX KOMIICTCHIIIM TpoMaisiH
nugposoi nobou. GopMyBaHHS 3AATHOCTI PO3IMI3HABATH MaHIMymsAMil, pelkn Ta
iHpopMaliiiHi MacTKU 3HMKYE BPA3NIUMBICTh CYCIUIBCTBA 1O JECTPYKTHBHOTO
BILTUBY. Y IbOMY KOHTEKCTi BaXJIMBUM 3aBJIaHHSM JIepKaBH Ta OCBITHIX 1HCTH-
TYLIH € iHTerparis HaBYAIFHUX IIpoTrpaM 3 iH(pOpMaIiHHO] TirieHy, GaKTYeKIHTYy
Ta €THYHOTO CI0KMBAHHS MEIaKOHTEHTY Ha BCIX PIBHIX OCBITH.

BonHouwac, crparteriuna nmpoTHIis MoTpedye IHCTHTYIIHHOTO 3MIlTHEHHS
CHCTeMHU Hal[lOHAJIBHOT iHpopMaIiiiHOT Oe3MeKH, YI0CKOHAJICHHS 3aKOHOAaBCT-
Ba IIOJI0 BiAMOBITANBFHOCTI 32 MOMIUPEHHS NIe3iH(opMallii, peryIfoBaHHS TisTb-
HOCTI HU(PPOBHX IUIATPOPM i CTBOPEHHS HE3AIEKHUX aHATITHYHUX LEHTPIB JUIs
omiHIOBaHHA iH(poOpMamiifHNX pu3nkiB. OcoOiMBe 3HAUYEHHS Ma€ CIIBIpAIlT
JICP’)KaBHUX CTPYKTYp i3 HAYKOBHMH YCTAaHOBAaMHM, Mejlia Ta TPOMAJICHKHM CEK-
TOpoM, 110 3abe3nedye OaraTopiBHEBY KOOPIUHALIIO Ta e(heKTUBHICTD MPOTUIIT
riOpUIHIM 3arpo3am.

3 orysiy Ha CTPIMKHK PO3BUTOK TEXHOJIOTIH IITYYHOTO IHTENEKTY, 0CO0-
JTMBO B ramy3i oOpoOmenns nmpupoanoi mosu (Natural Language Processing,
NLP), oquuM i3 HalOLIBII MEPCHEKTUBHUX HANPSMIB Cy4aCHHX JOCITIDKEHb €
CTBOPCHHS IHTEJEKTYAIbHUX CHCTEM aBTOMATHYHOTO BUSBIICHHS JAe3iH(popMariii
Ha OCHOBI INIMOMHHMX HEHPOHHUX Mepex. Taki cucTeMn MaloTh Ha METi aHai-
3yBaTH TEKCTOBI IIOBIZIOMJICHHS 3 YpaxyBaHHSM IXHIX CHHTAKCHYHHX, CEMAHTH-
YHHX 1 NparMaTHYHO-EMOIIHHUX XapaKTEePUCTHK, L0 JIa€ 3MOTY BHSBISTH HE
JIMIIE BiBEPTi HETIPaBIMBI TBEPIDKEHHS, a i MPUXOBaHI MaHIMyJIATUBHI Narep-
HY, PUTOPHYHI BUKPUBIICHHS Ta KOTHITUBHI yIIepeIKeHHS.

VY Mexax LbOro IIX0/AY 3aCTOCOBYIOTHCS apXiTEKTypH HEHPOHHUX Me-
pex tumy Transformer (3okpema, BERT, RoBERTa, GPT, T5), sxi 3gatHi Bpa-
XOBYBaTH KOHTEKCT MDK CJIOBaMH Ta PEYCHHSIMH, MOJEIIOIOYM CMUCIIOBI
3B’S3KH B TeKCTi. AHaii3 ae3iHopmarii BinOyBaeThCs y KiIbKa €TamliB: ceMaH-
THUYHA HOpMaji3alis (OUMIIEHHS TEKCTY BiJl IIyMOBHX €JIEMEHTIB), BEKTOpU3a-
1ist (IepeTBOPEHHS JIHIBICTUYHUX O3HAK Yy YHMCIIOBI MPEJCTABIICHHs), KIacudi-



336 36ipnuk Te3 nonosineii VII Beeykpaincbkoi
HAyKOBO-TIPAKTHYHOI KOH(pepeHuii

Kamis (po3MexyBaHHS JOCTOBIpHOI I MaHINyIATHBHOI iH(OpMAaIii) Ta OIIHKa
BIIEBHEHOCTI MOJIETII.

BoaHouac mpobGiieMa JOCTOBIPHOCTI jpkepen iHGopMaIiil 3aluIaeThCs
KJIIOYOBOIO. Y IIbOMY KOHTEKCT1 ITEPCIIEKTUBHHM € MTOEIHAHHS TEXHOJIOTIH MITY-
YHOTO IHTEJIEKTY 3 OJIOKUEHH-apXiTeKTypOIo, sika MoXe 3a0e3neunTy Bepudika-
IiF0 ITOXOKCHHS 1H(QOPMAIIHHUX TOBIJOMJICHD 1 HE3MIHHICTh IIH(PPOBUX 3aIlH-
ciB. 3acTocyBaHHsl OJOKYEHHY /J03BOJISIE CTBOPUTH JCLEHTPATI30BaHy CUCTEMY
MapKyBaHHS KOHTEHTY, Ji¢ KOKHE IOBILIOMIICHHS Ma€ YHIKaIbHUN IUPPOBUMA
MIAIHUC, MO MATBEPUKYE HOTO JDKEPETIO0, Yac CTBOPCHHS Ta iICTOPIro 3MiH. Takwuii
MAXIA COpHUse MIBUIIEHHIO PIBHA IOBipH 10 iH(OpMaIifHUX pecypciB i ¢op-
MYBaHHIO MEXaHI3MIB BIAMTOBITATBHOCTI 3a OMIMPEHHSA (EeHKiB. TakuM YHHOM,
PO3BUTOK HeWpoOMepexeBUX cHucTeM Jerekiii nesindopmanii y noexHaHHi 3
OJIOKYCHH-TEXHOJIOTISIMH € KITFOYOBUM eJIeMEHTOM (hOpMyBaHHS CTIHKOT IIUQpo-
BOI iH(pacTpyKTypH Oe3nekH, sika 0a3yeThesl Ha MPUHIIMIIAX ITPO30POCTi, TOCTO-
BIpHOCTI Ta BIAMIOBiNAIBHOCTI 32 iH(POPMALIIHIIA BILIHB.

[Mporupist ribpuaHuM iHGOpPMaLifHUM BiffHaM TIOTpeOye CHCTEMHOTO ITi-
TIXOMY, SIKUH TO€EAHYE TEXHOJOTIYHI IHHOBAIIil, OCBITHIO TIOJIITUKY Ta JAep KaBHE
perymoBanHs. EdexTuBHicTh iH(pOpManiiiHOTO 3aXUCTy BU3HAYAETHCS HE JIMIIE
HAasIBHICTIO TEXHIYHHMX 3aCO0IB MOHITOPUHTY, a i PIBHEM KPUTUYHOTO MUCIICHHS
HaCeJIEHHsI, 37IaTHICTIO CYCITIJIbCTBA MPOTHCTOSNTH MAHIMYISLisIM 1 opMyBaTH
BJIACHMHU aHAJITHYHHMI MOTJIsAA Ha iHQopMauiiiHi mporec. 3arnpornoHoBaHa KOH-
mentis 6araTopiBHEBOI MPOTHUAIL, 0 BKIIOYA€E KiOep3axucT, aHATITHYHI CHCTe-
MH, OCBITY Ta MDKHapOJHY CIIIBIIPAIl0, € OCHOBOIO MMOOYJ0BU CTANoro iHdop-
MAaIiifHOTO TPOCTOpYy. Y MEepPCHEeKTHBI MOMAbINI IOCTIHKEHHS MaroTh OyTh
CIIpsIMOBaHI Ha pO3pOOJICHHST MOJIeIel KOTHITUBHOT O€3MeKH, CHCTEM MITyYHOTO
IHTETIeKTY A7 BUSIBIICHHS (PeUKIB 1 CTBOPEHHSI €TUYHUX CTaHAAPTIB KOMYHIKarii
B IU(POBOMY CepeAOBHUIIII.
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INTYYHUI IHTEJEKT Y NIJIBULIEHHI BE3IIEKA
MEPCOHAJIBHUX JAHUX

Ouer 3AUEK
Jlvgigcvruti depoicasnuil yHisepcumem HYMpPIUHIX cnpas

Anomauia. Y podomi 0ocniodceno 3a2po3u nepcoHanbHum 0anum y Kibepingop-
MAYiiHUX CUCEMax, wo NOCUTUTUCS 8 YMOBAX BIliHY, MA 6DA3IUBOCI YUPPOBO2O cepe-
oosuwa. Ilpoananizosano Mmodciugocmi wimyuHo2o iHmenekmy y 6uUsAgleHHi, nonepe-
OoicenHi 1l Heumpanizayii kibepamax. Ilokazano egpexmuenicmo LI y niosuwenni 6e3ne-
Ku Oanux i asmomamu3ayii peazy8anns Ha iHYuOeHmu.

Knrouosi cnosa: nepconanvui dani; xibepbesnexa; xibepamaxu, coyianvHuii in-
JICUHIPUHZ, (DilUHe; WMYYHUL THMEIeKM, GUABIIeHHS 3a2P03, 3aXucm iHgpopmayii.

Abstract. The study examines threats to personal data in cyber-information
systems, which have intensified during the war, as well as vulnerabilities of the digital
environment. The potential of artificial intelligence in detecting, preventing, and
neutralizing cyberattacks is analyzed. The effectiveness of Al in enhancing data security
and automating incident response demonstrated.

Keywords: personal data; cybersecurity; cyberattacks; social engineering;
phishing; artificial intelligence; threat detection; information protection.

AKTyaJbHICTbh 3aXHCTy MEPCOHATIBHUX JAHUX 3POCTAE Yepe3 IUPOKE BU-
KOpHCTaHHs KibepiHpopManiiiHuX cucteM y ¢iHaHCaX, OCBITI, MEIUIIHI Ta CO-
LiaJbHUX MepeXax, a TaKoX 30UIbLICHHs 00cAry HU(PPOBHUX NaHUX. Y BOEHHHM
yac iHTEHCHBHICTh KibepaTak pi3ko 3pocia: 3JIaMyloTh JepKaBHI, BIHICEKOBI Ta
npuBaTHi iHGOPMAIfHI CHCTEMHU, a BUKPaJCHI MEPCOHAIBHI JIaHI BUKOPHCTO-
BYIOTH ISl IIAHTaxy, Ae3iHdopmanii un mepecnigyBaHHs. Jl0DaTKOBI pU3HKA
JUIS BUTOKY JIAHMX CTBOPIOIOTH MOOLTI3aIliifHI IPOLIECH Ta MepeMilleHHs Hace-
nenHsi. OCHOBHI 3arpo3u BKJIIOYAIOTh KiOEp3JIOYMHU, HENOCTAaTHINH 3axucT 0a3
JAHUX, MAHIMTYIAil TepCOHANPHIMU NAaHWUMH, COINaNbHHAN IHXHUHIpUHT 1 (i-
muHT. BiliHa mocuimoe HeGe3neku BificbKOBHX Kibeporepaliiid, BUKpaJeHHS 1H-
(dopmarii 3 Aep)KaBHHX PEECTPIB, TAPreTOBAaHMX aTak Ha aKTUBHHX I'POMAJIsH,
ne3indopmaiii Ta GINIMHTOBUX CXEeM, 3aMaCKOBAHHUX ITi]] TEMU Bil{HH.

YV 2022 poui CERT-UA 3adikcyBana MOmMUPEHHS B MOMYIIPHIX MECECH-
JoKepax (IMIMHTOBUX IMOBIIOMIICHB, Y SKUX ITiJl BUIJIAJOM COLIabHUX BUILIAT
JUTsl YKpaiHChKUX ODKEHITIB KOPUCTYBaYiB CIIOHYKAJIN MMEPEHTH 33 TIOCHUJIAHHSIM 1
BBECTH [IaHi OHJIAIH-OaHKIHTY. 3IIOBMHUCHHKH CTBOPIOBAIHM ITiNpOOIEHI CalTH,
10 IMITYBaH pecypcu ykpaincskux 0ankis [1]. ¥V 2024 poui CERT-UA Takox
moBimommia mpo kammadiro yrpynosanHs UAC-0102, sxe po3IOBCIOIKYBAIO
aucTH 3 apxiBamu, 1o Mictwim HTML-gaiinu. Ilicns BigkpuTTs KOpUCTyBada
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nepeHanpasisuio Ha minpobneny cropinky UKR.NET, ne BBeneHi o0mikoBi gaHi
repeiaBaiIics 3I0BMUCHUKAM, a Ha KOMIIT IOTep KEPTBU 3aBaHTaKyBaBCsl (aiii-
npumanka [2]. [ogi6Hux cnpo® BUKpaJEHHS MMEPCOHANBHUX AaHUX I'POMAJISH
VYkpainu mijx yac BOEHHOTO CTaHy (IKCYeThCs 3HAUHa KUTbKICTb.

BpaznuBocTi Ta HEMOJIIKY 3aXUCTy NMEPCOHAIBHUX JJAHUX MiJ Yac BiliHU €
HaCTYITHUMHU:

e BincyrHicTh pecypciB i yacy Ha OHOBIICHHS CHCTEM O€3IEeKH y KpH-
THUYHUX IHPPACTPYKTypax.

o [ligBuienHwmii 00cAT MaHWX, IO IMPKYIIOE depe3 OHaiH-cepBicH (pe-
ectpamis BITO, rymanitapaa gomomora).

e BukopucranHs rpoMajasiHaMH HeOe3NMeYHNX abdo HEHaIIHHMX NoaaT-
KiB [UIA 3B'A3KYy Ta OOMIHY JaHUMH.

e Pusuku aTak Ha XMapHi CEpPBICH, Je 30epiratoThCsl pe3epBHi KoIIii 6a3
JaHUX.

OpnHuM 13 eheKTUBHUX CMOCOOIB MOCHICHHS 3aXUCTY MEPCOHAIBHUX Ja-
HUX € 3acTocyBaHHA mTyyHoro iHTenekry (LLI) mms BusBiIeHHS 3arpo3 B aBTO-
MaTHUYHOMY PEXHMi. 3aBASKH MOXIIMBOCTI IIBUAKO aHATI3YBaTH BEJIMKI MacHBH
JaHUX, 3IACHIOBATH MPOTHO3 PHM3WKIB Ta pearyBaTH Ha iHumaeHtw, LI crtae
KJIIOUOBHMM €JIEMEHTOM Kibep3axucTy. Ha BiqmiHy Bill TpaAWIIHHUX IHCTPYMEH-
TiB 1 poOOTH aHANITHKIB, SKi HE BCTUTAIOTh 33 CKJIAJHICTIO cydacHHX aTak, LI
Oe3repepBHO MOHITOPHUTH Tpadik, MOBENIHKY KOPHUCTYBAYiB 1 CHCTEMHI KypHa-
T, BUSIBISIFOUM aHoMautil. Taki cucremu 37aTHi (ikcyBaTu HaiiMEHINI O3HAKU
KOMITPOMETAIIil Ta aBTOMaTHYHO 3aIycKaTh 3axucHi fii. Kpim Toro, momemi 1111
HOCTIHHO BJIOCKOHAIIIOIOTHCS, HABUAIOUKMCh HA HOBHMX BHJIaX aTak i OHOBJIIOIOYH
MexaHI3MU poTuAii kibeparpecii [3].

MosxkamBocri LI y 3axucTi nepcoHaIbHUX JTAHUX OXOIUTIOIOTH ITHPOKUH
CIIEKTp 3aBIaHb [4]:

1. BusiBnennst anomanii: 111 ananizye moBeaiHKy KOpHUCTYBadiB y peajb-
HOMY uaci Ta (ikcye mijo3pini Aii, HANPUKIaA MacoBi 3aUTH 10 0a3 JaHuX.

2. lIporupis ¢pimwmHTY: ANTOpuT™MH 0OPOOKH MPHPOTHOT MOBH PO3ITi3HAOTH
(IMHTOBI TIOBIIOMJICHHS Ta aBTOMATUYHO OJOKYIOTH iX a00 MOTepeKaloTh
KOpHCTyBava.

3. ludpysanns qanux ta KoHTpoJs goctyny: LI ¢popmye apanTuBHI cuc-
TEeMH MI(PPYBaHHS Ta KEPYe MpaBaMH JOCTYITY BIAIOBIAHO 0 POJIi i IOBEOIHKH
KOpHUCTyBaya.

4, 3axuct Binm Zero-Day aTtak: AHani3yrouu 4ducieHHi mabmonu arak, I
MOJKE BUSBIIATH HOBI 3arpo3H IIe 0 iX oQilliifHO1 ineHTH(iKaIii.

5. 3ano6iranns BuToKy nanux: DLP-cucremu Ha ocHoBi LI KOHTpOIIOIOTH
nepenady KoHGiZeHiiHOI iHpopMamii i BHABIAIOTH HECAaHKI[IOHOBAHE KOIIiO-
BaHHS Y MEPECHIIaHHS.

6. MonemtoBanus atak: 11l mpoBoANTh aBTOMATU4HI CUMYIIAIIT KibepaTak
JUISL BUSIBJICHHS! BPa3JIMBOCTEH, 30KpeMa PU3UKIB BiJ BHYTPIIIHIX KOPUCTYBAYiB.
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7. ABromarnyuna peakmis: Cucremu I MoxyTs G1oKyBaTH 00IKOBI 3ammu-
CH, 130JIFOBATH 3apaXkeHi IIPUCTPOI Ta CIIOBILIATH aAM IHICTPaTOPIB.

8. IMinBumenns kidepririenn: Incrpymentu LI HaB4yaroTh Oe3neuHiii mose-
JUHII, TAI0Th PEKOMEHIAIIT 00 3MIITHEHHS 3aXUCTY, HAPUKIA] y pa3i ciad-
KUX T1apoJIiB.

9. OnpamtoBanns Benukux ganux: LI xmacugikye MacuBH NepcOHATBHUX
JIAHUX, OI[IHIOE 1X YYTIMBICTH Ta KOHTPOJIIOE JOCTYII IO HUX.

10. IlporHo3yBaHHA 3arpo3: Mopen MamIMHHOTO HaBYaHHS JIO3BOJISIOTH
repeoavyaTH HOB1 BEKTOPH aTak i TeHAEHIIIT TOMNPEHHS IEBHUX TUIIB 3arpo3.

[paktnyanmu npuknagamu 3actocyBansas LI g momonanas kibep3ar-
PO3 MOXYTh OyTH:

1. Darktrace — miardopma kibep6esmeku, o BukopructoBye LI st Toro
100 BUSIBIISITH Ta HEUTpaIi3yBaTH 3arpo3u Y PeXHUMi peabHOTo Jacy.

2. Microsoft Azure Sentinel — xmapua cucrema, sika interpye LI mis
aHaJi3y BEIMKHUX OOCHTIB )KypHAIIB OC3MEKH Ta IOIIYKY aHOMAJTiii.

3. Palo Alto Networks Cortex XDR — BukopuctoBye I mist BusiBieHus,
po3CiiTyBaHHs Ta JiKBimaIii Kibep3arpos.

Bucnosok. Otxe, 1111 3HauHO migBHIye €()EeKTUBHICT CUCTEM 3aXUCTY
MEepCOHANIbHUX JaHHX, TAI0YH 3MOTY OTIEPATHBHO BUSIBIISITH, aHATI3yBaTH 3arpo-
3W Ta pearyBatd Ha HuUX. [HTerpaumis LI B cucremu 3axucry iHpopmarii € Kpu-
THUYHOIO HEOOXIHICTIO B YyMOBaxX CTPIMKOTO 3pOCTaHHsS Kibep3arpo3 i oOcsris
00poOKu mepcoHanbHOI iHpopMamnii. ToMy BBaXkaro, 0 B YMOBax 3arpos, sKi
BUHMKAIOTH ITiJl 4aC BOEHHOTO CTaHy, HEOOXIIHO AeAani Mupiie BUKOPHUCTOBY-
Batu 3acobm I mma 3axucTy mepcOHAIbHHUX MaHWX. AN Ui TOBHOIIHHOTO
BUKOPUCTAHHS ITUX TEXHOJOTIA BaXXIMBO 3a0C3MCUNUTH HAIMHICTD alTrOPUTMIB,
YHHUKATH iX yHIepePKEeHOCT Ta 3a0e3MeYNTH BiIIOBIHICTE ETHYHIM HOPMaM.
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VJIK 004.056:004.7

HPOEKTYBAHHH.KOMHJIEKCHOi CUCTEMMU 3AXUCTY
TH®OPMAIIIL 111 MEPEK IHTEPHETY PEUEA

Anppiii IBAHYCA, Map’an TKAY, Auapiii IETPOBHY, KOpiiit TKAY
Jlvsiscobrutl Oeporcasrutl yHieepcumem Oe3neKu HeummeoislbHOCmi

Anomauia. ¥ pobomi cnpoexmosano apximexmypy saxuwgenoi loT-cucmemu ma
PO3p0OIECHO KOMNAEKCHUL NIOXI0 00 iT 3axucmy. 3anpononosane piuieHHs NOEOHYE uiug-
pyeanus TLS/SSL, anapamuuii mooyre TPM, porvosuii Koumpons 0ocmyny ma nogeoiH-
xogy ananimuxy UBA 0ns 3ab6e3neyenns HaoiitHocmi ma npomuoii 3aepo3am y mepexlcax
Inmepuemy peueii.

Knrouoei cnoea: inmepuem peueii, kibepoesnexa, npomoxonu loT, TPM, MQOTT,
wWuppysanns, KOHMPOIbL OOCMYNY.

Abstract. he paper designs the architecture of a secure 10T system and develops a
comprehensive approach to its protection. The proposed solution combines TLS/SSL
encryption, a TPM hardware module, role-based access control, and User Behavior
Analytics (UBA) to ensure reliability and counter threats in Internet of Things networks.

Keywords: Internet of Things, cybersecurity, loT protocols, TPM, MQTT,
encryption, access control.

CrpiMKHi pO3BUTOK TEXHOJIOTIH [HTEpHETY peuel BHMMarae HOBHUIX ITif-
XOJIiB JI0 MPOEKTYBaHHS MEPEKEBOI IHPPACTPYKTYpH, Jie TUTAaHHS OE3MeKH CTa-
I0Th KPUTHYHO BaXIMBUMH. [Ipn npoekTyBanHI Mepexi IHTepHETYy peuel HeoO-
XIJHO BKJIIOYATH JIBi CKJIAJOBi: ()i3M4HE NMPOCKTYBaHHS MEPEXKi, SKE OXOILIIOE
MIPUCTPOI Ta MPOTOKOJIH, Ta JIOTIYHE TMPOEKTYBAHHS, IO TPEJICTABIISAE aOCTPAKT-
HE PO3yMIHHSI CYTHOCTEH 1 MmporeciB . BicyTHICTh €qMHUX cTaHAapTiB Oe3mneku
POOHUTH Bpa3nuBUMH OUTBIIICTE cydacHHX loT-cucTem, o 3yMOBIIIOE HEOOXi-
HICTh pO3pOOKH KOMILIEKCHHX PIllIeHb 3aXMCTy Ha BCIX PIBHAX apXiTEKTYpH.

B ocHOBI po3po0ieHOT CHCTEMH JISKUTh YOTUPHUPIBHEBA MOJENb MIPOTO-
KOJIB, 10 3a0e3redye HagiifHy B3a€MOJI0 MDK MPHUCTPOSMH Ta cepBepom. Ha
KaHaJIbHOMY piBHI BUKopucToByroThCs TexHoorii IEEE 802.11 (WiFi) mis Beix
CCHCOPIB, XO4Ya TaKOXK MOXyTh 3acrocoByBatucs Ethernet, WiMax ta LR-
WPAN. MepexeBuii piBeHb 0a3yerbesi Ha npotokouni [Pv4, mo 3abesneuye ine-
HTU}IKAII0 XOCTIB Ta ajapecarito, 3 miarpumMkoro 6LoWPAN mis ManonoTtyx-
HUX Mepex. TpaHcropTHUI piBeHb peanizye miarpuMky TCP mnst HagiiiHoTrO
3B's13ky Ta UDP mns mBuakoi mepeaadi nanux. Ha piBHI J01aTKiB BUKOPHCTO-
BytoThcs npotokomn MQTT mis mibkmammeHOT B3aemonii, WebSocket amst nBo-
CTOPOHHBOTO 3B's13KY, a Takox HTTP ta CoAP.

JIng mpakTHYHOT pearnizallii cucteMu O0yio 00paHO TOTIOJIOTIIO, IO BKITIO-
Yyae po3yMHHI JBEPHUH 3aMOK, aTYMK BIIKPHUTTS BiKHA, PO3YMHY JaMIly, qaT-
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YUK BKJIFOUEHHS CBITJIa Ta IIIIO3, SIKUH BHKOHYE posib 0a30Boi cranmii . [Ilnro3
BINOBia€ 3a MaplIpyTU3allii0 JaHUX, IPH LbOMY Mepexa IHTepHery peuei
i30J1b0BaHa B agpecHoMy mpoctopi 192.168.25.0/24, 1m0 yckIaaHIOe HECAHKIIIO-
HOBaHHUH MOCTYI 3JI0BMHCHHUKIB. B3aeMo/Iisi KOMIIOHEHTIB cucTeMu Oa3yeTbest
Ha Mojeni "3amuT-BimoBims" Ta Push-Pull i3 Bukopucramnsm REST Ta
WebSocket API.

OCKIIbKH JAOCIIDKEHHs TIOKa3yloTh, o OubmicTs loT cucrem He mund-
pytoTs Tpadik, y po3poOieHili cucTeMi BIPOBAHKEHO OaraTopiBHEBY MOIENb
3aXUCTY, TpadiuyHe  300pakeHHS SKOi HaBEJAEGHO HAa PUCYHKY  HHUX-
ye. 3anponoHOBaHa KOHIIEMIIiS Oe3MeKH OXOIUTIOE 3a0e3redeHHsT Oe3neKH 3B's3-
KY, KOHTPOJIb JIOCTYILY, allapaTHUH 3aXHCT Ta olepaiiiHi 3aXoau Oe3neKH.

Jliist 3axMcTy KaHaNiB mepejadi JaHux oopaHo meron EminTiuHOi KpuI-
torpadii, skuil € ePeKTUBHUM JUTSI IPUCTPOIB 3 OOMEKECHUMHU OOYNCITIOBATBHU-
mu pecypcamu. lIudpyBanHs Ta ayreHTHU}IKalis peali3yloThcs depe3 HpoTo-
kost TLS/SSL moBepx MQTT wa rumardopmi IBM Watson 10T Platform. 3amicts
MPSIMOTO MITKITIOYEHHS IATYMKIB BUKOPHCTOBYETHCSI CMapT(OH 3 JOAATKOM, L0
MPOXOJUTh eran ayreHTu(ikaiil yepe3 TokeHH. J[01aTKOBO B CUCTEMY BIIpOBa-
JokeHo ceptudikar Oesnekn X.509 mis yHIKanbHOI ineHTH(IKALil IPUCTPOIB,
10 JTO3BOJISIE BU3HAYMTH JIOBIPSHI BY3JIM Ta OOMEXKHTH JOCTYII JJIsl HEMiATBEp-
IDKEHUX JIEBANCIB.

BaxJIMBUM €JIEMEHTOM 3aXHCTY € BIPOBAPKEHHSI KOHTPOJIIO JIOCTYILY Ta
Oe3meKu YIpaBIiHHSA 4Yepe3 pPoiboBY Mojenb. CTBOPEHO CHemialbHI poui, fAKi
0OMEXYIOTh IpaBa MPHUCTPOIB Ta NUIIO3Y, MO3BOJAIOYHM iM BHKOHYBATH JIMIIIE
HeoOXigHi onepartii. [y BUSBICHHS 3arp03 BUKOPUCTOBYETHCS aHATITUYHA CHC-
tema Oesnekn UBA, sxa Oynye Mozaenb MOBEAIHKH KOPHUCTYBada Ta BHSBIIIE
AHOMaJBbHY aKTHBHICTB. TaK0X MPOBOAUTHCS PETYISPHUN MICSYHUN ayIauT iH-
(bpactpykTypu 3a gonomororo cepsicy AWS 0T Device Defender.

cepTudikaT 6e3nekun X.509

SNEP
SSL/TLS over MQTT

WwngpysaHHs Tpadiky

loT - platform
firewall antivirus(Symantec)
ACL OpenSSL

TPM
KoHTpone aoctyny
BA

+ u
’ AWS loT Device Defender
strong passwords

PI/ICYHOK 1 — Cucrema MeTO}IiB Oe3mexu JUIIsL CHpOCKTOBaHO.l. CHUCTEMHU
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JIng mifBUIIEHHS 3aXWIIEHOCTI Bif (PI3WIHOTO 37I0MY Ta MiIPOOKH KITFO-
YiB BIPOBa/KEHO amaparHuii moxyns TPM. Bin 3abe3nedye nimicHicTh Ipu-
CTPOIO, CTBOPIOE KOPIHBb JIOBIPH Ta TeHEpye KI04i MU(ppyBaHHs, NPAIIOI0YH B
Oe3reyHOMY pEeKUMI T MiHIMI3aMii IKOAM BiJ] MIKIUTMBOTO NPOTPaMHOTO 3a-
OesrnieuenHs . Ha piBHI kony Oe3nieka 3a0e3neuyeTbcs BUKOPUCTAHHM 0i0iioTe-
ku OpenSSL s nepeBipkn aBTEHTHYHOCTI, @ TAKOX OOMEeXeHHAM (yHKITIOHa-
JIy IPOIPaMHOTO KOJIy TIPUCTPOIB JIMIIE BUKOHAHHSM Clieln(IYHUX 3aBJIaHb, 1110
3arobirae ix BUKOPUCTAHHIO y OOTHETaX.

JlonartkoBi onepariiiHi 3axo/11 Oe3MeKy BKIIOYAIOTh BUKOPHCTaHHS Opa-
HIMayepa U KOHTPOJIIO BXiHOTO 1 BUXiZHOTO TpadiKy, BCTAHOBIICHHS aHTHUBI-
PYCHOTO HpOrpaMHOro 3a0e3redeHHs Symantec, peryiisipHe OHOBJICHHS MPOLIH-
BOK I3 IIEpEBIPKOI0 0E3MeYHOro 3aBaHTaKEHHS Ta BUKOPUCTAHHS HaIIHHUX yHI-
KaJbHUX ITapOJIiB .

Y mincymky, B po0oTi cripoekToBaHo 3axuiieHy loT cucremy, mo 6a3y-
€TBCS HAa KOMIUIEKCHOMY IIIXoAi 1o iHpopmamniiiHoi Oe3neku. PeamizoBana ap-
XITEKTYpa MOEIHYE 130JIbOBaHy MEPEKEBY TOIOJIOTII0 3 BAKOPUCTAHHIM HaJiii-
HUX MPOTOKOIiB. OCHOBHA HAYKOBa Ta MPaKTUYHA I[IHHICTH MOJISTA€E y BIPOBa-
JDKEHHI KOMOIHOBaHOI CHCTEMH 3aXHUCTy, SIka BKJIIOYae Kpunrorpadiuxuii 3a-
xHCT Tpadiky, CyBOopy ayTeHTH(]IKAIIi0, anapaTHUI 3aXKMCT Ta IHTCACKTYaIbHUI
aHami3 3arpo3. Takuil MiAXix MO3BOJISE HIBETIOBATH PH3WKH KOMIIPOMETAIIil
NPUCTPOIB Ta 3a0E3MEUNTH IUTICHICTh 1 KOH(INCHUIHHICT JaHUX y Mepexi [H-
TEPHETY peUei.
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NIABUILIEHHSI EOEKTUBHOCTI IH®@OPMAIIIMHOI BE3NEKHA
KOPIIOPATUBHUX CUCTEM HA OCHOBI TEXHOJIOI'Ti SD-WAN

Angpiii IBAHYCA, Auapiii IETPOBHY, Map’aun TKAY, FOpiiit TKAY
Jlveiscokutl deporcasnutl yHieepcumem Oe3neKu HeummeoisibHOCmI

Anomauia. ¥ pobomi posensinymo enposadicenuss mexronoeii SD-WAN ona mo-
OdepHizayii KopnopamueHoi mepesici NiONPUEMcme enepeemuino2o cekmopy. Ilpoanani-
308aHO nepesazu NPOSPAMHO-BUSHAUATLHUX Mepedxc Hao mpaouyitinumuy MPLS-
KaHanamu, 30Kkpema 6 acnekmax Kibepbesnexu, agmomamusayii ynpasninua ma inmezpa-
yii' 3 xmapuumu cepgicamu. Onucano emanu peanizayii npoexmy Ha npukiadi nionpuem-
cmea enepeemuku 05 3a0e3neyents Kibepcmiukocmi iHppacmpykmypu.

Knrwuosi cnosa: SD-WAN, ingopmayiiina 6esnexa, KopnopamueHa mepedicd,
asmomamu3ayis, XMapHi mexmonozii.

Abstract. The paper considers the implementation of SD-WAN technology to
modernize the corporate network of energy sector enterprises. The advantages of
software-defined networks over traditional MPLS channels are analyzed, in particular in
the aspects of cybersecurity, management automation, and integration with cloud
services. The stages of project implementation are described using the example of an
energy enterprise to ensure cyber resilience of the infrastructure.

Keywords: SD-WAN, information security, corporate network, automation, cloud
technologies.

['moGanbHi Mepexi MPOTATOM TPUBAJIOTO Yacy 3aMIIAOTHCSI KPUTHYHO
B)XJIMBUM E€JIEMEHTOM PO3BUTKY TEXHOJIOTIH, 3a0e3Meuyroun mepeaady JaHux
Ha BEJIUKI BiJICTaHI SIK JUIsl BIHCHKOBUX, TaK 1 [UII KOPIIOPATUBHUX IOTPeO. 31aT-
HICTh A0JaTH TeorpadiuHi 0OMEKEHHS cTaja PyIIiiHOI0 CHIIOK BJOCKOHAJICHHS
cucreM 3axucty iHdopmarii. OgHAK TPAAWIIHHI MiAXO0IU, TaKi SIK BHKOPHCTaH-
Hs BuAiUieHHX KaHaiuiB MPLS, mepecraroTh BiAMOBIiZaTH BUMOIraM Cy4acHOI'O
XMapHOTO CEPEIOBHIIA, AK€ IIBUIKO PO3BUBAETHCA. Lle 3yMOBHIIO MOSABY Ta ak-
THUBHE BIPOBADKCHHS IPOTPaMHO-BH3HAYAIBHUX Tio0ambHUX Mepex (SD-
WAN), mo m03BoJIsIt0Th H(PYBaTH NaHi B HAKIaJCHUX TYHEISIX Ta 3abe3me-
YYIOTh THYYKICTh YIPaBJiHHS TpadikoMm.

TexHomorist 703Bossie 00'€HYBATH Pi3HI TN (i3UYHUX 3'€THAHD, TaKi K
mupoxocmyrosuii intepuet, 4G LTE Ta MPLS, y eHmii IOri9HUA KaHAI 3B'SI3KY
JULs JIBUIIIEHHS BiqMoOBocTiliKkocTi. Lle cTBoproe HailiHy BipTyalibHY HaI0y/I0BY,
sKa BIIOKpEMIIFOE TIporpamMHe 3a0e3redeHHs Bin (ismdHOro oONajHaHHS Ta 3a-
Oe3reuye Oe3repepBHICTh CEPBICIB HABITH MPH 30051X OKPEMHUX JIIHIMH.

Ha Binmminy Bix TpagumiiiHo1 apxiTektypu, Moaens SD-WAN pospobie-
Ha JUIs ITOBHOT MIATPUMKH TPOTpaM, PO3MIIIEHUX y JIOKAIbHUX [IEHTpax o0poo-
KM JIaHUX, a TaKOX y MyONiYHHMX i MPUBATHUX XMapaxX. TeXHOJIOTiS T03BOJISE
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ABTOMATHYHO Ta JUHAMIYHO NEpPEHANpPABIATH Tpadik HAMOLTBII ePeKTHBHUM
LIJISIXOM, BPaXxOBYIOYM YMOBHM MEPEXi, BUMOTH Oe3MeKH Ta SIKICTh 00CIyroBy-
BauHs (Qo0S). Bax/IMBOO MEpEBaror0 € IEHTPaIi30BaHe KePYBAHHSI, 110 MiIBH-
Y€ IPOTYKTUBHICTH JOAATKIB Ta 3HIKYe BUTpaTH Ha I T-iHdpacTpykrypy. 3na-
THICTh 1IeHTH(]IKYBaTH MiZ03piIi nporpamMmu Ta BipTyanizyBatu nociayru WAN,
piurogaroun MPLS ta 4G/LTE, no3Bosnsie minmpueMcTBaM O€3MEYHO BHKOPHC-
TOBYBaTH HIMPOKOCMYTOBHIA 3B'SI30K SIK OCHOBHHI KaHAJI Iiepeayl JaHuX.

3aBnAky MATPUMII iHimiamizamii 0e3 ywacti kopuctyBada (Zero Touch
Provisioning), koH(irypaiiss HOBUX MPUCTPOIB 3aBAHTAXKYETHCS aBTOMATHYHO
0/Ipa3y MICIIA MAKITIOYeHHS 10 Mepexi. Taknii miaxin ycyBae HeoOXiaHICTh (di-
3WYHOI MPUCYTHOCTI KBaNi(PiKOBaHUX IHXKCHEPIB Ha KOKHIHM JOKaIlii, 10 CKOpo-
4ye yac 3armycKy HOBHX (i 3 KUTbKOX JHIB 10 JIIYCHUX T'OJIHH.

Oco6muBoi akTyansHOCTI BiipoBapkeHHs SD-WAN HaOyBae s cTpare-
rYHO BOXJIMBUX MIANPUEMCTB, Takux sk ['pyna JITEK, mo npaitoroTs B ymoBax
MABUINEHUX PU3UKIB BOEHHOTO dacy. CKIagHICTh MepekeBoi iH(pacTpyKTypu
Ta OprasizaiiiiHa po3raiy)XeHICTh KOMIIaHil BUMararoThb MiJBUIIEHHS HaJliiHO C-
Ti MIKIFOYEHHS ISl COTEHb TEPUTOPIATBHO po3moAuIeHux (it . MozaepHiza-
LISl KOpHopaTHBHOI Mepexi Ha 6a3i pimenHss VMware SD-WAN nosBossie yHi-
(bikyBaTH TIIKITIOYSHHS, 3a0€3M1EUYNTH THYYKY B3aEMOJIIO 3 XMapHUMH CEpesIo-
BHIIIAMH Ta aBTOMATU3yBaTH PyTHHHI 3aBJIaHHS KEPYBaHHSI.

SD-WAN Orchestrator

SD-WAN
SaasS Gateway

g oo
e T e (G
C— ® s

Edge Legacy Enterprise
Appliance or Virtual Data
Private
MPLS
—-—- ﬂﬁ i amazon
Private Circuit @ @ B e ] - E -
Provider Provider Edge .
Edge Edge Cluter Mybrid Data Centers:

Enterprise or Cloud
Pucynoxk 1 — Apxitekrypa pimenns SD-WAN

Cucrema 3/1aTHa aBTOMaTHYHO PO3II3HABATH Ta NPIOPUTE3YBATH YyTIIH-
BHI JI0 3aTPUMOK Tpadik, 30Kpema U1 3ac00iB BiIeOKOH(pEPEHII3B 3Ky Ta IU1a-
thopmu Microsoft Teams. Lle mo3Bosie 3a0e3meUnTH CTAOUTEHO BUCOKY SIKICTBH
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yHi(pIKOBaHNX KOMYHIKaLiH 11 e(heKTHBHOI B3a€MOIii TEPUTOPIATBHO PO3IIOTi-
JICHUX KOMaH/]| HE3aJIe)KHO BiJl IXHBOTO PO3TallyBaHHSI.

[TpoexT iMmmemMeHTallii BKIIOYa€ MOBHUHN JKUTTEBUHN ITUKI: BiJ aHATI3y
noTped Ta MPOSKTYBAaHHS /10 BIPOBA/KEHHS MTUIOTHOTO PIlIEHHS Ta iHTETparlii 3
ICHyIOUMMH cHcTeMaMHu Oe3nekd. B pesysnbraTi BIPOBaKEHHS HPOTPaMHO-
KOH(]IrypoBaHOi apXiTEKTypn KOMIIaHi OTPHMY€E THYUYKY MEpEKy, IO JIETKO
MacuITabyeThesl, CIIPOIIEHE LEHTPATi30BaHe KEPYBaHHS Ta MOXIIUBICTb IIBH -
KOTO TIKITIOUeHHS HOBUX ¢iniit . Ile KpUTHYHO BaXXIUBO I €(EKTHBHOI pO-
00TH PO3MOUICHUX KOMaH/I Ta 3abe3redeHHs Oe3nepepBHOCTI Oi3Hec-TpoleciB
B €HEPIeTUYHOMY CEKTOPIi, AKHI € KPUTHYHOIO IHPPACTPYKTYPOIO I YKpaiHu.

KirouoBUM acmiekToM HOBOT apXiTEKTypH € MiABHUICHHS PiBHS KibepOes-
neku. Mepexa 3a0e3nedye MOBHY BHUAUMICTH Tpadiky, MIIATPUMKY CydacHHX
METO[IiB MU(PPYBAaHHSA Ta CETMEHTAIII0 /I MiHiIMi3allii 30UTKIB y pa3i mopy-
meHb nepuMmerpa . OKpiM TOTo, aBTOMaTH3allis MPOIECIB J03BOJSIE YCYHYTH
PHU3UKH, TIOB'S3aHI 3 JTIOACBEKAM (haKTOpOM, Ta 3BUTRHHUTH pecypcu [T-daxiBiiB
JUISL CTPATEeriYHUX MPOEKTIB po3BUTKY. Takum umHOM, nepexig Ha SD-WAN e
KOMITJIEKCHUM PIlIeHHSIM, 110 3a0e31meuye He JUIIe TEXHIYHY MOAepHi3allito, aie
W cTpaTeriuHy CTIMKIiCTh Ta 0e31eKy KOPIOPATHBHUX CHCTEM.
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MOJEJIb 3AXUCTY JAHUX BIJI OSINT HA OCHOBI METOAY
KOMITAPTMEHTAJII3AITI

Banepis IBKOBA
Hayionanvnuii ynieepcumem «JIv8iscora nonimexnixay

Anomauia. Ob1pyHmosano HeoOXiOHicmMb NPomudii 3a2po3am, Wo BUHUKAIOMD
6Hacniook cmpykmyposanozo auanizy eiokpumux oanux (OSINT). 3anpononosano mo-
0eflb 3aXUCmy Ha OCHOBI KOMRAPMMEHmMAi3ayii, o € NPOAKMUEHO CIMpameziero cmpy-
KmypogaHoi i3onsayii ingpopmayiiinux akmueig. Cymuicme MoOeni noiseac y Ouxomomi-
HOMY NOOiNi OAHUX HA HENO8 SI3aHi cecMenmu , Wo MIHIMIZYE PUSUK acpe2y6aHHs ma ic-
mommo niosuwye mpyoomicmricmo OSINT-ananisy.

Knruoei cnosa. 3axucm oanux, OSINT, counter-OSINT, komnapmmenmanizayis.

3arajpHa KUIBKICTb aHAJIITHKIB, sKi 3ailcHIOTs OSINT-po3Binky TOUHO
HEeBiZloMa, OCKUTBKH Taka MiSUIBHICTH HE Ma€ EHTPATi30BaHOCTI Ta CTAaHIAPTH-
3anii. Benyka yacTnHa KOpHCTYBadiB BCECBITHBOI NMaBYTHHU BHKOPHUCTOBYIOTH
OSINT-rexnoumorii mis ocobuctux abo mpodeciiiaux notped. [Ipore, TouHO
MOJKHa CTBEpJDKYBaTH, 1o B cBiti iHTepec 1o OSINT moctiitHO 3pocTae 1 nei
MIPOIIEC HE 3YIHHSAETHCS.

B zaramsHOMY po3yminai OSINT - me mpouec 300py Ta aHaNi3y BiIKpH-
THUX JIJaHUX, TOOTO BIIOMOCTEH AOCTYI 10 SKUX HE 0OMEKEHO BOJIOUIBLIEM.

Ha nymky, Jenuncenko B.A., OSINT HeoOXigHO po3risigaTé SK MpoIIec,
IHCTpYMEHT, MeXaHi3M 300py Ta mpojaaxy nporpamHux mnpoaykriB. OSINT e
CIUTBHOIO, IHTETPOBAHOIO METOJIOJIOTIEI0 Ta MPOILIECOM CTBOPEHHS, A€ BUMOTH
KIII€HTA MOJI0 aHATITUYHOT PO3BIKU CIIBIIAJAIOTH 3 HAJJAHOIO JIIEBOIO aHAITH-
YHOIO PO3BiAKOIO (actionable intelligence), cTBOpeHOO Yepe3 MPOLEC CHHTESY Ta
aHaJi3y perpe3eHTaTHBHOI BUHOIPKH iH(pOpMAIIii 3 BIIKPUTHX [DKEpel, ska Oyna
BaJIIOBAHOIO, € HAIIMHOI0, BUACHOIO Ta TOYHOM [1, c.44]. 3a3HayeHE MOHATTS
HaiOLTBII TOBHO po3kpuBace cyTHicTs OSINT.

B kibep6e3neni OSINT-TexHONOTIT OUIbIIE CIIPHIAMAIOTHCS K METO/IH,
10 TO3BOJISIOTH BHSBHUTH BiIOMOCTI ¥ BIAKPHTOMY OCTYITi Ta BUSHAYHUTH IOTE-
HIiHI 00’ ekTH s Kibeparak. BikpuTi maHi Ta BEIMKUN MEpeNiK JKepel Ta-
KHX BiZIOMOCTEH, 32 yMOB iX CTPYKTYpPOBAHOTO aHAI3y, @ TAKOXK BUTOKY KOH(]i-
JCHIIHHNX JaHWX TOPOKYIOTh TMOTEHIIHHO HeOe3nmedHi HACHiAKH Y BUTISAL
HECAHKI[IOHOBAaHMX BTPYYaHb B POOOTY €ICKTPOHHO-OOUUCIIOBAIBHOT TEXHIKH,
ABTOMAaTH30BAaHUX CHCTEM a00 KOMIT FOTEPHHUX MepexX, Tomo. B ymoBax ribpua-
HOI BiffHM IMTaHHS 3aXUCTy iHpOpPMalii y BIIKPUTUX JUKEpEIax rOCTPO MOCTaE B
KOHTEKCTi HallioHAJIFHOT O€3MeKH Ta 3aXHCTY MPaB TPOMAaIsIH.

Komnaprmenranizanist sBisie coboro GpyHIaMEeHTaNbHUN NPUHIMIT Kibep-
0e3MeKH, 1110 MOJISrae B 130JIs111i OKPEMHUX CETMEHTIB CUCTEMH, HAOOPIB JaHUX abo
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(yHKIioHaTRHUX TporeciB. KiTrouoBe 3aBIaHHs BOTO MIIXOAY MOJISTAE B MiHIM i-
3aI1ii HOTCHI[IMHUX PU3UKIB Ta 30MTKIB, SIKi MOXKYTh BUHUKHYTH BHACITIZIOK KOMII-
pomerTarrii 0THOrO 3 KOMIIOHEHTIB, YUM OCATAETHCS JIOKATI3AIlisl 3arPO3U Ta 3aI10-
OiraHHs ii TOPH30HTATEHOMY TIOIIMPEHHIO Ha BCIO LLTICHICTH CUCTEMH [2].

JlaHuit MeTo/1 3HaXOUTh aKTUBHE 3aCTOCYBaHH: B rajiy3i iHdopmariiHol
Oe3meku, 30KpeMa sl 3aXUCTY KPUTHYHO BaXKJIMBUX (3aKPUTHX) CUCTEM Ta 3a-
OesreueHHs1 0e3MeKH OKPEMHX ITPOTPaMHUX MOJYIIB (KOMIIOHEHTIB IIPOrPaMHO-
ro 3a0e31eUeHH).

Mopnens 3axucty iHpopmaniiaux aktuiB Bix OSINT, mo iMruiemeHnry-
€ThCS HA METOJIONIOT i KOMIIAPTMEHTANII3ALl], € IPOAKTHBHOIO CTPATETri€l0 CTPYK-
TypOBaHOl i30JTsLii ny6n1qH0 JOCTYINHHX JaHuX. 1i mepioueprosoro q)yHKmefo €
MIHIMI3allisl pU3UKY HECAHKI[IOHOBAHOT'O arperyBaHHs Ta KyMYJISSTHBHOTO aHalli3y
JCKPETHHUX iH(OPMAIIHHIX (parMeHTiB, OTPUMAHUX 3 BITKPUTHX JDKEpPEIL.

OCHOBHA CYTHICTb MOJIEIi ITOJISATAE Y TUXOTOMIYHOMY MOJLTI CYKYITHOCTI
JaHUX (K KOPIIOPAaTHBHUX, TaK 1 IHAWBIAyalbHUX) Ha JIOTIYHO ab60 (i3uvHO Bi-
JOKpPEMJIEHI, HETIOB s13aH1 CErMEHTH (KOMIIAPTMEHTH).

KntouoBoro MeTolo € 3anobiraHasa (GpopMyBaHHIO KPHUTHYHO Ba)KIIUBOTO
iHpopMaifHOro MacuBy HUITXOM KOpEJIlii pO3pi3HEHHX, IMILTIUTHO Oe3red-
HUX JIAHUX, SIKi MOXKYyTh OyTH ineHTHdikoBani OSINT-ananitukom. Takum un-
HOM, KoMIIpoMeTallist abo inenTudikarmis iHpopmamii B Mexkax oZHOTO KOMITap-
TMEHTY He 3a0e3nedye Cy0'eKTy IOCTYIy MOJIMBOCTI Ul eKCILTyartarii abo
PO3YMIHHS CYTHOCTI IHIIHX i30JIbOBAaHUX CETMCHTIB.

EdexruBHa peanizaiis MoJiesi JOCITaeThCs NUIIXOM AOTPUMAaHHS HU3KU
B3a€MOIIOB'SI3aHUX MPUHIIAIIIB.

OyHIaMEHTATFHOI0 OCHOBOIO MOJIENI € TpOoLeaypa iepapXidHoi Kiacudi-
KaIlii HasBHUX iH(POPMAIIHHUX aKTUBIB, SKi HOTCHIIIHHO MOXXYTh OyTH BUSBICH] Y
BinkputoMy goctyti. Llg kmacugikaiis 3MICHIOETECS HA TICTaBi KPUTEPIFO KOH-
(bineHIIMHOCTI Ta PO3paxyHKy MOTEHLIHHOT KyMYJISTUBHOI IIKOJH, CIPHYMHEHOT
arperari€to JaHux. Y pe3ynbrari Kiracudikamii GopMyrOThCS B3a€EMHO BHKIIIOUHI
KOMIapTMeHTH (JIoriuHi cermeHTH). KirouoBa Mera mossirae y 3a0e3neueHHi ra-
paHTOBaHOI BIiICYTHOCTI NpPsIMOI KOPEIIiMHOI 3aleXHOCTI MDK (pparMeHTamMu
JIaHWX, i1eHTHU(HIKOBAHINMH 3JIOBMHCHUKOM Y PI3HUX CErMEHTaX, 110 YHEMOKIIUB-
o€ (popMyBaHHS ITUTICHOTO Ta KPUTHYHO BXKIMBOTO iH(OPMAIITHOTO MacuBy.

3acTocyBaHHS NpUHOMIY HaiiMeHmux npusineiB (PoLP) cnpsimoBane Ha
BCTAHOBJICHHS BHYTPIIIHBOT 13071111 manux. JlocTyn a0 iHpopmailii, Iokami3o-
BaHOT Y KO)KHOMY KOMIIApTMEHTI, HalaeTbcsl cy0'ektaM abo aBTOMATH30BaHUM
cHCTeMaM BHKIIIOYHO Ha OCHOBI CyBOpOi ciyx00Boi HeoOximHocTi (need-to-
know basis). Taka BHYTpIIIHS MOJIITHKA MIHIMi3ye WMOBIpHICTh HECAHKIIOHO-
BaHOTO TpaHc(epy JaHUX Yepe3 BHYTPIIIHI BEKTOPH aTak, a TaK0X CyTTEBO 00-
Mexye oOcar iHpopMarii, IKuid MOXKe OyTH CKOMIIPOMETOBAaHUH BHACIIAOK I10-
pyIIEHHS O€3MeKH OJHOTO BHYTPIIIHBOTO KOHTYPY.
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[Mpuatmn miriMizanii nugpoBoro ciixy nependadae MPOaKTUBHE 3HIDKECH-
HSl HEBITOPSIIKOBAHOCTI YYTJIMBUX JaHHX, SIKi MOTPAIUIIIOTh Y MyOIiuHy chepy.
Bin peanizyerbest yepe3 po3poOKy Ta IMIUIEMEHTalli0 (GopMalizoBaHUX periamMe-
HTIB, IO PETYIIOIOTH 00CsT, 3MiCT Ta (opMmar myoduikaniiiHoi akruBHOCTi. O0OB'S-
3KOBHM €JIEMEHTOM € CUCTeMaTH4Ha CaHITU3allisl BCIX TeXHIYHUX ineHTHdikaropis
Ta MeTafaHuX (30KpeMa, TeOJIOKAIlIMHUX NaHuX, iH(opMallii Mpo aBTOPCTBO YU
nporpaMHe 3a0e3nedyeHHs) 3 JOKYMEHTIB, sIKi pU3HaYeHi JJIs1 BIiAKPUTOTO JIOCTY-
Iy, YUM JOCATA€ThCs 3MeHIIeHHs BekTopa ataku OSINT [3, c. 174].

3aKII0YHUN NPUHIMIT Je3iHTerpallii acoliaTUBHNX 3B'3KIB - (JOKYCYETHCS
Ha IITYYHOMY HOPYIIEHHI JOTTYHUX Ta (DI3UYHUX KOPEJILid MK myOnidHIMA
ineHTHikaTopamu, IO HAJIEKATh PI3HUM KoMIapTMeHTaM. Lle mocsraeTbes, 30K-
pema, depe3 BUKOPHCTAHHs HE3aJIeKHUX MEPEeKEBUX pecypciB (HanmpHKiIaz, pis-
HUX niana3zoHiB [P-ampec, He3ane)XHMX NOMEHHUX IMEH) Ta YHEMOXKIIMBIICHHS
OPSIMOTO 3B'I3KYy MDK 30BHILIIHIMH MPOQUISMH CIIBPOOITHHKIB Ta BHYTPILIHIMH
KOH(}IneHIIMHNME opraHi3aniiHnMu cTpykTtypamu. Llg crpareris 3abe3neuye
icrotHe minBunieHHs: Tpygaomictkocti OSINT-aHani3y Ta BUMarae BiJ 3J0BMHUC-
HUKa 3HAYHUX PECYPCIB U BiIHOBJICHHS IITYYHO JE3IHTErPOBAaHUX aCOIIATHB-
HUX 3B'SI3KIB.

TakuM 4MHOM 3a3Ha4yeHa MOJEIb € KPUTHYHO BAXKIHMBOIO Y KOHTEKCTI
cyJacHoro Kibep3axucry. BoHa 3minlye mapagurmy 3axucTy 3 opieHTamii Ha
KIaCHYHHUI TIepUMETP CHCTEMM Ha 3osilito camoi iHdopmanii y BigkpuToMy
iHpOpMamifHOMY IIPOCTOPI.
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IHTEI'PALIA SIEM, ABTOMATU30BAHOI'O MOHITOPUHI'Y TA
MOJAEJIEW TIOBEJAIHKOBOI'O AHAJII3Y AJIsA KOPIIOPATUBHOI
BE3IIEKA

ApTem IHIEHKOl, PocTuciaas TKA‘IYKl’z, Basepin BA.JIAIII,KAl
Y Ivsiscokui deporcasHull yHigepcumem 6e3neKu HCUMmeOisLIbHOCHI,
zHauiOHaﬂbHuL? yHigepcumem «JIb6iecbka nonimexnikay»

Tpoananizoeano cucmemy 3axumeno2o eidoaieno2o docmyny 6 «Kuiscmapy, eusis-
JeHo Kou08i epasmusocmi ma 3azposu. Posenanymo VPN, IPsec, SSL/TLS, Zero Trust,
IAM, SIEM i MDM, oyineno egpexmusnicmeo ix enpoeadoicenns. Hasedeno osopienesy ap-
ximexmypy ma pesyibmamu mecmysanis 6 Ubuntu Server i3 Wireshark, Nmap i Fail2ban.
3anpononosano nonimuxy docmyny 3 minimizayieio npugineis. [ocniodcenHs niomeeposicye
ehexmugHicmy piuienHs 01 6e3neurHo2o 8i00aneH02o docmyny ma nioguueHHs Kibepcmiti-
Kocmi.

Knwuosi cnosa: 3axuwenuii giooanrenuti oocmyn, VPN, Zero Trust, [Psec,
SSL/TLS, SIEM, 6acamogpaxmopna asmenmuirayis, kibepbesnexa, MDM, xopnopamu-
sHa mepedca, WireGuard, mecmyeanns besnexu, Kibep3azposu.

The secure remote access system at Kyivstar was analyzed, key vulnerabilities
and threats were identified. VPN, IPsec, SSL/TLS, Zero Trust, IAM, SIEM and MDM
were considered, and the effectiveness of their implementation was assessed. A two-tier
architecture and testing results in Ubuntu Server with Wireshark, Nmap and Fail2ban
were presented. An access policy with privilege minimization was proposed. The study
confirms the effectiveness of the solution for secure remote access and increasing cyber
resilience.

Keywords: secure remote access, VPN, Zero Trust, IPsec, SSL/TLS, SIEM, multi-
factor authentication, cybersecurity, MDM, corporate network, WireGuard, security
testing, cyber threats.

AHalti3 CHCTEMH 3aXUIICHOTO BipmaneHoro moctyny B «Kuiscrapi» 3a-
CBIIYMB HASBHICTh HU3KM KPUTHYHHX 3arpo3 Ta BPA3IMBOCTEH, MOB’S3aHUX 13
BUKOPHCTaHHSIM 3acTapijioro MmporpamMHOTo 3a0e3ledeHHs, cIa0Kol CerMeHTa-
LI€F0 MEpeXi, HEMOCTATHIM PIBHEM 3aXHCTY KiHIIEBUX MPHUCTPOIB 1 BIICYTHICTIO
MOBHOMLIHHOT OaratodakropHoi aBreHTHdiKanii. [Tommpeni pusukn — QimmH-
roBi atakw, brute-force, MITM, aTaku Ha cecii — CTaHOBISATH OCOOIUBY 3aTPO3Y
JUIsl KOPIIOPATUBHOTO Tpadiky Ta nepcoHalbHUX AaHux. [Huumentn 2023-2024
POKIB TiATBEPHKYIOTh HEOOXiTHICTH TIMOOKOI MOAEpHi3alii iH(QpacTpyKTypu
0e3mneKy Ta MiABHUIIEHHS CTIMKOCTI JI0 CKIAJHUX KibepaTax.

TopiBusuibHmii aHami3 TexHosoriin VPN, IPsec, SSL/TLS, Zero Trust Ta xmap-
HHX IHTErparliif mokasas, 1o kiacuuHi VPN-pillieHHs Bke He 3a0e3MeUyroTh HAICHK-
HOTO PIBHS 3aXMCTY B YMOBaX MacCIITaOHOCTI MEPEXKi Ta 3HAYHOT KUTBKOCTI MOOUTHHUX
npuctpoiB. EdexTuBHUM HanpsmMoM € BIpoBampkeHHs Zero Trust-apxirtekTypu,
LEHTpaTi30BaHoro yrpasiiHus gocryrnoM (IAM), ciucrem monitopuary SIEM, mose-
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JHKOBOTO aHai3y Ta pimeHs MDM st koHTpoIo MooutbHNX 1 BY OD-niprctpois.
L1i 3aco0n 03BOIISAIOTE MIHIMI3yBaTH PH3UKK KOMIIpOMeTallii OOJIKOBHX 3aIlMCiB Ta
3MEHIIHUTH IUIONIY aTaKh B PO3MOIUIeHi iHdpactpykTypi [1-3].

Jnsa migBHIEHHS KiOepCTIMKOCTI BETMKUX PECYPCiB, TAKUX 0 MPHUKIIAIY,
sk «KuiBctapy OUTbII JieBe KOMIUIEKCHE OHOBJICHHS CHCTEMH O€3IeKd: MOAep-
Hi3aIiro MPOTOKOJIIB MU(PYBaHHS, 3aPOBAHKEHHS PO3IIHMPEHOTO MOHITOPUHTY
moiii, iHTerpamito OaraTodakTopHOi aBTEHTH(]IKAamii, MOCWIEHHS KOHTPOJIIO
KIHIIEBUX TOYOK Ta BUKOPHCTAHHS MITYYHOTO IHTEJCKTY Ul BUSBJICHHS aHOMa-
niit y tpadiky. Takuii migxiz 3a0e3MeYnTh HAAIHHUN 3aXUCT KPUTUIHUX KOMITO-
HEHTIB, 3MEHIIUTh IMOBIPHICTh HECAHKIIIOHOBAHOTO JOCTYILy Ta IIiJBHIIUTH
piBEHb TOTOBHOCTI JI0 CydacHUX Kibep3arpos [4].

Mopens 3aXHIIEHOTO BiaJIEeHOTO JOCTYILY, IO BUKOPHCTOBYETHCS OIle-
patopom «KwuiBcTrap», IPYHTYETbCS Ha JBOPIBHEBIH apXiTeKTypi, sIka MOEHYE
mmdpyBaHHs TpadiKy Ta IEHTpai3oBaHy aBTeHTH(]iKamito. Ha mepmomy piBHI
3aCTOCOBYETBCS 3aXWIICHUI TyHENb, CTBOPEHWH 3a mportokomamu [PSec abo
SSL/TLS, mo 3abe3neuye KOHPIOCHIIHHICTE 1 IITICHICTD IepenannX qaHux. [py-
THIA piBeHb Iependavac aBTeHTU(DIKAII0 KOPUCTYBadiB uepe3 ToMeH abo Active
Directory, 3actocyBaHHs cepTU(hIKaTIB Ta KOHTPOJb TOCTYITY BiMOBIIHO JIO MO~
THK Oe3MeKu.

OCHOBHMMH KOMIIOHEHTaMH apXITEKTYpH € KIIIEHTCbKE MpOTpaMHe 3a-
OearieueHHs1 Ha poOoUKX cTaHisX, VPN-1UII03, sIKMii BAKOHYE YCTaHOBJICHHS Ta
MIATPUMKY 3aXUIIEHUX CECilf, a TaKoX CepBep aBTCHTHU(IKAIIIT, 10 MepeBipsie
IpaBa JIOCTYILy Ta Kepye OOIIKOBHMH 3amucamMu. Y ci MOJiT JOCTYIY JIOTYIOThCS
Ta MOXYTb IepellaBaThcs A0 CUCTeMH MOHITopuHry abo SIEM s BusiBIeHHS
MZ03piI0T aKTUBHOCTI ¥ TTOAANBIIIOTO aHAaJi3y IHITMICHTIB.

Pimenns 3abe3mnedye 0a30BHI 3aXHCT KOPHMOPATHBHOTO Tpadiky Ta JO-
3BOJISIE KOHTPOJIIOBATH MIIKITIOYEHHS CHIBPOOITHUKIB 10 BHYTPIIIHIX pecypciB
13 30BHIIHIX Mepek. BomHouac epeKTUBHICTH MOJENI 3HAYHOIO MIpO0 3aiie-
KUTHh BiJ TPaBWIBHOI KOH(}Irypamii, peryispHOro OHOBJICHHS KOMITOHEHTIB
Ge3neky Ta iHTerpallii 3 Cy4acHUMM MEXaHi3MaMu KOHTPOJIO JOCTymy. 1i moja-
JIbIlIa MOJIEpHIi3allisi MOXKe OyTH CHpsSMOBaHa Ha BIIPOBADKEHHS NPUHILUIIB Zero
Trust, 6ararodakroproi aBTeHTH(DIKAI] Ta PO3MUPEHUX 3aCO0IB MOHITOPUHTY
JUTSL TIBAIICHHS CTIHKOCTI JI0 aKTyaJIbHUX KiOep3arpos.

Jlnst BIpOBa/DKEHHST apXiTEKTYpH 3aXHWILEHOTO BIUIAIICHOTO JIOCTYIY B
rxomnanii «KuiBcrap» Oyio ctBopeHo TectoBe cepepouile y VirtualBox 3 ycra-
HositeanM Ubuntu Server. Ilicist posropranas OC mpoBeieHO HalaIITYyBaHHS
Mepexi, SSH-mocTymmy Ta ocHOBHUX cepBiciB Oesmeku. Lle 3a06e3mednio MoxKITH-
BICTh TIEPEBIPUTH MpPALE3AaTHICTh PIMICHHS N0 eTally iHTerparii y BUpoOHMYe
CEepeIOBHIIIE.

[IpakTH4HEe TeCTyBaHHS MPOBOAMIOCH 3a qormomoroio Wireshark, Nmap i
Fail2ban. Wireshark 103BOoJIMB OIIHUTH 3aTpUMKH Ta eQEeKTUBHICTH Tpadiky,
Nmap — mepeBipuTH JOCTYIHICTD 1 KOH(pIrypariro cepBici, a Fail2ban — npo-
TecTyBaTH 3axHCT Bix brute-force atak. TecToBI MOKa3HUKHU MIATBEPAMIHN OYIKY-
BaHy PI3HMIIO MPOAYKTUBHOCTI Mbk anroputmamu mugppysanus: ECDSA 3a-



«[HO®OPMAILIMNHA BE3IIEKA 351
TA IHOOPMALIMHI TEXHOJIOI Ti»

Oe3MeurB HAWIIBU/IIE BCTAHOBIEHHS 3 ¢qHanusa, AES — onrtumanbsHuii OanaHc
MDK IIBHIKICTIO 1 Oe3nekoro, RSA — HaitOinbi 3aTpuMku [5-6].

Fail2ban mponeMoHCTpyBaB eeKTHBHICTh ABTOMATHYHOTO OJIOKYBAaHHS ITi-
no3pumx [P-ampec, mo 3HAYHO 3HIKYE PH3WKU HECAHKIIOHOBAHUX ITiIKITIOYEHb.
KomruiexcHuit aHani3 miaTBepAnB, M0 CHCTEMa BUTPUMYE THITOBI MEPEKeBi 3arpo3u
Ta 3a0e3reuye cTabUTLHUIA PIBEHD 3aXHUCTY B yMOBaX HABAHTAXKCHHSI.

Y Mexkax HpPOEKTYy TakoK CHOPMOBAHO OHOBIECHY MOJITHKY AOCTYILY,
ska nependavae MiHiManbHI TpuBinei, 6aratodakTopHy aBTeHTHOIKAIiO Ta
BUKOPUCTaHHSI yMOBHHX 00OMexeHb jocTyiy. Lle cTBoproe nopaTkoBuii piBeHb
KOHTPOJIIO Ta 3MEHIIYE PU3UKH KOMIIPOMETaIlii 00JiKOBUX 3aIIKCIB.

Opi€eHTOBHA BapTICTh BIPOBA/PKEHHS PILICHHS BKIIOYAE HaJIalITyBaHHS
iH}pacTpyKTypH, HaBYaHHS mepcoHany Ta iHterpauito SIEM-cucremu. Hessa-
*aroun Ha OeskomToBHicTs WireGuard, 3arajibHi BUTPAaTH MOXKYTh CTAaHOBUTH
50 000-100 000 USD, a supoBamkenas SIEM — 100 000-250 000 USD Ha pix.
[Iporte aBTOMaTH3allis Oe3Mekn Ta 3HIKEHHs KUTPKOCTI IHIIMICHTIB 3a0e3medy-
FOTh CYTTEBY €KOHOMIIO I MOBHUINEHY CTIHKICTh IHPPACTPYKTYPH.

TecTyBaHHS Ta aHAJI3 MATBEPIMIN SPEKTUBHICT 3alIPOIIOHOBAHOT apXi-
TEKTYpHU: CHUCTeMa 3a0e3leduye MBHUIKE Ta Oe3lmeuHe BiJaleHe MiTKITI0YeHHS,
ctiiika o brute-force atak i 3a0e3rnedye HEOOXiTHUN PiBEHb KOHTPOJIO. Peko-
MEHJIOBAHO TMojaibIine BrupoBamkenns WireGuard, moaeni Zero Trust Ta SIEM-
MOHITOPUHTY B PEaJIbHOMY 4aci JUisi MOBHOI IHTeTrpallil pillieHHs] y KOPIIOPaTHB-
He cepenosuiie «KuiBcrapy.
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JISIXH YIOCKOHAJIEHHSI TIPOLHECY OBPOBKH
KIBEPIHIUJAEHTIB JJIA IHOOPMANIMHO-KOMYHIKAIOIMHOI
CUCTEMMU ACHC

€rop KAJIBYEHKO, Apkaniiit CHIT'YPOB
Xapriscokuil HayionanbHull yHigepcumem paodioeneKmpoHiKu

B 0ocniooicenni npononyemoca nioxio 011 yOOCKOHAEeHHs npoyecy 00poOKu Ki-
bepinyudenmis ons ingopmayiino-komyHikayitinoi cucmemu JJCHC 3 ypaxysanusm Haii-
Kpawux npakmuk, npeocmaegnenux 6 cimercmeax cmanoapmie ISO/IEC 27000. IIpono-
HYEMbCA 83AEMONO08 A3AMU NPOYECU OYIHIOBAHHS PUUKY Ma 00pOOKU THYUdeHmie 3 ypa-
Xyeauuam cneyugixu ingpopmayitino-komyrixkayiunoi cucmemu JJCHC.

Kibepinyuoenmu, puzuxu, ingpopmayiiino-xomyuikayitina cucmema [CHC. Cyber
incidents, risks. information and communication system of the State Emergency Service of
Ukraine.

BiAmoBigHO 10 aHANITHKU IHIUICHTIB, ONPAIIbOBAHUX Y PSIIOBOI0 KOMaH-
JIOI0 pearyBaHHs Ha KoMIT 'oTepHi HaazBruaitHi nozii Yipaian CERT-UA ta SOC
JepxaBHoro neHTpy Kibepsaxucty Jlepkcren3s’si3ky 3a 2024 pik cnocrepiraers-
s 3pOCTaHHS 3arajdbHOI KUThKOCTI KibepinmuaenTiB [1]. Tak sxmo y 2021 pomi
Oyno 3adikcoBaHo 1350, y 2022 poui - 2194, y 2023 poui - 2543 kibepiHunaeH-
TiB, T0 y 2024 poui 3adikcoBano Bxe 4315 kibepinnmaentis. Big nmouyarky 2025
poxy CERT-UA ¢ikcye B cepemaboMy Ou3bK0O 15 KiOepiHIMIEHTIB Ha JCHD.
OCHOBHHUM JpKepesioM Kibeparak 3aluIIaeThes pociiichka ¢enepauis [2]. B nux
YMOBax YIOCKOHAJICHHS Iporiecy oOpoOKku KiOepiHIMACHTIB s iH(popMamiiHO-
rkomyHikaniiiHoi cucremn (IKC) JepxaBHoi cityxOn YkpaiHu 3 HaJ3BHYaiHUX
curyaniii (JICHC) 3 ypaxyBaHHSIM CBITOBOTO JIOCBi/Ty € aKTyaJIbHIM 3aBJIaHHSM.

CBITOBI MiX0/IM PO3IIAAIOTH ITpoLeC 0OPOOKH KiOEpIHIMICHTIB SK OJMH
i3 mpoueciB cucrteMu ynpasiinHs iH(opmariiiHoto 6e3nekoro (CYIB). Crin 3a-
3HaunTH, 0 npu nodynosi CYIb mns crpykrypaux migposainis JICHC, notpio-
HO BPaxOBYBATH HE TUIbKH KiOEpIHIMICHTH, a i iHIII iHIUICHTH iH(pOpMAaLiiHOT
o6esmexn (IB), Taki sk BUTIK iH(pOPMAIII] M0 aAKYCTHYHIM KaHaJlaM, KOMIPOMETYIO-
YUM BHIPOMIHIOBaHHSM IM(POBOI TEXHIKH, peaiizallis 3arpo3 4epe3 MexaHi3Mu
COIiaTIbHOT IHXKEHepii, TEXHIYHI Ta MPUPOIHI 3arPO3X KPUTHYHUM aKTHBaM 1 MPO-
1iecam Toio.

Ha nmanuit MOMEHT iCHYy€e psi MDKHApOJHHMX CTaHIapTiB, SIKi periiaMeH-
TYIOTBCS BUMOTH Ta TpakTH4HI minxoam mo nodymosu CYIb opranizamiii Ta
YCTaHOB, CKIAHUX iH(popMaIiiHuX cucteM. OTHUMHU 3 HaHKpalIUX MPaKTHK,
Ha Haml morisig, € crannaptu cimetictea ISO/IEC 27000 (3okpema, 27001:2022,
27005:2022, 27035-1:2023). Cranmapt ISO/IEC27001:2022 BripoBapKye BUMO-
ru 1o CYIb, npu SKux mMpomoHyeTHCS KOMIUIEKCHAN Minxin o 3abe3nedeHns b
y  BUIJIIII  CYKYHHOCTI  B3a€EMOIIOB’SI3aHMX  MpOIECIB,  CTaHAApT
ISO/IEC27005:2022 3anpoBakye MexaHi3M peaitizailii MEHe/PKMEHTY PH3HKIB
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IB, cranmapt ISO/IEC27035-1:2023 3anpoBa/ukKye CTaHAAPTH30BAHHIHA MPOIEC
pearyBaHHs Ha iHImIeHTH 1B,

B nmocnimpkeHHi 3 ypaxyBaHHSM MiAXOIB IUX CTaHAAPTIB MPOTIOHYETHCS
BHUKOPHUCTaHHS Teopii pu3ukiB Ib 1 BU3HA4YEHHS MOTECHIIHHUX PU3HKIB IS
IKC ACHC, oOpaHHs Ha MiCTaBi I[bOTO MPOIECY 3aXUCHHUX 3aXO0/iB, MpiopuUTe-
3aIlis PU3HKIB Ta OpraHi3allis mporecy 00poOKH KiOepiHIMICHTIB, K OHOTO 3
MEXaHI3MIB OLIIHFOBaHHS SKOCTi IPOrHO3y. Takuil miaxin JA03BOJSE MTIATH 10
knmacudikanii Ta mpiopuresanii kidepiHmmaentis, mpuramanHux IKC JICHC,
o0pary oprasi3aiiiiHi 3aX0¥ Ta TEXHIYHI 3aCO0U BHUSIBICHHS KiOCPIHIIM/ICHTIB.
B nmocmimkenHi 3a ocHOBY mis omiHioBaHHS pm3ukiB Ib B3dra mertommka
CRAMM, sxa nopobisierbest 3 ypaxyBansasaMm crenudikn IKC JJCHC B Hanpsam-
Ky Ki1acu(ikaiii KpUTUYHUX aKTUBIB Ta BU3HAYCHHS BPA3JIHMBOCTEH.
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I''BPUJIHA AHTUBIPYCHA CUCTEMA 3 MOAYJIBHOIO
APXITEKTYPOIO UIS1 CYHACHUX KOMIT'IOTEPU30BAHUX
CEPEJOBMUIIL

. 1 12 i 1,2

aHuil KAIIIYBA® Poctucias TKAYYK™, Opect IIOJIOTAU ™

Jlvsigcvoruii Oeporcasruil yHisepcumem Oe3neKu HCummedisaibHOCmi
2 . o . . . .
Hayionanvnuil ynisepcumem «JIvgiscoka nonimexmixay

Y pobomi posenamymo cyuachi nioxoou 0o 3abesneuenns ingopmayiiinoi besnexu
KOMR TOMEpUu306anux cucmem ma oOIpyHMOBAHO OOYIIbHICHb CIMEOPEHHS 2IOPUOHOL anmu-
8IPYCHOI cucmemu 3 MOOYIbHOW apximekmyporo. [Ipoananizoearo epexmuenicms cueHa-
MypHO2O0, e8PUCTNUYHO20 MA NOBEOIHKOBO20 AHANIZY, A MAKOIIC 3ACMOCYBAHHS MATNeMAmu-
uHUX MoOenell Ol OemeKyii WKIONUB020 nPpocpamto2o 3abesneyents. Pospobaeno anmusi-
pycue 13 i3 sucoxonpodykmuenum siopom na C++ ma epagivnum inmepgheticom na C# /
WPF, wo 3abe3neyye bazamopieneguil 3axucm, MOOYIbHICMb, MACUMAOOBAHICIb MA MO-
orcausicms inmezpayii 3 imuumu 3acmocynkamu. Onucano mexHiuHy peanizayiro, 6KI04UHO 3
suxopucmanuam SQLite, OpenSSL ma mexanizmie 6a2amonomoyHocmi, a Maxkoxc eKcnop-
mosani QyHKyii 50pa Ons iHmepayii ma po3uiupens CUCHemu.

Knrwowuosi cnosa: ingopmayiiina Oesnexa, ammusipycua cucmema, 2iOpuoHuil
AHANI3, CUSHAMYPHULL AHAT3, NOBEOTHKOBUL aHani3, MoOyIbHa apximekmypa, C++, C#/
WPF, wixionuse 113, Zero-Day 3aeposu, SQLite, OpenSSL.

The paper considers modern approaches to ensuring information security of
computerized systems and justifies the feasibility of creating a hybrid antivirus system
with a modular architecture. The effectiveness of signature, heuristic and behavioral
analysis, as well as the use of mathematical models for detecting malicious software, is
analyzed. Antivirus software with a high-performance C++ kernel and a C# / WPF
graphical interface is developed, which provides multi-level protection, modularity,
scalability and the ability to integrate with other applications. The technical
implementation is described, including the use of SQLite, OpenSSL and multi-threading
mechanisms, as well as exported kernel functions for system integration and expansion.

Keywords: information security, antivirus system, hybrid analysis, signature
analysis, behavioral analysis, modular architecture, C++, C# / WPF, malware, Zero-
Day threats, SQLite, OpenSSL.

[Hdpopmarniitna Oe3nexa € KPUTHIHAM (DAKTOPOM CTaOITEHOTO (YHKITIO-
HYBaHHS CyJacHHX KOMIT IoTepu3oBaHuX cucteM. LomHs QikcyroThCs THCATI
HOBUX IIK[UIMBUX TPOTrpaM, 3JaTHUX BUKPAJaTH AaHi, MOpYyIIyBaTH poOOTy
orepariiHux cucteM abo arakyBaTH iH(pacTpykTypy. TpaauiuiiiHi curHaTypHi
AQHTUBIPYCH YacTO BHUSBJIIFOTHCS HEe()eKTUBHUMHU IPOTH HOBHX Ta MOJH(DiKOBa-
HUX 3arpo3. [IpakTHYHUM NPHKIIAIOM € aTaka Bipycy-BuMarada y 2023 poui, o
ypasmia moHax 50 000 po6ounx CTaHIiN y MaIpreMCTBaX €BPOITH, HE3BAKAIO-
YH Ha HAasIBHICTh CTAaHIAPTHUX aHTUBIPYCHHUX mporpam [1].

CyuacHi OOCTIIKEHHS MiAKPECTIOITh BAKIMBICTh TIOPHIHUX pIllIeHB,
10 MOEIHYIOTh CHTHATYPHUN Ta MOBEAIHKOBUI aHaimi3. Takuil miaxin J03BOJISIE
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HE JIMIIEe NepeBipaTH Xemi (aiiiB, a i BUABIATH aHOMAIBHI IIPOIIECH B PEKHUMI
peabHOro 4acy, MiABUINYIOYH €(EeKTHBHICTh 3aXHUCTy. Po3poOKa BIacHOTO aH-
THUBIPYCHOTO Siipa 3 IPO30POI0 apXIiTEKTYpOIO CIIPHSIE TIHOMIOMY PO3YMIHHIO
NPUHIUIIB poboTH 3axucHoro [13, 1m0 Ba)IMBO SIK Y HAYKOBHX, TakK 1 B OCBITHIX
npoekTax [2].

AHai3 CyyacHHX aHTHBIPYCHHX DillIeHb TI0Ka3aB, 10 KOMEPIHHI cCHCTeMU
3a0e3MeuyIoTh BUCOKY TOUHICTh 1 0araTopiBHEBHI 3aXUCT, IPOTE € 3aKPUTUMH, pe-
CYPCOMICTKAMHY Ta MaJIOTPHIATHAMH [T KacToMizallii. Bimkpuri pimreHHs, Taki sk
ClamAYV, 3a6e3meuyioTh THYUKICTh Ta IHTETPOBYBAHICTh, ajle IOTPEOYIOThH JOOIpa-
LFOBAHHSI JUIs pealtizallii cydacHuX (yHKI[H, 30KpemMa MoBeqiHKoBoro anainizy. I1o-
PIBHSHHS METOJIIB JICTCKIlii BUSBWIO, II0 CUTHATYPHHUH MinxXin e)eKTUBHHUN IS
BIIOMHX 3arpo3, eBPHCTUYHI METOAM 371aTHI BUSIBIISITH HOBI 3arpo3H, MPOTE Xapak-
TEPU3YIOThCS BUCOKUM DPIBHEM XHOHOIO3WTHUBIB, a TOBEIIHKOBHI aHATi3 € Haid-
OINBII MTEpPCIIeKTHBHAM JUIs BUSBIICHHS Zero-Day 3arpo3, Xoda notpedye 3HAYHHX
00UHCITIOBATFHAX pecypciB. MaTeMaTH4HI MOJIeTli — aBTOMATHI, CTATHCTHYHI, JIO-
riuai Ta ML-Moeni — IeMOHCTPYIOTh €(EeKTHBHICTD JIMIIIE MPH KOMILUIEKCHOMY
3acrocyBanHi [3].

CrBopeHHs1 aHTUBIpycHOro [13 BHMarae moejHaHHS BHCOKOIIPOIYKTHB-
HOTO CHCTEMHOTO SIpa Ta 3pYYHOTO KOPHCTYBAIBKOTO iHTEp(eCy, NpHu HOMY
KOMIIOHCHTH MalTh OYTH MOJIYIBbHHMH, O€3NEYHUMH, MacliTabOBaHUMH Ta
MIPUIATHAMH JI0 MOJANBIIOr0 po3BUTKY [2]. OcHOBHaA mpobieMa MOJsrae y BH-
00pi TakuX 3aCO0IB PO3POOKH I apXITEKTYpPH, SKiI OJHOYACHO 3a0e3meyarh:

— joctyn 10 HUu3bKopiBHeBUX QyHKHiH OC [yis HOBEIIHKOBOIO Ta CUTHA-
TYpPHOTO aHaji3y;

— BHCOKY LIBHJIKOJIIIO Ta ONTHUMI3aILilo;

— Oe3meyHnil Ta CydacHU rpadidanii iHTEpdeiic;

— JIETKICTb OHOBJICHHS, PO3IINPEHHS Ta IHTETPaLlii;

— BIIMOBIIHICT, BUMOTAM peallbHUX cepenoBui] Windows.

BpaxoByroun 11i 0OMexeHHsI, JIOUUIBHUM € CTBOPEHHS TIOpHUIHOI aHTHBi-
PYCHOI CHCTEMHU 3 MOIYJIBHOIO apXiTEeKTYpOIo, IO MOEAHYE CUTHATYPHUM Ta TMO-
BEIIHKOBHH aHAJI3 3 MOXJIMBICTIO MOJAJBIIOrO PO3IIMPEHHS SBPHUCTUYHUMU Ta
ML-meromamu. Takuii minxin 3abe3rnedye OoNTUMalbHUIN OamaHC MK TOYHICTIO,
HIBUIKOIIEF0, MAacIITAO0OBAHICTIO Ta aJalTUBHICTIO 10 HOBUX 3arpo3 [4, 5].

Jnst peanizaniii BUCOKOIIPOAYKTUBHOTO sijipa oOpano MoBy C++ 3 moctynom
JI0 HU3BKOPIBHEBHX MeXaHi3MIB Windows Ta miaTpUMKOrO OaratornotouHocTi. ['pa-
(iunumit inTepdeiic crBopeno Ha C# / WPF, mo 3abe3neuye inrerparito 3 .NET,
cydacHy Ul-apxiTekTypy Ta Jerkicts miarpuMku. Cucrema nodynoBaHa 3a TpHpiB-
HEBOIO apXITeKTypoIO (SApo — IHTErparliitHuii piBeHh — iHTEpQEHiC), M0 TapaHTye
MOJIYJTbHICTh, MAacCINTa0OBaHICTh 1 HE3AJIEKHICTh KOMIIOHEHTIB. BukopucTaHi iH-
crpymenty (Visual Studio 2022, MSVC, NuGet) ta 6i6miorexu (SQLite, OpenSSL,
WinAPI, WPF) 3a0e3neuyroTh Oe3ieuHy, IPOIYKTHBHY Ta KEPOBaHY PO3pOOKy, a
arapaTtHi BUMOTH BiIIOBIZAI0OTH THIIOBOMY oOnaHanHio Windows [6, 7].

Anrtusipycne I13 peanizoBaHo Ha OCHOBI OaraTopiBHEBOT MOJYJIBHOI ap-
XITeKTypH, IO pO3MEXOBYe (GYHKIII aHami3y 3arpo3, KEpyBaHHS NaHUMH Ta
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B3aemozii 3 kKopucTyBadeM. OCHOBY CHCTEMH CTaHOBHTH BHCOKOITPOJYKTHBHE
sAnpo sSK auHamivHa OibmioTexa C++, o0 BUKOHYE CUTHATYpPHHUN Ta TOBEIIHKO-
BHI aHAII3, MPAIIOE 3 JIOKATBHOIO 033010 CUTHATYD 1 GOopMye pe3ynbTaTH Iepe-
Bipku. Interpamis 3 .NET-kmientom 3piiicHioerbest uepe3 C++/CLI  abo
P/Invoke, moemHyroun native-mpoayKTUBHICTh 3 KEPOBAHOIO JIOTikOl0 Ta WPF-
iHTepdeicom.

InTepdeiic kopucTyBaua peaizoBaHo 3a mabdiaoHoM MVVM, mo 3abe3re-
4ye BOJAI0 Oi3HEeC-IIOTIKK Ta YHi(ikoBaHe OHOBJICHHS MaHuX. KoxkeH (yHKIiOHa-
JBHAN KOMIOHEHT O(OpPMIICHHI SK OKpeMHit MOIyib i3 BracHoio ViewModel, a
CTHUJII Ta PECYpPCH CTPYKTYPYIOTBCSI Y CIIOBHUKAX JUIsl €JHOCTI iu3aiiHy. CurHarypHa
6a3a Ha SQLite 3aBaHTa)KyeTbCsl B ONEpaTUBHY Nam’siTh Juist 3a0e3nedeHHs O(1)
TIePEBIPKU XEIlIiB, a CHTHATYPHUH aHalli3 3/1iCHIOEThCS 3a anropurMamu SHA-256
ta MD5 (OpenSSL). [ToBeniHkOBHI MOy Ib MOHITOPHUTB IIPOLIECH Ta MOPIBHIOE 1X
31 CIIMCKOM PHU3WKOBUX IIAONOHIB, a ()OHOBE BHKOHAHHS M aTOMapHi CTPYKTypH
TapaHTYIOTh KOPEKTHICTH 0araTONMOTOKOBHUX OIICPALTii.

SAnpo Hagae excoproBani ¢yukiii (ScanDirectory, IsFileMalicious) mst
iHTerpaiii B iHII 3aCTOCYHKH Ta aBTOMarn4Hoi iHcTassuii yepe3 NuGet-maker,
o 3a0e3medye MaciTaboBaHICTh, PO3MIMPIOBAHICTh 1 MOMJIMBICTD MOIAJBINOT
IHTETpaIlii 3 XMapHUMH cepBicaMy aHANI3Y MIKIUTNBHUX (aiiiB.
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POJIb MEJIATPAMOTHOCTI B BOPOTHBI 3 IHOOPMALIIMHUMU
BIMHAMM

Oaexcannp KHJIUCIOK, ¥Opiii KIUMIOK, iana PAUTA
Jlveiscokutl deporcasnutl yHieepcumem Oe3neKu HeummeoisibHOCmI

Y pobomi posensioaemuca saeuwe iHpopmayitinux il AK THCIMPYMEHMY GNAUBY
Ha ceidomicme modell. [Ipoananizosano ocHoeni memoou — hetiku, Oesingopmayiio,
nponaeandy ma Kibepsnomu. Ilokazano 00ceio Vipainu y npomuodii ingpopmayitinii ae-
pecii ma saxciugicms po3gumKy meodiazpamomHOCmi il KPUMUYHO20 MUCTIEHHS OISl 34X U-
Ccmy Cychninbcmea 8i0 MaHinyaayiil.

Knrouosi cnosa: ingopmayiiina eitina, desingopmayis, getixu, nponazanoa, me-
diazpamomuicmov, KpumuuHe MUCIeHHs, Kibepbesneka, 2ibpudHa 6ilHa, H@popmayiina
be3nexa, c8i00MiCMb CYCRINbCMEA, MAHINYAAYIA, iHghopmayitinutl npocmip, Yxpaiua.

The work examines the phenomenon of information war as a tool for influencing
people's consciousness. It analyzes the main methods — fake news, disinformation,
propaganda, and cyberattacks. The experience of Ukraine in countering information
assault is shown, highlighting the importance of developing media literacy and critical
thinking to protect society from manipulation.

Keywords: information war disinformation, fake news, propaganda, media
literacy, critical thinking, cybersecurity, hybrid war, information security, public
consciousness, manipulation, information space, Ukraine.

VY cydacHOMY CBITI iH(OpMallisi IepeTBOpuiIacs Ha CTpaTeriyHuil pecypc,
SAKAN Ma€e He MEHIIIe 3HAUYeHHS, HDK MPUPOHI a00 BIHCHKOBI pecypcu. Bona 3maT-
Ha (OpMyBaTH CYCIUIBHY AYMKY, BIUIMBATH Ha MOJITHYHI ITPOLIECH, CTBOPIOBATH
ab0 pyHlHYBaTH MK Iep)kaBU. Y 3B’S3KY 3 UM JEajli YacTilie TOBOPSTH PO
sIBUIIIE iHPOPMAIIHHUX BifH — OOpPOTHOY 3a CBIMOMICTB JIFOJCH, Y SKiif 30po€to
CTalOTh HE TAHKH W PAaKeTH, a CJIOBA, 300paKeHHsl, HOBUHU Ta MaHimyJsuil. [Hdo-
pMarliifHi BilfHM — IIe HEeBiI €MHa YacTHHA CyYaCHHUX TiOpHIHHUX KOH(QIIIKTIB, Y
AKuX iH(pOpMaIiiHUN TPOCTIP BUKOPUCTOBYETHCS IS JIOCATHEHHS TOJIITUYHUX,
eKOHOMIYHUX 1 BilicChKOBHX IIiTel. B ymMoBax riobamizariii Ta po3BUTKY IH(PPOBUX
TEXHOJIOT1i BOHM HaOy/I HebaueHOTro MacIuTaly i CTaay peajbHICTIO Ul KOKHOT
KpaiHu CBiTY.

Indopmaniiina BiiHa — e ckiuagHuid 1 OaraTorpaHHui (heHOMEH, L0
OXOIUTIOE CHUCTEMAaTH4HE BHUKOPHUCTAHHS PI3HOMaHITHUX iH(opMamidiHux 1H-
CTPYMEHTIB /sl BIUIMBY Ha CBiOMICTb MPOTMBHHKA. [i OCHOBHA MeTa ToJIArae
He B Oe3rocepeiHbOMY 3HHUIICHH] UM 3aXOIUICHHI TEPUTOPIH, a B 3MiHI IICHX0JIO-
TIYHOTO CTaHy HacelleHHs, (OpMyBaHHI CYMHIBY, CTpaxy Ta BOPOXKHEUI, a TAKOXK
y MOIIMPEHH] HEJOBIPH 10 Jep>KaBHUX IHCTUTYIIH, apMii, COIO3HUKIB 1 HalioHa-
TpHHUX IiHHOCTEeW. Takuil minxim pobuts iH(popMaIiliHy BilfHY MaKCHMAalbHO
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MACTYIHOIO, 00 BOHA Ji€ Ha PiBHI CBiIOMOCTi, CBOOOAN MHCIIEHHS Ta TpoMa-
JTHCBKOT €THOCTI. [IJIst JOCSTHEHHS CBOIX IIiIei y4acHUKH iH(QOPMAIIHHUX BOEH
BUKOPHCTOBYIOTh Pi3HI METO/IH, Cepe/l IKUX — CTBOPEHHS 1 MOIIUPEHHs (erKo-
BHX HOBHH, IIiJICCTIPAIMOBaHa Je3iH(GopMaIlis Ta mporraralia, BIUIMB Yepe3 COIli-
IBbHI Mepexi, KibepaTaki Ha KPUTUYHO BXIMBI iH(MOpPMALiifHI CHCTEMH, TICH-
XOJIOTIYHI orepamnii, 0 MAarTh PO3KOJOTH CYCIUIBCTBO YH TO30aBUTH HOTO
JOBipU 110 ceOe. 3aB/IsSKU IHTEPHETY Ta HU(PPOBUM TEXHOJOTISIM I[i METOAM I10-
mIpeHHs iHpopMamii cTaay HAA3BHYANHO IIBUIAKIMH, MACIITAOHHIMHU 1 9acTo
HETIOMITHUMH JUTsl 3BUYaifHOr0 KOPUCTYBAaya, 10 3HAYHO YCKJIAHIOE BUSBIICHHS
1 MpoTHAItO M.

Hagite y nmepiogn Mupy iHpopMamiiiHi BIfHU HE MPUIHHAIOTHCI — JIep-
’KaBa, 110 BOJIOJIE MOTY)XHUMH MeJia-pecypcamu, Moxke (GopMyBaTH BHTITHHIA
uts Hel iHpopMaiifHuN TIPOCTip, BIUTUBATA HA BHYTPIIIHIO Ta 30BHIITHIO MO~
THKY, 3MIIIHIOBAaTH CBifi aBTOPHUTET Ha MDKHapoIHIl apeHi. BoaHouac kpainw,
SIKi TIOTEPIAIOTh BiA iHGOpPMAIIfHUX aTakK, CTHKAIOTHCSA 3 CEPHO3HMMH HacHif-
KaMH: BTPATOIO JOBIPH CYCIIJIbCTBA, MOJITHYHOIO HECTAOUIBHICTIO, PO3KOJIOM
rPOMAISH Ta 3HWKEHHAM e(CKTHBHOCTI JepKaBHUX OpraHiB. Taki MpoIecH mo-
ripmrytoTh 0€3MeKOBY CHTYAIIIO 1 BIAKPUBAIOTH MIJISIX JJISl HOJAIbIINX arpeckB-
HUX JiH. SIckpaBUM NpHKIaIOM >KOPCTOKOT iH(pOpMAaIIiHOT BIHHU € CUTYyallis B
VYxpaini 3 2014 poxy. B e nepiox pocis akTuBizyBana mMacmrabHy iH(opma-
HiifHy KaMIaHilo, HaMararyuuch JAUCKPEANTYBATH HAIIY Jep)KaBy SIK BCEpeAnHI
KpaiHW, Tak i Ha MbKHapoaHil apeHi. Uepe3 uncieHHi (eiKu, BUKPUBICHHS ic-
TOpUYHMX (PaKTiB, MaHIMyJALI] B MeJlia Ta COLIaIbHUX MEpexkax, a TaKoX Kioe-
parakd OyJ0 CTBOPEHO HEraTHBHHU 00pa3 YKpaiHW, CIIpSMOBaHHNA Ha MOCISITH
po30paT y CycninbCTBi Ta MocaaduTH AepskaBHi iHcTuTyTH. Ll 1il cnprunanmm
3HAYHUHA THCK Ha YKpalHCBKY iH(opMmaliifHy cdepy i cTanmu omHI€rO i3 CKIamo-
BHX TiOpHIHOT BIHU.

Jliist mpoTH il TAKAM BUKJIMKAM YKpaiHa akTHBHO PO3BUBAE ITUPOKOMACIII-
TabHy cucreMy iH(popMaIiifHOI Oe3reky, sKa BKIFOYAE 3aX0AM Kibep3axwucTy,
CTBOPEHHSI Ha/IIIHUX MeJlia-pecypciB 1 MiIBHILEHHS PIBHS MeliarpaMOTHOCTI Ha-
ceneHHs. OcOOMUBY POJIb BifIrparoTh HE3AICKHI JKYPHAIIICTH, SIKi JOTPUM YIOTBCS
(haKTUEKIHTOBHUX CTaHIAPTIB 1 CIIPUSIOTH BiIKpUTOCTI iH(OpMAIlii, a TaKoX BOJIO-
HTEPCHKi iHIIIaTHBH, IO AOTIOMAararoTh BUSABIISTH i CIIPOCTOBYBATH OE3MiNCTaBHI
TBEpUKEHHS 1 (eliki. He MeHII BaXIMBHM €JIEMEHTOM € OCBITHI IPOTPaMH, sKi
HaBYaIOTh TPOMAJISIH KPUTUYHO CIIpUAMAaTH iH(OpMaIlilo, po3Ii3HaBaTH MaHiIy-
TSIl 1 He MiIgaBaTHCh MpomaraHai. TakuMm umHOM, iH(pOpMAIliiiHa BiifHa — 1€
CKJIQIHUH TpOLEC, 110 BUMara€ KOMIUIEKCHOTO HiIXOIy VIS CBO€T MOJOJIaHHS.
[lepemora B Hiif 3aJI€XHUTH Bif 34aTHOCTI CYCIIUTECTBA OyTH CBITOMHM, KPUTHIHO
MHCIISTYMM 1 aKTHMBHMM Yy 3axucCTi BiacHOi iH(opmariiiHoi Oe3nexu. Bomnouac
pONb JepXKaBH, MeAia i OCBITHIX IHCTHTYIiM € BHPIMIAIBHOIO I CTBOPEHHS Ha-
JiHOTO mUTa MPOTH iH(OPMaNiHUX aTak i GOopMyBaHHS CTIHKOTO HAIIOHAIBHO-
ro iH(pOpPMAI[IITHOTO TOJIS.
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[Hdopmaniiiai BifHN cTanu HEBiA'€MHUM i HAN3BUYAWHO CEPHO3HIM BH-
KJIMKOM Cy4acHOTO CBiTy. BOHM MaroTh NOTeHIa] 3aBAaBaTH PyHHIBHHX Hac-
JIKIB, SIKI HE TIOCTYMAIOTHCS MaciiTabaMy Ta BIUIMBOM HaBiTh 30pOMHUM KOH (-
JKTaM, OCKUTBKH OCHOBHOIO iXHBOIO 30pO€0 € CBIJOMICTH JIFOJUHU — HAKIIiH-
HIIMA pecypc OyAb-SIKOIO CYCHUIBCTBA. YMOBHU ChOTOJICHHS BHMAararoTh Bill
JiepKaB, MeJlia, OCBITHIX YCTaHOB i KOXKHOTO T'pOMAIsTHHHA 00'€THATH 3YCHILISA
JUIst eeKTUBHOT NPOTUAIT UM 3arpo3am. Ycmix y 60poTs0i 3 iHpopMariiHuMu
aTakaMH MO>KJIUBHH JIMIIIE 32 YMOBH TIiCHOi W CKOOPIMHOBAHOI CIIBIpAIli MDK
ycima JJaHKaMH CycIUIbCTBA. JlepkaBa Mae CTBOPIOBATH Ta BIIPOBA/DKYBATH Jli€-
Bi HamioHanmpHI iH(OpPMAIifHI CTpaTerii, sKi 3aXWUIIaTUMYTh iH(OpMAaIiiTHUN
MPOCTIP Bi 30BHIMIHIX 1 BHYTPINIHIX MaHIMYyJAMii. MemiliHi CTpYKTypH TOBHH-
Hi IOTPUMYBATUCS BUCOKHX CTaHIAPTIB 00 €KTUBHOCTI Ta MPO30POCTI, a OCBITHI
3aKJIa 1 — aKTHBHO BITPOBA/DKYBATH MPOTPAMH 3 PO3BUTKY HABUYOK KPUTHIHOTO
MUCJICHHS Ta MeaiarpaMoTHOCTL. OCOOIMBO BaXIHMBO (OPMYBaTH Y TpPOMaIsH
YCBiOMIIEHHSI BJIaCHO1 BiIIIOBIMAIFHOCTI 3a MOIMMpPEHHs iH(opMaIllii, po3ymiH-
HS MEXaHI3MIB MaHIMyIAiid i GedKOBUX HOBUH. AJKE KIIIOY JIO IEPEMOTH B
iHdopMaIriliHiii BiliHI — II€ OCBiYeHE, CBiJOME ¥ KPUTHYHO HaJAIITOBaHE CyC-
MUIBCTBO, SIKE HE IMIAJA€THCS BIUIMBY IPOIAraHd ¥ BHKPHBICHOI'O HapaTUBY.
[TinBumeHHsT piBHS MeNiarpaMOTHOCTI, IpoMajJchka aKTHBHICTh 1 MiATPHMKa
HalioHAIBbHOI iH(GOPMAIIHHOT MOJIITUKN CTBOPATH MINHUHA (QyHIaMEHT IS 3a-
XHCTY HaIllOHaJIBHOT Oe3MeKH Ta CTablIbHOCTI.

Jlitepatypa
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EKCIIEPUMEHTAJIbHUI AHAJII3 NEPIOJUYHOCTI
I'EHEPATOPA LCG

Tapac KIC, Haraais MACJIOBA, Anapiii IAI'YH
Jlvsiscokutl Oeporcagnutl yrigepcumem Oe3neKu HeummeoisibHOCm

YV pobomi nposedeno excnepumenmanvhe 0OCHIONCEHHSL 3ANEHCHOCMI OOBIHCUHU
nepioody nceg008UNAOKO8UxX NOCII008HOCEl, WO POPMYIOMbCA JEHIUHUM KOHSPYEHMHUM
eenepamopom (LCG), 6i0 63aemMH020 po3mauty8ants 1020 napamempie: MHOMCHUKA 8,
3cygy C, MoOyna M ma no4amrkoeozo snaienHs Xo.

Knrwuoei cnoea: nimilinuili KOHSpYeHMHULl 2eHepamop, nepioo, napamempu.
meopema Xanna—/lobenna

An experimental study was conducted to investigate how the period length of
pseudorandom sequences generated by a linear congruential generator (LCG) depends on the
configuration of its parameters: multiplier <, increment ¢, modulus 77z, and initial value _f;.

Keywords: linear congruential generator, period, parameters, Hull-Dobell
theorem.

[IceBnoBunagKoBa reHepalliss YHCEN € OCHOBOIO CYYacHUX KpHIITO-
rpai9IHAX CHCTEM, CTATUCTHYHOTO MOJENIOBAHHS Ta CHMYJSIIMHUAX MPOIECIB.
3abe3neueHHs JI0CTaTHLOI JOBXKHWHHM IEpiojly Ta PIBHOMIPHOCTI PO3MOJILTY
MOCIIZIOBHOCTEW OE3MOCepeIHbO BIUTMBAE HA SIKICTh OTPUMAHUX PE3YJbTATIB i
CTIHKICTB aJITOPUTMIB, IO IX BHKOPHUCTOBYIOTb.

Memoio nocnipkeHHsT € BCTaHOBJICHHS 3aKOHOMIPHOCTEH (OopMyBaHHS
MOBHOTO a00 YacTKOBOTO Iepiojy JHIHHOrO KOHIPYeHTHOTO TI'eHepatopa 3a-
JISKHO BiJ CITIBBIHOIIEHHS NapaMeTpiB, NepeBipka BUKOHAHHS YMOB T€OPEMHU
Xamra—Jlo6emna.

Axmyanvuicms. HanifiHICTh TICEBJOBUIAIKOBHUX YHCEN 3aIHIIAETHCS
KIIIOYOBOIO CKJIAI0BOIO KPUITOrpadiuHOTO 3aXUCTy, MOJCTIOBAHHS CTOXacTHY-
HUX TIPOIIECIiB, MAIIMHHOTO HaBYaHHS Ta KOMIT FOTEpPHOT cuMynsimii. JIiHiiHuN
koHrpyeHtHuii reneparop (LCG) 3amuimaerbcs OMHUM 13 HAHIONIMPEHINTHX
IHCTpYMeEHTIB y X chepax 3aBISIKH MPOCTOTI peaiizallii, BHCOKIH MIBHIKOIi
Ta HU3bKUM OOYHCITIOBAIBHUM BUTpaTtaM. BopHOYac MOMMIIKH Mix 4ac BHOOPY
mapameTpiB LCG MOXYTh TpPH3BECTH A0 CYTTEBOTO CKOPOYEHHS ITOBKUHU
nepioay Ta popMyBaHHS CTATUCTHYHO Mepea0avyBaHUX MIIIUKIIIB, 0 KPUTHY-
HO BIUIMBA€E Ha OE3MEKy Ta JOCTOBIPHICTH MOJICITIOBAHHSI.

Memoouka oocnioyncenna. [l HabopiB mapameTpiB OOYHCIIIOBAaBCS
HepioJ] MUIIXOM ITOKPOKOBOT reHepauii 10 moBropeHHs: Xo. PearizoBaHo yacToT-
HUA 1 CepilfHMH TecTW I OIIHKA PIBHOMIPHOCTI Ta CTPYKTYpPH OTPHMAaHHX
TIOCITIIOBHOCTEH.

MaremaTiuaHa MOJeNb JiHIHHOTO KOHIPYEHTHOTO T'eHepaTopa:

Xne1=(a Xp+c) mod m
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3anexHicts noBxuHM nepioxy LCG Bin mapamerpa a npu 3amaHomy Xg
Ta pikcoBaHux c=13 Ta M=12 BigoOpakeHa puCyHky 1.

12 1

10 1

[loexuHa nepiofy

16 18 20 26 36

NapameTp a

0 2 4 6 8 10 12 14 22 24 28 30 32 34

Pucynox 1 — 3anexnicts nosxxunu nepiogy LCG Bix napamerpa @ npu ¢=13,
m=12, X,=199

Pucynok nemoHcTpye nmoBToproBaHicth nepioay LCG i te, fioro moBexmi-
HKa 3aJIeKUTH Bi 3HaueHHS a modm. Tox MOBHI Mepioii BUHUKAIOTH, KOJH &
—1 xpatae m. Tak, s m=12 — a=1,13,25,37. [Hmi 3Ha4eHHS JafOTh KOPOTKI
ki (2, 3, 4, 6), O NPU3BOAUTH JI0 HEPIBHOMIPHOTO PO3IOJITY, 3HHKEHHS
BHIaAKOBOCTI i HenmpuaatHocti LCG ams xpunrorpadii.

TakuM 4nHOM, TapaMeTp @ — roJIOBHMH YMHHUK nepioanunocti LCG
npu QikcoBaHUX C i M.

[IpoBenemo mie cepiro eKCIIEPUMEHTIB, B IKAX 3HAUYECHHS mapameTpiB Xg,
a, c¢,Ta M o0MpaICh BUMAJKOBUM YUHOM ¥ JTOCTIIUM 3MiHH MIEPIOAY MPH Pi3-
HUX 3HaUYEHHSX BKazaHWX mapameTpiB (Tabmurs 1).

Tabnuns 1 — EkcriepuMenTanbHi pe3yabTatu reaepatopa LCG

Tun ¥ 3Ha4eH- ‘YmoBa Xaiia— Buxo- | Ilepion ::XapaxTepucTuka

Ne | Xo a c . .

HA m JloGemia HaHHS T10CJ11TOBHOCTI

1] 217 31| 17 HEOCTI/IPI, (@-1)=30 Hi p:4. * KOPOTKHH LHKT,
m=13 He KpaTtHe 13 HEPIBHOMIPHICTD

2 | 311 13| 19 H}iocnm, ged(c,m)=1 Tak pfll :: TIOBHHH Mepiof,
m=11 PIBHOMIPHUIA pO3IIOIT
Ipocruii, (a-1)=28 Hi o . .

3| 131 29 21 m=17 e xparre 17 p=8 :: YaCTKOBHIA IIepios

4 | 253 21 7 Heipm/m, ged(7,10)=1 Tak p_:IO :: IOBHMH, JiHiiTHA
m=10 ricrorpama

5 | 167 43| 29 C"_Fyl'[lHI) 2, (@-1)=42 Hi p=8:: piBHOMipHUI miA-
m=16 He KpaTHe 4 LIMKJI, NEePioJl TOJIOBUHHUM
TlapHwit, gcd(7,12)=1, ane | Hi p=2 :: KOPOTKUIA, 4epryBaH-

6 | 199 20 7| -
m=12 (a-1)ue kpatHe 3 Hsl 2 3HAYCHb
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Mapuwuii, (@-1)=24 Taxk p=12 :: moBHwit mepio,
7 | 199 25 7 . . - .
m=12 kpatHe 314 PIBHOMIPHICTb M ATBEPKEHO
8 | 274 22| 53 CKHaZIEiHI/II/I, 9cd(8,9)=1 Tak pf‘) :: TIOBHHUI LK, PiBHO-
(3?), m=9 MipHUH po3IOAiT
9 | 307 29| 49 HEipHI/II/I, ged(7,14)=7 Hi p=2 1 KOPOTKHH 11epiof,
m=14 napHi UKIH
é 307 29| 29 211):&““’ ged(1,14)=1 Tax p=14 :: noBHuii nepion
1 157 18 3 CKJ_iazLeHHI/I, 9cd(3,15)=3 Hi p:4 V HEMOBHUH 1IUKII, 3CYB
1 m=15 cepiit
1 CkJaieHui, @ 3MiHeHe: He
5 157 6 3 m=15 (a-1=5) Egamc— p=>5 :: LMKJI JOBXKUHOIO 5

Pesynomamu. ExciepiMeHTaNbHO MiATBEPIKEHO, 1110:

- TIOBHUI TIEpio/1 TOCATAETHCS JIMIIE 32 BUKOHAHHS BCIX YMOB TEOPEMHU
Xamma—/lo6emna, a came: ged (c,m)=1, kpaTHocTi (2 —1) yciM IPOCTUM ALTBHHU-
KaM M, Ta KpaTHOCTI 4, AKII0 M IUINThCS Ha 4;

. TIOPYIIEHHS X04a 0 0/1Hi€T yMOBHY NPHU3BOANTD J0 CKOPOUEHHS IIEPioy
B 25 pasis;

- JUISL MOJTYJTiB, KPaTHUX CTEIEHIO IBIfKH, MOPYIIEHHS KpaTHOCTI a—1 10
4 onpa3y 3MEHIIye epion yaBidi;

- napHi MOJyJi 30epiraroTh JIHIHHUN XapaKTep ricTorpamH, aje MOKYTbh
YTBOPIOBATH KOPOTKi OBTOPH, SIKIIO ged(c,m)#1;

- 3amiHa OJTHOTO TTapameTpa (HApPUKIA, @) MOXKe PaIuKalbHO 3MIHUTH
JIOBXKUHY IHKITY, 1[0 MOKa3aHO B eKcriepuMeHTi Nel12.

Bucnoexu. EkcneprMeHTanbHI pe3yibTaTH IMMOKAa3aid, M0 JOBXKHHA
riepioly JIHIMHOTO KOHTPYEHTHOT'O I'eéHeparopa IOBHICTIO 3aJISKHUTh BiJ 1000py
napamerpiB &, ¢ Ta m. [loBHMH nepio/l BUHMKAE JIMIIE 32 BUKOHAHHS BCIX YMOB
Teopemu Xaiuta—/loOesa. HalicyTTeBimii BILTHB Ma€ MHOKHUK ¢, 3MiHa SIKOTO
HaBITh 3a CTaJMX C 1 M 374aTHA MEPETBOPUTH PIBHOMIPHY ITOCIITOBHICTh Ha KO-
POTKMH NOBTOprOBaHMH migquukil. OTXe, KOPEKTHUI BHOIp MapamMeTpiB € KpUTHY-
HUM I 3a0e3nedueHHs] MMOBHOTO IIEpiofy ¥ pIBHOMIPHOCTI TeHeparlii IceBIo-
BUITIKOBHX YHCEIL.
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BEPUDIKALIA OIITUMAJIBHUX CTEITIEHIB
XAPAKTEPUCTUYHHUX NOJIHOMIB MOJU®PIKOBAHOI'O
IF'EHEPATOPA JUKU®®DI 3A TOIIOMOI'OIO TECTIB NIST

Muxaiino KIX, Onena HEMKOBA
Hayionanvuuii ynisepcumem “Jlvgiscoka Ilonimexunixa”

IIposedeno emnipuuny eepugpikayilo ORMUMATLHUX NAPAMEMPI6 NOTHOMIE Ois
Mmooughixosanozo eenepamopa [cugi. Jocniosceno n'amv kougicypayii i3 Hatiguwu-
mu cmenenamu 6i0 23 0o 71 3a donomoeorw naxemy NIST SP 800-22. Bcmanoeneno, wo
xoughicypayia (59, 53, 47) 3abesneuye nalikpawui 6ananc Mixc cmamucmuyHow 6esne-
KOW Ma 00YUCTIOBATILHOIO eqheKMUBHICIIO, YCNIWHO npoxoosayu éci 188 mecmis.

Knruosi cnosa: zenepamop /ncupghi, LFSR, nceedosunaoxosa nocuioosnicme,
xapaxmepucmuynuii noninom, NIST SP 800-22, kibepbesnexa.

An empirical verification of the optimal polynomial parameters for the modified
Jiffy generator was carried out. Five configurations with the highest degrees from 23 to
71 were investigated using the NIST SP 800-22 package. It was found that the
configuration (59, 53, 47) provides the best balance between statistical safety and
computational efficiency, successfully passing all 188 tests.

Keywords: Geffe generator, LFSR, pseudorandom sequence, characteristic
polynomial, NIST SP 800-22, cybersecurity.

MomudikoBaHa cTpykTypa reaeparopa Jxuddi 36epirae 6a30BUi MpHUH-
mun kinacuuHoro Geffe-reHeparopa — BUKOPHCTaHHSI TPbOX HE3AJESKHUX Ji-
HIfHUX pericTpiB 3cyBy 3BoporHOro 3B’s3ky (LFSR), cumrmamm sxmx
00’€eTHYIOThCS 32 IOTIOMOTOI0 HENiHIHHOT KoMOiHyrouoi GpyHkmii [1, 2].

Y 3anpomoHOBaHI cXeMi BIOCKOHAJICHO CTPYKTYPY BUXITHOI (QYHKIIII,
ska popmye ¢iHaNbHUHI OIT TOCIIZOBHOCTI SK HEJiHIHHY KOMOIHAIIIO CTapIInX
6iriB perictpiB [3]. Jus HbOro BUKOPHCTAHO CIPOILIEHY, ajie OUIbII 30aaHco-
BaHY OyJeBY QYHKIIIIO BUAY:

fx,y,2) =z (x-y), )
€ X, ¥, Z — BHUXIiJIHI OITH TpbOX pericTpiB.

MeTo1o JOCTIKEHHS € eMITipHYHa Bepu(iKallist ONTHMaIbHOCTI 00paHHX
CTETICHIB XapaKTePUCTUIHUX MOJIIHOMIB s perictpiB X, Y, Z MoaudikoBaHOTO
renepatopa xuddi yepe3 NopiBHAHHA anbTepHATUBHUX KOH(DIrypamid 3a mo-
momororo makery Tectis NIST SP 800-22 [2].

st ananizy Oyio oOpaHO MpOCTi YKcIia K HaWBUILI CTENEH] MMOJIIHOMIB
y miama3oHi Bix 23 go 71. KinbkicTs tap-mo3uiii 3adikcoBana Ha piBHI 5-TH JIst
KOXKHOTO pericTpa, 1o BigmoBizae 0a3oBiif apxirekTypi [2]. XapakrepucTuuHi
MOJIHOMH MIOUpANUCs 3 ypaxyBaHHSM MPUMITHBHOCTI JUIsl 3a0€3MeUEeHHS MaK-
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cuManbHoro nepiony (tabmurs 1) [1, 2]. TectyBaHHS BUKOHYBAjOCS 3a JOTIOMO-
roto nakery NIST SP 800-22 (188 recTiB) Ha CEBJOBUIIAKOBUX MOCTIZOBHOC-
Tsax (IIBIT) gosxkunoro 100 000 000 Oit mist koskHOTO Bapianty [3]. PesynbraTu

TeCTyBaHHS NpE/ACTaBICHI y Tabmuix 2 1 3.

Tabmuns 1 — [MapameTpu mocmimkyBaHux KoH(pirypamiit reneparopa xuddi

Ne | Ha3sga Perictp X | Perictp Y | Perictp Z | JoB:xuna | Ilepiog
L | Bapiant | [0,13,17, [ 01113 | [0.7.11, [ o | s
1 19, 23] 17, 19] 13,17]
2 Bapiaur | [0, 17, 23, [0, 13, 19, [0, 11, 17, 89 Gir 289
2 31, 37] 23, 29] 19, 23]
5 | Bapiant | [0,19,31, [ [0,19,29, | [0,13,23 [ - | 1
3 41, 47] 37, 43] 31, 37]
4 Bapiaur | [0, 19, 31, [0, 17, 29, [0, 13, 23, 159 Gir 2159
4 43, 59] 41, 53] 37, 47]
5 | Bapiant | 0,29,47, | [0,31,43, [ [0.23,37, | oo | .o
5 61, 71] 59, 67] 47, 59]
Tabmms 2 — Pesyneratu ctatuctugHoro trectyBaHHs NIST
Yy yB
Ne CTaTHCTHYHUI TecT BapianT 1 | Bapianr 2 Bapiant 3 Bapianr 4 Bapianr 5§
1 Frequency 0.000000 0.045675 0.924076 0.334538 0.350485
2 Block Frequency 0.000000 0.574903 0.437274 0.534146 0.401199
3 Cumulative Sums (forward) 0.000000 0.005762 0.816537 0.616305 0.637119
Cumulative Sums (backward) 0.000000 0.042808 0.955835 0.028817 0.637119
4 Runs 0.000000 0.026948 0.595549 0.224821 0.759756
5 Longest Run 0.000000 0.474986 0.275709 0.798139 0.474986
6 Rank 0.108791 0.637119 0.350485 0.474986 0.236810
7 FFT 0.000000 0.000000 0.213309 0.514124 0.971699
Mso-
8 NonOverlapping Template JKUHHL Tepenas- Bei Bei Bei
BiIMOBH
(cepene p-value) ~0.15 ~0.45 ~0.55 ~0.52 ~0.48
(KinbKicTh BimMOB) 98/148 0/148 1/148 0/148 0/148
9 Overlapping Template 0.000000 0.779188 0.025193 0.494392 0.911413
10 Universal 0.000000 0.971699 0.897763 0.137282 0.595549
11 Approximate Entropy 0.000000 0.275709 0.719747 0.162606 0.574903
Mso-
12 Random Excursions (8 TectiB) JKMHHL 1 BinmoBa Bei Bei
BiIMOBH
(cepenne p-value) — ~0.58 ~0.45 ~0.35 ~0.28
. . Msmo-
13 Random Excurspns Variant (18 JKUHHI 2 BiAMOBH Bcei 1 BigmMoBa
TECTIB) BinMoBH
(cepenne p-value) — ~0.42 ~0.35 ~0.32 ~0.30
14 Serial (2 Tectn) 0.000000 0.678686 0.236810 0.066882 0.058984
0.000000 0.350485 0.455937 0.534146 0.897763
15 Linear Complexity 0.494392 0.002043 0.455937 0.437274 0.085587
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Tabmmns 3 — IlincymMKOBa CTaTHCTHKA

MokasuuK Bapianr Bapiant 2 Bapianr | Bapianr | Bapianrt
1 3 4 5
Sarambiia Kith- | g 188 188 188 188
KiCTh TECTIB
[Ipoiineno tecris 18 175 185 188 187
He npoiinero 170 13 3 0 1
TECTIB
% ycrimHocTi 9.6% 93.1% 98.4% 100% 99.5%
Kpm“q;‘; BUIMO= Tax | Tak (FFT) Hi Hi Hi
Hpunathicts e Hi O0OMexeHO Tak Tax Taxk
Kkpumrorpadii

Bapianrt 1 He BianoBizae kpunrorpapiyHUM BHMOTaM: OUIBIIICT TECTIB
NIST He npoiineHo, criocTepiracThcsl HU3bKa SHTPOIIISA Ta BUCOKA IependoadyBa-
Hicts [IBII. BapianT 2 noka3aB MOKpallleHHs, ajie 3aIMIINBCSI 0OMEXKEHO IpH-
JAaTHAM depe3 KpuTW4Hy BigMoBY B Tecti FFT, mo cBimunTh mpo 3aiIuImkoBy
nepioanyHicTh. BapianT 3 Bmnepme 3a0e3neunB 1oBHe npoxo;pkeHHst NIST-
TECTIB, BUCOKY CHTPOIIiI0 Ta 30aJaHCOBaHY JIHIHHY CKIaIHICTb, IO POOHUTH
HOro MpHUIATHUM JUIsi KpHITOTpadiqyHOro BUKOpUCTaHHA. Bapiant 4 BusBUBCS
HaWCTaOUIBHIMINM: yCi TECTH MPOUACHO YCHIIIHO, TTOKa3HUKH SHTPOIII] Ta aBTO-
KopeTsmii Onmm3bKi 10 imeanpHUX. Lle omTuMansHUA BapiaHT 3a CIIIBBITHOIICH-
HSIM “SIKICTh — pecypcoMicTKicTh”. BapiaHT 5 Mae pe3ysibraTh, NOIIOHI 10 Bapi-
aHTa 4, MpoTe HE A€ MOMITHOTO MiABUIIEHHS O€3MEeKH MpH Aemo OuTbIInX 00-
YHCITIOBATBHUX BUTPATaX.

Omxe, onTEMaNBbHOIO KOHQIrypartieto € Bapiant 4 (59, 53, 47), sxwuii 3a-
Oe3meuye HalKpamuii OaTaHC MK CTATUCTHYHOK OC3MEKOI0 Ta e(hEeKTUBHICTIO
peanizaiii reaepyBanus [IBII qis cucrem kibepOesmnexu.

Jlitepatypa

1. MakcumoBuu B.M., IlleBuyk M.C., Manaporna M.M. JlocmimkeHHs
I'TIBBIT Ha ocHoBi reneparopa xuddi. Inpopmauiiina besneka: HaykoBwuii
xKypHan CxigHoeBpormeiicbkoro HamioHampHOTrOo yHiBepcutery iM. B. Jlamst. —
2017. — Ne3(23) No4(24). — C. 130-135.

2. IlleBuyk M. C., MakcumoBud B. M., Mauapona M. M. JlocaimkeHHs
TeHepaTopa TMCeBAOBUIAIKOBUX OiToBUX mociimoBHocTer Jkud¢di HA OCcHOBI
FCSR. MixHapoauuii HaykoBHii )xypHan “TatepHayka”;. — 2018. — Ne19.

3. Kikh M., Nyemkova E. Tlpaktuuna cxema TiOpHAHOTO TeHepaTropa
TMICEBJJOBUIIAJIKOBUX MOCTIIOBHOCTEH Ha OCHOBI ayaioeHTpomil Ta HeJIiHIHHHX
oyneBux ¢yHkuiii / KibepOesneka: ocBira, Hayka, TexHika. — 2025.— Ne 2
(30). — C. 180-194.




366 36ipnuk Te3 nonosineii VII Beeykpaincbkoi
HAyKOBO-TIPAKTHYHOI KOH(pepeHuii

VIIK 004.056

3AT'PO3U I BA3OBI IOHATTSA B ONIHII PU3UKIB Ib
NIAINMPUEMCTBA

Tersina KOPOBEMHIKOBA, Mapta KIIIAK
Hayionanvuuii ynieepcumem "Jlvsiscoxa Ionimexuixa"

Poboma npucesuena oyinyi 3aepo3 inghopmayitiniti Oe3neyi nionpuemcmea, Kia-
cugirayii akmusis, 3azpo3 ma epasnusocmeil. Pozensinymo mexniuni, opeanizayitini ma
J0O0CHKI (hakmopu pusuKy, a MaKoiC 6Nau8 JAHYI02I8 NOCMAYAHHA Ul XMAPHUX CepBIcis.
3anpononosano npaxkmuuni 3axo0u 3axucmy ma nioxoou 00 e@pEeKmueHo20 PUIUK-
MeHeOHCMeHm).

Knrouoei cnosa: ingpopmayiiina desnexa, epasznugocmi, 1100cbkull paxmop, AaH-
Y102u NOCMAYAHHS, 3aXUCT OAHUX.

Indopmaniiina Oe3meka MIAMPUEMCTBA €  KPUTHYHO  BaXKIHBOIO
CKJIaJJOBOI0 CTaOUIBHOI [isUTBHOCTI, OCKUTBKM Oyap-sIKi 3arpo3W  MOXKYTb
BIUIMHYTH Ha Oe€3NepepBHICTH Oi3Hec-NpoleciB, KOH(INEHIIHHICTh TaHUX Ta
ouTicHICTs  iHpOpMamiitHuX pecypciB. [Iis KOpPEeKTHOI OLIHKKA PH3HKIB
HEOOXimHMM € (OpPMYBaHHS YITKOTO MOHSTIHHOIrO amapary, L0 BKJIIOYae
aKTHBH, 3arpo3d, BpPa3jMBOCTI, TMOJAii, IHIWACHTH Ta PH3UKH. AKTUBaMHU
BHCTYIAIOTh HE JIMIIE TEXHIYHI 3acobm, a i mami, [13, mepconan i omepariiiai
npolecH, sKi 3a0e3MedyroTh IisUIBHICTh MiJNPHEMCTBA. 3arpo3M BH3HAYAIOTh
NOTCHLIHI YMHHUKH, IO MOXYTh 3aBJaTH INKOIM aKTHBaM, TOMAI SK
Bpa3IUBOCTI BimoOpaxkaloTh ciabKi Miclsl CHCTeMH, uepe3 sKi Li 3arposu
MOXYTh peamizyBatuca. llomii Ta IHOWIACHTH MAEMOHCTPYIOTH (DaKTHIHY
peanizamiio 3arpo3, a pHU3MKM XapakTepH3yIOTh IMOBIpHICTH Ta MacuITad
MOXJHBHX 30HMTKIB [1]. Kimacudikamis 3arpo3 € KIOY0BUM €IEMEHTOM IPOoIiecy
VIIPaBIiHHSA PU3UKAMHU, OCKUIBKH JO3BOJIIE BH3HAYUTH HAWOUTBIN KPUTHYHI
HanpsiIMU ~ 3aXUCTy. TexHiYHI 3arpo3d OXOIUIIOIOTh aTakd Ha MEpeXeBY
IHppaCTpyKTypy, IporpaMHe 3a0e3MECUCHHS Ta amapaTHi 3aco0M, BKIIOYHO 3i
wkiymBuM [13, HeCaHKIIIOHOBAaHUM JIOCTYIIOM 1 MOPYIIEHHSM (YHKIIOHYBaHHS
cepBepiB. OpranizamiiiHi 3arpo3n BUHHUKAIOTH Yepe3 HENONIKA TOJITHK,
IIPOLIECIB Ta YNPABIIHCBKUX INPOLENYpP, a JIOACHKUHA (DaKTOp NPOSBISETHCS Y
TIOMUJIKaX, HEYBAKHOCTI a00 HAaBMHUCHUX JisfX mepcoHary. B ymoBax cydacHoi
mugpoBoi TpaHchopMaIlii BAXKIMBHM JDKEPEIIOM PHU3UKIB CTAlOTh TaKOXK
JIAHIIOTYM TIOCTauaHHs Ta BHMKOPUCTaHHS XMapHUX CEpBICIB, J€ 4YacTHHA
BiIMOBiTaMBFHOCTI 32 OE3MEKy JIGKHUTH Ha 30BHIMNIHIX IMpoBakaepax [2].

VY mpakTHYHIA AiSUIBHOCTI MiANPUEMCTBA PO3yMiHHS 0a30BHX HOHSATH i
CTPYKTYpH3aIlis 3arp03 JO3BOJIAIOTE OyIyBaTH pEaNiCTHYHI CIEHApPii pU3UKIB Ta
BIIPOBA/DKYBAaTH KOHKPETHI 3axoau 3axucry. Hanmpuxmanx, kiacudikamis
TEeXHIYHHX 3arpo3 Ja€ 3MOTy OOIPYHTYBaTH HEOOXiOHICTP pO3TOPTAHHSA
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MDKMEpEKEBUX €KpaHiB, CHCTEM BHBICHHS Ta 3aloOiraHHS BTOPTHEHHSM,
cerMeHTanii Mepexx Ta OaraToakTopHOi ayTeHTHdIKalii. AHaJi3 JIOJICHKOTO
(akTopy momomarae (GpopMyBaTH MpPOTpaMy OC3MIEKOBOrO HABUAHHS, MOJITHKA
YIpaBIiHHSA NaposIMA Ta 3aX0ad 13 3amoOiraHHs ¢imuHTy. IneHTndikamis
PHU3MKIB Yy JIQHLIOraX [OCTayaHHS J03BOJIAE MIiANPUEMCTBY BCTaHOBIIIOBATH
BHMOTH JI0 KOHTPAareHTIB, MPOBOIUTH OC3IIEKOBI ayIUTH Ta IMIBUIIYBATH PIBEHb
KOHTPOJIFO IpH Tepenadi JaHWX 1 BHKOPUCTAHHI 30BHIMIHIX ceppiciB. Takum
YMHOM, YiTKa Kiacuikamis 3arpo3 y MOE€THAHHI 3 KOPEKTHUM BHU3HAYCHHSIM
0a30BUX MOHATH iH(OpMaLiiiHOT Oe3NeKH € OCHOBOIO E(EKTUBHOTO PH3HK-
MEHeIDKMEHTY. Lle He Juie MmifCHIIIoe TEOPEeTHYHY CKIIaoBY, aje it 3abe3neuye
MOXJIMBICTh MPAKTUYHOTO BIPOBADKEHHS CHCTEMH 3aXHCTY, OPi€HTOBaHOI Ha
peainbHi 3arpo3H, creudiky 0i3Hec-MPOIeciB Ta CydacHi MOJEI aTak. 3aBasKH
OBOMY HiINPHEMCTBO OTPHUMYE CTiHKy Ta ananTuBHy cuctemy Ib, 3matHy
MIHIMI3yBaTH TMOTEHIIHHI 30MTKM Ta MiJBHIIYBaTH DIiBEHb KiOEpPCTIHKOCTI B
YMOBaXx 3pOCTaHHs Kibep3arpos [3-4].
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METO/J KNN 3 O3HAKOBHUM 35AI'AYEHHSAM JJIA BUSIBJIEHHSA
IH’EKIIMHUX ATAK Y BEB-3AITATAX

Hazap KPABYYK, Terana KOPOBEMHIKOBA
Hayionanvnuii ynieepcumem «JIv8iscora nonimexnixay

YV pobomi docniosceno 3acmocyeanns ancopummy k-naiioauscuux cycioie (KNN)
ons susienennst in'exyiunux amax y HTTP-3anumax - SQL-in exyiii, XSS ma in’exyiti xo-
MmaHo. Ilposedeno excnepumenmu Ha mMpvox NYOIIYHUX HAOOPAX OAHUX 13 GUKOPUCHIAHHAM
cmpamuikosanoi kpoc-eanioayii. Pezynemamu nokasanu, wo onmumizoeana mooens KNN
(k = 5, kocunycna mempuxka, 3gascysanns 3a giocmantio) docazae mounocmi 99,77 % i Fy
= 0,998, nepesepuyrouu b6azosy xougicypayiro TF-IDF 6e3 000amKkogux oOuUCIO8aTIbHUX
eumpam.

Knwuoei cnoea: KNN, in’exyivini amaxu, SQLi, XSS, IDS/WAF, inocenepia
osnax, TF-IDF, mempuku éiocmani, abnayiiHuil ananis, XubHONO3UmMueHi CHpayro8aHHs:.

The paper explores the application of the k-nearest neighbors (KNN) algorithm
for detecting injection attacks in HTTP requests, including SQL injections, XSS, and
command injections. Experiments were conducted on three public datasets using
stratified cross-validation. The results showed that the optimized KNN model (k = 5,
cosine metric, distance weighting) achieves 99.77% accuracy and an Fi score of 0.998,
outperforming the baseline TF-IDF configuration without additional computational cost.

Keywords: KNN, injection attacks, SQLi, XSS, IDS/WAF, feature engineering,
TF-IDF, distance metrics, ablation analysis, false positives.

Ocnosnuii mamepian. TH €KIINHI aTaKu 3aJUIIAIOTHCS OJHIEI0 3 HAHIIO-
LIMPEHIMNX 1 HaifHeOe3NeuHINX KaTeropii ypasiMBOCTEH BeO3aCTOCYHKIB.
3rigao 3 OWASP Top-10, SQLi ta XSS mocriiiHo nmepe0yBarTh cepet KI90-
BUX 3arpo3 s BeO-iHppacTpykTyp. Ilonpu po3BUTOK CHIHATYPHUX 1 €BPUCTHU-
yHUX MeTomiB y cydacHuX IDS/WAF, ixHS eQeKTHBHICTh 3HHIKYETHCS uepe3
HOBI TexHIKH 0O¢ycKarii, BApiaTHBHICTh CHHTAKCHCY Ta KOHTEKCTHY HEOIHO-
3HAYHICTh 3anmuTiB [1-2].

Mogeni rnuomaHoro HaBdanHs (CNN, LSTM, Transformer) nemon-
CTPYIOTb BHCOKY TOYHICTb, OJJHAaK HOTPEOYIOTh 3HAUYHMX OOUYHMCIIOBAJIBHUX pe-
CypCiB, TPHUBAJIOTO HABYAaHHS Ta BEIUKHX OOCATIB MapKoBaHMX AaHux. lle
YCKJIaJTHIOE iX 3aCTOCYBaHHS Ha PiBHI MPHUKIATHUX MUTI03iB [3-4].

OcHOBHa ifiest AOCHiKeHHs Tossrae y 36aradenHi 6azoBoro TF-IDF-
MOJAaHHSA JOMEHHUMH Ta CTATHCTHYHUMH O3HAKaMH, IO MiIBHIIYIOTh CTIiHKIiCTh
10 00¢yckallii i 3MileHb MK Ha0OpaMu JTaHUX.

Takum 4MHOM, MeTa JOCITIIKEHHS — CTBOPHUTH JIETKOBArOBHH 1 OSCHIO-
BaHMI MOJY/Ib BUSBJICHHS iH’ €KIIiH, 110 MOEAHYE TOYHICTh, CTA0UIBHICTB 1 pOC-
TOTY IHTErpallii B iCHYI0Ui CUCTEMH Oe3IeKH.
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Memoouxa. 3anipoNIOHOBAaHUN METOJ CKIANA€ThCS 3 TPHOX IOCIHITOBHUX
eramiB: 1) nonepenHs oOpoOKa Ta NpeICTaBICHHs JaHUX, 110 BKJIIOYAa€E HOpMaJli-
3allifo TEKCTY Ta BeKTopu3ailito 3a gonomororo TF-IDF; 2) 6azoBa knacudikaris
3a anroputMoM KNN i3 crcTeMaTHUHUM JOCHIKEHHSIM I1apaMeTpiB Moeni; 3)
PO3MIUPEHHS HA0OPY O3HAK IS MiJBUINCHHS PO3IUTLHOT 3MATHOCTI MOICIIL.

. J11st oniHFOBaHHSA SIKOCTI Kacu(ikamii BAKOPHUCTOBYIOTHCS YOTHPH CTa-
H/IAPTHI1 METPUKH, 10 OOUUCIIOIOTHCSI HA OCHOBI €JIEMEHTIB MaTPUIi HETOYHO C-
teit (confusion matrix): TP (ictuaHO mo3utusHi), TN (icTHHHO HeratuBHi), FP
(xubnono3nTuBHI) Ta FN (XHOHOHEraTHBHI) CIpanioBaHHS.

TP4+TN
Accuracy = ————
Y = TPiTNiFPiEN (1)
TP
Precision =
TP+FP @)
TP
Recall =
TP4+FN ®)
PrecisionxRecall
Fi=2X————— 4

PrecisiontRecall

Tounicts (Accuracy) (1) BUMIipro€ 3aranbHy MpaBIIBHICTE KiIacHikarii;
npennsiiiHicts (ROC-AUC) (2) BimoOpaxkae HaiiiHicTs MepeadadeHs atak; Imo-
BHOTa (Recall) (3) xapakrepusye noBHOTY BusiBiIeHHS; a F 1 (4), mo noexnye
o0Ou/IBI MoTIepeJHI METPUKK Yy BHIIIS/II TAPMOHIITHOTO CEPEAHBOrOo, 10 € 0CO0-
JMBO 1H(OPMATHBHUM Yy BUIIaJKax JUCOATAHCY KIIACIB.

Jlyist HaBYaHHS Ta OL[IHIOBaHHS OyJI0 BUKOPUCTAHO TPHU ITyOJIIYHO AOCTY-
nHi Koprycu fanux i3 miardpopmu Kaggle: HttpParamsDataset (Evg3nlj, 2024)
- BUKOPHCTOBYETHCS SIK OCHOBHMI Hallp JaHUX JUIsS HAaBYAHHS Ta TECTYBAaHHA 1
MicTuTh HaBaHTaxeHHs HTTP-napamerpis, MapkoBaHni sik "norm" abo "anom";
SQL Injection Dataset (Sajid 576, 2024) - 3acTOCOBYETHCS ISl TIEPEXPECHOTO
OIIIHIOBAaHHS y3aralbHIOBANBHOI 31aTHOCTI (generalization) momo aTtak THITY
SQLi; OS Command Injection Dataset (Sanket Pawase, 2024) - ciyrye retepo-
TeHHUM TECTOBHMM CTEHJIOM JUIS BHABJIEHHA atak THIry Command Injection.

BbasoBi pesynbratu. Tabmwms 1 y3aranbHioe Tpu HaileekTuBHImI KOHDI-
rypauii KNN Ha Habopi ganux InitialHttpParamsDataset.

Ta6muns 1 - Baszosi pesyasratt KNN (InitialHttpParamsDataset)

k | Metric Weights Accuracy Fi_weighted Fiacro
5 Cosine Uniform 0.9874 0.9874 0.9866
3 | Cosine Uniform 0.9869 0.9869 0.9861
7 Cosine Uniform 0.9870 0.9869 0.9861
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HaiteexTuBHimra koHdirypaumis k=5, 1e KOCHHYCHa METpHKa, OJHOPITHE
3BaKyBaHHS - jgocsaria 98,74 % TouHoCTi Ta 3BaxeHoro Fi-mokasnmka 0,987.
JeransHuii aHai3 MOMMJIKOBO Kiacn(iKOBaHMX HaBaHTAXCEHB II0KA3aB, IO Je-
sKi 006¢yckoBani ab0 KOHTEKCTHO HEOJHO3HAYHI 3pa3KH OyiIHM HEMpPaBHILHO
posmizHaHi. g po3B'a3aHHS IIX BUMAIKIB OYII0 po3p0o0OIeHO TOTIOBHIOBAIEHUI
Habip 13 CeMH YHCIOBUX O3HAK, OOYMCIICHMX Oe3MOCepeqHbO 31 CHpUX PAIKIB
HaBaHTa)KEHb.

CkoHcTpyiioBaHi (IHXXEHEPHI) O3HAKH:

= JloBXKHMHA KOPUCHOTO HABAHTAXKECHHS.

»  Kinbkicts mudp.

*  KinbKicTh BEJIMKHX JIiTEP.

=  KigpKicTh cremiaJbHUX CUMBOJIIB.

*  Entpomist cumBodiB 3a lllennonom (BinoOpakae pi3HOMaHITHICTH
CHMBOJIIB y HABAaHTA)XEHHI, JO3BOJIIIOYN BUSBIIATH BUITAJIKOBICTb,
CIPUYHHEHY KOTyBaHHSIM 200 KOHKATCHAITIETO. )

»  [HamkaTOp TABTOJOTII.

»  [ugukatop (aiioBoi CHCTEMH/BUKOHAHHS.

Pesynbrartu ais Halikpanmux KoHQirypauii y3aransHeHo y Ta0muri 2.

Ta6muns 2 — IMokpanieni pesyastatd KNN (ImprovedHttpParamsDataset)
k | Metric | Weights | Accuracy | Fi_yeighted | Fi-macro
3 | Cosine | Uniform | 0.9977 0.9977 0.9975
5 | Cosine | Distance | 0.9977 0.9977 0.9975
7 | Cosine | Distance | 0.9976 0.9976 0.9974
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COIJAJIBHA THXKEHEPISA: METOIU ATAK I CIIOCOBH 3AXUCTY

KYH/10 .M., CBITJIMYHUM B.A.
Xapxiecbkuii HayionanbHull yHigepcumem eHympiuHix cnpae

Y mekcmi  posensmymo  seuwe  coyianbHOi  iHoceHepii  AK  00uM i3
HatiHebe3neyHiuux mMemoois kibepamax. OnuUcano NOWUpeni MaHinyIAmueHi mexHiky ma
NCUXONIO2IUHI MEXAHI3MU 6NAUBY, A TAKONC HABEOeHO epekmusHi cmpamesii npomuodii,
W0 NOEOHYIOMb OCEIMHI A MEeXHIYHI 3aX00u be3nexu.

Knrwuoei cnosa: xmapni mexnonoeii, cucmema 36epieanus OaHux, sipmyanizayis,
besnexa, macumabosanicmv, KOHMeUHepU3ayis.

The text examines the phenomenon of social engineering as one of the most
dangerous methods of cyberattacks. It describes common manipulative techniques and
psychological influence mechanisms, as well as effective counterstrategies that combine
educational and technical security measures.

Keywords: social engineering, cyberattacks, phishing, manipulation, human factor,
information security, psychological influence, data protection, cyber threats, network
security.

ComianbHa IHXKCHEpIsl € ONHMM 13 HalHeOe3NeuHIMX 1 BOJHOYAC
HAHITICTYIHIAX METOAiB arak y cdepi iHdopmamiiiHOoi Oe3rexkw, OCKUTbKH il
TOJIOBHOIO MIIIICHHIO € HE TEXHIYHI CUCTeMH, a JironrHa. Ha BinMiHy Bin kibepartak,
[I0 BHKOPUCTOBYIOTH MPOrPaMHI BPa3iMBOCTI a00 HEHOMIKA MEPEKEBUX
MIPOTOKOIIB, COMIaTbHO-IHKEHEPHI METOAM CIPSMOBAHI Ha TEXHOJOTIUHI CIIaOKOCTi
JIFOIICHKOT TICHXOJIOTIT: JOBIPJIUBICTh, CTpax, Oa)kaHHs IOTIOMOITH, IIKaBiCTh abo
roctix. Came ToMy HaBiTh HaHAIHHINTI TUPPOBI CHCTEMH MOXKYTh OYTH 371aMaHi,
SKIIO KOPUCTYBaY  TIUTAE€THCS  MAHIOYIAISIM 1 JOOPOBUIBHO — TEpenae
KoH}imeHIIHY iH(OopMariio abo BiTKpUBAE JOCTYI JI0 PECYPCIB.

CyTHICTh cOLIaJBbHOI IH)KEHEpil MONsAra€ y CTBOPEHHI YMOB, 3a SIKMX
JIOIMHA camMa BUKOHYE OakaHi Jyisi 3JIOBMUCHMKA [ii - BBOJUTH Mapolib,
MIEPEXOTUTh 3a IIKIJIMBAM ITOCHIAHHSIM, BIAMOBiNae Ha (aibIIMBHI 3amHT abo
HaJae JOCTyNl 70 mNpuMilieHHs. HalnommpeHimMM METoIoM TakHX arak €
(imuHT - PO3CHIIaHHS MiAPOOICHUX ITOBIIOMIICHD, SIKI IMITYIOTh OQIIHHI JHCTH
Bifl 0aHKIiB, NCpIKaBHUX CIYKO YM BITOMUX KOMIaHid. Taki JHUCTH MICTATBH
TIEPEKOHJIMBI JIOTOTHMH, CTHJIICTUKY ¥ TOBIIOMJIEHHS PO HIOMTO TEPMIHOBY
npoOieMy, NPUMYLIYIOYM KOPHUCTYyBada MiATH IIBHAKO Ta 0e3 0OxyMyBaHHS.
butbin  mizecmpsmoBaHOo  (OpMOO €  CHip(IMHL, A€  3J0BMHCHHKH
BHKOPHCTOBYIOTh TIEPCOHANBHY IH(POPMAIIiIO JKEPTBH, IO POOWUTH aTaKy Maiike
HenomiTHO. Ha kmrrant ¢imuHry aAifote i TedaedOHHI arakd - BILIMHI, KOJIH
maxpal BHOAOTh cebe 3a MpaIiBHUKIB OaHKYy YW TEXHIYHOI MIATPUMKH, Ta
CMIIIMHT — MaHITYJIATUBHI SMS-TIOBiTOMIIEHHSL.
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[HIMIM THITIOBMM METOZIOM  COIIAJTBHOI IH)KEHepii € TIPEeTeKCTHHT, M0
riependadae CTBOPEHHS IITYYHOI, ajie MPaBIOIOJiOHO JIETeHAN 3 METOI0 BUKIIMKATH
JIOBIpYy Ta orpumMary notpioHi gaxi. ComuianpHUN iHXEHEp MOXKe BHIaBarH cede 3a
CIIIBpOOITHHKA CIIyKOM Oe3leku, KepiBHHMKA, IepeBipsiodoro abo Kolery, sIKHi
«TEPMIHOBOY TIOTPeOye MOCTYITY. 3HAYHY 3arpo3y CTAaHOBIIATH TaKOXK (HI3MUHI METOIH,
Taki sk «tailgating», xomM 37TOBMUCHWK TIPOXOMWTH y TPUMIIIEHHS pasoM 3i
CIIBPOOITHUKOM, KOPUCTYFOUMCh HOTO BBIWIHMBICTIO 200 HEBIIEBHEHICTHO BIIMOBHTL.
EdexTnBHICT IIMX TEXHIK 3yMOBJICHA THM, I110 BOHH aKTHBYIOTh €MOLIHHI peaKlii, sKi
MIPUTHIYYIOTE KPUTHYHE MUCIICHHS. YIOOIEHHMH IHCTpyMEHTaMH 3JI0BMHCHHKIB €
CTBOPEHHsSI BIAYYTTS TEPMIHOBOCTI, CTpaxy a00 BHIOIM: IIOBIIOMIICHHS IIpO
3a0JJOKOBaHUH PAaXyHOK, «BHTpALl», 3arpo3y MOKapaHHs Y1 NPHBAOIMBY POTIO3HILIIO.
JlromHa, mepeOyBaloud B EMOIIHO HAaIpy)KeHOMY CTaHi, YacTillleé yXBaJIFOE
IMITY/IbCHBHI PIIICHHSI, HE TEPEBIPSAFOYN JOCTOBIPHOCTI iH(OpMAIIiT.

3axuct Big coliajgbHOT iHXeHepii 0a3yeTbcsi Ha IMOEIHAHHI OCBITHIX,
OpraHi3allifHMX 1 TEXHIYHWUX 3axohiB. HalBaXIUBIIUM € MiABUIICHHS
00i3HAHOCTI KOPHCTYBadiB: HABUAHHS IIEPCOHANY pO3Mi3HABAaTH (IMIMHTOBI
NIOBIZIOMJICHHS, TIEPEBIpATH Jpkepena iHdopMmalii, He HaJaBaTh KOH(iIEHIIHHI
JaHl y BiINOBiOs Ha MWimo3pini 3amutH. PO3BUTOK KPUTHYHOTO MUCICHHS 1
PO3YMIHHS TOTO, IO HIXTO HE Mae MpaBa BHMaraTH y KOPUCTYBada Iapoib YH
0Cco0OHmCTI NTaHi, € KIFOYOBUMH (pakTopamu npotumii. TexHiuHi MexaHi3MHU — TaKi
sk OararodakTopHa aBTeHTH]IKaIlisl, aHTHBIPYCHI mporpamu, QiuIbTpHU cramy,
OHOBJICHHSI CHCTeM OE3IEKH - 37[aTHI ICTOTHO 3HU3UTH PU3WKH, OCKUTBKH HaBiTh
y pa3i KoMIpoMeTarii Tapossl TOCTYII 0 CHCTEMH Oyae yCKIIa HEHHH.

Opranizauii TOBWHHI BIPOBA/DKYBaTH UiTKI IOJITUKH O€3MeKH, 10
periaMeHTyIoTh KOMYHIKallilo, MOpsIOK oOMiHy iH(oOpMalli€lo Ta TepeBipKu
3anuTiB. IMiTaIliifHi HaBYaHHS — TaKi K CHMYJIbOBAaHHUH (DIIITMHT - TOTIOMAararTh
OI[IHWTH PiBE€Hb TOTOBHOCTI CHIBPOOITHUKIB Ta BUABUTH ciabki Mmicusa. B chepi
¢i3nuHOi Oe3neKH BAKJIMBUMH € CHUCTEMH KOHTPOJIIO JOCTYIY, CIY)KOOBI
MTOCBITYCHHS Ta MPaBIJIa HEAOMYIIEHHS CTOPOHHIX 0Ci0 0e3 MmepeBipKH.

TakuMm dYHHOM, comiajbHA IHXKEHEPis CTAaHOBUTH CEpHO3HY 3arposy Uit
iHdopmarliitHo1 Oe3MmeKH, OCKUTbKU EKCILTyaTye TPUPOJIHI JIFOICHKI peakilii i 37aTHa
00T HaMCKIAMHINT TEXHIYHI MEXaHI3MHU 3aXUCTy. CIMHUI eQEKTUBHHUI CIOCIO
mpotunii - 1e QOpMyBaHHS BHCOKOTO pIiBHS OOI3HAHOCTI, KPUTHYHOCTI Ta
BIMOBINATLHOCTI SIK y OKPEMUX KOPHUCTYBadiB, TaK 1 B Oprafizaiiii 3arajgom. Jlume
TIOETHAHHSI TICHXOJIOTTYHOT TPAMOTHOCTI M Cy4aCHMX TEXHOJIOTIYHUX 3ac00IB MOXe
3a0e3NeUNTH HAJIHHNIN 3aXUCT Bil MAHIMYIAIIN Ta 3I0BKUBAHb, CIPIMOBAaHUX HA
OTpUMaHHA KOHQIIeHIIiiHOT iH(opMaAITii.

Jlitepatypa
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take-soczialna-inzheneriya-napady-metody-ta-zapobigannya  (mata  3BepHEHHS:
20.11.2025).
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CYYACHI TUIIN ATAK TIPOI'PAM-BUMATI'AYIB TA IXHII
AECTPYKTUBHHUU BILVIUB HA KIBEPCTIMKICTb MAJIOT'O
BI3HECY B YMOBAX EBOJIIOIII HU®POBUX 3AI'PO3

Amnacracia JAHYEBHWY, Banentuna S YK, Haranias MACJIOBA
Jlvsiscobkutl deporcagrutl yrigepcumem Oe3neKu HeummeoisibHOCmi

Pozensinymo cyuacuwi munu amax npoepam-eumazauie (ransomware) ma ixHiu
6n1U8 Ha Kibepcmilikicmy cyd 'ekmie manoeo nionpuemuuymea. Ilpoananizoeano ocHo6Hi
menoenyii esooyii ransomware, iXui makmuyHi 0cooIUBOCMI Ma HACTIOKU OISl eKOHO-
Miunoi, onepayiinoi 1 penymayitinoi cmabinbnocmi 6iznecy. Buznaueno xnouogi munu
amax, 3oxkpema Crypto-ransomware, Double Extortion, Ransomware-as-a-Service
(RaaS) ma 2ibpuoui modeni, wo nocoHyrOmy iwiune, eKcniyamayiro epasiusocmet i
coyianvHy indcenepio. JJosedeno, wo manuil 6izHec € HAUOIIbWL YPAIUGUM CEKIMOPOM
uepe3z oOMediceHi pecypcu 0711 6NPOBAONCEHHs cCUCeM Kibep3axucmy ma HedoCmAamHio
006i3HaHicmb nepcouany. 3anponoHo8ano KOMNIEKC 3axo0i6 i3 niosuwjeHHs Kibepcmiiko-
cmi, aKuti hepedbavae bazamopisresuii 3aXucm, pezynapHe pesepere KOniloearHs, 6npo-
6adoicennss  bacamoghakmopHoi  aemeHmu@ikayii,  NOGEOIHKOGUI  MOHIMOPUHZ
(EDR/XDR), naguanus nepcomany ma po3poOnieHHs NIaHI8 peazy8aHHs HA IHYUOEHMU.
Egexmusna npomudis npoepamam-eumazaiam sumazac nepexooy 8io peakmueuux nio-
X00i8 00 NPOaKmMueHoi Kibepbe3nexku, OpiCHMOBAHOI HA NONEPEONCEHHS 3a2PO3 i 3MeH-
WieHHA NIOWUHU AMAKU.

Knruoei cnosa: npoepamu-sumazaui, ransomware, Kibepcmiikicmo, Maiuil 6i3-
nec, EDR/XDR, yughposi 3aeposu, ingpopmayiiina besnexa.

Modern types of ransomware attacks and their impact on the cyber resilience of
small businesses are considered. The main trends in the evolution of ransomware, their
tactical features and consequences for the economic, operational and reputational
stability of businesses are analyzed. Key types of attacks are identified, including Crypto-
ransomware, Double Extortion, Ransomware-as-a-Service (RaaS) and hybrid models
that combine phishing, vulnerability exploitation and social engineering. It is proven that
small businesses are the most vulnerable sector due to limited resources for
implementing cyber protection systems and insufficient staff awareness. A set of measures
to increase cyber resilience is proposed, which includes multi-layered protection, regular
backups, implementation of multi-factor authentication, behavioral monitoring
(EDR/XDR), staff training and development of incident response plans. It is concluded
that effective countermeasures against ransomware require a shift from reactive
approaches to proactive cybersecurity focused on threat prevention and attack surface
reduction.

Keywords: ransomware, ransomware, cyber resilience, small business,
EDR/XDR, digital threats, information security.

VY cydacHux ymoBax HU(ppoBoi TpaHchopmarllii Oi3HECY CIOCTEPIra€Thes
CTpIMKE 3POCTaHHS KUIBKOCTI KiOepaTak i3 BHKOPHUCTaHHSM IIpOrpaM-BUMaradis.
[xHs eBoMIOLi — Bi MPOCTHX MIKiJUTHBUX CKPUITIB 10 6araTOKOMIIOHEHTHHX I1ITa-
Tdopm Ransomware-as-a-Service — 3yMOBITIO€ CYTT€EBE MIABUILICHHS PIBHS 3arPO3H
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HABITh I MIAIPUEMCTB 13 HEBEITMKAM MaciTaboM JisuTbHOCTL. Manmii Oi3Hec, sK
TMIPaBUJIO, HE MA€E JOCTATHIX (PiHAHCOBHX, KaJIPOBHUX Ta TEXHOJIOTIYHUX PECypPCiB IS
BITPOBAKCHHS KOMIUIEKCHUX 3aCO0IB KiOep3axucTy, mo poOUTh HOTO BPas3IHBOIO
LULTIO JUTS 37I0YMHIIIB, OPIEHTOBAHUX Ha IIBUIKY MOHETH3AIIIIO aTaK.

OCHOBHIUMH Cy4aCHUMH THIIAMH IIpOrpaM-BHMaraviB (ransomware) €
locker-atakum, crypto-ransomware Ta Mojenmi ToBiiiHOTO BuMaradus (double
extortion), KO>KHa 3 SKUX XapaKTepH3YEThCs YCKIIAHEHHIM MEXaHi3MiB KOMITpOMe-
Tauii Ta MiZIBUIIEHHAM PIBHS JECTPYKTHBHOTIO BILIMBY Ha LIUTbOBI cucteMu. Locker-
aTaky CIpsIMOBaHI Ha OJIOKYBaHHs JOCTYITy KOPHUCTYBa4a 0 OlepawiiiHOT cucTeMu
a00 KPUTHUYHO BaXJIMBUX (PYHKLIH NPHUCTPOIO, TIPU LILOMY JaHi He MU(pPYIOThCS,
ajie B3a€EMOJIsl 13 CHCTEMOIO CTa€ HEMOJKIIMBOIO Oe3 cIuiaTh BHKymy. HaromicTs
Crypto-ransomware peasi3yloTh OUIBII CKIIAIHY MOJEb MHU(PYBAHHS, BUKOPUCTO-
BYIOUM CTilKi Kpunrorpadiuai anropurmy, Taki sk AES, RSA abo ChaCha20, mo
pobuts Tporiec aemmppyBaHH 0e3 KiTfoda ()aKTHIHO HEMOKITUBHIM.

OxpeMy 3arpo3y CTaHOBIATH araku Tuiy double extortion, y Mexax sSKHX 3710-
BMFCHUKH He JINIIIE MI(PYIOTh AaHi JKePTBH, ale i 3MIHCHIOIOTH X TOTIepe/IHe KOTTi-
FOBaHHS IS TIOJAIBIIOTO MAHTHKY — 30KpeMa, IIIIXOM IyOTiKariii abo mpomaxy
Bukpazerol iHdopmartil y dark web. Takuii minxix 30UTbIIYE THCK Ha HOCTPKIATHX
opraHizalliii, aJpke HaBiTh BIIHOBJICHHSI CHCTEM 13 PE3EPBHUX KOl HE TapaHTye yHU-
KHEHHsI pelyTaliifHIX a00 FOpPUINYHNX PU3HUKIB, ITOB’S3aHUX i3 BUTOKOM JIaHHX.

Oco0nMBOI yBary 3aciIyroBye TosiBa OisHec-Mo e Ransomware-as-a-Service
(RaaS), sixa nmpu3Bena 10 cBOEpinHOI “neMokparuzaii’” kidepanounHHocti. Lls Mo-
JeNb Tiependadae Komepuianizarito mkiymsoro [13, kom po3poOHUKK ransomware
HaJIAI0Th TOTOBI IHCTPYMEHTH Ta iH(pPacTpyKTypy UL HPOBEIECHHS aTaK Yy BUTJII
IUIATHUX MIICOK a00 MapTHEPCHKUX MPOrpaM. YHACTIIOK IFOTO HABITH 0cOOM 0e3
CTIeHiaTbHOT TEXHIYHOT MIATOTOBKM OTPUMYIOTH 3MOTY 3[iHCHIOBAaTH e(EeKTHBHI aTa-
KU, IO 3HAYHO MiIBHUIIYE 3arajbHUN PiBeHB Kibep3arpo3 mist Majoro Oi3Hecy, KU
YacTo HE Ma€ JIOCTAaTHIX PeCYpCiB I KOMIUICKCHOTO 3aXHCTY.

CyuacHi TeHAEHIIii pO3BUTKY ransomware TakoX BKa3ylOTh Ha Tibpuan-
3allilo aTak, KOJIM Pi3Hi TEXHIKKM KOMITpoMeTanii — (ilI1HT, eKCIUTyaTallis Bpas-
JIMBOCTEH y IpOTpaMHOMY 3a0e3IeueHHI, BUKOPUCTAHHS BUKpPaJAeHUX ab0 J0Bi-
peHnx oOJIIKOBHX 3alKCiB, a Takoxk lateral movement y BHYTPIIIHIX Mepekax —
MOEAHYIOThCS Y OararopiBHeBi cueHapii BroprHeHHs. Takuil minxin 3abesneuye
3JI0BMHUCHHKaM TJIHOIIE NPOHUKHEHHS B KOPIOPAaTHBHE CEPEAOBHIIE, YCKIJIAM-
HIOIOYM BUSBJICHHSA Ta HEHTpalizallilo IHIUACHTIB TPAJUIIIHHUME 3aco0amu
Kibep3axucry. Y pe3ynbrari, Cy4acHi MporpaMu-BuMaradi TpaHc(OpPMYBAIHCS 3
130JIbOBaHMX MIKIUTHBUX KOMITOHEHTIB y CKJIamHi Kibepormeparlii 3 9iTKO CTPYK-
TYPOBAHOIO JIOTICTHKOIO, (PIHAHCYBAHHSAM Ta PO3MOILIOM POJIEH, IO CTAHOBUTH
0COOIIBO cepiio3HY 3arpo3y s KibepcTiiikocTi Manoro 6i3HeCcy B yMOBax €BO-
mmotii uGpoBUX 3arpo3.

JlecTpyKTUBHMI BIUIMB ransomware Ha Majuid Oi3HEC MpOSBISETHCS Y
TPbOX BHUMIpax: eKOHOMIYHOMY, OmepainiiHoMy Ta penyraiiiinomy. [Ipsami exo-
HOMIYHI BTpaTH BKIIIOYAIOTh CIUIATY BUKYITy, BIIHOBIICHHS JIaHUX 1 BTpAry J0-
XOJIiB yHACIIIOK npocToto. OrnepaniiHi HaCHiAKH BUSBISIFOTHCS Y BTPaTi AOCTY-
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Iy 70 iHpOpMaIifHIX pecypciB i 3ynuHIi Gi3HEC-TIPOIECiB, TOI SIK permyTariii-
HI PU3MKH 3arpO>KyIOTh BTPATOIO KITIEHTCHKOI NOBipH. Jltoacekuiil daxrop 3amu-
IIA€THCS BU3HAYAIBHUM y OLTBIIOCTI BUMAIKIB KoMIpoMmeTanii — moHax 80%
iH}EKIi MOYNHAIOTHCA 3 (DIIIMHTOBUX JINCTIB 200 MIKiTMBUX BKIAJICHb.

Jnis migBUIIEHHS KiOepCTiiKocTi Manoro Oi3Hecy MOIUIPHHAM € BIPOBa-
JUKEHHS 0araTOpiBHEBOI CTpaTerii 3aXUCTy, o 0a3yeThes Ha mpuHIHNax Zero Trust
1 mpoakTUBHOTO MOHITOpUHTY. Cepen Haile(heKTUBHIMNX 3aXOZIB — i30JIbOBAaHE
pe3epBHE  KOMilOBaHHs, OaratodakropHa  aBTeHTHQIKalis, 3aCTOCYBaHHS
EDR/XDR-piiieHs it TOBEIIHKOBOTO aHAII3Y, PETYJIPHE OHOBJIEHHS MPOrpaM-
HOro 3a0e3redeHHs], KOHTPOJIb IPUBLIEIB KOPUCTYBaYiB, CErMEHTALlisl MEpexi Ta
HaBYaHHS TIEPCOHATY METOJaM pO3Ii3HaBaHHS COLIOIHKEHEpHUX arak. Brposa-
JDKEHHSI TAKMX MPAKTUK Ja€ 3MOTY MiHIMi3yBaTH PU3HKH KOMIIPOMETallil, CKOPOTH-
TH 4YaC BUSIBJIEHHS IHIMAEHTIB 13a0€3[1eUNTH IIBHUIKE BIIHOBIEHHS IIICIIS aTakK.

OTxe, CyJacHI aTakd MPOTPaM-BUMAaradiB € OJHHM i3 TOJIOBHUX BHKIHKIB
IUTs KibepcTiKkocTi Manoro Oi3HeCy, sIKAi OTpedye He JIHIIe TEXHIYHNX, a i opra-
HBBaOiHUX pimeHs. [lepexinm mo Momeni mpoakTHBHOI KibepOe3nek:n Ta BIpOBa-
JOKEHHSI CTPATEriaHOTO YITPABIIHHS PU3UKAMHU € HEOOXITHOI0 YMOBOIO CTaOUTBHOCTI
MIPUEMHHUIIBKOT TISTIBHOCTI B yMOBaX 3pOCTaHHS U(PPOBUX 3arpo3.
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CYYACHI IAXO/IH JI0 RF-FINGERPRINTING: MOJEJII TA
METOJU JIEHTU®IKALII BE3JPOTOBUX MPUCTPOIB 3A
PAJJIOYACTOTHUMM NAPAMETPAMU

Teopriii JOBAH, Tapac TYKOBCbKHI
Hayionanvnuii Yuisepcumem «Jlvgiecoxa Ilonimexmixa»

YV oocnioocenni npedcmasneni cyuacni moodeni ma memoou RF-fingerprinting y
KoHmexcmi i0enmuixayii 6e30pomosux npucmpois. Ilpoananizosano ocHo8Hi dxcepena
VHIKAIbHOCMI padiocucHanie, cyyachi memoou obpobxu ma knacughixayii cuenanis, eniug
¢axmopis cepedosuwja. OkpecnieHo KOU08I MEMOOONIO2IUHI 0OMedceHHA ma nepcnex-
MUBHI HANPAMU PO3GUMKY MEXHONO2IT.

Knrwwuosi cnosa: RF-fingerprinting, kibepbesneka, susgientns 3a2pos, padiouac-
momua idenmugpikayis, obpodka cuenanie, b6esdpomosa 6esneka, Kiacugikayia npu-
cmpois.

The study presents a comprehensive analysis of state-of-the-art models and
methods of RF-fingerprinting in the context of wireless device identification. It analyzes
the primary sources of signal uniqueness, modern signal processing and classification
methods, and environmental influences. Key methodological limitations and prospective
directions for advancing the technology are outlined.

Keywords: RF-fingerprinting, cybersecurity, threat detection, radio-frequency
identification, signal processing, wireless security, device classification.

CrpiMKHi pO3BUTOK 0€3APOTOBUX TEXHOJIOTIH Ta €KCIOHEHIiHe 3poc-
TaHHS KUTPKOCTI MIAKIIOYEHHUX IMPHUCTPOiB (OPMYIOTH HOBI BHUKIMKH Y Taly3i
KibepOe3neKkn Ta yInpaBIiHHSI MEPEKEBUMHU 1HPPACTPYKTypamMu. 3a TaKUX YMOB
0COOIMBOI aKTyaJIbHOCTI Ha0yBa€e CTBOPEHHs e¢(PEKTHBHUX MEXaHI3MIB iIeHTH-
¢ikarii i aBTeHTH(IKaMil 6€3IPOTOBUX MPHUCTPOIB, 3IATHUX TAPAHTYBATH 3aXU-
HIEHICTh KOMYHIKali# 1 3armo0iraTi HECaHKI[IOHOBAaHOMY JOCTYILy. X0o4a KpHII-
Torpadigai mpoTokoH Ta mH(POBi cepTH]IKATH 3aTUINAIOTECS OCHOBOIO OiTb-
IIOCTI CUCTeM OC3IEeKH, BOHM HE 3a0€3MeUyIOTh MOBHOI CTIMKOCTI 10 3arpos. 3
ominy Ha 1e, TexHoioris RF-fingerprinting, mo 6a3yeTbcsi Ha BHKOPHCTaHHI
YHIKQJIBHHUX Pa/liovacTOTHHUX MapaMeTpiB anapaTHUX KOMIIOHEHTIB Iepe/aBayis,
[TOCTAE SIK MEPCIIEKTUBHUI IHCTPYMEHT MMOCHIICHHS Oe3eKH Ha (hi3UIHOMY PiBHI
MepexeBoi mogeni OSI.

Konnenmist RF-fingerprinting mossirae y Tomy, 1o KokeH pajiomnepesa-
Ba4 Ma€ IHIUBIMYaTbHUHA «PalioOuacTOTHUHA BiIOMTOK», 0 BUHUKAE YHACIITOK
BUPOOHMYMX HETOYHOCTEH Ta BIAMIHHOCTEH y mapamerpax eIeKTPOHHUX KOM-
moHeHTiB [1]. 3a3HaueHi 0COOMUBOCTI MPOSBISIIOTBECS K XapaKTEpHI CIIOTBO-
PEHHS CHTHAY, IO MEePelacThes 1 SIKMK MiIA€ThCsl BUMIPIOBAHHIO Ta MOXYTh
OyTH OCHOBOIO Ui ()OPMYBaHHS IHAWBITYalTbHOTO «PaJiodacTOTHOTO BiIOHT-
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Ka» mpuctpor. Ha BigMiHy Bix mporpaMHUX METOMIB aBTeHTH(]iKaii, sKi MO-
KYTh OyTH CKOMIIPOMETOBaHI, (Pi3N4HI 03HAKK CUTHAIY 3HAYHO CKJIaJHIIIe IMij-
pobutn abo knoHyBaru, mo poouts RF-fingerprinting edextuBHUM 3acoOomM
BUSIBJICHHS MAPOOJICHNX, KIIOHOBAaHNX a00 HECaHKIIOHOBAHUX TPHUCTPOIB [2].

Y poGoti Oyso po3risiHyTo kepena dopmyBanHs RF-BimOutkiB Ta ix
BIUTHB HA XapaKTePUCTUKH MEPEIaHOT0 CHTHATY 3aUlsl 3HifICHEHHS KOMILIEKC-
HOTO aHalizy (I3UYHUX OCHOB YHIKQIBHUX DaJio4aCTOTHUX XapaKTePHCTHK
0e3IpoTOBHX IepeaaBadiB. byno HOCIiIKeHO KBAapIOBi OCHUIATOPH, MiCHITIO-
Badi IIOTY>KHOCTI, MOy IATOpH [Q Ta aHTEHHI CHCTEMH, a TAKOXK 1X 0COOIMBOCTI.

VY Mexax MpoBeJEeHOTo aHalli3y CHCTEMAaTH30BaHO Cy4acHI METOU BUITY-
YeHHs 03HAaK i3 PaJiOCUTHAJIB, IO BUKOPUCTOBYIOTHCS VISl HOOYJIOBH MOIenel
ineHTudikarii. Y yacoBiii 00JacTi KJIFOUOBUMH O3HAKAMHU € BUBUYCHHS IEpPEXi-
HUX TIporieciB (transients) mpu BMUKaHHI IepeaBada, TMHAMIKA HApPOCTAHHS Ta
CMajly CUTHaIy, @ TAaKOX CTATUCTUYHUX XapaKTEPHCTHK aMIUTITYIH, SIKi J03BO-
JSIOTh BUOKPEMITIOBATH 1HAMBiITya bHI 0COOMMBOCTI mepenaBada [3]. YV gacToT-
Hiif 001acTi mapamMeTpamMu € 3CyB HECydol YacTOTH Ta CIEKTpalbHa MIUIbHICTH
¢aszosoro 1mymy [4]. V 4acoBo-4acTOTHOMY MiAXOIi OCHOBHUMH METOJAMH €
BEHBIIET-IICPETBOPEHHS, 10 3a0e3leuye aJalTUBHY PO3/AUIBHY 3[aTHICTH a Ta-
kox BikoHHE neperBopeHHs (STFT), sike 1o3Bosse BifCcTE)KYBAaTH 3MIHU CHEKT-
paNbHHX XapaKTepUCTHK ITiJ 9ac repeaadi nakeTy AaHux [5].

Oco6nmBa yBara B po0OTi Oyiia MpuiIeHa Cy9acHUM IiaXoaM Kiacudi-
KaIlil pagio9acTOTHIX BiZOMTKIB HA OCHOBI MAIIMHHOTO Ta TIMOOKOTO HABYAHHS,
SIKi CTAHOM Ha ChOTOJIHI 3aiiMaroTh BakiuBe Micue y cuctemax RF-fingerprinting.
Tpamumiitai mozeni, Taki sk SVM, k-NN Ta Random Forest 3anumatorses aktya-
JBHUMH IS 33/1a4 3 HEBEJIMKOIO KUIBKICTIO NMPUCTPOIB Ta BUCOKMM CIIBBIHO-
IIEHHSM CHUTHAJ/mryM. BoHn 3abe3nedyroTs MpUHHATHUN PIBEHb TOYHOCTI 1 Ma-
FOTh HIDKY1 OOYNCIIOBATIbHI BUMOTH, MPOTE iX MacIITaboBaHICTh OOMEKeHa depe3
30UIBLICHHST PO3MIPHOCTI 03HAKOBUX TpocTopiB [6]. HaroMicTs MeToau rimboko-
TO HaBYaHHS, BKIIIOYHO 31 3ropTKoBUMH HeifiponHnMHu Mepekamu (CNN), pexype-
HTHUMH MojessiMu (LSTM) i tpancdopmepamu, TeMOHCTPYIOTh BUCOKY TOYHICTh
IpH po6OTi 3 BETMKIMI MacuBaMu HeoOpobenux |Q-mannx [7]. Ixusa 3matHicTs
aBTOMAaTHYHO (GopMyBaTH OaraTopiBHEBI O3HAKM POOWTH IIi MiIXOAW HAWOLIBII
e(eKTUBHUMH TS ieHTH(]IKAIT TPUCTPOIB y CKIAAHUX PaAi0UuaCcTOTHHX CEPEIo-
Buiax. [Ipore Taki MoJeni € UyTJIMBUMH /10 3MiHHM KaHally, CTapiHHS KOMIIOHEH-
TIB Ta aTak, CIPsIMOBaHWX HA MOPYLICHHS POOOTH aJrOPUTMIB MAlIMHHOTO Ha-
BuaHHA. CricTeMaTH3amis iCHYIOUHX TIXO0/IIB BUSBWIIA YITKY TCHICHIIIO MIEPEX0-
Iy BiJl TPAJUI[IHHUX METO/IiB 0OPOOKH CUTHAIIB JIO0 CKJIAIHUX apXITEKTyp Tau0o-
KOTO HaBYaHHS. 3rOpTKOBI HEHPOHHI Mepexi Ta TpaHC(POpMEpH IEMOHCTPYIOTh
HalKpallli pe3ynbTaty 3 TOUHICTIO0 97-99.8% [8] B KOHTPOJIBOBaHUX YMOBaX, MPO-
T€ TpaIWLiiHI METOAM MAalIMHHOTO HaB4YaHHA, Taki sk SVM ta Random Forest,
3INIIAIOTHCS aKTyalbHUMM 3aBISKH Kpallii IHTEpPHpEeTOBAHOCTI Ta MEHIIMM
00YHCITIOBAJIBHUM BUMOTaM.
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-
Tpaznmiiiai merozn ML Meroan rInGoKoro HaB4YaHHS
kNN SYM Random Forest CNN LSTM ResNet
Towsicre: §5-80% Towsicts: 92-05% Tousicrs: 93-86% Tousicts: 97-69% Towsicrs: 95-97% Tousicts: 98-995%
M srnxicTs: O(n-d) Msgxicrs: () | | Mewmxicrs: Ok nlog ) | hi? ~IM he? ~500K I ~25M
Tipoc st Pobacrimii AncaGnesuit 3roprrosi Pexypeuthi | emomosi
Naive Bayes XGBoost Transformer GAN
TosmsicTs: 80-85% TowsicTe: $4-87% TousicTs: 96-08% TousicTs: 93-66%
Meunicrs: O(n-d) | | Memmxicrs: O{n'k-d) Tapascerpir: ~10M Tapascerpir: ~5M
Trosipuic st Tpaien it Veara Teneparseri
L J
r 4
TidpuzHi miaxozm
Feature Engineering + ML Ensemble Deep Learning Transfer Learning
Bajtenet~ SVM CNN +LSTM +ResNet Pre-trained CNN = Fine-tuning
Touwmsicrs: 95-97% TowsicTs: 95-69.8% Towsicrs: 96-98%
IntepnperomsnicTs: Brcoks OfwcnexEx: Bucoki Taic Mibtanesi

Vmoesi no avenus:

I exnKicTs- OS¥HCMOBIIBES CKNATKICTE
O(n) - niniiia, O(rF) - KERRPETIMHS CKRSTHRETE

ToumicTE - C2PAIRA TOUHICTH KNac 1 Kauii B3 TECTOBIX RamX
Tlapascarpit - KINEKICT b BAEMATBHIX TapaM 2TpiE 3 ORaT

Pucynoxk 1 — Kiacudikariis anropuTmis MammHHOTO HaB4aHHS 1t RF-
fingerprinting

[IpoOnemaruka BIUIMBY PalioOYacTOTHOTO CEPEIOBHINA HA JOCTOBIPHICTH
imeHTH(IKAII{ € OTHIM 3 KITIOYOBUX BUKIHKIB [UIS IIHPOKOTO BIIPOBAPKEHHS Me-
toxy RF-fingerprinting. bararornpomMeneBe NOIMIMPEHHs!, TeMIIEpaTypHi KOJIMBAHHS
Ta TUHAMIYHI 3MIHU KaHAIY 3/IaTHI CYTTEBO CHOTBOPIOBATH iH()OPMATHBHI O3HAKU
CHTHAJIIB, 1110 BUMAarae po3poOKy i BUKOPHCTAaHHSI METO/IB aJalTHBHOT KOMIICHCA-
1il. BayKIMBUM TakoX € MUTaHHS JOBroTpuUBaiiol cTabiibHOCTI RF-BinOuTKa: ae-
rpajaiis napameTpiB anapaTHUX KOMIIOHEHTIB MOXe CIPHYNHATU Ipei( 4acTOTH
Ta HEJIHIHHUX XapaKTepPUCTHK, IO 3HIWKYE TOUHICTh ieHTH(IKallii B JOBrOCTPO-
KOBIif mmepcriekTrBi [9]. 3amponoHoBaHi y cydacHUX JOCIIIKCHHSIX METOAN PEry-
JSIPHOTO TIEpEHaBYaHHS MOJENEH Ta BHKOPHCTaHHS aBTOCHKOJEPIB A Bixcre-
JKeHHS 3MIiHM O3HAaK JAEMOHCTPYIOTH MEPCIEKTUBHICTh, ajle MOTPeOyIOTh MOIab-
101 onTUMi3arii.

['oBopsun po 0OMEXKEHHs Ta BUKIMKH TEXHOJIOTIi, BApTO TaKOX 3a3Ha-
YUTH MPOOJIEeMy MacIITabOBaHOCTI Ta HABMUCHHX aTak. [Ipy 30UTbIICHHI Kilb-
KOCTI NPUCTPOIB CHOCTEPIracThCs KBaJpaTHYHE 3POCTAHHS CKIIATHOCTI KIacH-
¢ikarii 17 METOIIB Ha OCHOBI MOMapHUX MOPiBHSAHB. ba3a manux msa 10,000
npuctpoiB 3 1000 3paskiB Ha npuctpiid npu 1024 KOMIUIEKCHUX BiTiKax 3aliMae
6mu3pko 80 I'b mam'sti. Yac momryky B Takiit 06a3i cranoBuTh 50-200 Mc HaBITB 3
ontumizoBanumu innekcamu [10]. HaBmucHi ataku (adversarial attacks), ski
CICIIATBHO PO3pO0JICHI 4151 0OMaHy CUCTEM MAIIMHHOTO HABYAHHS, CTAHOBJISTH
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cepiio3Hy 3arpo3y mns npaHoi Ttexsojorii. [lomaBamms carefully crafted
perturbations 3 mOTYXHicTIO BChoro -30 Ab BiTHOCHO CHUTHAy MOXKE 3HU3UTU
TOYHICTh Kiacu(ikaitii 3 98% mo 15%.

Awnamiz nmpuknagaux acrekTiB RF-fingerprinting minTBepivkye IIMpOKMiA
CIIEKTp #Oro 3actocyBaHHs. Y npomucioBux loT-cucremMax TEXHOJIOTIS 103BOJISIE
BUSBIIATH TiqpoOIeHI TaTINKA ¥ IPOTHAIATH aTakaM ciyQinry 6e3 Moamgikariil
MPOTOKOJIB 3B’A3Ky. Y BIHCHKOBHX CHCTEMax BOHA MOXKE 3a0e3reuyBaTd po3Ii-
3HABaHHS «CBI—YyXui» Ha QPI3UIHOMY piBHi, a B TEJICKOMYHIKAIIHHIX Mepexax
— 3aro0iraty mosiBi kJIoHOBaHMX SIM-KapT a00 HECaHKIIOHOBAaHMX TOYOK JOC-
Tyrry Wi-Fi. ABTOMOGinBHI crcTeMn OE3KII0YOBOTO JOCTYIy — OJWH i3 Haii-
OLTBII TOKA30BUX NpHUKIaLiB, e RF-fingerprinting 3maTHWiA MiABAIIATH CTIHKICT
1o relay- Ta replay-arak, 3a0e3me4yrouH J101aTKOBHI piBeHb aBTeHTH(]IKAIT MPH-
CTpOIB.

[MpoBenenuit ananiz ngae 3mMory crBeppkyBatd, o RF-fingerprinting e
MIEPCIIEKTUBHOIO TEXHOJIOTIEI0 MOCHICHHS KibepOe3nmeKku 0e3IpOTOBHX CHCTEM.
[Nonanbimii po3BUTOK ILOTO HAINPSIMKY MOB’SI3aHUH i3 BIPOBAPKECHHSM KBaH-
TOBUX METOJiB 0OpOOKH CHUTHAJIB, BUKOPUCTAHHAM (elepaTuBHOIO HaBYaHHS
Ui OOYOBH PO3MOJUICHUX MOJeNei 0e3 HeHTpalli3oBaHOTO 300py HdaHUX
[11], a Takox iHTerpari€ro 3 TexHonorier 6G, 10 BiIKPUBAIOTH MOXKJIHUBOCTI
JUISL aHANI3y CUTHAJIB TEpareploBOro Jiana3oHy Ta BUKOPHCTaHHS MacHBHHUX
MIMO-antennux permritok. CYKymHICTh IIUX TEXHOJOTIYHHUX TPEHIIB (opmye
MATPYHTS DIl CTBOPEHHsI poOACTHUX Ta MAacIITaOOBAaHMX CHCTEM iIeHTH(]iKa-
1il, 31aTHUX (YHKIIOHYBaTH B YMOBaxX CKJIQJHOTO Ta JMHAMIYHOTO PajiodyacTo-
THOTO CEPEIOBHIIIA.

Taxum unHOM, TexHoorist RF-fingerprinting He 3aMiHIO€ HassBHI MeXaHi-
3MH 0O€3MeKH, a BUCTYIA€E iXHIM JOMOBHEHHSM, 3a0€3MeUyloul JOJATKOBHU (i-
3WYHUI piBeHb 3aXHCTY, IO (PYHKIIOHYE HE3aJIEKHO Bill NPOTPAaMHUX BPA3IIH-
BocTel. [le Bu3HayYae 11 K KIIFOYOBUI SIEMEHT MaiOyTHIX CHCTEM KibepOesmneku
B yMOBax rio0anbHOI IIUQpoBi3amii Ta po3BUTKY [HTEpHETY pedeit.
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AHAJII3 OBMEXEHb TPAJIMIIMHUAX NIDS TA IEPCIIEKTUBH iX
PO3IIMPEHHA METOAAMU MAIINMHHOI'O HABYAHHA

Codia JYKAILI
Cymcokuii deparcasnuil yHigepcumem

Y pobomi pozensnymo mpaduyiiini ma inmenexmyanvHi nioxoou 00 GUAGIEHHs
anomaniti y mepescesomy mpaghixy. Ilpoananizosano obomedcenna kiacuunux NIDS ma
nepesazu GUKOPUCMAHHA MemOOi8 Mauwunno2o Hagyanusa. OOTpyHmosano OoyinbHicmy
inmeepayii  ML-mooynie 'y cyuachi cucmemu OnA NIOBUWEHHS MOYHOCMI ma
aoanmueHoCMi GUAGLEHHS 3A2PO3.

Knrwwuosi cnosa: mepexcesuii mpagix, anomanii, NIDS, cuenamypnuil ananis,
N06€OIHKOGUIL AHAI3, MAUWIUHHE HAGYAHHS, KIOep3aepo3u.

The paper examines traditional and intelligent approaches to network anomaly
detection. It analyzes the limitations of classical NIDS and the benefits of applying
machine learning methods. The study justifies the integration of ML modules to enhance
the accuracy, adaptability, and effectiveness of modern intrusion detection systems.

Keywords: network traffic, anomalies, NIDS, signature analysis, behavioral
analysis, machine learning, cyber threats.

Bcmyn. B ymoBax CTpIMKOTO PO3BHUTKY MEPEXKEBHUX TEXHOJIOTIH
CBO€YACHE BWSBJICHHS 3arpo3 3alMIIAcTbcs OJHUM i3 (DyHIaMEHTaIBHUX
acriekTiB Kibep6Oesneku. [locriiine 3poctaHHs 00csTiB Tpadiky, yCKiIaJHEHHS
CleHapilB arak Ta II0sBAa HOBHX, MAJIONOMITHAX TEXHIK BHMAaraioTh
TIePEOCMHUCIICHHS MIIXO/IB A0 aHAJi3y JaHUX.

Cepen HaWTIOMIMPEHIIINX 3arpo3, IO TPOSBILIOTECS Y B aHOMAITIH,
BuAULIIoTe  DDoS-ataku, CKaHyBaHHA TIOPTIB 1 Bpa3lMBOCTEH, CHpoOH
HECaHKIIIOHOBAHOTO JocTymy, Brute-force, mepesxei Bropraenns, DNS-crydinr, a
TaKOXX pi3HI BUAM IIKYDIMBOTO Tpadiky, HAIUICHOTO Ha MOpPYIICHHS
KOH(QIIeHIIHHOCTI Ta IimicHOCTI JaHuX. OCHOBOIO 3axucTy iH(pacTpykTypH
3QNMIIAIOTRCS TPaJWIIIHI CHCTEMH BHSBIICHHS MepexeBux BTopraeHb (NIDS), i
caMe Ha ixHiit 6a3i chopMyBaIiCs KIIACHIHI METOAM aHami3y [1].

Ananiz _mpaouyiunux nioxodis. Tpamumiiiai NIDS, sx mpasuio,
CIHMpAIOThC HA CHTHATYpHI a00 moBemiHkOBi Meroan. CHUTHATYpHHUI Iimxin
TIPAIIOE 3a MPUHIUIIOM TIOPIBHAHHS Tpadiky 3 0a3010 BiTOMUX MIA0IOHIB aTakK —
caMme Tak (YHKI[IOHYIOTh Snort, Suricata Ta iHIIII TOMYJIAPHI PIlICHHS.

[NoBeniHKOBHIA aHAaMi3, Y CBOIO Yepry, Gopmye mpodilb «HOPMAITBHOD»
aKTHUBHOCTI Ta (Qikcye Oymb-sKi BimxwieHHs Bim Hporo. Lli mimxomm cramm
CTaHOAPTOM IHIYCTpii, OCKUIBKH TapaHTYIOTh IIBHIKY PpEaKIlilo, MPOCTOTY
BIPOBA/DKEHHS Ta BUCOKY TOUHICTD BUSBIICHHS BXKE BIIOMHUX 3arpo3.

3 TEeXHIYHOI TOYKH 30pY, OCHOBOIO pOOOTH TPAIMIHIX CHCTEM €
JICTepMIHOBaHI aIrOPUTMH, IO CHHPAIOTHCS Ha YITKO BU3HAYCHI mpaBmia. BoHn
3IIHCHIOIOTh TIOPIBHSHHS MEPEKEBUX IAKETIB i3 0a3aMi BilOMHX CHTHaryp abo
BHUKOPHCTOBYIOTH TIPOCTI €BPHCTUKH Ta 0a30Bi CTATHCTHYHI TIOPOTOBI MOZIEINI IS
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BUSIBJICHHSI BIIXUJICHD. 3aB/IIKN HU3bKii OOUMCITIOBAIBHII CKIIAMHOCTI Ta MPO30POCTi
JIOTIKM TakKi METOJM 3a0e3MeuyIoTh epEeKTHBHE BHUABJICHHS OUTBIIOCTI BITOMHUX THITIB
arak y peXuMi peasibHOTO Yacy, Maike He HaBaHTAKYIOUH CHCTEMHI PECYpCHL.

Bopnouac TpamumiiiHi miIXoxM MaloTh HU3KY OOMEXEHb, SIKi CTaroTh
KPUTHYHUMH Ha TJi cydacHoro unaHmmadry kKibepszarpos. [lo KiIro4oBHX
HEJIOJIKIB Haiexars [2]:

- He3JaTHicTh BUWSBITH Zero-Day aTaku, i SKHX INe HE ICHYE

CHTHATYP;

— BHCOKA 3aJISKHICTB BiJl py4HOT'0 OHOBJICHHs 6a3 Ta MPaBull;

- Bpa3NUBICThP [0 OOXIMHUX TEXHIK, IO MAaCKYIOTh MIKIIIHBY

aKTUBHICTB MiJI JICTITUMHY;

- 3HaYyHa KUTbKICTh XHOHOTIO3WTHMBHUX CIIPAIIOBaHb, OCOOIMBO IpH

BHKOPHCTaHHI IIOBEJIIHKOBOTO aHAII3Y;
- BIICYTHICTH aJaNiTUBHOCTI, OCKUTBKH IIi METOJU HE 3[aTHI HABYATHCS
Ha HOBUX JaHHX;

- HeeeKTUBHICTP TpH pPOOOTI 31 CKIATHAMH BHCOKOBHUMIPHUMH

3aJISKHOCTSIMH, XapaKTePHUMHU JUIsl Cy4acHOTo Tpadiky.

BapTo 3a3HaunTH, 010 3HAYHA KUTBKICTH XMOHOMO3UTHBHUX CIPALIOBAHb
y TaKMX CHCTEMax YacTO MPU3BOJMTH JIO SBUIIA «BTOMH Bill CIIOBILICHBY, KON
anMiHicTpaTopy Oe3MeKH MOXKYTh NPOITYCTUTH PEallbHY 3arpo3y 4epe3 BETUKHI
MOTIK (POHOBOTO HIyMYy.

IMompu 1e, TpamumiifHI MiTX0QM HE MOXKHA Ha3BaTH 3acTapiummu. BoHn
MalThb OYEBHJHI MeEpeBard, 30KpeMa BHCOKY IIBHJKICTb, IPOrHO30BAaHICTB,
NPO30PIiCTh POOOTH Ta €(PEKTHBHICT MPOTH MACOBHX THIIOBHX arak. Came TOMy
BOHH 3QJIMIIAIOTHCS AKTYaJIbHUMH U1 6a30BOTO PIBHS MEPEKEBOTO MOHITOPHHTY.

Bnposadoicenna mawunnoeo Haguanns. PO3BUTOK MAaIIMHHOTO HABYaHHS
(ML) BimkprBae MOXJIMBOCTI ISl KOMIICHCAIlil 3raflaHAX HemoiikiB. Meromm 3
yunteneMm (Hampuknan, Random Forest, Support Vector Machine) mo3BomsioTs
KJIacu(ikyBaTH THITH aTaK, BAKOPHCTOBYIOUH TIOTIEPEIHBO PO3MIiUeHi JaHi. MeTtomun
6e3 yumrens (Unsupervised Learning, 30kpemMa aBTOSHKOICPH) JOTIOMAraroTh
BUSIBIITH HEBIIOMI aHOMaIil IIIAXOM TPYIYBaHHA CXOXKHX TarepHiB. [ miboke
HaBUYaHHS A€ 3MOTY aHAII3yBaTH BHCOKOBHMIPHI CTPYKTYpH TpadiKy, 3HAXOITIN
MPUXOBaHiI 3aKOHOMIPHOCTI, $IKi HENOCTYIHI TpamuifHUM anroputMam [3].
3aBIAKH 34ATHOCTI 10 CAMOHABUaHHS Ta aalTHUBHOCTI IIi MOIENI 3HAYHO
posmmprofoTh  MoxkimBocTi NIDS Tam, ne KiacHuHi MeToau AEMOHCTPYIOTh
oOMexeHy epeKTHBHICTb.

AnroputmMu ML [103BOJNSIOTH JETEKTyBaTH HOBI abo MoamdikoBaHi
aTaKW, 3MEHIITYBAaTH KUTBKICTh IIOMIIKOBUX TPUBOT, 0OpPOOISTH BENHWKI MacHBU
JAaHWX Ta aJanTyBaTHCS A0 3MiH y moBemiHIi Mepexi. Lle pobuts mammHHE
HaBYaHHS NEPCHEKTHBHUM JONOBHEHHAM JO iCHyouMx cucreM. Ha mpaxtuii
MOBa #me He mpo BiAMOBY Bim TpamumiiHmXx NIDS, a mpo crtBopeHHS
KOMOIHOBaHMX pillleHb, JI¢ CUTHATYPHHWH, TOBEIiHKOBUH Ta ML-aHami3
JOTIOBHIOIOTH OJIMH OJHOTO, 3a0€3Meuyodn OaraTopiBHEBHI 3axucT [4].

OkpeMoI0 BaroMor0 IiepeBarol0 BUKOpucTaHHI ML € MOXIHMBICTH
aHanmizy 3amugpoBaHoro Tpadiky 6e3 HeoOXimHOCTI Horo memmdpyBaHHA. Y
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TOW dYac sIK TPaaWIiiHI CHCTEMH BTpadaloTh C(PEKTHUBHICTH INpH poboTi 3
mpotokoramu TLS/SSL, momeni MalIMHHOTO HaBYaHHS 31aTHI BHSBISATH
[IK|UTMBY aKTUBHICTh, aHAJI3yIOUH JIMIIE METaJaHi MOTOKY: JOBXHHY ITaKeTiB,
IHTEpBaIN MK HUMH Ta CIEIU}IKy PYKOCTHCKAHb.

TakuM 4MHOM, BHHHMKA€ HarajbHa MMOTpeda y CTBOPEHHI Ta iHTerparii
MOJyJIiB MalIMHHOTO HaBYaHHS B apxiTekTypy icHytounx NIDS. PozpoOka
TaKMX MOJIYIIB € TEXHIYHO PpEaTiCTUYHOIO 3aBJSKH HAasBHOCTI MIMPOKOTO
cniektpa 0i0miotek 1 ¢pelimBopkiB, Takux sk Scikit-learn, TensorFlow Ta
PyTorch, mo 3a6e3neuytoTs epeKTHBHE TPEHYBaHHS MOEIEH Ha MEPEKEBOMY
Tpadixy BomHouac HHM3Ka THTaHB 3AJMINAETHCS  BIAKPUTOK:  OKPIM
e(eKTUBHOCTI HaBYaHHS, TOYHOCTI Ta 3JaTHOCTI 0 y3araJlbHEHHS, KPUTHYHUM
BUKIMKOM € Bpa3nuMBICTH camux ML-mozenelt 10 3MaraJpHHX —aTak,
CIPSIMOBAHHX HA MAHIMYJISIIIO BXIIHUMH TAaHUMH JIIs 00X0Ty 3aXucTy [5].

Tematuka 3actocyBamHs ML pgnsd BHUABICHHS aHOMaNii aKTHBHO
pO3TIIAMAETECS B HAyKOBUX  KOJax, 1€  JOCHIDKYIOTBCS — NHTaHHS
(hYHKIIOHATTFHOCTI, AOIUTFHOCTI BIPOBAHKCHHS Ta TEPCIEKTUBU IMOIABIIOTO
BJIOCKOHAJICHHS TAKUX CHCTEM.

Bucnosku. OTxe, cydacHAH MiIXia 10 BUABICHHS aHOMAJIi Mae 6a3yBaTucs
HE Ha 3aMiHi KJIACHYHHX METOJiB, a Ha IXHHOMY PO3IIAPEHHI 32 JOTIOMOTOIO
IHTENEKTyallbHAX TEXHOJIOTIH. [HTerpamis MamWHHOTO HaBYaHHA Y TPaUIlIAHI
NIDS € HeoOXimHIM KPOKOM TS TIBHUIICHHS aIalTHBHOCTI, MacIITabOBAaHOCTI Ta
3MaTHOCTI BWABJIATH HOBI THIH 3arpo3. Lle mo3BoimTh moOymyBaTd HamiiHY
cHucTeMy Oe3MeKH, sIKa 3MOXKe ePEeKTUBHO 3aXHUCTHTH MEPEXKY.
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3ACTOCYBAHHSA MEXAHI3MIB 3AXUCTY NIEPCOHAJII3OBAHUX
TEKCTOBUX JAHHUX Y CEPBICAX MAIIIMHHOTI'O NEPEKJIATY

Irop MAJIEIIb
HarmionaneHuit yaiBepcuteT «JIbBIBCEKaA MOIITEXHIKAY

Onucano nioxio 0o 3axucmy NepCcoOHANI306aHUX MEKCMOBUX OAHUX y cepeicax
MAWUHHO20 hepeKnady, iHmeeposanux 3 e-Mail-poscunkamu. 3anpononosano ceemenma-
Yit0 KOHMEHMY 3a Yymausicmio, 66e0eHo uiap konmponto 6esnexu mix CRM ma xmap-
Humu pywiamu MII, okpecieno sumo2u 00 HCypHANIOBAHHS, AHOHIMIZAYIT ma obMmedcenHs
docmyny 00 nam’sami nepexnadis.

Knwuosi cnosa: mawunnuii nepexnao, e-mail-poscunku, nepconanvhi oami, in-
¢opmayitina be3nexa, xmapui cepsicu.

An approach to protecting personalized text data in machine translation services
integrated with email newsletters is described. Content segmentation by sensitivity is
proposed, a layer of security control is introduced between CRM and cloud-based MT
engines, and requirements for logging, anonymization, and access restrictions to
translation memories are outlined.

Keywords: machine translation, e-mail newsletters, personal data, information
security, cloud services.

[TepconamnizoBani e-mail-poscuiku Ta apyk 3i 3MinHUMH gaHumu (VDP)
LIMPOKO 3aCTOCOBYIOTBCSI Y MAPKETUHIOBUX CepBicax. ¥ TaKMX CLEHapisiX TeKc-
TOBI IIA0JIOHU JTUCTIB MOEMHYIOTHCS 3 faHuMu CRM-cuctemu, o MicTATh iM’s
OJIep)KyBaya, aipecy eJICKTPOHHOI ITOIITH, MOBHI YIIOZOOAHHS Ta iHIII aTpruOyTH
[1]. Ans GaraToMOBHOI MiATPUMKHN ITUX KaMIIaHiil Aemaii dacTime BUKOPUCTO-
BYIOTBCS CEpPBICHI pillleHHs] MAIIMHHOTO IEepeKiany, SKi B3a€EMOJIIOTH i3 XMap-
HUMHU pymIismMu Ta 30BHIHIME API. ¥V pe3ynbraTi BUHUKaE 3a/1a9a 3a0e3nedeH-
HS KOH(IAEHIIHHOCTI MePCOHAII30BaHOTO TEKCTy Ha BCHOMY IIISXY HOTO Mpo-
xomxenHs Big CRM 1o kaHany 10CTaBKH.

VY peanizoBaHiif apXiTeKTypi CEpBICY MAIIMHHOIO MEPEeKIaay I0KyMEHTH Ta
1a0JIOHN  PO3IJIAAAIOTECS K CYKYIHICTh CETMEHTIB: 3BEpPTaHHsS 3 MapKepamu
[[INAME]], pekBi3UTH aBTOpa, OCHOBHHI TEKCT IMPOTIO3MIIIi, CITY’KOOBI CIICMEHTH.
Takuii migxix Jae 3MOry MPUCBOIOBATH KO>KHOMY CEIMEHTY THII 1 Halip aTtpHOyTiB,
30KpeMa 03HaKy YyTJIMBOCTL. BUAIAIOThCS NpUHAHMHI TpU KIIACH: CETMEHTH 3 SIB-
HUMH niepcoHanbHrMu ganumu (I116, agpeca, KOHTaKTHI JaHi), HEUTPAIBHUN 3MICT
m1abnoHy 6e3 ineHTr(iKaTopiB 0COOH Ta CIyKOOB1 MapKepH i TEXHITHI KOIH.

Ha ocHoBi miei xnacugikartii chopMOBaHO TOJITHKY 0OpOOIECHHS TEKCTY B
cepBici MammHHOTO Niepekiany. CEerMeHTH 3 BICOKOO UyTIIMBICTIO HE TIEPEIAlOThCS
Jo xMmapHux pymriiB MII, a oOpoOIIsIOThCS JTOKAIFHO 3a JIOTIOMOTO0 BHYTPIIIHIX
Mozenei abo mam’sTi nepekitanis. Jisi HEUTpabHUX CErMEHTIB J03BOJIIETBCS BU-
KJIMK 30BHIIIHIX CEpBICIB, alie Mepe]] BIIIPaBKOI BHUKOHYEThCS HOpMai3allis Ta
(uIBbTpaliss MapKepiB, 110 MOXYTh PO3KPHBATH IepcoHaIbHI AaHi. Ciyx00Bi Map-
kepu [[NAME]], [[DISCOUNT]], [[GROUP ID]] Tomo 3aMiHIOIOTbCS
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Ha aHOHIMI30BaHi iTeHTH(IKATOPH, a MACTAHOBKA PEalbHUX 3HAYCHb BUKOHYETHCS
JIMIIIE Ha JIOKATFHOMY eTarti QOpMyBaHHS €IEeKTPOHHHUX JIUCTIB.

VY cepBicHy apXiTekTypy [2] momaHo map KOHTPOIO Oe3reku, SKuii HyHK-
nionye Mix iHTepdeticamun CRM/VDP Ta Moaynem BUKIMKY XMapHUX pymriiB [3].
Le#t map BUKOHYeE TepeBipKy HAJICKHOTO MAapKyBaHHS CETMEHTIB, aHOHIMI3aIlifo
MIEPCOHATBHIUX MapKepiB, 0OMEeXEHHSI 00CATY JKYpHAJIIOBaHHS Ta 3aCTOCYBaHHS
TOJITHK JOCTYIy A0 Imam’aTi mepekiaais. 3amucu TM, mo MicTsaTh abo MOTeHIik-
HO MOXYTh MicTHTH ineHTH(diKaliifHi IaHi, 30epirarotbes y 3ammdpoBaHoMy BU-
il abo B3aralli BUKIIIOYAKOTHCS 3 MOBTOpHOTO BHKopucTaHHs [4]. Hocryn 1o
TM i xypHaniB APl no3BoinsieTbest snie aBTeHTU(IKOBAHUM KOPHCTYBadaMm 3a
poisimu [5].

REST-intepdeiicn /api/translate ta /api/bulk-translate, peamizoBaHi B
npoToTui [2], ZOTIOBHEHO MapaMeTpamMH aBTeHTH(IKalil Ta 0OMEXEHHSIM IIBU-
IKOCTi 3anuTiB. JIOTyBaHHS pe3ylbTaTiB 0OMEXYEThCA TEXHITHOO iH(pOpMAITi€to
(imeHTH(]iKaTOPU CETMEHTIB, TPUBATICTE 3aIUTY, THII JDKEpela IMepeKiany), 0e3
30epeXeHHsI TOBHUX TEKCTIB MEpCOHATI30BAaHOTO 3MICTy. Y BeO-iHTepdeiici
CErMEHTHOTO pelaryBaHHs IepeAdadeHo Bi3yalbHe II0O3HAYEHHS CEIMEHTIB, I
SKUX 3a00pOHEHA BillIpaBKa B XMapHI CEPBICH: TaKi CETMEHTH MEPEKIaIal0ThCS
JIOKaJIBHO a0 TUTBKU Yepe3 TaM’aTh nepekiaiis (puc. 1).

CRM / VDP-cuctema
MepcoHanisoBaHi cermeHTH
([INAMET]], e-mail, MoBa)

}

Cepsic MalUMHHOTO Nepeknagy
3 KOHTponepom Beanekn

-Knacudpikauis cermeHTiB 3a 4yTNMBICTIO
-AHoHiMizaUis mapkepis [[NAME]]
-TM, nokaneHi pyLwwii Ta xmapHi Ml (3HeocobneHi

CErMeHTH)
\ !

N _/

|

MepcoHanisoBaHWiA BUXIA
-VDP-apyk (PDFVT)
-E-mail-poscunkm
-Beb-kabiHeTn

Pucynox 1 — [oTik epcoHaNi30BaHUX TCKCTOBUX JaHUX
Y cepBiCi MAIIMHHOTO NepeKiIaay 3 IMIapoM KOHTPOIO Oe3meKn
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Takum 4rHOM, 3aIPONOHOBAHUH MIAXIN IEMOHCTPYE, IO CEPBIC MAIIWH-
HOTO IMEepeKIIaJy MOKE BHUKOPUCTOBYBATHCS SK NPOMDKHMA MOBHHUH mIiap y
email-po3cinkax Ta iHIIMX MEPCOHANI30BAHMX ITaHWX 3a YMOBH (hopmaizarii
TIOJIITUKN 0OpOOJIEHHS CETMEHTIB 32 YyTJIMBICTIO, OOMEXEHHsI nepenadi KoH}i-
JNCHIIMHUX NaHUX Yy XMapHi pywrii Ta BIPOBaPKEHHS MEXaHI3MIB KOHTPOJIIO
JOCTYIy 10 Tam’siTi mepekiaaiB. [Ipu po3ropraHHi MoJeli 0OpoOKH CETMEHTIB
i3 BUKOPUCTAHHSM IaM’aTi MepeKiiajiB Ta MapLIpyTH3alii MDK pywIisMu 1e
CTBOPIOE TIEPEAYMOBH s Oe3MeYHOi iHTerpallii TeXHOJIO i MAIInHHOTO Tepe-
KJIaJly B CHCTEMH NIEpCOHATI30BaHUX KOMYHIKAIIiH.
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MOEJTHAHHSA BIOMETPUYHOI ABTEHTU®IKAIII TA
IBPUAHOTO LIU®PYBAHHS U151 3SABE3INEYEHHA
IH®OPMAIINHOI BE3IIEKHN

P?MaH MACJIHKl, Poctuciaas TKA‘-IYKl‘Z, Haraxis MACJIOBA?
ﬂb@iezcz;lcml OeporcasHull ynigepcumem 6e3neKu HCuUmmeoisibHOCmi
Hayionanvnuti ynisepcumem «JIvgigcoka nonimexuixay

Anomauia. Y pooomi posenanymo po3po6ky deckmonnoi cucmemu FaceLock ons
saxucmy ¢haiinie i nanox, wo NOEOHye biomempuuHy agmeHmugirayiro Ha 0CHO8i po3ni-
3HaeanHs o6auy ma 2i6puone wugpysanns (AES-256 + RSA-2048). Cucmema peanizo-
6aHA 3 MOOYILHOIO APXIMEKMYPOIO, AKA OXONIIOE KOMNOHEHMU 8i0e0aHanizy, po3nizna-
eauHs 00y, Kpunmozpagii ma epagiunozo inmepdheiicy, 3abesnewyouu macumabosa-
Hicmb [ HaOiliHicMb. 3anpononoeane piuenHs 0eMOHCMPYE epeKmueHe NOEOHAHHSL KPU-
nmoepa@iuHux i OioMempuUYHUX MEeXHON02IU, W0 BION0IOAE CYUACHUM SUMO2aM 00 be3-
NEeYHO20 MaA 3PYYHO20 YNPAGIIHHI KOHPIOeHYiliHOW THpopmayiero.

Knrwowuosi cnosa: FaceLock, 6iomempuuna asmenmugbikayis, posniznasantsa o6-
auy, 2ibpuone wugpysanns, AES-256, RSA-2048, 3axucm oanux, mooyrvHa apximexmy-
pa, ingpopmayiiina b6esnexa, 0ecKmonHa cucmema.

Abstract. The paper discusses the development of a desktop FaceLock system for
protecting files and folders, combining biometric authentication based on facial
recognition and hybrid encryption (AES-256 + RSA-2048). The system is implemented
with a modular architecture that includes components of video analysis, facial
recognition, cryptography and a graphical interface, ensuring scalability and reliability.
The proposed solution demonstrates an effective combination of cryptographic and
biometric technologies that meets modern requirements for secure and convenient
management of confidential information.

Keywords: FaceLock, biometric authentication, facial recognition, hybrid
encryption, AES-256, RSA-2048, data protection, modular architecture, information
security, desktop system.

AXTyalbHICTh JTOCHIIDKEHHS! 3yMOBJIEHA CTPIMKMM 3pOCTaHHSM OOCSTIB
M(POBUX JAaHUX Ta MIiJBUIIEHHSIM PU3HKIB iX HECAHKIIOHOBAHOTO JOCTYITY, IO
pOOHTH TPaMITIFHI TApOJIi ACAaIi MCHII HaIHHUMH Yepe3 BPa3IUBICTb JI0 Miaoopy,
¢immHry Ta KoMIpomMeraril. biomeTpuuHi TeXHOJIOTII, 30KpeMa po3Mi3HaBaHHS 00-
JIMY4s1, TPOTIOHYIOTh 3HAYHO BHUIIMI PiBeHb aBTeHTH(IKaIlii. 3a CydaCHUMHU JaHUMH,
noHax 60 % kopuctyBadiB cMapT(OHIB 3aCTOCOBYIOTh OIOMETPHYHY aBTEHTU]IKa-
1[I0, a cepel MOJIOI LieH ToKa3HUK csrae 75 %. Y npaktHaHux cdepax — Bij 6aH-
KiB JI0 IIPUKOPAOHHOTO KOHTPOJIIO — OIOMETPUYHI CHCTEMH TOKa3aIu BUCOKY ede-
KTHBHICTh, 3MEHIIIYIOUH Yac MEpeBipKU Ta PU3MKH IaxpaiicTBa. [loeqHaHHS Takux
MeToAiB 3 KpuntorpagiuHuM mmdpyBaHHIM (GailiB 1 Aok, SK y CHCTeMi
FaceLock, BimmoBinae ri00aibHiil TeHASHIIT nepexoay 10 Oe3MmaposibHUX, 3pYYHHX
1 BOJTHOYAC CTIMKUX MEXaHI3MIB 3aXHCTY JaHuX [1, 2].

[Tpononosana cuctema FaceLock, cnpsimoBana Ha mifBUIEHHS piBHS 3a-
XUCTY KOHQIIEeHNIHHOI iHpopMmarii nUBsIXoM iHTerpanii ribpuaHoro mudpyBaHHI
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(AES-256 + RSA) Ta GiomeTpuuHoi ineHTU]IKALii Ha OCHOBI pO3MTi3HABaHHS 00IIY,
3HAYHO MiJBUINUTH PiBEHb OE3NEKH JaHUX, 3MEHIINTh PU3UKH HECAHKI[IOHOBAHOTO
JIOCTYITy Ta Komrpomerarii iHpopmartii, 3a0e31eYnTh NepcoHANI30BaHUN JIOCTYII
JUISL KOPUCTYBAYIB 1 JIO3BOJIUTH €PEKTUBHO 3aCTOCOBYBATH Cy4acHi METOIM aBTEH-
tu(ikanii y nepcoHanpHuX Ta KoprioparuBHuX IT-cucremax. [lepenbavaersces, mio
TaKWi MiAXin 3a0e3MeunTh JOCTYI JI0 TAHUX JIMIIE IICIsl YCITIITHOT aBTeHTH(IKAIii
KOPHUCTYBayYa, [0 CYTTEBO 3HU3MTH WMOBIPHICTB iXHBOI KOMIIpomeTaii. Bukoprc-
TaHHS BHCOKOTOYHHX AITOPHTMIB PO3ITi3HABAHHS OOJNWY 13 CEPEAHBOIO TOYHICTIO
moHa 99 % Ha CTaHTAPTHHX JATACETaX Yy MOEAHAHHI 3 HAMIMHUM KpUITOrpadiaHnM
3aXHCTOM JIO3BOJIMTH C(POPMYBATH KOMIUIEKCHY MOJEINb Oe3NeKH, epeKTHBHY SIK Yy
MIEPCOHATIBHUX, TaK 1 B KOPIIOPAaTHBHUX CLEHApisX BUKopucTaHHs. Kpim Toro, cuc-
Tema 3a0e3MeYnTh 3PYYHICTh KOPHCTYBAHHS, MAacIITaOOBaHICTh 1 BIMITOBITHICTH
CyJacHMM BHUMOT'aM JI0 3aXHCTy JaHuX y pizHux IT-iHdpacTpykTypax, mo poouTs i
TIEPCTICKTUBHAM DIIIICHHM TS ITIBUIIICHHS HAAIHOCTI iHpOpMaIliifHOi Oe3meku B
YMOBaX 3pOCTaHHS Kibep3arpos [3].

Cucrema peanizyeThesl 3 BUKOPUCTAHHIM CyJacHUX OiOTiOTek Ta iHCTpyMe-
HTiB: OpenCV 1 face recognition mmsi 00poOkm 300paxkeHs, SQLAlchemy i
PostgreSQL mst poboTu 3 6a3or0 manmx, PyQtS mmst crBopeHHs rpadivHoro iHTEp-
deiicy, a TakoK 0araTONOTOKOBOTO MEXaHI3MY ISl IapaeIbHOrO BUKOHAHHS OIe-
pauiif po3misHaBaHHS Ta mmMdpyBaHHsI. KoHTeitHepm3aris 3a momomoroto Docker
Compose 3a0e3rneuye BiITBOPIOBAHICTh, 130JLIIIF0 Ta MACIITaOOBAHICTD CEpPEIOBH-
mra. biomerpuduni mabmoHN 30epirafoThCs y XEMIOBaHOMY abo0 3aImu(poBaHOMY
Burisiai y PostgreSQL, mo BiamoBinae cyqacHIM BUMOram KibepOe3meku.

IopiBHsHES 3 icHytounMu pimeHHsMH — VeraCrypt, TrueCrypt Tta
BitLocker — mokasao, 110 i CHCTEMH He MATPUMYIOTH iHTErpoBaHy Giomer-
puuHy aBTeHTHIKaIif0. FaceLock ycyBae me oOMexeHHs, 00’ enHyOUN MH -
pyBaHHS, pO3Mi3HaBaHHS 0OJMUY, 0OpOOKY BiJCOMOTOKIB y pealbHOMY Yaci Ta
OaraTopiBHEBHI KOHTPOIIb AOCTYITY, IO HiTKpecIoe iHHOBAMIMHICTD MiAXOITy
Ta BiNOBia€ CydaCHUM BUMOTaM JI0 KOMITIEKCHOTO 3aXHUCTy JaHuX [4].

ApXITEKTypa CHCTEMH Ma€ MOIYIbHY OYyZOBY Ta BKJIIOYA€ KOMIIOHEHTH
JUTS 3aXOIUICHHS i 0OpOOKH BiIEOTIOTOKY, TeHeparlii i MOpiBHAHHA OioMeTpry-
HUX O3HAK, KepyBaHHS KOPHCTYBayaMU Ta BUKOHAHHS KpUNTOrpadiyHuX onepa-
miit (puc. 1). Moayni mpaIioloTh He3aJeKHO OAWH BiJ OJHOTO, IO 3a0e3redye
MacImTaboBaHICTh, MOXJIMBICTh MOIU(QIKaIlii OKPEMHX E€JIIEMEHTIB i CTIHKICTH
CHCTEMHU JI0 HaBaHTa)XeHb. B3aeMois MK HIMH peati3oBaHa Yepe3 CTaHAapTH-
30BaHI 3alUTH, 110 CIIPOIIYE IHTErPaIif0 HOBUX (OYHKILIH.

Moxmyas KepyBaHHL
Monyts Momyms KOpHCTyBadaMi Indpysanuta
gaxoéme;ml posmiznaBanus  |—p MNP yBaHHL
Ta O0POOKH - .
BifeoMOTORY obmrs Kpunrorpadiguimii Gaiiris Ta narox
MOIOyIb

Pucynoxk 1 — Biiok cxema aJiropuTMy apXiTeKTYpH CUCTEMH
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Ibpuana cxema mudpyBaHHs TaHUX Tepeadadac BAKOPUCTAHHS alTOPUTMY
AES-256 nns cumerpuaHoro mmdpyBaHHs (ailiB, a CHMETPHIHUN K04 J0/1aT-
KOBO KOAYEThCS BimKpuTHM KiroueM RSA-2048 [5, 6]. Taka komOiHaris 3abe3mneuye
BHUCOKY IIBHJIKO/IIO IPY 00poOIIi BEMKUX 00CATIB TaHUX 1 HAIIHHAI 3aXUCT KITIO-
40BO] iH(opMaIlii HABITh y pa3i 4aCTKOBOI KOMIIPOMETAIil CHCTEMH.

Peanizaniss cucremu nependayae rpadiunnii iHtepdeiic FaceLockApp,
Moy 00poOku Bineomotoky VideoStreamWorker, cucreMy po3mi3HaBaHHS
o0mu SimpleFaceRec Ta kpunrorpadiuanii Moayns. [Ipomec posmizHaBaHHS
BKJIIOYa€ MOETAlHEe BHSBJICHHS OOIMYYS, OOYMCICHHS NECKPUNTOPIB 1 MOPIB-
HSHHSA 3 023010 JaHMX. PeecTpauis KOpHCTyBaya BKIFOYA€ 3UMTYBaHHS Oiomert-
PUYHUX O3HAK, TCHEPalilo KPUITOTpapiqHIX KIFOUIB 1 30epekeHHS MyOIiTHOTO
KIIF0Ya pa3oM i3 JeckpuntopoMm oomuadst. Joctym mo mmdposanux daiinis Mo-
JKJIMBUH JIMIIE TTICIs YCIimHOT aBTeHTHdiKalii KopucTyBaya.

Omxe FaceLock nmoemaye 6iOM€TpI/I‘IHy ABTEHTHU(]IKAIIIIO Ta Fi6pI/IZ[HC -
pyBaHHs, 10 3a0e3redye KOMIUICKCHHUIT 3aXHCT JaHHX, MOXY/IBHY apXiTeKTypy JULst
MacmTaboBaHOCTI Ta cTabiIbHy poOOTy chcTeMH. [HTerpamis BieonoToKiB, p03ru—
3HaBaHHA OOJNMY 1 OaraTopiBHEBUI KOHTPOJIb JOCTYIY POOUTH 1i IHHOBALIMHUM i
MPaKTUYIHO TIPUAATHUAM PIIICHHAM 11 OC3MEYHOTO VIPABIiHHSA KOHQIICHIIHHOO
iHpopmartiero.
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YK 004.492.3+ 378.147
3AXUCT MEPCOHAJIBHUX JAHUX Y MYBJIKAIIMHUX
MNJIAT®OPMAX
Poman MOPO3

Hayionanvnuii ynieepcumem «JIogiscora nonimexnixay

Bukonano ananiz cyuacnux nioxodie 0o peanizayii 6e3nexu nepcoHaIbHux OaHux
y Kowmexkcmi nyonikayitinux niamegopm. Posensnymo cyenapii 6umoxy oanux Ha nyoni-
KayitiHux niamgopmax.30iticneHo OYiHKY epeKmusHOCmi 3acmoco8y8aHUX MeXHIYHUX
Ma Opeani3ayiiiHux 3ax00i8 w000 NiOBULYEHHS PIBHS 3AXUCTY OAHUX.

Kniouosi cnosa: nepconanvii oani, nyouikayitini niamgpopmu, 3axucm ingopma-
yii, GDPR, inghopmayiiina besnexa, konghioenyitinicme.

An analysis of modern approaches to implementing personal data security in the
context of publishing platforms was performed. Data leakage scenarios on publishing
platforms were considered. The effectiveness of the applied technical and organizational
measures to increase the level of data protection was assessed.

Keywords: personal data, publishing platforms, information protection, GDPR,
information security, privacy.

3aXHCT MEPCOHAIBPHMX JIAHUX y CyYacHWX MyONiKamifHUX TiaTdopMax €
OJTHUM 3 HalBKJIMBIIINX acHeKTiB 3a0e3MeUeHHs! JOBIpH KOPUCTYBAUiB Ta rapaHTii
JOTPHMAaHHS HOPMAaTHBHO-TIPaBOBUX BUMOT. [TyOmikariiiHi miardopmu, BKIIOYHO 3
€JIEKTPOHHUMH >KYPHAIAMH, PEHO3UTOPISIMU Ta CUCTEMAMH YIPABIIIHHS HAyKOBHUMH
KoH(epeHITisMI, 00POOIAIOTh MIMPOKUH CIIEKTP MEPCOHATFHIX TAaHUX, BKITIOYAI0UN
ineHTrdIKaliiHI JaHi KOPUCTYBaYiB, KOHTAKTHY iH(OpMaIlito, icTOpito myOiKaiii
Ta aHAJIITMYHI BIIOMOCTI PO aKTUBHICTH [1]. AKTyanbHIiCTh Ipo0iIeMu 00yMOBIIEHA
HE TUIbKU MIJABUINCHAM PH3MKOM HECAHKIIIOHOBAHOTO JOCTYITY 0 MaHUX, aje H
MOTEHIIHHAMH HACIIIKaMH1 TSl peryTalii miaTgopmM, aBTopiB Ta yCTaHOB, IO X
miaTpuMytoTh. He3Baxkatoun Ha HasBHICT MDKHApPOJHUX CTaHIAPTIB, TaKUX SIK 3a-
ranpHuil pernamenT 3axucty gannx €C (GDPR), a Takox HalioHaIBHUX 3aKOHIB
PO TIEPCOHANBHI JaHi, IpaKTUKa X peami3amii y KOHTEKCTiI MyOTiKaIiiHAX TUIaT-
(hopM € HEOTHOPIMHOIO 1 YacTO HEAOCTATHEO e(PeKTUBHOIO [2].

[poGnema 3axucTy NEPCOHANBPHUX JaHUX Y MU(PPOBUX MyONIKaIIHAX CHC-
TeMax MpPUBEPTAE yBary IOCITIJHUKIB y PI3HHX acrmeKkTax. 3 OHOro OOKY, aKLCHT
pPOOUTHCS Ha TEXHIYHUX MeXaHi3Max Oe3MeKH, TaKuX sK Mu(pyBaHHA TaHUX, IBO-
(akropHa aBTEHTH(IKAI[S, KOHTPOJIb IOCTYITy Ta PEryspHI ayIuTd aKTHBHOCTI
KOpuCTyBadiB. 3 iHIIOTO OOKy, yBara TPHIUIIETHCS OpPTaHI3AIHHUM 3ax0JaM,
BKJIIOYAIOYH PO3POOKY MOJITHK KOH(IAEHIIHHOCTI, IHCTPYKIIH sl KOPUCTYBaviB
Ta MEePCOHAITY, a TAKOXK BIPOBA/PKEHHS IIPOLIEAYp pearyBaHHs Ha IHIMICHTH Oe3rie-
KU. Y HayKOBUX ITyONIKaIlisIX MiJKPECITIOETHCS, 110 ePEKTUBHUI 3aXUCT NEPCOHATIb-
HUX JJaHAX MO>JIMBUH JIMIIE 32 YMOBH KOMIUIEKCHOTO ITIIXO/Y, SIKHI TIOEAHYE TeX-
HiYHI 3acO0M, OpraHi3auiliHi NMpOIEeAypu Ta HOPMATHUBHO-IIPABOBE 3a0€3IECUCHHS.
OxpeMi TOCTiMKEHHS 30CepeDKEHI Ha aHaNi31 pealbHIX BUIAJKIB BUTOKIB JaHUX
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Ha MaTOpMEHHX pecypcax, IO JO3BOJISIE BU3HAYNTH CIA0Ki MICIS B iCHYFOUMX
MeXaHi3Max 3aXUCTY Ta IMPOTIOHYBATH YOCKOHAJICHHSL.

HaiieekTHBHIIIMME MiIXOJaMH O 3aXUCTy IEPCOHANBHHX IaHUX €
KOMIUIEKCHI METOJH, SKi MOEIHYIOTh TE€XHIYHI, OpraHi3aliifHi Ta HOpPMAaTHBHI
3acobu. BuxopucTaHHA CydacHHX anropuTmiB mudpyBaHHA, 30kpema AES Ta
RSA, 3abe3mneuye BuCOkHi piBeHb KOH(IICHIIIHHOCTI 30epexeHnx qanux. JBo-
(akTopHa aBTeHTH(IKAIi Ta AU(EpeHIiiioBaHI MpaBa JOCTYIMy MO3BOJIIOTH
0OMEXHUTH MOMIIMBOCTI HECAHKI[IOHOBAHOTO BXOAY A0 cuctemu. OprasizauiiHi
3aX0/iM, TaKi K po3poOKa YITKHX IOJIITHK KOHQINEHUIHOCTI, IHCTPYKIIH JyIs
HepcoHally Ta KOPUCTYBayiB, HABYAaHHSI I0JI0 OE3MEYHOr0 NOBODKEHHS 3 JIaHH-
MU, TIABHIIYIOTH PiBeHb 00I3HAHOCTI Ta BIAIIOBIIANBHOCTI YYaCHUKIB TIatdop-
MH. BaJIMBOIO CKIIaZOBOKO € PETYJSIPHHUH ayquT Ta MOHITOPHUHI aKTHBHOCTI
KOPHUCTYBayiB, 110 J03BOJISIE BUSBISITH I03piii Aii Ta pearyBaTy Ha MOTEHIIH-
Hi HI[MIEHTHA OE3MEKN.

['0NOBHAM BHKIHMKOM y cepi 3aXUCTy NMEpCOHANBHHUX JaHUX € OanaHc
MK TocTymHicTIO iH(opMmarii Ta 1i koHpineHuifHicTIO. [TyOmikaniitai miardo-
PMU TIparHyTh 3a0€3MEUYUTH 3PYIHICTh KOPUCTYBAHHS Ta BIAKPUTHHA JOCTYH JI0
HAyKOBUX MaTepiajiB, 0 YCKIIAJHIOE BIPOBAHKEHHS CYBOPHX MEXaHI3MIB KOH-
TpoJro moctyny. KpiM Toro, mocTiliHe OHOBJICHHSI TEXHOJIOTIH Ta METO/IB aTak
BHUMAarae 0e3nepepBHOTO BIOCKOHAIICHHS 3aXMCHUX 3aXO0IB (PUCYHOK).
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Pucynox 1 — Buximuku y cdepi 3aXucTy nepcoHanbHUX JTaHUX
KOpHUCTYBayiB MyOIiKaliifHUX ruiaThopm
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Amnarniz MDbKHApOJHOTO JIOCBIMy MOKa3ye, IO IHTErpallis MpaBOBUX BU-
Mor, Takux sk GDPR, y mositnkn mratdopM, a Takoxk 3aCTOCYBaHHS CydacHHX
TEXHIYHMX PIICHb JI03BOJIAE 3HAYHO 3HU3UTH PU3UKH BUTOKY JaHUX. BomHOUac
opraHi3aIliifHi 3ax0/11, BKIIIOYHO 3 HAaBYAHHSIM IepCOHAITy Ta MiABHIICHHIM 00i-
3HAHOCTI KOPUCTYBAiB, € BAXJIMBUMH JJISI CTBOPEHHS KYyJIbTYpH O€3IEeKH Ha
mIaTdopMi.

B ymoBax cydacHux myOmikamiiiHuX 1miaTdopM pH3HKHA BUTOKY TEPCOHATb-
HHX JIAHUX TPOSIBIISIFOTHCS Y PIBHUX CLEHAPISX, SKI MOXKHA KiIacu(iKyBaTH 3a TUIIa-
MH 3arpo3 i KaHaJlaMi BUTOKY. TakuM YMHOM, €peKTHBHHI 3aXHCT IIEPCOHATBHUX
JaHuX y MyOJiKamifHuX miardopMax MOXIIMBHI JIMIIE 32 YMOBH IHTEIPOBAHOIO
X0y, KM BKJIIOYAE PETYISIPHE TECTYBaHHS CHUCTEM, IMIM(PYBaHHS JAAHUX, JU-
(epeHIIiiioBaHi IpaBa JTOCTYITY, HABUYaHHS MEPCOHATY, MOHITOPUHT aKTUBHOCTI KO-
pHCTYBayiB Ta IiIBHILIEHHS OOI3HAHOCTI KOPUCTYBadiB 100 Kibep3arpo3. Taka
CHCTEMHA CTpPATETis T03BOJISIE MIHIMI3yBaTH PH3UKH BUTOKY Ta MiITPHUMYBAaTH JIOBi-
Py BCIX YYacHHKIB ITyOJIIKaIifHOTO TpOIecy. BayKIIMBIM HAmpsMoM UTs TIOAAaTb-
mmx poOiT € po3poOKa aTaNTHBHAX MEXaHI3MIB OE3IIeKH, 10 BPaXOBYIOTh CIieludi-
Ky PI3HHX THIIIB I1aT(HOpPM Ta MOBEIIHKY KOPHCTYBAiB, a TAKOXK IHTErparlisi aHaIi-
TUYHUX IHCTPYMEHTIB ISl POTHO3YBAHHS Ta 3aro0iraHHsI IMOTEHIIHHIM 3arpo3aMm.
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IHCTPYMEHTAPII CYYACHUX METOJUK TA TEXHOJIOT'TI JJIs1
INOBYJOBU 3AXHUINNEHUX IOT CUCTEM

Baunepiit HEJIJIEHKO
Hayionanvuuii Yuisepcumem “Jlvsiecoxa Ilonimexuixa”

Anomauin: Pospobneno npomucnosuti loT-npucmpiii 0ns. Monimopuney ma 3a-
nobicanus sumoxam 6oou 3 inmezpayieto ¢ AWS loT Core, wo niosuwye besnexy 36epi-
2AHHS MA nepeoayi OaHUX 3a605KU CYHYACHUM Memoodm WU@dpPYeants ma 3axucmy 6io
Kibep3aepo3. Peanizosano memoo 6esneunozo 36epicanus danux y Flash ESP32, agmo-
pusayiio knienmis y iokpumomy npomoxkoni BLE, a makosc nomoxobe3neuny peanisa-
yito npomoxony MQTT y cepedosuwi FreeRTOS i3 niompumror Over-the-Air (OTA)
OHOGIEHD.

Knrwuoei cnosa: Besnexa oanux, AWS loT Core, Memoou wugpysanus, Kibep-
besnexa loT-npucmpois, Anapamni ma npoecpamui piwwenns, ESP32, FreeRTOS.

Abstract: An industrial 10T device has been developed for water leak monitoring
and prevention with integration into AWS loT Core, which enhances the security of data
storage and transmission through modern encryption methods and protection against
cyber threats. Secure data storage in the ESP32 Flash memory has been implemented,
along with client authorization in the open BLE protocol, as well as a thread-safe imple-
mentation of the MQTT protocol in the FreeRTOS environment with support for Over-
the-Air (OTA) updates.

Keywords: Data Security, AWS loT Core, Encryption Methods, IoT Device Cy-
bersecurity, Hardware and Software Solutions, ESP32, FreeRTOS.

B ymMoBax HOCTIfHOTO PO3BUTKY Cy4aCHUX TEXHOJIOTIH Ta 3pOCTaHHSA 0-
MUTY Ha IHHOBAIIMHI PIlICHHS 3aXHCT BiJ Hemepea0adyBaHUX CHUTYaIlid Ta He-
Ge3rek cTae KpUTHIHO BaXIMBUM 3aBiaHusaM [1]. CrocrepiraeTbest piske 3poc-
TaHHS MOMYJIIPHOCTI pO3yMHHUX NPUCTPOIB Ta iHTepHeTY peueit (IoT), ski 3abe3-
MEYyIOTh 3PYYHICTh Ta €(EeKTHUBHICTH B YIIPABIiHHI PISHOMAaHITHUMH IIPHCTPO -
MH Ta cHCTeMaMHd. Y IIbOMY KOHTEKCTI JOCTIIHHUIIbKA poOOTa MPUCBIYCHA PO3-
poOILIi IPUCTPOIO ISl 3aXKUCTY Bijl IPOTIKAHHS BOJIH, KU BUKOPUCTOBYE iH(ppa-
cTpykTypy Amazon Web Services (AWS) IoT Core.

Mera po6oTH MoJIsrae y BUBYEHHI IOCTYITHHX PIllIEHb Ta METOJMK U PO3-
poOKH 3axuIeHoi iHGOpPMAIHHOT CHCTEMHU ISl PO3YMHOTO OYJMHKY Ta PO3poOili
OJTHOTO 3 €JIEMEHTIB TaKOi CUCTEMH Ha NMPHKIIA/ NPWIaLy VISl KOHTPOIIIO 33 BUTO-
KOM BOJIHL.

HocmipkeHHsT BKIIO4ae B cebe HE JMIIe Po3poOKy amapaTHo-
MIPOTPaMHOTO KOMIUIEKCY, ajle 1 BUBUCHHS Ta aHAII3 BiOIOBIOHUX acHEKTiB Ki-
Oepbesmexu, 30kpeMa y cdepi 3axucty loT-nprcTpoiB Bix MOTEHIIHHUX 3arpo3
Ta aTak. [loganpiie BIOCKOHAIEGHHS Ta PO3MIMPEHHS MOXKIMBOCTEH 3aXHCTy Ta
B3aemomii 3 AWS IoT Core € KIIFOYOBMMH aCIIEKTAMHM IIOTO JTOCIPKEHHS.

IIpoekT noaiIeHni Ha 5 OCHOBHHX YaCTHH, puc. 1, ae:
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1) OcHoBHa mporpaMa — TyT BUKOHYETHCSI KEPYBAHHS MOTOPH30BaHUMH
KpaHaMH, 3YUTyBaHHS CUTHAJIIB 3 JIaBayiB MPOTIKaHHS, 3 JIYWIBHUKIB, BifOyBa-
€TBCA iHINiAMi3amis Ta 00’eqHaHHA BCiX MomyniB, 3amyck FreeRTOS 3aBmansb,
TaKOX TYT BiIOYyBaIOThCS yCi omeparii HoB’s3aHi 3 TaM ATTIO.

2) Bzaemoist 3 BLE — y 11iif 9acTHHI IPOEKTY BUKOHYIOTHCS BCi QyHKIIIi
MoB’s3aH1 3 0OMiHOM maHmMH 1o mportokoixy BLE, Tyt ommcano Bci cepsicw,
neckpuntopu Ta xapakrepuctuk GATT cepBepa, BizOyBaeThCs ONMpaIOBaHHS
BXITHUX JaHUX 3 MOOLILHOTO 3aCTOCYHKY Ta T€HEpaIlisl BiAMOBIiACH.

3) AWS IoT Core — tyt onucani B¢i QyHKIIIT SIKi BAKOPHCTOBYIOTBCS TS
nigkaodYeHHs ta B3aemonii 3 MQTTS Opokepom AWS, TyT ke BinOyBarOThCs
orepariii o poOoTi 3 ceprudikaram, KIOYaMH, aBTOPU3AIHHIMHU TaHUMH, Ta-
KO unTaHHs Ta renepais JSON 00’exTiB BinOyBa€eTbCs TYT.

4) OTA Updates — y wiif YacTHHI TPOEKTY OIMCAaHa BCS B3aEMOIS 3 cepBe-
poM oHoBiieHb OTA, BinOyBaeThCsl ONUTYBaHHS Ha HasBHICTh HOBUX BEpCiii, 3aBaH-
Ta)KeHHS OlHApHOTO KOXIy, TMMYacoBHi 3amwmc y po3nin mam'sti OTAl un OTA2,
TepeBipka IUTICHOCTI KOy, Ta MEepPeiCyIOThCS JaHi 3aBaHTaKyBada, Ui TOTO 1100
BiH 3aITyCKaB Mporpamy 3 HOBIIIIOIO BEPCIEI0, SKIO BCE TPOUIILIO BIAIIO.

5) B3aemonis 3 pagionepenaBadeM — TYT 3HaXOAThCS QYHKITIT U Kepy-
BaHHs panionepenauaueM NRF 868MHz, sikuii npuiiMmae komanau no SPI, tyr
BinOyBa€eThCs iHIMiaNI3aIlsl JAHOTO MOJYJISA, 3aIlMC Ta 3YUTYBaHHS JaHUX y Oy-
¢epu FIFO, kepyBaHHS peXHMMaMHy Mepeaadi, TaKoXK TYT OMHCAHUI BIIACHHIA
MIPOTOKOJ OOMIHY JaHUMHM, IIO 3a0e3redye MepeBipKy IUTICHOCTI OTpUMaHUX
naketiB, RSSI (y pa3i 3aBaHTa)k€HOCTI KaHally, BAKOHYEThCSl aBTONI0Ip), onpa-
LIOBaHHS TIOMMJIOK Ta aBapi.

Bzaemogis 3 Bluetooth LE OcHoBHa Nporpama Baaemopia 3 pagionepegasayem, ANA
6e3npoBigHMX AaBadis NpoTikKaHHA

gatt_svr.c main.c RFConfig.c spi_bus_init.c
gatt_svrh main.h RFConfig.h spi_bus_init.h
= — —1
aws_clienth ota_aqua.h maqtt_subscription_man ota_aqua_config.h
— sagerh —

I [

aws_client.c ota_agua.c mqtt_subscription_man
ager.c
B3aemopja 3 AWS IoT Core B3aemopis 3 AWS OTA Update Manager

Pucynoxk 1 — IlporpamMHi KOMIOHEHTH Peali30BaHOTO MPOEKTY
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B mpoexri 6yB BukopucTanmid MikpokoHTposiep ESP32, skuii mae iHTETpO-
BaHi koHTposiepu Wi-Fi i Bluetooth, HU3bKe eHeprocnokiBaHHS i HEBUCOKY LIiHY.
Jnst po3poOku nonatkiB Oyna 3acrocoBana ESP-IDF odiriitna oneHcopcHa miat-
tdopma po3podkm [oT Espressif mis cepiit SoC ESP32, ESP32-S, ESP32-C i ESP32-
H. 38’5130k 3 poyrepom BinOyBaBcs 3a mpotokosiom Bluetooth Low Energy (BLE).

[IpoekT BpaxoBye BHCOKiI CTaHIApTH KibepOe3lmeKH, BHKOPHUCTOBYIOUU
cydacHl Meroau mmpyBaHHS Ta 3axucty Bia 3namy. [IpakTuyna peanizaris
CHCTEMH IATBEPIKYE 11 e)eKTUBHICTh Ta HAAIHHICTD B PEATbHUX yMOBaX €KC-
IUTyaTallii, 10 MiATBEP/PKEHO YCHINTHUM BIPOBAKCHHSM Ha 0a3i TBOX MPUBAT-
HUX TiIIPUEMCTB.

Jlitepatypa
1. Yang Zhang, Pengxiao Duan, Chaoyang Li, Hua Zhang Haseeb Ah-
mad. Preserving Privacy of Internet of Things Network with Certificateless Ring
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HIaxXo i 10 MACIITABYBAHHSA BEB-JOAATKIB Y XMAPHUX
CEPEJJOBHUIIIAX AWS, AZURE TA GOOGLE CLOUD

Muxouaaii HEAIJIbCbKUU
JIvsiscorutl HaYiOHATbHULL YHIGEpCUmMeNn 6eMePUHAPHOL MeOUYUHU
ma 6iomexuonoeiti imeni C.3. Tocuybrozo

Pozensnymo cyuacui nioxoou 0o macuimadysauus 6e6-000amKi6 y XMAPHUX ce-
peoosuwax Amazon Web Services, Microsoft Azure ma Google Cloud Platform. [Ipoana-
Ni3086aHO MOOeNi aBMOMAMU4HO20 MACuimady8ants, OANAHCY8ANHA HABAHMAICEHHS,
KoHmelinepusayii ma Oe3cepsepHux piuiens. Busnaueno nepeeazu ma 6i0MiHHOCMI Mexa-
HI3Mi8 MACWMAOYBAHHA Y NPOBIOHUX XMAPHUX NAAMPOPMAX.

Knwuoei cnoea: xmapui obuucnenns, macwmabysanus, eed-0ooamxu, AWS,
Azure, GCP.

The paper examines modern approaches to scaling web applications in cloud
environments such as Amazon Web Services, Microsoft Azure, and Google Cloud
Platform. It analyzes autoscaling models, load balancing mechanisms, containerization,
and serverless solutions. The advantages and differences of scaling mechanisms in
leading cloud platforms are identified.

Keywords: cloud computing, scaling, web applications, AWS, Azure, GCP.

CrpiMKHi PO3BUTOK XMapHHUX TEXHOJIOTiH GpopMye HOBI MAXOAN 10 TPO-
€KTYBaHHs Ta eKCIUTyaranil BeO-10/aTKiB, sIKi TOBUHHI 3a0e31euyBaTH BHCOKY
JOCTYIHICTh, MPOAYKTUBHICTh Ta 3AATHICTh AWHAMIYHO pearyBaTH Ha 3MiHY
HaBaHTaKEHHs. MacmTa0yBaHHS € OJHUM i3 KIIOYOBHX MEXaHI3MiB, 1110 BU3HA-
Yyae HaOIMHICTh Ta ePEKTHBHICTh CydacHHX iH(popmaniiiaux cucrteM. [IpoBigHi
xMapHi 1arpopmu AWS, Azure ta Google Cloud nponoHyoOTh IIHUPOKHNA
CIEKTp IHCTPYMEHTIB, fiKi 3a0€3Meuyl0Th aBTOMAaTH3AaIlil0, BiIMOBOCTIHKICTh Ta
OTITUMI3AIlif0 BUTpAT.

I'opuzonTanbHe MaciutaOyBaHHs (scale-out) € HalHOUIBII THYYKUM 1 I1e-
penbadae 30UTBIIEHHS KUTBKOCTI €K3eMITISIPIB 3acTOCYHKY. Y AWS el mporec
pearnizyerhest 3a gomomoroio Auto Scaling Groups[1], B Azure — uepe3 Virtual
Machine Scale Sets[2], a y GCP — Managed Instance Groups. Lli cepBicu npa-
LIOIOTh Ha OCHOBI MOJITHK, 110 BPaxOBYIOTh MeTpHkH HaBaHtaxeHHs (CPU,
RAM, KinbKicTh 3alUTIB), 3a0€3MeUYI0YN CBOEYACHY PEAKI[iI0 HA TTIKOB1 HaBaH-
Ta)KEHHS Ta ONTHMaJIbHE BUKOPUCTAHHS PECYpCiB.

BaxinBoro Cki1aloBOI0 MaclITaOOBaHUX CHCTEM € OalaHCyBaHHS HaBaH-
taxkeHHs. AWS Elastic Load Balancer, Azure Application Gateway ta Google
Cloud Load Balancer 103BosisitoTh piBHOMIPHO PO3IOAUIATH 3alUTH MDK CEpBe-
pammu, 3MEHIIYBAaTH 3aTPUMKH Ta MiABHITYBaTH BimMoBocTiiKicTe. GCP Bimpis-
HSIETHCS TIIO0ANBFHIM OajlaHCYBaJIbHUKOM, SIKUH Tpalloe Ha piBHI Beiel iHppa-
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ctpykrypu Google i 3abe3meuye MapImIpyTH3amio 3aMuTiB Yy HAHOIKIUA peri-
OH 0e3 J10/1aTKOBUX HaJaIlITyBaHb.

KonreliHepu3allisi Ta OPKECTpaIliss CTATH CTaHIAPTOM y PO3poOIli MacIiTa-
6oBanux 3actocyHkiB. Kubernetes-mardpopmu — Amazon EKS, Azure Kubernetes
Service Ta Google Kubernetes Engine [3] — 3a0e3meuyroTh aBTOMAaTHYHE MaCIIITa-
OyBaHHsI KOHTCHHEPIB, BITHOBIICHHSI OB, OHOBJICHHs O€3 MPOCTOIB Ta PO3MOILT
HaBaHTaxeHHs. Google GKE € onHiero 3 HaifonTUMi30BaHIINX 1aTHOPM 3aBISKH
BHCOKOMY PIBHIO iHTerpartii 3 iHppactpykryporo Google.[4]

BescepBepHi obumcieHHs (serverless) po3IMIMPIOIOTE MOMXIIMBOCTI MacIITa-
OyBaHHs, ycyBaroun HeoOXimHICTh kKepyBaTH cepepamu. AWS Lambda, Azure
Functions Ta Google Cloud Functions 3armrycKkyroTh KO/ JIMIIE Y BINIOBIOb HA MO,
ABTOMATHYHO MacIITa0yIOThCS Ta J03BOJISIIOTH 3MEHIIIYBATH BUTPATH 3aBISKU MO-
Jelti oriaTh 3a pakTHYHe BUKOHAHHSA. [ KOHTeHHepH30BaHUX cepBepless-piieHp
3acrocoBytoThest Google Cloud Run, AWS Fargate Ta Azure Container Apps.

[opiBasHES TUTaThopM mOKazye, mo AWS Mae HalOLIBITY KINBKICTBH
CEpBICIB Ta THYYKICTh y BUOOPI apXiTEKTypHHUX pillleHb; AZure € ONTHMAaIbHOIO
mw1aThopMOI0 ISl KOPIOPATHBHOTO CEKTOpY Ta iHTerpamii 3 eKOCHCTEMOIO
Microsoft; GCP 3a0e3neuye Halie(eKTUBHIIII pilIEeHHs Il KOHTEHHEPHUX Ha-
BaHTa)XXEHb Ta MIOOATBLHUX PO3MOJUICHUX cucTeM. BuOip miathopmu 3a1exuTh
BiJl BUMOT JI0 IPOAYKTUBHOCTI, reorpadii KOpHCTyBadiB Ta OIOKETY.

TakuM 4MHOM, MIIXOAW 10 MacIITa0yBaHHS Y XMapHHX CEpelOBHIIAX
0a3syroTbCs Ha NIO€HAHH] IHCTPYMCHTIB aBTOMATHYHOIO MacuITabyBaHHs, Gana-
HCYBaHHs HABaHTA)XKEHHs, KOHTeiHepu3allii Ta serverless-apxitextyp. Ixne pa-
LiOHAJbHE BHKOPHCTAHHSA JO3BOJISE 3a0€3MEYHTH BHCOKY IOCTYHHICTH BeO-
JOJATKIB Ta ONTUMI3yBaTH BUTPATU Ha IHPPACTPYKTYPY, IO € KPUTUYHO BaxX-
JIMBUM JUIS Cy9acHUX iH(QOPMAaLITHIX crcTeM Oyab-sKoro MacmTaly.
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HEBE3NEKHU IHOOPMAIII ¥ XMAPHUX CXOBHIIIAX:
INPUYUHU BUHUKHEHHSA TA CTIIOCOBU 3AXUCTY

OBPOLBKA H.M, BIHTIOK 10.B
JIvsiscoruli depoicasnuil yHieepcumem 0e3neKku HeummeoisibHOCHI

Anomayia. YV pobomi pozenanymo ocnogui Hebe3nexku UKOPUCIANHA XMAPHUX
CX08UlW, MaKi aK WKIOIUGe npozpamue 3abesneyenHs, HeCcanKyiono8anuti 0ocmyn ma
sumoxu Oanux. IIpoananizoeano mexuiuHi, 1100CbKI Ma OPeaHi3aYiliHI YUHHUKU BUHUK-
HeHHs 3a2po3. 3anpononoeano Kiovoei memoou 3axucmy: bazamopienesa agmenmui-
Kayis, wudpysanis, KOHMpoibL OOCMYNY ma pe3epeyeanHs OaHUX.

Knrwuoei cnosa: xmapmui cxosuwa, Oesneka Oauux, 6umix iH@opmayii,
ransomware, agmenmuikayis, wu@dpysanHsi.

Abstract. This paper examines the main risks associated with the use of cloud
storage, such as malicious software, unauthorized access, and data breaches. Technical,
human, and organizational factors contributing to these threats are analyzed. Key
protection methods are proposed, including multi-factor authentication, encryption,
access control, and data backup.

Keywords: cloud storage, data security, information leakage, ransomware,
authentication, encryption

Beryn

XMapHi CXOBHUIIIA CTAJIN HEBil’€MHUM IHCTPYMEHTOM y POOOTI IPUBAaTHIX
KOpHUCTYBauiB, Oi3HECY Ta JEpPKaBHUX YCTAHOB. 3aBISKH IPOCTOTI JIOCTYILY,
MOJKJIMBOCTI CHHXPOHI3aIlii Ta MacIITa00OBaHOCTI BOHH 3a0€3ME€UYIOTh IIBUIKHIA
oOMIH NMaHWMH Ta LEHTpaji3oBaHe 30epiraHHS BEIMKHX MacuBiB iH(popmarlii.
[IpoTe 3pocTaHHs MOMYNISPHOCTI TAKUX CEPBICIB CYNPOBOJDKYETHCS 30UTBILIEHHAM
BHITAJIKIB BTPATH JaHUX Ta KibepaTak.

AXTyanpHICTP TEMHM MIOTBEP/DKYETbCS CTATHCTHKOIO: 32 JaHUMHU
aHaNITHYHUX Hociimkens 2024 poxy monan 450 mutH 3ammciB Oyiio BHKpaaeHO
ab0 CKOMIPOMETOBaHO caMeé y XMapHHX CepeloBHIIax, a 30MTKH BiJ aTak
ransomware mnepesummian 11 mupa ponapis CIIIA. Xwmapri cepBicu aenani
YacTille CTal0Th MINICHHIO KiOeP3IOUYHHIIIB Yepe3 BUCOKY KOHIICHTPALIIIO ITepco-
HaJIbHUX 1 KOPIOPAaTHMBHUX J@HUX, IO CTBOPIOE MOTPeOy Yy HOIIUOIEHOMY J0-
CITiIPKEHHI Bpa3IMBOCTEH Ta eDEKTUBHIX METO/IIB 3aXHUCTY.

Meta pobotu

Mertoto poboTH € aHaTi3 OCHOBHHX HeOe3IeK, XapaKTepHUX IS XMapHHX
CXOBHII, BU3HAUCHHS NPUYMH iX BUHUKHEHHS Ta OIHC IPAKTUYHUX CHOCOOIB
3a0e3neueHHs Oe3eKN JaHNX.

OcHoBHHIT 3MicT

OpHiero 3 HafHEOE3MEUHINIUX 3arpo3 € INKIIJIUBE MporpamHe 3adesme-
YeHHs, 30KkpeMa ransomware. Ilicis 3apaskeHHS 3IOBMUCHUKH INQPYIOTHh AaH1
Ta BUMaraloTh BUKYI 32 BiJHOBJICHHS JOCTYyIy. XMapHi CUCTEMH 4acTO CTalOTh
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MIIICHHIO Yepe3 KOHIIEHTPAIlIF0 BEIUKO1 KiITBKOCTI BaXKIIMBOI Ta KOH(DiAeHIIHHOT
iHdopmarii.

Jlpyroro mommpeHoo mpooieMoI0 € HeCaHKIIOHOBAaHUN JocTym. BiH BU-
HUKa€ Yepe3 BUKOPHCTaHHS CIA0KHX IapoJiiB, MMOBTOPEHHS OJHOTO IapoJisi Ha
PI3HUX cepBicax, IOMHJIKH Y HAJIAIITYBAaHHAX CIUILHOTO JOCTYyIy abo BHKpaJacH-
Hs 00JIIKOBHX JaHnX. HaBiTh OJIMH HEKOPEKTHO HaNlAIITOBaHUH (aill MOKe Mpu-
3BECTH JI0 MAaCIITaOHOTO BUTOKY iH(opmaril.

J1o OCHOBHMX ITPUYMH BUHUKHEHHS 3arpo3 HAJIE)KaTh:

TexHiuni Bpa3ImBOCTi — NpOrpaMHi HOMWIKH, HEJAOCTATHBO 3aXHIIEHI
CUCTEeMH aBTeHTH(]iKaIlii, YacTKOBe MM (pPYBaHHS JaHUX.

Jlioncpkuii  (pakTOp — HEXTyBaHHSA 0a30BHMH IpaBHIAMHU OC3MCKH,
BIZIKPUTTS IOCTYITY CTOPOHHIM 0C00aM, 3aBaHTaXEHHS MIN03pLlInX Qaiiis.

HenocraTHiii piBeHb 3axHcTy 00J1iKOBUX 3amuciB — BiICYTHICTH JBO-
(akTopHOi aBTeHTH(iKalii, piaKiCHa 3MiHA MApPOJIB, IrHOPYBAHHS CHUCTEMHHX
TTOBiTOMJIEHB TIPO Ti03PLTY AKTUBHICTE.

3MEHILICHHS PU3UKIB MO>KJIMBE JIMILE 32 YMOBH KOMIUIEKCHOTO IAXOY JI0
Oe3mneku. JIo OCHOBHHUX 3aX0/1iB HAJIC)KATh:

= faraTopiBHeBa (JIBOX- UM TPhOX(aKTOpHA) aBTEHTU(IKALLS;

® peryJsipHH Teperiisi A03BOJIB 1 KOHTPOJIb AOCTYIy 10 (aiinis;

= [UQpyBaHHS JaHUX IIEpe]l 3aBaHTAKECHHSAM Y XMapy;

= pe3epBHE KOIIOBAHHS HAa OKPEMHX HOCIAX;

® OHOBJICHHS IIPOTPAaMHOTO 3a0€3ICUCHHS Ta MEPeBipKa JKypHAIIB aKTHB-

HOCTI.

Pe3yabTaT BJIACHOTO T0CITiTKEHHSI

3 MEeTOoI0 aHalli3y NPaKTUK KOPUCTYBAYiB IOMO 3axXHCTy iH(popmamii y
XMapHHX CXOBHIAX OyJI0 MPOBEICHO COIOJIOTIYHE OMHMTYBAaHHS CEpell MeIll-
kaHIIB PsicHOro. Ycporo omurano 57 mroneit Bikom 18—35 pokis.

YdyacHHUKaM 3arpoNOHyBaIM BIAMOBICTH Ha 3aMMTAHHS MO0 JOCBIAY BUKO-
pPHCTaHHS XMapHHX CEpBICIB, BUITAAKIB BTPATH JaHWX Ta 3aCTOCYBAaHHS 3acO0iB
3aXHUCTY.

OCHOBHI pe3yJIbTaTH ONUTYBAHHS:

® 59% pecrnoHAeHTIB xo4a 0 pa3 Brpadaiu (aitnmu abo moctyn a0 HUX y
XMapHHUX cepBicax;

¢ 38% oTpHMyBaJIM MTOBIIOMIICHHS PO CHPOOH BXOIYy 3 HEBIIOMHX IMPH-
CTpOiB;

e JInme 26% KOpHUCTYIOTHCSI IBO(AKTOPHOIO aBTEHTHIKAIII€T0;

e Jlumme 17% perymsapHo (pa3 Ha IiB poKy abo dYacTimie) mepeBipsroTh
HaJIAITyBaHHsI JJOCTYITY JI0 CBOIX IOKYMEHTIB;

e 72% 3a3HaYWIM, MO NOTPeOyIOTh JOJAaTKOBMX 3HaHb Yy cdepi
KibepririeHmu.

OTpuMaHi JjaHi CBi4aTh, 110 OUTBINICT KOPHCTYBAYiB HEJOONIHIOIOTH PH-
3WMKH, TIOB’s13aHi 3 BUKOPHCTAHHSIM XMapHUX CXOBHIL, Ta HEJOCTATHHO 3aCTOCO-
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BYIOTHh e(ekTHBHI 3acobu 3axucty. Lle mimBumrye WMOBIpHICTH BHUTOKIB iH(OP-
MaIlii Ta HECAHKI[IOHOBAHOT'O JIOCTYITY.

BucHoBok

XMapHi CXOBHINA € 3pyYHUM IHCTPYMEHTOM 30epiranHs iHdopmaltii, mpo-
Te IX BUKOPUCTAHHS IOB’s3aHE 3 HM3KOIO HEOE3NeK: IIKiIJIMBUMH IPOrpaMaMH,
BHUTOKaMH JIAHUX Ta HECAHKI[IOHOBAHMM JOcTyoM. OCHOBHUMH YHMHHUKAaMHU PHU-
3MKY € TEXHIYHI Bpa3JIMBOCTI Ta MOMUIIKK KopHcTyBadiB. [IpoBenene pociimpkeH-
HS MIATBEPIDKYE, MO cepel MOJIOJI piBeHh NU(POBOT OS3MEKH 3AUIIAETHCS He-
JoctatHiM. s 3a0e3nedeHHs 3aXUCTy AaHUX Y XMAapHUX CXOBHIIAX HEOOXITHO
3aCTOCOBYBATH 0aratopiBHEBY aBTEHTH}IKaIif0, MHU(PYyBaHHS Ta KOHTPOJIb IPaB

JOCTYITY.
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JAEUEHTPAJTI3OBAHUI KOHTPOJIb JOCTYNY JUIs1 IU®POBUX
JBITHUKIB HA OCHOBI CMAPT-KOHTPAKTIB

JAmutpo OBCAHKO
Hayionanvuuii Yuisepcumem “Jlvsiecoxa Ilonimexuixa”

Anomauin: Poszensinymo npobremu 6e3nexu po3nooileHux eKocucmem yu@pposux
OBIUHUKIB, 30KpeMa 0OMedCeHHsI MPAOUYIIHUX YEHMPALI308aHUX MOOeell KOHMPOIIO
docmyny. Pozensnymo nomenyian Onoxuelin-mexHono2i i cMapm-KoHMpakmie sk oeye-
HMPANi308aHOI ANLMEPHAMUBU, NPOAHANIZ08AHO IXHI nepesazi, 0OMedlCeHHs: ma nepen e-
KMUSU 3aCmocy8anst 2i6pUOHUX apXimekmyp Y KPUMUYHO 8ANCTUBUX 2ATLY35IX.

Knrouosi cnosa: yugposi 0siiinuxu, OLOKYelH, cMApmM-KOHMPAKMU, KOHMPOIb
Odocmyny, deyenmpanizayis, RBAC, ABAC, ingopmayitina besnexa, Kougpioenyitinicmo
Oanux, po3noodineni cucmemu, Ethereum, Hyperledger Fabric, 2ibpuoni apximexmypu

Abstract: The paper considers the security issues of distributed digital twin
ecosystems, in particular the limitations of traditional centralized access control models.
The potential of blockchain technologies and smart contracts as a decentralized
alternative is considered, and their advantages, limitations, and prospects for the
application of hybrid architectures in critical industries are analyzed.

Keywords: digital twins, blockchain, smart contracts, access control,
decentralization, RBAC, ABAC, information security, data privacy, distributed systems,
Ethereum, Hyperledger Fabric, hybrid architectures

udpoBsi ABiltHUKN — 1€ BIpTyalbHI MOAETi Pi3NIHUX 00’ €KTIB 1 MPOIIECIB,
110 BIITBOPIOIOTH iXHIW CTaH Ta JUHAMIKY B PeKHMI peajbHOTO 4acy, Ta Ha ChO-
TOJHIIIHII JIEHb IIMPOKO 3aCTOCOBYIOTHCSl Y KPUTHYHO BaXJIHMBUX cepax. 3i 3po-
CTaHHSIM CTYIICHSI PO3IIOJIICHOCT] Ta B3a€EMO3B SI3KY TAaKMX CUCTEM MOCHIIIOIOTHCS
3arposH, MoB’si3aHi 3 OE3MEKOI0 JaHNUX, KEPYBAHHSM JIOCTYIIOM 1 3aXMCTOM MpHBa-
THOCTI KOpucTyBauiB. HasiBHI LleHTpasi3oBaHi pillleHHSI BXXe He 3a0e3MmedyroTh
HAJISKHOTO PIBHS KOH(DIACHIIHHOCTI, JOBIPH Ta MOXJIUBOCTI ayJAUTy B TUHAMIY-
HUX, JICHEHTPalli30BaHUX CepeOBHIAX. TpauiliifHi po3MoaiIeH] CHCTEMH BHKO-
PHCTOBYIOTh MeXaHi3MU KoHTpommo goctyny RBAC (Role-Based Access Control)
ta ABAC (Attribute-Based Access Control). RBAC Bu3Hauae mpaBa mocTyny Ha
OCHOBI opra”izamiHux poieit, Toni sk ABAC BpaxoBye aTpuOyTH KOPHCTYBaya,
pecypcy Ta yMOBH cepenoBuiia. He3Baxaroun Ha MHPOKE 3aCTOCYBAaHHS B KOPITO-
PaTUBHUX CHCTEMaXx i XMapHUX IIaTGopMax, 0OMABI MOJIET BUSBIAIOTE OOMEKe-
HYy MPUAATHICTh ISl AUHAMIYHUX JEHEHTPATI30BaHUX cepefoBuIl, 30kpema [oT
Ta eKocucTeM IM(POBUX ABIHUKIB. ABTEHTH(]IKAIlsS B TAKUX CUCTEMax Tpaju-
IIHO peai3yeThCs Yyepe3 IEHTPaIi30BaHi CepBEpH i3 3aCTOCYBAHHIM MIPOTOKOIIB
OAuth 2.0 a6o JSON Web Token (JWT). Ilpote us apxirekrypa Gopmye €auHy
TOYKY BiJMOBH Ta PO3IIMPIOE IIOBEPXHIO aTaK{, OCOOJMBO Y CLEHApiAX i3 MHO-
KMHHUMH HE3JIOKHUMU JDKEpeslaMH JaHHuX 1 yJaCHUKaMH.

Bi1oK4eH-TEeXHOOTII NPOIOHYIOTh JCLEHTPANII30BaHy aJbTePHATHUBY
TPaTUIIIHHAM MOJEISAM Oe3IeKH, 3a0e3MeuyloYr He3MIHHICTh PEECTPIB 1 JICTICH-
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Tpani3oBaHWi KOHCEHCYC 0e3 MOTpeOM B IEHTPAIBHUX CHUCTEMax KepyBaHHS.
CmapTt-koHTpakTH Ha miardopmax Ethereum, Hyperledger Fabric Ta Polkadot
(YHKIIOHYIOTD SIK aBTOHOMHI areHTH, III0 BUKOHYIOTh KOJ 33 BU3HAYEHUX YMOB,
JIelaJTi 9acTille 3aCTOCOBYIOYHCH ISl ACHEHTPAITI30BAHOTO KOHTPOIIO JOCTYILY
Ta yrpaBiiHHSI mudpoBuMmu aktuBamu [1]. Ilpore OnmoKuYeiiH-cHCTEMH MalOTh
CyTT€BI OOMEXEHHS: BIIKPWUTICTh TPAH3AKIIA y IMyONiYHHX MeEpekax cyrepe-
YUTH BUMOTaM KOH(iIEHIIHHOCTI; BUCOKI BUTPATH HAa Ta3 JUIA CKIAJAHUX Omepa-
1[iif; HE3MIHHICTh CMapT-KOHTPAKTIB 00MEXKye IXHIO aIanTHUBHICTh IICJIsi PO3ro-
pranHs. J{ns BupilIeHHs IMX TPOOJIeM 3aCTOCOBYIOTH TOpUAHI MOJE, 10 110~
€IHYIOTh MEPEXKEBI CMapT-KOHTpPakTH 3 mo3ameperxeBuM cxoBuieMm (IPFS,
Filecoin), xo4a 1e migBuIIye apXiTeKTypHY ckiagHicTh [2]. [lepcnekTuBHicTh
iHTerpamii OJOKYCHH 3 MU(PPOBUMH ABIHHUKAMH JEMOHCTPYE IOCIIHKCHHS
"Blockchain-enabled digital twin system for brain stroke prediction" [3]. 3anpo-
ITIOHOBAaHAa MOJIEJNb MO€HYE MAaIIMHHE HABYAHHS 3 KOHCOPIIYMHOIO OJOKYEHH-
TEXHOJIOTIE0 TS IPOTHO3YBAHHS PU3HKY IHCYIBTY, 3a0€3eUyI0UN HE3MIHHICTh
JAHWUX, BHUSBIICHHS crIpo0 (anbcudikaliii Ta aBTOMaTHYHE BiIHOBIICHHS OPHTi-
HaJIbHUX 3HaueHb. MaciTaboBaHa apXiTeKTypa JO3BOJISE aAalTyBaTH CUCTEMY
JI0 HIIUX TATOJIOTiH 6e3 3MIHM KOy Ta MATPUMYE IHTETPaIil0 HOCUMUX M-
YHUX MPUCTPOIB, MO0 KPUTHYHO BAXKIUBO IJIsI BIPOBA/KCHHs LU(PPOBHUX NBiii-
HUKIB Y OXOPOHI 3/J0pPOB'SL.

TpanuniiiHi neHTpasi30BaHi MO/l KOHTPOJIIO IOCTYITY BUSIBIISIIOTH KPU-
TUYHI 0OMEXeHHs y 3a0e3redeHH] 0e3MeKH PO3NOIEHUX eKOCHCTEM IU(PPOBUX
JBIHHUKIB, (POPMYIOUYH EIMHY TOYKY BiIMOBHM Ta PO3LIMPIOIOYH MOBEPXHIO ara-
Kd. BroxueiH-TexHONOTil Ta CMapT-KOHTPAaKTH MpPOIOHYIOTh IIEPCHEKTUBHY
JCIICHTPATI30BaHy albTCPHATUBY, 3a0€3MeUyI0UH HE3MIHHICTh PEECTPIB i aBTO-
HOMHE BHKOHAHHS TIOJITHK O€3MeKH, MpoTe IXHE BIPOBAIKEHHS CYNPOBOJKY-
€TBCS BUKJIMKAMH MAacIITabOBAaHOCTI, KOH}iNeHIiHHOCTI Ta aganTuBHOCTI. [1o-
JAIBII JOCTIHKEHHS MAlOTh 30CEPEIUTHCH Ha po3poOIli TIOpPUIHUX apXiTEKTyp,
oo OalaHCyIOTh BHUMOTH Oe3rekd, KOH(DIAeHIIHHOCTI Ta MPOLYKTUBHOCTI Yy
KPUTHYHO BOKIIUBHUX ray3sX.
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THTETPAIIIA BJIOKYENH-TEXHOJIOI'TA JJI1 3ABE3NNEUYEHHA
BE3IIEKH IoT-MEPEXK

Poman ITAJIFOKA, Borgan IYJIKO, Poman HIATIOBAJI
JIvgi6chKutl HayioHanbHuLl yHigepcumem 6emepuHaphol meouyunu
ma biomexnonoeii imeni C.3. [icuyvrkoco

Anomauia. Y pobomi Oocniosceno moxciusocmi  inmeepayii  Onoxuetin-
mexuonociu y cucmemu Inmepremy peueti (loT) 3 memoro 3abe3neyenns besnexu, yinic-
Hocmi ma cmitikocmi danux. Onucano apximexkmypy 61oxuetiny, ocobaueocmi Merkle-
oepes, Mooei 003601eHUX [ HED0360IEHUX PeECMPIE, A MAKONC NePCHEeKMUSHI MEeXHOI02I]
na xkwmanm [OTA.

Knrwwuoei cnosa: oOnokueiin, 10T, 6esnexa, Merkle-oepeso, IOTA, Oeyen-
mpanizayis.

Abstract. The paper examines the integration of blockchain technologies into In-
ternet of Things (IoT) systems to enhance security, data integrity and resilience. It out-
lines blockchain architecture, Merkle trees, permissioned and permissionless models, and
discusses future technologies such as IOTA for resource-constrained 10T devices.

Keywords: blockchain, 1oT security, Merkle tree, distributed ledger, IOTA.

Crpimke 3poctans [aTeprery pedeit (IoT) cynpoBomkyeThes 30UTbIICHHIM
00CSTIB YyTNHMBUX JAHUX, TEPeJABAHIX MDK MPHCTPOSIMHE, IO MiCHIIIOE aKTyallb-
HicTh Tpobnemu Oesneku. loT-mMepexi CKTamatoThCsT 3 BEIMKOI KUTBKOCTI TeTeporeH-
HHX TIPUCTPOTB, SIKI OTPHMYIOTh, OOPOOJISIIOTH Ta TIEPEAIOTh JlaHi B peallbHOMY Yaci.
OpnHak TpauIIiiHI IIEHTpaTi30BaH1 MOIeNi 30epiraHHs i 00poOku iHpopMaIlii, mepe-
BaKHO 3aCHOBaHI Ha XMAPHUX CepPBEpPax, MatOTh HU3KY ICTOTHHMX HEIOMIKIB: HASIBHICTH
€IIMHOT TOYKH BIZIMOBH, TIIBHUILICHY BPA3JIMBICTH JIO Kibeparak, 3arpo3y ciyQinry ta
MiAPOOKY IaHHX, a TAKOK 0OMEXEHI MOKIIMBOCT] MacIITaOyBaHHSI.

VY 1pOMy KOHTEKCTI OJIOKYEIH BUCTYIA€ MEPCIEKTUBHUM IiAX0J0M UL
3a0e3MeueHHS TPO30POCTi, CTIHKOCTI Ta HenoTopkaHHOCTI qanux [oT. brokueitn
€ PO3MOIIJICHUM ICLEHTPAi30BaHUM PEECTPOM, 3aIlHCH SKOTO IOB’s3aHi MK
co00r0 KpunTorpadivHIMHI XemIaMH Ta BOOPSAAKOBaHI XpoHoJorigHO. OCHOBOIO
CTpyKTypH AaHuX € Merkle-nepeBo, y sSIKOMy KOXHA TpaH3aKLis XEIIYETHCS, a
OTpUMaHi 3HAYCHHS PEKYPCHBHO 00’€THYIOTHCS Y KOPEHEBHH Xeml. 3MiHa X04a
0 0JTHOTO 3amuCcy CIpHYUHSE MOAUDIKAIliIO BCIX OB’ I3aHUX XEIIliB, 110 POOUTH
(danbcudikaIliro JaHHX IPAKTHYHO HEMOIKIIUBOTO.

MexaHi3M JJ0JjaBaHHsI HOBUX OJIOKIB 3JIIICHIOETHCS 32 YYacTIiO MaifHepiB
abo BanigaTopis, sKi NepeBipsAOTH TpaH3akKUil H GOPMYIOTh HOBHH OJIOK 3a J10-
NOMOTO0 KOHCeHcycHux anroputmis (Proof-of-Work, Proof-of-Stake, Practical
Byzantine Fault Tolerance Tomo). MaiiHep He Mae AOCTYyIy A0 HEPCOHAIBHUX
JAaHUX KOPHCTYBaya, OCKUIBKH MPAIIO€ BHKIIOYHO 3 KPUNTOrpaiyHUMH Hpe]-
CTaBIICHHIMH TPaH3aKIii, 110 MiIBUIIYE KOHPIMCHIIHHICTh MEPEKI.
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3a5e)XHO BiX MOZENi JOCTyIy OJIOKYEHHHM TOJUISIOTh HA JI03BOJIECHI
(permissioned) Ta Hemo3BoneHi (permissionless). Hemo3BoseHi OlOKYelHH, Taki SK
Bitcoin g Ethereum, mormyckarots yaacts Oymb-sKoro By3ma. Lle 3abe3nedye Buco-
Ky JIeleHTpalTi3alifo, aie BOAHOYAC 3HIDKYE TPOIYCKHY 3IaTHICTB. Jl03BoJeHi 6i1o-
kueitan, npencrasieHi Hyperledger Fabric a6o Ripple, mpamioroTs 13 monepeaHso
BH3HA4YCHNM HAOOpOM YyYaCHHKIB, 3a0€3MeUylour BHILY MPOJXYyKTUBHICTH, UITKUI
KOHTPOJIb IOCTYITY Ta BiIIIOBIAHICTS BUMOTaM KopriopatuBHuX loT-cucrem.

VY cucremax loT Onok4eitH Bupillye HU3Ky KPUTHYHUX MPoOIeM Oesme-
ku. [lo-niepie, BiH 103BoIIsIE 30€piraTi AaHi B PO3MOAUICHOMY PeecTpi, MiHIMi-
3YIOUM PU3MK LIEHTpalli30BaHMX arak Ta Brpat iHdopmauii. [To-gpyre, mexa-
HI3M XCIIYBaHHS YHEMOXIUBIIOE MOJU(DIKAIF0 JaHUX HEMOMITHUM YHHOM, a
nepeBipka BajJigaTopaMy rapaHTye MpaBHIbHICTH 3amuciB. Ilo-Tpere, aBTeHTH-
¢ikamis MDK NPUCTPOSMU MOKe 3JiHCHIOBaTHCS 0O€3 LEHTPaJIbHOTO CepBepa
cepTudikarii, mo iCTOTHO 3HIKYE 3arpo3y crmydiary. Takuit minxin 3ade3neuye
JOBIpY MK BY3JIaMH MEPEKi Ta MIJICHITIOE 3aTallbHAN PiBEHb 3aXUIICHOCTI.

Oco0muBoi yBaru 3aciayroBye mpodiemMa 0OMEKEHHX OOYUCITIOBATBHUX
pecypciB IoT-npuctpois. 30epiranHs MOBHOI KOIIii OJIOKYEHHY € pecypcoMicT-
KHM, TOMY JOCITI/PKYIOTBCSI apXiTeKTYpH 13 3aCTOCYBaHHSM TPOKCi-BY3JiB, IO
BUKOHYIOTHh (pyHKIIiT 30epiranust i oOpoOku nanux, Toui sik loT-npuctpoi npa-
LIOIOTh JIMIIE 3 JETKMMHU Xell-3HaueHHsMH. Lle no3Boisie iHTEerpyBaru OJOK-
YEHH-TEXHOJIOTIi HaBITh Y MaJ'IOHOTy)KI:IVi CEHCOPHI MEPEKi.
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[HIIMM TIEpCHIEKTHBHUM HaNpsIMOM € BUKOPHCTAHHS PO3MOJIICHUX pe-
€CTpIB HOBOTO MOKOJiHHS, 30kpema TexHojorii IOTA. Ha Bigminy Bin xiacuu-
Horo Onokueitny, IOTA BukopuctoBye Directed Acyclic Graph (DAG), Bigo-
muii sk Tangle. KosxeH HOBHH 3amuT y Mepexi MIATBEPKYeE JIBa MOTIEPEHI, 0
yCyBae HEOOXIZHICTh Y MaifHepax Ta 3a0e3reuye HaI3BUYAHO HU3BKY KOMICIiO
3a tpan3akiil. lle pooutrs IOTA mMakcuManbHO TPUAATHOKO A Benukux [oT-
MEpEXK 13 BUCOKOIO YaCTOTOIO IPIOHMX TPaH3aKIiH.

Y3aranpHeHy KOHIIENITyaIbHY apXiTeKTypy iHTerpaii omokgyeriny B 1oT-
CHCTEMH HaBeJICHO Ha PUCYHKY. Y HiH BioOpaskeHO B3aemonito mpuctpoiB loT
i3 PO3MOAUIEHUM PEECTPOM, YJacTh NMPOKCI-BY3TiB, XMAPHUX KOMIIOHEHTIB Ta
CEepBiCIB aHAJII3y JaHUX.

Omxe, iHTerpamis Onok4yelH-TexHoJori y coepy loT € edexrruBHUM
[IIXOM JI0 CTBOPEHHS CTIHKMX, OE3MEYHNX 1 IPO30PHX MEPEX, IO 3AaTHI MPO-
TUCTOSITH HIMPOKOMY CHEKTPY cydacHHX KiOep3arpos. [loexHanns kpunrtorpa-
(idHOTO 3aXHUCTy, ACHEHTpati3amii Ta MOXKINBOCTEH PO3IOAUICHUX PEECTPIB
BiZIKPHBA€E MOJJINBOCTI Ui (POPMYBaHHS HOBUX apXITEKTYp IHTEIEKTyaJIbHHX
CHCTeM, sKi HE 3aJeXaTh BiJ LIEHTPaJi30BaHOi iHPPACTPYKTYpH Ta 37aTHI 3a-
0e31eunTH BUCOKHUH PIBEHb JOBIPH MDK MPUCTPOSIMH.
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3ABE3IIEYEHHS KIBEP3AXUCTY TA JOCTOBIPHOCTI
BUMIPIOBAJIbHOI IH®@OPMAIIIL B ABTOMATH30BAHUX
CUCTEMAX MOHITOPHUHI'Y BUPOBHUYHX ITPOILIECIB

Vasina IAHOBUK'?, Poman I'IJIEN?, Banepis BAJTALIbKA®
! Tvsiscoruii OeparcasHuil ynieepcumem 6e3neKku HeUmmeoianbHocmi
Hayionansnuii yHieepcumem «/Ivgiecoka nonimexnika»

Anomauia. 3anpononosaro ingopmayitino-aneopummiyHy mooens Kibepzaxucmy
ma 0oCmogIpHOCMI GUMIPIOSANbHOT IHGOpMAYil 8 ABMOMAMU308AHUX CUCMEMAX MOHI-
mopuney eupobHuyux npoyecig. Pospodieno mooynv 008ipu 015 nepesipku agmeHmuy-
Hocmi, YinicHoCmI Ul Mempo02iuHoi y32000cenocmi danux. Mooenoganns niomeepouno
niosuwennsi inoexcy yinichocmi 0o 0,98 i ckopouenus uacy usieHHs cnomeopeHs. Pe-
3yIemamu ModIcyms Oymu 6npoeaodiceti 8 agMoMamu308aHux CUCmemax MOHImopuney
07151 NIOBULYEHHSL HAOTIIHOCMI KOHMPOJIIO.

Kniouoei cnosa: kibepsaxucm, 00cmogipricms 0aHux, MOOYIb 008IpU, MEMpOLO-
2IUHA Y320021CeHiCMb.

Abstract. An information and algorithmic model for cybersecurity and
measurement data reliability in automated production monitoring systems has been
proposed. A trust module was developed to verify data authenticity, integrity, and
metrological consistency. Simulation confirmed an increase in the integrity index to 0.98
and a reduction in distortion detection time. The results can be implemented in
automated monitoring systems to improve control reliability.

Keywords: cybersecurity, data reliability, trust module, metrological consistency.

31 30UIBIICHHSIM KUTBKOCTI CEHCOPIB Y MPOMHUCIIOBHX MEpPEXax 3pocTae 00-
CSIT BUMIPIOBAJIGHOT 1H(OpMALIi], BifT IKOT 3aI€KUTH SIKICTh YIIPABIIHCHKHUX PIllICHb.
BingkpuTicTh MepekeBHX MPOTOKOJIB 1 BIICYTHICTh KOMIDIEKCHOTO METPOJIOTIIHO-
KiOep3axUCHOTO MiIXOly CTBOPIOIOTh PU3MKHU CIOTBOPEHHS JAHUX — SIK HABMHC-
Horo (kibeparaku, (anscudikamis), Tak i BHITAIKOBOTO (MOXHUOKH, IIyMu). Tpamu-
IiiHI 3ac00U KiDep3axKCTy He BPaXOBYIOTh METPOJIOTIUHI TApaMeTpH, a KIIACHIHHUN
METPOJIOTTYHIH KOHTPOJIb — ABTEHTHYHICTH JDKEpeN 1 IiTiCHICTh moToKy. Tomy
HeoOXiHa iHTerparlis METPOJIOTTYHOIO Ta KiIOEpPHETHYHOTIO TiIXOIB sl 3abe3rie-
YEeHHS TOYHOCTI, aBTEHTHYHOCTI ¥ TOBIpH JI0 TAHWX. Y CY4aCHUX JOCITIHKEHHSX 11T
npobreMa po3risAacThes B Mekax KoHuenuil trusted sensing, 1o noeaHye Metpo-
JIOTIYHY JOCTOBIPHICTH 13 KpUNTOTpadivHOIO MEPEBIPKOIO JAHUX (XEIIyBaHHsI, IU(-
poBi mimmucu, 6moxyetin). [lonpu HasBHicTs cTraHmaptiB ISO/IEC 27019, IEC 62443
i NIST SP 800-82, nmoku He icHye iHTErpOBaHOT MOJIENI, sSIKa OJJHOYACHO BPaxOBYBa-
71a © TOYHICTh BUMIPIOBaHb, CTIHKICTh KaHAIB i aBTEHTHYHICTH CEHCOpiB [1, 2].

Mertoro HocCHiDKEHHS € po3poOJIeHHs IHPOPMAaIIHHO-AITOPUTMIYHOT MO-
Jelli, 0 TTO€IHYE METPOJIOTIYHI MOKa3HUKH TOYHOCTI (ITOXHOKA, CTaOLIBHICTD,
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MTOBTOPIOBAHICTH) 13 MapameTpamu KiOep3axucty (LLUTICHICT, aBTEHTUYHICTD,
CTIHKICTD KaHAly), (OPMYIOUH €JMHUI KpUTepiid NOBipH 10 AaHMX. Y Mojeni
BUKOPHCTAHO Y3arallbHCHUIl MOKAa3HHMK JOCTOBIPHOCTI BUMIiproBaibHOI iH(OP-
Martii, IKuil BioOpakae B3a€EMO3B’ 30K METPOJIOTTYHOT TOYHOCTI, aBTCHTHYHO C-
Ti JpKepena, LUTICHOCTI MOTOKY Ta CTIMKOCTI KaHally 70 aTtak. st Horo npaktu-
YHOTO OOYMCIICHHS 3aCTOCOBYEThCS iHAEKC MOBipH Td, Mo BH3HAYaE piBEHb Ha-
JIMHOCTI KOKHOTO makeTa jaHux. OTxe, IOCTaBiIeHe 3aBJaHHs IOJISITae y po3-
poOieHHi anroputMy (GYHKIIOHYBAaHHS MOIYJS JOBIpH, SIKUi 3a0e3medye aBTo-
MaTU4Hy OLHKY Td y peanbHOMY Yaci Ta IPUHHATTS PILICHHS LMIOAO0 JAOCTOBIp-
HOCTI KO’KHOTO BUMIPIOBAIEHOTO MakeTa (puc. 1).

Tonepeana
inbTpauis Ta
Hopmanizauis

inin a6o
AaHwx Big OBTOpHMiA
cevcopis naker

TlosHauuTh

B mewax Tak [ Po3paxyHoK
i inpeKcy
Hopm nosipu Td
Hi
lo3HauWTA

anomanio /
3menwurn Td

Knacndikauin
AaHMX

Kani6pysanHn

Kapanmn// Kapaumn/
CnosiweHHa (nomunka xewy)

Crapr 0.75Td<0.9

Tiocrosip
faniTd 2
Tigospini Aani

3anuc y xypHan noaiii

Aaki Td <0.7

Pucynox 1 — Anroput™ (yHKI[IOHYBaHHS MOJIYJISI TOBIPH 0 CEHCOPHMX TaHHUX

Ta 6aay Aannx

Po3pobiiena iHhOpMAaIifHO-aITOPUTMIYHA MOJCb ITIBHIIYE ITOCTOBIp-
HICTh BUMIPIOBAIBLHOT iH(OpMAIIil IUITXOM IHTETpallii MEeTpoJIOTiUuHNX 1 Kibep3a-
XHCHUX MEXaHI3MIB Yy CTPYKTYpi aBTOMaTH30BaHOI CUCTEMH MOHiTOpHHIY. Cuc-
TeMa peaji3oBaHa SK OaraTopiBHEBa apXiTeKTypa, A€ JaHi CEHCOPIB IMPOXOIATh
eranu QinbTpallii, epeBipKU aBTEHTHYHOCTI, KOHTPOJIIO MUTICHOCTI Ta OI[IHFOBAH-
Hsl JoBipH. OCHOBHMH KOHTYp JaHUX Ma€ BHIJISII: CEHCOPH — KOHTpoliep —
areHT mM@pyBaHHs — arperaTtop — MoAayJb I0BipH — 0a3a qaHux — iHTepdeiic
kopuctyBaua. CEeHCOpH 34YMTYIOTh (Di3UYHI MapamMeTpd, KOHTPOJep OUu(pPOBYE
CHTHAJIM Ta Nepeaac iX 0 KaHany 3B’s3Ky. AreHT mm@pyBaHHs 3axuinae iHdop-
Matito 3a nonomoroto AES-256 abo RSA, arperatop 00’efHye OTOKH 3 Pi3HUX
CEeHCOpIB 1 HazcwiIae iX y Momynb noBipu. LleHTpanbHuUil eneMeHT — MOIyb Jo-
BipH (Trust Module) — BuKOHYe mepeBipKy aBTEHTHYHOCTI, IIUTICHOCTI Ta METpPO-
JIOTTYHOT y3ro/KeHo Tl nannx. ba3za manux 30epirae mepBUHHI Ta epeBipeHi 3Ha-
YEeHHS pa3oM i3 XKYPHAIIOM TOIii, 3a0e3euyl0Yr KOHTPOJIb 3MiH i piBHS JOCTOBi-
pHOCTI. MOIy/b OBIpY BUKOHYE II’SITh OCHOBHUX (DYHKIIIH: MEPEBIPKY aBTCHTH Y-
HOCTI CEHCOpIB, KOHTPOIb METPOJIOTIYHOI y3TOPKEHOCTI, MEPEeBipKY IMiUTICHOCTI,
OLIIHKY PIBHS JOBIPH Ta NPUUAHSTTS pilieHHs. J[J1 KOXKHOTO ceHcopa BUKOPUCTO-
ByeThcsl KpunTorpadiuauii imertudikarop, mo 3anobirae mimMmini. L{imicHicTh
JIAHUX KOHTPOJIOEThCS dyepe3 xeuryBanHs (SHA-256), a merposoriuna y3romke-
HICTh TIEPEBIPSETHCS 32 CTATUCTUYHUMU KpuTepisMu. Ha OCHOBI IMX mapaMeTpiB
¢dopmyerses iHnexe noBipu Td: BHCOKI 3HAa4eHHs CBiquaTh IpO JIOCTOBIPHICTH
JAHUX, HIDKYl — PO HEOOXIMHICTh MOBTOPHOI IepeBipku. Moayib 3ade3mneuye
OTIepaTHBHY OILIHKY JIOCTOBIPHOCT] BUMIpPIOBaHb y PealbHOMY Yaci.
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Jnst mepeBipky e()eKTHBHOCTI 3alPOIIOHOBAHOT MOJIENI TPOBEJICHO iMiTa-
LiifHe MoJeoBaHHs y cepenouii Python. JlociipkeHHsT 0XOIUTIOBAIIO JiBa CIie-
Hapii: HOpMabHUN PEKUM POOOTH — IepeaaBaHHs JOCTOBIPHUX CEHCOPHUX Ja-
HUX 0€3 CIIOTBOPEHHST; aTaka Ha CEHCOPHY MEPeKy — BHUIAIKH IIIMIHU JaHUX Ta
3MiH Xem-koxiB makeriB. Ha BxXin mogaBaBcs macuB i3 10 000 BuMiproBaIsHHX
TOYOK, KO’KHA 3 SIKMX Maja BJIAaCHI IapaMeTpu IIOXHOKH, KOHTPOJIBHOI CyMH Ta
MMO3HAYKY aBTEHTUYHOCTI. 7151 KOXKHOTO makera oOunciitoBaBcs iHaexc nosipu Td
3a opmynoro: Td=wi(1—/En)+Wol +WsA+W,S;, e Baroi koedirieHTH W,
npuiiMany 3HadeHHs 0,25 Ui piIBHOMIPHOTO BIUIMBY YMHHUKIB. ITopiBHSIBHI pe-
3yJbTATH MOJAHO Y TaOJHIIL.

Tabmuus — PesynpTaTti MOIemoBaHHS €(peKTUBHOCTI MOIYIIS AOBIpH

IHoxa3sHuk Be3.M0Hme 3 MOZytem Honimmuenns
J10BipH J0Bipu

;}aCTKa CIIOTBOPEHUX JTAHUX, Ep, 12 % 2% ~10%

CepenHiii yac BUSIBJIICHHS CIIOTBO- 74 23 B 3 pa3u 1IBHU-

peHs, S; ¢ ' ' Jie

IHaekc mimicHocTi IC 0,87 0,98 +12,6 %

Koeoiuient mosipu Td 0,82 0,96 +17,1 %

KinbKicTb BIIXHICHUX MAKETIB Ag a9

(i3 10 000) 1180 210 82 %

Pe3ynbraTi cBiI4aTh, [0 BUKOPHUCTAHHS MOJYJISI JOBIPU CYTTEBO IMiJBHUIIYE
JIOCTOBIPHICTh CEHCOPHMX JIaHUX Ta 3HIKYE PU3UK NPUHHATTS HEKOPEKTHHUX pi-
IIeHb Y BUPOOHMYIN cucTeMi. Y HOpPMajbHOMY PeXuMi KoeillieHT JoBipU mepe-
Buiye 0,95, a mpu MOJIENIOBaHHI arakd CUCTeMa KOPEKTHO BIIXWIsE OUIBLIICTH
CIIOTBOPEHHX MaKeTiB. 3aCTOCYBaHHS arOPUTMY Ha PIBHI arperaropa JO3BOJISIE
MIPOBOMTH BaJIALII0 Yy pEaTbHOMY Yaci Oe3 BIUIMBY Ha LIBHUIKOIIFO MOHITOPHHTY.

Y xoxi nociimkeHHs po3po0iieHo iHhOpMaliiHO-aITOPUTMIYHY MOJIENb Ki-
0ep3axucTy Ta JOCTOBIPHOCTI BUMIPIOBAIBHOI IH(OPMAITii, IO TIOEAHYE METPOJIOT -
YHI KpUTepii 3 MexaHi3Mamu Oe3riexd. L[eHTpaTbHIM eneMEeHTOM € MOIYIh JOBIpH,
SIKAH TIepeBipsi€ aBTEHTUYHICTD, LIUTICHICTh 1 METPOJIOTTYHY y3TOKEHICTh TaHUX y
pearbHOMY Yaci. MozemoBaHHs MOKa3alo MiABUIIEHHS iHACKCY IuTicHOCTI 10 0,98
1 CKOpPOUYCHHS Yacy BUSIBJICHHS CIIOTBOPEHB, IO MIATBEPIKYE e(eKTUBHICTh MiIX0-
Iy Ta ioro npuaaTHicTs w1 [0T- 1 CPS-cucteM MOHITOPUHTY BUPOOHHIITBA.
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IMITAUIITHE MOJEJIOBAHHSI KIBEP3AXUIIIEHOCTI MOJIEJI
HABYAJILHO-METOAYHOT O KOMILIEKCY OCBITHBOT'O
MPOLIECY

Vasina IAHOBUK'?, Bornana ®EJUHA"?, Poman IAHOBUK?
Ulvsiscoruii depotcasrull yHigepcumem Oe3neKu HCUmmeOisibHOCH,
?Hayionansnuii yuisepcumem «JIvbgigcvra nonimexuixa»

Anomauia. [looano memoouxy imimayiiiHo2o MoO0ent08anHs Kibep3axuujeHocmi
HaguanbHo-memoouyrozo komniekcy (HMK) y cepedosuwi Python + SimPy. Modenw 6iom-
80pIOE CyeHapii amax i 6iOMO8, OYIHIOE CMILIKICMb cucmemu ma eghekmugHicme 3axo0ie
besneku. Pezynomamu MoO0eno8anHs i pO3PAXYHKY KIHOUOBUX MEMPUK NiOMeepounu eghex-
TMUBHICMb MOHIMOPUHEY, 080pakmopHoi aemenmugpixayii ma pezepgysanHs 6asu OaHux,
Wo dae 3mMo2y ONMUMI3y8amu apximexmypy 0CEIMHIX iHghopmayitiHux cucmenm.

Knrwwuosi cnoea: imimayiiine molenosanus, Kibep3axuujeHicmv, HAGUATLHO-
MemOoOUYHUL KOMNIIEKC.

Abstract. A methodology for simulation modeling of the cybersecurity of the
educational-methodical complex (EMC) in the Python + SimPy environment is presented.
The model reproduces attack and failure scenarios, assesses system resilience and the
effectiveness of security measures. The obtained results and calculated key metrics
confirmed the efficiency of monitoring, two-factor authentication, and database backup,
allowing optimization of the architecture of educational information systems.

Keywords: simulation modeling, cybersecurity, educational-methodical complex.

OcBiTa aKTHBHO TIEPEXOANUTH Y MU(PPOBHIA popMaT, Ae OLIBIIICT MpoIIe-
CIB 3[IMCHIOETHCS Yepe3 aBTOMATH30BaHi maTopMu. 3pocTaHHS Kibep3arpo3
pPOOUTH 3aXUIICHICTh JAaHWX KIIOUOBHM acrekToM IupoBoi TpaHchopMmarii
BUINOI ocBiTH. HaBuanbHO-MeToauuHi koMimiekcd (HMK) MicTsaTh 3Ha4HI 00Cs-
ru 4yminMBoi iHdopMalii, ToMy piBeHb iXHBOT O€31eKH BapTO OLIHIOBATH Ille Ha
eTami TMpOEKTyBaHHSA. METOI0 NOCTIDKEHHS € CTBOPEHHS IMiTamiifHOi Momeri
nojii Oe3reku Ta ananiz criiikocti HMK no tunoBux kibep3arpo3. IIpakruka
MoKa3ye, 1o Oe3MeKy OCBITHIX CHCTEM YacTO BPaxXOBYIOTh YK€ MICIS 3aIycKy,
TOMY HEOOXiHI IHCTPYMEHTH JUIsl TIONepeIHbOT OIIHKK IXHBOI KiOepCTiHKOCTI.
TTonepenHi foCiMKEHHS aBTOPIB CTAIH OCHOBOIO 3aIPOTIOHOBAHOTO MAX0AY. Y
[2] po3rasiHyTO iMiTamliliHe MOJEIIOBAHHS ITPOILIECIB YIIPABIIHHS OCBITHIM cepe-
JIOBHIIEM, IO MIATBEPIHIO €EKTHBHICTH CUMYJISI[IMHOTO aHAII3y MOTOKIB /1a-
mux y BH3, a mbkaapogai po6otn [3] AeMOHCTPYIOTH AOIIITBHICTE BUKOPHC-
TaHHS MOZENIOBAaHHs JUISl OLIHKMA PU3UKIB KiOepOe3MeKH OCBITHIX IIaTHOPM.
Bonrowac He mpoBoaMIack OIiHKa 3axuineHocTi apxirektypn HMK i He po3sr-
JSIaTKCS CIICHapii aTak 4d BigMoB. ToMmy iMiTamiliHEe MOJCITIOBAHHS € JOIITb-
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HUM IHCTPYMEHTOM JJIs OLIHIOBaHHA KiOepCTilfKOCTi OCBITHIX CHCTEM, OCKUIBKI
Jla€ 3MOTY BUSIBJISITH BPA3JIMBOCTI III€ Ha €Talll TPOEKTYBAHHSI.

HapuanbHo-MeTonnunuii komrieke (HMK) € ocHOBOIO ymnpaBiiHHSI OCBi-
THIM TIPOIIECOM, MO€IHYIOUM HaBYAJIBHI NMPOTpaMy, METOJMYHI MaTepiaiu Ta
nuQpoBi IHCTPYMEHTH MOHITOPUHTY. BiH CKIIalaeThecsl 3 TPHOX MiACUCTEM —
HOPMATHBHO-METOJIOJIOTIYHOI, ~ METOMOJIOTIYHOI  Ta  iH(QPACTPYKTYPHO-
OpraHizaliifHol, sIKi B3a€EMOJIIIOTh Y MeXax €IMHOI apxiTekTypu. KirtouoBi Touku
KOHTPOJITI0 O€3MeKH OXOILTIITh MOAYIh aBTeHTHdikamii, API-3’eqnanus, 0a3y
JaHUX 1 KaHaIM OOMiHY, IO € MOTEHIIHHO BPa3IMBHMHM JO aTak THUIy brute-
force, SQL-in’€ekiiif, HECAaHKI[IOHOBAHOTO IOCTYIY Ta TEPEXOIUICHHS IaHHX.
Jns ananizy B3aemonii komrnoneHtiB HMK crtBopeno Data Flow Diagram, mo
BiZIOOpaXkae pyX MaHMX MDK MIJCHCTEMaMH Ta BH3HA4a€ MOTCHIIHO Bpa3nBi
toukn. Ha ii ocHOBI moOymoBaHO KapTy pU3UKiB (puc. 1), ska OXOILITIOE CIIPOOH
HECaHKIIIOHOBAHOTO JIOCTYITy, HIEPEBaHTAXCHHS CEepBEpIB, BTPaTy YU MiIMIHY
JAHWX 1 BIIMOBH CEPBICIB.

Jnst oniHIOBaHHS KiOep3axHIEHOCTI HABYAIbHO-METOJUIHOTO KOMILIEKCY
(HMK) ctBOpeHo iMiTaliiiHy MOJieNb, 10 BiATBOPIOE B3a€EMOJIII0 KOPHUCTYBAYiB,
cepBepiB 1 06a3u JaHMX 3a yMOB HaBaHTKEHHS Ta Kidepsarpo3. MozenroBaHHS
BUKOHaHO y Python 3 Bukopucrannsm 0ibmiorexn SimPy, sika 3abe3neuye momii-
HE CEepelIOBHINE /Ul ONKCY TapalieNIbHUX IPOIECIB, YIPABIIHHSA pecypcaMu Ta
BUMIpPIOBaHHS 4acoBHX HapameTpiB. Takui miaxiJ JO3BOJISIE AOCHIAUTH HE JIMILIE
poOOTY cucTeMH B HOPMAIILHOMY PEXHMI, a i 1i MOBEIiHKY Mix Jac atak abo Bif-
MOB KOMIIOHEHTIB. Mo/IeJIb OXOILTIOE IT’SITh CLieHapiiB: HOpMaIbHY poOoTY, Heca-
HKIioHOBaHmit noctym (brute force, SQL-injection), mepeBaHTa)KeHHS cepBepiB
(DoS), BinMoBy 06a3n naHMX Ta BITHOBJICHHS MICJIS HIMACHTY 13 3aJIy4eHHSM pe-
3epPBHMX MEXaHI3MIB 1 HOBEPHEHHSM CHCTEMH JI0 CTa0LIBHOTO CTaHy.

Imitaniitamii anroput™ Mozeni (puc. 2) peanizye MOTIHHUN UK, Y KO-
My Micis iHimiamizanii cepenoBuina SimPy CTBOPIOIOTHCS OCHOBHI pecypcu —
myn cepBepiB (server pool) Ta 6a3za ganux (db). 3amyckaroTbes JBa TeHEpaTOPH:
KOPHUCTYBayiB 1 aTak, mio (GopMyrOTh OTOKH MOAIH Pi3HOT IHTEHCHBHOCTI. Yci
moaii Hagxoaate A0 Onoky Dispatcher, sikuil Bu3Ha4ae iX TN — 3BUYANHHN
3aIUT 4M araka. SIKIIo cepBep BUIBHHH, 3amuT 0OpOOISETHCS; 3a IEepeBaHTa-
KEHHS — MOTpaIuie B yepry abo TaiimM-ayT. 1 aTak BU3HAYA€THCS TUII 3arPoO-
3u (brute, SQLi, DoS, DB-fail); npu BusiBieHHI IHIMIEHTY BUKOHYETHCS OJIO0KY-
BaHHJ 1 BIZIHOBJICHHSI, a SIKIIIO BiH HE BUSABJICHUI — MOJia (iKCyeThbes SIK KOMII-
pomertanis. Yci mofil peecTpyIOThCs B )KYpHAII JIOTIB, [0 € OCHOBOIO JUTS IOa-
JIBIIOTO aHaiizy. MoJearoBaHHs TPUBAE JI0 JIOCATHEHHS BCTaHOBJIEHOTO Yacy T,
ITICJISL YOTO CHCTEMA MEPEXOANTH JI0 TaIly OIIHKH pe3yIbTAaTiB.
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Pucynox 1 — Kornenryansaa mogens HMK Ta kputrgHi TOUkn Oe3mexn
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SimPy server_pool, db T
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HaBaHTaKEHHA \\\/// DoS, DB-fail (attack_event) N d

Tak v T
(_ Kivewp ) ‘ BrokysaHa ‘ Jor nogiii P
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(user_request)

BiNbHUA

BUKOHaHHA

PucyHOK 2 — ANTOPUTM IMITaI[ITHOTO MOJICITIOBAHHS KiOep3axHuIeHOCTI iHpOP-
MAIiiHOT CHCTeMHU

Ha 3aBeprranpHOMY erari NpoBeJeHO aHajli3 ypHalliB MOJiH 1 po3pa-
XOBaHO KJIFOYOBI METPUKH KiOEpCTIMKOCTI, 1[0 A0 MOXIIUBICTD OIIHUTH e(ek-
TUBHICTh TOJITHK Oe3reku Ta ontumizyBatu apxirektypy HMK. Imiramiitne
MOJICTIOBAHHS MIATBEPANIIO 3JAaTHICTh CHCTEMH e(EeKTHBHO pearyBaTé Ha Kibe-
PIHLIIMAEHTH B IT'SATH CLEHApIsLX, 30KpeMa, I Yac MIKOBUX HAaBAaHTAXEHb, KOJIN
pi3ko 3poctae yacrora brute force Ta SQL-injection arak (puc. 3). AHamiz pe-
3ynbTaTiB (Tabm. 1) 3acBimgumB, MO BIpOBaKeHHS MOHITOpHHTY, 2FA Ta pesep-
ByBaHHsI 0231 JaHUX CYTTEBO IJBHIIMIO KiOEPCTIMKICTh CHCTEMHU, CKOPOTUBILU
Jac BUABJICHHS Ta BIAHOBJICHHS ITICJIS IHIIMIECHTIB.
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Pucynok 3 — Heatmap wacroTu arak

Tabmumg 1. ITopiBRANBHI MOKA3HUKH e()eKTHEHOCTI
KiOep3axHIIeHOCT] Ul Pi3HHX CIIeHapiiB

Coenapii MTTD (c) | MTTR (c) | ASR
BazoBuil 9,6 7.2 0,64
MoHITOpHHT 3.4 7.2 0,64
2FA 3.4 7.2 0,87
Peseppysanua BJT | 3.4 3.4 0,87

MTTD (¢) — uac sunsiettn, MTTR (c) — uac sidnosnenns,
ASR — wacmxa safiroxosanux amax

Y pes3ynbTaTi ZOCTiIKEHHS po3p0o0JIeHO METOANKY IMiTaIliifHOTO MoJie-
JIIOBaHHS KiOep3aXHIEeHOCTI HaByalibHO-MeToauyHoro komiuiekcy (HMK) y
cepemoBuiii Python + SimPy, 1o 103B0JIsIe BIATBOPIOBATH CIICHAPIT aTak i Bij-
MOB 0e3 pU3MKY Ul peasibHOi iHdpacTpykTypr. OTprMaHi METPUKH MATBEPIH-
71 e()eKTUBHICTh MOHITOPHHTY, ABO(GAaKTOPHOT aBTeHTU(IKAL[IT Ta pe3epByBaHHS
0a3u manmx. IMiTamifHU TiIXiM JOBIB CBOIO MPHUIATHICTH IS BUSBJICHHS Bpas-
JIMBOCTEH, TOPIBHSIHHS KOH(]Irypaimiii Oe3neku Ta MifBUIIEHHS KibepcTidkocTi
OCBITHIX CHCTEM.
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KIBEP3AXUCT MIKPOCEPBICHOi“IIOT-APXITEKTYPI/I
BUPOBHUYINX IHOOPMAINIMHUX CUCTEM
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Yasana IAHOBUK “, bornana ®EJIMHA ", [liana PIBHSAK
1 . o o . . .
Jlvsiscoruil Oepoicagnutl yHieepcumem Oe3nexu HeummeOisiibHOCH,
2 . o . . . .
Hayionanvuuii ynieepcumem «JIo8iscoka nonimexnixay

Anomauisa. Posenanymo nioxio 0o kibepsaxucniy supooHuuux ingopmayitinux cucmem
Ha ocHosi mikpocepeichoi apximexnypu IloT. 3anpononosano 6azamopisnegy mMooens, ujo no-
eonye VPN, TLS, Zero Trust Policy Engine, konmeiinepry 1301yit0 ma MOHIMOPUHS 3 AyOUMoM.
Taxuii nioxio 3abe3neyye 3axuweHe nepeoasanHs OaHUX, agmMeHmugIKayiio cepeicie i KOHMpPoOIL
1n06ediHKu KoMnoHenmis. Modenv ¢hopmye eOunuUll 3aXUCHULL KOHMYDP IO CEHCOPIB 00 XMAPHUX
cepeicie, NiosuUIoUU CIILIKICMb i 006IpY 00 NPOMUCTIOBUX OAHUX.

Kmiouoei cnosa: xibepsaxucm, loT, mikpocepsicha apximexmypa, Zero Trust, TLS,
VPN, konmetinepna be3nexa.

Abstract. The approach to cybersecurity of industrial information systems based on a
microservice IloT architecture is considered. A multilayer model is proposed that combines VPN,
TLS, Zero Trust Policy Engine, container isolation, and monitoring with auditing. This approach
ensures secure data transmission, service authentication, and component behavior control. The
model forms a unified security contour from sensors to cloud services, increasing resilience and
trust in industrial data.

Keywords: cybersecurity, 10T, microservice architecture, Zero Trust, TLS, VPN,
container security

CyuacHi BHpoOHHMYI cHCTeMH TepeXxoniTh Ao apxirekrypu lloT, me cen-
COpH, KOHTPOJEpPH Ta aHAIITHYHI MOXIYIi B3aEMOJIIOTH Yepe3 MiIKpocepBicHI
iHTepdeiicu. Taka mereHTpami3alis MiIBUILYe THYYKICTh, aje i 30iIbIIye pu3u-
KA — BIJ IOCTYITy A0 JAaHWX CEHCOPIB JI0 aTak Ha KoHTeitHepH. Tpamumiiiai 3a-
cobu, sk VPN um TLS, 3axumaroTs jJuiie KaHaTd 3B’A3Ky, HE KOHTPOJIOIYU
JIOBipy MK cepBicamu. ToMy akTyaJlbHUM cTa€e OaraTopiBHEBHUH Mminxifg 1o Kibe-
p3axucTy 3 ypaxyBaHHSM KOHTEKCTY B3a€EMOJii eneMeHTIB. BukopucraHHs
MPUHLUIY security-by-design mo3Bosisie BOYZOBYBAaTH 3aXHCT y MiKpOCEpBICH,
API-utr031 Ta MONITHKY AOCTYIY, MOETHYIOUH MU(PPYBaHHS, KOHTPOIb pecyp-
CiB 1 BUSIBJICHHSI aHOMAJTii.

YV npomucnoBux cucremax [loT Oesmeka oXorutoe Bei piBHI — Bi CEH-
COpIiB JI0 XMapHHUX cepBiciB. Buicoka B3aeMOTOB’sI3aHICTF KOMITOHEHTIB, HWHA-
MigHe MacmTaOyBaHHS KOHTEHHEpIB 1 BHKOPHUCTAHHS BIIKPHUTHUX MPOTOKOIIB
(MQTT, REST API) cTBOpIOIOTh HOBiI BEKTOPH aTak, HEAOCTYITHI I KJIacH4d-
HUX METOJIB 3aXucTy. OCKUTbKH KOKEH MIKPOCEPBIC Ma€ BJIACHI MOJITUKH JI0C-
TyIy Ta aBTOHOMHE PO3TrOopTaHHs, eQeKTHBHUI Kibep3axucT NoTpedye KoMILIe-
KCHOTO TIIXOMY, IO MOEAHYE MEPEIKEBI, MPUKIIAAHI Ta TOBEIIHKOBI TEXHOJIOTT

[1].
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bazosumu Mexanizmamu 3axucty B IloT-cucremax 3amumarorsest VPN i
TLS Texnomnorii. VPN 3abe3neuye cTBOpEeHHs 3aXWIIEHUX TYHEIIB MDK By3Ja-
MU, 30JIAIIF0 Bif MyONIYHIX MEpeXk 1 3aXHUCT ympaBliHChKHX koMaHA. CydacHi
pimensst (WireGuard, OpenVPN) Big3HauaroTbCs BHCOKOO MBUAKOMIEIO0, OTHAK
HE YCYBAalOTh PH3HMK BHYTDIIIHIX aTak, TOMY BHKOPHCTOBYIOTHCS SIK YaCTHHA
OararopiBHeBOTO 3axucTy. TLS rapanTye KOH(QIACHIIHICTS 1 aBTEHTHYHICThH
JAHUX y MIiKpocepBicHHX oOMiHax, 30KkpeMa uepe3 ceprudikatu X.509. Moro
peanizanis y 6pokepax MQTT uu API-uuto3ax notpeOye HalIe)HOTo KepyBaH-
HS KJIFOYaMH Ta poTauii cepTudikaris, iHaKIIe MOXKJIMBE CTBOPEHHSI JIHIIIE LU1r031]
Oe3riexy 6e3 GaKTHYHOTO KOHTPOJIIO IIeHTHYHOCTI [2].

Konnenmist Zero Trust Architecture (ZTA) ycyBae noBipy 3a 3aMOBUY-
BaHHSIM: KOJKCH 3allUT aBTEHTU(IKYeEThCS i aBTOPU3YETHCS HE3AJIEKHO BiJl IKe-
pena. ¥ IloT ne o3Hauae muQpoBy IIEHTHUHICTD TSI KOXKHOTO CEHCOpa, LT3y
YH CepBiCy, a pimeHHs mpo Aoctyn npuiiMae Policy Engine, mo 3HmKYye pu3nk
BHyTpimHiX aTtak. KonteitHepna Oesmeka (Docker, Kubernetes, AppArmor,
SELinux, Falco) i3omoe MikpocepBicH I KOHTPOIIOE iXHIO MOBEAIHKY, 3a1mooi-
rarou MoIMpeHHio kommpomeraitid. IDS/IPS ananizyrots Tpadik i BUSIBISIOTH
aHomauii Ha piBHi edge-nipuctpoiB. Takum unHoM, noenHanus VPN, TLS, Zero
Trust, kourteitHepHoi 3ol Ta IDS/IPS dopmye mpoakTHBHY, OaraTopiBHEBY
cucremy kidepsaxucry I1oT.

Bupobunua cucrema Ha 0asi [loT — me OaraTtopiBHEBa CTPYKTYpa, 1
arnapaTHi, KOMyHIKalii{Hi i aHAJTITHYHI KOMIIOHEHTH B3a€EMOJIIOTH Yepe3 MIKpo-
cepBicu. Taka apxiTekTypa MiJBUIIYE THYYKICTh, ajle CTBOPIOE HOBI BPa3JINBOC-
Ti, TOMy 3aXHCT Ma€ OXOIUTIOBAaTH BCi PiBHI. 3a3BH4ail BUOKPEMIIIOIOTH TPH:
MOJTbOBHIA, edge/gateway 1 IieHTpanbHuA. [10Th0BHUIT piBEHh OXOILTIOE CEHCOPH 1
KOHTPOJIEPH, IO IMOTPEOYIOTH JIOKAThbHOTO MH(GPYBaHHA Ta aBTCHTHUQIKAIIil.
Edge-piBenr — nutro3u, 6pokepu MQTT/AMQP i mikpocepBicH, g€ BUKOpHC-
toBytoThcst VPN, TLS, xonTeiiHepHa i3ossmist it Zero Trust. LlenTpansauii pi-
BEHb BKJIOUae aHamiTuky, 6asu manux i SCADA/HMI 3 peanizamiero RBAC,
IDS/IPS ta aynmury. EdexkruBHuii KiDep3axucT NOCATAETHCS JIMIIE IHTErpaliero
LUX PIBHIB — BiJ] JOCTOBIPHOCTI AaHKMX JI0 3aXUIIEHOTO YIIPABJIIHHS.

IMobOynoBa kibep3axucty BupoOHHYOi [loT-cucTeMu MOBHHHA PO3MOYH-
HaTHCs IIe Ha erami ii MPOEKTYBaHHS, KOJIHM BHU3HAYAIOTHCS JIOTIKA B3a€MOJIT
CEepBICiB, KaHAIH OOMIHY JaHUMHU Ta MexaHi3Mu aBTeHTH(ikarii. Konmemis
security-by-design nepen6adae interpauito Oe3neKn He K JOJATKOBOTO MOJIY-
751, a SK HEBiJ’€MHOI YaCTWHH apXiTeKTypH — i3 3aKJIaJEeHUMH MOJITUKaMU
mudpyBaHHs, KOHTPOJIIO JAOCTYIy Ta MOHITOPHUHTY. Y MeKaX 3alpoIrOHOBAHO]
Mozeni Kibep3axucty MikpocepBicHOT IloT-apXiTeKTypu BHKOPHUCTOBYIOTBHCS
B3a€MOTIOB’sI3aHi PiBHI Oe3mekH, sSKi GOPMYIOTh €IUHY 3aXHCHY OOOJIOHKY CHC-
temu: VPN, TLS, Zero Trust Policy Engine, koHTeitHepHa i30Jisi11isi Ta MOHITO-
puHr i ayaut (puc.l).
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MonboBwuii piBeHb (ceHcopwm, Edge VPN LS Zero Trust
po60oTu, KoHTponepm) Gateway Policy Engine

Basu ApminictpaTop / ¢ AHaniTMYHa ¢ MoHiTopuHr | KoHteliHepHa
AQHUX SCADA nnardpopma iayaur [ isonauis

Pucynok 1 — Mogens kibep3axucry mikpocepsicHoi [loT-apxirekTypn

[epmmii pisers VPN GopMmye 3axuieHnii TYHETh MiXK BY3JIaMH Ta Cep-
BEpaMH, 3aro00irae mepexoIuieHHIo Tpadiky i rapanTye Oe3nmedHuil TOCTYII de-
pe3 myomiuHi Mepexi. i mpoMHUCIOBHX CHCTEM €(DEeKTUBHUMH € JIETKOBAaroBi
npotokosin WireGuard ado OpenVPN. Jlpyruii pisear TLS 3abe3neuye -
pYBaHHS JaHUX 1 B3a€MHY aBTeHTH(IKaIit0o MIKpOCEpBICiB, a IeHTpai30BaHa
cucrema PKI 3 porariiero cepTudikariB rapaHTye IUTICHICTh SK 30BHIIIHBOTO,
Tak 1 BHyTpimHboro Tpadiky. Tperiii piBerb Zero Trust Policy Engine xonTpo-
JIFOE JIOCTYII, TEPEBIPSIOYM KOXKEH 3aIllUT 32 KOHTEKCTOM 1 CTaHOM IPHUCTPOIB,
o 3aro0irae BHYTpIIIHIM 3arpo3am. YerBepTuil piBeHb KOHTEHHEpHA i30JIs1Iis
3a0e3neuye Oe3redHe BUKOHAHHS MIKPOCEPBICIB 4epe3 OOMeXeHHs IpHBiIeiB,
KOHTPOJIb PECypCiB 1 mepeBipKy 00pa3iB, 3amo0iraloyn MOMMPEHHIO aTaK MDK
KoHTeiHepamu. [’ Twii piBeHbh MOHITOPHHT 1 ayUT 3AIHCHIOE TOCTIHHUH aHAaTi3
moBeniHku cucteMu 3a momomoroto IDS/IPS i SIEM, dopmyroun 3BOpOTHHIT
3B’s130K 13 Policy Engine s amanrartii momitik 6e3mekn B pealbHOMY daci.

[IpencraBnena monens kibep3axucty mikpocepBicHoi [loT-apxitekrypu
3a6e3neqy€ Oe3neuny B3aeM0)1i}o MOJILOBUX TPUCTPOIB, ILIIO3IB 1 aHANITHYHUX
cepaiciB. Bona 00’ elHye I ’ATh puana — VPN, TLS, Zero Trust Policy Englne
KOHTEHHEPHY 130JIA1iF0 Ta MOHITOPUHT — Yy €IMHUN 3aXUCHUH KOHTYp Bia 300-
py naHux 1o ynpasiinHs npouecamMu. VPN i TLS rapanTytoTs 3axuiieHe nepe-
JlaBaHHsI 1aHuX, Zero Trust KOHTPOJIOE TUHAMIYHHUN JOCTYII, KOHTEHHEpHa i30-
Jsi0is 3ano00irae MOMMPEHHIO aTak, a MOHITOPUHT 1 ayAuT 3a0e3nevyloTh I10C-
TiHWA KOHTPOJNb. Taka IHTErpoBaHA CTPYKTypa IMIABHIINYE CTIHKICTh, KEPOBa-
HICTP 1 JOBIPY IO MPOMHCIOBUX JaHUX 0Oe3 moTpeOu CKIIagHOT ICHTPaTi30BaHO1
TepeBipKu
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besnexa: oceima, Hayka, mexuikay, 2025. 4(28), c. 307-320. URL:
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2. Zhukabayeva T. et al. Cybersecurity Solutions for Industrial Internet
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ZERO-KNOWLEDGE-MEXAHI3M HNIATBEPAKEHHS ITPAB
JOCTYIIY Y XMAPHHUX CEPBICAX

Merpo METPIB, Isan OIMIPChKUM
Hayionanvuuii ynisepcumem «JIogiscorka nonimexnixa»

Jocniooiceno nepedosi mexauizmu KOHMPOo OOCMYNY 8 XMAPHUX CepedosUax Ha
OCHOBI  MPOMOKONi6 3 HYMbosumM poseonowenusim (ZKP). Ilpoananizoeano 2ibpuoni
apximekmypu, wo inmezpyioms ZKP 3 610Kyeinom, 20MOMOpGHUM WUPPYEAHHAM MA
Merkle-oepesamu ons 3abe3neuenns kongioenyiinocmi, yinicnocmi 0anux ma egexmusHoi
aemenmugpixayii, cnuparouuce na akmyanvHi docniosxcenns 2024-2025 poxis.

Kuniouosi cnosa: xmapni cepsicu, 6esnexa, konmpons docmyny, Zero-Knowledge
Proof, ZKP, 6noxuetin, comomoppe wugpysanis

Advanced access control mechanisms in cloud environments based on Zero-
Knowledge Proofs (ZKP) are investigated. Hybrid architectures integrating ZKP with
blockchain, homomorphic encryption, and Merkle trees are analyzed to ensure
confidentiality, data integrity, and efficient authentication, drawing on current research
from 2024-2025.

Keywords: cloud services, security, access control, Zero-Knowledge Proof, ZKP,
blockchain, homomorphic encryption

MeTol0 1BOro JOCHIKEHHS € aHali3 Ta CUCTeMaru3allis Cy4acHHX
MAXOMIB 10 peamizamii MeXaHi3MiB MIATBEPIKEHHS IpaB JOCTYIY y XMapHUX
cepBicax 3 BHKOPHUCTAHHSM IIPOTOKOJIB HYJIbOBOro posrosonieHHs: (ZKP), 3
aKIIEHTOM Ha MePeBaru Ta BUKJIUKH TIOPHIHHUX apXITEKTYP.

Y cydacHOMy cBiTi XMapHi OOYMCIEHHS CTaJd OCHOBOIO IH(PPOBOL
iHppacTpyKTypH, TpOTe BOHM HECYTb 3Ha4yHI pPHU3MKH, TIOB'3aHi 3
[IEHTpaNi30BaHUM 30epiraHHsAM JaHUX Ta aBTeHTH(]ikamiero. Tpamumiitai
METO/H, 10 BUMAararoTh Iepeaadi maposiB abo KII0YiB, € BPa3IMBUMH 10 aTak
TUNY <JTIOJMHA TOCEPEINHID, (QIIIMHTY Ta aTak Ha OCHOBI CKOMIIPOMETOBAaHUX
obnikoBux nanux (credential stuffing). TexHosorist nOBeAeHHS 3 HYJIBOBHM
posronomenasm (Zero-Knowledge Proof, ZKP) — kpumnrrorpadivunuii mpoTokol,
0 J03BOJSIE OMHIM CTOPOHI (JOBOKYBauy) IEPEeKOHATH IHIIY CTOPOHY
(BepudikaTopa) B ICTHHHOCTI TBEPHKCHHS, HE PO3KPHBAIOYH  IKOIJHOI
JMOMATKOBOT iH(oOpMarii, OKpiM camoro (axkTy ICTHHHOCTI — MPOIOHYE
KapJMHAIBHO HOBMH MinXig 1o 1i€i mnpoOiemMu. AKTyanbHICTh TEMH
IIAKPECTIOEThCS MTPOTHO3aMH aHANITHKIB, 3TigHO 3 skumH 10 2025 poky 30%
BEJMKHUX ITIIPUEMCTB TOYHYTH BIpoBapKeHHs ZKP nist apTeHTH(iKAaIii.

3acrocyBanHs ZKP y XmapHUX cepBicax JmO3BOJISIE KOPUCTyBadam
MATBEP/KYBATH CBOi IpaBa JOCTYIY, HE PO3KPHBAIOYM NPU IIBOMY CaMHX
obnikoBux nanux. Lle cTBoproe HaflitHy cucTeMy, Jie Bepudikailis BigOyBaeThCs
Ha OCHOBI MaTeMaTW4HOTO J0Ka3y, a He Ha JOBIpi /0 LEHTPATI30BaHOTO



«[HO®OPMAILIMNHA BE3IIEKA 417
TA IHOOPMAIIMHI TEXHOJIOTI Ti»

mpoBaiinepa. CydacHi gocmimkeHss [1-5] 3ocepemkeHi Ha po3po0mi TidpuIHIX
apXIiTeKTyp, sKi noeanyoTs ZKP 3 iHIIMMHU IepeJOBUMH TEXHOJIOTISIMU, TAKUMHU
gk OnokueitH, romoMopdue mmdpyBanus ta Merkle-nepeBa, st CTBOpEHHs
KOMIUIEKCHUX, OararomiapoBux cucteM Oesmeku. Taki iHTerparii J03BOJISIOTH
HIBEJIFOBATH HEJOJIKM OKPEMHMX TEXHOJIOTIH Ta TOCHJIMTH iXHI IepeBar,
CTBOPIOKOYM CHHEPIeTHYHUI e(DEeKT.

Y paMkax JOCHDKEHHS PO3IVISIHYTO JEKiUIbKa KIFOYOBHX TIOpUIHHX
mozeneit. Inrerparist ZKP 3 GrokdeiHoM, sk Tokasano B cucremi ZKBAR-V [1],
JIO3BOJISIE  CTBOPIOBATH JICIIEHTPATi30BaHI Ta HE3MIHHI CHUCTEMH YIPaBIIHHA
imerTudikarmiero 3a moromororo zkEVM cmapt-konTpaktiB. [loemnanns ZKP 3
Pedersen Commitments [2], sKi € aIUTHBHO TOMOMOP(HHMH, 3a0e3Ileuye
eexTrBHY BepH(DIKAIlO IUTICHOCTI BEIMKAX OOCATIB JaHUX CTOPOHHIMH
ayauTopamu 6e3 poctyiry o camoi iHdopmartii. Kombiraris ZKP 3 romomMophHIM
mmdpyBanHsIM [3] BiIKpHBaE MOXJIIMBOCTI Juisi O€3MEYHMX OOYMCICHb Hal
3amu(ppOBaHUMH JAHWMH, HANPUKIAA, Ui KOH(MIOEHIIHHOI AeAyInliKarii, mo
3MEHIITye HABAaHT)KEHHsI Ha CXOBHILE NpoBaiiiepa. [ nminBuieHHs eheKTHBHOCTI
MIPOTIOHYEThCS THTETrparlisi aBTeHTH(DIKAIT Ta KOHTPOJIIO JOCTYITY B €IMHUIA MOJIYJIb
3 BukopuctanusiM Merkle-nepes [4], 1m0 103BoJIst€ €EKTUBHO JIOBOIUTH HAsSBHICTH
MEBHUX TpaB JOCTYIy, HE PO3KPUBAIOYM Bech ix mepenmik. Jlms HagifiHOCTI B
PO3NONUIEHNX CHCTEMax, IO BKIIOYAIOTH TYMaHHI OOYMCICHHS, Mozenb [5]
BUKOPHCTOBYE IIO€HAHHS OJNIOKYEHHY Ta TIOpPUIHMX aITOPUTMIB MIM(PYBaHHS
(ECDH Ta SHA-512), 1110 3MEHIIye 3aTPUMKH TIPH 00pOOITi JaHHX.

KirouoBi xapakrepuctuku ZKP-cucrem y XmMapHHX cepBicax 0a3yroTbcs
Ha TpeOX (yHIAMEHTATbHHUX BIACTUBOCTIX. [lo-mepmie, KoHGimeHIIHHICTH
JIOKa3y TapaHTye, IO CHCTEMa J03BOJIse BepH(iKyBaTH MpaBa JOCTYILy 0e3
pPO3KpUTTS Oymb-skoi KoHGimeHIiitHOI iH(opMallii, HampuKIag, IOBOIUTH
JNOCSTHEHHSl IIOBHOJITTS, HE PO3KPHBAIOUM JaTH Hapo/uKeHHs. Ilo-npyre,
LiTiCHICTh Bepudikaiii 3a0e3neuyeTbesi KpUnrorpadiyHo0 MPUPOIOI0 JOKa3iB,
0 YHEMOJJIMBIIOE iX MigpoOKy abo Mommgikallifo, TapaHTYIOUd, 10 TLTbKH
JETITHMHUHA ~ KOpPUCTYBad MoOKe mpoWTH  aBTeHTH(ikamito. [lo-Tpere,
JIEIIeHTpaTi30BaHa J0Bipa, 0coOIMBO TpW iHTErparii 3 OIOK4YEHHOM, ycyBae
HEOOXITHICTh Y LIEHTPaJIi30BaHOMY OpraHi, 10 Kepye JOBIPOI0, PO3MOAUIAIOUH il
MDK yJaCHHKaMH MepexXi Ta yCyBaloUu €IMHY TOYKY BiIMOBH.

[TepeBaru BukopuctanHs ZKP a1 KOHTpOJIO JOCTYIy € 3HAUYHHMHU.
HaifBaxx/IMBIIIO0 € HAAIHHUI 3aXUCT BiA KPAADKKK OOMIKOBUX JaHUX, OCKUTBKU
CEKPETHI JJaH1 HIKOJIN He IePeIaloThCs Yepe3 MEpexXy, PU3UK iX IMepeXOIUIeHHS
3BOAWTHCS A0 MIHIMyMy, Ha BiIMiHYy Bix cucTeM, 1o 30epiraroTb HaBiTh
xemoBaHi maponi. Ile Takoxx 3a0e3medye BIiONOBIOHICTE CTaHOapTaMm
koHGineHniitHOCTI, TakuM sk GDPR Tta HIPAA, ockimeku ZKP-mexaHi3Mu
peani3yloTh MPUHIUI MiHIMi3anii JaHWX, 0OpOOIAIOUN JIMIIE TOKa3, a He cami
repcoHabHI qaHi. Hapemrri, Takuii minxin Bege 10 3MEHIICHHS MOBEPXHI aTaKH:
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OCKITBKM Ha cepBepi He 30epiraloTeCsi CEKpeTH KOPHCTYBadiB, HOTO
KOMIIpOMETAllisl He TIPU3BEJIE JO MaCOBOTO BUTOKY OOJIIKOBUX JIaHUX.

Orxe, BropoBakeHHA ZKP-mexaHi3MIB € CTpaTeriuHo BaKIUBUM
KPOKOM JUISl TABMIINEHHs Oe3leKkn XMapHHX cepBiciB. ['iOpumHi apxirekTypw,
o noexHyoTh ZKP 3 610k4eiiHOM, ToMOMOpGHUM MIH(PYBAHHSIM Ta IHITUMU
KpunrorpapigHUMH IHCTPYMEHTAMH, CTBOPIOIOTH HAaJiliHY, 0aratomapoBy
CHCTEMY 3aXHUCTYy, siKa BIAIIOBiJla€ Cy4aCHUM BHMOT'aM JI0 KOH(IJEHIIHHOCTI Ta
muricHocTl JaHuX. He3Bakarounm Ha Takl BHUKIHKHA, SK OOYHCIIOBaJbHA
CKJIQIHICTh Ta PO3MIp JIO0Ka3iB, OCOOIMBO Ul HEIHTEPAKTHBHHUX IIPOTOKOJIB
tuny zk-SNARKS, mo BuMararmoTh JOBipeHO1 MOYaTKOBOi ycTaHOBKH (trusted
setup), nepeBarn ZKP poOisATh iX KITIOYOBOIO TEXHOJOTIE I TOOYIOBU
noBipeHnx nuppoBUx ekocucreM. I[lomanpini MOCTIIKCHHS MOBHHHI OyTH
CTIpsIMOBaHI Ha ONTHMI3alil0 MPOJYKTHBHOCTI, 30KpeMa dYepe3 pPO3BUTOK
NpO30pUX Ta MAaCHITA0OBaHUX MPOTOKOJdiB, Takux sk zk-STARKS,
crangaptm3amito APl mns iHTerpamii Ta po3poOky kBaHTOBO-cTiikmx ZKP-
QITOPUTMIB JUIs npoTuAii MaiOyTHiM 3arposam. lle Bigkpue nmisx mo ix
LIMPOKOTO 3aCTOCYBaHHS HE TUIBKM B XMapHHX cepBicax, ajne i y cdepax
Iarepuery peueii (IoT), nudpoBux ¢iHaHCIB Ta EIEKTPOHHOIO T'OJIOCYBaHHS,
CTBOPIOIOYHM HOBI Oi3HeC-Mo/1eli, 3aCHOBaHI Ha JI0Bipi Ta MepeBiplli TaHuX.
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KOHIEINNIA IOKPAIITEHHSA 3AXUCTY AHOHIMHOCTI
KOPUCTYBAYIB MEPE’KI TOR YHEPE3 3ACTOCYBAHSIH
JOJATKOBOI'O ITAPY 3AXHUCTY TA TEXHOJIOI'TI BJIOKYEUH

Bacuas HIOBEPEKHUK', Ian ONIPCHKHIT',
Baxepist BAJTALIbKA?
1. Hayionanvnuil ynieepcumem «Jlv6iecoka nonimexuixka»
2. Jlvgiecoruil OepocasHuil yrnieepcumem Oe3neku JHeummeodisibHOCmi

Anomauia. Pozensnymo xonyenyiio memoody nOKpaujeHHs 3aXUcmy anoHiMHOCI
Kopucmyeauie Mmepedxci Tor, uyepes 3acmocyéanHs O000aMKO8UX wiapie 3axucmy ma
MPau3umHoi MouKu, AKA NOGUHHA PO3PUSAMU  MOICIUGL 3N06MUCHI  MAPUPYMU.
3anpononosano 3acmocyeanns mexnonocii 6roxuein 01 3abe3neuenHs 30epediceHHs
npo3opoi ma cmitikoi’ 00 nidpoboK iHGopmayii npo 8y3au 3aXUcmy, K 3aCMoOCo8YIOMbCsl
y cucmemi

Knwuoei cnoea: oOnoxueiin, Tor, aHonimuicmy, npusamuicms, 6azamouiaposa
Mapupymusayis.

Abstract. The concept of a method for improving the protection of the anonymity
of the Tor network users is considered, using additional layers of protection and a transit
point that should break possible malicious routes. The use of blockchain is proposed to
preserve the transparent and tamper-resistant information about the protection nodes
used in the system

Keywords: blockchain, Tor, anonymity, privacy, onion routing.

[TpuBatHiCT, Ta aHOHIMHICTP KOPUCTYBAa4iB € BaXJIMBHM aTpUOyTOM
KOPUCTYBa4iB pI3HUX CEpPBICIB y Mepexi. 3a JO0NOMOroio pi3HHX CEepBiCiB
3a0e3reuyeHHs aHOHIMHOCTI Ta NPUBATHOCTI, KOPHCTYBadiB HaMararTbCs
3aXHCTUTH CBOIO TIPHBATHICTH B MEPEeXi, OOIMTH PI3HOTO poay OOMEXKCHHS Ud
3aXMCTUTH BIACHI TEpPCOHANBHI [aHi, Big HagMipHOro 300py UM
HECAHKITIOHOBAHOTO BUKOPUCTAHHS 31 CTOPOHH IIPOBAiIepiB PI3HUX CepPBicCiB.

OpmanM 13 croco0i 3aXKUCTy BIACHOI IMPHBATHOCTI € BUKOPUCTaHHS MEpexi
Tor. Llg TexHOJOTIsA 103BOJISIE 3a0e3MeuyBaTH 3aXUCT aHOHIMHOCTI KOPHCTYBadiB,
yepe3 BCTAHOBJICHHs OaraTomapoBoi MapLIpyTH3alii MDK By3laMH MEpexi.
HailimeHIIoro KUTBKICTIO BY3JIB, Ui BCTAQHOBJICHHS 3aXHUILIECHOTO 3’€IHAHHS 13
3aCTOCYBaHHSIM Mepexi Tor € Tpu By3ITH: BXIHHNA, POMDKHHH 1 BUXIIHHH.

OpHak, 3aCTOCYBaHHsS TaKOro IAXOAY HE € TapaHTIi€l0 30epekeHHS
AQHOHIMHOCTI, OCKUIBKH ICHYE psiJi aTaK Ha KOPUCTYBa4iB MEpPexi, IKUH 103BOJISIE
JleaHOHIMI3yBaTH KopHcTyBada Mepexi. Hampukian, 1o3Bosisie BCTaHOBIIIOBATH
0co0y KOpHCTyBaua MUIIXOM 3aCTOCYBAaHHS PI3HUX JICAHOHIMI3yIOUMX 3ac00iB,
HAIPHUKIAA aHaJi3 BXTHOTO 1 BUXITHOTO Tpadiky, BUKOPHUCTAHHS 3JOBMECHIX
By3miB Tomo [1]. Takox HemomaBHO Oyino TMPOJEMOHCTPOBAHO TEXHIKY, SIKa
JI03BOJISLIA HE TUTBKHM BU3HAUYUTH KOPHCTYBaya, SIKHH KOPHCTYETHCS MEPEXKEI0, ale
¥ i3 [OMOMOTrOI0 3JIOBMHCHHX BY3NIB pO3pHBATH 3axHIIeHE 3’€QHAHHA 1
CIIpSMOBYBaTH Tpadik Ha MAPIIPYT, IKUI € KOHTPOJILOBAHUM 3JIOBMHUCHHKOM [2].
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OpuuM 13 mpuHIUIIB Tor € 30epeskeHns iHpopMartii po BUXIIHI BY3IH Y
BIIKPUTOMY JIOCTYIIi, IO JO3BOJISIE 37IOBMUCHHUKY 0e3 Oy/Ib-sIKHX TEPEIIKO, 110
CIIPOLIYE aTaKu Ha IIi BY3JIM, IXHE IIEH3ypyBaHHSA TOLIO. XO0Ya caM ITAXiX OO
BIOKPHUTOCTi € OJHUM i3 KIFOUOBHUX acleKTiB Mepexi Tor, skuil 3 0THOTO OOKY
MOKIMKAHAN TMIIBUIINTH JOBIpY IO MEpexXi, a 3 IHIIOTO — € BaXJIMBUM
(yHKIIOHATTBHAM aCIIEKTOM, OCKUTBKH IS BIAKPHUTICTH BY3IIIB € HEOOXITHOTO [UIs
3a0e3[eYeHHs] BCTAHOBICHHS MAapIIPYTy MDK BY3JaMH, KOPUCTyBadeM Ta
Toukot mnpusHadeHHs [3]. IlpoTe Taka BIIKPUTICTH MOXE CTaTH CBOEPITHUM
“modus operandi”’, 1m0 MOXe MPHU3BECTH JO KOMIIPOMETAIlil 3’€IHAHHS Ta
MOJIAJIBILIOT aTaKK HA KOPUCTYBaya, IIeH3ypyBaHHs, JeaHOHIMI3alii To1IO.

3BakalouM Ha IIe, MOXXKHA BBAXKATH, 110 KPUTHYHUMH TOYKAMH y TaKiil
CHCTEMI € BY30J BXOJIY Ta BHXOJY, OCKUIBKH IEPIINI 3Hae iH(OpMAIlO Mpo
KOpUCTYBa4a, a OCTaHHIi — HpO TOUYKy Npu3HadeHHs. Omnuparodyuch Ha Ig,
MOJKHA PO3pPOOHTH KOHIICTIIIIO 3aXHCTy Bill 3IOBMHCHUX BY3IiB, sika O Moria
NPOTHIIATH 3rajaHiii Bpa3nuBocTi. OCHOBHA ifes NPONOHOBAHOTO METOIY
MOJIATAa€ B TOMY, IIO JJIS 3aXHUCTY 3 €IHAHHS 1 CaMOro KOPUCTyBada HEOOXiTHO
BCTaHOBUTH [JOJATKOBHII IIap 3aXHCTy Ta TOYKY PO3PUBY MapIupyTy, IO
CXEMAaTUIHO 300pa)KeHO Ha PUCYHKY 1.

; lap 3axucrty Ly
BXOJTY }
Kopuctysau
IMap po3pusy
Touka W ap zaxucty MepesxaTor
NPU3HAYCHHS BHXOMY

Pucynok 1 — CxemarnuHe 300pakeHHs METO/Ly i3 3aCTOCYBAaHHSAM PO3PHUBY Ta
JIOJIATKOBUX HIAPIB 3aXUCTy

besneka mapiB 3axucTy MOBHHHA 3a0e3MeUyBaTUCS 4Yepe3 3aCTOCYBAHHS
TEXHOJIOTil OJOKYEHH SK PeecTpy JOBIPEHUX BY3IIB: BY3JIM BXITHOTO 1 BHXiTHOTO
mapy 30epiratoth iH(GopMarliro mpo cede y Mepexi OJ0KUIelH, 0 JO3BOIUTH TOYHO
BIEBHUTUCS B aBTCHTUYHOCTI BY3Ja, a BY30Jl PO3PHBY CIIYTy€E Uil 3aXUCTY Bill
3JI0BMHCHOT BUXIJTHOT TOYKH, OCKUIHKM BIiH BUKOHYE POJIb TPAH3UTHOI TOUKH, SIKA €
OJTHOYACHO KIiHILIEBOIO TOYKOIO JUISl OJJHOTO MapIIpPYTy 1 TIOYaTKOM HOBOTO, SIKWI
Oyze BecTH 710 3a mapy BUxoay 3 Mepexi Tor. OTke cyTb MiIXOIy MOJSITAaE B TOMY,
o0 aHOHIMI3yBaTH KOPHCTYBaya IIe 10 BX0Oay B Mepexy Tor, a Takox po3ipBaTu
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MOXKJIMBE 3JIOBMUCHE 3’€JHAHHS Yepe3 CTBOPEHHS JBOX MapIIpYTiB, J¢ BXimHa i
BUXIHA TOYKH € HANIHHUMH. 3aCTOCYBaHHs OJIOKYCHHY B TakoMy IMiIXOIi €
BaKJIMBHM, OCKUTBKU caM BiH JO3BOJIATH 3a0€3MCUnTH HafiiiHe 30eperkeHHs JaHUX
PO BY3JIH, Yepe3 CBOi BIACTHBOCTI 30epekeHHs iH(popMaIlii y He3MIHHOMY BHUIJISII
Ta 1mpo3opicTh [4]. Takok TPOMOHYETHCS 3aCTOCYBAHHS TiOPHIHOTO MIiOXOIy, e
B3 0O0poOstroTh  iH(opMmartifo mimxomom off-chain, ockinmpkm  06poOka
iHdopmartii Benmukux o0csriB a00 YyTIAMBOI O 3aTPUMOK € HETOIUIFHOIO Y CAMOMY
OmoKueitHi [5].

ApryMeHTOM JUls 3aCTOCYBAHHSI TaKOi KOHLENIIi € Te, 10 BOHa MOXe
BUKOPHCTOBYBAaTH yX€ I'OTOBY IH(QPACTPYKTYpy, SIK OT NyONIYHHMH OJOKYEiH,
Hanpukinan Ethereum, Solana tomo, Ta Mepexy Tor, sika € pO3BHHYTOIO
JI03BOJIsIE 0OPOOIATH BITHOCHO BENUKi 00’ eMu Tpadiky HaHUX.

Takox 1IsI KOHIICTIIisT Ma€ i CBOI HEHOJIKH, sIKi MOXYTh CTaTH Ha 3aBaji
peamizamii cCHCTeMH, OTHAM 3 HHUX € HEOOXINHICTh MINTPAMKHA POOOTH BY3IIB
MIPOTIOHOBAHOI CHCTEMH, OCKUIBKM BOHA IOTpeOyBaTMMe JUIsi CBO€I pOOOTH
MTOCTIHHOTO OHOBJICHHS AaHMX B MepeKi OJOKYEH Ta OOCIyroBYBaHHS CaMHX
BY3IIiB.

3BakarouM Ha TepeBard Ta HEIOJIKH, MOXKHa 3pOOMTH BHCHOBOK, IIIO
3aCTOCYBaHHSl 3alpOIOHOBAHOTO IIAXOAY MOXE JO3BOJHTH TOKPAIIUTH
3aXMIIEHICTh aHOHIMHOCTI Ta NPUBATHOCTI KOPHCTYBadiB, a 3aCTOCYBaHHS
riOpUAHUX TEXHOJIOTIH T03BOJISE 3aCTOCOBYBATH CHJIbHI CTOPOHH TEXHOJIOTIH,
SK OT CTIMKICTh Z0 3MiH Ta MPO30PICTh JaHUX Yy OJIOKUEIHHI, Ta HIBEJIIOBAaTH iXHI
0OMe)KeHHSI, SIK OT HU3bKa TOJICPAHTHICTh 10 0OpPOOKM BEJIMKHUX MACHBIB JaHHX
YW BiJHOCHO HM3bKa MIBUAKOAISL. TakoX KOHIEMIS MOTpedye IMOJaIbIIoro
JIOCTIDKEeHHS, 00 NOCTIOUTH JOULUTFHICTh 3aCTOCYBaHHS TaKOTO MIIXOAy Ta
MOJKJINBI IISIXH 3aCTOCYBaHHS.
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BUKOPUCTAHHA CIIABKUX JIJAHIIIO’KKIB MEPEXKEBUX IT'OP
AK TOYKH BXOAY B KOPIIOPATUBHI MEPEXKI

1 < 271y o 1
Houaoraii O.1., “AirkoBcbkuii M.M., T'ymeniok M.P.
1 . o o . . .
Jlvsiscokuil Oepoicagrull yHisepcumem Oe3neKu HeummeoisiibHOCI
2 . o . . . .
Hayionanvuuii ynieepcumem Jlvgiecoka nonimexuixa

Anomauia. Posensoaemvcs Mano0oCniodNceHutl 8eKkmop Kibep3azpos — GUKOPU-
CMAHHA CIAOKUX eNleMEeHmMi8 Mepextcesux i20p AK NOMEHYIHUX MOYOK NPOHUKHEHHA )
Kopnopamugni mepenci. Oxpecieno munosi cyenapii amax, cnocoou MacKy8aHHs WKio-
ausoi akmuenocmi nio icposuti mpaix, a MAKOHC HABEOEHO peKOMeHOayii wooo
MIHIMI3aYil pusuKie i niosuwjents Kibepcmitkocmi.

Kniouosi cnosa : mepedicesi icpu; Kibepzacposu; KOpRopamuena mepesicd; ypasiu-
6ocmi; P2P-3’cOnanns; ieposi mooughikayii; wKioiuse npocpamue 3aOe3nedeHms,;
coyianvHa iHJceHepis; THhopmayiina Oesneka; KibepcmilKicmbv, 6eKMopu amak, KOH-
MPOoIb NPOSPAMHO20 CEPeOosULd.

CygacHi KOpropaTHBHI Mepexi Jefai JacTilmie 3a3HaloTh aTak HE depes
KJIaCMYHI BEKTOPH TPOHWKHEHHS, a dYepe3 MaJONOMITHI MOOIYHI KaHajH,
NOB’si3aHi 3 HU(PPOBOIO MOBEAIHKOIO NpaliBHUKIB. O/HIEI0 3 TAKUX HEHTOOILIHE-
HUX 3arp0O3 € BUKOPUCTAHHS MEPEKEBUX irop, sIKi BCTAHOBIIIOIOTHCS Ha POOOYNX
CTaHIAX a00 3amycKarThCs Yepe3 Opaysep. OCKIIbKU OUIBIIICTE KOMITaHIH HE
PO3TIIIAIOT TEHMIHT K cepiio3Huil (pakTop KibeppH3UKy, iIrpoBi KIIEHTH, CTO-
POHHI JlayHYepH Ta BHYTPIIIHBOI'POBI CEPBICH YacTO 3aJIMINAIOTHCS 11032 YyBa-
rOI0 CHCTEM TEXHIUHOTO 3axucTy iHpopMmarii. Ile CTBOpIOE MOXIHMBICTD IS
aTaKyBaJIbHUKIB BUKOPUCTOBYBATH CJIaOKi KOMIIOHEHTH irop sIK TOUKY BXOAY B
KOpPHOpPATHBHE CEPEIOBHIIIE.

MepexeBi irpu BUKOPUCTOBYIOTH CKIQJHY IHPPACTPYKTYpy: HEHTpaIbHI
cepBepH, peer-t0-peer-mexaHi3Mu, rojioCoBi 4aTH, MOJH, TUTAriHU Ta CTOPOHHI
JayHuepd. BUTbIIICTh 13 MUX KOMIIOHEHTIB HE TPOXOIATh KOMIIICKCHOT TIepeBip-
kn Oe3nexku Ha piBHI kopnoparuBHoro IT. Ha Bigminy Bix 0Oisnec-II3, irposi
MIPOTpaMy YacTo MAlOTh HEpETYJApHi OHOBJICHHS, HEBIIOMI 3aJIe)KHOCTI, CIIAOKO
3axuIIeHi MPOTOKOJIH Mepeadi JaHuX Ta BUCOKUH pIBeHb JOBIpH 3 OOKY KOpHC-
TyBaua, 0 BiIKPUBAE MOAIIMBOCTI JISI 1HIKEKITI] IIKIUTUBOTO KOTY.

B tabnumi 1 moka3zaHo HAHOUTEII MTOMYISIPHI OHJIAMH-ITPH.

Tabmmus 1 — CydacHi oHnaiiH-irpu

HasBa rpu [Tnarhopmu OcobmuBocTi
World of Tanks TIK, koHcoumi, Mo0OinbpHi | Knacuka MMO-TankiB
World of Tanks MoBinsii / konconi Mo6insHi/KOHCONBHI Bepeii
Blitz / Modern WoT
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Armor

World of Tanks: 1K, koucoui (PS5, Hero-shooter y tankoBomy
Heat XSX/S), Steam Deck CETTHHTY

War Thunder ITK, xoHcoTi PearnicTrunmii cCHMyISITOP
Armored Warfare K CyuacHi Tanku + PVE
Enlisted IK Ictopuuni kammanii WWII
Call of War: WWII | Bpaysep I'no6ampHa crpareris/ MMO
Diep.io Bpayszep / MoOUTBHI Jlerka .io-Tpa

BZFlag IK Open-source 3D FPS-tanku
Tanki Online Bpayszep Kacrowmizariist, PvP, iBentn
Modern Tanks TIK (Steam) ApFaZLHHFI Torr-down TaHKo-
(Steam) BH myTep

B cydacHmX KOMIT'IOTEpHUX TOTOJOTISAX ICHYIOTh TaKi TUIIOBI MICIISI TTOTe-
HIIIHHOTO NPOHMKHEHHS B KOPIIOPATHBHY MEPEXKY Uepe3 MEPEKeBi irpu:

1.P2P-3’emHaHHs MDK TpaBLSIMH, SIKI MOXYTh OyTH BHKOPHCTaHI JJISI CKa-
HYBaHHS BIIKPHUTHUX TOPTIB 200 BIIPOBA/UKEHHS €KCIUIOWTIB Ha poOoUi CTaHIII1.

2.IrpoBi MOJ¥ 1 TUIATIHH, [0 YaCTO PO3POOJISIOTHCS CTOPOHHIME MPOrpa-
MicTamu 0e3 ayJquTiB Oe3MeKH; MOIIMPEHHS MOMIB MOKE CTAaTH IHCTPYMEHTOM
MacoBOT'0 3apa)KCHHSI.

3.T'onmocoBi watn Tta VolP-iHTerpamii, ypasmuBi mo arak Ttumy buffer
overflow abo komIpomerallii IPOTOKOJIIB IIepeAaBaHHs T0JIOCY.

4. ®ImMHTOBI BHYTPIIIHBOIPOBI MOBIZOMIICHHS, IO IMITYIOTH OQiIiiH1
HOTU(}IKAIIi Bif IrpOBUX CEPBICIB, CTUMYJIIOIOUHM TpaliBHUKA MEPEXOJUTH 32
HIKIJTABUMH TTOCHIIAHHSIMHU.

5.CropoHnHI TayH4YepH, sIKi 30UPaIOTh TEIEMETPil0, MAIOTh MTPUBLICHOBAHUI
JocTyn 10 (ailyioBoi CHCTEMH Ta OHOBIIFOIOTHCS Yepe3 He3anppoBaHi KaHaH.

6.[TorpanuBimm Ha pobody cTaHmio, mWKimmBe [13 Moxke BUKOpUCTATH ir-
pOBHIT TIpoliec SIK MAacKyBaHHs JJIsl aHOManbHOTO Tpadiky abo lateral movement
ycepenuHi Mepexi.

Jlist MiHIMI3aIil TaKMX 3arpo3 HEOOXIHO JTOTPUMYBATUCS TAKUX PEKOMEH-
Jalii:

1.3a0opoHnuTH 3aIryck irop Ha poOOUYMX CTaHIISIX a0 130JI0BaTH iX y Bip-
TyaJIbHUX KOHTEHHEepax.

2.3acTOCOBYBAaTH KOHTPOJH JOMATKIB 3 WITKUM TMEPEITIKOM O3BOJCHUX
porpam.

3.BuxopucroByBaTH MEpeKeBY CETMEHTAIlif0, MO0 poOodi Miclsd 3 HU3b-
KM pIBHEM JIOBIpH HE MaJIH IIPSIMOT'O JIOCTYITY JIO BHYTPIIIHIX cepBiciB.

4. AXTUBYBATH MMOBEIIHKOBUI MOHITOPHHI Tpadiky, IO JT03BOJUTH BHUSB-
JIATH aHOMaJibH1 P2P-3’eqHanus.
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5.1IpoBoANTH KOPIOPATUBHI TPEHIHTH, JI¢ TPAIiIBHUKIB HABYAIOTh PU3NKaAM
BCTaHOBJICHHSI MOJIIB Ta CTOPOHHIX IaT4iB.

6. AHanmizyBaTu XypHaIH i Ha poOOYMX CTaHINAX depe3 cucremu SIEM
JUTSL BUSIBJICHHS CTIeU(IYHIX TAaTePHIB, TUIIOBUX JUIs irpoBoro [13.

BucHoBku. MepekeBi irpu CTaHOBJISITH MAJIOTIOMITHHUH, aje MOTEHLIHHO
BHCOKOPU3MKOBHI BEKTOP NMPOHUKHEHHS B KOPIOpATHBHI Mepexi. Hezaxuieni
KOMITOHEHTH irpoBoi iHQPacTpyKTypH, 6araTOKOMIOHEHTHI JlayHUepH, MOIN Ta
P2P-mexaHi3MHI MOXYTh CTaTh “‘CIaOKHMH JTAHITIOXKKAMH , 4epe3 sIKi 3TI0BMHC-
HUKH OTPUMYIOTH JIOCTYN JI0 BHYTPIIIHIX cHcTeM mianpuemcrBa. [loexnanus
TEXHIYHUX ypa3IMBOCTeH 1 PHU3MKOBAHOI TMOBEAIHKH KOPHUCTYBAdiB CTBOPIOE
CIIPHUSTIMBE CEPEAOBUIIE ISl IIPOBEJICHHS aTaKk HOBOTO THILY. Y CBIIOMIICHHS
iei poOJieMH Ta BIPOBADKEHHSI KOMIIJIGKCHUX 3aXO/IB KOHTPOJIIO J03BOJIHUTH
CYTTEBO TIIBUIINUTH PIBEHb KiOEPCTIHKOCTI KOPIIOPATUBHOI IHPPACTPYKTYPH Ta
MIHIMI3yBaTH PU3UKH, TIOB’s13aH1 3 BUKOPUCTAHHAM po3BaxkasibHOTO 113 y pobo-
YOMY CepeIOBHIIIL
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MPOTHO3YBAHHSI KIBEP3AT'PO3 YEPE3 AHAJII3 “EMOLIIMHAX
IMATEPHIB” COIJAJIBHUX MEPEXK

Iouoraii O.1.
JIvsiscokuti OepoicasHuil yHisepcumem 6e3nexu HCummeoisiibHOCI

Anomauis. Y pobomi posensinymo nioxio 00 npocHo3yeéamHs Kibep3azpos Ha
OCHOBI QHANI3Y eMOYIUHUX NAMEPHI8, WO DOPMYIOMbCL Y COYIANbHUX Mepencax nio
6NAUBOM CYCNITbHUX NOOiU ma iHGopmayiinux xeuns. [lokazano, wjo pi3ki 3miHu
eMOoyiliHo20 (QOHY, 30KpeMa 3POCMAHHA He2amugy, NAHIKU YU a2pecii, MOdiCYmb
nepedysamu  macwmabnum  Qiwunzosum, DDoS-amaxam abo  ingpopmayiiinum
onepayisam.

Knruosi cnosa: emoyiiini namepuu,; coyianvHi mepeoici; Kibep3azposu; npocHo-
3y8aHHs1; iHGhopmayitina 6e3neka; MawuHHe HA8UAHHS, AHAI3 MOHATLHOCI, NO8EOTHKO-
6a aHanimuka, aHoMaii; Kibepcmitikicmo.

Berym. ¥V cygacHoMy g poBoMy cepeoBHIIi COIliabHI Mepexki GOpMYIOTh
BEJMKUIA MacuB HENpsAMoi iH(popMarii, mo BigoOpakae CycHiIbHI HACTPOI, peaKiii
Ha ToAii, KOH(IIKTH Ta iHpopMamiitHi komuBaHHA. Ll maHi MOXKYTH OyTH HE JHIIIe
IHIMKAaTOPOM COIUIAIBHOT aKTUBHOCTI, ajic ¥ MOTY)KHIM IHCTPYMEHTOM IIPOTHO3Y-
BaHHA KiOep3arpo3. EmomiiiHi matepar — TOOTO 3MiHM €MOLIHHOTO 3a0apBICHHS
KOHTEHTY, PeaKI[ii, KOMEHTapiB Ta MOBEIIHKK KOPHCTYBauiB — 4acTo IMEepPeayloTh
akTuBi3alil Kibeparak, KammaHii ae3iHpopmarii Ta XBuib (IIMHIOBUX Aid. Bu-
BYCHHSI TaKMX INaTepHIB JO3BOJISE CTBOPHTH HOBHMHU MiJXiJ JO paHHBOTO TIOTepe-
JOKSHHSI [P0 MOJKJIMBI IHIIUICHTH, OCOOJIMBO B YMOBaX TiOpUIHKX 3arpo3.

OcHogHi yactuHa. Emouiiinuii GoH y comianpHuX MepeKax 3MIHIOETBCS i
BIUIMBOM IOJIITHYHUX KPU3, EKOHOMIYHUX HOBHH, TEXHOT'€HHUX MOAINA 4u iH(opma-
LiHUX KamraHid. s Kibep3axucTy BaKJIMBO Te, IO pi3Ke 3pOCTaHHS eMOLIHHOT
HAIPY>KEHOCTI, arpEeCUBHUX MOBITOMIICHb a00 OJJHOMAHITHOCTI PEaKIIiif 4acTo Ko-
PEITOE 3 TATOTOBKOIO MTECHPSMOBAHUX ITN(POBHX aTak. Hampukiaz:

=  mepen macoBuMH DDoS-aTakamu criocTepiraeTbesl pisKii CIUIECK TOK-
CHYHOCTI B ITyOJTIYHIX KOMEHTapsIX;
=  mepen GIIMHTOBUMH PO3CHIKAMH — aKTUBHE OOTOBOPEHHS MEBHOT Te-
MH, SIKY 37I0BMHCHUKH 30MPaOTHCSl BUKOPHCTATH SIK IPHUMAHKY;
" mepes KibepaTakaMy Ha JepKaBHI OpraHu — 30UTBIICHHS KUTBKOCTI He-
TaTHBHUX EMOIIIHNX XBHJIb Y 3TaJIKax MO Il OPTraHu. .
Jnst popMyBaHHSI CUCTEMH ITPOTHO3YBaHHSI HEOOXITHO aHaJIi3yBaTH:

= CEMaHTHUKY TEKCTIB (KJIIOUOBI CIIOBA, KOHTEKCT, HACTPIii);

= TOHAJIBHICTD (PIBEHb HEraTUBY, arpecii, MaHiKu, eHTy31a3My);

. JIMHAMIKY peaKIliif (panToBi ITIKH JIAWKIB, PEMOCTIB, 3raJIOK);

. PHUTM KOMYHIKAITil (4aCTOTa MOCTIB ¥ KOPOTKI IPOMIKKH Yacy);

] eMOTIiifHI KJIacTepH (TPYITH MOBIIOMIICH 3 OJJHOTHUIIHIM HACTPOEM).

JlocmimkeH s TOKa3yIoTh, 0 iH(OPMAIIiiHI omepartii 9acTo BUKOPHCTOBY-
FOTh TPH CTaIL:
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1. IigroroBka eMOMUiHHOTO (POHY — HEBEIUKI BKHIM iH(POpPMAIl CTBOPIO-
I0Th HaIPYy)KESHHSL.

2. Eckanariis eMo11iif — MacoBi 0OrOBOpEHHI ITiICHITIOIOTH yBary 10 TEMH.

3. Kibepynap — BUKOpPUCTaHHSI CTBOPEHOTO E€MOLIIHHOIO CTaHy JUIsl MAcKy-
BaHHS aTaky a00 MiABHUIIEHHS 1i €(h)eKTHUBHOCTI.

Ha ocHoBi aHamni3y eMOIiifHNX TaTepHIB MOXKHA CTBOPHUTH:

Mogenb KOpOTKOCTPOKOBOTO TIporHO3yBaHH: (1-3 1Hi) — pearye Ha panToBi
3MIHH B HET'aTHBI, CIUIECKHU arpecii 41 MacoBi 0OrOBOPEHHsI HOBUH.

Moypenb cepeHbOCTPOKOBOIO MPOrHO3yBaHHs (1—2 THIKHI) — BUSIBIISE I1OC-
TYIOBY €CKaJIallilo HAPYyry Ta GOpMyBaHHS «iH(GOPMALIIHHUX XBUIIbY.

Mopenb noieBOro MporHo3yBaHHs — Nependadae Kibeparaky mif 4ac 3Ha-
YUMUX TOAIH (BUOOPH, CBATA, KPU3H), SKIIO CIIOCTEPIracThCsl aHOMAaIbHa KOHIICHT-
parist eMOIIIITHUX PEaKIIii.

Taki monenti MoxyTh iHTErpyBatHcs y SOC abo cHCTEMH MOHITOPHHTY pPH-
3UKIB.

[TimmpuemcTBa Ta nep)kaBHI CTPYKTYpH MOKYTh BHKOPHCTOBYBAaTH aHAII3
€MOIIIHUX MaTepHIB IS

" [OiICHIICHHS KiOEPCTIHKOCTI Iepe/| KPU3aMi;

"  mepenbaveHHs XBWIb (QIMIMHTY, OB’ 3aHUX 3 PE30HAHCHUMH HOBHHA-
MH;

*  igeHtudikauii iHGopManiiiHUX orepariiii, 1O CYIIPOBOPKYIOTh Kibepa-
TaKwu;

"  BUSBJICHHS IUICCIIPSIMOBAHOT UCKPEIUTAIII, KA € YACTHHOIO TiOpHI-
HUX [l

"  KOpHTYBaHHA KiOep3aXWMCHHX CIIEHAPIiiB BIIIOBIIHO IO CYCIUTPHUX Ha-
CTpOIB.

[HTerpamis TakuX MIXOAIB y CHCTeMH Oe3TeKH J03BOJISE He JIHIIIe pearyBa-
TH Ha IHIWICHTY, a i iependavaTv ix 10 (paKTUIHOTO MPOSBY.

B sxocti mpukiaxy MOXKHa HaBECTH TaKy CHTYAIIifO: MiIl Yac 3arOCTPEHHS
HOJIITUYHOT CHTyalil B KpaiHi 0/1Ha 3 BEJIMKUX (PIHAHCOBUX YCTAHOB IOMIYa€E pi3ke
30UIbIIEHHS KUTbKOCTI HEraTUBHUX 1 MAaHIYHUX 3raJiloK y COLIAIBHUX Mepexax. Y
KOPOTKHMH IEepioJ] CTPIMKO 3pOCTa€ eMOIliifHa HaINpy»XEHICTh: KOPUCTYBaui MOIIH-
PIOIOTH IMOBITOMJIEHHS PO HIOWTO "MacoBe OJIOKYBaHHS KapTOK', aKTHBHO KOMEH-
TYIOTh YyTKH IIPO MOKIIMBI TEXHIYHI 3001 i BUCIIOBITIOIOTH HEIOBIPY 10 OAHKIBCHKOT
CHCTEMH. ANITOPUTMH aHAJII3y EMOLIHHUX MaTepHiB (iKCYIOTh aHOMaIbHY KOHIICH-
Tpallif0 HEraTUBHOTO KOHTEHTY, a TEMaTHKa IIMX IOBIIOMIICHb 301ra€ThCs 3 TI0ITY-
JSIPHAMH MeTofamu (GimuHToBHX atak. CrcTeMa MOoTepe/KEHHS PH3UKIB (opMye
MIPOTHO3 PO WMOBIPHY XBHJIIO IAXPalCHKAX PO3CHIIOK, CIIPIMOBAHMX Ha KITIEHTIB
Ta CHIBPOOITHHKIB MiAIPHEMCTBA.

3a KinbKa TOAWH MICIs MKy eMOIIHOT XBHITI 3JIOBMUCHUKH JIHCHO 3aITycC-
KaloTh MacIITaOHy (iNIMHIOBY KaMIIaHif0, MacKyIOUH CBOI IMTOBIIOMIICHHSI M 0(i-
iitHI monepemkeHHs 6anky. KopucryBaui, siki Byke nepeOyBatoTh y CTaHi MiBHIIIe-
HOT TPUBOXKHOCTI Ta OYIKYFOTh POOJIEM, 3HAYHO YaCTille MEePeXOiTh 3a IIKiUTH-
BUMH MOCHJIAHHSMH, 110 30UTbLIYe €(heKTHBHICTD aTaku. 3aBIsKH PaHHHOMY aHaJli-
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3y emoliifHoro (oHY OpraHizailis OTpUMYE 3MOTY IIBHIKO TONEPEIUTH KITIEHTIB,
TTOCWJIMTH MOHITOPHHT TPaH3aKIiii 1 BHECTH KOPEKTHBH Y IOJITHKY KiOep3axucry
JI0 TOTO, SIK aTaKa HaOyna KpUTHYHOro Maciutaly. Takuid npuKiIan IeMOHCTPYE, K
BYaCHE BHSBIICHHS IECTPYKTHBHMX EMOIIIMHHUX IATEpPHIB MOXKE CTAaTH MI€BUM iH-
CTPYMEHTOM IIPOTHO3YBaHHS Kibep3arpos.

BucHOBKH. AHaITi3 eMOIIMHIX MAaTEPHIB COIIABHAX MEPEX BiIKPHBAE HO-
BUI HampsM y TPOTHO3YBaHHI Kibep3arpo3. EMOIIiiHI XBUIIi 9acTo MepenyroTh aK-
THBHUM (azaM HU(POBUX aTak, a X paHHE BUSBICHHS JO3BOJISIE MIANPHEMCTBAM i
JICPYKABHUM CTPYKTYpaM MIArOTYBaTUCS JI0 MOXKJIMBHX IHIIMZICHTIB. 3aCTOCYBaHHS
MalIMHHOTO HABYaHHS Ta MOHITOPHHIY COLIQJIBHHMX IUIATQOPM A€ MOXKIIMBICTH
(dopMyBaTH IMHAMIYHI MOJENI PH3WKY, IO BiOOP@KAIOTh PEATBHUI eMOLIHHUN
craH cycriiscTBa. Lle minBuinye eeKTHBHICT Kibep3axucTy, 3a0e3nedye mepeBary
y Jaci Ta 3MeHIIIye IMOBIPHICTh YCIIIIIHOI peasti3aliii aTax.
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MIKPOITPOLHECOPHA KPUMIHAJIICTUKA: AHAJII3 ATAK YEPE3
ITAPA3BUTHI EHEPTETHYHI KOJINBAHHS

ITogoraii O.1.
Jlvsiscobrutl Oeporcasrutl yHieepcumem Oe3neKu HeummeoislbHOCmi

Anomauia. ¥V pobomi pozenadaemuvca cyyacHuil Hanpsam Kibepbenexu — Mikpo-
npoyecopra KpuMiHanicmuxa, wo 6a3yemvcsi HA aHANi3i Napasumuux eHepeemuiHux
KOIUBAHb MIKDONpOYecopie 05 dusigiienHs Kibepzaepos. Ilokazano, wo Hasimv He3HAUHI
3MIHU Y CNOJACUBAHHI eHep2ii, KONUBAHHS MAKMOBOI Yacmomuy 4u mennogi aHomMauii mo-
JUCYMb CUSHANIZYBAMU NPO NPUCYMHICING WKIOIUB020 NPOSPAMHO20 3abe3neuents, and-
pamuux 6exoopie abo amax uepes side-channel. Ilpoananizosano ocHogHi memoou Kpu-
MIHQUICMUKU HA MIKPONPOYECOPHOMY pDI6HI, 6KIIOYAIOHU AHANI3 eHep2OCNONCUSAHH,
eIeKMPOMARHIMHO20 BUNPOMIHIOBANHSA, KeUul-NamepHie ma MUuM4aco8ux Xapaxkmepuc-
MUK, @ MAKoJiC iX 3aCMOCY8AHHS O PO3CIOVEAHHS I NPOSHO3Y8AHHS KiOEPIHYUOEeHMIE.
Peszynomamu nioxkpecnioroms eghexmuenicmes anapamnozo MOHIMOPUH2Y K 000AMKO80-
20 iHcmpymenmy Kibepzaxucmy i yughpoeoi KpUMiHAAICIMUKU.

Knwuogi cnoea: mixponpoyecopna Kpuminanicmuxa, napasumui eHepeemuyui
ronusanus; side-channel amaxu; anapamna 6e3nexa; ananiz Kewl-nam simi, eieKmpoma-
CHIMHULL aHANI3;, MUMYACO8I AHOMATIT; Yu@dpoea KpumiHaricmuka; Kibepzazposu, ana-
pammi 6exoopu..

Beryn. 3pocraHHs CKIIaIHOCTI Cy4acHUX KOMIT FOTEPHUX CHUCTEM Ta Ipolie-
COPHUX apXIiTEKTyp CTBOPIOE HOBI BUKJIMKHU Ui KiOepOesneku. OIHUM i3 epcriek-
THUBHHUX 1 BOJHOYAC MAJIOBMBYCHHUX HATIPSIMIB € MIKPOTIPOIIECOPHA KPHMIHAICTHKA,
sIKa JI03BOJISIE BHSBJIATH aTakk Ta aHOMAJIbHI il yepe3 aHawli3 MapasUTHUX eHepre-
THYHUX KOJIMBaHb, II0 BUHUKAIOTH Iif 9ac poOOTH E€NEKTPOHHHX KOMIIOHEHTIB.
Hagith He3HAUHI 3MiHN Y CIIOKMBaHHI EJIEKTPOEHEPTii a00 HAmpy3i MOKYTh CHTHA-
J3yBaTH NPO CTOPOHHE BTPYYaHHS, CIIPOOU EKCIUIyaramii Bpa3uBOCTel abo mpu-
XOBaHy IiSUIbHICTH LIKIZUIMBOTO MPOrpaMHOro 3abe3nedeHHs. Tema crae 0coOnmBo
aKTyaJIbHOI0 B YMOBaX POCTY KUIbKOCTI amapaTHHX arak, KOJIM KJIACH4HI 3aco0u
BUsIBJIEHHS IIKigmBoro [13 abo BropraeHbs MOXyTh OyTH Hee(h)eKTHBHUMH.

OcHoBHa yacTHHA. MIKpOIponecopHa KpUMIHAIICTHKA IPYHTYEThCSI Ha TO-
My, 110 OyIb-SIKMH €NeKTPOHHUH HPHCTPii mix yac poboTH reHepye crienudivi
SHEepreTHYHI CHTHAJIM, 110 3aJIe)KaTh Bil BUKOHYBAaHMX IHCTPYKIIiH, HaBaHTa)XEHHS
Ha sipa Ta B3aemoii 3 nepudepieto. IlapasuTHi KoIMBaHHSA, TOOTO MIKPOCKOTIYHI
BIIXWJICHHS Hampyru abo CTpyMy, MOKYTh BHHUKATH Yepes3 armapatHi 3001, a Takox
OyTH HACIIIKOM BIPOBA/HKEHHS MIKIITIMBOTO KOOy ab0 CTOPOHHIX IPOIIECiB, IMIO
HAMararoThCsl BUKOPHUCTOBYBATH yPa3NMUBOCTI MIKpomporiecopa. AHaNI3 IUX KOJH-
BaHb JIO3BOJISIE BIICTEXKYBATH HABITh MPUXOBAHI [ii, M0 HE 3aJIMIIAIOTH CIIB Y
TPaIUIIHUX XKypHAIaX MO/l a00 OnepaIiiiHuX CUCTEMax.

3a JOIIOMOIOIO CIEIiali30BaHUX JATYMKIB Ta BUCOKOYACTOTHOIO MOHI-
TOPHHTY E€HEPreTHYHHMX XapaKTepPHCTHK MOXXHA BHSIBUTH aHOMail, sKi Kope-
JIFOFOTH 3 MOTEHIIHUMY atakamu. Hanpuknan, cipobu 3ailicaenns side-channel
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aTak, TaKWX SIK aTakd Ha Kell abo yepe3 KOJMBAaHHS TaKTOBOI YaCTOTH, CTBOPIO-
I0Th 3aKOHOMIpPHI, X04 1 MiHIMaJIbHI, BIIXUJICHHS y CIIO)KMBaHHI eHeprii. Buss-
JeHHS IMX BiIXWICHb II03BOJISIE NMPOBOAUTU PETPOCHCKTHBHUN aHai3 Iiil Ha
MIKpOTIPOIIECOPHOMY PiBHi, BIITBOPIOBATH CIIeHApii aTaku Ta ineHTU(IKyBaTH
BEKTOp BTOprHeHHs. Lle BinkpruBae HOBI MOKJIMBOCTI I H(PPOBOI KpUMiHATi-
CTUKH, 0COOJMBO B YMOBAaxX CKIAIHHUX T1IOPHIHUX CHUCTEM, JIe TPAJAUIIIHHI METO-
I11 O€3IeKH BUSBIISIOTHCA HEOCTATHBO YyTIHMBHUMH.

B Tabmuui 1 HaBeJEHO ONMC METOIB MIKPOIPOIIECOPHOI KPUMIHATICTUKH,
SKi € TIOIYJISIPHAMH HA JIaHuii yac.

Tabmuus 1 — mepetik MeToAiB MIKpOIIPOLIECOPHOT KpUMIHATICTHKA

Meron

CyTb MeTOny

11lo mo3BOIMSIE BUSIBUTH

Tunogi cuenapii 3acrocy-
BaHHS

Amnayti3 mapa-
3UTHHX CHepre-
THYHHX KO-
BaHb (Power

BumiproBanus kxo-
JIMBaHb HATIPYTH Ta
CTpYMY Mij 4ac
poboTH Mikpomnpo-

ITpuxoBaui npomecH,
LIKIiIJTMBHIH KOJI,
side-channel ataku,
aHOMAJIBHI IHCTPYKLIl.

BusiBiieHHs aTak Ha KpHUII-
TorpadidHi MOAYIi, 3UHTY-
BaHHS aKTUBHOCTI ITiJT Yac
eKCIuTyaTalii Bpa3JIHBOC-

Analysis) ecopa. TeH.
Peecrpanis enexr-
POMarHiTHOrO BU- .
. - CTOpOHHE BTpYJYaHHS, JlocnimkeHHs anapaTHAX
Enexrpomari- | HpoMiHIOBaHHS, sIKe . . . .
. . LIMUTYHChKI 3aKJIAJIKH, OeKnopiB, aHaIi3 MIKiUTH-
THUH aHami3 reHepyeThCs Mpolie- .
. . BUTIK AaHuX uepe3 EM- Boro 13, 110 npaioe Ha
(EM Analysis) COpOM TIi[] 9ac BH- .
. KaHaJH. HHU3BKOMY PiBHI.
KOHAHHS 1HCTPYK-
L.
ATaku Ha Kelll, eKCIuya- .
. . . o PoscninyBanHs aTak
Temnopanbuuii | BumiproBanus yacy Tallisl Bpa3auBOCTEH
P, - Spectre/Meltdown-Tumy,
anaii3 (Timing | BUKOHaHHS iHCTPY- CIEKYIATUBHOTO BUKO- .
: . .. aHaJli3 aHOMAJIbHUX 4aco-
Analysis) KI[iH 1 3aTPUMOK. HaHHs, IPUXOBaHi iH-

CTPYKII.

BHUX MATEPHIB.

AHai3 Komu-
BaHb TAKTOBOI
yacrotu (Clock
Skew Analysis)

BincrexeHHs 3MiH
cTabiIbHOCTI Ta
Y4aCTOTH TAKTOBOI'O
reHeparopa.

CripoOu 371aMaty cUcTe-
My depe3 3MiHy clock

skew, nprxoBaHe HaBaH-
Ta)KEHHS, HECIIPABHOCTI.

BusiBIIeHHSI IPUXOBAHUX
00YHCITIOBAILHAX MPOIIE-
ciB 200 LIKiUIMBUX MOIH-
(ikauiit MIKpOIIpOTrpamH.

AHati3 Temio-
BOT'0 Ipodisro

Buwmip Temmnepatyp-
HHX 3MiH Ha KOpIyci

IeperpiB yepe3 mKiIH-
BHH KOJI, HEXapaKTepHe
HaBaHTAXXEHHs1, BUKO-

JliarHocTHKa MaiiHepiB,
rootkit-is, MikpogipmoBo-

(Thermal . .
. a00 BCepeanHi Ynma. | HaHHS MPUXOBAHUX ro mkignusoro I13.
Forensics) . .
IHCTPYKIIiH.
Amnani3
KelI-TIaTepHiB Bincrexenns noge- | Side-channel araku, Po3cninyBaHHs aTak TUITY
(Cache TIHKY Kel-mam’ siTi aTaky Ha Kel-JIiHii, Flush+Reload,
Behaviour Ta ii 3aII0BHEHHS. MPUXOBaHiI OOYUCIICHHSL. Prime+Probe, Evict+Time.
Analysis)
. MOHITOPHHT JaHHX. HecankuioHoBaHi 3Bep- .
Amnaini3 podbotu PHHT 2 ? U | 3BCP PoscnigyBaHHs aTak Ha
1110 [ePeaA0ThCs HEHHSI, IPUXOBaHI .
tman (Bus BHYTPIIIHIMH [N DMA-onepauii, noct nepugepito,
Traffic pat, yn firmware-6exopis, anapa-
- HaMU Tpolecopata | /0 3a00poHEHHX obac- .
Forensics) THHX TPOSHIB.

mam’sITi.

Teil mam’sITi.
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[aTerpamiss MeToAiB MIKpOIPOLIECOPHOI KPUMIHAIICTUKN Y CUCTEMH Ki-
0ep3axuCTy MIANPUEMCTB a00 KPUTHYHUX OO0 €KTIB JO3BOJSIE ITIBUIIUTH TOY-
HICTh MOHITOPHHTY Ta CKOPOTHTH YacC pearyBaHHs Ha aTakh. AHaJli3 IapasuT-
HUX €HepreTHYHUX KOJIHMBAHb MOXE CTAaTH YaCTHHOIO OaraTtopiBHEBOi cTparerii
0e3meKn, TOeAHYIOYN amapaTHHH KOHTPOJb i3 MOBENIHKOBHM MOHITOPHHIOM
nporpamMHoro 3abesneueHHs. lle 3abe3meuye MOXIMBICT BUSABJICHHS aTak, sKi
MPUXOBaHI Bi TpaAWLiAHUX 3aco0iB JIOTYBaHHS Ta MEPEKEBOTO aHAI3y, i1
crpusie GOpPMyBaHHIO OUIbIT ehEKTUBHUX METO/IIB 3aXHUCTY BUCOKOTEXHOJIOT1Y-
HUX CHUCTEM.

BucnoBku. MikporpoliecopHa KpUMIHATICTHKA BIIKPUBAE HOBUU MIIXiT
JI0 aHaJI3y Kibep3arpo3, KOHIIEHTPYIOUNCh Ha MapasuTHUX CHEPreTHYHUX KOJIHU-
BaHHSX, 110 CYNPOBOKYIOTh POOOTY alapaTHUX KOMIIOHCHTIB. BusBieHHs Ta-
KHX CHUTHAJIIB /I03BOJISIE 1IeHTU(IKYBAaTH NTPUXOBaHI aTaky, sKi He (IKCYIOTHCS
TpamuIiiHUMH 3aco0amu Oe3meKu, Ta popMyBaTh OUTBIT TOYHI MOAENTI Kibep3a-
xrcTy. Metoa IeMOHCTpYe MOTEeHIIAN IS IHTeTrpallii y cydacHi OaraTopiBHEBi
CHCTEMH MOHITOPHHTY, IO TOEIHYIOTh allapaTHAH KOHTPOIIb, aHANI3 TIOBEIIHKA
IIPOrpaMHOro 3a0e3NeyeHHs Ta IPOrHO3YBaHHS PU3UKIB. BripoBamkeHHS LBOTO
MIIX0y 3/aTHE 3HAYHO MiABUIIUTH CTIHKICTh KPUTUYHUX 00’ €KTIB Ta KOPIoOpa-
TUBHHMX MEPEX JI0 HOBUX BH/IIB aTak Ha arapaTHOMY piBHI
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Y]IK 004

MPOEKTYBAHHS CUCTEMU BIJJAJIEHOT'O JOCTYITY HA BA3I
WINDOWS SERVER JIUIS1 OPTAHI3AILII BE3ITEYHOI
POBOTH IIEP-COHAJIY

Mponanuk B.B., bop3os 10.0.
JIvsiscoruti depoicasHull yHisepcumem 6e3nexu HCummeisiibHOCHi

Anomauia. Posensanymo ocobausocmi po3eopmaHHs 3aXUujeHo20 cepedosulya
ona eidoanenoi pobomu cnispodimnuxie na o6aszi Windows Server. Ilpoananizosano nepe-
6azu suxopucmanusa mexnonozii Remote Desktop Services (RDS) y noeonanni 3 Active
Directory ona yenmpanizoganozo oOMiKy KOpUCmyeauie ma 3axucmy KOPHopamueHux
OaHUX..

Knrwuoei cnosa: Windows Server, RDS, siodanenuii docmyn, inghopmayitina 6e3-
neka, Active Directory.

Abstract. The features of deploying a secure environment for remote work of
employees based on Windows Server are considered. The advantages of using Remote
Desktop Services (RDS) technology in combination with Active Directory for centralized
user accounting and corporate data protection are analyzed.

Key words: Windows Server, RDS, remote access, information security, Active
Directory.

B YMOBAX Cy4acHHX BUKJIMKIB, TAKUX K BOEHHHUH CTaH Ta To0asi3allis
bi3Hec-nponecis, opramisaiis 6e3MEYHOr0 BILIANICHOTO AOCTYIY A0 POOOUMX
MICLIb CTa€ KPUTHYHO BAXKJIUBOIO 3ajiadeto Ui Oynb-sikoro mignpuemcrsa. Bu-
KOPUCTaHHS HE3aXMIIEHUX KaHAIIB 3B 53Ky a00 HEKOHTPOJILOBAHHMX JIOMAIIIHIX
NPUCTPOIB MPALiBHUKIB CTBOPIOE 3HAYHI 3arp0o3u JUIs LUTICHOCTI Ta KOH]iAeH-
LIIHOCTI KOPIIOPAaTUBHUX JAHUX.

MeTtoto 1aHO0i pOOOTH € IPOEKTYBAHHS CUCTEMH BiJTAJICHOTO JOCTYITy Ha
0a3i omepariiinoi cuctemu Windows Server, 1110 J103BoJIsI€ 3a0e3MeUUTH OaTaHC
MDK 3pYYHICTIO JUIsl KOPUCTYyBaua Ta BUCOKUM piBHEM iH(opMaliifHoi Oe3mneku.
OCHOBHMM IHCTpYMEHTOM peaizalii oopano poiab Remote Desktop Services
(RDS).

Ha Binminy Big knacuunux VPN-pimieHs, siKi HaJaroTh JOCTYII 10 Mepe-
XKi, ajie 3aJMINAIOTh JIaHl Ha KIiHIIEBOMY HPHUCTPOi KOPUCTYBada, TEXHOJIOTis
RDS no3Bosisie BUKOHYBaTH BCi OOUMCIIOBAJIbHI MpoLEcH Oe3M0CepeaHb0 Ha
cepBepi mianpuemcrBa. KopucryBay oTpumye Juine 300pakeHHs eKpaHy, a pea-
JIbHI JIaH1 HE MOKUAI0Th 3aXullieHui nepumetp [1].

[Iporiec po3ropTaHHs CUCTEMH BKIIOYA€ HACTYITHI CTAITH:

1. HanamryBanus Active Directory (AD DS). lle ¢ynnamentansHuii
eran i oOiky kopuctyBadiB. CTBOPEHHS IOMEHY J03BOJISIE [IEHTPAII30BaHO
KepyBaTH IpaBaMU JOCTYIY, HOJITHKaMHU NapoJjiB Ta rpynaMu Oesneku. Koxen
MpaIiBHUK OTPUMYE YHIKaJIbHUH iIeHTH(IKATOP, IO JI03BOJISIE YITKO PO3MEXY-
BaTH JIOCTYII IO PECYPCIB.
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2. Kondirypauis posreit RDS. Jlnst moBHOIIHHOT poOOTH CHCTEMH PO3-
ropraroThesi Kio4oBi komrnoHeHTn: RD Session Host (cepsep, ne mpariorots
kopuctyBaui), RD Connection Broker (6anmancyBanHs HaBaHTakeHHS) Ta RD
Gateway (untr03 Uit O€3MEYHOrO MITKITFOYEHHS 3 30BHINIHBOI MEpexki depes
HTTPS).

3. CTBOpeHHS KIIEHTCHKOTO JOCTymy. Jljsi KIHIIEBOTO KOpHCTyBada
IIPOIIEC BXOIy MAKCUMAJIBHO CHPOILICHUH. AMIHICTpaToOp TeHepye CreniaTbHuN
.rdp daitn (spnuk), sikuit HamamroBaHuit Ha 3'equanus 3 RD Gateway. Ilpu 3a-
MyCcKy spiuKa BimOyBaeTbes aBTeHTH(IKaIis depe3 Active Directory. Ilicms
VCITIIIIHOTO BXOJy KOPUCTYBad IMOTPAIUIs€ Ha CBi poOouuii ctim abo oTpumye
JOCTYI 70 OmMyOJNikoBaHHUX AonatkiB (RemoteApp), siKi BUTISAAIOTH Tak, HIOW
3aITyIieHi JOKaIbHO.

Oco0nuBy yBary B MpOEKTI MpUALICHO Oe3meri. Bukopucranus mpoTo-
kxoy RDP moepx HTTPS mmdpye Tpadik, 3axurmaroun #oro Big mepexoruieH-
us (Man-in-the-Middle attacks). Kpim Toro, na pisui nomituk GPO (Group
Policy Object) HamamToByeThCsl 3a00pOHa Ha KOIIIOBaHHS (haifliB MK Bimmare-
HUM CEPBEPOM Ta JIOKAJILHUM KOMITIOTEPOM KOPHCTYBada, IO YHEMOXKIIMBIIOE
BuTik iHdopmarii. Takoxx o0oB'si3koBUM € HamamtyBanHs Network Level
Authentication (NLA), mo BuMarae miaTBepKCHHS 0COOM KOPHCTYBaya IIe 110
BCTaHOBJICHHA TIOBHO{ cecii 3 cepBepoM [2].

Bucuosku. Peanizartis cucremu Ha 6a3i Windows Server ta RDS no3Bo-
JIsi€ CTBOPUTH €JIMHY TOYKY BXOJy JJISI IIPAIiBHUKIB, 3a0€3MEUNTH IEHTPai30-
BaHU 001iK yepe3 Active Directory Ta rapanTyBaTH, 0 Bci poOodi iHCTpyMEH-
TH BHKOPHCTOBYIOTHCSI BHKIIOUHO Yy 3aXHIIEHOMY MEPEKEBOMY CEPEAOBHIII
mignpreMcTBa. KpiM Toro, Takuil minxin MiHIMI3ye pU3HUKH iHCAHIEpCHKHUX 3a-
TpO3 Ta 30BHINIHIX aTak.

Jlitepatypa
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MOHOKYJISIPHA OUIHKA I''IUBUHMU SK 3ACIb NIABUILEHHSA
HAJIMHOCTI BIOMETPUYHOI ABTEHTU®IKALII

Pocrucaas POITHILKHIA', Poctucias TKAYYK'?, Aunpiit IBAHYCA®
Hayionanvuuii ynieepcumem «JIvgiscorxa nonimexuixa
2 JTvsigcokuil Oepoicasrull yHieepcumem Oe3nexku HeummeisibHoCmi

Anomauia. biomempuuna asmenmu@ixayis 3a 300padiCeHHAM OOIUYYA UWUPOKO
BUKOPUCIMOBYEMBCA Y YUPPOBUX cepaicax, 0OHAK 3ANUMAEMbCA 8PA3NIUE0I0 00 Npe3eHma-
yiliHux amak uepe3 OpyKoeawi ghomo, gioeonosmopu 3 ekpana abo npocmi macku. Hasne-
HICMb 2IUOUHHUX O3HAK CYMMEBO NIOCUTIOE NEPEBIPKY HCUBOCMI, ATle Y PEATIbHUX CUCEMAX
cneyianizoeani RGB-D abo 14 cencopu docmynni e 3asxcou. Poboma npononye sacmocy-
6aHHSL MOHOKYIAPHOT oyinku enubunu 3 oouiei RGB kamepu ons gpopmysants dooamkosoi
3D osnaxu y kanani asmenmuixayii. Knrouosa ides nonseae y npoeno3ysani 6i0HOCHOT
20 Kpumepiro ocugocmi i 6ionogionocmi wiabnony. Ouikysanuti egpexm noaseac y niosu-
wenHi cmitikocmi 00 2D amak 6e3 3miHu anapamuoi niamegopmu, 36epicaiouu umMozu
PeanvHo20 4acy i CyMICHICMb 3 HAAGHUMU MOOENAMU PO3NIZHABAHHS.

Kniouosi cnosa 6iomempuuna agmenmugixayis, nepegipa icugoCmi, MOHOKY-
JAPHA 2NUOUHA, Kapmuy 2TUOUHYU 0OTUYYA, NPe3eHMAYIUHI amaKu, Komn 1omepHuil 3ip.

Abstract. Face based biometric authentication is widely adopted in digital
services, yet it remains vulnerable to presentation attacks such as printed photos, screen
replays, or simple masks. Depth cues significantly strengthen liveness detection, but
dedicated RGB-D or infrared sensors are not always available in practical deployments.
This paper considers the use of monocular depth estimation from a single RGB camera to
obtain an additional 3D cue within the authentication pipeline. The core idea is to predict
a relative facial depth map and fuse it with the decision module as a spatial liveness and
template consistency criterion. The anticipated outcome is improved resistance to 2D
spoofing without changing the hardware platform, while preserving real time constraints
and compatibility with existing face recognition models..

Key words: biometric authentication, liveness detection, monocular depth
estimation, facial depth maps, presentation attacks, computer vision.

OCHOBHHMH KaHall PU3MKYy y OloMeTpuuHiil aBTeHTU]IKALIl 32 00IHYUsIM
OB’ sA3aHUH 13 THM, 1110 Kiacu4yHi RGB-o03Haku BimoOpakaroTh MEPEeBaKHO TEKC-
TYpHI Ta ()OTOMETPHYHI XapaKTEPUCTUKH, SIKI MOXKYTh BIITBOPIOBATHCS Ha JIBO-
BUMIPHHUX HOCISIX 13 BUCOKOIO TOUHICTIO. biomMeTpruuHa aBTeHTH(DiKaIlisd B MiIOMY
0azyeTbcs Ha cTaOUIbHUX (Di310JIOTIYHUX a00 TOBEMIHKOBHX XapaKTepHCTHKaX
JIFOJIMHU, TOJI SIK PO3ITi3HABaHHS OOJMYYs CTAJIO0 HAMOUIBII NOUIMPEHUM METO-
JIOM 3aBJsSKH OC3KOHTAKTHOCTI Ta JOCTYIHOCTI CTAHIAPTHHUX KaMep SIK CEHCO-
piB. Y THIIOBOMY KOHBEEpPI POOOTH TaKMX CHCTEM BHKOHYIOTHCS €TalM JETEKIii
Ta BHUPIBHIOBaHHS 00NMY4s, (JOpPMYBaHHS €MOEIJUHTY Ta WOTO MOPIBHSHHA 3
STAJOHHUMH TIPEJICTABICHHSIMHU 33 METPUYHMMH Kputepismu. Lls mpouenypa
3a0e3neuye BUCOKY TOUHICTh HA KOHTPOJBOBAaHUX HaOOpax JAaHUX, MPOTE OJJHO-
YacHO MIJBHIIYE YYTIMBICTH CUCTEMH 0 pealbHUX CIIOTBOPEHH 1 aTak Ha Oio-
METPHUYHI O3HAKH.
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CydacHi METO/IM NeEpeBIpKH JKUBOCTI 0a3ylOThCSl Ha aHali3i MIKPOTEKC-
Typ, IPUPOTHUX MIKPOPYXIB Ta ONTHYHHUX apTe(akTiB, MPOTe iX ePEeKTUBHICTH
3HMKYETHCS ITPU 3MiHI OCBITJIIEHHS, paKypCy Ta SKOCTi 300paskeHHs. JlonaTKoBi
(akTopu, Taki SIK MakKishK, akcecyapn ab0 BHCOKa 30BHIIIHS MOMIOHICTE MK
oco0aMy, YCKJIaTHIOIOTh KIAacH(iKalifo Ta MiABHIIYIOTh PU3UK ITOMHIKOBHX
JIOITYCKiB 1 BiIMOB. HalfOUTBIII KPUTHYHUMHE 3QJTUIIIAIOTHCS MPE3CHTAIlINHI aTaku
3 BUKOpHUCTaHHAM (poTorpadiif i Bimeo, OCKUIEKH BOHH EKCILTYaTYIOTh IUIOCKY
npupoxny RGB-300pakeHs. 3acTocyBaHHS ITPOCTOPOBHUX O3HAK, 30KpeMa TIIHOu-
HU a00 aNbTepPHATUBHUX KaHAJIB, MiBUIIYE HaIIHHICTh aBTEHTH]IKAIlii, T03BO-
JSIOYU BIAPI3HATH pealbHy TPUBHMIPHY F€OMETPit0 OONHMYYS BiXl IUTOCKHUX ITiJI-
poOoK Ta hopMyBaTH HE3AICKHUIA Bil TSKCTYPH KpHUTEpi skuBOCTI [1].

[HCTpYMEHTH NMPOTHO3YBaHHS IJIMOWHH 3 OJAWHOYHOTO KaJapy OCTaHHIMU
POKaMH €BOJIIOLIIOHYBAJIM BiJl 337124 3araJi-HOr0 CLIEHHOTO aHai3y JI0 NMPHKJIaa-
HUX CIICHapiiB, ¢ HEOOXiMTHO BiTHOBJIIOBATH BITHOCHI KapTH TITHUOWHU JIOKAIb-
HUX 00’€KTiB. Y KOHTEKCTi OioMeTpruHOi aBTeHTH(]IKAMIi, Taka KapTa s 00-
JMYYst BIITBOPIOE HOTO MPOCTOPOBUil Mpodiib i Halae TOJATKOBY, KOMIUIEMEH-
TapHY iHpopMarito mpo Gopmy, ska € OUTBII CTIHKOIO IO 3MIH OCBITJIICHHS, Ma-
KisDKy, akcecyapiB a00 TEKCTYpH IIKIpH, OCKUTBKH 0a3yeThbCsl HA TEOMETpIl, a He
Ha (OTOMETPHYHUX XapaKTEPHCTUKaX. Y MPaKTUYHHUX peali3alisX BUKOPHCTO-
BYIOTBbCS MoJieli Ha kmrtant MiDaS, 31atHi GpopMyBaTi BiTHOCHI TITHOMHHI ITO-
n1 3 RGB kaapy Ta amantyBatw iX mim oOMUYYS SK OKpEMHH CIICHHUH ITi-
n00’exT. PesympraTH momepemHiX JOCTIKCHb 1 MPUKIAIHUX EKCICPUMCEHTIB
JEMOHCTPYIOTh, IO TIEPEXi/l Y MPOCTip MIMOWHU BiIKPUBA€E HOBi AUCKPUMIHATH-
BHIi 03HAKH, SKi HE MOXYTh OyTH TOBHICTIO BIJIOBJCHI TpagumiiauM RGB onu-
com. CriiytbHE BUKOPUCTAHHS (DOTOMETPHYHUX Ta TIIMOMHHUX CHUTHAJIB MiIBHU-
rye HamiliHICTh 1 poOacTHICTH OloMeTpHYHOI aBTEHTHQIKAIi, 3a0e3Meuyroun
JIONATKOBHH PIBEHB 3aXHCTY Bill MPE3CHTAIMHUX aTak Ta HIIUX CIPOO KOMII-
powmerartii cucTemMmu.

Poboti y cdepi mimBuIeHHsT Mpe3eHTANIIHOT CTIKOCTI AEMOHCTPYIOTD,
10 komOinyBaHHS RGB Ta rimOMHHNX 03HAK Y IBOTITKOBHX a00 Oararo3aiadHux
HEHPOHHHUX MepekaxX 3HAYHO MOKpaIlye PO3AUICHHS CIpaBKHIX 3pa3KiB Bi aTak
[1]. HocmimkeHHs, IPUCBSIYCH] BiTHOBIEHHIO Ta YTOYHEHHIO TIIMOWHHHUX IaHMX
OOITIYSA, TMATBEPIKYIOTh MPHIATHICT OJHOKAAPOBUX TIMOMHHUX PEKOHCTPYK-
i K [Kepena 3D-kpurepito y 6i0METPUUIHUX Ta 3aXHCHUX MOIYIISX [2].

3anponoHOBaHUH TiAXin mepeadadae iHTErpariro MOHOKYISIPHOI TiIH0u-
HU SK JOIATKOBOTO PIiBHA O3HAK y CTaHOApPTHIM cucremi aBTeHTH(ikamii. Ha
Bxix monmaetbess RGB xagp oOmmyds, 3 sikoro ogHOYAcHO (GopmyroTbes 2D em-
OeqAMHTH Ta TPOTHO3YETHCS BIiTHOCHA KapTa rmmOuHU. Yepe3 macmTabHY He-
OJTHO3HAYHICTF MOHOKYJISIPHOI OLIHKH BUKOPHUCTOBYETHCS BITHOCHHU MPO(DiIb,
SIKMH 30epirae cTabiIbHI MPOCTOPOBI CIIBBITHOMICHHS MDK KITFOUOBHMH 30HAMHU
00my4s, 3a0e31Medyoun MepeBipKy KUBOCTI. [ THOMHHUI OITIC HOPMATI3YEThCS
Ta y3romKyeTbes 3 2D oOmactio iHTepecy, GOpMyIOUYH CHUIBHHI IMPOCTOPOBO-
¢doromerprunmii BekTop. HoBM3HA minxoqy mossrae y BAKOPUCTaHHI BITHOCHOT
TEOMETPUYHOI 03HAKH SIK KPUTEPil0 KHBOCTI B YMOBAX BIiICYTHOCTI amapaTHUX
TTHOMHHUX CEHCOpiB, Koiu kaHal RGB € equHUM KepeoM CIoCTepeKeHHS.
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Monenb NpUHHATTS pilIeHHS 0JTHOYACHO OIIIHIOE IIEHTUYHICTD 32 eMOEIIMHIOM
Ta y3roJpkeHicTh 3D mpodinmio, CyTTE€BO 3HIKYIOUM WMOBIPHICTH Tpoxoay Oi-
abmocTi 2D nizpobox HaBITH MpH HaOMMKEHHI (POTOMETPHYHHX XapaKTEPUCTUK
J0 peasbHUX (puc. 1).

Hopmanizauin kapTu
Mowokynapna muBHHm
OUiHKA FMEHHH YIrOmKeHHA 3
oBRacTio oGNUYYA
opuysassn crinkoro Moy TOWAATTS [—
Briarni RGB kanp NPOCTOPOBO-OTOMETPUIHOD 0 2“1“““ + [P asTenmbixauil
BEKTOPA 03HAK Mxnnlcﬂ.] (Ronyck / Biamosa)

BHTAMHEHHA 2D
O3HaK
(emBenanHr
oBnmA)

Pucynox 1 — Cxema iHTerparii MOHOKYIJISIPHOT KapTH TTIMOMHM y KOHBeep 0io-
METPUYHOT aBTEeHTUDIKAITii

KirogoBuM nprKIaHUM pe3yJIbTaTOM 3alPOTIOHOBAHOTO MIAXOAY € iCTOT-
HE IIIBHUILIEHHS CTIAKOCTI OiOMETpHYHOI aBTEHTH(]IKAIl 10 MPe3eHTALINHNX
aTak, 30KkpeMa JApyKoBaHUX (otorpadiii i BiIcONOBTOPIB, 3aBSKU iHTErparlii mpo-
CTOPOBOTO KOHTPOJIFO Ha OCHOBI MOHOKYJISIPHOI OIIIHKH TJIMOWHU 0e3 MmoTpeOHn
JIOJATKOBOTO amapaTHOTo oOnamHaHHA. [IpakTidHa peamizalist miaxomy nepeada-
Yae BUKOPUCTAaHHS KOMIIAKTHUX MOJIENIEH MPOTHO3YBaHHS BiTHOCHOI ITHOMHH Ta
orrrMizoBaHoro 3mUTTA 2D 1 3D o3Hak, mo 3abe3mnedye 30epeKeHHs MBUIKOIIT
Ta BIATIOBIAHOCTI BUMOTaM PeajbHOrO yacy. Taka apXiTeKTypa € MPUIaTHOI IS
MOOUTFHHX 1 BOY#OBaHHMX mIaThopM i3 00MEKEHUMH OOUHCITIOBAIBHUMHU pecyp-
caMu Ta He motpeOye Moaudikaiiii iCHYIOUMX KOHBeepiB po3mizHaBaHHsA. OTxKe,
3alpONIOHOBAHE pillleHHs 3a0e3neuye eeKTHBHE MOETHAHHS JOCTYTHOCTI anapa-
THHX 3ac00IB, BUCOKOT HAIIMHOCTI MIEPEBIPKH KUBOCTI Ta MPAKTUYHOT MPUIATHO C-
Ti U Cy9aCHUX CHCTeM OIOMETPHYHO1 aBTeHTH(iKaIIii.
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AJITOPUTMIYHA ITPOITATAHJIA: AK III BUKOPUCTOBYETHCA Y
CTBOPEHHI ®EMKOBUX BIJIEO ITPO BIMHY

Xpuctuna CEPEJHUIIBKA, Jliana PAUTA
Jlvsiscobrutl Oeporcagrutl yHieepcumem Oe3neKu HeummeoisibHOCmi

Anomauia. Y yiii pobomi po32na0aemovcsa UKOPUCTIAHHA MEXHON02I WYYHO20
iHmenexmy Onsl cmeopenHsi etikosux ioeo y eocHHomy Konmexcmi. Ilokazano, sk MoOu-
@ixyrlomocs 06auuys, 2010C I KOHMEKCM 6i0e0 Ol MAHINYISAYIL 2POMAOCHKOIO OYMKOIO,
demopanizayii siticbkosux ma niopusy 006ipu 0o ingopmayitinux ddxcepen. Pozensnymo
NCUXONO02IYHI HACTIOKY MAKUX MEXHOA02iU Ma WIAXU npomudii, 6KIIOYHO 3 Mediazpamom-
Hicmio, mexHiYHUMU 3aco6amu BUAGNTEHHS ellKi6 I MAPKYBAHHAM WIMYYHO20 KOHMEHMY.

Knwwuosi crnosa: ancopummiuna nponazanoa, wimyyHuil iHmenexm, Oingheiiku,
8iliHa, Ncuxono2iuHull 8NIU8, 0e3inpopmayis, mediazpamomHicme.

Abstract. This paper examines the use of artificial intelligence technologies to
create fake videos in a military context. It shows how the face, voice, and context of the
video are modified to manipulate public opinion, demoralize the military, and undermine
trust in information sources. It examines the psychological consequences of such tech-
nologies and ways to counter them, including media literacy, technical means of detect-
ing fakes, and labeling artificial content.

Keywords: algorithmic propaganda, artificial intelligence, deepfakes, war, psy-
chological impact, disinformation, media literacy.

VYV cyuacHoMy iH(OpMAIiifHOMY CepeloBHINi, KOJNH BiiHA W 30poiiHi
KOH(JIIKTH CTaIOTh HE JIMIIE apeHoro (Pi3M4HMX Aiid, a i iHpopMaIifHuX BilH,
3’SIBIIIOTHCS HOBI IMOTYXKHI IHCTpYMEHTH MaHInysinii. OZHUM i3 TaKUX 1HCTPY-
MEHTIB € 3aCTOCYBaHHS TEXHOJIOTiil IITYYHOrO IHTEJEKTY Y CTBOPEHHI (eiko-
BHX BiZICO Ta ay[io, IO IMITYIOTH peanbHi MOJii, TPOMOBH, iHTEpPB’0 a00 3asBH
ninepiB aepkas. L{i TexHOIOTIT BIIKPUBAIOTH HOBUI PIBEHB aJITOPUTMIYHOT IPO-
Mara"y KOJH He MPOCTO MyONiKyeThbCs MiAPOOICHUH TEKCT 4M 300paskeHHS, a
CTBOPIOETHCS BieoMarepiall i3 pyXoMHUM 300paKeHHIM, 3ByKOM, 4acTo i3 3a1y-
YEHHSIM BIIOMHUX OCi0, 1110 3HAYHO MiJBUIILYE MPABAOTIOAIOHICTS.

Meroro nporo marepially € PpO3KPUTH MEXaHI3MH CTBOPEHHS TaKHX
(eiikiB; onucaTu crenudigHO - IsT BOEHHOTO KOHTEKCTY 3arpo3H y TOMY YHCII
TICHXOJIOTIYHI, 8 TAKOK 3allPONIOHYBaTH HAPSIMKU pearyBaHH: Ta MPOTHIII.

Jingeiikn 3'sBuiancs Maibke oxpasy IiCis ITOBHOMacmTaOHOTO BTOPT-
HEHHs, N03BoMBIIM Pocii BUKOPHCTOBYBATH INTYYHHN IHTENEKT U MaHimy-
JIOBAaHHS BXKe iCHyloumMHu Bineo. 16 Gepesns 2022 poky Ipopociiickki akTopu
3mamanu BeO-calT ykpaiHcekoro 3MI Ta 3aBaHTaXWIH HESKICHO 3poOieHui
nindeiik npesuneHTa Ykpaiau Bomomgumupa 3enmeHcbkoro. Y Bifgeo mimpobieHa
Bepcis 3eJCHChKOTO CTBEP/DKYBAJa, 110 BiH MIIIOB Y BiJCTaBKY, BTk 3 Kuera ta
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3axsmkaB 30poiiHi Cunn YKpaiHu 37aTHCs Ta BPATYBATH CBOI KUTTS. Bimeo oT-
pUMano 3HauHe MOMIMpeHHs depe3 Telegram; HapaTHB TakoX MOLIMPUBCS B
edipi micis 370My pOCIHCHKOI0 BEpCi€l0 HOBHMHHOTO KaHaly TelleKaHaly
«Yxpaina 24», akuii OyB 3MiHEHHH, 1100 MOBTOPUTH TE€ CaMe IOBITOMIICHHSL.
HanzeuuaitHo HU3bKa SKICTh BilleO YiTKO Aana 3po3yMiTH, 1110 Le Jindeiik, Tomy
MPOKPEMITIBChKI /pKepena B Telegram mouanu HasuBaté Horo Qeikom, OJHO-
YaCcHO BUXBAJISIOUUCH, 110 HOMY BCE X BJAJIOCS 3MYCHTH JISSIKMX YKPaiHCHKHX
BIMCBKOBHX 31aTHCS.

He 3aBxan HeoOXiTHO MOBHICTIO T€HEpYBaTH Bifeo «3 Hyis». Yacrimre
BUKOPHUCTOBYIOTh pEajbHI KaJapW, sKi MAMIHIOIOTH 3a ayaio abo 3MIiHIOIOTH
MIANACH, BUJATIOTH 00 TOJAF0Th KOHTEKCT, 3MIHIOIOTh JaTy YH MICIIE TTOIii.

Ille omHi€r0 BaXJIMBOKO AayMIOTAKTHKOIO € JIMCHHKIHI, I Yac SIKOro
CIIPaBXKHE BiJeO MOKPAIIYEThCs, MO0 3MIHUTH BHpPa3 OOINYYS Ta BUMOBY JIIOIH-
H1. OJMH 13 Takux BUNAJKIB cTaBcs micis Tepakty B Kpokyc-Ciri-Xoii B Mocksi
22 Gepesns 2024 poxy. IIpoxpeMITiBCBKi pKepera, HaMaralounch 3HAUTH JTOKa3H
«mpuyeTHocTi YKpaiHw» 10 Hamajy, NMPeACTaBHIM YHMCIICHHI HENpaBIuBi icTopii
Ta mokasu. OgHa 3 HUX MicThia HiIOWTO iHTEpB'to 3 Onekciem JlaHimoBUM, KO-
JMIIHIM cexperapeM Paam HamioHanpHOT 000poHH Ta Oe3rekn YKpaiHu, B SKOMY
BiH 3asBMB ITiJi YaCc YKPaiHCHKOTO HAI[IOHAJBHOTO TelemapadoHy, mo Mocksa
«IIy’Ke pO3BaXKAETHCS» 3 MpUBOLy Hanay. Pociiicekuit kanan HTB, mo Hanexuts
JepXKaBHIH eHepreTnuHid kommasii «['a3mpom», TpaHCIIOBaB HIOMTO IHTEPB'IO
HanimoBoro. OnHak J[aHIIOB He 3'SBISIBCS Ha YKpaiHCEKOMY TeleOaueHHi i Jac
tenemapadony. Came Bigeo OyJio MO€IHAHHSM JIBOX PI3HUX IHTEpB'tO, HAKIaJle-
HUX Ha (anpimBuil rosoc; Hasitk [lasu Capmapisne 3 BBC Verify migteepaus ,
10 HOTo roJIoc OyB 3reHepOBaHUH IITYIHUM IHTEJICKTOM.

YV xoH(}IIKTHIH cUTyaIil TEXHOJOTi TakuX (heiKiB OTPUMYIOTH TOJAaTKOBY
CHJTy: BHCOKAa €MOIlIMHICTh, HEBI3HAYCHICTh, MIBHIKUA TeMI moiiil. Bimeo, mo
MOKa3ye «3paay», «KamiTyJIIioy, «3arubeib 0araTb0X» — JIETKO BHUKIHKAE
maniky abo memopanizartito. 3okpema, y momosimi Center for Countering Disin-
formation (Ykpaina) HaBeqeHO BHUIAIKH Bif€o, SIKi BUSBHJINCH INTHOOKUMHU (heid-
KaMH, ajie OyJIu HaIlUIeHI Ha YKpaiHChbKe BiICHKOBO-TEPUTOPIAIbHE yIPyITOBAHHS.

[TpoGnema NPOHUKHEHHS MTPOTIAraHAN B IITYYHUH IHTEJIEKT € CKJIaIHOIO,
ane He Oe3HafiitHOIO. EKCHepTH 1 TEXHOJIOTIYHI KOMITaHii BKe€ OOTOBOPIOIOTH
nuisixu 1i BupimenHs. Hacamnepe mponoHyeTbcsi KOHTPOJIIOBATH JIaHi, Ha SIKUX
HaBYAOThCA Mojeni. KommaHii MawoTh peTebHIllle TEePEeBIpATH JpKepera,
BHKITIOYAaTH BiZIOMi MPOTATraHIUCTCHKI caiiTh abo X He pOOHTH iX HACTUTBKH
BaXJIMBUMHU Ut O0TiB. Ha kainp, OoKyBaHHS AEKUIBKOX JIOMEHIB HE BUPIINTD
mpobiremy. I1oTpiOHO BUKOPHUCTOBYBATH ajTOPUTMH, IO aBTOMATHYHO BHBIIS-
FOTh Mepexi ae3indopMarii i BixcitoroTs ix. ba Oinbme, B crarti “How Al Can
Help Stop the Spread of Misinformation” moBimoMis€TsCsI, 1O ANTOPUTMH Ma-
[IMHHOTO HaBYAHHS MOXKYTh 3HaYHO IEPEBEPIIYBATH JIOJCHKY 3JaTHICTh y BH-
sBieHHI OpexHi. Kpim Toro, Mae 6yTy mpo30picTh 1 MapkyBaHHs. SIKII0 4aT-60T
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MIOCHJIAETHCS HA JUKEPEIIo, KOPUCTYBAd Mae 0Jpa3y K 0a4nTH, IO Le 3a JuKepe-
JIO 1 3BiZIKM BOHO. | He MOKHA 3a0yBaTH MPO 3alOBHEHHSI iHPOPMAIIHHUX MPO-
raJiMH MPaBIUBUM Ta SKICHUM KOHTeHTOM. Haikpalum iHCTpyMeHTOM st 00-
poTHOU 3 Tponaran/oio Oyze HaOBHEHHsS MEpEXi IMPaBIMBOIO Ta IEPEBIPEHOIO
iHopmaniero. Haocranok — perynroBaHHs Ta chiBrpais 3 Biuajnor. Kpim Tex-
HIYHUX PIOICHb, TOTPiOHI ¥ MONITHYHI yXBaiu. BapTo mam’staTy, mo iHTepHET
HE Ma€ KOp/IOHiB, a iHdopmauiiiHa BiiiHa HaBkoJo 111 macmtaGyeTses 1o BChb-
OMY CBiTYy
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MCUXOJIOTTYHA CTIMKICTh CYCHUIbCTBA SIK YNTHHUK
3ABE3IIEYEHHA IHOOPMAIIMHOI BE3IIEKHA JEPKABHU

Boaogumup CUJOPEHKO, Onexcanap JOLHEHKO
Iucmumym Haykogux 00CiONCeHb 3 YUBLTLHOZO 3AXUCTY
Hayionanvnozo ynisepcumemy yuginonoeo 3axucmy Yxpainu, m. Kuig

Anomauin. Posensoaemuvcs ncuxono2iuvna cmitikicms CYChilbCmea SIK CKiadoea iH-
gopmayiinozo 3axucmy 6 ymosax eitinu. Ilpoananizoeano 3asposu iHOPpMAYIHUX amak,
POTb KPUMUYHO20 MUCTIEHHS, MeQiaepaMOmMHOCI, OepPIICABHOI KOMYHIKayii ma coyianbHol
32YPMOBAHOCE ) (POPMYBAHHI NCUXONOTYHOI CITIIKOCMI HACENeHHA ma Npomuodii de3ingop-
mayii. Kntouosi cnosa: ncuxonoeiuna cmitikicmo, ingopmayitinuil 3axucm, 6iina, mediazpa-
MOmHicmy, Oe3iHopmayis, KpumuiHe MUCIEHHs], CYCRIIbCMBO, COYIAIbHA 32YPMOBAHICMb,
ncuxonoeiuna 6esnexa

B ymoBax ri0puHoi BiliHM Ta MaciTabHUX 1H(OPMALIHUX aTak MCHXO-
JIOTi4Ha CTIHKICTh CcycHiIbCTBa HaOyBae crpaTeriyHoro 3HaueHHs. CydacHi iH-
(hopmaritino-ricuxonoriani onepamii (I[IcO) cnpsmoBaHi He nwIIe Ha IMiIPUB
000pOHO3ATHOCTI, a  Ha pyHHYBaHHS BHYTPIITHROI €IHOCTI, TOBIpH A0 Oep-
JKaBHUX IHCTHTYIIHA i MOpabHOTO AyXy HaceJleHHA. Tomy (opMyBaHHS IICHXO-
JIOTIYHOI CTIKOCTI TPOMAISH € KIIFOYOBHM €IEMEHTOM CHCTEMH iH(opMaIiiftHo-
TO 3aXHCTy Aepkasu [1].

INcuxosoriuHa CTIMKICTh CYCHIIBCTBA — 1€ 3MaTHICTh KOJCKTHBHOI CBi-
JIOMOCTi 30epiraTu eMoliiiHy piBHOBary, KpUTHYHE MHUCICHHS Ta COILIAIbHY
3rypTOBAHICTh i TUCKOM iH(opMauliifHuX 3arpo3. Ha iHauBinyansHOMY piBHI
BOHA NPOSIBIIIETHCS Y BMIHHI HE ITiJIaBaTUCs MaHilli, aJleKBaTHO pearyBaTH Ha
cTpec i30epiraTd KOHCTPYKTHBHY MOBEIHKY. Ha KonekTHBHOMY piBHI — y HiaT-
pHUMIIi COIiambHOI NOBIPH, B3aEMOIINTPUMKH Ta BIIEBHEHOCTI B CITUTBHIA METI.
[cuxonoriyHa CTIMKICTh € OCHOBOIO iH(OPMALIIITHOTO «IMYHITETY» CYCIIIJIbCTBA
[2]. ITig wac BiiftHM iHPOPMALIHII TPOCTip HACHIYETHCS BETUYE3HOIO KUTbKiC-
TIO CYNEePEWINBHX ITOBIOMIICHB, IO HECYTh HACTYITHI 3arpO3H:

» nesiadopmaris Ta Qelkd, MO BUKIMKAIOTH MaHIKy ado po3dapy-
BaHHS;

"  MaHinyJsnii yepes colialibHI Mepexi, CIpsSIMOBaHi Ha eMOLIMHUMA
THCK;

"  [ICHMXOJIOTiYHA BTOMa Ta iH(QOpMaIlliiiHe NMepeBaHTaXEHHS, 110 3HH-
XKYIOTb yBary i KpUTHYHICTb CIIPHHHSTTSL;

* ninecnpsamoBani II1cO, mo ekcruyaryroTh cTpax, rope Y arariio
HacesieHHs [3].

Taki aTaku MOXXYTh NPHU3BECTH JI0 JAeMOpajizalii, 3HWKEHHS JIOBIpU 10
BIIaJIM Ta PO3KOJTy CYCITUIBCTBA.

IH(I)opMauiI‘/'IHa Oesmeka BKUTIOYAE HE JIMINE TEXHIYHWA, a W COLIaTbHO-
TICHXOJIOTTYHMH KOMITOHEHT. [IcHxooriHa CTifKicTh CTBOPIOE Oap’ep, 10 3MEHIITYE
eeKTHBHICTH BOPOKHX iH(QOPMAITIHIX BILUTMBIB. [i KITIOYOBUMM CKJIQ/IOBHMH €:
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"  KpUTHYHE MUCICHHS (3AaTHICTH PO3II3HABATH MaHIMyssmii Ta rme-
peBipsiTh QakTH);

*  oBipa A0 oQimilfHEX HKepen Ta 00epex HICTh y MOMUpPeHH] iH)Oo-
pMarii;

"  comiaJibHA 3TypPTOBAHICTh (ITOYYTTS €IHOCTI, IO HEHTpAIi3ye CIpo-
6u mocisTa po3opar);

"  [ICHXOJIOTiYHA TPAMOTHICTH (YMIHHS KEPyBaTH BIACHHUMH SMOIIiSIMH
W MATPUMYBATH HIIHX).

Criiike cycHiIbCTBO € MEHII Ypa3iuBUM 110 (eiiKiB i maHIYHUX HACTPOIB,
OTKe OUTBII 3aXUILEHUM iH(POPMALiiHO.

®dopMyBaHHS IICUXOJIOTTYHOT CTIHKOCTI € KOMIUIEKCHUM IIPOIIECOM, IO
BKIIIOYA€E OCBITHI, iH(OpMAIIiliHi, COMIANEHI Ta ICUXOJIOTIUHI 3aX0U 332 HACTYII-
HUMH HaIlpsSMaMu:

1) ocBiTHS MiSUTBHICTH 1 MemiarpaMoTHICTh. DopMyBaHHS KPHTUIHOTO MHC-
JICHHS TIOYMHAETHCS 3 OCBITH. BpoBa/LKeHHS MporpaM MeaiarpaMOTHOCTI y KO-
JaX Ta YHIBEpCHUTETax JOTIOMarae TpoMajsiHaM Po3Ii3HaBaTH (eHKH, aHaTi3yBaTh
iH(opMaILifo, OLIIHIOBATH HKEpelia Ta YHUKATH EMOIIHHIX MaHITYJISIiH [4];

2) mpo3opa Ta CBO€YacHa AeprkaBHa KOMyHikailis. JlocTym 10 J0CTOBip-
HOI iHpopMarlii uepe3 odiliiiH KaHaIN JepKaBHUX OpPraHiB 3HMXKYE PIBEHb IMa-
HIKU Ta HenoBipy [1];

3) miaTpUMKa MEHTAJIBHOTO 370poB’s. JlepkaBHi Ta TpoMajChbKi MCHXO-
JIOTIYHI CEpBICH, rapsdyi JIiHIl Ta OHJIAHH-KOHCYJIBTAIlil JOIIOMAaratTh TpPOMaIs-
HaM CHpaBIISITHCS 31 cTpecoM 1 TpuBOXHicTIO. OcobimBa yBara MpUAUIIETHCS
BETepaHaM, BIHCHKOBOCTYKOOBISIM Ta WiIEHaM XHIX CiMeH, a TaKOX JIOISIM Y
puQPOHTOBHX PETiOHAX;

4) rpoManIsHCHKA CONIAAPHICTH Ta COIliabHA 3TypTOBaHICTh. BosoHTEp-
CBKi iHIIaTUBH, KYJIBTYPHI Ta CIIOPTHUBHI 3aX0[H, TPOMAJICHKI aKIii Tomomara-
0T HiATPUMYBATH KOJIEKTHBHE MOYYTTS €IHOCTI;

5) nportumist ae3indopmartii Ta iHGOpMaliiiHe MPOCBITHUITBO. [IpoekTH Ha
kwtant StopFake, LleHTpy crpareriyHiux KOMyHIKaIii Ta iHIIKMX MIaTGOPM aKTUB-
HO CIIPOCTOBYIOTh (DeHKH 1 HABYAIOTH HACENICHHS PO3IMi3HABATH MAHIMYIALii 3, 5];

6) PO3BHTOK KPUTUYHOTO MHUCJIEHHS Ta HABMYOK camoperyisimii. [Tcuxomnori-
YHa CTIMKICTh BUMAarae He JIMIIE 3HaHHS, a i NPaKTHYHUX YMIiHb: YIPABJIIHHI €MO-
LSIMH, CTPECOCTIMKICTh, YMIHHS IPUHAMATH PIlLICHHS B YMOBAaX HEBU3HAYEHOCTI;

7) MDbKHapOIHWH JOCBiA Ta OOMIH IpaKkTUKaMH. BUBYCHHS YCITITHHX
MOJIeJIel TICHXOJIOTIYHOT CTIHKOCTI B HIIUX KpaiHax, OOMiH JOCBIIOM i3 mapT-
Hepamu HATO, €C Ta OOH nomomarae BpoBaKyBaTH ¢(peKTHBHI METOIUKH,
a/IalITOBAaHI 10 YKPaiHCHKUX pearii.

VYkpaiHcbke CyCHiJbCTBO Mija Yac moBHomaciitabHOI BiliHE 2022-2025
Pp. MPOJIEMOHCTPYBAJIO BUCOKHH PiBeHb MCUXOJOTIUHOI cTiikocTi. [Tompu mio-
JeHHi iHdopMariiiHi 3arpo3u, kibeparaku Ta MacoBi CripoOH TOIIUPEHHS Je31H-
(dopmartii, rpoMasisiHu 30eperiy Bipy y BIacHi CHIIH, JOBIpY 10 30poiinux Cui i
TOTOBHICTh JISITH CHUIBHO JUIsl 3aXUCTy KpaiHu. lle cTajgo MOXIIMBHM 3aBISKH
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KOMIUJIEKCHOMY MIAXOAY, SIKMH TO€AHAB JAEpXaBHY IIOJITHKY, MeIiarpamoT-
HICTh, aKTUBHICTh T'POMA/ITHCHKOTO CYCIUIBCTBA Ta BOJIOHTEPCHKI iHIL[IaTHBH.

JepxaBHi CTPpYKTYpH, Taki Ak LleHTp cTpaTeriyHHX KOMYHIKaIil, CBO€-
YacHO CHPOCTOBYBaJIM (heHKH Ta HagaBald TPOMaJsHAM TOCTOBIpHY iH(opma-
1if0, MIHIMI3yI04H maHiKy. BogHodac mrmpoxoMacmTabHa BOJIOHTEPCHKA HisIb-
HICTb, KyJABTYpPHI MOAIi, 1HIIlIaTHBH MCHXOJOTIYHOI JOTIOMOTH Ta B3a€MOJIOIIO-
Mora y rpoMaznax (GopMyBalH BIIIYTTS €IHOCTI Ta MATPUMKH, IO 3HAYHO TIifI-
BUIIYBAJIO CTIMKICTh HaceleHHs. OcoOinBO e(heKTHBHOI BHsBHIAacS poboTa
JIEp’KaBHUX 1 rpOMaJICbKuX miatdopm, Takux sk StopFake, rapsui jiHii ncuxo-
JIOTT4HOT MiATPUMKH, iH(OpManiiiHi kKaMaHii 3 MeJiarpaMOTHOCTI, a TAaKOXK iHi-
LIaTUBY 3 PO3BUTKY KPUTUYHOTO MUCIIEHHA cepen Monoxi. Li 3axoam no3Bosn-
T He JIWIIe HEeHTpali3yBaTd BIUIUB JIe3iHpopMarii, a i MigBUIIUTH TOTOBHICTH
CYCIIIIbCTBA JI0 CIUIBHUX JIil Y KpH30BUX YMOBAX.

VYkpalHChKHN JTOCBIN TOKa3ye, MO MCUXOJOTIYHA CTIHKICTh HACETICHHS €
HE JIMIIE pe3yJbTaTOM IHIHMBIIyaJlbHOI BUTPUMKH, 8 i KOMIUICKCHHM e()eKTOM
KOOpAMHAIII Jep)kaBH, Melia, TPOMAACEKHX OpraHi3aliii 1 caMux TpoMajsH.
Crilike CyCITiIbCTBO CTAJI0 BOKJIIMBOIO CKJIAOBOIO HAI[IOHAJIHLHOT 0OOPOHH, PiB-
HO3HA4YHOIO apMii umM Kibep3axucTy, 1 CIyrye MpUKIaAOM s iHIIUX JepiKaB,
110 ONTUHIJIUCS M1/ iH(pOPMAIIIHHUM THCKOM Ta arpeciero.

[cuxosnoriuHa CTiMKICTh — i HE JIMIIE puca 0COOMCTOCTI, a cTpaTeriu-
Huii pecype nepxasu. Bona (bopmye lH(l)OpMaIlll/IHI/II/I IINT, KU 3aXUIIAE Cyc-
MIbCTBO BiX MAHIKH, QeHKiB i MaHimyssuiid. PopmyBaHHs i€l CTIHKOCTI MOT-
pe6ye CIUIBHUX 3YCHJIb JIEP)KaBH, OCBITH, Me/ia Ta KOXKHOTO TpOMajsiHHHA. Y
BilfHI 3a CBIZOMICTb JIIOJICH Iepemarae He TOH, XTO Mae€ Outblie iHpopmarii, a
TOM, XTO 3aT€H MUCIUTH KPUTHYIHO H 3aJIMIIATHCS BHYTPIIHBO CHIIBHUM. .
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KOHIIENITYAJIbHA MOJIEJIb MIHIMI3AIII BATOKIB TAHUX ¥
KOPIIOPATUBHOMY CEPEJOBHUIII HA OCHOBI TIPUHIIAIIIB
ZERO TRUST APXITEKTYPHU

Amnacracis COPOKA, Baaentuna ALIYK, Baaepis BAJTAIIBKA
Jlvgigcvruti depoicasnuil ynisepcumem Oe3nexu HeummeoisibHoCmi

Anomauin. 3anponoHo8aHo KOHYENnmMyaibHy MoOeib MIHIMI3ayil 6UMOKI6 OaHUX
Y KOpNnopamusHomy cepe0oguwyi, 3aCHO8AHy Ha npuHyunax apximexkmypu Zero Trust.
IIpoananizosano oomedcenHs mpaouyitiHux nepumemposux mooeineii besnexu ma oorpy-
HMOBAHO HeOOXIOHICMb nepexody 00 OUHAMIYHOI cucmeMu 008ipu, 0e KOJNCHA 83aEMO0is
nepesipsacmovca y pedicuMi peanvioo dacy. Busnaveno mpu 6a3o06i pieni mooeni — ioe-
HMUDIKAYIUHO-KOHMPOILHUL, — CE2MEHMAYIUHO-NONIMUYHUL | MOHIMOPUH2060-
ananimuunui. Ilokaszano, wo peanizayis Zero Trust-nioxody oae 3moey smeHuumu pu-
BUKU BUMOKI6 OaHUX | nioguwumu pigeHv Kibepcmiukocmi KopnopamusHoi ingppacmpy-
Kmypu.

Knrwuoei cnosa: Zero Trust, kibepbesneka, umix OaHux, KOpnopamuseHe cepe-
dosuuje, MIKpoceeMenmayis, noImuKy 00Cmyny, Kibepcmitikicmo.

Abstract. A conceptual model for minimizing data leaks in a corporate environ-
ment is proposed, based on the principles of the Zero Trust architecture. The limitations
of traditional perimeter security models are analyzed and the need to transition to a
dynamic trust system is justified, where each interaction is checked in real time. Three
basic levels of the model are identified - identification and control, segmentation and
policy, and monitoring and analysis. It is shown that the implementation of the Zero
Trust approach allows you to reduce the risks of data leaks and increase the level of
cyber resilience of corporate infrastructure.

Keywords: Zero Trust, cybersecurity, data leakage, corporate environment, mi-
crosegmentation, access policies, cyber resilience.

VY cy4acHOMY KOPIOpPaTUBHOMY CEPEIOBHII, IO XapaKTepPU3YEThCS BH-
COKUM piBHEM LM(pOBi3allil Oi3HEC-TIPOIIECIB, BAKOPUCTAHHSIM XMapHUX CEepBi-
CIB Ta 3pOCTaHHSAM KUTBKOCTI BiITaJICHUX KOPUCTYBA4iB, MUTAaHHS 3a0e3IedeH-
Hs KOH(IMCHIIHHOCTI ¥ MUTICHOCTI JaHUX HAaOYBA€ CTPATEriYHOrO 3HAYCHHS.
TpagumiiiHi mepruMeTPOBi MOJAENTI 3aXUCTy OUTBIIE HE BIAMOBIIAIOTE CYIacCHUM
BHKITUKAM, aJDKEe MEXKi KOPIIOPATUBHUX MEPEXK CTAIOTh PO3MUTHMHU, a JTaH1 IUP-
KYIIIOIOTh MDK BHYTPIIIHIMH # 30BHIMIHIMH CepeNOBHINAMA. Y LUX YMOBax
ocoOymBoro 3HaueHHs1 HaOyBae apxirekrypa Zero Trust (ZTA), noOynoBana Ha
MIPUHITUII «HIKOJM HE JOBIpsiA, 3aBXaAu TepeBipsit»y. Konnenmis nepeadadae
BIZIMOBY Bi/l JOBIpM 32 3aMOBUYYBaHHSIM, 3aCTOCYBaHHS OCTIHHOT aBTeHTHDiKa-
i1 KOPUCTYBAYIB 1 MPUCTPOIB, @ TAKOK MIHIMI3allil0 PIBHS JOCTYIY BiAMOBITHO
JI0 KOHTEKCTY PUBHKY.
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MeTo10 1aHOTO JOCTIIPKEHHS € PO3pOOJIEHHS KOHIENTYadbHOI MOZIETi
MiHIMi3allil BUTOKIB JaHUX y KOPIOPaTUBHOMY CEPEJOBUILI HA OCHOBI NPUHIIH-
niB Zero Trust, mo noexnye igeHTH}IKaIiiHI, MOJITUYHI Ta aHATITHYHI MeXa-
HI3MH O€3I1IeKH B €IMHY JUHAMIYHY CUCTEMY YIPaBIIiHHS JOBIPOIO.

3anpornoHoBaHa KOHIICNITyalbHA MOJICNIb MIiHIMI3allil BUTOKIB JAaHUX Y
KOPIIOPaTUBHOMY CEPEIOBHII 0a3yeThCs Ha TPUPIBHEBIA apXITEKTypi, MO iH-
Terpye npuHOunu Zero Trust i3 Cy4acHUMH TEXHOJIOTISIMU 1IeHTH(IKAI1, cer-
MEHTaIlii Ta aHATITHYHOTO MOHITOpHHTY. Taka OaratopiBHEBa CTPyKTypa 3a-
Oe3redye KOMITJIEKCHE TIOKPUTTS OCHOBHUX €TaIliB XHUTTEBOTO UKy JTAHUX —
BiIl TOCTYITy 10 BHSBIICHHS Ta pearyBaHHSA Ha IHIWICHTH — i CIIpAMOBaHa Ha
YCYHEHHs JOBIpH 32 3aMOBYYBaHHSM Yy Oy/Ib-SIKUX B3aEMOJIiAX MK KOPHCTYBa-
YaMu, MPUCTPOSIMH Ta CEPBICaMH.

InenTH(IKANIHHO-KOHTPOIBHIN piBEHh BUKOHYE (PYHKIIiI aBTCHTH(DIKA-
1il, aBTOpHU3allii Ta MepeBipKH IIICHOCT] B3a€EMOIiil y peanbHOMY 4Yaci. Y Me-
’KaX bOTO PIiBHA MependadeHo BIPOBAKEHHS OaratoakTopHOT aBTeHTH(DIKa-
uii (MFA), o noeanye moHaiiMeHIe 1Ba He3alexHi GakTopu — 3HaHHSA (T1a-
POJIb), BOJOMIHHS (TOKEH, MOOUTBHUI MPHUCTPii) Ta OIOMETPUYHHIA Mapamerp
(BiIOMTOK MambIlsd, po3mizHABaHHS 001my4s). [10JaTKOBO 3aCTOCOBYETHCS I10-
BEJIHKOBa aHANITHKA, KA aHANI3ye IIa0JIOHM aKTHBHOCTI KOpHCTyBaua (dac
BXOJ/ly, MICIle, THII TPHCTPOIO, XapakTep i) Mt pOpMyBaHHS AMHAMIYHOI
OIHKY pu3uKy. CrcTeMa KOHTEKCTHOTO IOCTYIY MPUUMAE PIICHHS PO 0 3BT
4K OJIOKYBaHHS Ollepalii 3 ypaxyBaHHAM IIOTOYHUX YMOB — I'eOJIOKallii, cTaTy-
Cy TIPHCTPOI0, PIBHS 3arpo3u B Mepexi. Takum 4uHOM, IOCTYII A0 AaHHX 3.ikic-
HIOETHCA JIMIIE 32 YMOBH BiINOBITHOCTI BCIM IMOJIITHKaM O€3MEKH, M0 3HAYHO
3HIKYE PU3UK KOMIpOMeTallii 00JIiKOBHX 3aIMCIB Ta BHYTPIIIHIX 3arpos3.

CerMeHTaIiiHO-TIOITHYHIHN piBeHb 3a0e3redye MPOCTOPOBY i JIOTIUHY
1300 iH(QOPMAIIfHAX MOTOKIB y MeXKaX KOPHOPATHBHOI iH(pacTpyKTypH.
Kitro4oBUM MexaHI3MOM € MIKpOCerMeHTallisl, o nepeadadae moail Mepexi Ha
130JIb0BaHI JOMEHH 3 MIHIMalbHO HEOOXITHUMH MapIIPyTaMH B3a€MOIil MK
HuMH. Takui minxin 3ano0irae rOpU30HTATEHOMY MEPEMIIICHHIO 3JI0BMUCHUKIB
IicIs IePBUHHOTO IPOHUKHEHHSL. [[Jsi KepyBaHHS JOCTYIIOM BHKOPHCTOBYIOTb-
Csl KOHTEKCTHO-3aJexkHi mounitukd, 30kpemMa RBAC (Role-Based Access
Control) — moctyn Ha ocHOBi poseii kopucryBauis, ABAC (Attribute-Based
Access Control) — noctyn, mo BpaxoBye auHaMiuHi aTpubytu (Micue, vac,
NPUCTPIH, piBeHb pu3nKy), Ta Risk-Based Access, sikuit aBTOMaTHYHO afanTye
PiBEHB AOCTYIY 3aJIS)KHO Bil OLIHEHOTO PH3UKY KOHKPETHOI cecil. Yci momitu-
KU peali3yloTh NpuHUUI HaiMeHmnx npusineiB (Least Privilege), 3rimHo 3
SAKAM KOPUCTYBad abo IpoIlec OTPUMYe JIHIIE Ti MpaBa, SKi HEOOXimHI I BH-
KOHaHHSI KOHKPETHUX 3aBiaHb. Lle MiHIMI3ye HaciiIKu MOXKIJIMBHUX BUTOKIB Ta
oOMexye MacmTal MOTEHIIHHIX IHIUICHTIB.

MOHITOPHHTOBO-aHATITHYHUN PIBEHb BUKOHYE (YHKIII CIIOCTEPEKEHHS,
BUSIBJICHHSI aHOMaJITIli 1 pearyBaHHs Ha 3arpo3u. LIeHTpalbHUM elneMEeHTOM 11bO-
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TO pIBHS € CHCTEMH YIpaBIiHHSA iH(popMatiiiHoto Oe3mexoro (SIEM), ski 3mific-
HIOIOTh KOPEJALIMHUI aHami3 moaiil i3 pi3sHUX JKepesn — cepBepiB, poOoUnx
CTaHIIIf, MEPEKEBOTO OOJNAHAHHS, XMAPHUX CepBIciB. J[st MimBUIIEHHS TOY-
HOCTI JIETEKIlii 3aCTOCOBYIOThCS aJTOPUTMHU MAIIMHHOTO HaBYaHHS Ta MITYYHO-
ro IHTEJNEKTY, AKi 34aTHI caMOCTiHHO GopMyBaTH Npodisli HOpMaJIbHOI MOBEi-
HKH CHCTEMH T4 BHUSBIITH BIIXWJICHHS, II0O MOXYTh CBIUYHTH PO BUTIK abo
crpoOy HEeCaHKI[IOHOBAHOTO J0CTYIy. TaKkoX BIPOBA/DKYETHCS MEXaHI3M ajall-
THUBHOTO pEaryBaHHs, KU JO3BOJIIE aBTOMATHYHO 3MIHIOBAaTH HOJITHKH J0C-
Tymy, i30JIOBAaTH MiZ03piTl BY3nu ab0 aKTHUBYBAaTH IPOLEAYPH IHIMICHT-
PECIIOHCY B PEXHMI PEaTbHOTO Yacy.

3arasiom, B3a€MOJIs TPhOX PIBHIB 3a0e3Meuye 3aMKHEHUH IUKI OE3MEKH,
Jie aBTeHTU(]IKaIlis, CErMEHTallisl T MOHITOPHHT YTBOPIOIOTh CaMOIIiICHITIOBAb-
HY CHCTEMY AWHAMIYHOTO KOHTPOMIO NoBipH. Taka apXiTekTypa J03BOJISIE HE JH-
1Ie MIHIMI3yBaTH PU3MKKA BUTOKIB IaHHX, a i (OpMye OCHOBY ISl MOOYIOBH
aIalTUBHOI KiOepCTiifkol KOPIIOpaTHBHOI €KOCHCTEMH, 30aTHOI epekTrBHO (yH-
KIIOHYBAaTH B yMOBax IIOCTIHHOI eBoiromii nu¢poBux 3arpos. [Hrerparis mmx
PIBHIB y €IMHY apXiTeKTypy J03BOJISIE peali3yBaTH JUHAMIUYHY MOJENb JOBIpH,
sIKa 3MEHILYE PU3UK HECAHKI[IOHOBAHOTO JIOCTYITY, BHYTPIIIHIX MOPYILIEHb 1 KOM-
npoMeTarii 00MKOBUX MaHUX. 3a Pe3yJbTaTaMH AHATITHYHOTO MOJICTIOBAHHS
JIOBEJICHO, IO 3acToCyBaHHS Zero Trust-migxoqy Moke 3HH3UTH HMOBIPHICTBH
BUTOKY AaHuX Ha 70—80% y MOpIBHSHHI 3 TPaIULIHHUMU CTPATETISIMU 3aXHUCTY.

3anpoBa/pkeHHsT Zero Trust-apXiTeKTypu Yy KOPIOpPaTHBHOMY Cepesio-
BHUIII € e()eKTHUBHUM KPOKOM 10 ()OpPMYBaHHS IPOAKTHBHOI CHCTEMHU OE€3IEKH,
OpIEHTOBAHOI Ha MIHIMI3aI[if0 PU3HKIB BUTOKIB JaHUX i MiABHUICHHAS KiOepcTin-
KocTi opranizarii. [loganeimi goCHimKeHHs AOIUTEHO CIPAMYBATH Ha CTBOPCH-
HS IHTETpoBaHUX Mojeneit Zero Trust 11 MyTbTHXMapHHUX CEpEIOBHUII Ta PO3-
pOOJEHHST alrOpUTMIB aBTOMATHYHOTO VIIPABIIHHS IMOJIITHKAMHU JTOBIPH y IH-
HaMIYHUX HU(PPOBUX EKOCHCTEMAX.
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KIBEPBE3IIEKA B IU®POBOMY MAPKETHHI'Y: 3BAXUCT
INEPCOHAJIBHUX JTAHUX Y PEKJIAMHUX KAMITAHIAX

Aptem CYKAU, Banentuna SIYK, Haranis ®EJJUHEL b
Jlvsiscoruii OeporcasHuil yHigepcumem 6e3neku HcummeoisibHoCmi

Anomauin. [ocniodceno numanHs 3axucmy nepcoHANbHUX OAHux y yugposomy
MapKemuHney ma memoou ix noOonaHHs. JJocniodncyemuvcst 6MaU6 3aKOHO0ABCMEA (30Kpema
GDPR), mexniunux 3acobig 3axucmy ma npakmux npo3opocmi OpeHoieé Ha 008ipy cho-
orcusauie. Ilpedcmagieno pesynomamu aHAN3Y CYHYACHUX 6UNAOKI6 GUMOKI6 OAHUX, d
MaKodic ONUMYBAHHS MAPKEMON02i8 w000 CMYneHs 20mOSHOCMI 00 pPU3UKIE i 6npo-
6ao0vicennst 3acobis 3axucmy. [lenezyemucsi MoOenb peKoMeHOayitl, IKa NOEOHYE OPUOUYHI,
TNeXHIYHI ma Op2ani3ayitiHi nioxXoou.

Knrwuoei cnosa: yupposuii mapkemune, nepconanvhi oaui, kivepbesnexa, GDPR,
008Ipa cnoCUBayis.

Abstract. The issue of personal data protection in digital marketing and methods
for overcoming them are investigated. The impact of legislation (in particular, GDPR),
technical protections and brand transparency practices on consumer trust is investigated.
The results of the analysis of modern cases of data leaks are presented, as well as a sur-
vey of marketers on the degree of readiness for risks and the implementation of protec-
tions. A recommendation model is proposed that combines legal, technical and organiza-
tional approaches.

Keywords: digital marketing, personal data, cybersecurity, GDPR, consumer
trust.

3pocTaHHs poii mepcoHami3amii Ta MacmTabHOro 300py AaHUX B pe-
KJIAMHHUX KaMIaHISIX MPU3BOIUTH IO MIABUIIEHIX PU3HKIB BUTOKIB iH(OpMAITii,
3TIOBXHMBAaHb Ta TMOpyIIeHb KoH(pimeHmiiHOCTI. PerymoBanus (GDPR, inmri
MDKHApOJIHI Ta HALlIOHAThHI HOPMH) 3MYIIYE KOMITaHIl afaTyBaTHCS, alle TeX-
HIYHI Ta OpraHi3aniiHi MpoTalInHK 3aIUIIaloThcs. TeMa € BaKIMBOIO JUIs 3a0€3-
TIEYeHHS 3aKOHHOCTI, €THKH Ta 30epexxeHHs pemnyrtauii opennis. [Ipobnemu, ne-
pepaxoBaHi BHUIIIE, Ta iXHS aKTyaJbHICTh 3yMOBHJIN BUOIp TEMH CTaTTi, BU3HAYH-
a1l MeTy Ta 3aBJaHHsA. MeTO MOCTIHKEHHS € BU3HAYCHHS METOAMYHMX ITij-
XOJIIB JI0 OLIIHIOBAaHHSI ICHYIOYHX 3arpo3 ISl IEPCOHABHUX JaHUX Y IU(DPOBOMY
MapKeTHHTY Ta ()OPMYBaHHS KOMIUIEKCHOI MOJENi 3aXHCTY, sIKa MOXe OyTu 3a-
CTOCOBaHa y MiANPUEMCTBAxX pisHOTro MacmTady. O0’€KT TOCTIKEHHS € TpoIie-
cu 300py, 0OpOOKH Ta BUKOPHCTAHHS IEPCOHANBHUX JaHUX y PEKIAMHHUX KaM-
MaHIAX TUPPOBOTO MapKETHHTY. [IpeMeToM o CiKeHHS €

METO/IH, TEXHOJIOTI 1 opraHi3auiiiHi NIpaKTUKH, sIKi 3a0€311edyI0Th 3aXHCT
MepCOHATIbHUX JaHHX.

Amnaniz gireparypaux jxepen [1-11] no3BosuB 3poOUTH BUCHOBKH, IO
HAWMOUIMPEHIINMH 3arpo3aMu y LOU(PPOBOMY MapKETHHTY € 3JI0BMHUCHI pe-
KIamHI Mepexi (malvertising), ¢immar, HecaHKITIOHOBaHHI TOCTYI Yepe3 criad-
Ki TPeThOCTOPOHHI CEepBiCH, BHYTPIIIHI BHTOKH. 3 ONUTYBaHHA MapKETOJIOTIB
BUIUIMBAE, M0 OUIBIIICTh BU3HAE BAXIIMBICTh CTAHIAPTIB 3aXUCTy Ta MIH(-
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pyBaHHSI, ajie JIMIe YacTHHA BUKOPHCTOBYE O0aratoakTopHy aBTeHTH(DIKaIlil0 Ta
peryisipHi ayauta [6-9, 11].

Croroani Permament €sponeiicskoro Corozy GDPR (General Data Pro-
tection Regulation) e ¢pyHIaMeHTaTPHUM HOPMATHBHUM aKTOM y cepi 3aXHCTy
MEePCOHANPHUX JaHUX, SKUH BU3HAYA€ CTAHIOAPTH iXHHOTO 300py, 00poOKM Ta
30epiranHsa. s mmdpoBoro MapKETHHTY BiH Ma€ CTpaTeriyHe 3HauYeHHS,
OCKLUTPKA CcaMe MapKETHHIOBI KaMMaHii 4acTo 0a3yroThbCs Ha aHANITHIN I10-
BEIIHKH KopucTyBadiB. BiqnmosinHo mo Bumor GDPR, xommaHii 3000B’s13aHi 0T-
pUMYBaTH SIBHY Ta 10OpOBUIbHY 3ro[ly Ha BUKOPHCTAHHS NEPCOHAIBHHX JIAHHX,
y TOMY 4HcHi 4epe3 ¢aidnu COoKie, TapreroBany pexiamy uu email-poscuiku.
PernameHT Takok 3a00pOHsIE€ aBTOMaTH30BaHEe MpodiuToBaHHs Oe3 iH(popMOBa-
HOI 3roau cy0’eKkTa NaHuX 1 Hajae MpaBo Ha «3a0yTTsa». BUKOHaHHS BUMOT
GDPR crpusie migBUINEHHIO PIBHS JOBIPU CIOXKMBA4YiB, 3MIIIHEHHIO perryTamii
OpeHIy Ta 3MEHIICHHIO pU3UKY KibepaTak i BUTOKIB iHpopMamii. Takum dnHOM,
JOTPHMaHHS PErIaMeHTy He JHIIe 3a0e3edye I0pHINIHY BiAIOBITHICTD, ane U
bopMmye erHyHy Ta O€3NEYHY EKOCHCTeMY IH(POBOTO MApKETUHTY, Y SKii
KOH(IIECHIIHHICTh KOPHCTYBaua BUCTYIAE KIIFOYOBOIO MIHHICTIO.

I[OCBJ,ZL 3aCTOCYBaHHS GDPR TOKa3ye, 110 BUMOTH [0 SIBHOT 3r0u, 00-
MEXXEHHs LIeH 300py, IPUHIUIT MiHIMi3allil JaHUX Ta HpO30p1CTI> HOJITHK CYT-
TEBO IMIIBUIIYIOTH JIOBIPY CHOXKHMBAYiB 1 3HWXKYIOTh IIPAaBOBI PH3HKH.

BpaxoByloun BHKIaJieHE BHIE, BHHHAKAE MOTpeda y CTBOPEHHI KOM-
IUIEKCY 3aXO[iB, SIKI BKIIOYaTHMMYTh FOpHIMYHI acrnektu (komruiekc 3 GDPR
TOWO), TexHiYHi 3acobm (mmppysanus, MFA, KoHTpoms HOCTYIY), Op-
TaHi3aliiHI PAKTUKX (HAaBUYAHHS IEPCOHAINY, ITONITHKA MiHIMIi3amii JaHUX, Mpo-
30picTh st KiTieHTiB). Ha puc. 1 HaBeneHO CTPYKTYpHY CXeMy 3aXHCTy IepCco-
HAJIBHUX JTAHUX y TU(PPOBOMY MAapKETHHTY, siKa MOEAHY€ IOPUINYIHI, TEXHIUHI Ta
opraHi3aIiifHi KOMIIOHEHTH.

3arpornoHoBaHa cxema 0a3yeThCsl Ha iHTEerparii IOpUAMYHUX, TEXHIYHUX Ta
OpraHi3allifHMX MeXaHI3MIB, CIIPSMOBAaHMX Ha 3MCHIICHHS PU3MKIB BHTOKY, 3JIOB-
JKMBAHHS UM HECAHKI[IOHOBAHOTO JIOCTYITY JI0 IEPCOHAIBHUX JAHUX KOPHCTYBadiB y
npoueci peamizamil pekTaMHMX KaMIIaHil. [i KOHIEMNIiA BilIOBifae NpHHIHIAM
GDPR Ta cygacHuM migxonam 10 iHpOpMALHOT OE3MTeKH.

IOpyanaamii KOMIIOHEHT BH3HAa49a€ HOPMATHBHO-TIPABOBI 3acaiy (yHKITiO-
HYBaHHS CHCTEMH 3aXHCTy JaHWX. BiH OXOIUTIOE BiATIOBIAHICTH MDKHAPOJHUM CTa-
Huapram — Hacamnepern GDPR, a Takok HamioHATEHOMY 3aKOHOJABCTBY IIOJO
3aXUCTY NEPCOHANBHHX JAHUX; TIOJIITHKY TIpo30poi 3roau (explicit consent) xopuc-
TyBa4iB Ha 00pOOKY JaHMX; YTOM PO 00pOOKY HAHMX MDK PCKIaMOJABLISIMH, Map-
KETHHTOBMMH areHTCTBaMH Ta IuiardopMamu; peramMeHT TIOBIZIOMIICHHSI Tpo HIH-
JIGHTH — 000B’s130K iH(OPMYBaTH KOHTPOJIOKOYI OPraHH Ta KOPHCTYBadiB MPoO BH-
TiK TpoTsiroM 72 roguH. FOpumudHuii KOMIIOHEHT (OpMye HOPMATHBHE CEPElOBH-
1€, SIKE 3a/1a€ MEXI Ta CTaHAAPTH OE3IIEYHOTO TIOBOLKCHHS 3 JAaHUMU.
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KominexcHa cTpyKTypHaA cxeMd 3axHCTY
IIepCOHANBFHUX JAHHX Y LH(POBOMY

MapKETHHI'Y
HOpuaHi TexHiuHI Opranizaiiifi
I 0
EiIMOE{mHICT: MiFHApOMIM
CTaHEApTaM — HacamMITepen LGP VEAHHA TAHIT 1] Hac HAEYAHHA e CORATY LIOTO

|— GDPR. araxox mamonamsromy | |— s6epirasmafimepenasamma (end- | f——  mominm xondngertrimocTi ta

32KOHONAECTEY IIODO3aHCTY to-end enaryption); wibepririesm;

TePCOHATEHIN TAMIK;
TIOJITHEE [TPOIOPOCTI STOTI GaratodaxTopraasTenTiKania ENpOEaIFeHHA IOMNTIEI
—1explicit consent) kopucTyEmiEHa| [—— (MFA)pna amaiticTparopis i — mirinizani gamo —6ip mme
obpofiy parmm; MapKeTONoTiE; neobxigHoiiFdopmalg;
yrominpe obpobKy natmr: MK KOHTPOMS JOCTYITY Ha 0CHOED B TP MOHITOHET Ta Ay HT
DERTANON " — poneii(REAC) i &ypramy niit — noTpimvanenpassm obpobian
MAPKETHETOEHNT ATEHTCTEAMITA P : YpHATY At moTp Tpas
aThopHEML; KOPHCTYEZHE; i
PernaMeHT MOENOMIEHHA PO TIPO30PICTE ANA KIEHTIE, BigkpiT
iHpmen - 0608 A30K perymapH aymITe b esmess Ta TomiTIE KomtinerifiHo cT
] ndoprrysamkortpomares | [T | TecTysarmamanpommmena | | Sposynim mosimonTesEA garmm
Opramm. npo cookieinpasa KOPHCTYEAYIE.
1i af o m i 1|
JAHID

Pucynok 1 — CtpykTypHa cxema 3aXHCTy EPCOHAIBHUX JaHUX Y HH(POBOMY
MapKETHHTY

TexHiYHUN PIBEHb CXEMH TMOKIMKAHUH 3a0e3MeUnTH KOHQIIEHIIHHICTD,
LUTICHICTh Ta JOCTYIHICTH MepcoHaNbHOI iH(opmamii. J[o OCHOBHHX iHCTpPY-
MEHTIB Haliexkarh mupyBaHHS JaHUX Mij Yac 30epiraHus i nepenaBanus (end-
to-end encryption); 6ararodakropua aBrentudikaris (MFA) st agminicTpa-
TOPIB 1 MapKETOJIOTIB; KOHTPOJIb AOCTYyITy Ha ocHOBI posnel (RBAC) i xxypHaito-
BaHHS J[if KOPUCTYBAYiB; PETyIspHi aynuTH Oe3IeKU Ta TECTYBaHHS Ha IPOHUK-
HCHHSI, aHOHIMi3allis a00 TMCEBJOHIMI3allis JaHWX, IO MIHIMI3ye HACTIIKU IO-
TEHLIfHOTO BHUTOKY. 3aBISKH TEXHIYHMM 3aco0aM JIOCATAEThCS MpPaKkTH4YHA pe-
amizartist Bumor GDPR mmiono “privacy by design”.
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OpranizauiiHuii 010K Mozeni crpsMoBaHHH Ha (OPMYBaHHS KyJIBTYypH
e3reky B KOMIaHii. Moro eqeMeHTaMi € HaBUaHHS MEPCOHANY MO0 TOJITHK
KOH(DITCHIIHOCTI Ta KiOepririeH!; BIPOBADKCHHS MOMITHKH MiHIMI3aIlii TaHHX
— 30ip nuuie HeoOXigHOi iHpOpMallil; BHYTPINIHIA MOHITOPHHT Ta aymuT H0-
TPUMaHHS MPaBHII 0OPOOKH TaHWX; MPO3OPICTH IS KII€HTIB — BIIKPUTI MOTi-
THKHA KOH(DIIEHIIHHOCTI, 3p03yMili MOBimoMIIEHHS TIpo COOKies i mpasa Kopwc-
TyBa4a; MpHU3HAYCHHs BiAmoBimaisHOro 3a 3axuct manux (Data Protection Of-
ficer). OpranizaniiiHi 3axou 3a0e3MEUYIOTh CTATICTH CHCTEMH, 3MEHINYIOTh
JFOAICHKUH (DaKTOp 1 CIIPUSIOTH IOBIpi 10 OpeHmy.

3arporoHoBaHa CTPYKTYpHA CXeMa € CHCTEMHHM ITIIXOIOM JI0 3a0€3IeYeHHS
KibepOe3nexy 1MQpoBOro MapKETUHTY, IO TIO€IHYE HOPMATHBHE PETyJIFOBaHHS, TEX-
HOJIOTIYHHMIM 3aXHCT 1 KOPHOPATUBHY KYJIBTYPY BIIIIOBIIAIBLHOIO CTABICHHS 1O Ja-
Hux. Ii peanisanis J03BoJs€ He JMINE JOTPUMYBATHCS BMMOT 3aKOHONABCTBA, a i
CTBOPIOE KOHKYPEHTHY IepeBary 3aBISKH MiIBUIICHHIO PIBHS JOBIPH CIIOKUBAUIB 1
3HIDKCHHIO PEITyTAIlIHAX PH3HKIB.

3axUCT TEPCOHANBHUX JAHHX y LH(POBOMY MapKETHHTY € HEBII €MHOIO
YMOBOIO CTIKOCTI Oi3HECY Y CydacHOMY CepeloBHIN. KoMInTekcHUH Mimxif, sKuid
TIOEJTHY€E 3aKOHO/aBYl BUMOTH, TEXHIYHI 3aCO0M Ta KyJIBTYpHO-OpraHi3alliiiHi TpaHc-
(opmariii, 30aTHHUIT 3HU3UTH PU3UKH BUTOKIB Ta 30UTBLINTH JIOBIpY CHO>KMBadiB. J{jist
MapKeTHHIOBUX KOMIIaHI Ta pEeKIaMOJABIIB HaJ3BUYAHHO BaXJIMBO HE JIHMIIIE
BIINOBIATH HOpPMaTHBaM, ajie il IPOAKTUBHO BIIPOBA/DKYBATH PAKTUKU 3aXHCTY ISt
3MIITHEHHsI OPEH/IOBOT pemyTaIrii.
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AHAJII3 METO/IB APXITEKTYPHOI OITUMI3AIII TEJIEKOMY-
HIKAOIMHUX MEPEXK: IEPEBAI'M TA PU3UKHN ZERO TOUCH
PROVISIONING

Poman TOITAJIA
Leporcasnuti ynisepcumem « Kuiscokuil agiayitinuti iHcmumymy

Anomauia. Y pobomi posensioaiomvca sminu 8 nioxooax 00 YnpagiiHHA meneko-
MYHIKayitinoio ingpacmpyxmypoio. I[Iposedeno oyinky sk mpaouyiinux Memoois, max i
mexnonoeiti Zero Touch Provisioning (ZTP). Kniouogi eexmopu xibepzazpo3 npu asmo-
MAmMu308aHOMY PO32OPMAHHI Mepedic OYu GUIHAYEHI mda 3aNpONnOHOBAHI APXiMeKmypHi
piuenns 0 Hellmpanizayii yux 3a2pos.

Knwuoei cnosa: menexomynikayitina ingppacmpykmypa, ZTP, asmomamusayis
Mmepedxc, inpopmayitina 6esnexa, modcvkuil wunnux, DHCP-snooping, mTLS.

Abstract. The paper examines the changes in approaches to telecommunication
infrastructure management. A comparative assessment of both traditional methods and
Zero Touch Provisioning (ZTP) technologies is conducted. Key cyber threat vectors asso-
ciated with automated network deployment are identified, and architectural solutions for
the neutralization of these threats are proposed.

Keywords: telecommunication infrastructure, ZTP, network automation, infor-
mation security, human factor, DHCP snooping, mTLS.

VY 3B’s3Ky 3 MEpexofioM Bii amapaTHO-OPIEHTOBAHMUX [0 MPOTPAMHO-
BHU3HAUCHHUX apXITEKTYyp Cy4dacHa TeJCKOMYyHiKalliiHa iHdpacTpykTypa BinOyBa-
€ThCsI 3HAYHUH Tepexia. Po3MUpeHHs KUTBKOCTI MiJKITFOYEHUX IPUCTPOIB, BIIPO-
BaJDKEHHS CTaHAApTIiB 3B’s3Ky I’storo mokoiiHHs (5G) 1 3pocrtanHs [HTEepHETY
peueii (IoT) BUMararoTh MepeKeBUX IHKEHEPIB MIBHIKOCTI PEAKLil, SIKY HEMOX-
JIUBO 3a0€3MEUUTH PyYHUM yrpaBiiHHsIM [2]. Jlroncekuii GakTop 3aUIIaeThCs
OCHOBHOIO ITPO0OJIEMOIO KJIACHYHUX METOJIB aaMiHicTpyBaHHs. [loBiTbHE MacmI-
TaOyBaHHS, HEY3TODKEHICTh KOH(Irypamiid 1 TOMIIKA MMPH BBEICHHI KOMaH] €
MIPUKJIaZaMU TakuxX npoOreM. Y IbOMY JOCITIPKEHHI PO3IIAAAIOTECS CydacHI
METOAM apXiTEKTYpHOI ONTUMI3allii, 30CepeIKYI0UNCh Ha TEXHOJIOTii «HYIHOBO-
ro goTuky» (ZTP), sika po3misimaeTscs SK HaHOUIBII MEPCHEKTHBHUN IHCTPY-
MEHT i MiHiMi3amii Jmroncekoro BIUmmBY [1]. Takok po3mismaroTbes OKpemi
3arpo3u Oesrelli, OB’ A3aHi 3 Ii€l0 TEXHOJIOTIE0.

Ors1 METOIIB YIIPaBIiHHS iH(PPacTpyKTypoIo.

Inrepdeiic komanguoro psiika (CLI) OyB iCTOPUYHO OCHOBHHM METOJIOM
KepyBaHHS Mepe)keBUM oOnaaHanHsM. OfHaK 1el MeToJl HeJOCTaTHhO MacIlTa-
OoBaHUWi, 1100 HamaTH IMOBHHMH KOHTPOJIb HAJ NPHUCTPOEM. Y BUIAIKY, SKIIO
MOTPIOHO 3MIHWUTH HaJAIITYBaHHS COTEHb MapUIPyTHU3aTOPIB, ONEPATOp 3MyIle-
HUI BUKOHYBaTW OJHOTHIIHI JIii, 110 MPHU3BOAWTH 1O MOMMJIOK. BUKopucTaHHs
CKpUNTOBOI aBTOMarH3aii, Takoi sk Python, Ansible abo Terraform, Gymo Ha-
cTymHAM KpokoM. KoHdirypamii MojkHA THpa)KyBaTH 3a OTIOMOTOI0 IIEOTO Me-
TOLY, ajie BiH 4acTO 3aJIC)KUTh BiJl KOHKPETHOTO BHPOOHIKA 00magHanHs (vendor
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lock-in) i BuMarae moctiiiHOT miaTpuMkH koAy ckpunTiB [3]. HaitcydacHimim
MeTozioM € BukopucTanHs apxitektypu SDN (Software-Defined Networking)
pa3oMm i3 Zero Touch Provisioning. V mpoMy MigXoAi MEpeXEBH MPUCTPIA «3
KOpoOKM» HE Mae MomepenHboi KoHQiryparii, aine oTpuMmye ii aBTOMaTHIHO Bif
LEHTPAIBHOTO KOHTpOJEepa MpH IMEepIIoMy MiAKIIoueHHI 10 Mepexi [2]. Takuit
MiAX1 IMAPOKO BUKOPUCTOBYETHCS Y IIEHTpax 0OpOOKM JaHWX, XMapHUX iH(pa-
CTPYKTYpax Ta pO3MOALICHUX Mepeskax mposaiinepis (SD-WAN).

Amnanis texrosorii Zero Touch Provisioning (ZTP).

Texuomorist ZTP 6a3yeTbcss Ha aBTOMAaTHYHOMY 3aBaHTaKEHHI 00pasy
ornepauiiHoi cucteMu Ta daiiny KOHq)lrypaun yepe3 Mepexy IiJ| yac 3aBaHTa-
»eHHs npuctpolo. [Iporec 3a3Buyail iHinitoeTses yepes3 npotokosn DHCP, sikuit
BKa3ye npucTpoto azpecy daitosoro cepsepa (TFTP/HTTP/HTTPS) [4].

[TepeBaru ZTP. I'o0BHOIO TIepeBaroro € BUKIIIOUCHHS IH)KEHEpa 3 Mpolie-
cy ¢iznuyHOro HamamTyBaHHS Ha 00'ekTi. lle KPUTHYHO Ba)KIMBO I PO3rOp-
TaHHS MEPEXK Y BAXXKOJIOCTYITHUX JIOKAIisfX a00 IpH MacoOBOMY OHOBJIEHHI o0a-
mHaHHA. [lo-nmpyre, ZTP rapanTye craHmapT3amiro: yci HpUCTPOi OTPUMYIOTH
IICHTUYHUH, TIEpeBIpeHN MAOIOH HaJAIITYBaHb («30J0THIH 00pasy), 1o ycy-
Bae mpobiemy «apeidy rxoHbpirypamiii» [3]. Tlo-TpeTe, 3HAYHO CKOPOUYETHCS
Yac BBE/ICHHSI CHCTeMHE B ekciutyarartito (Time-to-Market).

Henmoniku Ta ooMexeHHs. Jlo HEMOMIKIB METOJy MOXKHA BITHECTH CKJIaj-
HICTh IIEPBHHHOI NiArOTOBKH iH(pacTpykTypH (Bootstrap-cepsepis). ko cep-
Bep KOHQIrypauiii HEJOCTYIHUM, NPHUCTPiA 3aIMINAETHCS HEpae3aTHHM.
Kpim Toro, Hajaro/ykeHHs MOMIJIOK Y IPOLIECi aBTOMaTHYHOTO 3aBaHTaXKEHHSI €
CKJIQIHIIINM, HDK IPH PyYHOMY HaJalITyBaHHI, OCKUIBKH IH)KEHEp He OauuTh
3BOPOTHOTO 3B'I3Ky BiJl IPUCTPOIO B PEATHHOMY Yaci.

3arposu indopmariiHiii 6esmerni B cepenoputi ZTP.

Hespaxaroun Ha mepeBaru, BupoBakeHHS ZTP cTBOpioe HOBiI BekTopu
aTak, AKi HeoOXiTHO BpaxoByBaTH IpU MPOEKTYBaHHI apXiTekTypH [5]:

1. Araka «JTronuHa mocepeauni» (Man-in-the-Middle). fxmo mpo-
Hec nepenadi ¢ainy koHoirypauii He 3amuppoBaHuil (HAPUKIIA], BUKOPHUCTO-
Byetbest TFTP), 310BMUCHHMK MOXKe mepexonuTH Tpadik, mpoaHaiizyBaTH HOTO
Ta OTPUMATH YyTJIMBI JaHi, TaKi K MapoJi aJMiHicTpaTopa, Kiodi muppyBaHHs
a0 Tomoorirto Mepexi.

2. [Minmina cepBepa 3aBaHTaxkeHHs (Rogue DHCP). 3moBmucHux
MOX€ PO3TOPHYTH B JIOKanbHil Mepexi BracHuid DHCP-cepsep, sikuii cupsimye
HOBI IpUCTPOT Ha panbIIUBHH cepBep KoH(irypauiil. Lle 1o3Bossie 3aBaHTaXUTH
Ha oONagHaHHS IIKi[UIMBE MpoTpaMHE 3a0e3ledeHHsT a00 KoH(iryparito 3 Oek-
JOpaMH.

3. [ligxiroueHHsT HEaBTOPU3OBAHWUX TMPHCTPOIB. ICHYe pH3HK, M0
3JIOBMUCHUK MiJKITIOUUTh CBI MPUCTPIA O MEPeki, i cHCTEMa aBTOMATHYHO
BUIACTh HoMy poOouy KoH(irypaito, HaaaBIIM JAOCTYI 10 BHYTPIIIHIX pecyp-
CiB KOMMaHii.
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HInsxu BupimenHs mpobnem Oesmeku. JInst HiBeMIOBaHHA 3a3HadEHUX
PHU3HKIB apXiTeKTypHa ONTHMI3allisl TMOBHHHA BKIIIOYAaTH KOMIUICKC 3aXHCHUX
3axoniB [1]:

. Bsaemna aBrentudikamis (mTLS). Ilepexin Bim mpoctux mporo-
xoiiB epenadi ¢aitnie 7o HTTPS i3 B3aemHo0t0 TIepeBipkoto ceprudikaris. Cep-
Bep KOH(}Irypamiii MOBHHEH IMEpeBipsATH cepTUdIKaT MPUCTPOIO (MiAMHUCaAHIHA
BupobHHKOM — [DevID), a mpucTpiit — ceprudikar cepsepa.

. 3axucT JNaHIIOKKa 3aBaHTaXeHHS (Secure Boot). Bukxopucranas
KpurnrorpadiqHoi nepeBipky 1iTicHOCTI 00pa3y onepauiiiHoi cucremu nepexn ii
3anyckoM. lle yHeMOXJIHMBIIIOE BUKOHAHHS MOJH(IKOBAHOTO KOJAY HAaBITh y BH-
MaJKy YCIIIIHOT aTaKy Ha €TaIli mepeaavi JaHuX.

. [30msmis Mepexi ynpasninas (Out-0f-Band Management). IIpo-
nec ZTP nosuneH BinOyBatucs B i3onmpoBaHoMy VLAN abo uepe3 okpemuit ¢i-
3WYHUH MOPT, AOCTYI JI0 SKOTO CYBOPO 0OMEXKECHHUM.

. Banimaniin mpuctpois (Device Fingerprinting). Buxopucranus
crarnaptis Ha kmrant IEEE 802.1AR, mo m03BOJISIOTE OJHO3HAYHO ineHTHUI-
KyBaTH amaparHe 3a0e3IeUeHHs MepeA HaJaHHAM HoMy Oynb-sSKHX HaJaIlTy-
BaHb.

BucHoBkH

[Tnanm apxiTekTypHOI onTUMI3aLil TeJIeKOMYyHIKaliiHOT IHPpacTpyKTypH
pyXarTbcs 10 oBHOT aBToMaTH3anii. OCKUIbKM BOHA 3HAYHO 3HIDKYE Omepaiiii-
HI BHUTpaTH Ta MiHIMI3ye JIOACBKI HOMWIKH, TexHojorit Zero Touch Pro-
visioning € Oe3aJbTepHATUBHUAM DIIIEHHAM sl MaciuTabHux cucreM. OjHak
Hendane Bukopuctanus ZTP 6e3 oumiHKM KOHKpPETHHX HeOe3IeK Oe3neKn Moxe
3po0OHUTH Mepexy ypa3nuBoro. Ha erari mo4aTkoBOTO 3aBaHTaKCHHS JaHWX He-
00xigHO 3abe3meunT KOH(DIAEHIIHHICTE 1 miTicHicTs. Po3poOka amanTwBHHX
AITOPUTMIB BUSIBICHHS aHOMAJii y MpoOIeci aBTOMaTH30BAHOTO PO3TOPTaHHSA
Mepex Oyae HEeHTPOM MOJATBIIOTO A0 CITiHKEHHS.
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BUKOPUCTAHHS LITYYHOI'O IHTEJEKTY IS BUSABJIEHHS TA
PEAT'YBAHHS HA KIBEP3AT'PO3MU ITIJI YAC BIMHHA

®equnens H.I., Copoka A.A.
Jlvsiscobkutl deporcagnutl yrigepcumem Oe3neKu HeUmmeoislbHOCmI

Amnorauisi. Cyuacha gitina Xapakmepusyemvcsi AKMUGHUM SUKOPUCINAHHAM KiDe-
pnpocmopy 5K apenu 6otiogux dil. Kibepamaku cmawombv 8axciugo cKiadogon 2iopuo-
Hoi agpecii. B ymosax nocmitinoi 3MiHU MAKMUK npomueHUKa mpaouyitini memoou xioe-
p3axucmy uAaIAmMbCsa HedocmamHubo egexmusnumu. Ocobaueo2o sHauvenus Habysae
BUKOPUCAHHA MeXHON02I wmyuno2o inmenekmy (LLII) ons asmomamu3zoeano2o 6usn6-
JIeHHS, AHATIZY MA peazy8antsl HA Kibep3aspo3u..

Knrwwuoei cnosa: xibepbesneka, kibepzacposu, wmyyHul inmenekm, Kibepzaxucm,
MoHuimopune, Kibepnpocmip.

Abstract: Modern warfare is characterized by the active use of cyberspace as an are-
na for combat operations. Cyberattacks are becoming an important component of hybrid ag-
gression. In the face of constantly changing enemy tactics, traditional methods of cyber de-
fense are proving to be ineffective. The use of artificial intelligence (Al) technologies for auto-
mated detection, analysis, and response to cyber threats is becoming particularly important.

Keywords: cybersecurity, cyber threats, artificial intelligence, cyber defense, monitor-
ing, cyberspace..

ITin yac BiliHM 3pOCTa€e KUIBKICTD 1 CKIIaJHICTh KibepaTak. 3a3BHuaii BOHU
MaroTh LIJIECIIPSIMOBAHHUN XapakTep i CYIPOBOJIKYIOTHCS MCHXOJOITYHUMH 200
iHpopMaLiiHO - APUBHUMU ornepanisMid. OCHOBHUMH THIIAMH 3arpo3 €:

» DDoS-araku Ha fepkaBHI TOPTAIHN Ta KPUTHYHY 1HPPACTPYKTYPY;

"  crpoOu 371aMy CHCTEM YIpPaBJIiHHS 00’€KTaMU SHEPreTHKH, TPaHC-
MOPTY, 3B’SI3KY;

*  (ImMHTOBI KaMITaHii, CIIPIMOBAaHI Ha BIliICEKOBHX 1 BOJIOHTEPIB;

*  nesiHdopMariifHi onepariii, 0 BUKOPHCTOBYIOTH COIlialbHI MepexKi
Ta 4aT-00TH;

"  37aM YPSAAOBUX AKayHTIB 1 MOIIMPEHHS (aJbIINBUX MOBIJOMJICHB
[2].

Y Takux yMOBax JIFOJIChKI PeCypcH Kidep3axucTy He MOXKYTh OIIepaTUBHO
00pOoOIIATH BENMKHUI 0OCAT JaHHUX MpO IHIWAEHTH. BuHKKae moTpeba y BUKOPH-
CTaHHI IHTENEKTYaJbHUX CHUCTEM, 3/JaTHHX CAaMOCTIHHO HAaBYATHCS, BUSBISTH
aHoMaJii Ta mepe0avYaTH MOTCHIIIHHI aTaKy.

Iryynnii inTenexr 3abe3neuye HOBUH piBEeHb MPOAKTUBHOIO Kibep3axwuc-
Ty, JO3BOJISIIOUM HE JIMIIE pearyBaTH Ha 3arposy, a i nepenbadaru ix. OmHuM i3
KJTFOYOBHX HANpSMKIB HOTO 3aCTOCYBAaHHS € MallMHHE HABYAHHS ISl BUSIBICHHS
aHoMmamid [3]. ANTOpUTMH aHAN3YIOTH IMOBEIIHKY KOPHCTYBadiB, MEpPEKEBHMA
Tpadik Ta CHCTEMHi KypHAJIH 3 METOIO BH3HAYCHHS BiIXWJICHBb BiJ HOPMAIBHOI
nismeHOCTI. Hampukian, cuctemu Ha 6a31 MalllMHHOTO HABYaHHS MOXKYTh BUSBUTU
MMiI03pLTy aKTUBHICTB IIE JI0 TOTO, SIK aTaka PO3rOPHEThCA MOBHICTIO. [HIIMM Ba-
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KIIMBUM HAaIpsSIMKOM € BUKOPHCTaHHS HEHPOHHUX MEPEexX A Kiacu(ikarii mKiz-
JIMBOTO TPOTPAMHOTO 3a0e3NeyeHHs. 3aB/sIKA TIMOMHHOMY HAaBYaHHIO Taki cHc-
TEeMH 3[aTHI MIBUIKO PO3ITi3HABaTH HOBI THUIH BipycCiB, TPOSHIB a00 EKCIIOMTIB,
HaBITh SIKIIO iXHI CHTHATYPH paHimie He Oy BimoMi. 3HAYHY POJIb TaKOXK Biir-
pae anami3 Bemmkux gaHux (Big Data Analytics), amke cucTeMu mTy4HOTO iHTE-
JIEKTY MOXYTh 00poOIATH TepabaiiTn KxypHATIB MOIIN Ta TeIEMETpii, OTIepaTHBHO
BHSIBIISTIOYH 3B’ SI3KW MDK OKPEMHUMH HITHICHTaMU W (pOpMyIOun LUTICHY KapTHHY
KibepakTUBHOCTI MpoTUBHUKA. OKpIM LILOTO, aKTUBHO 3aCTOCOBYIOTHCS IHTEJIEK-
TyaslbHI cucTeMH pearyBaHHsi, a00 SOAR-miardopmu, siki iHTErpy0Th QyHKIIT
ABTOMATHYHOI'0 pearyBaHHs Ha IHI[MJICHTH, [0 JI03BOJISIE MIHIMI3YBaTH 4ac MK
BUSIBJICHHSIM 3arpo3u Ta il HeHTpai3altiero.

[Ticns mouarky mmpokomMaciurabHoi arpecii Pocii npotn Ykpainu y 2022
POILIi 3HAYHO aKTUBI3yBaJIOCS BIIPOBAHKEHHS CHCTEM IUTYYHOTO iHTENEKTY B 000-
POHHOMY Ta KiOCPHETHYHOMY CEKTOpaX. YKpaiHCBKI CTPYKTYpH KiOep3aXucry,
30kpema CERT-UA Ta ixHi mapTHepH, akTHBHO BHKOPHUCTOBYIOTh CHCTEMH aBTO-
MaTUYHOTO MOHITOPHHTY Ha OCHOBI TEXHOJIOTIH MAIIMHHOTO HABYAHHS [UTS aHANi-
3y MIKiAJIMBOTO Tpadiky, BUSBICHHS aHOMAJIbHOI aKTUBHOCTI Ta IMOMEPEHKEHHS
kibepartak Ha aeprkaBHi i mpuBaTHI iH(opMartiitHi pecypeu [1]. [TapanensHO Mix-
HAPOJIHI TEXHOJIOTIUHI KommaHil, Taki sk Microsoft, Google Ta Mandiant, 3acto-
COBYIOTH QJITOPHTMH INTYYHOTO IHTENEKTY JUIsl IPOTHO3YBaHHS arak 3 OOKy po-
CIHCBHKUX XaKePChKHX yrpyNOBaHb, aHaIli3y TXHIX TAaKTHK 1 MOJICITIOBAHHS MOYKJIIH-
BHX ClieHapiiB kibeparpecii. BogHouac akTBHY poltb y NPOTHII H—I(i)OpMaHlI/IHI/IM
3arpo3am Blmrpa}on, BOJIOHTEPCHKI 1<16epcnmLHom AKi 3aIy4aroTh HEHpOHHI
Mepexi Ui aHajli3y (IMIMHIOBHX JIMCTIB, BIICTEXEHHS 0OT-MEpEeX, BUSBICHHS
(heKOBUX HOBHH 1 Ae3iH(POPMAIIfHUX KaMITaHii y COLIaIbHUX Mepexax. Y pe-
3yJIBTATI IITYYHAHN IHTEIEKT MOCTYIOBO CTA€ HEBiJ €MHOIO YaCTHHOI 00OPOHHOT
kibepiadpacTpykTypr YKpaiHH, MiABHIIYIOUH ii CTIMKICTH i €(EeKTUBHICTh. 3a-
BISIKA MOYKJTMBOCTI IIIBUJIKO OOPOOJIATH BEIHMKI 0OCSATH NaHWX, BUSBISITA 3aKOHO-
MIpHOCTI Ta pearyBaTy Ha 3arpo3d B PeXnMi pealbHOro 4acy, cucremu 111 3a6e3-
NEYYIOTh TaKuil PIiBeHb IIBUAKOCTI, TOYHOCTI Ta MACIITa0OBAHOCTI pearyBaHHS,
SIKUI HEMOXKJIMBO JIOCSIT'TH JIMILIE 3YCUIUISIMH JIFOAUHU.

[Morpy 3Ha4YHMI MOTEHIIAT 1 MIHUPOKI MOMXIUBOCTI, BUKOPHCTAHHS CHC-
TEeM LITYYHOTO IHTEJIEKTYy B cepi KibepOe3mekHn CYIpPOBOJIKYETHCS HHU3KOIO
mpo6ieM i 0OMexeHb, K1 BIUIMBalOTh HA e()EKTUBHICTh Ta HAMIWHICTh IXHBOTO
3actocyBaHHs. OJHi€l0 3 KIOYOBUX npoOiieM € BHcoka 3anexHicts III-
MoJIeNIel BiJ SIKICHUX 1 pelpe3eHTaTUBHUX JaHMX. [IJIs1 HaBUaHHS TaKUX CUCTEM
HeoOXiqHI BeIHMKi MaCHBH AOCTOBIpHOI iH(OpMaIlii, OMHAK Y BOEHHUH dac Mpo-
1ec 300py, MEPEeBIpKM Ta OHOBIICHHS JAaHWX YacTO YCKJIAQJAHCHUH depe3 HecTady
pecypciB, KibepaTaku Ha JpKepesa JaHUX 9i 0OMEeKeHHH TOCTyM A0 iHppacTpy-
kTypu. Ile MoXe mpU3BOANTH JI0 3HUKEHHSI TOYHOCTI IMPOTHO31B 2060 0 XMOHMUX
crpanboByBaHb. llle 0THUM Cepiio3HMM BUKIMKOM € MOXJIHMBICTh HAaBMHCHOTO
oOMmaHy Mozenei, Tak 3BaHMX adversarial attacks, Koiu mpOTHBHUK MOIUGIKy€e
BXIi/IHI JaHi 200 CTBOPIOE CIIeliaibHI ATEPHH, 3/1aTHI BBECTU CHUCTEMY B OMaHy.
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VY pesynbrari 1l Moke HempaBHWIBHO KiacH]iKyBaTH 3arpo3y, HpPOIYCTHTH
aTtaky abo, HaBITaky, TOMIJIKOBO BBXXATH O€3MeYHY aKTUBHICTH ITi03P1IOIO0.

He MeHII BaXXJIMBHMH € €THYHI Ta IPABOBi aCIIEKTH BUKOPHCTAHHS IUTY-
YHOTO IHTENIeKTy. ABTOMAaTH30BaHEe NMPUHHATTA pilleHs y KibepOesmemi Hece
PHU3UK HENpaBOMIpHOTO OJOKYBaHHS KOPHCTYBadiB, OOMEXKEHHS IOCTYIy 10
iHpopMamii 9u MopyIIeHHs MpaB JIOAWHU y pa3i moMmiku aaroputMy. lle Bu-
Mara€ CTBOPEHHS YITKMX HOPMATHBHHX PaMOK, IPO30PHX IPOLEIYp ayAuTy
MoJieNiell Ta MEXaHI3MIB JIFOACHKOro KOHTpoJito. Kpim Toro, icHye mpobiema
Hecraui kBaniikoBaHux kaapis. st epexTuBHOTrO ynpasniHag cucremamu 11
noTpiOHi (axiBIl, AKI OJHOYACHO BOJIOJIIOTH 3HAHHIMH y Taly3sx KibepOesrme-
KM, MallMHHOTO HABYaHHS, aHAITUKH JIAHUX Ta CTUKH IITYYHOTO IHTEJIEKTY.
HemocTtatHs mOroToBKa TaKMX CIEIANiCTIB MOXE 3HH3UTH C(EKTUBHICTH
BIIPOBA/DKEHHSI TEXHOJIOTIH Ta MiABUIIHUTH PU3UK MOMIIOK. TakuM 4MHOM, X04a
MTYYHUH IHTENEKT BiIKPHUBa€E HOBI MOMJIMBOCTI JJIS TIOCHIICHHS KiOep3axucTy,
HOT0 BUKOPHUCTAaHHS NOTPeOye 00epeKHOCTI, CHCTEMHOTO ITIAXO0Ty Ta MOCTIiHO-
TO BIOCKOHAJICHHS SIK TEXHIYHHX, TaK i OpTaHi3aliifHIX MeXaHi3MiB.

[Toganpmuii po3BUTOK 3aCTOCYBaHHS INTYYHOTO IHTENEKTY y KibepOes-
neri Mae 6a3yBaTrcs Ha KOMIUIEKCHOMY MiJXOl, IO MOEJHYE TEXHOJIOTi, Op-
raHi3ailiio Ta ocBiTy. Ba)XIMBUM KPOKOM € CTBOPEHHS HalllOHAIbHUX IIaTGOpM
Kibep3axucry, siki iHTerpyrots anropurmu LI 1 BusiBineHHs ta HeWTpamizanii
3arpo3 y pexHuMi peabHOTO Yacy, 00’ eIHYIOUM 1H()OpPMAIIF0 3 PI3HUX JPKEpe 1
ABTOMAaTHU3YIOUU pearyBaHHs Ha iHLIUICHTH.

IITyyHuid IHTENEKT BIAKPHBAE HOBI MOJMJIMBOCTI Al €(EKTUBHOTO
yhpapisus iHbOpMariitHOIO Ge3nexoro mix yac Biitau. Moro 3actocysanHs 10-
3BOJISIE BHSBIITH HEBIOMI paHillle 3arpo3H, 3MEHIIYBaTH 4ac pearyBaHHS Ta
MIBUIYBATH CTIMKICTh AEp>KaBHUX 1 MpuUBaTHUX KibepcucreM. PasoM i3 TuwM,
HeoOXiTHO BpaxOByBaTH €THYHI, IPAaBOBI Ta TEXHOJIOTIYHI 0OMEXEHHs, 3a0e3-
HEYYIOYH KOHTPOJIb JIFOJUHY HaJl KPpUTHYHUMH PIlIEHHSMH.
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XMAPHI TEXHOJIOI'Ti B YMOBAX BIMHM: BAJTAHC
MIZK MOBIJIBHICTIO TA BE3IIEKOIO

®enqunens H.1., Konenyx M.I1.
Jlvsiscorutl Oeporcasrull yHieepcumem Oe3neKku HeummeisiibHOCI

Anomauia. Cyuacui 6ilicbkosi ma yusinvhi onepayii dedani biiviue 3anexicamsy 6io
Yu@dposux mexuonoeill, I XMapHi cepsicu Cmaioms KIOYo8UM eJleMeHmMoM Yiel mpawc-
Gopmayii. B ymosax @itliHu, KoIu onepamusHicmv, MOOIIbHICMb | a0anmueHicms cma-
10Mb KPUMUYHO BANCTIUBUMU, XMAPHI MEXHONI02II NPONOHYIOMb YHIKANbHI MONCIUBOCMI
0151 WBUOKO20 PO320pMAHs 000AMKIG, 0OMIHY OAHUMU MA KOOPOUHAYIT Oill.

Knrouoei cnoea. xmapui mexronoezii, 6esnexa, Kibepsazposu, Kibepbesneka, Kibep-
3aXUcm, MOHIMOpUHe, Kibepnpocmip.

Abstract. Modern military and civilian operations are increasingly dependent on
digital technologies, and cloud services are becoming a key element of this
transformation. In wartime, when agility, mobility, and adaptability become critically
important, cloud technologies offer unique opportunities for rapid application
deployment, data exchange, and coordination.

Keywords. cloud technologies, security, cyber threats, cybersecurity, cyber
defense, monitoring, cyberspace

YV KOHTEKCTI BIICHKOBHX KOH(IIIKTIB Ta HaA3BUYAHUX CUTYaIlili 3HAYEHHS
XMapHHUX TEXHOJIOTIH 3pOCTa€, OCKUTBKH IMIBUAKE pearyBaHHs Ta MOOUTBHICTD Mij-
PO3ALTIB MPSMO 3aJISKaTh Bil MOXKIIMBOCTI ONepaTHBHO oOMiHIoBaTHCs iH(opMa-
LI€I0 Ta MPUHMATH PIIIEHHs] HA OCHOBI aKTyalbHHUX JaHuX. OHaK 3aCTOCYBaHHS
XMapHUX TEXHOJIOTIH y BICBKOBIH cdepi moB’s3aHe 3 pu3uKaMu iH(GopMaIiiiHO1
0e3MeKn: BUTOKH JIaHUX, KibepaTaky Ta HECAaHKI[IOHOBAHHUH JIOCTYIT MOXKYTh MaTu
KPUTHYHI HacTHigku. ToMy OJJHHUM i3 KITIOWOBHX 3aBJaHb € 3a0e3redeHHs Oanancy
MDK MOOUTBHICTIO KOPUCTYBadiB Ta 3aXuctoM iHdopmariii. XMapHi cepBicu Haja-
FOTh KOPUCTYBayaM MOXIIMBICTh IIBHIKOTO PO3TOPTAHHS JOAATKIB, 3a0€3MeUyIOTh
JOCTYII 10 iH(popMaIlii 3 OyAb-sSK0I TOYKH, IO TO3BOJISE BIICHKOBUAM TIPO3aLIaM
MIPAIIOBATH 3 JaHUMH B peabHOMY Haci, HE3aJIe)KHO Bia reorpadiyHoro posra-
mryBaHHs [1]. Kpim Toro, xmapHi TexHOJOTIi 3a0e31euyloTh MaciuITabOBaHICTh
pecypciB, 10 03BOJISAE Y BUMAJKY aKTHBI3allii Omepalliil MBUIKO 30UTBIIATH 00-
YHCITIOBANTEHI TIOTYKHOCTI Ta 30epiranHs qaHux 0e3 ¢izmaanx ooMexenb. Lli me-
peBaru poOIIsiTh XMapHi TEXHOJIOTI] Ha/J3BMYallHO KOPHCHUMH B YMOBax BiifHH,
KOJIH 9ac i MOOUTBHICTh MAlOTh KPUTHYHE 3HAUCHHSI.

[MTorpy oveBMAHI NepeBard, BUKOPHCTaHHS XMApHUX PIilIEeHb CYNPOBO-
JDKY€eThCSl HU3KOI0 3arpo3. Cepen HUX — KibepaTakd Ta IIKiUIHBE MpOTpaMHE
3a0e3neueHHs], HECAHKIIIOHOBAHUH JTOCTYN 0 KOH(DIACHIIHHNX AaHUX, IO MO-
JKe TPU3BECTH 0 BTPATH CTPATETiYHOI iH(OpMaIlii, a TAKOXK 3aICKHICTH BIJ
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iHTEepHeT-3’€qHaHHSA (BIICYTHICTH CTa0OiIFHOTO 3B’S3KY Y 30HI OOHOBUX il MO-
e 0OMEeXHTH e(eKTUBHICTH XMapHUX cucTeM). ToMy BaKJIMBO 3aCTOCOBYBAaTH
KOMITJICKCHHUI MiXiJ A0 Oe3eKH, BKIIIoYadn mudpyBaHHs JaHUX, Oararopis-
HEBY ayTeHTH(IKaliio Ta pe3epBHE 30epiraHHs KpUTHYHUX PECYPCIB.
JlocsiTHeHHST ONTHMAalIbHOTO OajlaHCy MK MOOUIBHICTIO Ta Oe3NeKoro
BUMAarae iHTerparili TeXHIYHUX 1 opraHi3amiiHUX 3axonaiB. Bubip mpaBmisHOL
MOJIeNll XMapHHUX CEpBICiB, HaNpHKIaJ NpUBaTHI ab0 TIOpUIHI XMapH, MOXe
3a0e3MeUnTH Kpaluid KOHTPOJb Hal YYTIMBHUMH MaHWMH [2]. BukopucranHs
CyJ4acHHMX IPOTOKOJIB INU(PYBAHHS Ta POJIEBOTO JIOCTYIY MIHIMI3y€ PU3UKH
BUTOKY iH(opmartii. [TocTiliHI MOHITOPHHT aKTHBHOCTI KOPHUCTYBadiB Ta 3a-
IpO3 03BOJISIE MIBUIKO JIOKATi3yBaTH MPOOIEMH, a HABYAHHS IEPCOHATY 3MEH-
11y€e IMOBIPHICTD MOMMJIOK, SIKI MOXKYTh IPU3BECTH JI0 MOPYILEHHS OE3IEeKH.

Jlitepatypa

1. barae C.B., Mensauk O.C. AHamni3 npuHOUIIB poOOTH, IIepeBar Ta
BUKJIMKIB Y BUKOPHUCTaHHI XMapHUX TEXHOJOTH B yMOBax ChOrojeHHs. BueHi
samucku. 2024. URL: tech.vernadskyjournals.in.ua.

2. Komicanuenko K. XmapHi TeXHOJIOTIT Ta pu3uKH iH(QopManiiiHoi 6e3-
neku B ymoBax BiliHH. Theoretical and Applied Cybersecurity : Marepiamu 111
Bceykpaincbkoi HaykoBo-npakTHHOi KoH(pepeHuii (TACS-2025). 29 tpaHs
2025 p. Kuis, 2025. C. 219-222.



458 36ipnuk Te3 nonosineii VII Beeykpaincbkoi
HAyKOBO-TIPAKTHYHOI KOH(pepeHuii

YK 004.056:004.412.2

BUSIBJIEHHS KIBEP3AT'PO3 Y CKBJI HA OCHOBI ITOBEJITHKOBO{
AHAJIITUKA TA HEKOHTPOJIbOBAHOI'O HABYAHHA

Muxkoaa I{IKO', Pocrucias TKAYYK'?, Apryp TKAUEHKO'
Ulvsiscoruti depacasnuii ynisepcumem Gesnexu scummedisnbHocmi
zHauiOHaﬂmeZ yHigepcumem «JIbgigcbka nonimexuikay

Anomauin. ¥V pobomi npeocmagieno inmenexmyanbhy cucmemy UsGIEHHs AHO-
ManbHOT akmusHoCmi 8 6A3ax OAHUX, CNPAMOBAHY HA NIOBUUeHH s IHopMmayiHol Oe3ne-
KU 6 yMO8AX 3pOcCmanHs 00cs2ie 0anux ma kibepsaepos. Ilposedeno amaniz cydachHux
Memooie OemeKyii aHOMAaniil, HOPMAMUSHUX 8UMO2 | OOCIYNHUX pPileHb, Wo niomeepou-
10 nompedy y cmeopenHi a0anmueHo20 ma MOOYIbHO20 NPOSPAMHO20 Komnaekcy. Oo6-
[pynmoeano eubip mexuonoziunozo cmexy (Python, FastAPI, Scikit-learn, PostgreSQL,
React) i ancopummy Isolation Forest ons obpobru SQL-3anumis y pescumi peanrbHo2o
uacy. Cucmema peanizoéana sk MiKpocepsicHa apximexmypa, sxa 3abesneuye 30ip, Kia-
cugikayiro ma 6izyanizayiro 102i8, NIOMpPUMYE NePeHA8uaHHa MoOdeli ma iHmezpayir 6
KOpnopamueHy ingpacmpykmypy.

Knrwuosi cnosa: anomanii 6 6asax oanux, ingopmayiina 6e3neka, nogediHkosa
aHanimuka, MawuHHe HA84UaHHsl, 102Y8aAHHs, OemeKyis 3a2po3, MOHIMOPUHZS AKMUBHOCII,
MiIKpocepe@icHa apXimexkmypa.

Abstract. The paper presents an intelligent system for detecting abnormal activity
in databases, aimed at improving information security in the face of growing data
volumes and cyber threats. An analysis of modern methods of anomaly detection,
regulatory requirements and available solutions was conducted, which confirmed the
need to create an adaptive and modular software package. The choice of a technology
stack (Python, FastAPI, Scikit-learn, PostgreSQL, React) and the Isolation Forest
algorithm for processing SQL queries in real time is justified. The system is implemented
as a microservice architecture that provides collection, classification and visualization of
logs, supports model retraining and integration into corporate infrastructure.

Keywords: anomalies in databases, information security, behavioral analytics,
machine learning, logging, threat detection, activity monitoring, microservice
architecture.

VY cydacHOMY ITU(PPOBOMY CepeIOBHILI IH(QOPMAILLS € KIFOUYOBUM PECYpPCOM
JUISl €KOHOMIKH, 00OPOHO3IAaTHOCTI Ta CYCIIUTLHOTO (DYHKIIIOHYBAHHS, a 00Csr jaa-
HuX, mo nepeBunuB 100 3eTabalTiB 1 TOJBOIOETHCSA MPHOIM3HO KOXKHI JIBA POKH,
CTBOPIOE CEepHO3HI BUKIIMKH TS Kibep3aXucTy. ba3u JaHWX 3aIHMIIalOThCS OTHUMH 3
HalOUBII BpasmmuBux enemeHTiB IT-indpactpykrypu: 44 % IHIMIAEHTIB Oe3MeKH
1oB’s13aH1 3 HenpaBoMipHUM JoctyrnioM 10 CKB/l, 3 sikux 3HauHa 4acTka — BHYT-
pinHi 3arposu [1]. Tpamuiiiiai 3acodn 3axucty — aBTeHTU]IKAIs1, KOHTPOJIb 10C-
TyIy, IU(PyBaHHS — HE 3aBXKAW BHABIISIOTH HETUIIOBY aKTUBHICTh KOPHUCTYBAYIB,
TOMY KPUTHYHO B@)KJIIMBUM CTa€ BIIPOBA/DKEHHS CHCTEM BHSBJICHHS aHOMAIH
(Anomaly Detection Systems), 30kpeMa Ha ocHOBI anroput™my Isolation Forest. Ho-
pmaruBHi Bumoru GDPR ta ISO/IEC 27001 [6] 1 pe30HaHCHI BUTOKH JaHHX, SIK Y
Equifax [1], migkpecmroroTs HeOOXiTHICTh MPAKTHYHHX, ATAIITHBHUX 1 e()eKTHBHUX
pimens Ha ocHOBI Python, PostgreSQL, FastAPI Ta cyqacanx BeO-(peiiMBOPKIB.
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3pocraHHs 00CATIB 1 KPUTHYHOCTI JaHUX y (PIHAHCOBHUX, MEJUYHHX Ta JIep-
JKaBHHX CepBicax akTyalli3ye 3aCTOCYBaHHs MOBeAiHKOBOI aHaiitiku. [Tonan 80 %
innuaentiB 'y CKBJl moB’si3aHi 3 KOMIIPOMETAIIIEI0 TOCTyIy, a npukian Equifax
(2017) meMOHCTPYE HACTIAKK BIICYTHOCTI €()EKTUBHOTO aBTOMATHYHOTO MOHITOPH-
Hry [1]. Tpamuiiiiai MexaHi3MH 3aXUCTy HE 3[aTHI pO3Mi3HaBaTH IHCAWIEPCHKi aTa-
KW 9¥ TIOCTYNOBI BiIXWJICHHS TOBEIIHKA KOPHCTYBAYiB, TOMY MAITHHHE HABYaHHS
1t aHainizy SQL-3anuTiB, ayreHTH(IKAIIHHIX TO/IH 1 JIOTIB y pealbHOMY 4aci CTae
HAMOUTBII eEKTHBHIM CIIOCOOOM BHSIBIICHHS 3arpo3.

[penmerHa 00MaCTh JOCTIKEHHS OXOILTIOE IIUPOKHUI CIIEKTP 00 €KTIB KO-
HTpoaro — SQL-3amuTy, porelypu aBTeHTU]IKAIIL, 3MIHY TIpaB JOCTYITY, Mepe-
JKEBI TpaH3aKLil — Ta pi3HOMaHITHI JpKepesia JaHuX, TaKi K transaction logs, query
logs, audit logs i cucremHi sxypHanu. JIjist BUSBIEHHST aHOMAJH 3aCTOCOBYIOTHCS
CTaTUCTHUYHI MIIXOAW, METOAM Kiactepuzallii, outlier-nerexuis ta HelipoMepeKesi
MozieTl. Y KOHTEKCTi MPaKTUIHIX CUCTeM 0e3MeKH 0COOIMBO IIIHHUMH € HEKOHTPO-
JHOBAHI ATOPUTMH, 3[aTHI CAMOCTIHHO (POPMYBATH MOJEIH «HOPMID» Ta BHSBISITH
BIIXIICHHS Oe3 TMOTpeOH y BENMMKUX MideHHX BHOipKax [2, 3]. Anroput™ Isolation
Forest, Ha sikoMy 0a3yeTbcsi CTBOPEHMII MOJYNb, Ma€ HHU3KY IepeBar — JHIHHY
CKJIAJTHICTb, CTIMKICTh O BUKHIIB, 3aTHICTH MPAIFOBATH 31 CTPUMIHTOBHMH JaHU-
MH, a TaKoX CyMicHicTh i3 Python-exocucremoto, 1o poOuts iforo ogHuM i3 Halie-
(heKTUBHIIINX METO/IB JUTsI CHCTEM PEaTbHOTO Yacy [2, 4].

Anaiiz cydacHux mpomucioBux pimens (IBM Guardium, Oracle Audit
Vault, McAfee DAM) mokazaB ix BHCOKY TEXHIYHY HaJIHHICTh Ta MaciTaboBa-
HICTh, OJTHaK BOJAHOYAC — 3HAYHY BAPTICTh, CKIIAHICTh HATAIITYBAHHSI Ta OOMEXKe-
HY aJalnTHBHICTD A MaluX i cepez[HiX oprasizarfiii. Open—source warhopmMu
(OpenDLP Apache Spot) € eKOHOMIYHO JOCTYITHUMH, ajie HePiaKo 0OMeKeHi QPyH-
KI[OHATBHO 400 MOTPEOYIOTh 3HAYHKX IHKCHEPHUX I00NparioBans. Lle mixrsepm-
JI0 HEOOXIHICTh CTBOPEHHSI IIPOTPaMHOTO PIllIeHHS, SIKE MO€HY€e HaAiiHICTb, 10C-
TYIHICTh, MOJIYJIBHICTD 1 8IaITHBHICTB, Ta € PEATICTUYHAM B YMOBaX KOPHOpPATHB-
Hux [T-iHpacTpykTyp.

Ha mincraBi mOpiBHSJIBHOTO aHAN3y METOJIB AETEKIil aHoMaiii oOpaHo
Isolation Forest six HaitOLTbII 30amancoBannit miaxin. BiH q03Bosise mpairoBatu 6e3
MIYCHUX IaHHX, 3a0e3Medye MacImTabOBaHICTh I OMPAIIOBAHHS ITOTOKIB JIOTIB,
MATPAMYE aHaJi3 Y PeXUMI peabHOTO Yacy Ta Ma€ HU3bKi BUMOTH JI0 PECYPCiB.
IaTerpamnis mporo anroputmy 3 FastAPI, PostgreSQL i Python-momymsivmu 3a6e3me-
Yye BUCOKY MPOIYKTHBHICTh Ta CTAOUTEHICTH POOOTH [5, 6], 0 MATBEPIDKYE MPaK-
THYHY JOLUIBHICTH HOTO 3aCTOCYBaHHSI y CTBOPEHIl CHCTEMI.

Po3pobrnieHa cucrema BUSBIICHHSI aHOMAIBLHOT aKTHBHOCTI Ma€e MOJIYIIBHY 0a-
raTopiBHEBY apXiTEKTypy, L0 BKIIOYAE KIIEHTCHKY YacTHHY Ha React, cepBepHy
noriky Ha FastAPI, monynp mammaHOro HaB4anHs 3 Isolation Forest, PostgreSQL ta
JIOTIOMDKHI cepBicH. Taka cTpykTypa 3a0e3rnedye MaciTabOBaHICTh, HE3aTCKHUN
PO3BUTOK KOMITOHEHTIB Ta MOJKJIMBICTH THYYKOTO pO3IIUpeHHS. B3aemomis Mibk
Monymsimu peanizoBaHa depe3 REST API, mo mo3Bossie iHTErpyBaTH CHCTEMY Y
pi3HI KOpIIOpaTHBHI cepenoBHIa 0e3 moTpedu y TIHOOKil mepeOymoBi IXHBOI iH-
pactpykrypu.
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Moyib MaIIMHHOTO HABYaHHS 3aBAHTAXKYE MOTMEPEIHHO TPEHOBAHY MOJIEIb
Isolation Forest, aHanizye HOBI JIOT-TIOMIl B PEXKHMI PEAIbHOIO Yacy Ta 3allHCye pe-
3yabTatTy Kiacudikarii y Tadmumiro query logs PostgreSQL, 3 akTuBariiero cucteMu
CTIOBILIICHb TIPH BUSBJICHHI KPUTHYHUX BinxuiieHb. DYHKIIIS aanTHBHOTO NepeHa-
BYaHHS Yepe3 endpoint /retrain-model ni;rrpHMye aKTyaJIbHICTh MOJIENI Ta CTIHKICTh
CHCTeMH 10 3MiH NOBEAIHKK KopucTysadis. LlentpabHa Tabmanst query_logs or-
THMI30BaHa HACKCAMH Ta ):[eHopManBaule}o IV IIBUIKOTO BUKOHAHHS 3aluTIB i
NOOYIOBH aHANITHYHHX Bi3yasli3amii, a JIOri4Ha MOJENb JO3BOJISE IOAABATH CYTHO-
cTi users, roles abo alerts 1t nojaneIoro posmmpenHs. [Hrepdeiic koprucryBaua
peasti3oBaHo SIK aIaNnTHBHUH aIoop/ 3 TaOIMISIMHU JIOTIB, Tpadikamu, GinbTpamy,
MYJIbTUMOBHICTIO, TEMHOK/CBITJIOI0 TeMOI0 Ta ekcrioptoM PDF, mio 3abe3meuye
OTlepaTHBHE OHOBJICHHS JJAHMX 1 IBUIKE PearyBaHHsI aHATITUKIB Ha 3arpo3H.

Cucrema JAEMOHCTPYE BHUCOKY IPAKTHYHY I[IHHICTD, 3a0e3Meuye aBTOMATH-
30BaHUI MOHITOPHHT MOBEIIHKHA KOPHCTYBAYiB Ta TO3BOJISE 3HAYHO 3MEHIIUTH PH-
3WKHU TIOPYIIEHHS OC3MeKH JaHUX, M0 POOUTSH ii aKTyanbHUM Ta HaIIHHIM iHCTPY-
MEHTOM Y CY4acCHHX YMOBAaX 3pOCTA0UHX Kibep3arpos.
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INTELLIGENT CYBERSECURITY SYSTEM BASED ON ARTIFICIAL
INTELLIGENCE
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Abstract. This paper presents a concept of an intelligent cybersecurity system
that employs artificial intelligence algorithms for real-time detection and mitigation of
cyber threats. The proposed architecture ensures adaptability, precise analytics, and
efficient module interaction, enhancing the overall security of information systems
through automated analysis and dynamic response mechanisms.

Keywords: cybersecurity, artificial intelligence, machine learning, deep learning,
threats.

Anomauin. Y pobomi posenanymo KOHYenyiro iHmeneKmydanvHoi cucmemu
Kibep3axucmy, WO  6UKOPUCMOBYE — QI2OPUMMU  WINYYHO2O  [HMenekmy  OJis
aABMOMAMUYHO20 BUSBNEHHSI MA HeUmpanizayii 3acpo3 y pexcumi peanbHo20 Hacy.
3anpononosana apximexmypa 3abes3neyye adanmueHicmb, MOYHICMb AHANIZY MA
eexmusHy 83aemM00it0 MOOYNI8 O NiOBUUeHHS PigHs be3neKU THHOPMAayIiHUX cucmem.

Knrwuoei cnosa: xibepzaxucm, wimyynuii iHmenekm, MAuuHHe HABUAHHA, 2NU-
OUHHe HA8YAHHS, 3a2PO3U.

The paper examines modern approaches to building cybersecurity sys-
tems using artificial intelligence technologies. The fundamental principles of
intelligent security systems are analyzed, as well as their advantages compared
to traditional methods of detecting and neutralizing cyber threats.

Problem Statement and Relevance.

With the growing number of cyber threats and the increasing sophistica-
tion of attack techniques, classical antivirus systems are no longer able to
promptly respond to new and previously unknown threats. This creates the need
to implement intelligent solutions capable of autonomously analyzing network
behavior, detecting anomalies, and adapting to dynamic changes in the environ-
ment.

Purpose of the Study.

The purpose of this work is to develop a conceptual model of an intelli-
gent cybersecurity system that employs machine learning and artificial intelli-
gence algorithms to enable automatic detection, analysis, and neutralization of
cyber threats in real time.

Research Description

The proposed system consists of several functional modules that provide
a comprehensive approach to cybersecurity.

The data acquisition module captures network activity and system events,
ensuring continuous monitoring of all elements within the information infra-
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structure. The Al-powered analytical module performs classification and predic-
tion of potential threats using modern machine learning and deep learning algo-
rithms, enabling the identification of hidden or complex attack patterns.

The decision-making module determines an appropriate response to sus-
picious behavior by assessing risks and prioritizing security measures. The re-
sponse module automatically blocks or isolates malicious processes, minimizing
the impact on users and critical resources.

The use of deep learning technologies enables the system to continually
improve attack detection accuracy, adapt to new threat types, and effectively
forecast their development. Cloud-based infrastructure ensures continuous data
exchange between nodes, facilitating collaborative analysis and the creation of
more precise cybersecurity models. Furthermore, the integration of all modules
into a unified system provides scalability, flexibility, and the ability to gradually
enhance algorithms based on accumulated experience and analytical insights.

INTELLIGENT CYBERSECURITY SYSTEM

A

~LL

DATA DECISION-
ACQUISITION MAKING

S

DATA

Al-POWERED
ANALYTICS

RESPONSE

Figure 1 — Hierarchical structure of the Al-based intelligent cybersecurity
system

Conclusions.

The application of artificial intelligence in cybersecurity enables proactive
threat response, reduces the time required to detect attacks, and increases the overall
efficiency of security systems. This approach forms the foundation for creating new
adaptive systems capable of operating effectively in a rapidly evolving cyber envi-
ronment.

References
1. Chen, T., Zhang, H., & Li, Y. (2021). Al-driven cybersecurity:
Trends, challenges, and future directions. IEEE Access, 9, 12345-12359.
2. Al-Mhigani, M., et al. (2022). Deep learning approaches for net-
work intrusion detection: A review. Computers & Security, 114, 102594.
3. Zhang, X., Wang, S., & Liu, J. (2020). Intelligent cyber defense
systems based on machine learning and cloud architecture. Journal of Infor-
mation Security and Applications, 53, 102541



«[HO®OPMAILIMNHA BE3IIEKA 463
TA IHOOPMALIMHI TEXHOJIOI Ti»

UDC 004.056.5:004.738.5

IMPLEMENTATION OF ZERO-TRUST ARCHITECTURE WITH
BLOCKCHAIN-BASED ACCESS AUDIT FOR CLOUD STORAGE
SECURITY
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Abstract. The vulnerabilities of traditional perimeter-based security in cloud en-
vironments were analyzed. A Zero-Trust architecture integrated with blockchain technol-
ogy for immutable access logging was proposed. The implementation framework ensures
continuous verification and transparent audit trails for sensitive data protection.

Keywords. Zero-Trust architecture, blockchain, cloud security, access control,
audit trail.

Anomauin. [Ipoananizoeano epaziusocmi mpaouyitiHoi nepumempanvroi 6e3ne-
KU y XMapHux cepedosuwax. 3anpononosano apximexmypy Zero-Trust 3 inmezspayiero
blockchain onsa ne3minno2o scypraniosants docmyny. 6npoeaddicents 3abesnedye 6esne-
pepsHy eepuirayiio ma nposopi ayoumopcebKi ciou 0Jis 3aXUcmy Yymaueux OaHUXx.

Knwuoei cnoea: apximexmypa Zero-Trust, blockchain, xmapna 6e3nexa, xoum-
PONb 00CMYNY, AyOUmopcoyKuil cio.

The increasing adoption of cloud storage solutions has significantly
changed how organizations handle their digital assets. Traditional security
approaches based on network perimeter defense are proving insufficient for
protecting against contemporary security threats. Enterprises handling sensitive
intellectual property, confidential client data, and proprietary business
information face critical challenges in securing cloud-stored assets against both
external threats and insider risks. Current statistics indicate that 34% of data
breaches involve insider threats, while 82% of cloud security incidents stem
from misconfigured access controls and insufficient audit capabilities.

The fundamental weakness of conventional cloud security lies in its
implicit trust model. Once authenticated, users typically gain broad access to
resources based on their network location or initial credential verification. This
approach becomes particularly problematic when employees access cloud
systems from various locations and devices, creating multiple potential
compromise points. Modern work environments require access to sensitive data
from factory floors, remote offices, home networks, and mobile devices,
significantly expanding the attack surface. A single compromised credential can
provide an attacker with extensive access to confidential information, with the
breach potentially remaining undetected for extended periods due to inadequate
real-time monitoring.
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Analysis of current security infrastructure in typical enterprise
environments revealed several critical deficiencies. First, access decisions rely
primarily on initial authentication without continuous verification of user
identity and device security posture throughout the session. Second, the absence
of granular, context-aware access controls means that users often possess
excessive permissions beyond their immediate operational requirements. Third,
audit logs stored within the same cloud provider's infrastructure are vulnerable
to tampering by privileged users or attackers who gain administrative access,
compromising forensic capabilities and compliance verification.

The proposed solution implements a Zero-Trust architecture
fundamentally reconceptualizing cloud security by eliminating implicit trust and
enforcing continuous verification. The core principle states: "Never trust, always
verify." Every access request undergoes real-time evaluation regardless of its
origin, user identity, or previous authentication status.

Each access event generates a cryptographic hash containing the
timestamp, user identity, accessed resource, action performed, and contextual
parameters. This hash is recorded as a transaction on a private blockchain
network, creating a permanent, tamper-evident record. Any attempt to modify
historical access logs would require changing the entire blockchain, which is
computationally infeasible and immediately detectable through hash
verification.

The Zero-Trust architecture operates as a central verification engine that
continuously evaluates trust signals from multiple sources (Figure 1). Unlike
traditional perimeter-based security, this model treats users, devices, locations,
cloud applications, private clouds, and data centers as independent verification

points that must collectively validate each access request.
N
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Figure 1 — Zero-Trust Architecture: Central Verification Hub with Multiple
Trust Signals
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As shown (Figure 1), every connection passes through the Zero-Trust
verification hub regardless of origin. This ensures that no single compromised
element can grant full access to protected resources.

The system integrates with existing cloud infrastructure through API
connections, avoiding the need for complete platform migration. Machine
learning algorithms continuously refine behavioral models and threat detection
capabilities based on accumulated access patterns and security events. Regular
blockchain audits provide compliance verification for industry regulations and
data protection requirements.

Thus, implementing Zero-Trust architecture with blockchain-based audit
capabilities represents a paradigm shift in cloud security for modern enterprises.
The combination of continuous verification, dynamic access control, and
tamper-proof logging provides comprehensive protection against contemporary
threat vectors while ensuring regulatory compliance and maintaining operational
efficiency. This approach establishes a robust security foundation capable of
protecting valuable intellectual property and sensitive business data in an
increasingly hostile cyber environment.
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CUCTEMMU 3AXUCTY IHOOPMAILIIL

ITaosa YIHKYE
Tuemumym nonizpaghii ma mediiinux mexnonoeiti HY «JIvgigcoka nonimexuixka»

Anomauia. Y pobomi posensanymo kombinosaruil nioxio 0o 3axucmy iH@opmayii,
Wo NoeoHye Kpunmozpagio ma cmeeanozpadiro. 3anponoHo6ano mooenn, y sKit Oaui
CROYamKky wugpylomocs, a nomim npuxo8ylomscs 6 epagiynomy konmetinepi. Oyineno
cmitkicms cucmemu ma it nepesazu Ha0 MpAOUYIUHUMU MEMOOaMU.

Knrouosi cnosa: xpunmoecpaghis, cmeeanoepagis, 3axucm OaHux, RpuUxo8aHuti
Kauan, ingopmayiina 6e3nexa

Abstract. The paper examines a combined information protection approach
integrating cryptography and steganography. A model is proposed where data is first
encrypted and then hidden inside an image container. The system’s security, resistance to
detection, and advantages over conventional protection methods are analyzed.

Keywords: cryptography, steganography, data protection, covert channel,
information security.

Cyuacui kibep3arpo3u moTpeOyroTh OaraTopiBHEBHX METOIIB 3aXHCTY,
3IaTHUX 3a0e3MeynTH K KOH(DimeHHiHHICTh iH(OpMaii, TaK i TPUXOBaHICTh
camoro (akry ii mepenaBannsa. TpagumiiiHi Kpunrorpadidai anroputMu edex-
THUBHO 3aXHWINAIOTh 3MICT JaHWX, IIPOTEe He 3a0e3Meuyl0Th MAacKyBaHHs IpoLecy
koMmyHikarii. CreraHorpagidHi CHUCTEMH, HaBIIAKH, JIO3BOJIAIOTH IPHUXOBATH
¢akxr nepeaaBaHHs, ane 6e3 KpUNTOTpadiuHOrO MiJICKIICHHS X CTIHKICTh CyTTE-
BO 3HIXKYEThCA. TOMY NO€IHAHHS [UX JBOX MiIX0/iB HaOyBae 0cOONMBOT aKTy-
IBHOCTI B YMOBaX 3pOCTaHHs IHTEHCUBHOCTI IH(OPMALIHUX aTak.

Merto1o po6oTH € po3pobieHHs KOMOiIHOBaHOT MOAeNi 3aXucTy iH(popma-
nii, mo iHTerpye Kpunrorpadidai Ta creranorpadidHi METOIM 3 METOIO CTBO-
PEeHHSI TIPUXOBAHOTO KaHANY 3B’A3KYy, CTIAKOTO IO aHAJi3y Ta MEPeXOIICHHS.
J1st bOTO 3alpPOIIOHOBAHO apXITEKTYpy, y SKId JaHi croyaTtky MnppyThCs
KpunrorpagigHiIM MOIYIIEM, a IOTIM MPUXOBYIOThCA Y rpadiyHOMY KOHTEeHHEp1
3 BHKODUCTaHHSIM CTeraHorpadiqHoro Mojyins. 3arajibHa CTPYKTypa CHCTEMH
nojiaHa Ha puc. 1.

3anpornoHoBaHa CHUCTEMa PEali3ye YiTKO PO3MEKOBaHI eTamu 0OpoOKU
nmanux. Ha nepriromy etari GOpMyeThCsl CEKPETHHUN KITFOY Ta 3IHCHIOETCS KPU-
nrorpadidHe mepeTBOpeHHs noBigomiieHHs. Ha npyromy erari 3amudpoBaHmid
OJIOK IHTETpYEThCS y BUOpaHmid TpadidHuil KOHTEHHEp MeTo0M Moau(ikoBaHOT
LSB-3aminu abo 3a IOMOMOTOI0 CTEraHorpadiqHUX alrOpUTMIB, ONTHMI30Ba-
HUX JUIs MiHIMI3aIlil Bi3yalbHUX Ta CTATUCTUYHHUX CIIOTBOpeHb. Ha erami oTpu-
MaHHS CTETOKOHTEIHEpa BHUKOHYETHCSI 3BOPOTHA IPOILEAYypa: CIIOYAaTKy BHi-
JICHHS! TIPUXOBAHMX JaHUX, a ITOTIM IXHE Kpunrorpadiute po3muppyBaHHs.
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[ToGynoBa KOMOIHOBAHOTO 3aXHCTY JO3BOJISIE CYTTEBO MIICHIMTH CTiii-
KIiCTh cucTeMu. HaBiTh y pa3i BUSBICHHS CTeraHOTpadiuHOro KOHTEHHepa 3J10-
BMHUCHHK HE Ma€ 3MOT'H IpouYuTaTd iH(opMmalliro 0e3 BiAMOBIAHOTO Kito4ya. Bu-
KOPHUCTaHHS MOJBIHHOTO 3aXUCTy 3a0e3neuye eeKTHUBHY MPOTHIIIIO K CTaTHUC-
TUYHOMY aHANII3y 300pakeHb, TaK 1 KPUNTOAHATITUIHUM aTaKaM.

3anponoHoBaHa MOJENb TAKOXK JIEMOHCTPYE Kpallli pe3yJIbTaTH 3a KpUTe-
PIIMH HETIOMITHOCTI, CTIHKOCTI Ta CKJIaJHOCTI BHUSIBIICHHS IIPUXOBAHOTO KaHATY.
e poOuTh ii MepCreKTHBHOI IS 3aCTOCYBAHHS B YMOBaX OOMEKECHHX KaHAJIIB
3B’513KY, KOH(IIEHIIHHOTO TOKYMEHTOO00Iry, TelneMeTpii, a TakoX y BiliCbKOBHX
1 CHeliabHUX KOMYHIKAI[IfHUX cucTeMmax. [lomaibpiii JOCITIIKEHHS MOXYTh
BKJIFOYAaTH BIOCKOHAJIEHHS MEXaHI3MIB MPUXOBYBaHHS 3a JONOMOI'OIO TJIMOMH-
HHUX HEWPOHHHMX MEPEX, 3aCTOCYBAaHHS TPAHC(POPMEPHUX MOJIENCH IUIsl aJanTH-
BHOT'O CTErOaHali3y Ta IHKOPIOPAI0 MOCTKBAHTOBUX MPOTOKOJIB IS IMiJBHU-
LIEHHSA KpunTorpadidHol CTIHKOCTI.

Brigmi qani
M — moeigoaUIeHET
Kc — KIod KEpHITe
Ks — Kmod cTero
Image — xoHTefHED

Moayn resepanii

KI0diB
(Key Generator)

h 4 v
Crypto Engine Stego Engine
— cHEMeTpHIHe PQC —LSE / DNN cTero
IIH
h 4 Y 3
_ TeraHorpafiaHe
(oo ) ()

Kombisoeannit
KOHTefiHep 5
(mepenaTa/sdepiraHn)

Stego Extractor
(ertaErye C iz 8)
Crypto Decryption
(pozmmdpyeanra C)

M' - eigHOBTEHE
MOBITOMISHES

Pucynox 1 — Apxitekrypa kombiHoBaHo1 cuctemu Crypto+Stego
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BucnoBku. Po3po0iena koMOiHOBaHa cucTeMa 3a0e3rnedye OaratopiBHe-
BUIl 3aXMCT JaHUX ILUIIXOM MO€IHAHHS KpunrorpadiyHoro mudpyBaHHS Ta
creraHorpa(iyHoro MNpPUXOBYBaHHs. 3alpONOHOBaHA apXiTeKTypa ITiIBHUIIYE
KOH(]IICHIIHHICT, MIPUXOBAHICTH Ta CTIHKICTh iH(opManiiinoro oominy. OTpu-
MaHi pe3y/lbTaTH HiATBEPKYIOTh €PEKTHBHICTE MOJAETI Ta BU3HAYAIOTH IEpC-
MIEKTUBH il TOJAIBIIOTO PO3BUTKY B HAIPSIMIi IIOCTKBAHTOBUX Ta HelipoMepexe-
BHX TEXHOJIOTIH.

JlitepaTypa

1. Kaypman Y., Ilepnman P. Cnenndikariss 6e3meyHUX CHCTEM. —
Hero-Hopk: Wiley, 2021.

2. Al-Mhigani, M., et al. (2022). Deep learning approaches for
network intrusion detection: A review. Computers & Security, 114, 102594.
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V]IK 621.3

AHAJII3 CTAHY 3ABE3IIEYEHHSI BE3IIEKA
OB’€EKTIB 35EPEXKEHHSA HIU®POBOI IHOOPMAIIII
B YMOBAX BOEHHOI'O CTAHY

Poman INEBYEHKO, IOxais IIOI'PIBHA
Hayionanvnuii ynieepcumem yuginohozo 3axucmy Yxpainu, m. Yepracu

Anomauia. Axmuena yugposizayis ma iHpopmamuzayis CyCniitbcmed, po3uiu-
PEeHHsL chep 3aCmOCY8anHs eNeKMPOHHUX MEXHOAO02IU 3YMOBUIU HeOOXIOHICIb Mpanc-
Gopmayii mpaouyitinux nioxodie 00 cmeopents, obiey, 30epicanus inpopmayii ma nocu-
JIeHHs BUMO2 00 De3neKu enekmpoHHUX OOKyMeHmis. Y 6ocHnux ymosax yughposi apxisu i
ingppacmpyxmypa cmaioms epasiusumMu 00 Kibepamax, @Qi3uUUHUX pYUHYBAHb, NO-
DICENHCHUX MA MEXHOLEHHUX PUSUKIB, w0 nompedye KomMniekcHoi cmpameeii ix 3axucmy
ma cmitikocmi.

Kniouosi cnoea: socnnuii cman, HOpmMamueHo-npagoge pecynosanis, ingopma-
yiiina 6e3neka, eneKmpoHHULl QOKYMeHm, 30epedcents tHphopmayii, nodcedicHa besnexa,
martial law, regulatory and legal regulation, information security, electronic document,
information retention, fire safety.

Cy0’€KTH eIeKTPOHHOTO JOKYMEHTOO0Iry 3000B’13aHi 30epirati eneKT-
POHHI IOKYMEHTH Ha €JIeKTPOHHMX Hociix iHdopmauii y Taxiii ¢opmi, mo 3a-
Oe3meuye MOXKIMBICTD MEPEBIPKH IXHBOI IUTICHOCTI, @ TaKOX IOTPHUMYBATHCS
CTPOKIB 30epiraHHs He MEHIINX, HDK repeadadyeHo 3aKOHOAABCTBOM IS Tare-
poBux aHanoris [1]. 3a3HadeHi BUMOTH CIIPSIMOBaHI Ha rapaHTyBaHHS IOPUANY-
HO1 YMHHOCTI, JOCTOBIPHOCTI Ta CTaOUIHPHOCTI EMEKTPOHHUX JOKYMEHTIB MIPOTSI-
TOM YChOTO Hepiojly iX BUKOPHCTaHHSI.

3anpoBapKeHHS €IEKTPOHHOTO TOKYMEHTOOOIry Mae HacHiIKOM HeoO0-
XIMHICTh 3MIHM MIiAXOJIB O apXiBHOI MisUTBHOCTI, BPAaXOBYIOYH, IO B Maii-
OyTHbOMY IepeBaKaTHMe JTOKYMEHT y GopMati eNeKTPOHHHUX JaHUX Ta iCHyBa-
TUME 0Ee3MEeXOKsI TPorpaM i3 KepyBaHHS JOKyMEHTallitHUMU Tporiecamu. Takosx
(yHKIIOHYBaHHSI €JIEKTPOHHOTO JOKYMEHTa, €JIEKTPOHHOIO apXiBy BHMAarae
BianoBinHOI TexHiuHOT iHpacTpykTypH [2].

JlocnimKkeHHs] BKa3yloTh, 110 B YMOBaX BIHCHKOBHX KOH(IIKTIB, Ha3BHU-
YaWHUX CUTYallii IPUPOIHOTO Ta TEXHOTEHHOTO XapakTepy HudpoBuii mpocTip
CTa€ He MEHII Ypa3JIMBUM, HDK Qi3n4Ha iHPpacTpyKTypa, a OTxKe noTpedye Ie-
PEOCMUCIICHHSI MIIXOIIB 1O HOTO 3aXHUCTY Ta CTIMKOCTI.

[Muranns inpopmauiiftHoi Oe3nekn Ta KyJIbTypy B yMOBax BifHU € MUTaH-
HSIM BIDKWBAHHS JIIOJUHH, CYCHUIBCTBA Ta JIep)KaBH. AJDKe 3a0e3ledeHHs iH-
(opmariiiHoi Oe3neKkrn BU3HAYAETHCS HE TUTBKHM IHTEpEcaMH Jiep)KaBH, a i iHTe-
pecaMu 0COOHM B KOHTEKCTI 3a0e3meucHHs il mpaB i cBo001. OCHOBOIO Cy4acHOT
iHpopMmamiiiHOI Oe3meK: € MUTICHICT, JaHWX, JOCTYMHICTh iH(opmarrii,
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KOH(IAeHIIHHICTE 1 HAAIHHICTS 1i 30epeskenHs. [HopmarriitHa Oe3reka BKIIOIae
HE JIMIIE HOPMAaTUBHO-TIOJITHYHY CKJIQJIOBY, a W IHCTHTYLiHHY cdepy, sika me-
pendavyae MisTIBHICT OpraHiB, mo il 3a0e3MeUyrOTh, a TAKOK BUKOPHUCTAHHS
MPOTpaMHO-TEXHIYHUX 3ac00iB [3].

B nocnimxenni CD Nguyen po3BiHYyeThCs 1UTH03is1 HEBPA3JIUBOCTI L (-
POBHUX PEIO3UTOPIiB Ta MUPPOBHUX apXiBiB IUIAXOM PO3KPUTTS IXHBOI Bpasziu-
BOCTI O BIHCHKOBUX [Iiii Ha OCHOBI ICTOPHYHMX IPHKIANIB Ta Cy4aCHHX
BHKITMKIB, JI¢ 3a3HAYAETHCS, IO UTIO31s BUHUKAE depe3 HeBpaXyBaHHS CKIIATHOT
MIpUPOAN KOHQUIIKTIB, A€ K (i3UUHHUN, Tak i TU(POBUHA MPOCTOPH CTAIOTH IO-
nsmu OmtBH. Tomy 30amaHCOBaHWH MiAXix mepembadae BU3HAHHS OOMEXEHBb
3ax0[iB OE3MEeKH Ta BKIIFOYCHHS CTIMKOCTI B CaMy OCHOBY CTpaTeriii mupoBoro
30epexenHs. 1l CTIKICTh OXOIUTIOE HE JIMIIE TEXHOJIOTIUHI 3am00bKHI 3aX0/1H,
ayie ¥ 3aX0[H MI0J0 TIOM'SKIICHHS BIUIMBY KOH(IIKTIB y TpoMajax, sIKUM CIy-
JKaTh 11 CXOBHUIIA Ta apXiBu [4].

B emoxy mBHAKOTO pO3BUTKY IH(POPMAMIHHUX TEXHOJOTIH LEHTPH
00pOOKM IaHUX MaloTh BUpIIANbHE 3HAYSHHS U1l (QYHKIIOHYBAHHS Cy4acHOTO
CYCIIUTBCTBA, OCKUIBKA B HHX 30epiraerbcs I[iHHE OOJaTHAaHHS Ta BEIHUYE3HI
o0csirn nanux. Ilokexxa B IeHTpax OOpOOKHM JaHWX NIPHU3BENE 10 HE3MIpHHX
BTpAT, 110 POOUTH CHCTEMH aKTUBHOTO TI0KEKOTACIHHsI HEOOXimHUMHU [5].

3 MeTOI0 MiABWINEHHS iH(pOPMAIHHOI CTIMKOCTI Nep)kKaBU B yMOBax
BOEHHOTO CTaHy, 3aXMCTy JAEPKAaBHUX JaHUX BiJ KiOepartak, (Di3WYHOTO 3HU-
meHHs abo BTpaTH, Ta 3a0e3NedeHHs iX BIJHOBIIIOBAHOCTI PO3MOPSIAHUKH CH-
creM, 00’€KTiB KpUTH4HOI iH(opMaLiitHOT iHpacTpykTypH aist 3abe3nedeHHs
iX HaJeXHOTO (YHKI[IOHYBaHHS Ta 3aXUCTy iH(opmarii, mo oOpobiseTscs B
HUX 3a0€3IeUylOTh CTBOPEHHSI PE3epBHMX KOIIH AepXaBHUX IH(POpMAIiHHIX
pecypciB, cucteMm, 00’€KTiB KpHUTHYHOI iH(opmariiiHoi iHppacTpykTypn Ha
OKpeMuX (DI3MIHHUX HOCIIX Y 3amr(POBaHOMY BHUIJISIIL Ta iX MOJANBINY Iepea-
4y (nepeMilieHHs) i 30epiraHHs B yCTAaHOBJIEHOMY 3aKOHOAAaBCTBOM IOPSIIKY,
y TOMY 9HCIi 32 MEXaMH YKpaiHu (30KpemMa B 3aKOPJOHHHUX AUILIOMaTHIHUX
ycTaHoBax YKpaiHu), i 4ac Jii BOEHHOTO CTaHy B YKpaiHi Ta MPOTATrOM IIECTH
MICSIIIB 3 THS HOTO MPUIMHEHHS YU CKacyBaHHS [6].

306epiranHs pe3epBHUX Koriil iH(opmanii Ha Qi3MYHUX HOCISIX, TOTPedyE
3a0e3Me4eHHs BUKOHAHHS MPOTUIOXKEKHUX Ta TEXHOTCHHHUX 3aXOJiB B MICIIX
ix 30epiraHHs.

B nocmimkenni Min Li 3a3Hadeno, mo 06'extu BeecBiTHROT criaaiuau
MOJXKYTh OMUHHUTHUCS IIiJI 3aTPO30I0 TIOIMIKOKEHHS 30KpeMa Bix moxex (68,8%).
[Hmi aHTpOmMOreHHI HeOE3NMeKH BKJIIOYAIOTH 30Kpema TepopusMm (16,7%) Tta
30poiiHi koHikTH (10,4%) [7].

OTKe CIeKTp 3arpo3, XapakTepHHH Juisl (Qi3ndHUX 00’€KTiB, Mae MpsMi
agarorii y cdepi 30epexkenHs nudponoi iHGopmanii. Tak camo K TpUPOIHi
HeOe3IeKH YM TEXHOTEHHI aBapii MOXYTb PYHHYBaTH MaTepiaibHi CTPYKTYpH,
rQpoBi CXOBHIIA BPa3JMBi A0 MOXKEXK, BIAMOB O0NaJHAHHSI, CTUXIHHUX KaTa-
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cTpod Ta HACHiAKIB KIIMAaTHYHUX SIBHII, SKi BIUTMBAIOTH HA IHQPACTPYKTYPY
nara-ueHTpis. Kpim toro, mudpoBi pecypcu MiagaroThCsl aHTPOITIOTEHHUM PU3H-
KaM Bix KibepaTak i HECaHKI[IOHOBAHOI'O JOCTYIY 0 3yMHCHOI'O 3HUIICHHS 1a-
HUX YHACHIZOK TEPOPUCTHYHUX il Y1 30pOHHIX KOHQIIIKTIB.

VY nux yMmoBax 3a0e3leYeHHS HATIMHOCTI ITU(PPOBHUX CHUCTEM BHUMArae
KOMIUIEKCHOTO, 6araTopiBHEBOrO MigXOJy, IO OXOILTIOE 3aXOAU MOXKEKHOI Ta
TEeXHOTeHHOT Oe3nekH, sik 00’exTiB 31 30epexeHHs 1HdpoBoi iHGopMmanii Tak i
MIPUMIIIeHb 30epekeHHs (PI3MYHUX HOCIIB iHpOpMaIii, CTIHKICTh O 30BHIMIHIX
BIUIMBIB, a TAKOX KiOEp3axHCT 1 IIaHu Oe3nepepBHOCTI AisuibHOCTI. EdexTiBHe
30epexenHs 1n¢poBoi iHpopMmamii IPyHTYETbCS Ha YCBIIOMIJICHHI TOTO, IO
JKOJHA CHCTEMa He € MOBHICTIO 3aXMILEHOK BiJl 3arpo3, a 0TXKE, KIFOYOBHM 3aB-
JAHHSIM € HE JIMIIC MOIEPE/PKCHHS IHIMACHTIB, a i CTBOPEHHS MEXaHI3MiB,
3IaTHUX MIHIMI3yBaTH IXHI HACHIAKK Ta 3a0e3MEYNTH BiTHOBICHHA NaHUX Y
Oy/b-SIKMX KPH30BUX CLICHAPISX.

AHaizoM HOPMAaTHBHO-TIPAaBOBHX AaKTIB SAKi PETYIIOIOTh TOTPHUMAaHHS
HOPM ITPOTUIIOXKEXKHOI Ta TEXHOT'CHHOI O€3NEeKH BCTAaHOBIICHO, IO OUIBIIICTDH
HOPMAaTHBHO-TIPABOBUX aKTiB Ta 3aX0IiB 1010 3a0e3MEYCHHS MOXKEKHOT Ta TEX-
HOTeHHOI Oe3neku Oyinu po3paxoBaHi HA MUPHHUH Yac i MoTpeOyIoTh aganTarii
JI0 YMOB BOEHHOI'O CTaHy (OCOOJHBOTO Mepiony) Ta (PYHKIIIOHYBAHHS B KPH30-
BUX YMOBaXx.
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YK 004.056.53

3AXUCT BIIl MITM ATAK Y TIPOTOKOJIAX ABTOPU3AIIIT
BAHKIBCHKHX TPAH3AKIII HA OCHOBI CXEMMH IITHOPA

BikTopis IIJIAITAK, Cepriii CEMEHIOK
Hayionanvuuii ynieepcumem “Jlvgiecoka noaimexuixa”

Anomauia Y pobomi npoananizo8ano saxucm OAHKIBCOKUX MPAH3aKYIl HA 6a31
npomoxony [llnopa 6io amax muny «moouna nocepeouniy (MITM). Iloxazano, wo
cnpobu niominu napamempie 00Kasy € HeeeKMUGHUMU 30 YMOBU 3AXUWEHO20 OOMIHY
nyboniyvnumu Kmodyamu. Lle eapammye Oesnexy aememmugixayiro mpausaxyiii  Oe3
DO3KPUMMSL CEKPEMHUX OAHUX KNIEHMA.

Knwuoei cnosa: kpunmoepagiunuii  npomokon,  00KA3 3 HYIbOBUM
poseonouienuam, cxema LlInopa, MITM amaxka.

3pocTaHHs 00csTiB nM(ppPOBUX OAHKIBCHKUX OIepaliii BUMarae BIIPOBa-
JUKEHHS HaJIHHUX METOIB aBTCHTU(IKAIII], SIKI TapaHTYIOTh KOH(IICHIIHHICTD,
LUTICHICTh Ta aBTCHTUYHICTh NaHWX. [Ipw IbOMY TpamuIliifHi METOIW YacTo
CTalOTh BPa3jIMBHUMHU JI0 NIEPEXOIUICHHS, TOMY aKTyaJIbHUM € BUKOPUCTaHHS J10-
Ka3iB 3 HyAbOBHM po3rojiomeHHsM. OxHiero 3 Takux € cxema [Hopa [1], sxa
0azyeThcs Ha CKJIAJHOCTI 3a/1a4i JUCKpeTHOTo JiorapudmysanHs. [lana pobora
posrisimae Moaens 3arposu "JlronmHa mocepenuai” (MITM) [2] s miei cxemu

IMpornec aBropu3arii 3a cxemoro 11IHopa nependadae B3aEMOI0 MK KITie-
HroM (Prover) ta 6ankom (Verifier). Ha eramni minroroBkn oGuparoThes myOmidHi

rapamMeTpy: MpocTe Yucio P Ta reHeparop . KilieHT BONOfiE CEKPETHUM KITIO-

4eM X Ta IyONIYHUM KIIoYeM Y = g mod p, 3HaYCHHs SKOTO BiloMe OaHKY.
ITpoTOKOJ CKIIAJAETHCS 3 TPHOX €TAIlIB!
1. ®opmyBanHs nokasy: KiieHT renepye 4uciio f, noB’si3aHe 3 TPAaH3aKLIEr0
Ta nepeziae 6aHKy 3Ha4YEeHHS t = g" mod p.

2. Buknuk (Challenge): bank Hajncuiae yHiKanbHe BUMAIKOBE YHCIIO €.
3. Bigmosigs (Response): Kimient o6uncimioe s = v+ e - x mod p — 1.

ABTOpHM3aIliT  BBAXA€TbCA  YCIIIIHOIO, SKII0O BHUKOHYETHCA  PIBHICTB
g* =t-y*modp

Hai6inpn KpUTHYHUM Bpa3IMBUM MICIIEM € CepeloBHIIE Mepenadi na-
HUX, JIe 37I0BMUCHUK MOXe crpoOyBatu peanizyBatu ataky MITM, nepexonus-
my abo MonuQiKyBaBIIM MapaMeTpy TpaH3akiii. ¥ 3MOJeNIbOBaHOMY CLeHapil
aTaKu 3J0BMHCHHUK MEPEXOILTIOE 3HaueHHs T 3amiHioroun iforo na t'.

OpHak, CTIMKICTh 3aIpPOIIOHOBAHOT MOJIE/I 3a0€3MMeUy€eThCs TUM, 110 3Ha-
YeHHs ITyOJIIYHOro Kito4a V' IMepelacThesl Yepe3 3aXHIICHUI KaHan 3B'S13Ky (Ha-
NPUKIAJ, i 4ac MEepBUHHOI peecTpaii) 1 He MoXe OyTH migMiHeHEe 3JI0BMHC-
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HHUKOM y paMKaX MOTOYHOI cecii. OCKUIBKY 3JI0BMUCHHUK HE BOJIOJIIE CEKPETHIM
KIIFOYeM X, BiH He MO>Ke OOUHCIIHTH BalijHe 3HA4YeHHA S', siKe O 3aJ0BOIBHHUIO

NepeBipoYHe CIIBBiMHOMEHHS UIs Moau(ikoBanoro t’ Ta opurinansHoro V. B
pe3yipTaTi, 0aHK MPH IepeBipHi BUSBUTH HEBINMOBINHICTH 1 TpaH3aKis Oyxme
BinxuieHa. J[nsg 10JaTKoBOTO 3axXHMCTy BiJ arak HOBTOPHOTO BiATBOPEHHS
(Replay Attack) mo mpoTOKOIY BKIFOYAIOTHCSA YacOBi MITKH a00 YHIKaIBHI iIeH-
TU]IKaTOpH cecil.
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IMPOEKTYBAHHA PO3NIOAIJIEHUX ITPOI'PAMHUX CEPBICIB

Isan POBELIbKUM
Jlvsiscokutl Oeporcagrutl yrigepcumem Oe3neKu HeummeoisibHOCM

Ha oanuii uac axmyanvhoro npobremoio nio 4ac npoeKmy8aHHs pO3noOLIeHUX
NpoSPaMHUX CUCEM € me, W0 BOHU MAIOMyb CMABITLHO NPAYIOBAMU 8 YMOBAX BUCOKO2O
HABAHMAJICEHHS, KON OCAMKU [ COMHI MUCAY KOPUCMYBAUI6 XOUymb OMPUMamu neeui
pecypcu, aKi Hadaromscs cepgicamu cucmemu. s moeo, wob 3abesneyumu 8UcoKy 00-
cmynHicme ma CMIUKICMb 8UCOKOHABAHMAIICEHUX NPOSPAMHUX Cepeicie, ix po3eopma-
10Mmb Yy KepoBaHux My1bmunpoyecopHux posnodinenux cucmemax (knacmepax). Taxoeo
POOy pecypcu € UCOKO 8apmMIiCHUMU, MOMY HA NPAKMuyi, Hauvacmiue, BUKOPUCHOB)-
1omu piznomanimui xmapui naamegopmu (Google Cloud, Amazon, Azure ma in.). Kiac-
mepHi cucmemu Ha0AIOMb NAPANENbHI Anapamui pecypcu, 00HaK 01 mozo, wob cepgicu
BUKOPUCMOBYBANU HAOAHI PeCypCu y NOGHOMY 00Cs3i, iX He0OXIOHO NPOeKmy6amu, 6UKO-
pucmosyrouu cneyianvhi apximekmypui piwenna. Tomy mema 0ano2o 00CniOHCeHHs no-
JIsl2A€ Y AHANI3E apXiMeKmypHUX piuleHb ma ocooaueocmell iXHb020 SUKOPUCMAHHS NiO
Yac NPOeKmy8anHs NPOSPAMHUX CEPBICI8 PO3NOOINEHUX CUCTIEM.

Kniouoei crosa: posnodineni cucmemu, Kiacmepu, XmMapHi niamgopmu, Mikpoce-
psicu, MIKpocepgicHa apximexmypa, 6a2amonomouHicims.

Currently, a pressing problem in the design of distributed software systems is that
they must operate stably under high load conditions, when tens and hundreds of
thousands of users want to receive certain resources provided by system services. In
order to ensure high availability and stability of highly loaded software services, they are
deployed in managed multiprocessor distributed systems (clusters). Such resources are of
high value, therefore, in practice, most often, various cloud platforms (Google Cloud,
Amazon, Azure, etc.). Cluster systems provide parallel hardware resources, however, in
order for services to be able to use the provided resources in full during their work, they
must be designed using special architectural solutions. Therefore, the purpose of this
study is analyzing architectural solutions and the features of their use when designing
software services of distributed systems

Key words: distributed systems, clusters, cloud platforms, microservices, micro-
service architecture, multithreading

Ha nanwnii yac akTyanpHOIO MPOOIIEMOIO € 3a0e3IeUeHHsT BUCOKOI HOCTY-
ITHOCTI Ta cTabUTLHOCTI pOOOTH PO3MOAUIEHUX MPOTPaMHHUX CHCTEM B yMOBax
BHUCOKOTO HaBaHTakeHH: [ 1, 2]. L{to mpobaemy moTpiOHO BHpINIyBAaTH MEBHUMH
ApXITEKTYPHUMH DPIlICHHSAMH B)KE Ha CTalil IPOSKTYBaHHS apXITEeKTYypH CHCTeE-
Mu. HeoOXiHOIO yMOBOIO CTaOLTLHOT pOOOTH MPOTPaMHOi CHCTEMH B yMOBaX
BHCOKOTO HABaHTAXXCHHS € ii pO3rOpPTaHHS B JesKili MpOorpaMHO KepoBaHIi Ima-
paJIeNBHIN pO3MOIUICHIH CUCTEMI — KIacTepi.

Jna 3abe3medeHHs aBTOMATH3alil PO3TOPTAaHHS, MAacIITa0yBaHHS Ta
YIIPaBJIIHHS TPOTPaAMHUMU JI0JJaTKaMH y (Pi3HIHOMY UM BIpTYaJIbHOMY KJlacTtepi,
Ha JaHWi 4ac OCHOBHHMM IHCTPYMEHTOM € MpOrpaMHa Iuiathopma 3 BiAKPUTUM
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BuximauM kogoM Kubernetes [3], po3pobnena kommnaniero Google. HafiBaxin-
Biloto ocobmnuBicTio cuctemu Kubernetes € Te, 1110 BOHAa MOKe KEpyBaTH TUIBKU
KOHTEHHEPHUMH MPOTPaMHUMH JIOJIATKaMH, KOJIM JI0JIATOK 1 BCe, 10 HEeoOXiaHe
Juist ioro pobotu (kox, 6i0miorexw, daitnmu koHpIrypamii i HaBiTH omnepariiiHa
cucTeMa) ynakoBaHi B KOHTelHepi. Ha maHuil yac, Ha mpakTHui HalOUIBIIOrO
TIOIIUPEHHS MalOTh KOHTEITHepH, moOynoBaHi Ha raTdopmi Docker.

OTxe, 1J1s1 TOTO, 100 MaTH MOXKIIUBICTh €)EKTHBHO MacIITa0yBaTH MPO-
TpaMHUIl TOATOK B KiIacTepi min kepyBaHHsM Kubernetes, BiH Mae OyTH cripoe-
KTOBaHUH Yy BHIVIS/I OKpPEMHX CJ1a003B’SI3aHUX IPOrPaMHHUX KOMIIOHEHT, SIKi
MO>KHA JIETKO PO3TOPHYTH B KOHTelHepax. Taka apXiTeKTypa Ha3HBa€ThCS MiK-
POCEpBICHOIO apXiTeKTypoto [4], a il KOMITOHEHTH — MIiKpOCepBicaMHu.

KoxHuii MiKpocepBic Mae KepyBaTH JOCTYIIOM TUIbKH J0 JaHHX, 3a SIKi BiH
BimoBinae. JXomHi iHIII MiKpocepBicH He TIOBHHHI MaTH MOXKIIMBOCTI Oe3mocepe-
JHBOTO JOCTYIY J0 0a3 JaHWX, 3a sKi BOHM HE BINIOBINAIOTh, TaKi JaHI MalOTh
Oytu moctynHi TuThkH uepe3 API BimmoBigHOTO cepBicy. Lle mae MOXIMBICTH KO-
YKHOMY MIKpOCEPBICY KepyBaTH KOHCUCTEHTHICTIO Ta CTPYKTYPOIO 0a3u laHuX, 3a
SIKYy BiH BilTOBia€, a TaKO BUKOPUCTOBYBATH HaiOUIbm BinmnoBigay CYBJ mist
KOHKPETHUX IIiel 0e3 OyIb-sKO1 3aIeKHOCTI BiJl BUMOT CHCTeMH B mutoMmy. Ha-
NPHUKJIaJ], OJIMH CEPBIC MOXKE BUKOPHCTOBYBAaTH HopMautizoBany SQL-0a3y naHux,
TOZI SIK IHITMH MOXe oTpuMatH nepesary 3 NoSQL-6a3u naHux.

Ha npaxruii, ko1 MoBa #Jie IpO MIKPOCEPBICHY apXiTEKTypy, 3p03yMi-
JI0, MO HEOOXITHO TMPOIYyMAaTH MeXaHi3M B3aeMofil MikpocepsiciB. HaitOimpm
3arajJbHUMN 1 MPOCTUH crocid KoMyHiKalii MiKpocepBiciB — 11 KOMYHIKaIlisi Ha
OCHOBI OOMiHY MOBITOMJICHHSIMH 3a TIEBHUM IPOTOKOJIOM, SKY II¢ HAa3HBAIOThH
Message Driven Architec-ture (MDA). ¥V upoMy BHIAOKy OAWH MIKpOCEpBic
HAJICWJIa€ MOBiTOMIIEHHS (request), a iHIIMHA — OMpPAalbOBYE HOTO Ta HAJCHIIAE
IHIIIe TTOBIMOMIICHHS Y BIAMOBiNG (response). Y IbOMYy KOHTEKCTI CepBic, KU
BUKOHYE 3aIUT HA3UBAETHCS KIIEHTOM, a IHIIIHA — CEPBEPOM.

Habip mpasu, siki onmUCyIOTH MPOIeC 0OMIHY MOBITOMIICHHSMH B MOJEIi
“xnienrt-cepsep” HazuBatoThess REST API (Representational State Transfer). Ha
nmaanit 9ac, Ha npaktumi, REST API myxe gacto OynyeTbes Ha CHHXPOHHIA MO-
JIelli KOMYHIKaIlii, ¢ KII€HT BIANIPaBIS€ 3alUT 1 OTPUMYE BIAMOBIOh y Mexax
oaHOTO 3 €MHaHHA. [Ipy IIbOMY KITIEHT OYiKy€e, TOKU HE TIOBEPHETHCS PE3yiIbTarT.
CuHXpOHHA apXiTeKTypa € KJIaCHYHHUM ITiIX0JIOM, KOJIM JJIsl ONIPAIIOBaHHS KO-
JKHOTO KJIIEHTCHKOTO 3aIUTy BUAUIAETHCS OKpeMuid NoTik. Tak mpamioTs Kia-
cuaHi BeO-cepBepu. Ll apxiTekTypa mpalltoe JoBOJdi mo0pe 1 Jae MOKITUBICTH
MacmTabyBaTH CEpBiC B 3aJISKHOCTI BiJl HABaHTaXXEHHs, 30UIbIIyI04N a0 3Me-
HITYIOYH KUTBKICTh MMOTOKIB y CEpBicCi.

IcHye iHmmMit criocid KoMyHiKanii MiKpocepBiciB, sIkuil 6a3yeTbcs Ha apXi-
TekTypHOMY martepHi Publisher-Subscription-Subscriber [5], xomu B3aemomist
MIKpOCEpBICIB peasi30ByeTbCsSl 3 BHUKOPHCTaHHS PO3NOAUICHHX  Yepr JaHWUX
(Kafka, RabbitMQ, JMS, Google Pub/Sub). V¥ upomy Bunamky, cucrema Oymy-



476 36ipnuk Te3 nonosineii VII Beeykpaincbkoi
HAyKOBO-TIPAKTHYHOI KOH(pepeHuii

€THCS TaK, 10 3MiHA CTaHy OJHOTO MIKpocepBica, iHIIiifoBaHA A0 MPHUKIIALY I1EB-
HUM KJII€HTCHKUM 3allMTOM, aKTUBYE 3MiHY CTaHy IHIIMX MikpocepsiciB. Ilpu
LIOMY MIKpOCEpBIC, y sIKOT0 3MiHMBCS cTaH, cTtBoproe moJito (Event) i1 Hagcunae
B PO3MOUICHY Yepry B Harepe BU3HaUeHy TeMy (topic). Inmni mikpocepsich, siki
HiINMCaHl Ha [0 TEMY, 3YATYIOTh Ta ONPAIbOBYIOTH I[f0 MOJII0, 1 BIAMIOBITHO 3Mi-
HIOIOThH CBilf cTaH. Taka apXiTeKTypa B3aeMOJIil MiKpOCEPBICIB € TIOBHICTIO aCHHX-
POHHOIO 1 Ha3MBa€EThCs NOAIHO-OpieHTOBaHO Event Driven Architecture(EDA).
MikpocepBicHa apXiTekTypa, OOyI0BaHA Ha aCHHXPOHHIH KOMYHIKalii TaHOTO
THITY, A€ MOXJIMBICTh NPUIHATH Ta ONpAIfOBaTH OUIBIY KUIBKICTH 3alMTIB, 1
BHUKOPHCTOBYETHCS Y OLTBII BHCOKOHABAHTAKEHUX CHCTEMAX.

VY pesynbTaTi NPOBENCHOTO JOCHIDKEHHS BCTAHOBIICHO, IO OCOOIMBICTIO
NPOEKTYBaHHS POrPAMHOTO 3a0€3EYEHHS PO3MOIICHUX CHCTEM € BUKOPHUCTaH-
HS MIKPOCEPBICHOT apXiTEKTYpH Ta MIKPOCEPBICIB, SIKi PO3rOPTAIOTHCA Y KOHTEH-
HEpHUX cepeloBHIIax. MIKpOCepBiCHY apXiTeKTypy, B 3aJI€KHOCTI BiJ Kiacy 3a-
Ja4, MOKHA TOOYy/AyBaTH 3a mpuHIWIoOM o0MiHy moBinomnerHsmu (REST API),
a0 3a NPHHIMIOM, OPIEHTOBAaHUM Ha ONPALIOBAHHS IMOJIH, sIKI TEHEPYIOThCS Y
CHICTEMI ITiC/ISI OTpUMaHHSA KiIieHTChKOro 3amutry. REST APl € cuHxpoHHHM 3a
CBOEIO IIPHPOJIOI0, B TOM Hac SIK MO/iiHO-opieHTOBaHa apxirekTypa (EDA) € acu-
HXPOHHOIO 1 MIAXOUTh IS Ay’KE BHCOKOHABAHTAXKCHUX CITa003B’SI3aHUX CEPBi-
ciB. CHHXpOHHA MOJIeJIb NTOKa3ye XOPOIIY MPOIYKTHBHICTh, OTHAK Ma€ OOMEXEH-
Hl, TIOB’sI3aH1 3 OJIOKYBaHHSM IMMOTOKIB, JIOKU HE OyJe OTPUMAHO Pe3yJIbTaTH KiTie-
HTCHKUX 3aIUTiB. ACHHXPOHHA MOJICTh A€ MOIIUBICTh NIPUHHSITH OUTBITY Kilb-
KICTb 3alMTiB, Ha BIAMIHY BiJI CHHXpOHHOI, OJTHAK BUMarae MOBHICTIO aCHHXPOH-
Horo API mixg gac poGoTH i3 30BHINIHIMU CcepBicaMi, a TAKOXK € CKJIAAHIIIOO ITi[
Yac BiTIar0JUKEHHS CEPBICIB Ta BUITPABJICHHS TOMHJIOK.
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KOMAH/IHA PO3POBKA IT-IPOEKTIB HA OCHOBI AGILE-
METOAOJIOI'X

Bacuar CMYTOK, Biktop POFIHCLKHﬁ,
Poman OJIIMHUK, Iasio JIYB
JIvsigchbKull HayionanbHul yuigepcumen 6emepuHapHoi MeouyuHu
ma 6iomexnonoeiu imeni C.3. Iicuyvkozo, m. Jlveis, Yrpaina

Anomauia. Hagedeno enyuxi memooonozii po3pooxu npoepamuo2o 3abesneyer-
HA, WO TPYHMYIOMbCA Ha npunyunax Agile ma opienmoeani na imepamusHicms, adanmu-
8HICMb | 83A€MOOiI0 Midic po3pobHuKamu U 3amognuxom. O3naveno eracmusocmi Agile-
nioxo0is, a MaKodc 3a3HAYeHo Haunowupeniui memoou, 3okpema Scrum, XP i Kanban.
ITiokpecneno yHiKanbHicmMb 3aNPONOHOBAHOI cucmeMu KOMAHOHOI po3poOKu, peanizosa-
Hol' y euenaoi okpemozo API, wo 3a6e3neuye 8UCOKy eHyuKicmb, WEUOKY iHmezpayio ma
onmumizayiio pobomu 3 npoexkmuumu danumu. Hasedeno nepesazu — npuckopenni pos-
pobxu, pozwupiosaHocmi ma niOMpumyi Cy4acHux IHCMpYyMenmis, maxux sk Spring
Security, cucmemu 36imnHocmi, 36 ’13y8anHs MiKemie ma eHyuKi Mexamizmu KOMYHIKayii tl
@inompayii ingpopmayii.

Kniouosi cnosa: Agile-wemooonoeis, npocpamue 3abes3neyenis, ynpagiinHs npo-
exmamu, inmezpayis API, komanoua e3aemoois, Scrum.

Abstract. The text presents flexible software development methodologies based on
Agile principles, focusing on iterative processes, adaptability, and collaboration between
developers and clients. The characteristics of Agile approaches are outlined, and the
most widely used methods, including Scrum, XP, and Kanban, are highlighted. The
uniqueness of the proposed team-based development system, implemented as a
standalone API, is emphasized, providing high flexibility, rapid integration, and opti-
mized handling of project data. The advantages of the system include accelerated devel-
opment, extensibility, and support for modern tools such as Spring Security, reporting
systems, ticket linking, and flexible communication and filtering mechanisms.

Keywords: Agile methodology, software development, project management, API
integration, team collaboration, Scrum.

I'myuki TexHomorii po3podku mporpamHoro 3abesmeuenHs (I13) ckeposani
Ha 6e3nepepBHIN 3BOPOTHIH 3B'I30K 1 BpaxXyBaHHS 3MIHH y BUMOTaxX MPOTSATOM KHT-
TeBoro mukiy 13, miaTpuMyBaTH TiCHY CITIBIpAIIO MDK KITIEHTaMH 1 po3poOHUKa-
MH, a TaKOX 3a0e3MeuyBaTH epCIIeKTHBHI TporpaMHi GyHKIIiT (puc. ).

Masidect Agile — 6a3a, Ha sKiif TOOYIOBaHI METOM THYYKHX TEXHOJOTIH
po3pobku I13. Bin omyOnikoBanuid rpyrnor po3poOHUKIB 13 Ta KOHCYIBTaHTIB:
"....MU ROCMIUHO BIOKpUBAEMo Onisi cebe Oinbut O0CKOHAN Memoou po3podku 113,
3aUMaIoYUCh po3poOKor He3N0cepeoHbO i QONOMAAOHU 8 YbOMY THUUM. 3a605KU
BUKOHAHIT pobomi mu 3moenu ycgioomumu, wo. 1) moou i e3acmodia sadcnusiuie
npoyecie ma IHCMpPyMeHmie, 2) npayioroyuil NPOOYKm 8aAxCIusiuLe U4epnHoi 0oKy-
Mmenmayii; 3) cnienpays 3 3aMOEHUKOM BANCIUBIUIE Y3200HCEHHS YMOE KOHMPAKMY;
4) comosHicmb 00 3MiH 8adCIUBIULE NPOXOONCEHHS NOnepeOHim naanom”.
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MHyuxa g

pospobka T13 '

%Crym-ua |T?—P°

Puc. — XKurtenit muxi rayaxoi po3pooku 113

I'Hydki MeTofooTii MOXHA BH3HAUMTH SIK TPYIY IMPOIECiB po3poOKu
113, sxi €:

— imepayiinumu K cripo6a BHUPIIICHHS MPOOIeM IUISXOM MOMIYKY T0-
CIIIIOBHUX HaOJNM)KEHb 110 pilleHHs (HaNpHKian, po3poOJeHa MOBHA CHCTEMa
3MiHIOE (DYHKI[IOHAJBHICTh IMIJACUCTEM 3 KOXXHHUM BHITYCKOM BHACHIiZIOK OHOB-
JICHHS| BUMOT);

— nocmynosumu SIK TiAXiA, AKAA nepeadadae po3noail CUCTeMH Ha ¢y-
HKI[IOHAJIbHI MIJICHCTEMH Ta JOJaBaHHS HOBOT (DYHKI[IOHAIBHOCTI 0 3araibHOi
CHCTEMH 3 KOXKHUM BHITYCKOM;

—  camoopeanizyrouumu SIK KOHIIEIIIIA, 10 Ja€ KOMaHi MOXKIIUBICTb Op-
TaHi30BYBaTH CaMOCTIMHO Ipolec A HalKpamoro pe3ysibTaTy 3aBAaHHS (Ha-
MPUKIIAA, B3aEMOIIS B KOMaH/I, THHAMIKa pOOOTH, poOOUHil Yac KOMaHa caMo-
CTIHHO PO3MOUISE JJIsl HAMIIIIIIOrO BUPILICHHS);

—  BUHUKAIOYUMU SK JOCBi HaBYaHHA 3 KOXKHOTO IPOEKTY, BHACHIIZOK
TOTO, II0 KOXEH MPOEKT OPraHi30BYEThCs O-PI3BHOMY, 3aCTOCOBYIOYH ITEPATUB-
Hi, IOCTYIIOBI, CAMOOPraHi3yto4i Ta HOBITHI METO/IH.

Jlesiki 3 BITOMHUX METOJIB THYYKHUX TEXHOJIOTiH po3podku [13 — 11e ekcT-
pemanbHe porpamysanss (XP), Scrum, KpMCTaJILHi meromonorii Crystal Clear,
Kanban, po3pobxka KepoBaHa (I)YHK].[IS[MI/I JMHAMIYHUHA MeToz po3poOku. 30K-
peMa, HalmoImMpeHImuMH € Taki Tpu Metoau — Scrum, XP, Kanban.

VHIKaJIBHICTh 3alpPONOHOBAHOI HAMH CHCTEMH KOMaHAHOI pO3pOOKH Ta
VIPaBIiHHSA MPOSKTaMH HOJITa€E B TOMY, LIO BOHA peali3oBaHa SK OKPEMHi
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API. lle macth KopHCTyBauaM-po3pOOHMKAM 3pYYHHH CIIOCIO BHKOpPHUCTaHHS
BCiX (DYyHKITIOHAIBHUX MOJKJIMBOCTEH CHCTEMH 0e3 HeoOXiTHOCTI MpamioBaTH 3
CKJIAJIHUM KOpHCTyBalbKuM iHTEepdeiicom. Lle no3Bomnse iM iHTErpyBaTH CHCTE-
MY YIPaBIiHHSA MPOEKTAMH y CBOi MPOEKTH MIBHIAKO Ta epeKTHBHO. Toxi, po3-
POOHHKH OTPUMAIOTh THYYKICTh y BHOOpPI TOTO, AKi (PYHKIIii BOHH XOUyTh BUKO-
pucroByBaTH. BoHn MOXyTh Bubpatn numie Ti API-meroan, siki iM moTpiOHi st
X KOHKpETHHX MoTped Ta irHopyBaTH iHmii. Lle m03Bois€ oNTHMI3yBaTH BUKO-
pHCTaHHS pecypciB i 3a0e3neunuTr e(peKTUBHY pOOOTY i3 CHCTEMOIO KOMaH/IHOTO
yrpasiinas [T-ipoekramu.

Oxpemuii AP st cucteMu ynpaBiiHHS IPOEKTaMHU TaKOX HPUCKOPIOE
rporiec po3poOku. PO3poOHMKN MOXKYTh CKOPHCTATUCS TOTOBUMHU (DYHKIISIMH Ta
MOJIYJISIMH CHCTEMH YIPABIIHHS MPOEKTaMH, 10 I03BOJISIE IM YHHUKHYTH ITOBTO-
pHOI pO3pOOKH Ta 30CEPEIUTHCS HAa BHUPIIICHHI crenu(iYHUX 3aBIaHb CBOIX
mpoekTiB. Lle 30imbnTye IIBUAKICTE PO3POOKH Ta CKOPOUYE Yac NOCATHEHHS Me-
TH. B 3ampormoHoBaHill cucTeMi yrpaBIiHHS epeadadatoThCs TaKi pO3IMIHPCHHS
(hYyHKIIOHATIFHOCTI, [0 B MAHOYTHHOMY 3MOXKYTb HAaJaTH OTbIIE MOYKIHBOCTEH
SIKICHO KepYBaTH MPOESKTOM:

Spring Security. CtpykTypa, Hamana Spring, sika [0IoOMarae HajlaiTyBa-
TH JIOCTYII 1 TpoIiec aBTeHTHUdIKAIIIT — Bifirpae IyKe BaXXJIHUBY poJib y 3a0e3me-
YCeHHI OE3MEeKH POTpam.

3gimnicms. B cucremax yrnpapiiHHS IPOEKTaMU 3BITHICTH BiJlirpae Bax-
JIMBY POJIb Y IpOLieci KOHTPOJIIO Ta OLIHKK Hporpecy npoekTiB. L{e npouec 360-
py, aHaJli3y Ta IpeJCcTaBiIeHHs iHpopMallii Mpo KIIOYOBI aCMEKTH MIPOEKTY, L0
JIO3BOJIUTH KEPIBHUKAM Ta 3alliKaBICHUM CTOPOHAM OTPHMYBaTH HEOOXiqHI JaHi
JUTS IPUXHATTSI PIIICHb Ta BCTAHOBJICHHS TUIAHIB JTili.

Ticket linking (3B’s130k Mix Tiketamu). B cucTemi ynpaBiiHHS TpoeKTa-
MH Ta BHKOPHCTOBYETHCS MOHATTS "3B'SI30K MK TiKeTaMH'" Ui BCTaHOBIICHHS
3BSI3Ky MDK OCHOBHHM TikeToM Ta minTiketoM (sub ticket). OcHOBHMIA TikeT
MoJke OyTH, HallpHUKJIaJ1, TOJIOBHUM 3alUTOM UM 33/a4ei0, SIKy Tpeba BHPIIIUTH.
[TinTiker € 70AaTKOBOIO 33/1a4elo, sIKa IOB'sI3aHa 3 OCHOBHUM KBHUTKOM 1 MOTpe-
Oye OKpeMOro BUKOHAHHSI.

Komenmapi ycroou. KoMeHTapi MOXKYTh 6y'm JOJIaHi JI0 Pi3HUX 00'€KTIB
Yy CHCTeMi yNpaBIIiHHS NPOCKTAMH, TAKHX AK 3a]adi, CIPHHTH, IPOCKTHI IOKY-
MEHTH, 3MiHH, TOMWIKHK To1o. Lle 1o3BosnTh CTBOPIOBATH KOHTEKCTHI 00roBo-
peHHs Ta 3a0e3neYnTh 30epeKeHHsT KOMYHIKaIlil BITHOCHO KOHKPETHOTO eJeMe-
HTa IPOEKTY.

Moocnugicme giomivamu Kopucmyeauie ¢ komenmapsx. lle mo3BOTUTH
TIOJISTTITUTH KOMYHIKAITIO Ta CIIUIKYBaHHS MDK YIaCHUKAaMH IIPOCKTY, OCOOINBO
y BHITaZax, KOJH KOMEHTapi MOXYTh MICTUTH Oarato iHpopmamii abo crocy-
I0THCSI KOHKPETHUX MTUTaHb, IKi MOTPEOYIOTh YBaru KOHKPETHUX KOPUCTYBAJiB.

Dinompayis 3a nepiodom. MOXIMBICTb QIIBTPYBATH CIIPUHTH, CIIKH Ta
TIKETH 32 MepioZioM JO3BOJIUTh KOPHCTYBayaM IBUAKO 3HAXOAUTH Ta IEperiis-
JIATH MPOEKTH, 3aBAaHHs a00 IHINI eIEMEHTH, sIKi OyJIu CTBOPEHI, 3MiHEHI abo
3aKPUTI MPOTATOM IIEBHOTO MEPIOJIy Yacy.
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INPOLECH MOJEJTIOBAHHS IAHUX
TA IX IPUKJIAJTHE 3HAYEHHS

Bikrop AHEHKO, IO0piii JEIHIUIINH, [TaBxo JYb
Jlveiscorutl HAYiOHATLHUL YHIGEpCUMEm 8emMepUHAPHOL MEOUYUHU
ma 6iomexnonoziu imeni C.3. [dcuyovkozo, m. Jlveis, Yrpaina

Anomauin. Po3kpumo nonsmms MoOenosantst OaHUX SIK RPOYECy CMEOPEHHS. CIpy-
KMYypo8ano2o Habopy Oanux O NPULHAMMA PilieHb 8 YNpasiHHA GUPOOHUYUMU HPOYECAMU.
Haeeoerno ocrosHi emanu MoOentosarHs — KOHyenmyaivhe, 1oiune ma gizuune. I1iokpecne-
HO POJIb CYUACHUX HOMAYill | NPOSPamMHUX 3acobis, uwjo 3abe3neyyioms y32004ceHiCnb Mooenell
ma cnpowyomy ix 6npoeaddiceHts. AKYeHmo8ano Ha NPAKMUYHOMY 3HAYEHHI npoyecie Mooe-
JIOBAHHSL OAHUX OJisL CMPYKMYpu3ayii inghopmayii, niOMpumKy YNpasiiHCbKUX pitiets, aHaizy
PUBUKIG § NIOBUUYEHHS eqheKMUBHOCMT BUPOOHUYUX NPOYECTB.

Knrouosi cnoga: mooenosanns oanux; inpopmayitini cucmemu,; KOHYenmyaibHa
MoO0eny, 102iuHa MOOenb, YIPAGNIHCHKI PillleHHS.

Abstract. The concept of data modeling is presented as a process of creating a
structured set of data to support decision-making in the management of production pro-
cesses. The main stages of modeling — conceptual, logical, and physical — are outlined.
The role of modern notations and software tools that ensure model consistency and sim-
plify their implementation is emphasized. The practical significance of data modeling
processes is highlighted in terms of information structuring, supporting managerial deci-
sions, risk analysis, and improving the efficiency of production processes.

Keywords: data modeling; information systems; conceptual model; logical mod-
el; managerial decisions.

MopentoBaHHs JaHUX — L€ NPOLIeC CTBOPEHHS y3arajbHEHOTO OIUCY
(Mozeni) CTpYKTypH HaHUX, IXHIX BIIACTHBOCTEH Ta B3a€EMO3B’S3KiB MK HUMH 3
MeTol0 edekTHBHOrO 30epiraHHs, oOpoOku i BukopucTaHHs iH(popmauii. Bin
JO3BOJISIE Y 3p03yMiliid (hopMi BimoOpa3nuTH, IK OpraHizoBaHi 1aHi y IEBHIN CHc-
TEMIi 91 IpeJMETHIN 00sacTi, mo06 3a0e3MeYnTy iX JIOTIUHICTh, UTICHICT 1 0C-
TYIHICTB. 3arajoM MOJETIOBAaHHS JaHWX 3aCTOCOBYETHCS IUIS IUIAaHYBaHHS iH-
(dopMariiHIX CHCTEM, YIpaBJIiHHS IPOIlecaMi, aHAJITUKK ab0 HAYKOBHX JIOC-
JIDKeHb. Pe3yapTaToM € MOJels — KOHIIENTyallbHa, JIOTiYHa 4d (i3uuHa — sKa
oKa3ye, SIK JaHi B3a€MOMIOTh MK COOOI0 Ta sIK BOHH MOXYTh OYyTH pealizoBa-
Hi y 0a3ax gaHux abo iHdopmaniiiHuX cepenoBuIIax.

[Ipomec MopmemoBaHHS OaHWX OXOIUIIOE KiTbKa ITOCIITOBHUX €TaIliB.
Croyatky 3/1iHCHIOETBCS aHAI3 TIPEIMETHOT 001aCTi 3 METOI0 BU3HAYEHHS CYT-
HOCTeH 1 3B’s3KiB MDK HuUMH. [lanmi GopMyeTbcs KOHIENTyalbHAa MOJENb, IO
onwmcye iHpopMarriliHi 00’ekTH 0e3 TeXHIUHUX neTtaneii. HacTymHuM kpokoMm €
CTBOPCHHS JIOTIYHOT MOJICITI, /Ic YTOYHIOIOTHCS aTpuOyTH, THITH 3B’ I3KIiB, 0OMe-
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JKEHHSI [UTICHOCTI Ta MpaBmiIa B3aEMOIi. 3aBepIIaJbHAM €TaroM BUCTYIIA€ T10-
OynoBa (i3uuHOI MoOzeNi, siIka BU3HAYAE CIIOCOOM pearizalii JaHUX Yy KOHKPET-
Hilf cCHCTeMi KepyBaHHs1 0a3aMy JIaHHWX, BPAXOBYIOUHM acCIeKTH MPOJIyKTHBHOCTI,
IH/IEKCYBaHHS, OC3IIEKH Ta ONTHMI3allii 3aITHUTIB.

VY npakTH4HIN TiSUTBHOCTI 3aCTOCOBYIOTHCS Pi3HI METOJM Ta HOTALl JIs
nobynoBu mojenei, 3okpema ERD (Entity—Relationship Diagram), UML
(Unified Modeling Language) abo IDEF1X. [Ins ix peainizailii BUKOPUCTOBY-
FOThCS TIPOTpaMHi 3acobu, Taki sk ERwin Data Modeler, PowerDesigner, Visual
Paradigm, Lucidchart un Microsoft Visio. BukopucranHs Takux iHCTPYMEHTIB
Jla€ 3MOT'Y aBTOMAaTHU3yBaTH IIPOIIEC CTBOPEHHS MOJIENCH, MEepeBIpATH iX Ha y3-
TOJDKEHICTD 1 CITPOIYBATH HOAANBIIIE BIIPOBAKECHHS y 0a3u TaHUX.

I"o10BHI 3aBlIaHHST MOJICNIOBAHHS AaHHX:

1) cmpyxkmypuzayis ingopmayii — ynopsiiKyBaHHsI TaHUX PO PECYpPCH,
nepcoHal, o0JiaJIHaHHs, TEPMIHU Ta (QiHAHCH;

2) ananiz pusuxie — BASBICHHS MOTEHIIINHAX BIIXUICHD Bill IUIaHy, OIli-
HKa TXHBOTO BIUIMBY Ha CTPOKH Ta COOIBapTICTh;

3) nnanysamms i npoeHo3yeanns — CTBOPEHHS MOJIENIeH CleHapilB PO3BH-
TKY IPOEKTY sl BUOOPY ONTHMAJIBHOI CTpaTerii;

4) niompumka ynpasnincokux piuieHs — 3a0e3MeYeHHst JOCTYITY 10 aKTy-
IBHOI Ta aHAIITHYHO 00poOIIeHOT 1H(opMarii;

5) onmumizayis pecypcie — BUSBIEHHS HAUIMIIKOBUX a00 HEIOCTATHIX
BUTPAT PECYPCIB i MPOTIO3UILiSI IUIAXIB 1X MepPepo3IOILTy.

TakuM 4YMHOM, MOJIETIIOBaHHS JaHUX y cdepi ynpaBiIiHHSI BUPOOHUYNMU
MIPOEKTaMH — IIe MPOIeC CTBOPEHHS JIOTTYHOI Ta CTPYKTypHOI Moseni iHdpopma-
i, sika BimoOpakae B3a€EMO3B’SI3KM MDK pecypcamu, NpOIecaMH, PU3HKaMH,
BUTpaTaMH Ta pe3ylbTaTaMH BHPOOHMITBA. Taka MOJENb J03BOJISIE CHCTEMHO
aHaNI3yBaTU MOTOKU JAHWX, IPOTHO3YBATH HACHIIKH YIPABIIHCHKUX PIllleHb i
HiIBUIYBaTH e(EKTUBHICTh IIAHYBaHHS BHPOOHWYMX TpoleciB. ['onoBHI 3a-
BIIAHHSI MOJICITIOBaHHS JaHUX TIOJIATAIOTh y CTPYKTypH3allil iHdopmartii, aHamisi
PU3MKIB, IJIaHyBaHHI ¥ HPOTHO3yBaHHI, MIATPUMIN YHPaBJIIHCHKUX PpillleHb i
OTTUMI3aIlil BHKOPHCTaHHS PECypCiB.

CyuacHi TeHIEHIIT MOJCTIOBAaHHS JaHWX OPIEHTOBAHI Ha IHTETpaIilo 3
TEXHOJIOTISIMU Benukux naHux (Big Data), BUKOpUCTaHHS CEMaHTHYHUX MOJIE-
nel, rpadoBux 0a3 maHMX Ta NMOOYAOBY UM(POBHUX IBIMHUKIB IMiAIPUEMCTB
(Digital Twins). Lle no3Bosisie mepelTH BiJl CTATUYHOTO BiJOOpPayKEHHS CTPYKTY-
pu iHbOpMAIIil 1O AMHAMITHOTO MOJICITIOBAHHS IMOBEAIHKH CHCTEMH B PEalbHO-
My 4Yaci, 110 3HaYHO PO3IIMPIOE MOKIIMBOCTI JUIsl aHAJIITUKH, IPOTHO3YBaHHS Ta
CTPATETIYHOTO YIIPaBIIHHS.

IcHYIOTB TpH PI3HHMX THUIH MOJIENIEH JaHUX, [0 BUPOOISIOTHCS [IPOTATOM
Tepexoy Bil BUMOT 0 AicHOI 06a3u JHaHWX IS BUKOPUCTAHHS B iH(pOpMAaIlini-
Hilf cucTteMi. Y mpolieci nepexoay Bia eramy (GOpMyBaHHsS BHMOT JI0 CTBOPEHHS
peanbHOi 0a3u naHuX, sika QyHKIIOHYBaTUME B iH(OpMaLliiiHiii cucTeMi, po3po-
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OJSAIOTH TPU OCHOBHI THIHM Mojeneil manux. Croyatky BUMOTH 10 iHpopmarii
(hopMaTi3yIOThCs Y BUIIISAAI KOHIETITYAIBHOT MOJET JaHWX, M0 € Habopom
OTHUCIB CYTHOCTEH 1 3B’3KIB 0e3 ypaxyBaHHS TeXHIYHHX acriekTiB. BoHa cnyrye
OCHOBOIO ISl Y3TOJUKEHHS OadeHHs CTPYKTYPH AAQHMX MDK aHaTITHKaMH Ta
Npe/ICTABHUKaMU Oi3Hecy.

Jauti koHnenTyanbHa MOZENb TPAaHCHOPMYETHCS Y JIOTIYHY MOJEIb IaHHUX,
y SIKIH JeTanizyeThesi CTPYKTypa iHdopMmaliii, BU3HaYatoThCsl aTpUOYTH, 3B’ SI3KU Ta
00OMeKeHHS, 0 MOKYTh OyTH peari3oBaHi y 0a3i JaHUX. Y IOESKUX BUITAJKAX IS
OJIHi€T KOHIIENTYyaJIbHOT MO/IeNi MOXe OyTH CTBOPEHO KiNbKa JIOTTYHUX MOJENeH,
3aJIEKHO Bil BUMOT JI0 Pi3HUX MiJCKCcTEM a00 THITIB CXOBHII TaHUX.

Activity
Model

-

Detailed Data \?Cfea te/Update ™,

Requirements | =, Logical Data |
\\ Model /| Conceptual Data Model

— e

1 \\ Entities/Subtypes
) Attributes
ETe_chnlcaI Relationships
nvirenment — x./ Integrity Rules
e — \7" Createrpdate\ -
Performance [ Physical Data |
Considerations .  Model /| Physical Data Model
T —"'"q-'x.m Tables
| Columns
B 1 Keys/indices
— "“‘x{ Triggers
Business . ( Create/Update \
Data Data

\\\h__ / \A{ Data

Pucynox — I[Ipotec MoaemoBaHHS TaHUX

Orxe, 3aBepLIAILHAM €TalloM IIPOLeCY MOJCIIOBAaHHS JaHHUX € I00yIoBa
¢bi3nyHOT MoOJIeN, sIka TPYHTYETHCS Ha JIOTTYHIl Ta BinoOpaxae (akTuuHy peani-
3amifo CTpykTypu 0a3m manmx. Ha mpomy etari iH(poOpMaIlis opraHi3oByeTbCs Y
TaOJNHILlI, BU3HAYAIOTHCS MEXaHI3MM JIOCTYITy, ONTHMIi3alii NMPOIyKTHBHOCTI Ta
0COOJIMBOCTI 30epiraHHs JaHuX. MOJICITIOBAaHHS TaHUX OXOIUTIOE HE JIMIIE BU3HA-
YeHHs] OKPEMHX €JIEMEHTIB iH(opMallii, a i onmcye IXHIO BHYTPIIIHIO CTPYKTYPY,
JIOTIYHI B3a€MO3B’I3KH Ta CIIOCOOH B3aeMOJIIT B Mexkax iH(POPMAIlIHHOT CUCTEMHU.
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